
Ministry of Advanced Education
Technology and Business Solutions Branch

CIO and Executive Director
Technology and Business 

Solutions
SL

Branch Administrator
CL 11

Manager, Business Solutions
BL

Client Portfolio Manager
IS 30

Senior Business Analyst
IS 27

Senior Business Analyst
IS 27

Service Manager
IS 27

Service Desk Analyst
IS 18

Client Support Analyst
IS 18

Client Support Analyst
IS 18

A/Client Support Analyst
IS 18

Security Architect
IS 30

Manager, Technology Solutions
BL

Senior Data Architect
IS 30

Technical Analyst
IS 30

Database Analyst
IS 27

Programmer Analyst
IS 21

Programmer Analyst
IS 24

Systems Operations 
Coordinator

IS 18

Quality Assurance Analyst
IS 13

Quality Assurance Analyst
IS 13

Quality Assurance Analyst
IS 13

Manager, Business 
Transformation and 
Public Engagement

IS 30

User Experience Strategist
IS 24

Web Analyst
IS 18

Web Analyst
IS 18

Web Administrator
IS 14

Planning and Implementation 
Analyst
AO 21

Page 1 
AED-2012-00026



D
E

C
ISIO

N
 SU

PPO
R

T
 A

N
D

 A
C

C
O

U
N

T
A

B
IL

IT
Y

 D
IV

ISIO
N

 - A
ccountabilities &

 R
esponsibilities 

�U
pdated: June 29, 2011 

�

T
echnology Solutions B

ranch 
Suzanne M

anahan, Executive D
irector &

 C
IO

 
A

ssistant: Leona Thors 
Program

 A
reas:

C
lient Services 

o
Strategic C

lient M
anagem

ent -w
orking closely w

ith program
 

directors to understand the broad business goals and em
erging 

policy directions of the M
inistry and Sector, to assess and advise 

on IM
IT-related opportunities and issues  

o
IM

IT Planning - A
ssist w

ith the developm
ent of  IM

IT Plans as 
per annual planning cycle or in com

pliance w
ith central agency 

direction 
o

A
pplication R

elease Planning and M
anagem

ent – inform
ation 

technology im
provem

ents, and deploym
ent services to assure 

business needs are m
et w

ithin agreed-to requirem
ents. 

o
Inform

ation system
s consultation to ensure clients are using 

Inform
ation Technology in the m

ost effective w
ay 

o
A

pplication Incident C
oordination including liaison betw

een 
clients and service provider to support application Incident triage 
and prioritization.  

o
M

onitoring vendor service level targets and escalating incidents 
w

here required 

�

Program
 A

reas:
T

echnology Solutions 
o

Provide technical services in the developm
ent, estim

ation or 
review

 of technology services, requests for estim
ates, capacity 

planning, capital planning, standards and solutions.   
o

D
evelopm

ent of new
 applications and enhancem

ents, 
m

odifications and troubleshooting of current applications.  
A

ssist in the m
aintenance of M

inistry A
pplication portfolio. 

o
Provide data m

anagem
ent practices and strategies to enhance 

data and business process interoperability. M
onitor and 

diagnose database perform
ance, and  provide ongoing backup 

and archiving of databases.  
o

M
aintain server portfolio and recom

m
end/assist in patching and 

debugging.
o

D
evelop and m

aintain proper Softw
are D

evelopm
ent Life C

ycle 
(SD

LC
) processes, policies and standards docum

entation. Lead 
review

s of application architecture deliverables, and provide 
quality assurance review

s on supporting. 

Program
 A

reas:
C

lient R
elations 

(requestIT
@

gov.bc.ca)
o

Incident M
anagem

ent, Service D
esk Line of B

usiness Support 
o

Support rem
ote conferencing solutions

o
R

estore service disruptions as quickly as possible w
ith m

inim
um

 
interruption to business.  

o
I.T. asset ordering including iStore preparation and order 
tracking. M

anage and if required support V
IP M

inistry clients 
w

ith hands on solution if Service Level provisions from
 V

endors 
do not m

eet tim
eline requirem

ents H
old vendors and central 

agencies accountable for service levels and service requirem
ents 

(including day-to-day vendor liaison and m
anagem

ent)
o

To develop service delivery im
provem

ent processes
o

D
evelop and m

onitor standardized m
ethods and procedures for 

change m
anagem

ent to ensure processes and follow
ed and 

controlled for Technology A
ssets or Procured services

o
M

anages user access levels

Program
 A

reas:
W

eb Services 
o

Front end W
ebsite design, developm

ent and m
aintenance – 

develop w
eb solutions for internal and external audiences in 

com
pliance w

ith corporate w
eb standards and guidelines 

o
C

ontent m
anagem

ent– coordinate and execute online content on 
behalf of m

inistry program
 areas and provide strategies and best 

practices in content m
anagem

ent. 
o

G
raphic D

esign Services – produce graphics for w
eb and print. 

o
D

esktop Publishing Services – design and developm
ent of 

brochures, reports, new
sletters. 

o
O

nline activity trend analysis and reporting – provide w
eb 

analytics to business areas and m
onitor trends to ensure 

effective online com
m

unications. 
o

O
nline C

itizen and Em
ployee Engagem

ent consultation – 
consult w

ith program
 directors to identify opportunities for 

online engagem
ent using em

erging new
 m

edia. 
o

Social M
edia Services – ensure effective use of social m

edia 
and assist program

s in business case developm
ent, strategic 

planning and com
m

unity building. 
o

SharePoint Services – D
evelop and m

aintain SharePoint 
collaboration sites, m

anage the m
inistry site collection, provide 

training and consult w
ith program

s on business transform
ation 

using SharePoint. 
o

Technology and Transform
ation planning – assist w

ith the 
developm

ent of the Technology and Transform
ation Plan as per 

annual planning cycle or in com
pliance w

ith central agency 
direction 

o
Provide consultation services on em

erging G
overnm

ent 2.0 
initiatives. 

o
D

evelop and oversee W
eb G

overnance Fram
ew

ork, W
eb 

Strategy and Social M
edia Strategy

Program
 A

reas:
Security

 (D
avid.M

alcolm
@

gov.bc.ca)
o

A
ssure that M

inistry IM
IT applications and practices are 

com
pliant w

ith the O
C

IO
’s Inform

ation Security Policy 
o

C
onduct Security Threat and R

isk A
ssessm

ent (STR
A

) on 
m

inistry applications
o

Provide Security A
w

areness inform
ation/training and Security 

Incident R
eporting 

o
Perform

 M
inistry level security incident investigation and 

rem
ediation
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