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THIS MASTER SERVICES AGREEMENT is entered into as of March 30,2009 (the "Effective Date"), 
between EDS Advanced Solutions Inc. (the "Service Provider"), a company incorporated under the 
laws of British Columbia and Her Majesty the Queen in Right of the Province of British Columbia as 
represented by the Minister of Labour and Citizens' Services (the ''Province"). 

RECITALS 
A. The Province conducted a competitive procurement process under the JSRFP for purposes of 
establishing a contractual business alliance with an experienced and qualified third party to, among other 
things, provide strategic transformation and mainframe services to the Province and the Broader Public 
Sector; 

B. As a result of the JSRFP process, the Province selected EDS Canada to provide certain services 
through the Service Provider to the Province and the Broader Public Sector, subject to, and in accordance 
with, the terms of this Agreement; 

C. The Service Provider is Corporately Controlled by EDS Canada and EDS Canada is an Affiliate 
of the Corporate Guarantor; 

D. EDS Canada caused the Service Provider to enter into this Agreement with the Province 
regarding the provision of such services to the Province and the Broader Public Sector; 

E. EDS Canada has agreed to grant a guarantee in favour of the Province, for the performance of the 
obligations of EDS under this Agreement, and to cause the Corporate Guarantor to grant a guarantee, in 
favour of the Province, in respect of certain obligations of EDS under this Agreement; and 

F. Every member of the Broader Public Sector who wishes to acquire services from EDS under the 
Province's competitive procurement process will enter into a separate services agreement in the form 
attached as Appendix B to Schedule 26 (Growth and Marketing) (each a BPS Services Agreement), and 
in accordance with the terms and conditions of this Agreement, as applicable; 

G. The Parties are dedicated to the security of information and protection of privacy and Personal 
Information, and have therefore structured this Agreement, and the relationship between the Parties, in 
order to ensure that the same is achieved. 

IN CONSIDERATION of the foregoing and the mutual covenants and agreements contained in this 
Agreement, the Parties covenant and agree as follows: 

ARTICLE 1- INTERPRETATION AND GENERAL MATTERS 

1.1 Definitions. 

Unless otherwise provided in this Agreement (or in any Schedules attached to this Agreement), 
capitalized terms will have the meanings given to those terms in the attached Schedule 1 (Definitions). In 
addition to the definitions contained in Schedule 1 (Definitions), any capitalized terms defined elsewhere 
in this Agreement will have the meanings so given to them. 

1.2 Recitals. 

The recitals to this Agreement are intended to be a general introduction to this Agreement and are not 
intended to expand the scope of the Parties' obligations under this Agreement or to alter the plain 
meaning of the terms and conditions of this Agreement. 
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1.3 Headings. 

The division of this Agreement into Articles, Sections, Subsections, paragraphs and clauses, and the 
insertion of headings, are for convenience of reference only and will not affect the construction or 
interpretation of this Agreement. 

1.4 Interpretation. 

In this Agreement, unless expressly stated to the contrary: 

(a) the terms "this Agreement", "the Agreement", "hereof', "hereunder", "hereto" and similar 
expressions refer, unless otherwise specified, to this Agreement taken as a whole and not 
to any particular Article, Section, Subsection, paragraph, clause or other portion of this 
Agreement; 

(b) words importing the singular number only will include the plural, and vice versa, and 
words importing gender will include all genders; 

(c) unless something in the subject matter or context is inconsistent therewith, all references 
in this Agreement to Articles, Sections, Subsections, paragraphs, clauses and Schedules 
refer to Articles, Sections, Subsections, paragraphs, clauses and Schedules of this 
Agreement; 

(d) words and phrases denoting inclusiveness (such as "including" or "includes"), whether or 
not stated as being without limitation, are not limited by their context or the words or 
phrases which precede or succeed them; 

(e) unless otherwise provided in this Agreement, whenever the words "discretion", "option", 
"determine", "election" and other similar words or any variations thereof are used with 
respect to a Party, they will be deemed to mean such Party's sole and absolute discretion, 
option, determination, election or other such similar act; 

(f) any reference to a statute will be deemed to refer to the statute and any regulations made 
thereunder in force as at the date hereof, as the same may be subsequently amended, 
expanded, added-to, supplemented or otherwise changed or replaced from time to time, 
unless otherwise expressly provided in this Agreement; and 

(g) unless specifically provided otherwise in this Agreement, any reference to "knowledge" of 
the Service Provider or any officer or other personnel of the Service Provider means the 
knowledge of the Service Provider after having made due enquiry, and if the Service 
Provider fails to make such due enquiry, then the knowledge that the Service Provider 
would have had if the Service Provider had conducted reasonable enquiry into the subject 
matter. 

1.5 Acting Reasonably. 

With respect to the Service Provider, any requirement set forth in this Agreement for the Service Provider 
to act reasonably, use reasonable efforts, or any variations thereof, will mean the use of all reasonable 
commercial efforts having regard to the surrounding circumstances, unless specifically provided 
otherwise. With respect to the Province, any requirement set forth in this Agreement for the Province to 
act reasonably, use reasonable efforts, or any variations thereof (including, without limitation, any 
requirement for Approvals by the Province not to be unreasonably withheld), will not require the Province 
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to act in a manner that is contrary to, or is inconsistent with, any other policies, directives, executive 
directions, Treasury Board decisions, guidelines, rules, regulations, legislation or other determinations of 
the Province. In addition, the Service Provider expressly acknowledges and confirms that nothing 
contained in this Agreement will be construed or otherwise interpreted in any manner that would or could 
cause the Province to fetter its discretion. 

1.6 Accounting Policy. 

In this Agreement all references to "GAAP" refer, unless otherwise specified, to generally accepted 
accounting principles from time to time approved by the Canadian Institute of Chartered Accountants (or 
any applicable successor institute thereto) as at the date on which such calculation is made or required to 
be made, consistently applied. Unless otherwise provided in this Agreement, all accounting, record 
keeping, book keeping and other actions of the Service Provider contemplated in this Agreement will be 
performed and carried out in a manner that is consistent with GAAP. 

1. 7 Calculation of Time Periods. 

Unless otherwise specified in this Agreement, when calculating the period of time within or following 
which any act is to be done or any step taken, the date that is the reference date for starting the calculation 
of such period will be excluded and the final date for completing such act or step will be included. 

1.8 Currency References. 

Unless otherwise specified, all dollar references in this Agreement are deemed to refer to lawful money of 
Canada. 

1.9 Time. 

Time will be of the essence of this Agreement. 

1.10 Schedules. 

The following are the Schedules attached to this Agreement, which are incorporated into this Agreement 
by reference and are deemed to be an integral part of this Agreement: 

Schedule 1 
Schedule 2 
Schedule 3 
Schedule 4 
Schedule 5 
Schedule 6 
Schedule 7 
Schedule 8 
Schedule 9 
Schedule 10 
Schedule 11 
Schedule 12 
Schedule 13 
Schedule 14 
Schedule 15 
Schedule 16 
Schedule 17 
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Definitions 
Transition Plan 
Transition Management and Governance 
Work-in-Progress Projects 
Special Terms 
Basic Services 
Language of Services 
Service Locations 
Transformation 
Transformation Plan 
Service Levels 
Service Level Failures 
Changes to Weightings 
Non-Disclosure Agreement 
Conditions ofUse ofProvince Marks 
Province Marks 
Communications Plan and Processes 
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Schedule 18 
Schedule 19 
Schedule 20 -
Schedule 21 
Schedule 22 
Schedule 23 
Schedule 24 -
Schedule 25 
Schedule 26 -
Schedule 27 -
Schedule 28 
Schedule 29 
Schedule 30 
Schedule 31 
Schedule 33 
Schedule 33 
Schedule 34 
Schedule 35 
Schedule 36 -
Schedule 37 -
Schedule 3 8 -
Schedule 39 
Schedule 40 
Schedule 41 
Schedule 42 
Schedule 43 

Governance 
Key Positions 
Subcontractor Matters 
Reporting Requirements 
Records Protocols 
Fees 
Privacy Obligations 
Corporate Chart 
Growth and Marketing 
Gainsharing 
Specific Laws and Policies 
Additional Representations and Warranties 
Indemnification Matters 
Limitation on Liability 
Performance Guarantee 
Corporate Guarantee 
Insurance 
Form of Insurance Certificate 
Material Breach 
Remedies for Material Breach 
Termination Fees 
Service Provider Code of Conduct 
JSRFP 
Province Shared Infrastructure 
Designated Arbitrators 
Software Responsibility Table 

1.11 Document Conflicts. 

The main body of this Agreement, the Schedules attached to this Agreement, the Transaction Documents 
and the JSD Agreement are to be interpreted so that all of the provisions are given as full effect as 
possible. In the event of a conflict among the foregoing, and unless expressly stated to the contrary, the 
order of precedence will be as follows: 

(a) first, the main body of this Agreement; 

(b) second, any Schedules attached to this Agreement provided that Schedule 1 (Definitions), 
Schedule 5 (Special Terms), Schedule 24 (Privacy Obligations), Schedule 6 (Basic 
Services), Schedule 11 (Service Levels), Section 12 (Service Level Failures), Schedule 20 
(Subcontractor Matters), Schedule 23 (Fees), Schedule 38 (Termination Fees), Schedule 
31 (Limitation on Liability) and Schedule 37 (Remedies for Material Breach) shall take 
precedence over the other Schedules to this Agreement;; 

(c) third, any other Transaction Documents; and 

(d) fourth, the JSD Agreement. 

1.12 Joint Drafting. 

The Parties have jointly contributed to the drafting of this Agreement, the Schedules attached to this 
Agreement and the Transaction Documents. Accordingly, it is the intention of the Parties that the 
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principle of contra proferentem will not apply with respect to interpretation matters in respect of this 
Agreement or the other Transaction Documents. 

1.13 Objectives ofthe Parties. 

The Parties acknowledge and agree that the primary objectives and guiding principles of their contractual 
relationship under this Agreement are as follows: 

(a) for the Service Provider to transition and deliver data hosting services (including 
mainframe services), data centre facility services and a transformation strategy to realize 
the Parties objectives, as well as other additional services set forth in or contemplated by 
this Agreement; 

(b) to identify strategic transformation opportunities that will address business challenges and 
operational risks associated with data hosting services and data centre facility services, 
that align with the long term business objectives of government, including the 
government's goals for environmental sustainability, and the Broader Public Sector and 
transform the current service delivery structure to meet the future needs of government 
and the Broader Public Sector; 

(c) to achieve the technical objectives established (e.g., infrastructure technology operated 24 
X 7, 365 days a year while meeting or exceeding the service delivery requirements and 
service levels); 

(d) to achieve the objectives within the financial parameters agreed to by the Parties including 
a scalable utility pricing model; 

(e) to develop a long term and mutually beneficial business relationship characterized by, 
among other things, mutual cooperation, good faith and flexibility to allow for the 
addition or removal of services within the scope of the Services described in (and in 
accordance with) this Agreement, as well as the flexibility to make such adjustment to the 
Services as may be necessary or otherwise required as a result of any unforeseen 
conditions or circumstances; 

(f) to allow the Service Provider to meet or exceed the Province's service delivery 
requirements and service levels as described in this Agreement with respect to the 
Services, and where possible, to continually seek improvement in the delivery of all 
aspects of the Services; 

(g) to develop sufficient business processes to accommodate volume fluctuations inherent in 
the nature of the Services being delivered; 

(h) to have the Service Provider act as a source of "best practices" for the Province by having 
the Service Provider (and its Affiliates) monitor and evaluate changes and trends in the 
data hosting services (including mainframe services) and data centre facility services field 
(including an evaluation of related available and emerging technologies and services), and 
to so inform the Province in respect thereof from time to time; 

(i) to protect the security and privacy of the Personal Information of the Province so that 
there is no material risk that any such information: 
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(i) will be disclosed or used contrary to the terms of this Agreement or any 
Applicable Laws, or 

(ii) exists, is stored or can otherwise be accessed anywhere other than in British 
Columbia (or elsewhere in Canada as may be permitted under or pursuant to this 
Agreement), whether in its original form or otherwise, without the Approval of 
the Province; 

G) to minimize any adverse impact on the applicable personnel and business operations of 
the Province by effectively structuring and managing the transition of the responsibility 
for the delivery of the Services to the Service Provider; 

(k) to enable the Service Provider to perform the Services at a high level of service, efficiency 
and effectiveness (and to avoid the operational management of the Services by the 
Province); 

(I) to establish and maintain a fair economic business arrangement for both Parties during the 
Term; and 

(m) to provide for the transition of the Services (other than the Termination Services) to the 
Province or the Alternative Service Provider upon the expiry or earlier termination of this 
Agreement in a manner that is efficient, enables continued and uninterrupted delivery of 
such Services during each such transition, and minimizes any adverse impact on the 
businesses of the Province in connection therewith. 

The Parties acknowledge and agree that the above noted objectives and guiding principles are not, as 
such, intended to create legal obligations for the Parties, but instead, are intended to document the mutual 
primary objectives of the Parties in entering into this Agreement. The specific provisions of this 
Agreement and the other Transaction Documents are to be interpreted according to their plain meaning; 
provided that where there is uncertainty concerning the meaning of any specific provision, then such 
provision is to be interpreted in light of the objectives and guiding principles set forth in this Section. 

1.14 General Scope. 

The scope of the Services for the Term of this Agreement is as follows: 

(a) the Services described as being in-scope for this Agreement in the provisions of this 
Agreement (and any Schedules attached to this Agreement); and 

(b) the potential scope of the services set forth in the JSRFP including, without limitation, any 
potential scope, future scope or other similarly described scope in the JSRFP, subject to 
the implementation of such services at the discretion of the Province in accordance with 
the Change Order Process and other applicable terms of this Agreement. 

The Parties acknowledge that it is their intention to expand the Services throughout the Term within the 
potential scope of services for this Agreement, as set forth above. Notwithstanding the foregoing, the 
Service Provider acknowledges and agrees that any additional services that are within such potential 
scope are subject to negotiation (to the extent applicable) and incorporation into this Agreement through 
the Change Order Process, by a written instrument signed by the Parties, or as may otherwise be 
specifically provided for under the terms of this Agreement. The reference to such potential scope in this 
Section or elsewhere in this Agreement does not, in and of itself, give the Service Provider any automatic 
or implied right to negotiate, discuss, or incorporate any additional services under this Agreement within 
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such potential scope, and such negotiations, discussions or incorporation will be at the sole discretion of 
the Province. 

ARTICLE 2- AGREEMENT TERM AND RENEWAL 

2.1 Initial Term of the Agreement. 

The "Initial Term" of this Agreement will commence on the date of this Agreement and will continue 
until the earlier of: 

(a) the date upon which this Agreement is terminated in accordance with the provisions of 
this Agreement; or 

(b) March 31,2024. 

The Initial Term may be extended in accordance with Section 2.5 (Renewal Option) and Section 2.8 (One 
Year Extension). 

2.2 Initial Term of the Services. 

Notwithstanding the provisions of Section 2.1 (Initial Term of the Agreement), within the Initial Term of 
the Agreement there are specific service delivery terms for the Data Centre Services and the Managed 
Services as follows: 

(a) the initial term for the Data Centre Services ("Initial Term DC Services") will 
commence on the date of this Agreement and will continue until the earlier of: 

(i) the date upon which this Agreement is terminated in accordance with the 
provisions of this Agreement; or 

(ii) March 31, 2024; and 

(b) the initial term of the Managed Services ("Initial Term Managed Services") will 
commence on the date of this Agreement and will continue until the earlier of: 

(i) the date upon which this Agreement is terminated in accordance with the 
provisions of this Agreement; or 

(ii) March 31, 2021. 

Each of the Initial Term DC Services and the Initial Term Managed Services may be separately renewed 
in accordance with Section 2.5 (Renewal Option) and may be separately extended in accordance with 
Section 2.8 (One Year Extension); 

2.3 No Renewal Assurances. 

The Province is giving no assurances whatsoever to the Service Provider, expressed or implied, that this 
Agreement, or the Data Centre Services or Managed Services, will be renewed or extended beyond the 
expiry of the Initial Term or the Initial Term DC Services or Initial Term Managed Services, as the case 
may be. The Service Provider specifically acknowledges and affirms that it has arranged its business 
affairs on the assumption that: 

(a) this Agreement will terminate at the end of the Initial Term; 
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(b) the Data Centre Services will terminate at the end of the Initial Term DC Services; and 

(c) the Managed Services will terminate at the end of the Initial Term Managed Services, 

and the Service Provider acknowledges that this Agreement, the Data Centre Services and the Managed 
Services may terminate prior to the Initial Term, the Initial Term DC Services, and the Initial Term 
Managed Services, respectively, in accordance with the provisions of Article 28 (Default and 
Termination). 

2.4 No Expropriation. 

Any termination of this Agreement in accordance with its terms, either at the expiry of the Initial Term or 
as otherwise provided in this Agreement, will not constitute an expropriation by the Province or be 
tantamount to an expropriation by the Province at domestic or international law (including, but not 
limited to the North American Free Trade Agreement), and will not constitute grounds for asserting any 
Claim whatsoever under any domestic law, international agreement, or domestic law implementing an 
international agreement (including, but not limited to, Chapter Eleven of the North American Free Trade 
Agreement and the General Agreement on Trade in Services). 

2.5 Renewal Option. 

The Province, at its sole option and acting in its discretion, may elect to renew: 

(a) the Initial Term DC Services for one (1) additional renewal term of five (5) years expiring 
on March 31,2029 (the "Renewal Term DC Services"); and 

(b) the Initial Term Managed Services for two (2) additional renewal terms, the first such 
renewal term being for three (3) years expiring on March 31, 2024 and the second such 
renewal term being for five (5) years expiring on March 31, 2029 (collectively the 
"Renewal Term(s) Managed Services"). 

The Province may elect to renew either or both of the Initial Term DC Services and the Initial Term 
Managed Services, and may elect to renew any Renewal Term(s) Managed Services, as the case may be, 
by delivering written notice of such renewal to the Service Provider in accordance with the provisions of 
Section 2.6 (Renewal Notice), but subject to the provisions of Section 2.7 (Renewal Negotiations). No 
such renewal of the Initial Term DC Services, the Initial Term Managed Services, or any Renewal 
Term(s) Managed Services, as the case may, be will prevent either Party from exercising its rights to 
terminate this Agreement in accordance with its terms. If the Province elects to renew the Initial Term 
DC Services or the second and final Renewal Term Managed Services such that the term for such services 
extends past the Initial Term of this Agreement, then the Initial Term of this Agreement shall 
automatically be renewed for a period of five ( 5) years expiring on March 31, 2029. 

For greater clarity, the table below sets forth the renewal terms for the Agreement, the Data Centre 
Services and the Managed Services. 

Initial Term Renewal Term Renewal Term 

Agreement 15 years 5 years 

DC Services 15 years 5 years 
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I Managed Services 12 years 3 years ~- 5 years 

* If the Province elects to renew the Initial Term DC Services or the second and fmal Renewal Term Managed 
Services then the Initial Term of the Agreement shall be automatically be renewed. 

2.6 Renewal Notice. 

Where the Province intends to renew the fuitial Term DC Services or the fuitial Term Managed Services 
or a Renewal Term(s) Managed Services, as the case may be, the Province will provide the Service 
Provider with eighteen months prior written notice of such intention. If the Province does not deliver 
such notice to the Service Provider on or before such date, then the Province will be deemed to have 
elected not to renew the Initial Term DC Services or the fuitial Term Managed Services or a Renewal 
Term(s) Managed Services, as the case may be. 

2.7 Renewal Negotiations. 

The terms and conditions of this Agreement will apply during the Renewal Term DC Services or any 
Renewal Term(s) Managed Services except for the following, which will be subject to renegotiation and 
agreement by the Parties acting in good faith (which renegotiations will commence following receipt of a 
renewal notice by the Service Provider): 

(a) in the case of a complete renewal of all of the Data Centre Services or Managed Services, 
as applicable (which renewal will only be effective if the Parties are able to agree upon all 
of the terms thereof within the time required pursuant to this Section): 

· (i) the provisions of Section 15.3 (Method of Payment), Schedule 11 (Service 
Levels), Section 12 (Service Level Failures), Schedule 18 (Governance) and 
Schedule 23 (Fees), and 

(ii) such provisions of this Agreement which may require consequential amendments 
as a result of the foregoing; or 

(b) in the case of a partial renewal of some but not all of the Data Centre Services or Managed 
Services, as applicable (which partial renewal will only be effective if the Parties are able 
to agree upon all of the terms thereof within the time required pursuant to this Section): 

50634902.9 

(i) the part of the Data Centre Services or Managed Services, as applicable under 
this Agreement to be performed by the Service Provider during the Renewal 
Term DC Services or any Renewal Term(s) Managed Services, as the case may 
be (and for greater clarification, the determination and negotiation thereof will be 
for purposes of identifYing such partial Data Centre Services or Managed 
Services, and not for purposes of creating new partial Data Centre Services or 
Managed Services that are not otherwise included in the Data Centre Services or 
Managed Services then performed by the Service Provider prior to the applicable 
Renewal Term DC Services or any Renewal Term(s) Managed Services), 

(ii) the provisions of Schedule 6 (Basic Services), Schedule 11 (Service Levels), 
Section 12 (Service Level Failures), Schedule 18 (Governance) and Schedule 23 
(Fees) as they relate to the partial Renewal Term DC Services or any Renewal 
Term(s) Managed Services to be performed during the Renewal Term, and 
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(iii) such provisions of this Agreement which may require consequential amendments 
as a result of the foregoing. 

If the Parties· are able to successfully conclude an agreement within the foregoing six (6) months 
permitted for the renewal discussions, then they will execute· a renewal agreement (the "Renewal 
Agreement") on or before the expiry of such period setting forth the negotiated terms that will apply to 
the Renewal Term DC Services or any Renewal Term(s) Managed Services, as the case may be, which 
terms will be effective from and after April 1, 2024, being the first calendar day following the expiry of 
the applicable Initial Term DC Services, Initial Term Managed Services or Renewal Term(s) Managed 
Services (as such date may be extended pursuant to Section 2.8 (One Year Extension)), or such other date 
as may be agreed to in writing by the Parties. If the Parties fail to agree upon the foregoing terms and fail 
to execute the Renewal Agreement on or before April 1, 2024, or such other date as may be agreed to in 
writing by the Parties, then there will be deemed to be no Renewal Term DC Services or Renewal 
Term(s) Managed Services (or subsequent Renewal Term(s) Managed Servic.es), as the case may be, for 
this Agreement (whether for a partial renewal or a full renewal of the Data Centre Services or the 
Managed Services, as applicable), and subject to Section 2.8 (One Year Extension), the Initial Term DC 
Services or the Initial Term Managed Services, or to the extent applicable and Renewal term Managed 
Services, will expire at the end of thereof or earlier in accordance with the terms of this Agreement. 

2.8 One Year Extension. 

The Province, at its sole option and acting in its discretion, may elect to extend either or both of the Data 
Centre Services or the Managed Services each for one (1) additional twelve (12) month period (each, an 
"Extension"), by delivering written notice of such extension to the Service Provider in accordance with 
the provisions of Section 2.9 (Extension Notice), but subject to the following: 

(a) the Province will only be entitled to one Extension in respect of the Data Centre Services 
which will only apply to the last applicable "term" of the Data Centre Services, being 
either the Initial Term DC Services or the Renewal Term DC Services, as the case may 
be; 

(b) the Province will only be entitled to one Extension in respect of the Managed Services 
which will only apply to the last applicable "term" of the Managed Services, being one of 
the Initial Term Managed Services or the last applicable Renewal Term(s) Managed 
Services, as the case may be, and provided that: 
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(i) the Province will only be entitled to an Extension in respect of the end of the first 
Renewal Term Managed Services if, in connection with such Extension, either: 
(A) the Province also elects to extend the Initial Term Data Centre Services for 
the one (1) additional twelve (12) month period; or (B) the Province and the 
Service Provider enter into an agreement for the renewal of the Data Centre 
Services for the Renewal DC Services Term; and 

(ii) the Province will only be entitled to an Extension in respect of the end of the 
second Renewal Term Managed Services if, in connection with such Extension, 
either: (A) the Province also elects to extend the Initial Term Data Centre 
Services for the one (1) additional twelve (12) month period; or (B) the Province 
ensures the Person performing data centre services to the Province during the 
second Renewal Term Managed Services continues to provide, during the 
Extension, substantially the same data centre services as were being provided and 
on the substantially the same terms and conditions as were in effect prior to the 
Extension, and 
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(c) if the Province elects to extend the Data Centre Services or the Managed Services as 
contemplated in the provisions above such that the term for such services extends past the 
term of this Agreement, then this Agreement shall automatically be extended to a 
corresponding date. 

The Parties acknowledge that the purpose for granting the Province the Extension of the Data Centre 
Services and the Managed Services is to allow the Province to conclude any procurement or other related 
process that it may undertake in connection with the selection of a new service provider for the Data 
Centre Services and/or the Managed Services or the repatriation of all or part thereof in-house with the 
Province, as the case may be. 

2.9 Extension Notice. 

Where the Province intends to extend the Data Centre Services or the Managed Services as contemplated 
under Section 2.8 (One Year Extension) above, as the case may be, it will provide the Service Provider 
with prior written notice of its election to extend as follows: 

(a) in the case of the Data Centre Services, on or before the following dates, as applicable: 

(i) if the Extension applies to the Initial Term DC Services, then on or before 
March 31, 2023; or 

(ii) if the Extension applies to the Renewal Term DC Services, then on or before 
March 31, 2028; and 

(b) in the case of the Managed Services, on or before the following dates, as applicable: 

(i) if the Extension applies to the Initial Term Managed Services, then on or before 
March 31, 2020; or 

(ii) if the Extension applies to a Renewal Term(s) Managed Services, then on or 
before twelve (12) months before the expiry of the applicable Renewal Term(s) 
Managed Services. 

If the. Province does not deliver such notice to the Service Provider within the time required, then the 
Province will be deemed to have elected not to have an Extension of the Data Centre Services and/or the 
Managed Services, as the case may be. 

2.10 Extension Terms. 

Unless otherwise agreed to in writing by the Parties, the .terms and conditions in effect as at the end of the 
Initial Term DC Services, the Renewal Term DC Services, the Initial Term Managed Services or any 
applicable Renewal Term(s) Managed Services, as the case may be, being the terms and conditions set 
forth in this Agreement as amended, changed, modified or supplemented by the Parties in the manner 
contemplated under this Agreement, will apply during an Extension of the Data Centre Services or the 
Managed Services, as applicable. 

2.11 Termination Assistance. 

In connection with the expiry of any (and each) Initial Term DC Services, the Renewal Term DC 
Services, the Initial Term Managed Services or applicable Renewal Term(s) Managed Services (as the 
same may be renewed or extended as contemplated under this Agreement), or earlier termination thereof, 
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the Service Provider will provide the Termination Services to the Province in accordance with Article 29 
(Termination Services). 

2.12 Effect of Termination. 

The expiry or earlier termination of this Agreement will cause, and will be deemed to cause, the expiry or 
earlier termination of all other Transaction Documents as of the same date, except for those provisions in 
this Agreement and in the other Transaction Documents, which are stated to survive Termination. 

ARTICLE 3- INITIAL TRANSITION 

3.1 Master Transfer Agreement/Transition Plan. 

Each Party will perform its respective obligations as set out in the Master Transfer Agreement and in the 
Transition Plan, in accordance with their respective terms. 

3.2 Hand-Over of Services. 

Subject to the provisions of this Article 3 (Initial Transition), the Parties will transfer responsibility and 
accountability for the provision of the Services to the Service Provider (the "Transition"), with effect on 
the Hand-Over Date. In connection therewith, the Service Provider will commence the delivery of the 
Services on the Hand-Over Date, other than those Services that are expressed in this Agreement as being 
Services that are to be commenced by the Service Provider on some date other than the Hand-Over Date 
(such as the Transition Services and the Termination Services). 

3.3 Transition Services. 

For purposes of completing the Transition, and from and after the execution of this Agreement, the 
Service Provider will provide the following services to the Province (collectively, the "Transition 
Services"): 

(a) such services as are necessary to complete the Transition by the Hand-Over Date and in a 
manner that will, to the greatest extent possible, ensure the continued, uninterrupted and 
efficient delivery of the Services throughout the transition, and that will minimize any 
disruption to the business operations of the Province; 

(b) the complete and timely performance by the Service Provider of all matters required to be 
performed by or on behalf of the Service Provider, or for which the Service Provider is 
otherwise responsible, in accordance with the initial transition plan attached to this 
Agreement as Schedule 2 (Transition Plan), as such transition plan may be amended, 
modified and supplemented in accordance with the provisions of Section 3.4 
(Modifications to Transition Plan) (collectively, the "Transition Plan"); and 

(c) the Service Provider will be responsible for the overall management and implementation 
of the Transition, including coordinating, planning and implementing the Transition in 
accordance with the Transition Plan and this Agreement. 

3.4 Modifications to Transition Plan. 

Notwithstanding the level of detail contained in the initial Transition Plan, the Parties acknowledge that 
the initial Transition Plan may require modifications after the execution of this Agreement. Such 
modifications will be agreed to by the Parties in accordance with the Transition Governance Process, and 
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once agreed to through the Transition Governance Process, such modifications will be incorporated into 
the Transition Plan, and the Transition Plan will be deemed to be amended accordingly (including 
amending Schedule 2 (I'ransition Plan)). For greater clarification, the Parties confirm that any changes 
to the following in respect of the Transition Plan will require the joint Approval of the Parties through the 
Province's STMS AMO Lead and the Service Provider's STMS Lead: 

(a) the Hand-Over Date; and 

(b) the scope of the Services to be provided by the Service Provider as of the Hand-Over 
Date. 

3.5 Transition Management. 

During the Transition Period and for one month after the Hand-Over Date, each Party will assign a 
transition management team (each a "Transition Management Team"), comprised ofthe members as set 
forth in Schedule 3 (I'ransition Management and Governance), who will be primarily dedicated to the 
implementation of the Transition. The guiding principles, responsibilities and meeting process for 
meetings between members of each Transition Management Team will be as set forth in Schedule 3 
(I'ransition Management and Governance). For greater clarification, Schedule 3 (I'ransition 
Management and Governance) includes a governance process to monitor progress and identify any issues 
or circumstances that may impact the schedule set forth in the Transition Plan (the "Transition 
Governance Process"). Any potential delays or circumstances that may adversely affect the Transition 
will be escalated in accordance with the Transition Governance Process in lieu of the Change Order 
Process. 

3.6 Completion of Transition Plan. 

Subject to Sections 3.9 (Failure to Complete Transition Plan) and 3.10 (Effect of Termination Prior to 
Hand-Over Date), the transfer of the provision and performance of the Services to the Service Provider 
will be subject to the completion of the requirements of the Transition Plan before the Hand-Over Date. 
Such requirements of the Transition Plan will be completed at such time as: 

(a) all components of the Transition Plan that are required under the terms of the Transition 
Plan to be completed prior to the Hand-Over Date have been completed; or 

(b) the Service Provider and the Province, through the Transition Governance Process, have 
jointly waived the requirement to complete any such component of the Transition Plan 
that has not been completed prior to the Hand-Over Date, or have transferred the 
obligation of the Service Provider (or other applicable Person) to complete the same after 
the Hand-Over Date. 

The Service Provider will complete all components of the Transition Plan (if any) that are required under 
the terms of the Transition Plan to be completed after the Hand-Over Date, within the times indicated in 
the Transition Plan. 

3. 7 Transition Costs. 

Other than the payment of the applicable Fees expressly set forth in Article 15 (Fees and Payment Terms) 
which are the responsibility of the Province, the Service Provider is responsible for all of the costs 
incurred by the Service Provider (or its Subcontractors) for completing the Transition Plan, including all 
direct and indirect costs incurred by the Service Provider (or its Subcontractors) in connection with the 
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implementation of the Transition Plan, and the overall management of the Transition Plan, but excluding 
therefrom: 

(a) those costs, if any, identified in the Master Transfer Agreement as being the responsibility 
of the Province; and 

(b) those costs incurred by the Province in connection with the Transition Plan. 

3.8 Work-in-Progress Projects. 

The Parties acknowledge that there are certain Work-in-Progress Projects existing as of the date of this 
Agreement in respect of which there may be work that will not be completed by the Hand-Over Date, and 
that will constitute work-in-progress as of such date, as more particularly described in Schedule 4 (Work
in-Progress Projects). The Parties will handle the Work-in-Progress Projects in accordance with the 
following principles: 

(a) the Province will have financial and operational responsibility for the Work-in-Progress 
Projects prior to the Hand-Over Date; and 

(b) from and after the Hand-Over Date, the Service Provider will assume operational 
responsibility for the Work-in-Progress Projects that have not been completed by the 
Hand-Over Date, which will be paid for in accordance with the provisions of Schedule 23 
(Fees). 

3.9 Failure to Complete Transition Plan. 

If the Transition Plan is not completed, as applicable, by the Hand-Over Date and the Parties are unable to 
agree upon which Party caused the delay, then the matter of fault for purposes of determining whether the 
delay was caused by one Party or the other, will be deemed to be a Dispute and will be determined in 
accordance with the Dispute Resolution Process under Article 27 (Dispute Resolution). For greater 
clarification, no Party will be deemed to have failed to perform its obligations under the Transition Plan 
where such performance is dependent upon the performance by the other Party of that other Party's 
obligations under the Transition Plan, in circumstances where that other Party has failed to so perform. 

3.10 Effect of Termination Prior to Hand-Over Date. 

If this Agreement is terminated prior to the Hand-Over Date, then the following provisions will apply: 

(a) the obligations of the Parties to continue to pursue the transactions and the contractual 
relationship contemplated in this Agreement and in the other Transaction Documents will 
immediately terminate and cease to be of any further force or effect; 

(b) this Agreement will terminate and cease to be of further force or effect subject to survival 
of those provisions specified in Section 33.11 (Survival) of this Agreement; 

(c) each of the other Transaction Documents, if executed and delivered, will terminate and 
cease to be of any further force or effect subject to survival of any provisions 
contemplated therein or herein to survive termination of the applicable Transaction 
Documents, and any assets transferred in respect of such Transaction Documents prior to 
such date will be transferred back to the original Party on the same terms as initially 
transferred; 
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(d) the Service Provider will, forthwith after the Termination Date or the expiry of the 
Termination Assistance Period, which ever is the later, return to the Province (or at the 
direction of the Province destroy) all of the Province Confidential Information and 
Province Records provided to the Service Provider prior to the Termination Date 
(including prior to the execution of this Agreement pursuant to the JSD Agreement), and 
will not retain and will destroy all copies thereof which the Service Provider (or any 
Subcontractor, agent, consultant or Person working for or hired by or on behalf of the 
Service Provider in connection with this Agreement, the Transaction Documents and the 
transactions contemplated herein and therein) may have made or caused to be made; 

(e) where this Agreement is terminated as a result of a failure to complete the Transition by 
the Hand-Over Date for any reason other than the fault or delay of the Province, then the 
Service Provider will not be entitled to receive any payment or compensation from the 
Province; and 

(f) where this Agreement is terminated by the Province as a result of a failure to complete the 
Transition by the Hand-Over Date due solely to the fault or delay of the Province, then the 
Service Provider will not be entitled to receive any payments or other compensation from 
the Province except as expressly provided for in Schedule 38 (Termination Fees) in 
respect of a Termination effected pursuant to this Section 3.10 (Effect of Termination 
Prior to Hand-Over Date). 

ARTICLE 4- SERVICES 

4.1 Overview of Services. 

Subject to a Partial Commencement of the Services pursuant to Article 3 (Initial Transition), as may 
otherwise be agreed to by the Parties in accordance with the Change Order Process, and as may be 
transformed and otherwise changed in accordance with the provisions of this Agreement during the Term, 
the Service Provider will provide to the Province, and the Province will obtain from the Service Provider, 
the following services from and after the Hand-Over Date (or from and after such other date as indicated 
below), upon the terms and conditions set forth in this Agreement (collectively, the "Services"): 

(a) the Transition Services, as more particularly described in Article 3 (Initial Transition), 
from and after the Effective Date; 

(b) the basic services described as such in Schedule 6 (Basic Services) (which includes the 
inherent services described in Section 4.2 (Included or Inherent Services), as such 
Schedule may be amended and supplemented by the Parties from time to time in 
accordance with this Agreement (collectively, the "Basic Services"); 

(c) the transformed services in accordance with Article 6 (Transformation), being the Basic 
Services as described in Schedule 6 (Basic Services) as transformed pursuant to the 
Transformation Plan (collectively, the "Transformed Services"); 

(d) the Termination Services, as more particularly described, and within the times indicated, 
in Article 29 (Termination Services); 

(e) such other services or additional services as may be agreed to by the Parties pursuant to 
the Change Order Process; and 

(f) all such other or additional services as set forth or otherwise described in this Agreement. 
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4.2 Included or Inherent Services. 

The Parties acknowledge that there are functions or tasks not specifically listed or described in this 
Agreement that are customarily required for the proper performance and provision of the Services (as the 
same may be improved, changed or transformed as contemplated under this Agreement), or as may 
otherwise be required to perform the Services in a manner consistent with the performance thereof prior 
to the Hand-Over Date. Without limiting the foregoing and subject to the provisions of this Section, such 
functions or tasks will be deemed to be implied or included in the scope of the Services to the same extent 
and in the same manner as if those functions or tasks had been specifically described in this Agreement. 
Notwithstanding the foregoing, this Section is not intended to expand the scope of the Services beyond 
the Services described in this Agreement, or to require a higher standard of Service delivery than that 
which is otherwise described in this Agreement. 

4.3 Language of Services. 

The Service Provider will provide all of the Services in English, and in such other languages and with 
such other special arrangements to accommodate Clients and Stakeholders with visual, hearing and other 
similar forms of special needs, as set forth in Schedule 7 (Language of Services). 

4.4 Standard of Care. 

Unless specifically provided otherwise in this Agreement (or in any schedules attached to this 
Agreement), the Service Provider will provide the Services under this Agreement using the standard of 
~are of a reasonable service provider performing similar services in comparable circumstances. 

4.5 Services and Program Changes. 

All changes, modifications, amendments or supplements to the Services provided by the Service Provider 
to the Province under this Agreement will be undertaken in accordance with the Change Order Process 
and any other express provisions of this Agreement that contemplate changes to the Services. 

4.6 Service Recommendations. 

As part of the Services, the Service Provider will, from time to time as it may deem appropriate, but not 
less frequently than annually, make recommendations to the Province for improvements to the Services 
based on changes and trends in the data centre services and server hosting and mainframe services field 
and available new technologies, and implement any of such recommendations Approved by the Province 
in accordance with the Change Order Process. 

4. 7 Quality Management. 

In providing the Services to the Province during the Term, the Service Provider will: 

(a) be responsible for implementing and carrying out continuous improvement and quality 
management for all of the Services; 

(b) establish quality assurance programs that encompass continuous improvement of the 
Services in addition to an ongoing quality assessment of the Services; 

(c) maintain an ongoing focus on the satisfaction of the Province, the Clients and the 
Stakeholders, as well as other users of the Services, by monitoring and evaluating trends 
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that develop in the performance of the Services (as indicated through complaint processes 
or otherwise), and by making recommendations to the Province in respect thereof; and 

such activities will be performed entirely by the Service Provider at its own expense and will not require 
the resources of the Province or the payment of any additional Fees without the Approval of the Province. 

4.8 Documentation. 

The Service Provider will deliver to the Province a detailed and comprehensive operational procedures 
manual in respect of the Services (the "Manual"), in a form and substance that is subject to the 
Province's prior consultation, and containing the matters referred to in Section 4.9 (Manual 
Requirements), within six (6) months after the Hand-Over Date. The Service Provider will periodically, 
but not less than quarterly unless otherwise agreed by the Province, update the Manual to reflect changes 
in the operations or procedures described in the Manual. The Service Provider will provide the Province 
with the updates of the Manual on a timely basis, and within the period required for such updates to be 
made, for consultation with the Province. For greater clarification, the Parties acknowledge that the 
Manual is intended to describe to the Province how the Services will be performed, and will in no event 
be interpreted so as to relieve the Service Provider of any of its performance obligations under this 
Agreement. The consultation with the Province under this Section 4.8 (Documentation) is not intended 
to, and will not be deemed to, shift the risk and responsibility for the business operations in performing 
the Services from the Service Provider to the Province, and the Parties acknowledge and agree that the 
responsibility and risk thereof will remain at all times with the Service Provider. 

4.9 Manual Requirements. 

The Manual will describe or include the following: 

(a) the procedures associated with the business processes and technology support services 
that the Service Provider will undertake in order to provide the Services; 

(b) the methods of operation and procedures the Service Provider will use to perform the 
Services, such as network topologies, security administration, system configurations, call 
centre processes, human resource functions, business processes and associated 
documentation that provides further details of such activities, as applicable (including, for 
example, user support manuals, job scheduling procedures, specifications and updates of 
such materials); and 

(c) current documentation with respect to the Systems, business processes, and processes in 
support of the operations and procedures used to deliver the Services (which 
documentation will be sufficient to enable the Province, or another service provider that is 
reasonably skilled in the provision of services similar to the Services, to fully assume the 
provision of the Services), and the Manual will detail how such documentation will be 
maintained. 

4.10 Knowledge Transfer. 

The Service Provider acknowledges that the Province needs to retain an appropriate level of 
understanding regarding the manner in which the Services are delivered throughout the Term. As part of 

. the Basic Services, the Service Provider will provide the Province with ongoing knowledge transfer with 
respect to the Services in the manner Approved through the Governance Process or as otherwise 
requested by the Province from time to time. The Service Provider will provide such knowledge transfer 
to the Province at the level of information and detail as may be required by the Province to ensure that the 
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Province is a well informed customer regarding the manner in which the Services are delivered. At the 
request of the Province, the Service Provider will provide any new Province staff (who have duties related 
to the Services or the Service Provider) with an orientation and training regarding the manner in which 
the. Services (or such portion of the Services as may be applicable under the circumstances) are delivered 
by the Service Provider, and at such mutually scheduled times as may be reasonably agreed to by the 
Parties through the Governance Process. The Service Provider will also provide the Province and its staff 
with information and general training sessions regarding any significant process or Systems changes that 
may occur in respect of the Services throughout the Term. 

4.11 Province Retained Responsibilities. 

During the Term (and without limiting any other provisions of this Agreement regarding the 
responsibilities of the Province), the Province will remain responsible for and will retain control of the 
following: 

(a) setting all Province Policies and guidelines including, without limitation, those relating to 
the Services, records management, and privacy and security; 

(b) all media relations, including the Approval of the Service Provider media 
communications, Client communication and Stakeholder communications in accordance 
with Article 10 (Branding and Communications); 

(c) the exercise of powers for and on behalf of Her Majesty the Queen in Right of the 
Province of British Columbia, as represented by the Minister of Labour and Citizens' 
Services; 

(d) any all relations with Clients and Stakeholders; and 

(e) such other direct responsibilities as may be expressly contemplated in this Agreement. 

The Parties acknowledge that these responsibilities are vested solely in the Province. The Service 
Provider has no right or obligation to exercise any responsibilities of the Province set forth in this Section 
and is not accountable for actions taken by the Province in respect of the same. For greater clarification, 
where the Province exercises its responsibilities under this Section 4.11 (Province Retained 
Responsibilities) and such exercise affects the Service Provider in the manner contemplated in the Change 
Order Process, then the provisions of Article 7 (Change Order Process) will apply, as applicable. 

4.12 Failure of Province to Perform Retained Responsibilities. 

In the event of (i) a failure by the Province to perform its obligations under this Agreement (other than a 
failure to make payments in accordance with Section 28.3 (Material Breach by Province), (ii) a failure by 
the Province to provide services to the Service Provider as specifically provided in this Agreement, if any, 
to the extent that the Services are contingent upon the performance by the Province thereof, or (iii) the 
Province Intellectual Property utilized or otherwise accessed by the Service Provider under license or 
access rights pursuant to Sections 19.8 (License to Use Province Proprietary Software for the Services) 
and 19.9 (Use of Province Licensed Software) infringing the Intellectual Property rights of a third party, 
such that the Service Provider is unable to utilize such Province Intellectual Property, then the following 
provisions will apply: 

(a) the Service Provider will notifY Province through the Hosting Alliance Management 
Office Lead, as soon as possible, and in any event within five (5) Business Days from the 
date the Service Provider discovers that such failure or infringement has occurred, 
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providing details with respect to such failure or infringement (such as the specific 
obligation or co-operation sought, the individuals from whom it was sought, and the date 
such request was made); 

(b) the Service Provider and the Province, through the Governance Process, will promptly 
meet in order to discuss and resolve, if possible, the failure or the infringement; 

(c) unless the Province contests the Service Provider's assertion that such failure or 
infringement has occurred, the Province will address such failure, make reasonable efforts 
to either negotiate a license or access rights in respect of the Province Intellectual Property 
in question, provide a "workaround" to address the failure or infringement, or provide 
alternative Intellectual Property as a replacement for the infringing Province Intellectual 
Property, all as applicable under the circumstances; 

(d) if such failure of the Province or infringement has a material impact on the delivery and 
performance of the Services or on the cost of providing the Services, then effective as of 
the date that the notice of the failure or infringement is delivered to the Province in 
accordance with paragraph (a) above, the Service Provider and the Province will adjust 
the Fees, time frames for performance, Service Levels or Services, as applicable and to 
the extent affected, either on a temporary basis or a long term basis, in accordance with 
the Change Order Process; 

(e) if the Service Provider does not so notify the Province of the failure or infringement as set 
forth in this Section, then such failure or infringement on the part of the Province will not 
excuse, or be used as a defence for, the Service Provider's failure to perform its 
obligations under this Agreement; 

(f) for greater clarification, the Parties acknowledge that the Service Provider has the right to 
elect not to immediately deliver notice to the Province under paragraph (a) above for 
minor failures, with such election in no way restricting the Service Provider from 
subsequently delivering a notice under paragraph (a) above that is in respect of all such 
minor failures (to the extent that they continue to impact delivery of the Services), all of 
such failures thereafter being deemed, for the purposes of this Section, to be a single 
failure by the Province to perform in accordance with its obligations under this 
Agreement; 

(g) any failure of the Province Shared Infrastructure will not be governed by this Section but 
will instead be governed by the provisions set forth in Article 20 (Province Shared 
Infrastructure); and 

(h) except as specifically provided otherwise in this Agreement, the application of the 
foregoing provisions will constitute the sole remedy of the Service Provider in respect of 
such failure or infringement by the Province. 

4.13 Restrictions on Shared Environment. 

Unless expressly provided elsewhere in this Agreement or upon the Approval of the Province, the Service 
Provider will ensure that all Systems and premises that are used to provide the Services are not in any 
manner shared or otherwise utilized to provide services to any other Person unless expressly Approved by 
the Province. With respect to any shared Systems or premises that are Approved by the Province, the 
Service Provider will ensure that all such Systems and premises are segregated and not accessible at any 
time by any Persons other than those expressly authorized by or in accordance with this Agreement, and 
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that such Systems and premises are not used for any purposes except for those expressly Approved by the 
Province. Without limiting the generality of the foregoing, the Service Provider will at all times comply 
with the privacy, confidentiality and security obligations as set forth in Schedule 24 (Privacy 
Obligations) and as otherwise set forth in this Agreement. At no time and under no circumstances will 
any Personal Information or Province Confidential Information be shared or otherwise accessible by any 
shared System other than the Province Shared Infrastructure (to the extent applicable). 

ARTICLE 5- SERVICE AND DATA LOCATIONS 

5.1 Overview of Service Locatio us. 

No Services will be provided or performed by the Service Provider at any location other than the Service 
Locations, which Services Locations are within Canada, unless permitted under or pursuant to this 
Agreement. No Personal Information will be accessed, used, stored, transmitted or otherwise made 
available in any manner outside of Canada, and no Person outside of Canada will have access in any 
manner to" the Personal Information, except as may be specifically permitted under the Freedom of 
Iriformation and Protection of Privacy Act (British Columbia) and Approved in writing by the Province 
from time to time. · 

5.2 Service Locations. 

The addresses at which any Personal Information will be accessed, used, stored, transmitted or otherwise 
made available by the Service Provider or its Subcontractors, or from where any Services will be 
performed (collectively, the "Service Locations"), are set forth in the attached Schedule 8 (Service 
Locations). The Service Provider will not store any Personal Information databases except in those 
locations set forth in Schedule 8 (Service Locations) without the Province's Approval, and the Service 
Provider will ensure that its Subcontractors do not access, use, store, transmit or otherwise make available 
any Personal Information at any other locations unless the Service Provider provides the Province with 
prior written notice thereof, and provided that such locations are within British Columbia (or elsewhere in 
Canada as may be permitted under or pursuant to this Agreement). For greater clarification, nothing 
contained in this Section will permit or otherwise enable the Service Provider (or any of its 
Subcontractors) to perform the Services from a location outside of British Columbia unless permitted 
under or pursuant to this Agreement or otherwise Approved by the Province. 

5.3 Relocation of the Service Provider Service Locations. 

The Service Provider may relocate all or a part of the Services at any time upon prior written notice 
thereof to the Province, provided that: 

(a) the Service Provider will not permit its Personnel or any External Personnel to work from 
home or engage in other similar remote telecommunicating activities, where the same 
involve the use of Personal Information, without the prior Approval of the Province 
through the Change Order Process; and 

(b) the relocation of all or any portions of the Services will be subject to the Approval of the 
Province, which will not be unreasonably withheld (acknowledging that the Province will 
grant or withhold such Approval having regard to the interests of the Province, the Clients 
and the Stakeholders). 
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5.4 Service Location Policies. 

To the extent applicable, at all times while accessing any premises of the other Party (including the 
premises of any applicable subcontractors of that other Party) in connection with the Services being 
performed under this Agreement, or as may otherwise be contemplated under this Agreement, each Party 
will, and will cause their respective personnel, external personnel, subcontractors, representatives or other 
parties for whom they are responsible at law or under the terms of this Agreement to, comply with any 
standard workplace security, safety, operational and other similar policies and procedures applicable to 
visitors for such Party, as may be notified by each Party to the other from time to time. The foregoing 
will not in any way limit or otherwise prohibit the Province from exercising its rights under Article 22 
(Audit Rights). · 

ARTICLE 6- TRANSFORMATION 

6.1 Transformation Program. 

Each party will be responsible for their respective obligations in connection with the Transformation 
Projects, in accordance with the provisions set forth in Schedule 9 (Transformation). 

6.2 Transformation Plan. 

The Transformation Projects will be conducted in accordance with the transformation plan prepared by 
the Service Provider, including the completion dates set forth in the transformation plan, an initial copy of 
which is attached as Schedule 10 (Transformation Plan), and as such initial transformation plan may be 
amended, modified and supplemented as contemplated in Section 6.3 (Modifications to Transformation 
Plan) (collectively, the "Transformation Plan"). Any such modifications to the Transformation Plan, 
once agreed to by the Parties in accordance with Section 6.3 (Modifications to Transformation Plan), will 
be incorporated into the Transformation Plan, and the Transformation Plan will be deemed to be amended 
accordingly (including amending Schedule 10 (Transformation Plan)). 

6.3 Modifications to Transformation Plan. 

Notwithstanding the level of detail contained in the initial Transformation Plan attached as Schedule 10 
(Transformation Plan), the Parties acknowledge that the initial Transformation Plan may require 
modifications after the execution of this Agreement. Such modifications will be agreed to by the Parties 
in accordance with the Change Order Process, and once agreed to through the Change Order Process, any 
such modifications will be incorporated into the Transformation Plan, and the Transformation Plan will 
be deemed to be amended accordingly. In connection with any such modifications to the Transformation 
Plan, the Service Provider will ensure that the Transformation Plan, as so modified, adequately addresses 
the following: 

(a) policy compliance and operational impact; 

(b) standards adherence and privacy and security; 

(c) a detailed description of each stage and applicable completion dates for each stage 
Transformation Projects; and 

(d) such other matters as may be applicable in the circumstances. 
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6.4 Disputes Regarding the Transformation Plan. 

If modifications are required to be made to the Transformation Plan as contemplated under Section 6.3 
(Modification to Transformation Plan), and the Parties are unable to agree upon all or any matter relating 
to such modifications to the Transformation Plan in accordance with the Change Order Process, then the 
matter will be deemed to be a Dispute and will be settled between the Parties in accordance with the 
process described in Section 27.3 (Expedited Arbitration). 

6.5 Delay in Completion of Transformation. 

Each stage of each of the Transformation Projects will have a completion date for the particular stage as 
set forth in the Transformation Plan. Where the date for any stage is past the applicable completion date 
for the stage, then the Parties will meet to discuss the status of the Transformation and the likelihood of 
meeting the next stages of the Transformation Plan, as more particularly described in the Transformation 
SOW. With respect to Section 5 of the Transformation SOW, in the event the applicable completion date 
for the stage extends beyond the Data Centre Availability Date, then credits will be granted by the Service 
Provider to the Province (the "Transformation Credits") in accordance with the provisions set forth in 
Schedule 9 (Transformation). The Province may deduct or off-set the Transformation Credits against the 
Fees payable by the Province to the Service Provider under this Agreement. 

ARTICLE 7- CHANGE ORDER PROCESS 

7.1 Ordinary Course Changes. 

The Parties acknowledge and agree that the data centre services and server hosting and mainframe 
services operations and activities of the Province that are the subject of the delivery of Services pursuant 
to this Agreement are subject to constant changes in the ordinary course of such operations and activities, 
which changes do not have a material impact on the following (collectively, the "Ordinary Course 
Changes"): 

(a) the delivery and performance of the Services; or 

(b) the cost of providing the Services. 

The Ordinary Course Changes are within the scope of the Services contemplated under this Agreement 
and will not result in additional Fees being payable by the Province to the Service Provider. The 
Ordinary Course Changes may be implemented without the need for a formal Change Order. 
Notwithstanding the foregoing, the Service Provider will maintain a record of each Ordinary Course 
Change that occurs in the Services, and will provide the Province, through the Governance Process, with 
monthly reports detailing the same. 

7.2 Province Initiated Ordinary Course Changes. 

The Province may require the Service Provider to implement any Ordinary Course Change by written 
notice to the Service Provider of such change, in which event the following provisions will apply: 

(a) no formal documentation requesting the Ordinary Course Change is required and the 
Province may request the Ordinary Course Change by any form of written notice 
(including electronic forms of notice) to the Service Provider; 

(b) the Approval or agreement of the Service Provider to an Ordinary Course Change 
requested by the Province is not required, and the Service Provider will implement the 
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Ordinary Course Change as soon as reasonably practicable following receipt by the 
Service Provider of a written notice from the Province requesting it to do so; and 

(c) the Parties will cause a record of each Ordinary Course Change to be maintained as 
contemplated in Section 7.1 (Ordinary Course Changes). 

7.3 Other Changes. 

In addition to the Ordinary Course Changes, the Parties acknowledge that certain changes may be 
required or desirable which exceed or are otherwise outside of the definition of Ordinary Course Changes. 
Such changes may include, without limitation, the following: 

(a) the addition or removal ofmaterial Services; 

(b) changes to a Service Level (including the addition or removal of Services Levels); 

(c) a material change to the technology or Systems used in the performance of the Services; 

(d) a permanent change that has a material impact on the delivery or cost of the Services; 

(e) a change that has an material impact on the Privacy Obligations; 

(f) a change in the locations from where the Services are primarily performed; and 

(g) any other matter that the Parties may agree as properly being the subject of the Change 
Order Process. 

7.4 Change Req nest. 

Either Party may initiate the change process described in Sections 7.4 (Change Request) to 7.12 (Record 
of Changes) (collectively, the "Change Order Process") in connection with a change described in 
Section 7.3 (Other Changes) by submitting to the other Party, through the Governance Process, a written 
notice signed by the initiating Party, which notice will include all relevant information reasonably 
required for the proper consideration of such change or for the commencement of the Change Order 
Process in respect thereof (each, a "Change Req nest"). 

7.5 Change Request Process. 

Following the delivery of a Change Request by one Party to the other, the following will apply: 

(a) the Parties will meet together through the Governance Process to clarify the Change 
Request and confirm the requirements of the Change Request including, without 
limitation, details regarding the time requirements to consider the Change Request (it 
being acknowledged by the Parties that the time required may vary depending upon the 
nature and complexity of the proposed change); 

(b) upon receipt of a Change Request from the Province, the Service Provider will prepare a 
proposal (the "Proposal") within ten (10) Business Days (or such longer or shorter period 
of time as agreed to by the Parties through the Governance Process, acting reasonably and 
having regard to the nature and complexity of the Change Request in question), which 
Proposal will include a privacy assessment of the collection, use, disclosure and retention 
of Personal Information and a threat and risk assessment (in such form as may be required 
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by the Province), as well as a description of the impact of the proposed change on the 
following (to the extent applicable having regard to the nature of the proposed change): 

(i) the costs of implementation, 

(ii) the rights and obligations of the Parties under this Agreement with respect to, or 
as a result of, the proposed change, 

(iii) the Services, 

(iv) the Service Levels, 

(v) any technology, Systems or operations of the Service Provider used in the 
Services, the Province, the Clients, the Stakeholders or any customers of the 
Services, 

(vi) an increase or decrease to the Fees payable under this Agreement, 

(vii) the Privacy Obligations, and 

(viii) any other relevant matter related to this Agreement that will be materially 
impacted (both positively and negatively); 

(c) if the Service Provider initiates the Change Request, then the Service Provider will 
prepare and deliver a Proposal to the Province within ten (10) Business Days (or such 
longer or shorter period of time as agreed to by the Parties through the Governance 
Process, acting reasonably and having regard to the nature and complexity of the Change 
Request in question) following the meeting of the Parties to clarify the Change Request, 
as contemplated in paragraph (a) above; 

(d) the Province will provide the Service Provider with a written response to the Proposal 
within ten (1 0) Business Days (or such longer or shorter period of time as agreed to by the 
Parties through the Governance Process) of receipt of the Proposal from the Service 
Provider, indicating the Province's Approval of the Proposal, its rejection of the Proposal 
(indicating the reasons therefor), or the terms of a counter proposal acceptable to the 
Province; 

(e) any Proposal Approved by the Province will constitute a Change Order, and will be 
implemented by the Service Provider in accordance with the particulars of the Change 
Order; 

(f) the Service Provider will be required to respond to all Change Requests received from the 
Province and to prepare a Proposal in respect thereof; 

(g) the Service Provider will not reject a Change Request initiated by the Province unless the 
Service Provider is unable to make the changes contemplated in the Change Request as a 
result of technical impediments that are commercially unreasonable to overcome, or the 
Change Request will result in a material adverse effect on the Service Provider's ability to 
meet Service Levels, comply with the Privacy Obligations or comply with other material 
terms or conditions of this Agreement (each an "Adverse Impact"). The Service 
Provider will provide the Province with a written explanation of any Adverse Impact 
stating in detail the particulars of the Adverse Impact and suggesting reasonable 
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alternatives or workarounds (to the extent possible) for consideration by the Province in 
respect thereof; and 

(h) if the Province requires that the Change Request be implemented as requested, 
notwithstanding the Adverse hnpact to the Service Provider, then the impact of the 
Change Request on the Fees, the Service Levels, the Privacy Obligations or other material 
terms and conditions of this Agreement will be addressed through the Governance 
Process. If a mutually acceptable resolution is not reached in respect of the proposed 
Change Request, then the matter will be treated as a Dispute to be resolved pursuant to the 
Dispute Resolution Process set forth in Article 27 (Dispute Resolution). 

7.6 Change Request Impact on Fees. 

If a Change Request has an impact on the Fees that may result in either an increase or decrease to the 
Fees, then the Parties will determine any increase or decrease to be made to the Fees as a result of such 
impact in a manner that is consistent with the determination of the amounts as set forth in Schedule 23 
(Fees). 

7. 7 Mandatory Changes. 

The Province may require the Service Provider to implement a Change Request before it has become a 
Change Order (each a "Mandatory Change") in situations where: 

(a) the Parties are unable to agree upon the Change Request and associated Proposal for any 
reason; 

(b) due to time constraints, the Parties are unable to use, fully complete or otherwise 
commence the processes set forth in Sections 7.4 (Change Request) to Section 7.6 
(Change Request Impact on Fees); or 

(c) due to the urgency of the circumstances surrounding the need for the Mandatory Change, 
the Province requires that the Service Provider implement the changes forthwith. 

The Mandatory Changes will be implemented by the Parties in accordance with the provisions of Section 
7.8 (Implementation of Mandatory Changes). 

7.8 Implementation of Mandatory Changes. 

The Province may require the Service Provider to implement a Mandatory Change by the delivery of a 
written request (each, a "Mandatory Change Request") to the Service Provider, in which case the 
following provisions will apply: 

(a) the Mandatory Change Request will comply with the requirements of Section 7.4 (Change 
Request); 

(b) the Approval or agreement of the Service Provider to the Mandatory Change Request is 
not required; 

(c) the Mandatory Change Request will immediately become a Change Order for the 
purposes of Section 7.9 (Change Orders) upon the issuance by the Province, and the 
Service Provider will implement the Mandatory Change following receipt of the 
Mandatory Change Request from the Province, as soon as reasonably practicable to do so; 
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(d) if, as a result of the Mandatory Change, the Fees are to be increased, decreased or 
otherwise changed, or any Service Levels, time frames, Privacy Obligations or Services 
will be impacted, and a determination must be made regarding the particulars of such 
increase, decrease, change or impact, then the following procedures will apply: 

(i) forthwith after receipt from the Province of a Mandatory Change Request in 
respect of a Mandatory Change, the Service Provider will provide the Province 
with its proposed adjustment to the Fees and any impact on Service Levels, time 
frames, Privacy Obligations and Services, in all cases with supporting 
documentation including, without limitation, detailed information, analysis and 
back-up support regarding any increase or decrease to the Fees (the "Impact 
Assessment"), 

(ii) after the Province has received and reviewed the hnpact Assessment from the 
Service Provider, the Province will, acting reasonably, and after due 
consideration of the proposed hnpact Assessment, and by separate written notice 
to the Service Provider, set the adjustment to the Fee or such other adjustment or 
change to the Service Levels, time frames, Privacy Obligations and Services, 
which adjustment or change will take effect immediately with retroactive effect 
to the date of the implementation of the Mandatory Change, to the extent 
applicable under the circumstances, 

(iii) if the Service Provider has a Dispute with respect to such adjustment or change, 
then the Dispute will be settled pursuant to the Dispute Resolution Process set 
forth in Section 27.3 (Expedited Arbitration), and 

(iv) the adjustment or change determined by the Province will apply until any Dispute 
in respect thereof has been resolved between the Parties, whereupon the Parties 
will make such adjustments as between themselves as may be necessary to give 
effect to the resolution of the Dispute, retroactive (to the extent possible} to the 
date of the implementation of the Mandatory Change giving rise to such Dispute; 

(e) the costs of implementing a Mandatory Change will be borne by the Service Provider, 
unless otherwise determined by the Province, acting reasonably, as indicated in its 
Mandatory Change Request issued with respect to the Mandatory Change or as may 
otherwise be agreed to by the Parties in writing or determined in the settlement of a 
Dispute in accordance with paragraph (d)( iii) above; and 

(f) the Parties will cause a record of each Mandatory Change and Mandatory Change Request 
to be maintained as contemplated in Section 7.12 (Record of Changes). 

7.9 Change Orders. 

A Change Request or a Mandatory Change Request will become a "Change Order" when the 
requirements of the procedures to consider such Change Request or Mandatory Change Request set out in 
this Article 7 (Change Order Process) have been satisfied, and the Change Request or Mandatory Change 
Request is Approved by each of the Parties, where such Approval is required pursuant to this Article 7 
(Change Order Process). 
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7.10 Implementation of Change Orders. 

The Service Provider will minimize disruption to the delivery of the Services and to the business 
operations of the Province, the Clients and the Stakeholders as the result of the implementation of a 
Change Order arising from a Change Request or a Mandatory Change Request. The cost of implementing 
a Change Order will be borne as set out in the Change Order or as otherwise provided in this Agreement. 
All privacy reviews contemplated in Schedule 24 (Privacy Obligations) will be conducted in respect of 
any Change Order as more specifically set forth in Schedule 24 (Privacy Obligations). 

7.11 Consequential Amendments. 

If the Parties proceed with a Change Order (whether as the result of a Change Request or a Mandatory 
Change Request), then the Change Order will constitute an amendment to this Agreement including the 
relevant Schedules to this Agreement. From and after the effective date of the implementation of a· 
Change Order, this Agreement will be interpreted as amended by the Change Order, and this Agreement, 
as so amended, will continue in full force and effect for the remainder of the Term. 

7.12 Record of Changes. 

The Parties will jointly maintain an accurate and complete record of all changes to the Services 
contemplated in this Article 7 (Change Order Process) including all Ordinary Course Changes, Change 
Requests, Mandatory Change Requests, Mandatory Changes and Change Orders. Such record may be 
maintained in such form as the Parties may agree pursuant to the Governance Process, including by way 
of a server-based record accessible by both Parties. Each Party will cooperate to make corrections to such 
records as the other Party may reasonably request to ensure that the record of all changes is accurate and 
complete, in all material respects, at all times throughout the Term. 

ARTICLE 8- SERVICE LEVELS 

8.1 Overview of Service Levels. 

Subject to the specific and more detailed provisions of this Article 8 (Service Levels), and any higher 
standard or level of performance otherwise required in this Agreement which may be applicable in the 
circumstances, the Service Provider will perform the Services throughout the Term to a standard and level 
of performance which: 

(a) is equal to, or greater than, the standard and level of performance for such Services 
immediately before the Hand-Over Date; and 

(b) will maintain or increase the satisfaction of the Clients of the Services, the Province and 
Stakeholders. 

For greater clarification, the provisions of this Section will apply to all of the Services, including those 
portions of the Services that are not specifically measured or otherwise monitored through the use of 
Service Levels. 

8.2 General Compliance. 

The Parties acknowledge and agree that: 
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(a) the Service Provider will perform the Services throughout the Term to a standard and 
level of performance which is required in order for the Service Provider to meet or exceed 
the Service Levels; 

(b) the Service Levels set out in this Agreement, as may be amended from time to time in 
accordance with this Agreement, are intended to be baseline performance standards and 
levels for the delivery and performance of the Services; 

(c) during the Term, the Service Provider will identify ways to improve or increase the 
Achieved Service Levels including, without limitation, continually monitoring and 
evaluating changes and trends in the data hosting and data centre facility services field of 
operations and monitoring and evaluating new and available technologies and service 
delivery processes and strategies that are applicable to the Services; 

(d) during the Term, the Service Provider will use commercially reasonable efforts to 
continually improve the quality of the Services and the Achieved Service Levels in a 
manner consistent with the terms and intent of this Agreement, taking into account the 
cost of such improvement as compared to the benefit to be derived therefrom; and 

(e) any improvements in the Achieved Service Levels or performance standards and levels 
achieved by the Service Provider in providing the Services, whether or not as part of any 
progressive improvement requirements contemplated in this Agreement, will not result in 
an increase in the Fees payable under this Agreement unless otherwise Approved by the 
Province. 

8.3 Transformed Service Levels. 

With respect to any Service Levels for the Transformed Services, such Service Levels will only apply 
after the Acceptance Date for the Stage applicable to such Transformed Services. 

8.4 Restrictions on Changes to Service Levels. 

The Service Provider acknowledges that the establishment of Service Levels is a matter of fundamental 
importance for the Province. The Service Provider will not agree or purport to agree with any Client, 
Stakeholder or other Person, whether in its own right or purportedly as agent for and on behalf of the 
Province, to amend, change or modify in any manner any of the Service Levels without the Approval of 
the Province. 

8.5 Review and Changes to Service Levels. 

The Parties acknowledge and agree that Service Levels are intended to be comprehensive, but not all 
inclusive, and accordingly, it is the intention of the Parties that during the Term the Parties may agree to 
different or additional Service Levels in respect of any of the Services. On an annual basis during the 
Term, and pursuant to the Governance Process, the Parties will jointly review the following: 

(a) the then-current Service Levels; 

(b) generally· available information indicating industry-wide improvements in delivery of 
substantially similar services (including any available Benchmarker' s reports 
commissioned in accordance with Article 9 (Benchmarking)); and 
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(c) improved performance capabilities, including those associated with advances m 
technology and processes used to provide the Services. 

On the basis of such review, the Parties will discuss and agree upon whether any of the Service Levels 
will be adjusted. Any such adjustment will be subject to the mutual agreement of the Parties in 
accordance with the Governance Process, or as a Change Order through the Change Order Process. Any 
such adjustments, whether agreed to by the Parties in writing and signed by both Parties through the 
Governance Process, or whether through a Change Order pursuant to the Change Order Process, will be 
and be deemed to be an amendment to the Service Levels contained in Schedule 11 (Service Levels) of 
this Agreement. 

8.6 Monitoring. 

From and after the Hand-Over Date, the Service Provider will establish and maintain in place, at all times, 
appropriate policies and procedures to monitor and evaluate the achievement of the Service Levels during 
the applicable measurement periods, including the maintenance of a service level log in order to permit 
the Service Provider, and the Province (as applicable), to: 

(a) evaluate Achieved Service Levels; 

(b) satisfy the reporting obligations under this Agreement; 

(c) respond to, or to assist the Province in responding to, inquires from Stakeholders, the 
Ministry or any Clients of the Services regarding the Service Provider's performance of 
the Services; 

(d) enable the Province to report publicly on the achievement or non-achievement of the 
Service Levels by the Service Provider in accordance with the Province's Policy, as such 
Policy may be amended from time to time; and 

(e) confirm and verify Achieved Service Levels in respect of any Service Level from time to 
time upon reasonable notice. 

8. 7 Service Level Reports. 

From and after the Hand-Over Date, and without limiting the application of Section 8.6 (Monitoring), the 
Service Provider will prepare and maintain records and reports summarizing its Achieved Services Levels 
and providing the particulars of any failure of the Service Provider to meet a Service Level, organized by 
Service type (to the extent possible) and in such form and content as the Province may require. For 
greater clarification, any reports regarding the failure of the Service Provider to meet a Service Level will 
include detail regarding the particulars of the failure, a description of the measures taken or to be taken by 
the Service Provider to rectify and remedy the failure, and the timeline in which such measures were or 
are expected to be taken by the Service Provider, in order to allow the Province to: 

(a) evaluate the consequence of such failure; 

(b) communicate with or respond to the applicable Province Clients or Stakeholders that 
received the Service that failed to meet such Service Level; and 

(c) cooperate with the Service Provider to rectify and remedy the consequence of such failure 
and to prevent future failures to meet such Service Level. 
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The Service Provider will provide such reports to the Province on a monthly basis and in accordance with 
applicable reporting requirements set out in Schedule 21 (Reporting Requirements}, unless sooner 
requested by the Province from time to time. The Service Provider will also provide the Province with 
immediate notice of each material failure to meet a Service Level in accordance with the provisions of 
Section 8.8 (Problem Alert and Escalation Procedures). 

8.8 Problem Alert and Escalation Procedures. 

fu order to facilitate the ability of the Parties to quickly address, mitigate or otherwise deal with an event, 
occurrence, error, deficiency, defect, interruption, malfunction or other similar matter with respect to the 
Services, or any other System or service provided by a Subcontractor or any other Person which is related 
to or otherwise impacts the Services, and which the Service Provider reasonably believes could have a 
material adverse effect on the delivery of the Services or could result in the Service Provider failing to 
meet a Service Level (each a "Problem"), the following provisions will apply: 

(a) from and after the Hand-Over Date, the Service Provider will develop, implement, 
maintain and comply with Problem alert, escalation, and management procedures, which 
may be amended by the Parties through the Governance Process from time to time (the 
"Problem Management Procedures"); 

(b) if the Service Provider becomes aware of a Problem, then the Service Provider will 
immediately notify the Province of the Problem or, to the extent that such immediate 
notice is not possible, as soon as possible, by providing the Province with the particulars 
of the Problem; 

(c) the Service Provider will treat the Problem as a priority, will work diligently to avert or 
minimize any adverse effect that the Problem may cause, and will deal with the Problem 
in accordance with the Problem Management Procedures; 

(d) upon the occurrence of any Problem, the Service Provider will perform a root cause 
analysis in respect thereof as soon as practicable, and in any event, within any times 
required pursuant to the Problem Management Procedures, for purposes of identifying the 
cause of such Problem, and in order to assist the Service Provider in developing and 
implementing a proposal or workaround solution for correcting the Problem, and 
implementing improved processes to detect and avoid similar Problems in the future; 

(e) the root cause analysis and proposal will be completed by the Service Provider as part of 
the Services at no additional cost to the Province; 

(f) for greater clarification, and for purposes of this Section, any Problems of Subcontractors 
and Suppliers will be deemed to be Problems of the Service Provider; and 

(g) the Service Provider will review each root cause analysis with the Province, monthly (or 
more frequently as may be requested by the Province from time to time) to monitor 
Service Provider's corrective and remedial actions (including detective and preventive 
actions). 

For greater certainty, the Service Provide will not be required to perform a root cause analysis as 
described in Subsections 8.8(d), 8.8(e) and 8.8(g), in connection with a Problem in respect of systems 
owned or controlled by third parties (other than Subcontractors and Suppliers) for which the Service 
Provider has no control. 
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8.9 Service Level Failures. 

The Service Provider's failure to meet any Service Level Agreement will be governed by the provisions 
of Schedule 12 (Service Level Failures). The provisions qf Appendix 11-C of Schedule ll(Service 
Levels) and Schedule 12 (Service Level Failures) provide only partial compensation for the damage that 
may be suffered by the Province as a result of the Service Provider's failure to meet any Service Level 
Agreement. Accordingly, payment or application of any Service Level Credit pursuant to the provisions 
of Appendix 11-C of Schedule 11 (Service Levels) and Schedule 12 (Service Level Failures) is without 
prejudice to any entitlement that the Province may have to damages or other remedies under this 
Agreement, at law or in equity, including injunctive relief (to the extent available), as well as to the 
following: 

(a) the removal of the Service in respect of which there was a failure to meet the applicable 
Service Level Agreement from the Services to be provided by the Service Provider 
pursuant to this Agreement, and an appropriate consequential reduction in the applicable 
portion of the Fees pursuant to the Change Order Process; 

(b) the taking by the Province of all action necessary or desirable to correct, rectify and 
remedy such failure and the resulting consequences at the cost of the Service Provider 
including, without limitation, procuring or otherwise obtaining Services or goods from 
any alternative service providers or suppliers, and setting-off the cost of all such action 
and of the amount of all damages or loss suffered by the Province as a result of such 
failure against the Fees otherwise payable by the Province to the Service Provider; or 

(c) a claim by the Province against the Guarantors under the Guarantees. 

A failure to meet a Service Level Agreement which does not give rise to a Service Level Termination 
Event will not give rise to a right of the Province to terminate this Agreement, but will give rise to rights 
and remedies of the Province in respect of defaults generally in accordance with this Agreement 
including, without limitation, the provisions of this Section and the right to Service Level Credits in 
accordance with the provisions of Schedule 12 (Service Level Failures). 

ARTICLE 9- BENCHMARKING 

9.1 Beuchmarkiug. 

The Province may require benchmarking comparisons of any one or more of the Fees or the Service 
Levels to be performed (each, a "Benchmarking"), in which case the following will apply: 

(a) the Benchmarking will not be performed more frequently than once in any two 
consecutive Contract Years, and the first Benchmarking will not be performed before 
April I, 2012; 

(b) the Service Provider will cooperate with the Province in connection with any such 
Benchmarking in the manner contemplated in Section 9.2 (Benchmarking Cooperation); 

(c) the third party consultant performing the Benchmarking (the "Benchmarker") will be 
selected and engaged by the Province and the Service Provider jointly. If the Province 
and the Service Provider are not able to agree on the selection of the Benchmarker, then 
the matter will be a Dispute and will be settled in accordance with Article 27 (Dispute 
Resolution); 
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(d) except as set forth in paragraph (g) below, the costs of the Benchmarker will be shared 
equally between the Province and the Service Provider; 

(e) as a condition to its engagement, the Benchmarker will execute a Non-Disclosure 
Agreement; 

(f) the Benchmarking will be a comparison of any one or more of the Service Levels and the 
Fees with the same or similar comparators of other entities receiving similar services, with 
appropriate adjustments being made where quantities or circumstances differ; and 

(g) the Province will be entitled to perform one (1) Benchmarking at any time after the 
Province gives notice, or is deemed to have given notice, to the Service Provider under 
Sections 2.6 (Renewal Notice) or 2.7 (Renewal Negotiations) that the Province does not 
intend to renew this Agreement, at the sole cost of the Province. 

9.2 Benchmarking Cooperation. 

Unless the Parties otherwise agree, the Province will, with the Service Provider's concurrence, determine 
the scope, methodology, relative comparisons and execution of each Benchmarking. The Service 
Provider will cooperate in the Benchmarking studies by providing information requested in relation to the 
Benchmarking, and in particular, the Service Provider will provide: 

(a) the Benchmarker (and will ensure that its Subcontractors provide, either directly to the 
Benchmarker or to the Service Provider), all necessary information, documents and 
assistance as may be reasonably required for the Benchmarker to perform the 
Benchmarking; and 

(b) the Benchmarker with reasonable access to the Service Provider's performance data and, 
where necessary, access (which may be supervised) to the Service Provider's performance 
measurement tools to independently verifY reported Achieved Service Levels. 

9.3 Benchmarker's Report. 

Each Party will receive a copy of the Benchmarker's report and will have an opportunity to review the 
same and make submissions to the other Party with respect to the findings contained in the 
Benchmarker's report prior to any adjustments to the Services, the Service Levels or the Fees as a result 
of such Benchmarking. Any such adjustments will require the mutual written agreement signed by the 
Parties in accordance with the Governance Process or through the Change Order Process, as applicable. 
If the Benchmarking results show that the Service Levels reported by the Service Provider are materially 
different than actual performance, then the Benchmarker will use actual performance as the basis of 
comparison. 

9.4 Client Satisfaction. 

The Service Provider will cooperate with the Province to obtain information concerning the levels of 
Stakeholder and Client satisfaction with the Services, including by the following: 

(a) assisting the Province to survey Stakeholders and Clients as to their level of satisfaction 
with the performance of the Services, which surveys will be initiated and undertaken by 
the Service Provider only upon the direction and Approval of the Province (and the 
Approval of the Province will include Approval as to the format, content and process for 
such survey to be conducted by the Service Provider); and 
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(b) tracking performance levels and Client complaints as well as the response to and handling 
of such complaints. 

The results of any customer satisfaction surveys will be reviewed by the Parties through the Governance 
Process. If the results of the survey indicate a failure or perceived failure to meet applicable Service 
Levels, or a decrease in the level of Client satisfaction, then within two (2) months of receipt of the 
survey results, the Service Provider will design and propose a remedial plan (in consultation with the 
Province through the Governance Process) to prevent reoccurrence of the problem and to increase Client 
satisfaction of the applicable parties. The Service Provider will implement the same in accordance with 
the Change Order Process. 

ARTICLE 10- BRANDING AND COMMUNICATIONS 

10.1 Use of Province Marks. 

In respect of the use or display by the Service Provider of any trade-marks, official marks, business 
names, trade names, domain names, trading styles, logos, or other distinguishing marks of the Province, 
whether registered or unregistered (each a "Province Mark"), the Parties agree as follows: 

(a) prior to any display or use of a Province Mark by the Service Provider in the performance 
of the Services, the Service Provider will obtain the Approval of the Province; 

(b) subject to Section 10.2 (Brand Use), any display or use of the Province Marks by the 
Service Provider will only be for the duration of the Term, on a non-exclusive basis, and 
only for the purposes of providing the Services; 

(c) the Service Provider will use the Province Marks only in accordance with this Agreement 
and in the manner expressly permitted in writing by the Province and provided that: 

(i) the character and standards of quality of the wares and Services in respect of 
which the Province Marks may be used by the Service Provider are as set out in 
Schedule 15 (Conditions ofUse of Province Marks), 

(ii) such display or use of the Province Marks is in accordance with the provisions of 
Schedule 15 (Conditions of Use of Province Marks), appropriate legends and the 
Province Policies including, without limitation, any policies established or 
enforced by the Province's Public Affairs Bureau, notice of which will be given 
to the Service Provider, and all usage guidelines and restrictions as reasonably 
prescribed from time to time by the Province in respect thereof, or in accordance 
with other express permissions granted by the Province, and 

(iii) the Service Provider may not register or carry on business under a business name 
that contains any of the Province Marks unless specifically Approved by the 
Province; 

(d) upon Termination of this Agreement, the Service Provider: 
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(iii) will not, and will ensure that its Affiliates do not, thereafter use the Province 
Marks or any trade-mark or trade name confusingly similar to the Province 
Marks; 

(e) during and after the Term the Service Provider will not, and will ensure that its Affiliates 
do not, challenge the validity of the Province Marks or the Province's ownership of the 
Province Marks; 

(f) any and all goodwill that is or may be acquired from the use of a Province Marks by the 
Service Provider or its Affiliates will vest in and be, and be deemed to be, the property of 
the Province; 

(g) the Province is and will remain the owner of the Province Marks, and the Service Provider 
will not obtain any rights in or to the Province Marks other than the right to use the 
Province Marks in accordance with the provisions of this Section 10.1 (Use of Province 
Marks); 

(h) at the request of the Province, the Service Provider will provide the Province with samples 
of the Service Provider's use of the Province Marks; and 

(i) the Service Provider will not use or register any Province Marks or any marks confusingly 
similar to the Province Marks except as expressly Approved by the Province under or in 
accordance with the terms of this Agreement. 

10.2 Brand Use~ 

The Service Provider will provide the Services under the branding of the Province Marks set forth in 
Schedule 16 (Conditions of Use of Province Marks), but subject to the provisions of Section 10.1 (Use of 
Province Marks), as the same may be changed from time to time by the Province pursuant to the Change 
Order Process, all of which is hereby Approved by the Province. Such Approval by the Province will not 
restrict the Province's right to use any such Province Marks, or to license the same to any other Person, or 
use or license any other Province Marks similar thereto. 

10.3 Service Provider Marks. 

Except as may otherwise be expressly required pursuant to Applicable Law, or as may be Approved by 
the Province, the Service Provider will not use or display any of the Service Provider's trade-marks, 
official marks, corporate names, business names, trade names, domain names, trading styles, logos, or 
other distinguishing marks (each a "Service Provider Mark") together or in conjunction with any 
Province Marks. Notwithstanding any such requirement pursuant to Applicable Law, or Approval by the 
Province, the Province will not obtain any rights in or to the Service Provider Marks, and any and all 
goodwill that is or may be acquired from the such use of a Service Provider Mark by the Service Provider 
will vest in and be, and be deemed to be, the property of the Service Provider. 

10.4 Publicity. 

The Service Provider will submit to the Province all advertising, written sales promotion, press releases, 
public notices and any and all other publicity matters or materials relating to this Agreement or the 
transactions contemplated by this Agreement, or in which the Province's name or any Province Marks are 
mentioned or language from which connection with the Province's name or any Province Marks may be 
inferred or implied (the "Publicity Materials"). The Service Provider will not publish or use any 
Publicity Materials without the prior consultation with and Approval of the Province, which Approval 
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will not be unreasonably withheld. Notwithstanding the foregoing, the Service Provider may include the 
Province's name and a factual description of the work performed under this Agreement only: 

(a) on employee bulletin boards; 

(b) in internal business planning documents; 

(c) for account referral purposes when Approved by the Province; 

(d) whenever otherwise required by reason of legal, accounting or regulatory requirements; 
and 

(e) in proposals where such proposal language has been Approved by the Province. 

In addition, no disclosure, including press releases, will be made by the Service Provider regarding any 
aspect of the Services or the Province without the Approval .of the Province. In the event of potentially 
negative publicity or other potentially adverse effects upon the Service Provider in connection with the 
Services or this Agreement, the Service Provider will be entitled to respond to the same provided that it 
does so in consultation with the Province, and that the Province is given the opportunity to first Approve 
the contents of any such response insofar as it relates to the Province, the Services or this Agreement. 

10.5 Stakeholder Communications. 

Unless specifically provided otherwise in this Agreement, all communications by the Service Provider to 
the Stakeholders will be in accordance with the Communication Plan and other processes and procedures 
as set forth in Schedule 17 (Communications Plan and Processes). 

10.6 Adverse Impact Notice. 

The Service Provider will provide the Province with prior notice (which need not be in writing), if 
possible, of events with respect to the Service Provider and its Affiliates that the Service Provider 
anticipates will become public and could reasonably be expected to adversely impact the Province or the 
relationship between the Parties, or be covered negatively in any North American media. The Service 
Provider's obligation to provide such notice is subject to the provisions of Applicable Laws, including 
securities laws applicable to the Service Provider and its Affiliates, and to the confidentiality obligations 
of the Service Provider and its Affiliates. Where it is not possible for the Service Provider to provide 
prior notice to the Province, the Service Provider will notify the Province as soon as possible. 

ARTICLE 11- RELATIONSHIP MANAGEMENT AND HUMAN RESOURCES 

11.1 Governance. 

During the Term, the relationship of the Parties (including the mechanisms by which they will manage 
this Agreement, each with the other) will be expressly governed by the provisions of this Article 11 
(Relationship Management and Human Resources) and the processes, procedures and provisions set forth 
in the governance structure attached as Schedule 18 (Governance), as Schedule 18 (Governance) may be 
jointly amended from time to time by the Parties in accordance with the terms of this Agreement. 

11.2 Cooperation of the Parties. 

Each Party will cooperate with the other, in good faith, in the performance of its obligations under this 
Agreement. In connection therewith, each Party will make available, as reasonably requested by the other 
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Party, such management decisions, information, approvals and acceptances such that the provision of the 
Services under this Agreement may be accomplished in a proper, timely and efficient manner and in 
accordance with the processes and procedures set forth in this Agreement. Unless specifically provided 
otherwise in this Agreement, where an agreement, approval, acceptance or consent of the other Party is 
required by any provision of this Agreement, then such action will not be unreasonably withheld or 
delayed, having regard to all of the surrounding circumstances. The Parties agree that it will not be 
considered reasonable for any requested response time for an agreement, approval, acceptance or consent 
from the Province to be less than five (5) Business Days except in extraordinary circumstances clearly 
demonstrated in writing by the Service Provider. Notwithstanding the foregoing, nothing in this Section 
11.2 (Cooperation of the Parties) will in any manner relieve the Service Provider from performing its 
obligations, or delivering the Services, as contemplated under, and in accordance with, the terms of this 
Agreement. 

11.3 Power and Authority of the Service Provider. 

Except as otherwise set forth in this Agreement, and subject to the terms of this Agreement, the Service 
Provider will have the power and authority to take such actions as it deems to be prudent, necessary or 
advisable to perform the Services in accordance with the terms and conditions set forth in this Agreement. 
Notwithstanding the foregoing, the Service Provider will not take any action required by this Agreement, 
if such action is: 

(a) subject to the Approval of the Province, without having received such Approval; and 

(b) subject to consultation with the Province, without having undertaken such consultation. 

For greater clarification, no such Approval or consultation will in any manner relieve the Service Provider 
from performing its obligations, or delivering the Services, as contemplated under, and in accordance 
with, the express terms of this Agreement, nor will such Approval or consultation have any effect on the 
allocation of risk to the Service Provider as a result of the covenants, obligations and requirements of the 
Service Provider under the terms of this Agreement. 

11.4 Province's Right to Issue Directives. 

The Province may, from time to time, at the Service Provider's request or at the Province's own initiative, 
issue written directives and instructions and establish written policies and procedures governing the duties 
and obligations of the Service Provider relating to the Services (including with respect to confidentiality, 
privacy and security), in order to cause the Service Provider to comply with the Province's Policies or 
business requirements in the performance of the Services (each a "Directive"), in which case, the 
following provisions will apply: 

(a) the Directives will be subject to the Change Order Process and will be deemed to be a 
Mandatory Change Request; 

(b) the Province will, through the Governance Process, provide the Service Provider with 
timely written notice of the Directives; 

(c) the Service Provider will at all times act in accordance with the Directives that it has so 
received from the Province, provided that the Directives do not oblige the Service 
Provider to perform any duty or obligation not provided for or otherwise contemplated 
under this Agreement, and do not have the effect of causing the Service Provider to be in 
breach of any Applicable Laws; 
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(d) the Province will provide the Service Provider with a reasonable period of time to comply 
with a Directive, having regard to all of the surrounding circumstances, the nature. of the 
Directive, and the requirements of the Change Order Process (including, without 
limitation, the Mandatory Changes), it being acknowledged by the Parties that the nature 
of some Directives may necessitate immediate compliance, in which case, the Service 
Provider will comply with the Directive as promptly as practicable; and 

(e) subject to the requirements of the Change Order Process (including, without limitation, 
the Mandatory Changes), the failure or refusal of the Service Provider to comply with a 
Directive that it has received from the Province within the times required pursuant to this 
Agreement, and in accordance with the provisions of this Section, may constitute a 
Material Breach under the provisions of Section 28.1 (Service Provider Material Breach). 

11.5 Province Approval. 

In connection with the Services performed by the Service Provider under this Agreement, and unless 
specifically provided otherwise in this Agreement, the Service Provider will not undertake any matter 
outside of the scope of the Services contemplated under this Agreement throughout the Term, and will not 
undertake any of the following matters without the prior Approval of the Province: 

(a) any financing or borrowing from a Person other than from an Affiliate of the Service 
Provider, and other than trade credit in the ordinary course, that could cause or permit 
(and the Service Provider will not otherwise cause or permit) the creation or maintenance 
of any security interest, charge, pledge or other encumbrance on the rights of the Service 
Provider under this Agreement or on any assets used in the provision of Services by the 
Service Provider or its Affiliates (other than leased equipment from arm's length third 
parties); 

(b) those matters speCifically identified in this Agreement as requiring the Approval or other 
authorization or consent of the Province; 

(c) making or agreeing to make any capital expenditure on behalf of the Province; or 

(d) retaining legal counsel on behalf of the Province with respect to any matter involving any 
Service, or initiating or responding to any legal, regulatory or other proceeding on behalf 
of the Province, or settling any Claim prosecuted by or against the Province arising from a 
legal or regulatory proceeding regarding any Service. 

If the Approval of the Province is required pursuant to this Agreement, then except as specifically 
provided otherwise in this Agreement, the Service Provider will deliver written notice to the Province 
through the Governance Process, setting out the particulars of the matter and requesting the Approval of 
the Province, and setting forth the reasonable time period in which a response is required, and if 
applicable, the implications of not responding within that time period. The Parties agree that it will not be 
considered reasonable for the requested response time to be less than five (5) Business Days except in 
extraordinary circumstances clearly demonstrated in the Service Provider's notice. The Province will use 
reasonable efforts to respond to any request from the Service Provider for the Approval of the Province 
within a reasonable period of time, having regard to all of the surrounding circumstances. Except as 
specifically provided otherwise in this Agreement, the failure of the Province to respond to a request for 
an Approval during the period suggested by the Service Provider will not result in any liability on the part 
of the Province to the Service Provider or be deemed to constitute the Approval of the Province by 
acquiescence or otherwise. Where the Province delays in providing such response to the Service Provider 
in circumstances where the request for the Approval from the Service Provider expressly sets forth the 

50634902.9 

-37-
Page 46 
CTZ-2013-00110



consequences of not responding within the required time period, then the Service Provider will not be 
responsible for any breach by the Service Provider of its obligations under this Agreement where the 
same are directly attributable to the delay of the Province in providing such response. 

11~6 Key Positions. 

Recognizing the importance of executive continuity to the ongoing success of the Parties' relationship, 
and to the successful performance of the Services under this Agreement, the Service Provider will use all 
reasonable efforts to minimize turnover of personnel in the Service Provider positions, as more 
particularly described in Schedule 19 (Key Positions) (the "Key Positions"), as may be changed from 
time to time by the Parties in accordance with this Section 11.6 (Key Positions) and Section 11.7 
(Changes in Key Positions). At all times during the Term, the Service Provider will ensure that the Key 
Positions are appropriately staffed and available as may be necessary to ensure the continuous and 
uninterrupted provision of the Services. Subject to Subsection 11. 7( a) and (b) (Changes in Key 
Positions), the foregoing will constitute a material obligation for purposes of Section 28.1 (Service 
Provider Material Breach). The Parties may, from time to time through the Governance Process, re
designate the positions that constitute Key Positions. 

11.7 Changes in Key Positions. 

The Province has entered into this Agreement in reliance upon and with the expectation that the personnel 
in the Key Positions will be engaged in the provision of the Services to the Province, and with the 
expectation of reasonable continuity in the Key Positions. Accordingly, the Service Provider will 
implement personnel changes in the Key Positions in accordance with the following: 

(a) the Service Provider may replace a person holding a Key Position, or appoint a new 
person to fill a vacancy caused by the resignation or other departure of a person holding a 
Key Position, provided that: 
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(i) the Service Provider does not transfer any individual in a Key Position on a 
lateral basis without promotion to another project or Affiliate of the Service 
Provider without the prior Approval of the Province, 

(ii) the Service Provider provides the Province with reasonable prior written notice 
thereof, if possible, together with relevant information regarding the background 
qualifications of the person that the Service Provider wishes to appoint to the 
Key Position, and such other information regarding the qualifications of such 
person as the Province may request, 

(iii) the Service Provider provides the Province with the opportunity to interview the 
person that the Service Provider wishes to appoint or hire into the Key Position 
prior to the final decision being made in respect of such appointment or hire, and 
the Service Provider considers comments from, and consults with, the Province 
in respect of such interview, 

(iv) the Service Provider obtains the Approval of the Province pursuant to the 
provisions of Schedule 19 (Key Positions) in respect of any candidate that will 
replace the following: President, EDS Advanced Solutions Inc.; Strategic 
Transformation and Mainframe Services (STMS) Lead; Managed Services Lead; 
and Security & Privacy Lead of the Service Provider, and 
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(v) the Service Provider provides the Province with a transition plan for the 
replacement of the incumbent with a new person in the Key Position; 

(b) in the event of an extended or unexpected absence of the incumbent in a Key Position, the 
Service Provider will forthwith advise the Province of such absence, and the Parties will 
consult with each other as to the appropriate steps to be taken by the Service Provider in 
respect of such absence; and 

(c) any person assigned to or otherwise placed in a Key Position will have qualifications or 
experience appropriate to the position which will be at least equivalent to the 
qualifications and experience of the initial person in such Key Position unless otherwise 
Approved by the Province, and such person will be suitably trained and transitioned to the 
Key Position. 

11.8 Key Position Failures. 

At any time, and from time to time, during the Term, the Province or the Service Provider may by notice 
(which may be oral) to the other, declare that a Key Position has failed to satisfactorily perform the duties 
of such position. The parties will promptly discuss such concerns, and where the Parties cannot agree on 
an appropriate course of action in respect thereof, then such issue will be elevated to the Joint Executive 
Committee for consideration, or such other discreet channels of communication as may be appropriate 
under the circumstances. Where the Joint Executive Committee provides any direction, including 
removal of such person, then the Service Provider will promptly adhere to and implement such direction 
at the Service Provider's sole cost. 

11.9 General Principles Regarding Personnel. 

At all times during the Term, the Service Provider will employ sufficient personnel of the Service 
Provider, including both employees and independent contractors of the Service Provider (collectively, 
"Personnel"), and will ensure that sufficient personnel are employed by its Subcontractors (collectively, 
"External Personnel"), to perform the Services in accordance with Service Levels and the other terms 
and conditions of this Agreement. The following provisions will apply with respect to the Personnel and 
the External Personnel: 

(a) unless specifically provided otherwise in this Agreement, the Service Provider will be 
responsible for the management and supervision of, and for the acts, omissions, 
performance of, and damage caused by the Personnel and External Personnel in the 
performance of the Services; 

(b) the Service Provider will ensure that the use of all Foreign Employed Individuals in the 
performance of the Services will comply with the Privacy Obligations applicable thereto; 

(c) the Service Provider will ensure that the Personnel and External Personnel performing the 
Services: 
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(i) possess a degree of skill and experience appropriate to the tasks to which they are 
assigned and the performance and Service Levels which they are required to 
achieve, 

(ii) receive appropriate training (including quality training courses, refresher courses 
and retraining programs) for the performance of the Services and compliance 
with the confidentiality provisions and Privacy Obligations in the Agreement, 
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(iii) perform the Services to the standards set out in this Agreement, and 

(iv) strictly comply with the privacy, security and confidentiality provisions set forth 
in the Privacy Obligations; 

(d) where given a Directive by the Province pursuant to Section 11.4 (Province's Right to 
Issue Directives), or where otherwise necessary, appropriate or prudent to do so given the 
nature of the Services or of the Province Confidential Information being accessed, used or 
disclosed, the Service Provider will conduct appropriate background checks with respect 
to the applicable Personnel, and will contractually require Subcontractors to do the same 
with respect to the applicable External Personnel, prior to such personnel commencing to 
provide the Services; 

(e) subject to the terms of the Master Transfer Agreement and unless specifically provided 
otherwise under this Agreement, the Service Provider will be solely liable and responsible 
(to the exclusion of the Province) for all costs, expenses, liabilities or claims, whenever 
incurred, relating to: 

(i) salaries and other compensation payable to its Personnel, 

(ii) labour relations proceedings or orders, grievances, arbitration proceedings or 
unsatisfied arbitration awards relating to its Personnel, 

(iii) strikes or other actions due to labour disputes involving its Personnel, and 

(iv) complaints, claims, decisions, applications, orders or prosecutions under any 
employment or labour standards, occupational health and safety, workers' 
compensation, pay equity, employment equity and human rights legislation 
relating to its Personnel, 

regardless of the time that the matter or event giving rise to any such costs, expenses, 
liability or claims arises or occurs, and for greater clarification, unless provided otherwise 
under the terms of the Master Transfer Agreement or this Agreement, none of such costs, 
expenses, liabilities or claims referred to in this paragraph (e) above will be subject to 
reimbursement by the Province to the Service Provider; 

(f) the Service Provider will deal with its Subcontractors in such a manner that the Province 
will have no liability resulting from the failure of the Subcontractors to meet the same 
responsibilities and payment obligations as described in paragraph (e) above with respect 
to the External Personnel, subject to the terms of the Master Transfer Agreement, and for 
greater clarification, none of such costs, expenses, liabilities or claims contemplated in 
this paragraph (f) will be subject to reimbursement by the Province to the Service Provider 
or to the Subcontractors; 

(g) the Service Provider will comply at all times with all applicable collective agreements and 
all applicable employment standards, occupational health and safety, workers' 
compensation, human rights legislation, and other Applicable Laws relating to its 
Personnel, will cause each Subcontractor to comply with the same as applicable to the 
External Personnel of such entities, subject to the terms of the Master Transfer 
Agreement, and will deal with all Subcontractors in such a manner that the Province will 
have no liability resulting from any failure of the Subcontractors to so comply with such 
responsibilities and obligations with respect to the External Personnel; and 
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(h) except as expressly provided otherwise in this Agreement or in the Master Transfer 
Agreement, the Service Provider will be solely liable and responsible for, to the exclusion 
of the Province, all costs arising from or otherwise relating to the termination by the 
Service Provider of any Personnel, and will ensure that the Province has no liability for 
the termination by any Subcontractor of any External Personnel, and the Service Provider 
and the Subcontractors will not be reimbursed by the Province for any such costs, 
expenses, claims or liabilities. 

11.10 Administrator. 

The Province shall act as the administrator of the Agreement in connection with the Broader Public 
Sector's purchase of Services under this Agreement and in accordance with the provisions of Schedule 5 
(Special Terms). 

ARTICLE12-SUBCONTRACTORS 

12.1 Responsibility for Subcontractors. 

The Service Provider is the general contractor for the Services under this Agreement and remains 
responsible for all of its obligations under this Agreement, regardless of whether the Service Provider 
relies upon any Subcontractor to any extent. Subject to the terms of this Agreement: 

(a) the Service Provider's use of Subcontractors for any of the Services will in no way 
increase the Service Provider's rights or diminish the Service Provider's liabilities to the 
Province with respect to this Agreement; 

(b) the Service Provider's rights and liabilities under this Agreement with respect to the 
Province will be as though the Service Provider had itself performed such Services; 

(c) the Service Provider will be liable for any defaults or delays caused by any Subcontractor 
in connection with the Services as if such defaults or delays were caused by the Service 
Provider; and 

(d) the Service Provider will be fully liable for all actions and omissions of the Subcontractors 
in the performance of the Services. 

If a Subcontractor breaches a Subcontract, or is alleged to have breached a Subcontract, which could have 
a material affect on the delivery of the Services or the performance of the Se:rVice Provider's obligations 
under this Agreement, then the Service Provider will notify the Province in writing and provide the 
Province with such information relating to the alleged breach as the Province may request. 

12.2 Inconsistent Subcontract Terms. 

The terms of this Agreement will in all events be binding upon the Service Provider notwithstanding, and 
without regard to: 

(a) the existence of any inconsistent or contrary terms in any agreement between the Service 
Provider and any Subcontractor, subject to Section 12.7 (Assigned Contracts); and 

(b) the fact that the Province may have directly or indirectly been given or otherwise received 
notice of the existence of any inconsistent or contrary terms in any agreement between the 
Service Provider and any Subcontractor. 
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12.3 General Contract Terms (Subcontractors). 

Subject to Section 12.8 (Material Subcontractors), all Subcontracts entered into by the Service Provider 
with Subcontractors will not include any terms or provisions that are inconsistent with, or contrary to, the 
terms and conditions of this Agreement, and all such Subcontracts will include the following provisions: 

(a) a requirement that the Subcontractor adhere to the applicable obligations that: 

(i) are expressly required by this Agreement to be imposed upon the Subcontractor, 
and 

(ii) are otherwise required for the Service Provider to perform its obligations to the 
Province under this Agreement including, without limitation, the Service Levels, 
confidentiality obligations, intellectual property provisions, Privacy Obligations, 
and reporting, audit and access rights and requirements; 

(b) assignment or licensing of Intellectual Property Rights to the Service Provider in respect 
of any deliverables created in such relationship, and waiver of moral rights in respect of 
the same, to the extent required by the Service Provider to comply with its obligations to 
the Province under this Agreement; 

(c) obligations regarding compliance with Applicable Laws, including source deductions and 
remittances (for taxes, workers compensation and similar requirements); 

(d) termination rights consistent with the terms of this Agreement; 

(e) to the extent possible, assignment rights to the Province or the Alternative Service 
Provider upon the early termination or expiry of this Agreement in accordance with its 
terms, without any further consent from the Subcontractor or any additional, accelerated 
or other similar payments having to be made; and 

(f) any other provisions necessary for the Service Provider to fulfill its obligations under this 
Agreement. 

The foregoing will not apply with respect to any Assigned Contracts to the extent set forth in Section 12.7 
(Assigned Contracts). 

12.4 Subcontractor Monitoring. 

During the Term, the Service Provider will: 

(a) monitor the performance of Subcontractors and promptly address and remedy any 
performance issues or disputes with Subcontractors in such a manner which has no 
adverse impact on the nature, quality or delivery of the applicable Services; and 

(b) ensure that contingency plans are devised for the possibility of a Subcontractor failing to 
perform, needing to be replaced, or terminating the Subcontract with the Service Provider 
before the Termination of this Agreement. 

12.5 Non-Disclosure Documents. 

Unless otherwise Approved by the Province, all External Personnel of Access Subcontractors (including 
all External Personnel of any Affiliates of the Service Provider who may have access to, or use or 

50634902.9 

-42-
Page 51 
CTZ-2013-00110



disclosure of, Personal Information) will be required to execute documents directly with the Service 
Provider binding such External Personnel to confidentiality and non-disclosure agreements as required by 
the Province and in a form Approved by the Province, all as more particularly described in the Privacy 
Obligations contained in Schedule 24 (Privacy Obligations) (the "External Personnel Agreements"). 
The Service Provider will not disclose or provide access to any Personal Information to any such External 
Personnel until such External Personnel have entered into an External Personnel Agreement. 

12.6 Confidentiality Breaches. 

Unless specifically provided otherwise under this Agreement, any breach of the confidentiality 
obligations set forth in this Agreement by a Subcontractor, or any External Personnel of such 
Subcontractor, will be deemed to constitute a breach of the confidentiality provisions of this Agreement 
by the Service Provider. In the event of any breach of confidentiality obligations by a Subcontractor, or 
any External Personnel of a Subcontractor, the Parties agree as follows: 

(a) in the event that either Party discovers that a breach of confidentiality by a Subcontractor 
or any External Personnel of a Subcontractor has occurred, it will promptly notify the 
other Party in writing; 

(b) the Service Provider will take all steps necessary to remedy or to have remedied such 
breach; 

(c) the Service Provider will develop and inform the Province of any remedial plans to 
remedy or otherwise deal with such breach; 

(d) if the Province Approves such remedial plan, and the Service Provider carries out the 
remedial plan, then the Province will not be entitled to terminate this Agreement solely on · 
the basis of the Subcontractor's breach of confidentiality; 

(e) if the Service Provider does not carry out the remedial plan, then such failure to carry out 
the remedial plan will constitute a Material Breach for the purposes of Subsection 28.1 (k) 
(Service Provider Material Breach); and 

(f) if the Province 

(i) determines, in its reasonable opinion, that the breach of confidentiality 
obligations is material; or 

(ii) does not Approve such remedial plan, acting reasonably, 

then such breach will constitute a Material Breach for purposes of Subsection 28.1(k) 
(Service Provider Material Breach). 

12.7 Assigned Contracts. 

For purposes of this Agreement, and in respect of those Subcontracts that are Assigned Contracts, the 
following provisions will apply: 

(a) the Service Provider will enforce the existing provisions in such Assigned Contracts; 

(b) the Service Provider will not, without the Province's Approval, reduce or eliminate 
existing provisions with respect to confidentiality, privacy and security; 
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(c) the Service Provider will use reasonable efforts to expand the confidentiality, privacy and 
security provisions of such Assigned Contracts to be in conformance with the 
requirements of this Agreement in respect thereof; 

(d) the failure of an Assigned Contract to include provisions required by this Agreement to be 
included in a Subcontract, including the following, will not constitute a breach of this 
Agreement: 

(i) provisions corresponding to the provisions of this Agreement that are required to 
be flowed down to Subcontractors, 

(ii) any Privacy Obligations applicable to Subcontractors, including a requirement 
that External Personnel of the Subcontractor execute an External Personnel 
Agreement, or 

(iii) in the case of an Assigned Contract that is a Material Subcontract, the provisions 
required to be included by Section 12.9 (Additional Material Subcontract Terms), 

(e) when renewing or renegotiating such Assigned Contracts at the end of their respective 
current terms (and prior to any renewals or extensions thereof), the Service Provider will 
amend the terms to comply with the provisions of this Agreement; and 

(f) as a condition of any renewal or renegotiation of any Assigned Contract at the expiry of 
its Term, or to any extension of an existing term of any Assigned Contract, and unless 
otherwise Approved by the Province (although any such Approval will not, and will not 
be deemed to, reduce any of the obligations of the Service Provider under the Privacy 
Obligations), the Service Provider will ensure that any such renewed, extended or 
renegotiated Assigned Contracts complies with the Privacy Obligations to the extent that 
the Privacy Obligations are applicable thereto, including the requirement that External 
Personnel of the Subcontractor accessing Personal Information execute an External 
Personnel Agreement. 

Any breach of the confidentiality or the privacy and security provisions (if any) contained in the Assigned 
Contracts by Subcontractors will be deemed to constitute a breach of the confidentiality or the privacy 
and security provisions of this Agreement. 

12.8 Material Subcontractors. 

Any Subcontract entered into by the Service Provider for the performance of any part of the Services by a 
Subcontractor, where the Subcontractor meets the conditions or requirements set forth in Schedule 20 
(Subcontractor Matters) in respect thereof, will constitute a "Material Subcontract" to which the 
provisions of Section 12.9 (Additional Material Subcontract Terms), in addition to the provisions set forth 
in Section 12.3 (General Contract Terms (Subcontractors), will apply, but excluding therefrom any 
contracts that are Assigned Contracts. 

12.9 Additional Material Subcontract Terms. 

Unless consented to in writing by the Province, all Material Subcontracts entered into by the Service 
Provider will, in addition to the provisions set forth in Section 12.3 (General Contract Terms 
(Subcontractors), include the following provisions: 
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(a) provisions by which any Material Subcontractor who has or could have access to, use or 
disclosure of Personal Information in connection with the Services is bound to any 
applicable Privacy Obligations as identified in Schedule 24 (Privacy Obligations); 

(b) provisions naming the Province as an intended third party beneficiary of the Material 
Subcontract and providing for the delivery by the Material Subcontractor of a certificate 
to such effect to the Province upon request; 

(c) an agreement by both the Service Provider and the Material Subcontractor not to directly 
or indirectly assign the Material Subcontract to any Person without the Approval of the 
Province, not to be unreasonably withheld or delayed; and 

(d) provisions entitling the Service Provider to terminate the Material Subcontract in response 
to a notice received from the Province under Section 12.13(a) (Removal of 
Subcontractor). 

12.10 Extracts of Subcontracts. 

During the Term of this Agreement, and at the request of the Province, the Service Provider will provide 
the Province with certificates signed by the Service Provider that have extracts of Material Subcontracts 
attached thereto, in a form sufficient for the Province to confirm the Service Provider's compliance with 
the obligations set forth in this Article 12 (Subcontractors). In connection therewith, the Service Provider 
will provide such certificate to the Province in respect of the Material Subcontracts described in the 
attached Schedule 20 (Subcontractor Matters), concurrently with the execution of this Agreement. 

12.11 Consent to Use of Material Subcontractors. 

The Service Provider will not use any Material Subcontractors in respect of the provision of any Services 
or other obligations performed under or in connection with this Agreement unless the Service Provider 
obtains the Approval of the Province, and for purposes hereof those Material Subcontractors described in 
Schedule 20 (Subcontractor Matters) are hereby approved by the Province. Any request for Approval of 
a Material Subcontractor will include information regarding the components of the Services affected, the 
scope of the proposed Material Subcontract, the identity and qualifications of the proposed Material 
Subcontractor, whether the proposed Material Subcontractor is an Affiliate of the Service Provider, 
whether the proposed Material Subcontractor is a Canadian Entity, the foreign ownership (direct or 
indirect) of the proposed Material Subcontractor (if any), and the reasons for subcontracting the work in 
question. 

12.12 Province Criteria for Material Subcontractors. 

In considering a request for the Approval of a Material Subcontractor under the provlSlons of 
Section 12.11 (Consent to Use of Material Subcontractors), the Province will consider the reputation, 
financial stability, qualifications, applicable experience, ability, direct and indirect ownership, and 
availability of the Material Subcontractor, whether the Material Subcontractor who may have access to, or 
use or disclosure of Personal Information is a Canadian Entity, and the extent to which the Material 
Subcontractor could or would have access to, use or disclosure of any Personal Information, the purpose 
of such access, use and disclosure by (and by any External Personnel of) the Material Subcontractor. The 
Service Provider will not be required to provide to the Province any Subcontract (or draft Subcontract) 
with a Material Subcontractor (or proposed Material Subcontractor) in connection with a request for or to 
obtain the Province's Approval of the Material Subcontractor, except to the extent contemplated in 
Section 12.10 (Extracts of Subcontracts). 
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12.13 Removal of Subcontractor. 

In the event that the Province determines, acting reasonably, that: 

(a) the continued use of a Material Subcontractor will or could have a detrimental effect on 
the Province, and is therefore not in the best interests of the Province as a result of the 
Province having severed all other relationships with such Material Subcontractor due to 
the wilful misconduct, fraud or other forms of malfeasance by such Material 
Subcontractor; or 

(b) the risk of a breach of the provisions of the Freedom of Information and Protection of 
Privacy Act is increased as a result of, but not limited to, an Access Subcontractor ceasing 
to be a Canadian Entity; 

then the Province will give the Service Provider notice thereof (and specifying in detail the reasons 
therefor) through the Joint Executive Committee, requesting that such Material Subcontractor or Access 
Subcontractor be replaced. Promptly following receipt of such notice, the Service Provider will 
investigate the matters stated in the notice and discuss its findings with the Province through the Joint 
Executive Committee. If requested to do so by the Province (acting reasonably), the Service Provider will 
(within the timeframe specified by the Province after consultation with the Service Provider in respect of 
such timeframe) remove any access that the Material Subcontractor or Access Subcontractor may have to 
the Personal Information pending completion of the Service Provider's investigation and discussions with 
the Province. If, following such discussions with the Service Provider through the Joint Executive 
Committee, the Province reaffirms, acting reasonably, its request for the replacement of such Material 
Subcontractor or Access Subcontractor, then the Service Provider will, within ninety (90) days (or such 
different period of time as may be agreed to between the Parties through the Joint Executive Committee 
having regard to all of the surrounding circumstances) of such reaffirmation, replace such Material 
Subcontractor or Access Subcontractor with a new Material Subcontractor or Access Subcontractor of 
suitable qualifications, or will perform the applicable Services directly. 

12.14 Other Business with Subcontractors. 

Nothing contained in this Agreement will prohibit or otherwise restrict the Province from entering into 
agreements or other arrangements with any Subcontractor. 

12.15 Suppliers. 

The Service Provider may enter into contracts with Suppliers in respect of the Services (including for 
third party Software or for support or maintenance service) with such Suppliers as the Service Provider 
may select, provided that the Service Provider complies with any other applicable provisions of this 
Agreement regarding the use of Software in providing the Services. The following provisions will apply 
to contracts with Suppliers entered into by the Service Provider (other than contracts with Suppliers 
constituting Assigned Contracts) (it being understood that any Person who is given access to or use of 
Personal Information is an Access Subcontractor and not a Supplier for the purposes of this Agreement): 

(a) all costs and expenses of such contracts with Suppliers will be the sole responsibility of 
the Service Provider, including any termination cost, penalties or other amounts payable 
in connection with such contracts; 

(b) the Service Provider will ensure that the Suppliers have the required skill, qualifications 
and experience necessary to perform their obligations, and in the case of janitorial 
services, the Service Provider will retain bonded janitors only; 
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(c) the Service Provider will ensure that its Suppliers do not obtain access to Personal 
Information or Province Confidential Information by employing appropriate security 
policies, including, without limitation, a clean desk policy; and 

(d) the Service Provider will not be relieved of any of its obligations in respect of the Services 
or under this Agreement as a result of any contracts with Suppliers, and the Service 
Provider will be responsible for all actions and failure to act of all of its Suppliers and the 
consequences thereof. 

The Service Provider will monitor the performance of its Suppliers and will promptly address and remedy 
any performance issues or disputes in a manner which has no adverse impact on the nature, quality or 
delivery of the Services. 

ARTICLE 13- REPORTING AND ANNUAL OPERATING PLAN 

13.1 Reporting Generally. 

At all relevant times during the Term, the Service Provider will prepare or cause to be prepared, and will 
provide to the Province all reports and information required by the Province from time to time. The 
reporting requirements of the Province, which will be effective as and from the Hand-Over Date (and 
which excludes any reports or information to be provided by the Service Provider to the Province in 
connection with the Transition Services) is set forth in Schedule 21 (Reporting Requirements), and is 
subject to adjustment or amendment by the Parties through the Governance Process. 

13.2 Annual Review of Reporting Requirements. 

The Parties, through the Governance Process, will conduct an annual review of the then current reporting 
requirements under this Agreement and as set forth in Schedule 21 (Reporting Requirements), as the 
same may be adjusted or amended from time to time, and will consider any changes to the current 
reporting requirements as the Parties may determine to be appropriate or desirable. 

13.3 Changes to Reporting Requirements. 

The Parties acknowledge that the reporting requirements set forth in Schedule 21 (Reporting 
Requirements) will evolve over the Term as a result of the addition of Services, changes made through the 
Change Order Process and otherwise. Subject to the provisions of Schedule 21 (Reporting 
Requirements), the Service Provider agrees that any changes to the reporting and information 
requirements of the Province, as contemplated under this Article 13 (Reporting and Annual Operating 
Plan), will not result in any increased Fees being payable by the Province. The Service Provider will at 
all times comply with the requirements of Schedule 21 (Reporting Requirements), as the same may be 
adjusted or amended from time to time, and will provide suggestions to the Province as to improvements, 
enhancements and changes to the reporting and informational requirements set forth in Schedule 21 
(Reporting Requirements), for Approval by the Province through the Governance Process. 

13.4 Format of Reports. 

To the greatest extent possible, the Parties will use web-enabled reports and direct electronic access to 
data and query reports to meet the reporting and informational needs of the Province. The Parties agree to 
minimize the amounts and types of paper based reporting. 
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13.5 Annual Operating Plan. 

The Service Provider will, with the co-operation and assistance of the Province through the Governance 
Process, prepare and provide to the Province an annual operating plan (the "Annual Operating Plan") 
that will be the planning document utilized in the provision of the Services, consisting of: 

(a) a summary of the financial and operational changes for the Services in the next most 
immediate Contract Year, based upon the most current annual estimate available; 

(b) a survey, review and analysis of the Systems and resources used to provide the Services; 

(c) strategies to assist in realizing the objectives set forth in Section 1.13 (Objectives of the 
Parties); 

(d) an analysis of the operations by the Service Provider with recommendations for changes 
to reduce costs, improve efficiencies and improve the satisfaction of the Clients of the 
Services, the Province and Stakeholders; 

(e) a description of any planned changes to the Services for the following Contract Year, to 
the extent known; 

(f) a description of any proposed material changes in the way the Service Provider wishes to 
provide the Services; 

(g) a review and analysis of any projects performed over the previous Contract Year and 
summary of recommended projects for the next immediate Contract Year, to the extent 
known; 

(h) any planned System or resource acquisitions (including changes to the number and type of 
Personnel currently providing the Services, whether by an increase or decrease in the 
number and FTE of such Personnel) to provide for additional or decreased Service 
capacity and volume, or to otherwise exploit new technological or business process 
developments; 

(i) a description of the risk profile of the Service Provider, including a description of any 
material risks which could have an impact on the Service Provider's ability to provide the 
Services in accordance with Service Levels; 

G) a budget forecast setting out the estimated financial information in respect of the 
upcoming Contract Year, taking into account anticipated changes and information then 
available to the Service Provider (which budget will be consistent with the Economic 
Model, but subject to any changes having been made through the Change Order Process 
or otherwise); and 

(k) such other matters as may be mutually agreed to by the Parties through the Governance 
Process. 

13.6 Timing of Annual Operation Plan. 

No later than 120 days prior to the commencement of the next Contract Year, the Service Provider will 
develop, prepare and provide to the Province, through the Governance Process, a proposed Annual 
Operating Plan for the next Contract Year, with the first Annual Operating Plan being delivered on or 
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before December 1, 2009. Within 30 days following receipt of the proposed Annual Operating Plan, the 
Parties, through the Governance Process, will jointly Approve the Annual Operating Plan or discuss any 
modifications or changes required thereto, and the Service Provider will provide the Province, through the 
Governance Process, with a revised Annual Operating Plan incorporating such modifications or changes. 
Any Dispute with respect to the Approval of the Annual Operating Plan will be resolved through the 
Dispute Resolution Process set forth in Article 27 (Dispute Resolution). 

13.7 Annual Confirmation. 

The Service Provider will deliver a certificate to the Province, together with the Annual Operating Plan 
referred to in Section 13.5 (Annual Operating Plan), that contains a confirmation signed by a senior 
officer or director of the Service Provider stating that: 

(a) a review of the activities of the Service Provider during the preceding Contract Year has 
been made under the supervision of such senior officer or director; and 

(b) based upon the review referred to in paragraph (a) above, and to the best of the knowledge 
of such senior officer or director, after having made due inquiry, the Service Provider has 
fulfilled all of its obligations under this Agreement in all material respects (including, 
without limitation, the Privacy Obligations), and that no Material Breach (or any event 
which, with notice or lapse of time or both, could reasonably be determined to become a 
Material Breach) occurred during such Contract Year in respect of such obligations, and 
stating exceptions to any of the forgoing, if applicable. 

ARTICLE 14- MAINTENANCE OF RECORDS 

14.1 Maintenance of Records. 

During the Term and for a period of seven (7) years after the end of the Term (or such longer period as 
may be required by Applicable Law, or in the case of Subcontractors who cease to provide Services, 
seven (7) years after such Subcontractors have ceased to provide Services), the Service Provider will: 

(a) maintain accurate and complete Records related to this Agreement and to the Services to 
be provided by the Service Provider under this Agreement (other than Records which 
have been returned to the Province by the Service Provider), as may be required or 
necessary in order for the following, provided that the Service Provider will not be 
required to retain any specific Record for a period of greater than seven (7) years except 
as required by Applicable Law: 

(i) the Service Provider to meet any other reporting or record keeping requirements 
referred to in this Agreement, and 

(ii) to enable the Province to verify compliance by the Service Provider with the 
terms of this Agreement and to ascertain the accuracy of all financial matters 
arising under this Agreement; and 

(b) cause Subcontractors to maintain complete and accurate Records of the transactions and 
activities undertaken by such Subcontractors as part of the Services (other than Records 
which have been returned to the Province by the Service Provider), as may be required or 
necessary in order for the following, provided that the Subcontractor will not be required 
to retain any specific Record for a period of greater than seven · (7) years except as 
required by Applicable Law: 
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(i) the Service Provider to meet any other reporting or record keeping requirements 
referred to in this Agreement, and 

(ii) to enable the Province to verify compliance by the Subcontractor with the terms 
of this Agreement and to ascertain the accuracy of all financial matters arising 
under this Agreement. 

Without limiting the generality of the foregoing, the Service Provider will ensure that all New Records 
with respect to the performance of the Services will conform with GAAP (to the extent applicable), the 
requirements of Applicable Laws, and the Province's Administrative Records Classification System 
(ARCS) and Operational Records Classification Systems (ORCS), as may be amended from time to time 
and notified by the Province to the Service Provider, subject to the Change Order Process. 

14.2 Transferred Records. 

The Province will arrange for the delivery of the Transferred Records to the Service Provider on or before 
the Hand-Over Date, in accordance with the records protocols described in the attached Schedule 22 
(Records Protocols). 

14.3 Custody of Province Records. 

The Service Provider will have Custody of the Province Records from the later of the date that Custody is 
granted to the Service Provider by the Province or the date of the creation or coming into existence of the 
Province Records, in accordance with and subject to the provisions of this Agreement. 

14.4 Control of Province Records. 

The Province Records will remain the property and in the Control of the Province, and accordingly, they 
will continue to remain subject to the requirements of the British Columbia Document Disposal Act, 
Electronic Transactions Act, Freedom of Information and Protection of Privacy Act (British Columbia) 
and all Province Policies related, thereto, and the Interpretation Act. The Service Provider will comply 
with the requirements thereof in respect of the Province Records as though each such Act or Policy 
applied to the Service Provider directly. In addition, the Service Provider will: 

(a) not sell, transfer to the physical custody of another jurisdiction or Person, destroy or 
otherwise dispose of the Province Records without the Approval and direction of the 
Province, or as contemplated under this Agreement, and then, only in accordance with the 
protocols described in Schedule 22 (Records Protocols), and the provisions of Article 16 
(Privacy, Security and Corifidentiality); 

(b) not under any circumstances, and without limiting the provisions of Article 16 (Privacy, 
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Security and Confidentiality), use or disclose any Province Records except: ·· 

(i) on the prior written directions, or with the Approval, of the Province (which 
directions or Approval may be given by the Province at any time, in its sole 
discretion, or in response to a written request from the Service Provider 
specifying the particulars of the proposed use or disclosure of such Records), or 

(ii) through the ordinary course provision of the Services as contemplated under the 
terms of this Agreement and in accordance with applicable Province Policies 
notified to the Service Provider from time to time; 
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(c) return the Province Records to the Province on the written instructions of the Province or 
as may otherwise be required or permitted in accordance with the provisions of this 
Agreement; 

(d) at the request and expense of the Province, provide written or electronic copies of such 
Province Records for storage on the premises of the Province or of any applicable 
regulatory body or agency, as the Province may require; 

(e) maintain the safe keeping and integrity of the Province Records in accordance with the 
records protocols set forth in the attached Schedule 22 (Records Protocols) and with the 
provisions of Article 16 (Privacy, Security and Confidentiality); 

(t) store all Province Records separately from other records of the Service Provider and 
identify them as Records of the Province; and 

(g) provide the Province with copies of any Province Records, and permit the Province to 
have access to the Province Records with such access being in accordance with the 
provisions of Section 22.1 (Access Rights)). 

The Province will comply with its obligations to the Service Provider in respect of the Province Records 
as set forth in Schedule 22 (Records Protocols). 

14.5 Final Return of Province Records. 

Upon Termination of this Agreement, the Service Provider will deliver all such Province Records then in 
its Custody to· the Province, including the performance of any obligations, steps or other requirements set 
forth in the Termination Assistance Plan. The Service Provider may, subject to the terms of Article 16 
(Privacy, Security and Confidentiality), maintain sufficient copies of financial and other records following 
Termination of this Agreement, as it is required to maintain for tax and other statutory reasons . in 
accordance with Applicable Laws. 

14.6 Costs ofRecord Keeping. 

The Service Provider acknowledges and agrees that all costs of record keeping contemplated in this 
Article 14 (Maintenance of Records) will be the responsibility of the Service Provider, and that 
compensation to the Service Provider in respect thereof is included in the Fees. For greater clarification, 
any Province Records delivered by the Service Provider to the Province at the request of the Province or 
pursuant to Sections 14.4 (Control of Province Records) and 14.5 (Final Return of Province Records), or 
Schedule 22 (Records Protocols), will thereafter be the responsibility (both financially and as to storage 
obligations) of the Province, unless such Province Records are returned to the Service Provider during the 
Term in accordance with the provisions of this Agreement. 

14.7 Storage and Disposal of Records. 

The Service Provider will transfer all Province Records identified by the Service Provider for storage, 
destruction or disposal to the Province in accordance with the record protocols more particularly 
described in Schedule 22 (Records Protocols), or as otherwise Approved by the Province. The .Province 
will destroy any such Province Records if the Province determines it to be appropriate to do so. The 
Service Provider will not, without the Approval of the Province, dispose of or otherwise destroy any 
Province Records in its Custody at any time before the seventh (7th) anniversary of the date that the final 
payment under this Agreement is made or of the date that all outstanding Disputes are settled, whichever 
is later. 
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14.8 Locations of Records. 

Unless provided otherwise in this Agreement, and subject to the provisions of Section 5.1 (Overview of 
Service Locations), the following provisions will apply in respect of all Province Records that contain any 
Personal fuformation: 

(a) the Service Provider will maintain the Province Records in Canada at locations notified by 
the Service Provider to the Province in writing pursuant to Section 5.2 (Service 
Locations); 

(b) the Service Provider will not relocate any such Province Records maintained pursuant to 
this Section without first notifying the Province in writing; and 

(c) at no time will any Person have remote access to any Personal fuformation (including on 
any backup data) contained in the Province Records from any location outside of Canada, 
except as expressly Approved by the Province. 

ARTICLE 15- FEES AND PAYMENT TERMS 

15.1 Fees. 

fu consideration of the performance of the Services, the Province will pay the Fees to the Service 
Provider, net of any amounts as contemplated pursuant to Article 8 (Service Levels), or as otherwise 
contemplated in this Agreement. Except as otherwise expressly set forth in this Agreement, the Province 
will not be obligated to pay any other amounts to the Service Provider for the Service Provider's 
performance of the Services and its other obligations under this Agreement. Any expenses that the 
Service Provider incurs in the performance of the Services are included in the Fees, and accordingly, the 
Service Provider's expenses. will not be separately reimbursable by the Province unless specifically 
provided otherwise under, or agreed pursuant to, the terms of this Agreement. 

15.2 Invoices. 

The Service Provider will provide the Province with monthly invoices, that conform to the payment 
requirements set forth in Section 15.3 (Method of Payments) and Schedule 23 (Fees), for all Fees that are 
payable from time to time by the Province pursuant to this Agreement. Each invoice will be provided in 
hardcopy form, and if requested by the Province in electronic form compatible with the Province's 
financial computer systems, and in either case with the level of detail as may be requested by the Province 
from time to time to satisfy the Province's internal accounting requirements. The payment of any invoice 
by the Province will not be deemed to be Approval or acceptance of such invoice, and no such payment 
will preclude the Province from contesting any amount set forth in an invoice at any later date in 
accordance with the provisions of Section 15.6 (Disputed Payments). 

15.3 Method ofPayment. 

The Province will pay the Fees to the Service Provider on the following terms: 

(a) the Fees will be payable monthly, in arrears, prior to the date which is sixty (60) days after 
receipt by the Province of an invoice from the Service Provider in a form that is in 
compliance with this Agreement, such invoice not to be delivered by the Service Provider 
to the Province before the end of the Service period for which it relates; 
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(b) notwithstanding the payment date set forth above, interest on any overdue amounts will 
only be payable at the rates and in respect of the periods as set forth in the Interest on 
Overdue Accounts Payable Regulation (B.C. Reg. 215/83), as amended or replaced from 
time to time, and where such regulation has been revoked and not replaced, at the last rate 
and time period calculated thereunder; and 

(c) all Fees calculated or otherwise set forth in this Agreement are inclusive of all applicable 
Taxes unless otherwise expressly stated in this Agreement (including, without limitation, 
the provisions of Section 15.4 (Taxes)). 

15.4 Taxes. 

The Services contracted for under this Agreement are for the Province, are being paid for with Crown 
funds, and are therefore not subject to GST. The Service Provider will collect, remit to the appropriate 
Taxing Authorities and report to the Province on all Taxes related to the Services to the extent that the 
same are included in the Fees, ari.d to the extent that any of the Services attract PST, the Service Provider 
will add the same to the invoices for the Fees. The Service Provider will be responsible for and will 
arrange to pay all other Taxes relating to the Services including Taxes based on its own capital, net 
income, employment taxes of its own employees and for taxes on any property it owns. 

15.5 Right of Set-Off. 

Any amounts owed to the Province: 

(a) by the Service Provider under this Agreement or otherwise in respect of the Services, 
including Service Level Credits, but excluding any amounts under Dispute; 

(b) by the Service Provider under any other agreement entered into now or in the future 
between the Service Provider and the Province that is not related to this Agreement, but 
excluding amounts in dispute thereunder in accordance with its terms; and 

(c) by the Service Provider's Affiliates pursuant to the Corporate Guarantee; 

may be set-off by the Province against Fees and other charges payable by the Province to the Service 
Provider under this Agreement, or may be deducted from any sum due or which at any time may become 
due to the Service Provider under this Agreement. To the extent that there are any amounts owing by the 
Service Provider to the Province upon the Termination of this Agreement, whether by credits or 
otherwise, and there are no further Fees to set-off such amounts, then the Service Provider will pay such 
amounts directly to the Province. The Province will give the Service Provider notice of such set-off under 
Section 15.5(b) above. 

15.6 Disputed Payments. 

Notwithstanding the payment of any Fees, the Province may dispute any amounts contained in an invoice 
within ninety (90) days of receipt of the invoice from the Service Provider. Notwithstanding the 
foregoing, if any overpayments by the Province should later be discovered as a result of an audit or 
investigation under Article 22 (Audit Rights) or otherwise, then the Province will be entitled to recover 
the amount of such overpayments by way of a Dispute, notwithstanding the fact that such overpayments 
are discovered after the expiry of such ninety (90) day period. In addition, the Province may withhold 
payment of a particular portion of Fees that the Province reasonably Disputes, subject to the following 
conditions: 
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(a) any amount so withheld will not exceed the amount alleged to be in error or not properly 
invoiced or payable, or for which no Services were performed; 

(b) the Province provides to the Service Provider concurrently with the withholding of the 
disputed Fees, a detailed written explanation of the basis of the Dispute; and 

(c) the Parties will promptly settle the Dispute regarding such amount in accordance with the 
Dispute Resolution Process set forth in Article 27 (Dispute Resolution). 

Any interest accrued on any amount owed to or overpaid by the Province will be apportioned in the same 
manner as in the resolution of such disputed Fees. Any payment disputes will not affect the Service 
Provider's obligation to provide the Services under this Agreement at the agreed Service Levels or in 
accordance with any other of the Service Provider's obligations under this Agreement. 

ARTICLE 16- PRN ACY, SECURITY AND CONFIDENTIALITY 

16.1 Privacy Obligations. 

The Service Provider will at all times, and will ensure that its Personnel, and to the extent applicable in 
accordance with the provisions of Schedule 24 (Privacy Obligations) its Subcontractors and External 
Personnel, comply with the obligations and requirements set forth in Schedule 24 (Privacy Obligations), 
as such are amended from time to time in accordance with this Agreement (the "Privacy Obligations"). 

16.2 Foreign Disclosures. 

The Service Provider expressly acknowledges and agrees that it is subject to the laws of British Columbia 
and the laws of Canada applicable in British Columbia with respect to this Agreement and the 
performance of the Service Provider's obligations under this Agreement, and it is not subject to any 
Foreign Disclosure Laws including, without limitation, any orders, directives, rulings, requirements, 
judgments, injunctions, awards or decrees, decisions, or other requirements issued pursuant to any 
Foreign Disclosure Laws, or any directions or requests from any Affiliate of the Service Provider in 
respect of the same, and in each case, related to any Personal Information (each a "Disclosure Order"). 
The Service Provider will immediately inform the Province if the Service Provider receives a Disclosure 
Order. Upon receipt of a Disclosure Order, the Service Provider will not disclose any Personal 
Information in response thereto and the Service Provider will at all times act in accordance with the terms 
and conditions of this Agreement including, without limitation, the Privacy Obligations. Any breach of 
this Section will be a Material Breach under this Agreement. The provisions of this Section represent a 
lawful restriction on the Service Provider, being a Person governed by the laws of British Columbia and 
the laws of Canada applicable in British Columbia. The Service Provider will flow through the 
requirements of this Section to any Access Subcontractors, to apply to the Access Subcontractors, mutatis 
mutandis. 

16.3 Corporate Structure and Corporate Chart. 

As of the date of this Agreement, and as at the Hand-Over Date, the corporate organizational chart, 
indicating all shareholdings to the ultimate indirect shareholder (other than the shareholdings of a public 
company listed on a recognized stock exchange) of the Service Provider, the Performance Guarantor and 
the Corporate Guarantor (each a "Corporate Structure"), are as set forth in Schedule 25 (Corporate 
Chart). Throughout the Term, the Service Provider will provide the Province with an updated Corporate 
Structure from time to time forthwith upon any changes being made thereto; provided that the 
requirements of this provision will in no way provide the Service Provider with any relief from, or be 
deemed to be a waiver of, the provisions of Section 31.2 (Assignment by Service Provider). Unless 
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agreed otherwise by the Province, for so long as the Service Provider or the Performance Guarantor has, 
or could have, disclosure or use of, or access to any Personal Information in connection with the 
performance of the Services under this Agreement, or in connection with the application of the 
Performance Guarantee, as the case may be, the Service Provider and the Performance Guarantor will be 
and remain under the direct Corporate Control of a Canadian Entity, and any failure of the Service 
Provider or the Performance Guarantor to remain so controlled will be deemed to be a Material Breach 
under Section 28.1 (Service Provider Material Breach), and will give rise to the right of the Province to 
terminate this Agreement pursuant to Section 28.2 (Remedies of the Province). 

16.4 Canadian Entities. 

Throughout the Term, the Service Provider will ensure that the Access Subcontractors who are not 
individuals are corporations, partnerships, limited partnerships, or other similar entities that are 
incorporated or created under the laws of Canada or under the laws of any province of Canada (each a 
"Canadian Entity"), and that the Access Subcontractors who are individuals are not Foreign Employed 
Individuals. Unless agreed otherwise by the Province, and for so long as any Access Subcontractor has or 
could have any access to, or use or disclosure of, any Personal Information in connection with the 
performance of the Services under this Agreement, the Service Provider will ensure that: 

(a) in the case of Access Subcontractors who are individuals, the Access Subcontractor are 
not, and do not become, a Foreign Employed Individual; and 

(b) in all other cases, the Access Subcontractors are and remain a Canadian Entity, and unless 
otherwise Approved by the Province, a Canadian Entity that is Corporately Controlled by 
a Canadian Entity or by individuals who are not Foreign Employed Individuals. 

16.5 Acknowledgement. 

The Service Provider acknowledges that in the performance of the Services, the Service Provider will be 
given access to and Custody of highly confidential and sensitive information, including Province 
Confidential Information, and that the confidentiality, privacy and security of such information, and in 
particular the Personal Information, is of paramount importance to the Province. 

16.6 Safeguarding Confidential Information. 

Each of the Parties acknowledges and agrees that all Confidential Information of the other Party, whether 
received or created before or after the Hand-Over Date, will be received in the strictest confidence and 
will be held and used only in accordance with and subject to the terms of this Agreement. A Party 
receiving the Confidential Information of the other Party will retain such information in confidence and 
will treat such information in accordance with the terms of this Agreement (including the Privacy 
Obligations), and with a degree of care no less than the degree of care that the receiving Party employs for 
the protection of its own Confidential Information of a similar nature; provided that in any event the 
Service Provider will use a degree of care to protect such Confidential Information that is appropriate to 
the nature of the information and is in accordance with prudent industry practice for the data hosting and 
data centre facilities services in Canada. Without limiting the generality of the foregoing, and subject to 
the Change Order Process, the Service Provider further agrees to comply with such confidentiality, 
privacy and security Directives as issued by the Province from time to time. 

16.7 Permitted Disclosure and Use of Confidential Information. 

Subject to the Privacy Obligations and Section 16.2 (Foreign Disclosures), a Party may use or disclose 
relevant aspects of the other Party's Confidential Information: 
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(a) only to the extent necessary to perform its obligations and exercise its rights under this 
Agreement; 

(b) only to its Personnel, Subcontractors, External Personnel and professional advisors (and in 
the case of the Province, its employees, contractors, professional advisors and agents) to 
the extent that such disclosure and use thereof is necessary for the performance of the 
receiving Party's rights or obligations under this Agreement, and provided that such 
Persons have an actual need to know such information and have signed non-disclosure 
agreements as required by this Agreement (to the extent applicable), it being agreed 
between the Parties that the provisions of this paragraph will in no way restrict or 
otherwise limit either Party from disclosing the Confidential Information of the other 
Party, to the extent necessary, to the receiving Party's legal advisors in the course of 
obtaining legal advice in connection with this Agreement, provided that the solicitor client 
privilege with respect thereto is not waived by the receiving Party in respect of such 
disclosure; and 

(c) in the case of a disclosure of the Service Provider's Confidential Information by the 
Province, for purposes of undertaking any procurement or related process in connection 
with the selection of an Alternative Service Provider, provided that: 

(i) such disclosure does not include any of the Service Provider's costing or other 
internal financial information, 

(ii) any third parties to whom such disclosure is made first execute and deliver to the 
Province a Non-Disclosure Agreement and the Province provides such executed 
Non-Disclosure Agreement to the Service Provider, and · 

(iii) such disclosure will be restricted to the Service Provider Confidential 
Information necessary to enable such parties to participate in such procurement 
or related process. 

16.8 Province Permitted Disclosure. 

Notwithstanding the provisions of this Article 16 (Privacy, Security and Confidentiality), the Province 
may disclose the Service Provider Confidential Information as may be required by the provisions of any 
Applicable Laws, including the Freedom of Information and Protection of Privacy Act (British 
Columbia), as contemplated in Section 16.10 (Disclosure Compelled by Law) and as required by the 
Province in order to prevent any actual or reasonably anticipated disclosure of Personal Information. For 
purposes thereof, the Service Provider acknowledges that the Non-Disclosure Agreements referred to in 
Section 16.7 (Permitted Disclosure and Use of Confidential Information) will be subject to the 
requirements and obligations of that Act. 

16.9 Exceptions to Obligation of Confidentiality. 

Subject to the Privacy Obligations and Section 16.2 (Foreign Disclosures), the obligations of 
confidentiality contained in this Article 16 (Privacy, Security and Confidentiality) will not apply to any 
Confidential Information of the other Party to the extent that the receiving Party can reasonably 
demonstrate that such Confidential Information: 

(a) was, at the time of disclosure to the receiving Party, in the public domain; 
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(b) after disclosure to the receiving Party, is published or otherwise becomes part of the 
public domain through no fault of the receiving Party, and where the receiving Party is the 
Service Provider, through no fault ofthe Service Provider's Affiliates or Subcontractors; 

(c) was in the possession of the receiving Party at the time of disclosure to the receiving 
Party, and was not the subject of a pre-existing confidentiality obligation; 

(d) was disclosed independently to the receiving Party by a third party who, insofar as the 
receiving Party was aware, was not subject to any confidentiality obligations in respect 
thereof, and in any event, provided that such information was not of a nature that had it 
been the Confidential Information of the receiving Party, the receiving Party would have 
required that it be kept confidential; 

(e) was independently developed by the receiving Party without the use of any Confidential 
Information of the other Party; 

(f) is disclosed with the prior Approval of the other Party, but only to the extent Approved by 
the other Party; 

(g) is Service Provider Confidential Information and such information is required to be 
disclosed by the Province under the Freedom of Information and Protection of Privacy 
Act (British Columbia); or 

(h) is Service Provider Confidential Information and such information is required to be 
disclosed by the Province in order to comply with Province Policies. 

16.10 Disclosure Compelled by Law. 

Subject to the Privacy Obligations and Section 16.2 (Foreign Disclosures), a Party will not be considered 
to have breached its confidentiality obligations under this Article 16 (Privacy, Security and 
Confidentiality) for disclosing any Confidential Information of the other Party to the extent that such 
disclosure is required to satisfy any Applicable Laws and, subject to Section 16.11 (Disclosure of 
Personal Information), expressly excludes Personal Information, provided that the Party required to make 
such disclosure (the "Compelled Party"): 

(a) promptly upon receiving any such request and within a reasonable time prior to disclosure 
(if possible), notifies the other Party of the terms and circumstances of the requested 
disclosure; 

(b) consults with the other Party regarding the nature and scope of such request and the 
response or other position that the Compelled Party intends to take with respect to such 
request; 

(c) does not obstruct or interfere with, and to the extent practical, permits the other Party to 
obtain, a protective order or other remedy to prevent, object to, enjoin, narrow the scope 
of, or otherwise contest the requested disclosure; 

(d) if the other Party is unable to obtain a protective order or other similar remedy within a 
time period that is appropriate in the circumstances, then the Compelled Party will only 
disclose such of the Confidential Information that it is legally obligated to disclose; and 
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(e) makes and reasonably pursues a request, that is reasonable and customary in the 
circumstances, to the applicable Governmental Authority, for confidential treatment of the 
information to be disclosed pursuant to such Applicable Laws. 

16.11 Disclosure of Personal Information. 

In respect of the Personal Information that constitutes Province Confidential Information, the Service 
Provider will not disclose to any Person or allow any Person to access or use, and will ensure that none of 
the Personnel, Subcontractors, or External Personnel disclose to any Person or allow any Person to access 
or use, the Personal Information, except: 

(a) if, and in the manner expressly permitted pursuant to, the Privacy Obligations or to the 
provisions of the Freedom of Information and Protection of Privacy Act (British 
Columbia); 

(b) as expressly Approved by the Province; or 

(c) pursuant to an order of a Canadian court of competent jurisdiction in accordance with 
Section 16.12 (Court Order Disclosure). 

16.12 Court Order Disclosure. 

If the Service Provider is required, in order to satisfY any Applicable Laws, to disclose to any Person or to 
allow any Person to have access to any Personal Information other than as permitted in Subsections 
16.11(a) to (b) (Disclosure of Personal Information), then the Service Provider will not disclose or allow 
access to the same unless and until the Service Provider: 

(a) has provided the Province with written notice of such requirement; 

(b) the Service Provider and the Province (at the Province's option) have appeared before a 
Canadian court having competent jurisdiction; and 

(c) such Canadian court has ordered that the Service Provider disclose or allow access to the 
Personal Information. 

16.13 Notification of Unauthorized Use of Confidential Information. 

Each Party will: 

(a) promptly notifY the other Party of any unauthorized possession, use, access or disclosure 
of the other Party's Confidential Information by any Person, or attempt to effect the same, 
upon such information becoming known to such Party; 

(b) promptly furnish the other Party with details of such unauthorized possession, use, access 
or disclosure, or attempt to effect the same, and assist the other Party in investigating or 
preventing the recurrence of any unauthorized possession, use, access or disclosure, or 
attempt to effect the same, of the other Party's Confidential Information; 

(c) cooperate with the other Party in any litigation and investigation against third parties 
deemed necessary by the other Party to protect its Confidential Information, to the extent 
such litigation or investigation is related to this Agreement; 
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(d) reimburse the other Party for any direct expenses incurred by such other Party as a result 
of such other Party's compliance with paragraphs (a)- (c) above, unless such other Party 
has directly or indirectly caused or is otherwise responsible for any unauthorized 
possession, use, access or disclosure of the Party's Confidential Information, in which 
case such other Party will be solely responsible for any and all direct expenses incurred as 
a result of its compliance with this Section; and 

(e) promptly use best efforts to prevent a recurrence of any unauthorized possession, use, 
access or disclosure of the other Party's Confidential Information, where such Party has 
directly or indirectly caused or is otherwise responsible for any unauthorized possession, 
use, access or disclosure of the other Party's Confidential Information by any Person . 

. 16.14 Breach of Confidentiality. 

In the event of a breach of this Article 16 (Privacy, Security and Confidentiality), and to the extent 
available pursuant to Applicable Laws (including, without limitation, the Crown Proceeding Act (British 
Columbia)), the non-defaulting Party will be entitled to preliminary and permanent injunctive relief, as 
well as an equitable accounting of all profits and benefits arising out of such breach, which remedy will 
be in addition to any other rights or remedies to which the Party may be entitled under this Agreement or 
otherwise under any Applicable Laws. 

16.15 No Rights to Confidential Information. 

Nothing contained in this Article 16 (Privacy, Security and Confidentiality) will be construed as 
obligating a Party to disclose its Confidential Information to the other Party, or as granting or conferring 
on a Party, expressly or implied, any right, title or interest or any licence in or to the Confidential 
Information of the other Party. 

16.16 Ownership of Province Confidential Information. 

The Province Confidential Information is and will remain the property of the Province. Subject to 
applicable security procedures and System availability, the Province will have complete and unrestricted 
Control and access at all times of and to the Province Confidential Information and, as part of the 
Services, the Service Provider will provide access thereto as may be requested by the Province from time 
to time, including such access as will enable the Province to make complete copies of all Province 
Confidential Information. Control of the Province Confidential Information is vested solely in the 
Province and nothing in this Agreement will in any way be construed to grant Control of the Province 
Confidential Information to the Service Provider or any other Person. The Service Provider will at all 
times adhere to the directions of the Province with respect to Province Confidential Information. On the 
Province's request, at any time during the Term or upon any Termination, the Service Provider will 
promptly return to the Province, in the format and on the media requested by the Province, all or any part 
of the Province Confidential Information, and erase or destroy all or any part of the Province Confidential 
Information in the Service Provider's or in any Service Provider Group member's possession, or in each 
case to the extent so requested by the Province. 

ARTICLE 17- BUSINESS CONTINUITY 

17.1 General. 

As part of the Services, the Service Provider will: 
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(a) on or before the Hand-Over Date, and as part of the Transition Services, review the 
Province's existing Business Continuity Plan for the Services and update such plan as 
may be reasonably determined necessary by the Service Provider, and subject to 
Subsection 17.2(a)(vii) for the Data Centre Services BCP, Approved by the Province; 

(b) ensure that the Business Continuity Plan at all times expressly address all Force Majeure 
Events and Labour Disruptions; 

(c) from and after the Hand-Over Date, assume all responsibility for the establishment and 
maintenance (including all related management, training, planning, plans, work products 
and deliverables) of the Business Continuity Plan for the Services, having regard to the 
roles and responsibilities of the Parties as set forth in Section 17.2 (Roles and 
Responsibilities); 

(d) be responsible for all costs in respect of any updates to the Business Continuity Plan, 
unless specifically agreed otherwise by the Parties under the terms of this Agreement. 

For greater clarification, the updated Business Continuity Plan Approved by the Province as contemplated 
in paragraph (a) above will be implemented and maintained by the Service Provider for the Term of this 
Agreement, subject to further amendments by the Service Provider in accordance with the terms of this 
Article 17 (Business Continuity), and will thereafter be, and be deemed to be, the Business Continuity 
Plan for purposes of this Agreement. 

17.2 Roles and Responsibilities. 

The roles and responsibilities of the Parties in respect of the Business Continuity Plan and the Disaster 
Recovery Plan for the Services will be as set forth in this Article 17 (Business Continuity and Disaster 
Recovery) including, without limitation, the following: 

(a) the roles and responsibilities of the Province are as follows: 
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(i) to lead the Ministry's business continuity planning, 

(ii) to provide standards and templates to the Service Provider if and to the extent 
that the Province requires that the Service Provider use or follow the same, 

(iii) at the request of the Service Provider, to provide clarification regarding the 
interpretation or application of applicable Province Policy, 

(iv) subject to Subsection 17.2(a)(viii) for the Data Centre Services BCP, at the 
option of the Province, to participate in and review any test activities of the 
Business Continuity Plan for the Services, 

(v) to review the Business Continuity Plan for the Services from time to time to 
ensure that they comply with and otherwise conform to applicable Province 
Policy (including any applicable Ministry policy) and the requirements of this 
Agreement, and to the extent that the Province determines, in its sole discretion, 
that the Business Continuity Plan does not so comply, then upon receipt of 
written notice thereof from the Province the Service Provider will forthwith 
update and amend the Business Continuity Plan to the extent required for the 
Business Continuity Plan to be fully compliant with the applicable Province 
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Policy (including any applicable Ministry policy) and the requirements of this 
Agreement, 

(vi) to communicate with Clients and Stakeholders regarding the integration and 
co-ordination of the Service Provider's Business Continuity Plan for the Services 
with those of the Stakeholders, 

(vii) to establish applicable Recovery Time Objectives in respect of the Business 
Continuity Plan for the Services, in consultation with the Service Provider 
through the Governance Process, and 

(viii) at the invitation of the Service Provider, the Province will participate in and 
review any test activities of the Data Centre Services BCP; and 

(b) the roles and responsibilities of the Service Provider are as follows: 

(i) to comply with applicable Province Policy (and any applicable Ministry policy), 
and the terms of this Agreement, relating to business continuity and disaster 
recovery, and upon receipt of a written notice from the Province that the Business 
Continuity Plan does not so comply with the same, to forthwith update and 
amend the Business Continuity Plan to the extent required for the Business 
Continuity Plan to be fully compliant with the applicable Province Policy 
(including any applicable Ministry policy) and th~ requirements of this 
Agreement, 

(ii) to provide business continuity and disaster recovery services to the Province and 
to take responsibility for the Business Continuity Plan in respect of the Services, 
in accordance with the provisions of this Article l7 (Business Continuity), 

(iii) to ensure that its Subcontractors are able to meet the requirements of the 
Business Continuity Plan for the Services to the extent applicable to them, and 
with respect to the Data Centre Services BCP, annually obtain and provide to the 
Province a certificate from the applicable Subcontractor that the Data Centre 
Services BCP is fully compliant with applicable Province Policy (and any 
applicable Ministry Policy) and the terms of this Agreement relating to business 
continuity and disaster recovery for the Data Centre Services, 

(iv) to provide the Province with information and cooperation (and participation) in 
respect of the Business Continuity Plan for the Services as may be requested by 
the Province from time to time, 

(v) to notify the Province (through the Province Business Continuity Representative) 
in the event of the declaration of a Disaster and the resulting requirement to 
activate a Business Continuity Plan for the Services, and 

(vi) to ensure the effectiveness, preparedness and ability of the Service Provider to 
execute the Business Continuity Plan for the Services. 

17.3 Service Provider Representative. 

The Service Provider will designate a "Business Continuity Representative", who may be identified as a 
Key Position, to be responsible for: 
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(a) the upkeep, testing and implementation of the Business Continuity Plan for the Services; 
and 

(b) acting as the liaison with the Province to ensure the integration ofthe Service Provider's 
Business Continuity Plan for the Services with those of the Province and Stakeholders (to 
the extent applicable). · 

The Service Provider will also designate an alternate representative (or representatives), who need not be 
a Key Position, to act as the "Business Continuity Representative" if the original designated 
representative is unavailable for any reason. 

17.4 Plan Management and Annual Reviews. 

From and after the Hand-Over Date, the Service Provider will be responsible for managing the continuity 
of the Services, in accordance with the business continuity and disaster recovery Province Policies, and 
pursuant to the Business Continuity Plan for the Services. The management of the Business Continuity 
Plan will include, without limitation, the following: 

(a) the performance in each Contract Year of business impact assessments in respect of the 
Services; 

(b) the performance in each Contract Year of strategic risk assessments in respect of the 
Services; 

(c) the development of risk mitigation and business continuity and disaster recovery 
treatments in respect of the Services; 

(d) to the extent applicable, the development of a Business Continuity Plan specifically for 
arty essential Services as may be so notified by the Province to the Service Provider from 
time to time; and 

(e) a review and update of the Business Continuity Plan for the Services at least once per 
Contract Year. 

Any changes to the Business Continuity Plan for the Services may be submitted by either Party to the 
other in accordance with the Governance Process, or through the Change Order Process, as applicable. 
For greater clarification, the Province will have the right to review any changes to the Business 
Continuity Plan for the Services to ensure compliance with Province Policy (and any applicable Ministry 
policy), and the terms of this Agreement, prior to implementation thereof. 

17.5 Recovery Time Objectives. 

The Recovery Time Objectives for the Services will be reviewed, confmned and Approved by the Parties 
through the Governance Process within six ( 6) months after the Hand-Over Date. Thereafter, and in each 
Contract Year, the Parties will review the Recovery Time Objectives, and will mutually agree on any 
revisions to the Recovery Time Objectives through the Governance Process, or will otherwise amend the 
Recovery Time Objectives through the Change Order Process, as applicable. 

17.6 Testing of Business Continuity Plan. 

The testing of the Business Continuity Plan for the Services will be performed by the Service Provider in 
accordance with applicable Province Policy in respect thereof. The testing will consist of process 
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walkthrough and awareness testing (as opposed to full production testing), except as specifically provided 
otherwise below. Such testing will include the following (to the extent consistent with the foregoing and 
as may applicable to the Service Provider): 

(a) the Service Provider will complete a test of the Business Continuity Plan for the Services 
within such period following the Hand-Over Date as is specified in Schedule 5 (Special 
Terms); 

(b) the Service Provider will test the Business Continuity Plan for the Services with such 
frequency following the initial test described in paragraph (a) above as is specified in 
Schedule 5 (Special Terms); 

(c) the testing will include fail-over testing from the Service Provider's production facility to 
its back-up site; 

(d) the Service Provider may carry out the fail-over tests at such times and in such manner 
(including a single complete test or successive partial tests) as the Service Provider deems 
appropriate; 

(e) the Service Provider will conduct the testing in a manner that causes minimal disruption to 
the ongoing operations of the Services, and in full consultation with the Province; 

(f) the Service Provider will complete a test of the Business Continuity Plan for the Services 
within such period as is specified in Schedule 5 (Special Terms) of implementing any 
material change in respect of the Services (including, without limitation, any material 
change in the technology, processes, facilities, infrastructure, Systems or Recovery Time 
Objectives), for purposes of determining the impact of such material changes to the 
Services and the effectiveness of the Business Continuity Plan in respect thereof; 

(g) subject to Subsection 17.2(a)(viii) for the Data Centre Services BCP, the Province will 
have the right to participate in any testing of the Business Continuity Plan for the Services 
as an observer in the testing process and to review any results of such testing; 

(h) within thirty (30) days of any testing conducted by the Service Provider in respect of the 
. Business Continuity Plan for the Services, the Service Provider will prepare and submit to 

the Province, through the Governance Process, a report detailing the results of such testing 
and listing any deficiencies in respect thereof, together with the Service Provider's 
proposed action plan and assigned responsibilities and timelines that will be undertaken 
by the Service Provider to address such deficiencies, and the Service provide will 
forthwith take all such steps and to all such things as may be necessary to carry-out and 
implement such action plan. 

17.7 Actual Disaster. 

In the event of a Disaster, or either Party's anticipation of a Disaster, the following provisions will apply: 

(a) if the Service Provider is prevented from, or delayed in, performing any of its obligations 
under this Agreement as a result of the Disaster, or anticipates that it will be so prevented 
or delayed, then the Service Provider will promptly notify the Province thereof, and will 
provide the Province with a follow-up written notice within two (2) Business Days of the 
Service Provider becoming aware of the potential disruption, non-performance or delay, 
the particulars thereof including details of the nature of the event causing the same, its 
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expected duration and the obligations under this Agreement that will be affected as a 
result; 

(b) the Service Provider will continue to provide detailed reports to the Province with respect 
to such disruption, non-performance or delay, on a timely basis during the continuance 
thereof; · 

(c) the Service Provider will restore all Services in accordance with the Business Continuity 
Plan for the Services (including the redeployment or reassignment of other available 
personnel to assist with the implementation of the Business Continuity Plan), having 
regard to the nature and extent of the Disaster and its impact on the Services, the Province, 
the Stakeholders and Clients of the Services; 

(d) to the extent that the Disaster is not addressed or not fully addressed in the Business 
Continuity Plan for the Services, the Service Provider will use its best efforts to restore the 
Services; 

(e) within thirty (30) days of the recovery of the Services as a result of the implementation of 
the Business Continuity Plan for the Services, the Service Provider will provide the 
Province with a written report detailing the root cause of the disruption, the steps taken by 
the Service Provider in respect thereof, and any recommendations that the Service 
Provider may have with respect to improving the Business Continuity Plan for the 
Services (including the responsibilities and timelines referred to therein); 

(f) subject to the provisions of Article 30 (Force Majeure and Labour Disruption), if contrary 
to the Recovery Time Objectives, or as a result of the negligence of the Service Provider, 
the Service Provider does not materially restore the Services in accordance with the 
Business Continuity Plan for the Services, then the Province will be entitled to procure 
such services from another service provider (to the extent possible), and may off-set the 
costs thereof against the Fees payable to the Service Provider; 

(g) notwithstanding the foregoing, the Province will retain the right to audit, sign-off and 
confirm the full recovery of the delivery of the Services following the implementation of 
the Business Continuity Plan for the Services; and 

(h) there will be no Service Level Credits assessed or otherwise applied by the Province 
against the Service Provider during the continuance of a Disaster that is beyond the 
reasonable control of the Service Provider until full recovery of the delivery of the 
Services pursuant to the Business Continuity Plan, provided that the Service Provider 
complies, in all material respects, with its obligations under the provisions of this Article 
17 (Business Continuity). 

ARTICLE 18- TECHNOLOGY, ARCIDTECTURE AND IMPROVEMENTS 

18.1 Architecture Standards. 

In addition to the obligations otherwise set forth in this Agreement, the Service Provider will 
implement the Province's existing technical architecture standards and guidelines to the same extent 
as such standards and guidelines are themselves complied with by the Province as of the Hand-Over 
Date, as such standards are updated or revised by the Province from time to time (subject to the 
Change Order Process). The Service Provider will advise the Province of any significant 
incompatibilities known to the Service Provider that would result from changes to such standards. If 
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the Province requests the Service Provider's assistance to document technical architecture standards, 
then the Service Provider will deliver a draft manual setting out the technical architecture standards 
within three (3) months of the request. The Service Provider will update the Manual from time to 
time during the term as such standards change (and in accordance with the Change Order Process). 
The architectural standards and guidelines will form part of the Manual. 

18.2 Technology Improvements and Currency. 

The Service Provider will provide the Services by maintaining the supporting technologies at an 
appropriate level of currency and in a manner that will support the Parties' efforts to achieve the 
objectives set forth in Section 1.13 (Objectives of the Parties), and to comply with the Service Levels and 
the Privacy Obligations. Except as specifically, provided otherwise in this Agreement, the Service 
Provider will determine the appropriate levels of technology currency, and throughout the Term will 
identify and implement technology improvements, all with the Approval of the Province, and in 
accordance with the applicable provisions of Schedule 5 (Special Terms). Except where the Province 
agrees in writing that such implementations are not necessary, the Service Provider will report to the 
Province at the end of each Contract Year throughout the Term, demonstrating its actions or steps that the 
Service Provider has taken to meet its obligations relating to improvements in technology set forth in this 
Section 18.2 (Technology Improvements and Currency). 

18.3 Material Technology Change. 

Before making any changes to the material suppliers of technology to be used by the Service Provider in 
performing the Services, the Service Provider will consult with the Province in respect thereof through the 
Governance Process, and will obtain the Approval of the Province to any such change, unless the 
requirement to obtain such Approval is waived in writing by the Province on a case by case basis. 

18.4 Technology Presentations. 

At the Province's request and cost, the Service Provider will facilitate the attendance of the Province 
personnel at any presentation offered to the Service Provider by any technology vendor whose software, 
equipment or materials are used, or are being considered by the Service Provider for use, directly or 
indirectly in a material manner in the provision of Services, except in the event that the Service Provider 
cannot obtain the consent of such technology vendor. 

18.5 System Contaminants. 

The Service Provider will ensure that all Systems provided or used by it, or by its Subcontractors or 
Suppliers, to provide the Services do not and will not contain any virus, Trojan horse, worm, backdoor, 
shutdown mechanism or similar software, code or program which is intended to, is likely to or has the 
effect of disabling, denying authorized access to, damaging or destroying, corrupting or affecting the 
provision of the Services or the normal use of any of the Service Provider's or the Province's Systems, 
networks or software, or any data on or used in conjunction therewith (each a "Contaminant"). The 
Service Provider will not insert, or knowingly permit any third party to insert, a Contaminant into any of 
the Systems used to provide the Services. In the event the Service Provider becomes aware of the 
existence of a Contaminant, it will notify the Province thereof and will remove the Contaminant in a 
prompt and co-ordinated manner so as to minimise the spread and impact of such Contaminant. 

18.6 System Protection Features. 

To the extent that any Software (either Service Provider Developed Software or Service Provider 
Licensed Software), including any Modifications thereto, that is, or at anytime hereafter may be, utilized 
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in providing Services under this Agreement contains protection features designed to prevent copying or 
the use of such Software or other unauthorized access, to disable or erase Software or data, to shut down 
all or any portion of the Services or to perform other like actions, the Service Provider will, in the case of: 

(a) Service Provider Developed Software, provide the Province with the necessary key, 
password or other means for the Province to have continued access and use of such 
Software, in accordance with the provisions of Article 22 (Intellectual Property); and 

(b) Service Provider Licensed Software, provide the Province with the necessary key, 
password or other means for the Province to have continued access and use of such 
Software, subject to license terms negotiated by the Service Provider, provided that the 
Service Provider will use commercially reasonable efforts to obtain any third party rights 
necessary to give effect to the foregoing and where the Service Provider is not able to 
obtain such third party rights, then Service Provider will inform the Province, in writing, 
and the Province shall have the right to Approve the use of such Software. 

ARTICLE 19- INTELLECTUAL PROPERTY AND PROPRIETARY RIGHTS 

19.1 Ownership of Province Assets. 

Except as expressly provided in this Agreement, the Province will be and remain the exclusive owner of 
all rights, title and interest in and to all assets and property provided by the Province to the Service 
Provider, including any assets to which the Service Provider is given access to by the Province from time 
to time during the Term. 

19.2 Ownership of Province Proprietary Software. 

The Province will be and remain the sole and exclusive owner of all rights, title and interest, including all 
Intellectual Property Rights, in and to: 

(a) all Province Proprietary Software; and 

(b) all Modifications of the Province Proprietary Software, whether made by or on behalf of 
the Province or the Service Provider, separately, jointly or with any other Person 
(including any of the Service Provider, Subcontractors, Personnel or External Personnel), 
and including where any Province Proprietary Software or any Modification thereto has 
been incorporated into any of the SP Proprietary Software. 

Except as expressly provided otherwise under this Agreement, nothing in this Agreement or in the 
relationship between the Parties will confer any right or license in or upon the Service Provider in respect 
of the Province Confidential Information. 

19.3 Ownership of SP Proprietary Software. 

The Service Provider will be and remain the sole and exclusive owner of all rights, title and interest, 
including all Intellectual Property Rights, in and to: 

(a) all SP Proprietary Software; and 

(b) all Modifications to the SP Proprietary Software that are used in connection with the 
Services provided under this Agreement, whether made by or on behalf of the Service 
Provider (or its Subcontractors or its or their Affiliates, as the case may be) or the 
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Province, separately or jointly or with any other Person, and including where any 
Modifications have been incorporated into any of the SP Proprietary Software. 

Except as expressly provided otherwise under this Agreement, nothing in this Agreement or in the 
relationship between the Parties will confer any right or license in or upon the Province in respect of the 
Service Provider Confidential Information. 

19.4 Ownership of Third Party Software. 

The parties acknowledge that with respect to any Third Party Software, the relevant third party Person 
who is the licensor of such Third Party Software will be deemed to be the sole and exclusive owner of all 
rights, title and interest, including all Intellectual Property Rights, in and to such Third Party Software. 

19.5 Assignment oflntellectual Property. 

If, notwithstanding Section 19.2 (Ownership of Province Proprietary Software) and Section 19.3 
(Ownership of SP Proprietary Software), either Party (the "Assigning Party") retains, acquires or owns 
any right, title or interest, including any Intellectual Property Rights, in or to any Intellectual Property 
Rights, in or to anything that is to be owned by the other Party (the "Assignee Party") pursuant to 
Section 19.2 (Ownership of Province Proprietary Software) and Section 19.3 (Ownership of SP 
Proprietary Software), as applicable, (the "Assigned Intellectual Property"), then the following 
provisions will apply: 

(a) the Assigning Party will assign, and for no further consideration and without any further 
act or formality does hereby irrevocably assign, to the Assignee Party all of the Assigning 
Party's worldwide right, title and interest in and to any Assigned Intellectual Property and 
any Modifications thereto, including all Intellectual Property Rights therein, free and clear 
of all Liens, but subject to the provisions of Section 19.8 (License to Use Province 
Proprietary Software for the Services) and Section 19.11 (Use of SP Licensed Software); 

(b) if and to the extent that the assignment pursuant to this Section is not effective on the date 
hereof or on any future date, either generally or pursuant to any Applicable Laws, then 
any and all right, title and interest, including the Intellectual Property Rights, in and to any 
Assigned Intellectual Property or Modifications thereto that is retained, acquired or owned 
by the Assigning Party (collectively, the "Assignee Trust Rights"), will be held by the 
Assigning Party in trust for the exclusive benefit and use of the Assignee Party and its 
designates, except for the rights granted to the Service Provider pursuant to Sections 19.8 
(License to Use Province Proprietary Software for the Services) and Section 19.11 (Use of 
SP Licensed Software); and 

(c) the Assigning Party will execute and deliver to the Assignee Party such reasonable 
transfers, assignments, documents and instruments (promptly upon receipt thereof from 
the Assignee Party) as may be necessary to transfer and assign to the Assignee Party the 
Assignee Trust Rights, free and clear of all Liens, and will otherwise cooperate with the 
Assignee Party to give effect to, record and register the Assignee Party's ownership of the 
Assignee Trust Rights. 

19.6 Service Provider Personnel, Subcontractors and External Personnel. 

The Service Provider will ensure that all Personnel, Subcontractors and External Personnel will: 
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(a) by duly executed written agreement or by operation of law, irrevocably and 
unconditionally sell, assign and transfer to the Service Provider all right, title and interest, 
including all Intellectual Property Rights, that they may have in or to any or all Province 
Proprietary Software and all Modifications thereto, such that the assignment by the 
Service Provider pursuant to Section 19.5 (Assignment of Intellectual Property) includes 
any such right, title and interest, including all Intellectual Property Rights, of. the 
Personnel, Subcontractors and External Personnel; and 

(b) by duly executed written agreement or waiver document, irrevocably waive all non
transferable rights, including moral rights that they have or may have in any Province 
Proprietary Software or any Modifications thereto, in favour of the Service Provider, the 
Province and their respective successors and assigns. 

If requested by the Province, and without limiting the Service Provider's obligations pursuant to this 
Section, the Service Provider will itself execute, and will obtain the execution by all Personnel, 
Subcontractors and External Personnel of all reasonable formal assignment documents requested and 
prepared by the Province, and the execution of all lawful oaths and applications for registration of the 
same in Canada, at Service Provider's cost, and in foreign countries, at the Province's cost. 

19.7 Province Personnel and Contractors. 

(a) The Province shall do such things as necessary to ensure that the Province acquires from 
any Province employees and contractors such right, title and interest, including 
Intellectual Property Rights, as may be necessary for the Province to assign to Service 
Provider all right, title and interest, including all Intellectual Property Rights, in and to the 
SP Proprietary Software and any Modifications thereto in accordance with Section 19.3 
(Ownership of SP Proprietary Software) and Section 19.5 (Assignment of Intellectual 
Property). 

(b) If requested by Service Provider, the Province shall use reasonable efforts to obtain from 
any Province contractors and employees of Province contractors written waivers of moral 
rights in respect of any Intellectual Property created or contributed to by such Province 
contractors and employees of Province contractors pursuant to this Agreement and which 
form part of the SP Proprietary Software or any Modifications thereto. 

19.8 License to Use Province Proprietary Software for the Services. 

Subject to the provisions of this Agreement, the Province hereby grants to the Service Provider the non
exclusive right during the Term, without cost or charge but subject to any third party rights as notified by 
the Province to the Service Provider, to use and copy the Province Proprietary Software and create and 
use any Modifications thereto, for the purpose of providing the Services pursuant to, and in accordance 
with, the terms of this Agreement, but subject to any restrictions, license terms or policies as reasonably 
determined by the Province, and any third party rights therein, all as may be notified in writing by the 
Province to the Service Provider. In connection therewith, the following provisions will apply: 

(a) the Province will provide the Service Provider with any necessary third party rights to 
give effect to the foregoing rights granted to the Service Provider; 

(b) the foregoing rights granted to the Service Provider do not give the Service Provider the 
right, and the Service Provider is not authorized, to market the Province Proprietary 
Software or Modifications thereto or to authorize any other Person to use the Province 
Proprietary Software or Modifications thereto (other than the Service Provider's 
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Subcontractors who require the same for purposes of, and in connection with, the delivery 
of the Services to the Province); 

(c) the Province may authorize or license any third parties to use the Province Proprietary 
Software and any Modifications thereto during the Term, it being acknowledged that to 
the extent that such authorization or license may have an impact on the Services or on the 
Service Provider's rights and obligations relating to the Services, or require the Service 
Provider to provide additional services whether to the Province or any other Person, then 
the impact will be dealt with pursuant to the Change Order Process; 

(d) the Service Provider is not permitted to use the Province Proprietary Software or any 
Modifications thereto for the benefit of any other Person without the prior written consent 
of the Province, provided that the Service Provider will have the right to authorize its 
Subcontractors to use the Province Proprietary Software and any Modifications thereto for 
the purpose of providing the Services pursuant to, and in accordance with, the terms of 
this Agreement; 

(e) the foregoing rights are granted on an "as is" basis without warranties or conditions of any 
kind, whether oral or written or express or implied, and the Province specifically 
disclaims any implied warranties or conditions of merchantability, satisfactory quality, 
non-infringement and fitness for a particular purpose; notwithstanding the foregoing, this 
Subsection 19.8(e) shall not derogate from the indemnities provided in Schedule 30 
(Indemnification Matters) 

(f) the foregoing rights will terminate upon the Termination Date or the expiry of the 
Termination Assistance Period, which ever is the later (the "License Termination 
Date"), subject to specific rights required with respect to the Termination Assistance 
Services; and 

(g) if the Parties agree to integrate any Province Proprietary Software or Modifications 
thereto with any SP Proprietary Software, then prior to the integration thereof, the Parties 
shall enter into a written agreement setting out the Service Provider's rights to use such 
Province Proprietary Software and Modifications thereto after the Term, and any benefits 
that may be granted to the Province in connection therewith. 

For the purposes of clarity, the license granted in this Section 19.8 shall be deemed to be in effect for any 
Province Proprietary Software as of the date on which the Service Provider provides the relevant Services 
utilizing such Province Proprietary Software or as the Parties may otherwise agree in writing. 

19.9 Use of Province Licensed Software. 

During the Term, and subject to the other terms of this Section, the Province will: 

(a) at its own expense, obtain a right for the Service Provider and its Subcontractors to use the 
Province Licensed Software, as applicable, and only to the extent required to perform the 
Services; 

(b) at its own expense, pay all fees for maintenance and support currently subscribed for by 
the Province for the Province Licensed Software used or accessed by the Service Provider 
and its Subcontractors, 
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(c) not assign or otherwise dispose of the licenses relating to the Province Licensed Software 
or amend, or terminate the licenses and the maintenance and support arrangements for the 
Province Licensed Software, in all cases, in any ·way which would materially adversely 
impact the Service Provider's ability to deliver the Services; and 

(d) exercise all rights of renewal under its maintenance and support arrangements in relation 
to the Province Licensed Software during the Term such that during such time as the 
Service Provider is utilizing any Province Licensed Software in connection with the 
Services, the Province maintains maintenance and support arrangements for such Province 
Licensed Software as are appropriate to the performance of the Service Provider's 
obligations under this Agreement .. 

Notwithstanding the foregoing, under no circumstances will the Service Provider use, or be permitted to 
use, any or all of the Province Licensed Software for any purpose whatsoever other than to provide the 
Services under the terms of this Agreement. For any Province Licensed Software, the provisions of this 
Section 19.9 shall be in effect for such Province Licensed Software on or prior to the date on which the 
Service Provider provides the relevant Services utilizing such Province Licensed Software. 

19.10 License to Use SP Proprietary Software. 

Subject to the terms of this Agreement including, without limitation, Section 19.15 (SP Proprietary 
Software-License to Province after Term and Related Matters), the Service Provider hereby grants to the 
Province the non-exclusive right during the Term, without cost or charge to use the SP Proprietary 
Software including, without limitation, any SP Affiliate Bespoke Software, and any Modifications thereto 
to the extent necessary for the Province to receive and enjoy the benefits of the Services or to perform its 
obligations under this Agreement. The Service Provider will provide to the Province any third party 
rights necessary to give effect to the foregoing. For the purposes of clarity, the license granted in this 
Section 19.10 (License to Use SP Proprietary Software) shall be deemed to be in effect for any SP 
Proprietary Software as ofthe date on which the Province receives and enjoys the benefits of the relevant 
Services utilizing such SP Proprietary Software or as the Parties may otherwise agree in writing. 

19.11 Use of SP Licensed Software. 

Subject to the terms of this Agreement including, without limitation, Section 19.12 (Assignment of SP 
Licensed Software) and Section 19.13 (Third Party Software), during the Term the Service Provider will: 

(a) ensure that the Province has the non-exclusive right during the Term, without cost or 
charge except as provided in Schedule 30 (Fees) or Schedule 43 (Software Responsibility 
Table), but subject to any restrictions agreed to by the Province in respect of any Third 
Party Software, to use the SP Licensed Software to the extent necessary for the Province 
to receive and enjoy the benefits of the Services or to perform its obligations under this 
Agreement; 

(b) at its own expense, pay all fees for maintenance and support for the SP Licensed Software 
used or accessed by the Province, 

(c) not assign or otherwise dispose of the licenses relating to the SP Licensed Software or 
amend, or terminate the licenses and the maintenance and support arrangements for the SP 
Licensed Software, in all cases, in any way which would materially adversely impact the 
Province's ability to receive and enjoy the benefits of the Services; and 
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(d) exercise all rights of renewal under its maintenance and support arrangements in relation 
to the SP Licensed Software such that during such time as the Service Provider is utilizing 
any SP Licensed Software in connection with the Services, the Service Provider maintains 
maintenance and support arrangements for such SP Licensed Software as are appropriate 
to the performance of its obligations under this Agreement. 

Notwithstanding the foregoing, under no circumstances will the Province use, or be permitted to use, any 
or all of the SP Licensed Software for any purpose whatsoever other than to receive and enjoy the benefits 
of the Services under the terms of this Agreement. 

19.12 Assignment of SP Licensed Software. 

During the Term, in respect of any license with: 

(a) a third party Person for Third Party Software, except for the SP Leveraged Software, or 

(b) an Affiliate of the Service Provider who is the licensor of any SP Affiliate Commercial 
Software, 

the Service Provider will obtain as a provision of such license and at the time of obtaining such license (or 
prior to the use of such Third Party Software in providing the Services), the right to assign the license to 
the Province or an Alternative Service Provider without consent from, or a license transfer fee or other 
similar fee payable to such third party Person or Affiliate of the Service Provider, as the case may be, 
(and for greater clarification, excluding ordinary course ongoing license fees and maintenance costs in 
respect of such Third Party Software); provided that where the inclusion of such provision increases the 
cost of obtaining such license, then the Service Provider will be relieved of its obligation to obtain such 
right if it: (i) informs the Province of such increased cost (and provides the Province with detailed back
up documentation in support thereof), and (ii) provides the Province with an alternate replacement 
Software that is fully-assignable to the Province and provides the same functionality and performance as 
such Third Party Software (the "Alternate Licensed Software"), along with detailed information and 
back-up on all applicable license fees and other material costs associated with the Service Provider's use 
of such Alternate Licensed Software. 

In addition, upon the earlier of 18 months prior to the License Termination Date or immediately upon the 
earlier termination of this Agreement, the Service Provider shall provide to the Province a full inventory 
of all SP Licensed Software being used by the Service Provider in providing Services at such time and 
confirm which such Third Party Software is: (xx) assignable to the Province without consent and at no 
cost, and (yy) assignable to the Province upon consent or payment of a license transfer or other similar fee 
to the relevant third party Person, and the Alternate Licensed Software (including all license fees and 
material costs associated therewith) to such Third Party Software. 

19.13 Third Party Software. 

The Service Provider will not incorporate, embed, contain or otherwise include in any Province 
Intellectual Property, Province Proprietary Software, Province Licensed Software or Modifications 
thereto any SP Proprietary Software, Third Party Software or any other Intellectual Property that is not 
Province Intellectual Property unless, subject to Section 19.11 (Use of SP Licensed Software), Service 
Provider has granted or obtained and assigned to the Province a license in respect of such SP Proprietary 
Software, Third Party Software or Intellectual Property on such terms and conditions as have been 
approved by the Province, in its discretion, prior to such provision, delivery, incorporation, embedding, 
containing or inclusion of that SP Proprietary Software, Third Party Software or any other futellectual 
Property. 
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19.14 Intellectual Property Rights Re: New Services. 

The Province and the Service Provider acknowledge that it is their intention to expand the scope of the 
Services in accordance with this Agreement, and recognize that, in connection with any new services, it 
will be necessary to reach an agreement on their respective Intellectual Property Rights in the Software 
that is then operated by the Province or other third parties. It is the intention of the Parties to resolve any 
issues associated with such Intellectual Property Rights on a basis that is consistent with the provisions of 
this Article 19 (Intellectual Property and Propriety Rights). 

19.15 SP Proprietary Software- License to Province after Term and Related Matters. 

Upon the expiry or termination of this Agreement, the Service Provider shall grant to the Province an 
irrevocable, non-exclusive, royalty-free, fully-paid up license and right to use the SP Proprietary Software 
to continue enjoying services that are comparable to the Services hereunder (including providing the 
Province with the same functionality in its Systems during the Term) for a period ending the earlier of the 
date that: (i) is one year after the License Termination Date, or (ii) an Alternative Service Provider starts 
to provide the Services; thereafter the license granted to the Province under this Section 19.15 is subject 
to the following: 

(a) For any SP Proprietary Software including, without limitation, any SP Affiliate Bespoke 
Software, for which the Province and the Service Provider or the relevant SP Affiliate, as 
the case may be, have entered into a separate license agreement ("Documented SP 
Software") the Province shall continue to use such Documented SP Software in 
accordance with the terms of the relevant license agreement, which shall include at least 
the equivalent use rights as those set forth in Section 19.10 (License to Use SP 
Proprietary Software) (upon payment of the applicable license fees as provided for in the 
applicable license agreement); 

(b) For any SP Proprietary Software including, without limitation, any SP Affiliate Bespoke 
Software, for which the Province and the Service Provider or the relevant SP Affiliate, as 
the case may be, have not entered into a separate license agreement ("Undocumented SP 
Software"), then the Service Provider or the relevant SP Affiliate, as the case may be, will 
offer to the Province at least one of the following options: 
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(i) a license to use the Undocumented SP Software on the terms set out in Section 
19.10 (License to Use SP Proprietary Software) and this Section 19.15 (upon 
payment of the applicable license fees as provided for in this Agreement), which 
the Province may, in its discretion, accept (in which case the Province's right to 
use the Undocumented SP Software will be governed by that license agreement) 
or reject; 

(ii) replacement Software that provides the same functionality and performance as 
the Undocumented SP Software and which will operate within the Systems 
without any degradation thereof or adverse effect thereon and which the Province 
may use in accordance with Section 19.10 (License to Use SP Proprietary 
Software) (upon payment of license fees that are at the normal commercial rates 
for the relevant replacement Software), (the "Replacement SP Software"), in 
which case the Province will continue to use the Undocumented SP Software in 
accordance with Section 19.10 (License to Use SP Proprietary Software) and this 
Section 19.15 until the Province has accepted the Replacement SP Software in 
accordance with the procedures for Acceptance Testing, at which time the 
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Province will return the Undocumented SP Software to the Service Provider and 
cease to have any right to use the Undocumented SP Software; or 

(iii) the Service Provider or the relevant SP Affiliate, as the case may be, may allow 
the Province to continue to use the Undocumented SP Software in accordance 
with Section 19.10 (License to Use SP Proprietary Software), in which case the 
Service Provider will deliver, or procure the delivery of, to the Province the 
Source Materials in accordance with Subsection 19.15(e); 

and if the Service Provider or the relevant SP Affiliate, as the case may be, does not 
provide the Province with at least one option under this Subsection 19 .15(b) within 60 
days after the end of the License Termination Date the Service Provider or the relevant 
SP Affiliate, as the case may be, will be deemed to have elected to proceed under 
Subsection 19.15(b)(iii); 

(c) The Province will continue to have the right to use the Undocumented SP Software in 
accordance with Section 19.1 0 (License to Use SP Proprietary Software) and this Section 
19.15, unless and until the Service Provider or the relevant SP Affiliate, as the case may 
be, has complied with Subsection 19.15(b); 

(d) The Service Provider shall not rely upon any Intellectual Property Rights of the Service 
Provider or its Affiliates that are not included in the licenses granted by the Service 
Provider or its Affiliates herein or in any other license agreement to prevent or restrict the 
exercise by the Province of any of the rights granted to the Province pursuant to this 
Section 19.15; 

(e) The Service Provider or the relevant SP Affiliate, as the case may be, will provide to the 
Province, without charge, all Documentation and Source Materials for any SP Proprietary 
Software in respect of which the Province has the right to make Modifications under 
Subsections 19 .15(b )(b )(i) and 19 .15(b )(iii) and are otherwise required by the Province to 
exercise its rights in respect of the SP Proprietary Software and SP Affiliate Bespoke 
Software, as applicable, licensed pursuant to this Section 19.15. 

19.16 Post-Termination Maintenance and Support. 

Subsequent to termination or expiry of this Agreement, the Service Provider will provide to the Province 
or its designee, including the Alternate Service Provider, any maintenance and support services that 
Service Provider provides to its customers generally in respect of the SP Proprietary Software retained 
and used by the Province pursuant to Section 19.15 (SP Proprietary Software -License to Province after 
Term and Related Matters) provided the maintenance and support services are provided for and relate to 
the version of the SP Proprietary Software retained and used by the Province, on the Service Provider's 
normal commercial terms and rates for such maintenance and support services or on such other terms as 
may be agreed between the Province and the Service Provider. 

19.17 Use of Confidential Information in Licensed Rights. 

The Parties agree that when one Party (the "Licensor Party") has granted a Software license to the other 
Party (the "Licensee Party") under this Agreement which provides the Licensee Party with any license 
rights to the SP Proprietary Software, Province Proprietary Software, or any Modifications thereto (each 
"Proprietary Software"), then the Licensee Party will be entitled to disclose or permit disclosure of that 
Proprietary Software, to the extent necessary and only insofar as disclosure is necessary on a needs to 
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know basis, in order for the Licensee Party to exercise its rights under and in accordance with any 
licences granted by the Licensor Party to the Licensee Party under this Agreement. 

19.18 Third Party Notices of Infringement or Requests. 

If either Party receives a notice of infringement, request for disclosure, subpoena, or other inquiry with 
respect to any matter under this Article 19 (Intellectual Property and Propriety Rights), then such Party 
will, as soon as practical, notify the other Party in writing and the matter will be dealt with in accordance 
with Article 25 (Indemnification, Liability and Guarantees). Neither Party will respond to such notices, 
requests, subpoenas or inquiries, or disclose the other Party's Confidential Information to third parties, 
without first so notifying the other Party in writing (to the extent possible). 

ARTICLE 20- PROVINCE SHARED INFRASTRUCTURE 

20.1 Ownership and Control ofProvince Shared Infrastructure. 

The Parties acknowledge that the Service Provider requires access to and use of the Province Shared 
Infrastructure during all or a portion of the Term to support the delivery and performance of the Services 
as contemplated in this Agreement. In connection therewith, the Service Provider acknowledges that: 

(a) the Province Shared Infrastructure will at all times be owned, operated and maintained by 
the Province or on behalf of the Province by third party Persons; 

(b) the Service Provider has no ownership or other interest in the Province Shared 
Infrastructure other than the rights of access to, and use of, the Province Shared 
Infrastructure granted to the Service Provider under this Article 20 (Province Shared 
Infrastructure) for purposes of delivering and performing the Services in accordance with 
this Agreement; and 

(c) subject to the rights of the Service Provider specifically set out in this Article 20 
(Province Shared Infrastructure) and otherwise in this Agreement, the Province will have 
control of, access to and use of the Province Shared Infrastructure, and the sole control of 
the operation and maintenance of the Province Shared Infrastructure including changes, 
modifications and upgrades thereto, without requirement for consent of or Approval from 
the Service Provider. 

20.2 Use of Province Shared Infrastructure. 

The Province will make available to the Service Provider such access to and use of the Province Shared 
Infrastructure as is required by the Service Provider to deliver and perform the Services in accordance 
with this Agreement. Such access and use will be available for the period commencing on the Hand-Over 
Date (or commencing on such other date as may be agreed to by the Parties during the Term if access to 
the Province Shared Infrastructure is not required on the Hand-Over Date), to and including the end of the 
Termination Date or the expiry of the Termination Assistance Period, which ever is the later, or such 
shorter period of use as may be required by the Service Provider (the "Shared Infrastructure Use 
Period"), and without any additional fee or payment from the Service Provider to the Province unless 
specifically provided otherwise in this Agreement, or through the Change Order Process. 
Notwithstanding the foregoing, where the Service Provider is utilizing material portions of the Province 
Shared Infrastructure, then the Province will advise the Service Provider by written notice of the same, 
and thereafter the Parties will agree, through the Change Order Process, upon a reasonable apportionment 
of the actual costs of the Province Shared Infrastructure and maintenance thereof that the Service Provider 
will pay to the Province (the "Basic Infrastructure Credit") in accordance with the provisions of 

50634902.9 

-74-
Page 83 
CTZ-2013-00110



Section 20.11 (Basic Infrastructure Credit Payment). Ifthe parties are unable to agree upon the amount 
of the Basic Infrastructure Credit, then the determination thereof will be a Dispute and will be settled in 
accordance with the Dispute Resolution Process under Article 27 (Dispute Resolution). 

20.3 Restrictions on Access and Use. 

The right of the Service Provider to access and use the Province Shared Infrastructure will be subject to 
the following: 

(a) the Service Provider will be given access to and the use of the Province Shared 
Infrastructure only during the normal hours of operation of the Province Shared 
Infrastructure during which the same is generally made available to other users thereof. 
The Province may change and modify such hours of operation from time to time in its 
discretion, and upon reasonable prior written notice to the Service Provider, provided that: 

(i) the Province Shared Infrastructure will be available for use for a reasonable 
number of hours during each Business Day (and such non-Business Days where 
the Province Shared Infrastructure is ordinarily made available to its users) and at 
reasonable hours as may be required to support the delivery and performance of 
the Services, 

(ii) any change or modification of the hours of operation will apply generally to users 
of the Province Shared Infrastructure and not only or principally to the Service 
Provider, 

(iii) the Service Provider will not be liable for any breach of or failure to perform its 
obligations under this Agreement, including any failure to meet the Service 
Levels, to the extent that such breach or failure to perform is attributable to such 
change or modification of the hours of operation of the Province Share 
Infrastructure, and 

(iv) any decrease in the hours of availability of the Province Shared Infrastructure to 
the Service Provider (except as may be specifically contemplated as part of the 
Transformation of the Services under this Agreement) will be made through the 
Change Order Process; 

(b) in exercising its right of access to or use of the Province Shared Infrastructure, the Service 
Provider will: 
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(i) not alter, change, damage or remove any furniture, fixtures, equipment, data, 
information or other matter located at or comprising part of the Province Shared 
Infrastructure, except with the Approval of the Province, or as specifically 
contemplated in this Agreement or resulting from the Services provided under 
this Agreement, and 

(ii) following each exercise of access to or use of the Province Shared Infrastructure, 
leave the Province Shared Infrastructure in substantially the same condition as 
existed prior to access to or use of the Province Shared Infrastructure by the 
Service Provider; 
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(c) the Service Provider will cause all Personnel of the Service Provider or External 
Personnel used by the Service Provider, in accessing or using the Province Shared 
Infrastructure, to: 

(i) comply with all policies, rules and regulations that the Province may adopt from 
time to time in respect of the Province Shared Infrastructure, provided that the 
Province gives the Service Provider prior written notice thereof, and 

(ii) at all times and in all circumstances to identify themselves as employees, agents, 
contractors or representatives of the Service Provider, as applicable, and not as 
employees, agents, contractors or representatives of the Province; 

(d) the Service Provider will access and use the Province Shared Infrastructure only for the 
purpose of delivering and performing the Services under this Agreement, and for no 
additional, ancillary or other purpose unless specifically authorized in writing by the 
Province; 

(e) the Service Provider will advise the Province of any intended reduction in use of the 
Province Shared Infrastructure as soon as the Service Provider is reasonably aware of the 
same, including any determination by the Service Provider to discontinue all or partial use 
of the Province Shared Infrastructure, provided that in no event is the Service Provider 
required to provide more than twelve months' notice of any intended reduction; 

(f) to the extent that the Service Provider has any reason to believe that its use of the 
Province Shared Infrastructure will adversely affect the general operation of the Province 
Shared Infrastructure (including, without limitation, due to volume or usages changes), 
then the Service Provider will immediately advise the Province of the same and take all 
steps as directed by the Province to ensure that any adverse impact on the Province Shared 
Infrastructure is minimized or eliminated (recognizing that the Province uses the Province 
Shared Infrastructure to deliver a number of critical services within the Province, and 
accordingly, the minimization or elimination of any such adverse impact is paramount); 
and 

(g) nothing in this Article 20 (Province Shared Infrastructure) entitles the Service Provider to 
require the Province to change, modify or upgrade the Province Shared Infrastructure. 

20.4 Ordinary Course Changes to Province Shared Infrastructure. 

The Province, in its sole discretion and from time to time, may make non-material changes, 
modifications, additions or upgrades to the Province Shared Infrastructure or discontinue use of any non
material portion of the Province Shared Infrastructure in the ordinary course of operations (collectively, 
"Ordinary Infrastructure Changes"), without requirement for the consent of the Service Provider and 
without prior notice to the Service Provider; provided that the Ordinary Infrastructure Changes do not 
materially affect or impact the access to and use of the Province Shared Infrastructure by the Service 
Provider for the delivery and performance of the Services in accordance with this Agreement. If as a 
result of any Ordinary Infrastructure Changes made, the Service Provider is required to change, modify or 
upgrade its Systems and operations in order to continue to have access to and use of the Province Shared 
Infrastructure, then the Service Provider will be solely responsible for making all such changes, 
modifications or upgrades and for all costs thereof to the Service Provider. 
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20.5 Material Changes to Province Shared Infrastructure. 

The Province may make material changes, modifications, additions or upgrades to the Province Shared 
Infrastructure or discontinue use of any material portion of the Province Shared fufrastructure from time 
to time (the "Material Infrastructure Change"), notwithstanding that the Material Infrastructure Change 
may have a material adverse effect or impact on the access to and use of the Province Shared 
Infrastructure by the Service Provider, provided that: 

(a) subject to the Service Provider implementing· any changes, modifications, additions or 
upgrades to its Systems and operations as contemplated in this Section, the Service 
Provider will continue to have access to and use of the Province Shared Infrastructure to 
the extent that the Province Shared Infrastructure continues to be operated by the 
Province; and 

(b) the Province will give reasonable prior written notice to the Service Provider of the details 
of the Material Infrastructure Change, including the analysis of the Province as to the 
effect and impact of the Material Infrastructure Change to the Service Provider, to the 
extent known, in the delivery and performance of the Services pursuant to this Agreement. 

Where a Material Infrastructure Change may be reasonably expected to have a material adverse effect or 
impact on the Service Provider, the Province will provide the notice of the Material Infrastructure Change 
to the Service Provider sufficiently in advance of the implementation thereof so as to afford the Service 
Provider a reasonable opportunity to make the required changes, modifications, additions and upgrades to 
its Systems and operations prior to such implementation. The Service Provider will be solely responsible 
for making all such required changes, modifications and upgrades that may be required as a result of the · 
Material Infrastructure Change, . and any material adverse impact suffered or incurred by the Service 
Provider as a result thereof will be addressed by the Parties through the Governance Process or the 
Change Order Process. For greater clarification, the Province may discontinue use of any portion of the 
Province Shared Infrastructure pursuant to this Section where any managed applications of the Service 
Provider running on the Province Shared Infrastructure cause process loops, runaway jobs, extreme load 
conditions or other similar adverse impacts to users of the Province Shared Infrastructure, in which case 
any material adverse impact suffered or incurred by the Service Provider in respect thereof will be at the 
sole cost of the Service Provider, and will not be addressed by the parties pursuant to the Governance 
Process or the Change Order Process. 

20.6 Changes Required for the Service Provider. 

Where a change to the Province Shared Infrastructure is required for the continued access to and use of 
the Province Shared Infrastructure by the Service Provider (such as a change to accommodate increased 
demand or capacity), then the following will apply: 

(a) the Service Provider will notify the Province, in writing, where a change to the Province 
Shared fufrastructure is required for the continued access to and use of the Province 
Shared Infrastructure by the Service Provider, which notice will include a detailed 
description of all business and technical requirements relating to such requested change, 
to the extent known; 

(b) the Province will review and consider any change to the Province Shared Infrastructure as 
may be reasonably requested by the Service Provider, having regard to all of the 
surrounding circumstances including, without limitation, the impact on and the interests of 
the other users of the Province Shared Infrastructure, and the Province will implement any 
such changes as may be Approved by the Province; 
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(c) the Province will prepare a plan, with the assistance of the Service Provider as may be 
necessary, for the implementation of any such required or requested change will include a 
detailed description of each change to the Province Shared Infrastructure proposed to be 
made, and a forecast of any increase to the operating and maintenance costs of the 
Province in respect of the Province Shared Infrastructure as a result from such change, all 
to the extent known or reasonably anticipated; 

(d) the Province will incorporate all reasonable comments and suggestions as the Service 
Provider may provide to the Province in writing provided that, for greater clarification, the 
Province will, at all times, have and retain the sole right to determine the appropriate plan 
and actions to implement such required or requested change; and 

(e) the costs incurred by the Service Provider, if any, as a result of any change to the Province 
Shared Infrastructure under this Section 20.6 (Changes Required for the Service 
Provider), shall be addressed through the Change Order Process. 

20.7 Changes Initiated by the Service Provider. 

Where a change to the Province Shared Infrastructure is initiated by the Service Provider, then the 
following will apply: 

(a) the Service Provider may request a change to be made to the Province Shared 
Infrastructure by notice in writing to the Province which notice will include a detailed 
description of all business and technical requirements relating to such requested change, 
to the extent known; 

(b) the Province will review and consider any change to the Province Shared Infrastructure as 
may be reasonably requested by the Service Provider from time to time, having regard to 
all of the surrounding circumstances including, without limitation, the impact on and the 
interests of the other users of the Province Shared Infrastructure, and will implement any 
such changes as may be Approved by the Province; 

(c) unless the Service Provider has given notice to the Province that the Service Provider will 
prepare the plan for the implementation of any such required or requested change, the 
Province will, at the cost of the Service Provider, prepare a plan for such change and will 
provide such plan to the Service Provider for its review and consideration; 

(d) the plan for the implementation of any such required or requested change will include a 
detailed description of each change to the Province Shared Infrastructure proposed to be 
made, as well as a budget of costs anticipated to be incurred to effect and implement such 
change, and a forecast of any increase to the operating and maintenance costs of the 
Province in respect of the Province Shared Infrastructure as a result from such change, all 
to the extent known or reasonably anticipated; 

(e) the Province will incorporate all reasonable comments and suggestions as the Service 
Provider may provide to the Province in writing provided that, for greater clarification, the 
Province will, at all times, have and retain the sole right to determine the appropriate plan 
and actions to implement such required or requested change and will have the right to 
grant the final Approval thereof; 

(f) if the Service Provider does not agree with the proposed plan or implementation of the 
proposed change to the Province Shared Infrastructure, or of the estimated costs or 
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forecast thereof as provided by the Province to the Service Provider, then matter will be 
deemed to be a Dispute and will be settled in accordance with the Dispute Resolution 
Process under Article 27 (Dispute Resolution); and 

notwithstanding the foregoing, and for greater clarification, the Province will not require the Approval of 
the Service Provider to the plan in respect of or the implementation of any such required or requested 
change to the Province Shared Infrastructure and may proceed with such plan and the implementation of 
such change notwithstanding initiation by the Service Provider of a Dispute pursuant to paragraph (f) 
above. 

20.8 Cooperation of the Parties. 

The Parties will cooperate with each other and will use reasonable efforts to make and implement any 
change, modification or upgrade to the Province Shared Infrastructure determined or Approved by the 
Province contemplated in this Article 20 (Province Shared Infrastructure), including testing of such 
change, modification or upgrade. 

20.9 Change Order Process. 

Unless specifically provided otherwise in this Article 20 (Province Shared Infrastructure), the change 
process set forth in Section 20.6 (Changes Required or Initiated by Service Provider) and Section 20.7 
(Changes Initiated by Service Provider), is in lieu of the Change Order Process with respect to the 
Province Shared Infrastructure. 

20.10 Failure ofProvince Shared Infrastructure. 

In the event of an unanticipated failure of the Province Shared Infrastructure, or the occurrence of any 
unanticipated event or circumstance which prevents the Service Provider from having access to and use of 
the Province Shared Infrastructure, as is required by the Service Provider for the delivery and 
performance of the Services, whether arising from the negligence or fault of the Province or otherwise, 
the Province and the Service Provider acknowledge and agree that: 

(a) the Province will have no liability or obligation to the Service Provider in respect thereof 
other than the obligation to use reasonable efforts and to act with due diligence to correct 
such failure, or to restore such access to and use of, the Province Shared Infrastructure as 
soon as reasonably practicable; and 

(b) to the extent that the Service Provider is not able to deliver or perform a Service in the 
manner or to the Service Level required under this Agreement, or to perform any other 
obligations under this Agreement, as a result of such failure or lack of access to or use of 
the Province Shared Infrastructure, the Service Provider will be released of all 
consequences otherwise provided in this Agreement in respect of such failure to deliver 
and perform such Service, to meet such applicable Service Level or to perform such 
obligations under this Agreement, until such failure or lack of access to or use of the 
Province Shared Infrastructure is rectified or remedied to a degree that the Service 
Provider is able to deliver and perform the Services, and to perform its obligations in 
accordance with this Agreement. 
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20.11 Basic Infrastructure Credit Payment. 

Where the Service Provider is required by this Article 20 (Province Shared Infrastructure) to pay to the 
Province a Basic Infrastructure Credit or any other payment relating to the Province Shared Infrastructure, 
then the following provisions will apply: 

(a) the Service Provider will make such payment by recording, in favour of the Province, a 
credit against the Fees payable to the Service Provider under this Agreement, which credit 
will be applied on a monthly basis, to the extent applicable; 

(b) the Province may, at any time, direct the Service Provider not to record a Shared 
Infrastructure Credit in favour of the Province in respect of an amount payable by the 
Service Provider to the Province pursuant to this Article 20 (Province Shared 
Infrastructure), and instead to pay such amount to a third party as may be designated by 
the Province, in which event, the Service Provider will pay such amount to the third party 
as directed by the Province, and will not record such amount as a credit in favour of the 
Province. In such event, receipt of payment of such amount by· the third party will, and 
will be deemed to be, receipt of payment of the amount by the Province for all purposes of 
this Agreement; and 

(c) if the Service Provider fails to comply with the preceding provisions of this Section in 
respect of an amount payable by the Service Provider to the Province under this Article 20 
(Province Shared Infrastructure), the Province may, by notice in writing to the Service 
Provider, set-off such amount payable by the Service Provider against any Fees payable 
by the province to the Service Provider under this Agreement. 

20.12 Indemnity. 

Notwithstanding any other provision contained in this Article 20 (Province Shared Infrastructure), and in 
addition to any other indemnities provided by the Service Provider to the Province pursuant to this 
Agreement, the Service Provider hereby indemnifies and agrees to hold harmless the Province and its 
employees, agents and representatives, to the fullest extent permitted by law, from and against any and all 
Claims suffered or incurred by any of them arising out of or in connection with the access to and use of 
the Province Shared Infrastructure by the Service Provider, excepting liability arising out of the 
independent acts or omissions of the Province, its agents and contractors. 

20.13 Termination ofRights to Province Shared Infrastructure. 

The Service Provider acknowledges and agrees that its rights in respect of the Province Shared 
Infrastructure under this Article 20 (Province Shared Infrastructure) will cease upon the expiry (or 
earlier termination in accordance with this Article 20 (Province Shared Infrastructure)) of the Shared 
Infrastructure Use Period. Upon such expiry, the Service Provider will return to the Province all 
passwords, access codes, access cards and devices of any kind used to obtain access to and use of the 
Province Shared Infrastructure. For greater clarification, if the Province discontinues use of any portion 
ofthe Province Shared Infrastructure, then upon the discontinuance thereof the Service Provider's rights 
in respect of the discontinued portion of the Province Shared Infrastructure under this Article 20 
(Province Shared Infrastructure) will cease, and the Service Provider will return to the Province all 
passwords, access codes, access cards and devices of any kind used to obtain access to and use of the 
discontinued portion of the Province Shared Infrastructure. 
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ARTICLE 21- OTHER COMMERCIAL TERMS 

21.1 Growth and Marketing. 

The Parties will market and otherwise deal with any potential customers of the Services and the 
Stakeholders, and will otherwise undertake growth and marketing activities in respect of the Services, in 
accordance with Schedule 26 (Growth and Marketing). 

21.2 Gainsharing. 

The Parties will comply with, and hereby agree to, the gainsharing provisions and principles set forth in 
the attached Schedule 27 (Gainsharing). 

ARTICLE 22- AUDIT RIGHTS 

22.1 Access Rights. 

In connection with the Province's exercise of its rights under this Article 22 (Audit Rights), during the 
Term, and for a period of seven (7) years after the end of the Term, upon prior written request of the 
Province, except where such prior notice is not required pursuant to the express provisions of this Article 
22 (Audit Rights) or any other express provisions of this Agreement, the Service Provider will provide the 
Province and its auditors and other authorized representatives of the Province with access to the following 
including, where applicable and practicable to do so, with electronic access, to: 

(a) all the Province Records or Personal Information related to the Services then in the 
Custody of the Service Provider, wherever maintained; 

(b) any System that contains such Province Records or Personal Information related to the 
Services, wherever maintained; and 

(c) any property or facility at which the Services are being performed, where any such 
Systems are housed, or where any such Province Records or Personal Information are 
maintained or stored. 

The provisions of Section 22.7 (General Principles) will apply with respect to the access rights granted to 
the Province under this Section. 

22.2 Examinations and Copies. 

During the Term, upon the prior written request of the Province, the Service Provider will permit the 
Province and its auditors and their respective authorized representatives, during business hours or such 
other time as the Parties mutually agree, to examine and make copies of any computer-stored data, 
correspondence, accounting procedures and practices, and any other relevant supporting financial or 
operational data including, without limitation, invoices, payments, claims and receipts, and in all cases 
pertaining to the Services, which will be made available by the Service Provider to the Province and its 
auditors, and their respective authorized representatives, in British Columbia. Both Parties acknowledge 
and agree that nothing in this Section will in any way limit or restrict the confidentiality obligations as set 
forth in Article 16 (Privacy, Security and Confidentiality) or as otherwise contemplated by this 
Agreement. 
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22.3 Inspection and Investigation Rights. 

In the event of a breach or a perceived breach of this Agreement, the Province will have the right, at any · 
time and without prior notice to the Service Provider, either directly or through its representatives, to 
inspect all or any matters in respect of the Services performed by or on behalf of the Service Provider 
under this Agreement. The Province will make reasonable efforts in exercising such right of inspection or 
investigation to not hinder or interfere with the performance of the Services by the Service Provider under 
this Agreement. For greater clarification, the Province acknowledges that to the extent that any such 
exercise of the Province's right of inspection or investigation directly hinders or interferes with the 
Service Provider's ability to deliver Services under this Agreement, then the Service Provider will not be 
responsible for any Service failure resulting therefrom. The Service Provider will provide the Province 
and its representatives with all reasonable assistance in connection with any such inspections and 
investigations. The provisions of Section 22.7 (General Principles) will apply with respect to the 
inspection or investigation rights granted to the Province hereunder. 

22.4 Audit Rights. 

The Province may appoint an internal or external auditor or other professional advisor at any time and 
from time to time, but subject to the provisions of 22.7 (General Principles), to review and confirm or 
verify, in respect of any Contract Year, any aspect of this Agreement and the Services performed under 
this Agreement including, without limitation, the following: 

(a) any matter related to the operational aspects of this Agreement and the Services including, 
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without limitation, to certify or verify: · 

(i) the integrity of the Province Records or Province Confidential Information 
including, without limitation, the completeness, accuracy, timelines, 
confidentiality, availability and security in respect thereof; 

(ii) the privacy and security processes of the Service Provider and its Access 
Subcontractors, and the compliance of the Service Provider and its Access 
Subcontractors with the Privacy Obligations; 

(iii) the general controls, practices, and procedures utilized by the Service Provider in 
connection with the Services performed; 

(iv) the stability and security of the Systems and processes utilized by the Service 
Provider in performing the Services; 

(v) the integrity of all reports provided by the Service Provider to the Province 
(including the raw data from which such reports are compiled); 

(vi) that the Services are being provided in accordance with the terms of this 
Agreement (including the Service Levels), and in accordance with all Applicable 
Laws, the Province Policies and any applicable requirements of any regulatory 
body or authority having competent jurisdiction; and 

(vii) the reviews and audits referred to in Article 17 (Business Continuity and Disaster 
Recovery) in respect of the Business Continuity Plan and Disaster Recovery 
Plan; 
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(b) any matter related to the financial or business aspects of this Agreement, including 
verifying the accuracy of all Fees or other amounts invoiced to, or paid by, the Province, 
the accuracy of financial information provided by the Service Provider to the Province in 
respect of the calculation of Fees or other amounts invoiced to the Province or set forth in 
any Proposal in connection with the Change Order Process, or any credits or reductions 
against the Fees (whether or not properly granted as required by the Service Provider to 
the Province), and the accuracy of any reporting by the Service Provider to the Province in 
connection with the foregoing; 

(c) operational and other audits requested or otherwise required to be undertaken by the 
Office of the Comptroller General or the Office of the Auditor General of the Province 
under the Financial Administration Act or any other Applicable Laws regarding any 
aspect of this Agreement (including, without limitation, an audit ofthe compliance by the 
Service Provider with the requirements of this Agreement), or any audits that may be 
required by Cabinet or Treasury Board of the Province; or 

(d) such other audits relating to this Agreement, the obligations of the Service Provider under 
this Agreement, or the Services as the Province may determine from time to time. 

For greater clarification, the Province may, in connection with the exercise of its audit rights pursuant to 
this Section 22.4 (Audit Rights), exercise or cause the Service Provider to exercise rights in respect in this 
Section. 

22.5 Costs. 

The costs of any inspections, investigations and audits will be dealt with in accordance with the following 
provisions: 

(a) except as set forth in paragraph (b) below, the Province will pay its costs and expenses of 
any investigations and inspections under Section 22.3 (Inspection and Investigation 
Rights), and the costs and expenses of any auditor or other professional advisor retained 
by the Province to conduct or assist with an audit under Section 22.4 (Audit Rights) or 
Section 22.6 (SysTrust Report). The Service Provider will pay, and will not seek 
reimbursement from the Province, for the Service Provider's (or its Subcontractors') costs 
incurred in connection with any inspection or investigation under Section 22.3 (Inspection 
and Investigation Rights), or any audit conducted pursuant to Section 22.4 (Audit Rights) 
or Section 22.6 (SysTrust Report), including the cost of the time and effort of the Service 
Provider and its Personnel, Subcontractors and External Personnel to comply with the 
requests and requirements of an inspector, investigator, auditor or other professional 
advisor in respect of the same; and 

(b) where an investigation, inspection or audit reveals a material Deficiency (as determined 
by the Province, acting reasonably) as a result of the acts or omissions of the Service 
Provider (or of those Persons for whom the Service Provider is responsible at law or 
pursuant to the terms of this Agreement), the following provisions will apply: 
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(i) the Service Provider will resolve such Deficiency in accordance with the 
provisions of Section 22.8 (Deficiencies), and 

(ii) upon correction of the material Deficiency so identified, and if so requested by 
the Province, the Service Provider will undertake a new audit, at the Service 
Provider's expense, to confirm that such material Deficiency has been fully 
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addressed and remedied. The Service Provider will promptly provide the results 
of such audit to the Province upon the Service Provider's receipt of the same. 

22.6 SysTrust Report. 

The Province may from time to time conduct a "Trust Services Principles and Criteria" examination as 
governed by the American fustitute of Certified Public Accountants and the Canadian fustitute of 
Chartered Accountants (the "SysTrust Report") or a Canadian fustitute of Chartered Accountants 
Section 5970 examination (the "5970 Report"), in respect of the Services being provided under this 
Agreement. The SysTrust Report or 5970 Report will report on controls throughout a Contract Year. The 
SysTrust Report or 5970 Report will be deemed to be an audit for the purposes of this Article 22 (Audit 
Rights) with costs, Deficiency correction and all other matters addressed in the manner as set forth in this 
Article 22 (Audit Rights) for audits. 

22.7 General Principles. 

fu connection with the access, inspection, investigation and audit rights granted to the Province and other 
Persons under this Article 22 (Audit Rights): 

(a) the auditors, investigators, inspectors or representatives of the Province will be qualified 
and trained to levels appropriate to conduct audits, inspections or investigations being 
conducted; 

(b) the Province will cause all such audits, inspections and investigations to be performed 
during the normal business hours for the Services in question, and upon reasonable prior 
notice to the Service Provider, other than for inspections or investigations pursuant to 
Section 22.3 (Inspection and Investigation Rights) which may be performed at any time 
without notice; 

(c) the Province will, and will cause its auditors, investigators, inspectors or representatives 
to: 

(i) use reasonable efforts not to hinder or interfere with the performance of the 
Services by the Service Provider, and for greater clarification, the Province 
acknowledges that to the extent any such exercise of rights directly hinders or 
interferes with the Service Provider's ability to deliver the Services, then the 
Service Provider will not be responsible for any resulting Service Level failures 
in respect thereof, and 

(ii) comply with all security and other similar policies of the Service Provider while 
at its premises, provided that the Service Provider provides the Province with 
reasonable prior notice thereof, and provided further that any such security or 
other similar polices of the Service Provider do not unduly hinder or interfere 
with the conduct of the audit, inspection or investigation in question; 

(d) the Service Provider will, and will cause its Personnel, Subcontractors and External 
Personnel to: 
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(i) cooperate with any such inspections, investigations and audits performed by the 
Province through the Province's auditors, investigators, inspectors or 
representatives, 
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(ii) make available on a timely basis the information and Records requested by the 
Province or its auditors, investigators, inspectors or representatives, and 

(iii) provide the Province and its auditors, investigators, inspectors or representatives 
with assistance in obtaining access to such information and Records, and to any 
Subcontractors, Personnel or External Personnel, as may be reasonably 
requested; 

(e) the access rights provided for with respect to the premises of the Service Provider will 
also extend to those premises at which Province Confidential Information, Province 
Records or Personal Information is stored, and the Service Provider will obtain such 
corresponding rights from its Subcontractors as may be necessary to give effect to this 
provision; 

(f) the Service Provider will be given the opportunity to respond to the audit, inspection or 
investigation results before they are finalized, except where it is not reasonably possible or 
appropriate, as determined by the Province; and 

(g) electronic access to any System contemplated in Section 22.1 (Access Rights), which 
contains Province Records or Personal Information in connection with the Services and 
the records of third parties shall be supervised by the Service Provider. 

22.8 Deficiencies. 

Following delivery to the Service Provider of an audit, inspection or investigation report that outlines 
accounting or other Deficiencies of the Service Provider, the Parties will meet as soon as possible through 
the Governance Process in order to discuss and resolve such Deficiencies. In connection therewith, the 
following provisions will apply: 

(a) if the report identifies the potential for any Deficiency, then the Service Provider will 
provide the Province, through the Governance Process, with the Service Provider's 
assessment of the impact of the potential Deficiency; 

(b) subject to any alternative agreement reached between the Parties through the Governance 
Process, the Service Provider will, as soon as reasonably possible (but in any event within 
thirty (30) days), develop and present to the Province, through the Governance Process, a 
corrective action plan outlining the timely corrective action that has been taken, or will be 
taken, by the Service Provider to remedy the Deficiencies; 

(c) the corrective action plan will include a sufficient level of detail to allow the Province to 
assess the appropriateness of the corrective action and plan, including a description of the 
Deficiency, the specific action to be taken, and a specific implementation schedule that 
specifies dates and Persons responsible for taking, or who have already taken, the 
corrective action; 

(d) the Province will be given the opportunity, through the Governance Process, to provide 
the Service Provider with any comments that the Province may have on the corrective 
action plan, and the Service Provider will take all such comments received by the 
Province into consideration; and 

(e) the Service Provider will remedy the Deficiencies in accordance with the corrective action 
plan, provided that the Service Provider will be entitled to remedy any Deficiencies that 
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that are not material in nature, or that do not involve access, use or disclosure of Personal 
Information, in the ordinary course of business. 

ARTICLE 23- GENERAL DUTIES AND OBLIGATIONS 

23.1 General Duties and Obligations of Service Provider. 

At all times during the Term and without limiting the other provisions set forth in this Agreement, the 
Service Provider agrees to, and to cause its directors, officers, Personnel, Affiliates, Subcontractors and 
all External Personnel to, perform its obligations under this Agreement and to deliver the Services as 
follows: 

(a) in compliance with all of the terms and conditions of this Agreement and all other 
documents referenced in this Agreement; 

(b) in a manner that is consistent with the Parties' objectives set out m Section 1.13 
(Objectives ofthe Parties); 

(c) in accordance with the standard of care set forth in Section 4.4 (Standard of Care); 

(d) in accordance with any Change Orders and any agreements made between the Parties 
pursuant to the Governance Process; 

(e) in compliance with all applicable Province Policies which have been provided or 
otherwise communicated by the Province to the Service Provider from time to time, and in 
accordance with the Change Order Process; and 

(f) in compliance with all Applicable Laws. 

23.2 Compliance with Specific Laws. 

Without limiting the foregoing Section 23.1 (General Duties and Obligations of Service Provider), at all 
times during the Term, and in the performance of the Services under this Agreement, the Service Provider 
will comply with, and will cause its Personnel and its Subcontractors and their External Personnel to 
comply with, those specific Applicable Laws set forth in Schedule 28 (Specific Laws and Policies), and 
any other specific Applicable Laws not listed in Schedule 28 (Specific Laws and Policies) but which 
otherwise apply to the Services given the nature thereof, or any applicable regulations or standards 
governing the particular industry to which the Services relate. The Service Provider acknowledges that it 
is familiar with the foregoing as they apply to the Service Provider or to the Services, as applicable. 

23.3 FOIPPA Inspections. 

The Service Provider acknowledges that under the Freedom of Information and Protection of Privacy Act 
(British Columbia), the Commissioner has the power to obtain information and evidence from persons 
other than the Province in the course of conducting an investigation or an inquiry under that Act. 
Accordingly, the Service Provider will cooperate with respect to investigations or inquiries of the 
Commissioner under that Act regarding Province or Personal Information related matters, and in respect 
of any information to which the Commissioner is entitled to under such Act. 
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23.4 Licenses and Permits. 

At all times during the Term, the Service Provider will, at its own cost, obtain and maintain in full force 
and effect all licenses and permits issued by any Governmental Authority which are required or desirable 
for the proper performance of the Services, or otherwise required or desirable for the performance and 
completion of the transactions contemplated in this Agreement. 

ARTICLE 24- REPRESENTATIONS, WARRANTIES AND COVENANTS 

24.1 Province Representations and Warranties. 

The Province represents, warrants and covenants as follows to the Service Provider, as of the date of this 
Agreement and throughout the Term, and acknowledges and confirms that the Service Provider is relying 
upon such representations, warranties and covenants in entering into this Agreement: 

(a) the Province has the power and authority to enter into, execute and deliver this Agreement 
and the other Transaction Documents, which have been duly executed and delivered by 
the Province, and each constitutes a legal, valid and binding obligation of the Province 
enforceable against it in accordance with its terms, subject to applicable bankruptcy, 
insolvency and other laws of general application limiting the enforceability of creditors' 
rights, and to the fact that specific performance and injunction are equitable remedies 
available only in the discretion of the court; 

(b) the Province has the power and authority to perform its obligations under this Agreement 
and the other Transaction Documents as contemplated in this Agreement; and 

(c) neither the execution and delivery of this Agreement, the other Transaction Documents, 
nor the compliance with the terms thereof by the Province: 

(i) has resulted or will result in a violation of any Applicable Laws, or 

(ii) requires the Approval or consent of any Person or any Governmental Authority 
except such as has been obtained as ofthe date of this Agreement. 

24.2 Service Provider Representations, Warranties and Covenants. 

The Service Provider represents, warrants and covenants as follows to the Province, as of the date of this 
Agreement and (except as otherwise noted) throughout the Term, and acknowledges and confirms that the 
Province is relying upon such representations, warranties and covenants in entering into of this 
Agreement: 

(a) the Service Provider is a corporation duly incorporated and validly existing under the laws 
of British Columbia and is in good standing with respect to the filing of annual returns 
thereunder; 

(b) all of the issued and outstanding common shares in the capital of the Service Provider are 
registered in the name of the EDS Canada Inc., and EDS Canada Inc. is the legal and 
beneficial owner thereof and the one issued and outstanding special share in the capital of 
the Service Provider is registered in the name of the Province, and the Province the legal 
and beneficial owner thereof. 
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(c) the Performance Guarantor is a company duly incorporated and validly existing under the 
laws of Canada and is in good standing with respect to the filing of annual returns 
thereunder; 

(d) the Performance Guarantor and the Corporate Guarantor are affiliated companies; 

(e) the Corporate Guarantor is a publicly-held company duly incorporated and validly 
existing under the laws of Delaware and listed on the New York Stock Exchange; 

(f) the Service Provider has, and throughout the Term will maintain, its registered office 
within the Province of British Columbia; 

(g) all of the Service Provider's directors are Canadian citizens and resident in Canada; 

Power, Capacity and Legal Authority 

(h) the Service Provider has all necessary corporate power, capacity and legal authority to 
enter into, execute and deliver this Agreement and the Transaction Documents to which it 
is a party, and to perform its obligations under this Agreement and such Transaction 
Documents, and this Agreement and such Transaction Documents have been duly 
executed and delivered by the Service Provider, and each constitutes a legal, valid and 
binding obligation of the Service Provider enforceable against the Service Provider in 
accordance with its terms, subject to applicable bankruptcy, insolvency and other laws of 
general application limiting the enforceability of creditors' rights, and to the fact that 
specific performance and injunctive relief are equitable remedies available only in the 
discretion of the court; 

(i) the Performance Guarantor has all necessary corporate power, capacity and legal authority 
to enter into, execute and deliver the Performance Guarantee and to perform its 
obligations thereunder, and the Performance Guarantee has been duly executed and 
delivered by the Performance Guarantor, and constitutes a legal, valid and binding 
obligation of the Performance Guarantor enforceable against the Performance Guarantor 
in accordance with its terms, subject to applicable bankruptcy, insolvency and other laws 
of general application limiting the enforceability of creditors' rights, and to the fact that 
specific performance and injunctive relief are equitable remedies available only in the 
discretion of the court; 

G) the Corporate Guarantor has all necessary corporate power, capacity and legal authority to 
enter into, execute and deliver the Corporate Guarantee and to perform its obligations 
thereunder, and the Corporate Guarantee has been duly executed and delivered by the 
Corporate Guarantor, and constitutes a legal, valid and binding obligation of the Corporate 
Guarantor enforceable against the Corporate Guarantor in accordance with its terms, 
subject to applicable bankruptcy, insolvency and other laws of general application limiting 
the enforceability of creditors' rights, and to the fact that specific performance and 
injunctive relief are equitable remedies available only in the discretion of the court; 

No Violation 

(k) neither the execution and delivery of this Agreement and the other Transaction 
Documents, nor the compliance with the terms of this Agreement and the other 
Transaction Documents by the Service Provider: 
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(i) has resulted or will result in a violation of any Applicable Laws, 

(ii) has resulted or will result in a breach of, or constitute a default under, the Service 
Provider's constating documents, any shareholders' agreement to which it is a 
party, or any shareholder or directors' resolutions, 

(iii) has resulted or will result in a breach of, or constitute a default under, any 
instrument or agreement to which the Service Provider is a party or by which the 
Service Provider is bound, or 

(iv) requires the Approval or any consent of any Person or any Governmental 
Authority except such as has been obtained as of the date of this Agreement; 

Permits, Approvals and Operating Matters 

(I) the Service Provider holds, and will hold as of the Hand-Over Date and throughout the 
Term, all material permits, approvals, authorizations and consents that may be required 
from any Person or Governmental Authority in order for the Service Provider to perform 
its duties and obligations pursuant to the terms of this Agreement and . to provide the 
Services as contemplated under this Agreement, and the Service Provider is, and at the 
Hand-Over Date and throughout the Term will be, in good standing with respect to all 
such permits, approvals, authorizations and consents, and none of the same contain, or 
will contain, any term, provision, condition or limitation which would have a material 
adverse effect on, or materially adversely ·restrict or impair the performance by, the 
Service Provider of its duties and obligations under this Agreement or the performance of 
the Services pursuant to the terms of this Agreement; 

(m) the Service Provider has filed all tax, corporate information and other returns required to 
be filed under all Applicable Laws, has complied with all workers compensation 
legislation and other similar legislation to which it may be subject, and has paid all Taxes, 
fees and assessments calculated to be due by it under those laws as of the date of this 
Agreement; 

(n) the Service Provider has, and throughout the Term will maintain, sufficient and 
appropriate assets and Personnel to enable the Service Provider to perform and fulfill its 
obligations under this Agreement and to perform the Services in accordance with the 
terms of this Agreement; 

Intellectual Property, Systems and Assets 

( o) the performance by the Service Provider of the Services under this Agreement, and all of 
the Systems, Software and other Intellectual Property utilized by the Service Provider in 
the delivery of the Services (other than Intellectual Property licensed by the Province to 
the Service Provider pursuant to Section 19.9 (Use of Province Licensed Software)) does 
not and will not violate or infringe, or constitute a misappropriation of, the Intellectual 
Property or rights of any Person; 

(p) all Systems used by the Service Provider or its Subcontractors will be maintained by the 
Service Provider or its Subcontractors in good working order, ordinary wear and tear 
excepted; 
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( q) all tangible personal assets including hardware that are transferred, assigned or licensed 
(as applicable in accordance with the terms of this Agreement) by the Service Provider to 
the Province at any time during the Term and upon the Termination, will be free and clear 
of all Liens at the time of transfer, assignment or license to the Province, other than the 
interests of a lessor in respect of any leased assets, or such Liens as may have been 
granted in respect of such leased assets by the lessor thereof; 

(r) at such time as the Service Provider transfers, assigns or licenses any Intellectual Property 
or Intellectual Property Rights to the Province pursuant to this Agreement, the Service 
Provider will have all necessary right, title and interest in the Intellectual Property or 
Intellectual Property Rights to complete such transfer, assignment or license, as the case 
may be, in accordance with its terms; 

Litigation, Proceedings and Limiting Agreements 

( s) as of date of this Agreement, there are no suits, actions, proceedings, judgments or orders 
outstanding or, to the knowledge of the Service Provider, threatened against or affecting 
the Service Provider or any of its assets by or before any court, tribunal, board or other 
Governmental Authority that would, if adversely determined, have a material adverse 
effect on, or materially adversely restrict or impair the performance by, the Service 
Provider of its duties and obligations under this Agreement or the performance of the 
Services pursuant to the terms of this Agreement; 

(t) as of the date of this Agreement, there are no material labour actions, proceedings, 
grievances, judgments or orders outstanding or, to the knowledge of the Service Provider, 
threatened against or affecting the Service Provider by or before any court, tribunal, board 
or other Governmental Authority, which could have a material adverse effect on, or 
materially adversely restrict or impair the performance by, the Service Provider of its 
duties and obligations under this Agreement or the performance of the Services pursuant 
to the terms of this Agreement; 

Insolvency 

(u) the Service Provider is not insolvent, is able to pay its debts as they become due in the 
ordinary course of business, and the entering into of this Agreement and the other 
Transaction Documents and the performing of its obligations under this Agreement and 
the other Transaction Documents will not render the Service Provider insolvent or unable 
to pay its debts as they become due; 

Subcontractors and Personnel 

(v) attached as Schedule 20 (Subcontractor Matters) is a list of all ofthe Subcontractors who 
are required to be Approved by the Province under the provisions of Section 12.11 
(Consent to Use of Material Subcontractors) with respect to the performance of the 
Services, as such Schedule may be amended from time to time in order to accurately 
reflect such Subcontractors during the Term, and all other actions required to be taken 
with respect to such Subcontractors have been taken including, without limitation, the 
incorporation in the agreements with such Subcontractors of the required provisions as set 
forth in Article 12 (Subcontractors) and in the Privacy Obligations; 
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Miscellaneous 

(w) as of the date of this Agreement, all information provided by the Service Provider to the 
Province in the course of responding to the JSRFP prior to entering into this Agreement 
was true and correct in all material respects and was not intentionally misleading at the 
time of disclosure, and the Service Provider has not intentionally failed to disclose any 
further information which failure would make the information previously disclosed 
misleading; 

(x) the Service Provider is under no current obligation or restriction, nor will it knowingly 
assume any such obligation or restriction that does or could in any way interfere or 
conflict with, or that does or could present a conflict of interest concerning, the 
performance of the Service Provider's obligations and the providing of the Services under 
the terms of this Agreement; 

(y) there has been no collusion, relationship with, benefit granted to or benefit received from 
any other Person with respect to the JSRFP, this Agreement, the delivery of the Services 
or anything related thereto except: 

(i) for subcontracts, teaming agreements and other similar contracts entered into in 
the ordinary course of business, 

(ii) obligations to pay commissions or other incentive compensation in compliance 
with compensations programs of the Service Provider and its Subcontractors and 
its or their Affiliates, and 

(iii) as otherwise expressly disclosed by the Service Provider to the Province m 
writing; 

(z) the Service Provider has no knowledge of any material fact or matter not disclosed to the 
Province by the Service Provider which, if known by the Province, might be reasonably 
expected to deter the Province from entering into this Agreement or completing the 
transactions contemplated in this Agreement and in the other Transaction Documents, or 
that might materially adversely affect the ability of the Service Provider to perform its 
obligations under this Agreement; and 

(aa) the Service Provider represents and warrants those matters specifically set forth in 
Schedule 29 (Additional Representations and Warranties). 

24.3 Disclaimer of Warranties. 

Other than the representations and warranties expressly set out in this Agreement or in the other 
Transaction Documents, neither Party makes any representation or warranty, expressed, implied, statutory 
or otherwise regarding any matter in connection with this Agreement or the other Transaction Documents 
including representations or warranties of merchantability or fitness for a particular purpose. 

24.4 No Guarantee of Service Volumes. 

The Service Provider acknowledges and agrees that the Province makes no representation or warranty as 
to the nature, timing, quality, quantity or volume of Services required from the Service Provider under 
this Agreement, or the volume of business or any particular type of transaction or other measurable matter 
that will be handled by the Service Provider in providing the Services under this Agreement, or the 
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compensation that may be earned by the Service Provider under this Agreement. The Service Provider 
acknowledges and agrees that it has conducted its own due diligence prior to entering into this Agreement 
as to the services performed by or on behalf of the Province historically in connection with the business 
that will be undertaken by the Service Provider in performing the Services. The Province has advised the 
Service Provider, and the Service Provider acknowledges, that historic information with respect to the 
Services or such business, including any particular type of transaction or other measurable matter, may 
not be representative of the future nature, timing, quality, quantity or volume of Services that will be 
required under or performed by the Service Provider under this Agreement, or the volume of business or 
any particular type of transaction or other measurable matter that will be handled by the Service Provider 
in connection with this Agreement. 

ARTICLE 25- INDEMNIFICATION, LIABILITY AND GUARANTEES 

25.1 General Intent. 

Each Party will be liable to the other for any damages that may be properly and lawfully awarded against 
each Party in favour of the other under the terms of, or in connection with, this Agreement. Both Parties 
agree, however, that monetary damages may not be a sufficient remedy for any breach of this Agreement, 
and each Party will be entitled to seek equitable relief, including injunctive relief and specific 
performance in the event of a breach of this Agreement, to the extent that such remedy is available to a 
Party in accordance with Applicable Laws (including, without limitation, the Crown Proceeding Act 
(British Columbia)), but subject any express limitations otherwise provided for in this Agreement. 

25.2 Indemnification by the Service Provider. 

The Service Provider will indemnify and save harmless the Province and its employees, advisors, agents 
and representatives (the "Province Indemnified Parties"), to the fullest extent permitted by law, from 
and against any Claims that may be suffered or incurred by any one or more of the Province Indemnified 
Parties arising as a result of, or in connection with, any of the matters set forth in Section 1 of Schedule 
30 (Indemnification Matters), except to the extent suffered or incurred as a result of or in connection with 
the wilful misconduct, fraud, malfeasance or gross negligence of the Province Indemnified Parties. 

25.3 Indemnification by the Province. 

The Province will indemnify and save harmless the Service Provider and its employees, advisors, agents 
and representatives (the "Service Provider Indemnified Parties"), to the fullest extent permitted by law, 
from and against any Claims that may be suffered or incurred by any one or more of the Service Provider 
Indemnified Parties arising as a result of, or in connection with, any of the matters set forth in Section 2 of 
Schedule 30 (Indemnification Matters), except to the extent suffered or incurred as a result of or in 
connection with the wilful misconduct, fraud, malfeasance or gross negligence of the Service Provider 
Indemnified Parties. 

25.4 Third Party Claim Process. 

Subject to any restrictions or other limitations contained in the Crown Proceeding Act (British Columbia), 
or other Applicable Laws: 

(a) if a Party (an "Indemnified Party") intends to seek indemnification under this Agreement 
from the other Party {the "Indemnifying Party") in respect of any third party Claims, 
then the Indemnified Party will promptly give the Indemnifying Party written notice of 
such Claims for indemnification, such notice to be given as soon as practicable following 
the commencement of any action by a third party; provided, however, that the failure of 
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an Indemnified Party to give the Indemnifying Party such prompt notice will not relieve 
the Indemrtifying Party of its obligations under this Agreement, except to the extent that 
such failure results in a material prejudice to the Indemnifying Party's defence to such 
Claims; 

(b) if the Indemnifying Party receives a notice of any Claims pursuant to paragraph (a) above, 
then: 

(i) where the Indemnifying Party is the Province, it will have the right to assume the 
defence of such Claims, at its sole cost and expense, with counsel designated by 
the Province; and 

(ii) where the Indemnifying Party is the Service Provider, the Province will 
cooperate with the Service Provider and, where appropriate and in the discretion 
of the Province, will allow the Service Provider to control the defence of the 
Claim and any related settlement, at the Service Provider's sole cost and expense, 
it being acknowledged and agreed that where the Province determines that it is 
not so appropriate, then the Province will control the defence of the Claim and 
any related settlement; 

provided, however, that if the defendants in any such action include both the Indemnified 
Party and the Indemnifying Party, and the Indemnified Party reasonably concludes that 
there may be legal defences available to it which are different from or additional to those 
available to the Indemnifying Party, then the Indemnified Party will have the right to 
select separate counsel, the cost of which will be at the Indemnified Party's expense 
(without reimbursement by the Indemnifying Party under an indemnity or otherwise) to 
assert such legal defences or to otherwise participate in the defence of such action on 
behalf of the Indemnified Party; 

(c) if the Indemnified Party is entitled to indemnification under this Agreement as a result of 
a Claim by a third party, and if the Indemnifying Party fails or chooses not to assume the 
defence of such Claim, or fails to proceed, then the Indemnified Party may, at the expense 
of the Indemnifying Party, contest (or, with or without the prior consent of the 
Indemnifying Party, settle) such Claim. The Indemnified Party will not otherwise settle 
any Claim with respect to which it has sought or intends to seek indemnification pursuant 
to this Agreement without the prior written consent of the Indemnifying Party, which 
consent will not be unreasonably withheld or delayed; and 

(d) if the Indemnifying Party settles any Claims that it may be liable to provide 
indemnification pursuant to this Section without the prior written consent of the 
Indemnified Party, which consent will not be unreasonably withheld or delayed 
(acknowledging that pursuant to the Crown Proceeding Act (British Columbia) the 
Province is not required to obtain or provide such consent, and will not be required to do 
so pursuant to this provision); then if the Indemnifying Party has reached a bona fide full 
and fmal settlement in respect of all Claims involving the Indemnified Party and such 
plaintiff(s) in any such action with the plaintiff(s), and the Indemnified Party does not (or 
is not asked to) consent to such settlement, the dollar amount specified in the settlement 
will act as an absolute maximum limit on the indemnification obligation of the 
Indemnifying Party. 
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25.5 Mitigation. 

· Each Party has a duty to mitigate the Claims that would otherwise be recoverable from the other Party 
pursuant to this Agreement by taking appropriate and reasonable actions to reduce or limit the amount of 
such Claims. 

25.6 Limitation on Liability. 

The liability of the Parties under this Agreement will be subject to the express terms and conditions set 
forth in Schedule 31 (Limitation on Liability). 

25.7 Performance Guarantee. 

Concurrently with the signing of this Agreement, the Service Provider will provide to the Province a duly 
executed Performance Guarantee, in the form attached as Schedule 32 (Performance Guarantee). 

25.8 Corporate Guarantee. 

Concurrently with the signing of this Agreement, the Service Provider will deliver to the Province a duly 
executed Corporate Guarantee, in the form attached to this Agreement as Schedule 33 (Corporate 
Guarantee). 

ARTICLE 26 -INSURANCE 

26.1 Insurance. 

The Service Provider will procure and maintain at all times during the Term of this Agreement, at its own 
expense and without reimbursement from the Province, the insurance policies more particularly described 
in Schedule 34 (Insurance), which will be underwritten by insurers licensed to carry on insurance 
business in Canada. 

26.2 Certificate of Insurance. 

The Service Provider will not cancel any of the required insurance policies set out or contemplated in 
Schedule 34 (Insurance) without thirty (30) days prior written notice to the Province, and consent of the 
Province where a cancelled insurance policy is not replaced with a replacement insurance policy of the 
same kind and type, and in an equal or greater amount. Each insurance policy for the above- described 
insurance coverage will be endorsed to provide the Province with thirty (30) days prior written notice of 
cancellation or material change. The Service Provider will provide the Province with reasonable evidence 
of the obtaining of all insurance required to be obtained by the Service Provider, before commencing any 
Services under this Agreement. Such evidence will be in the Province's form of insurance certificate, as 
the same may be amended from time to time by the Province and notified by the province to the Service 
Provider, a copy of which is attached as Schedule 35 (Form of Insurance Certificate), unless otherwise 
agreed to in writing by the Province. The Service Provider will provide similar evidence of the continued 
existence of all required insurance coverage on an annual basis within thirty days of the renewal of such 
insurance policies, and upon the request of the Province from time to time. 

26.3 Adequacy oflnsurance. 

The Service Provider acknowledges that any requirement or advice by the Province as to the amount of 
coverage under any policy of insurance does not, and will not be deemed to, constitute a representation by 
the Province that the amount required under such insurance is adequate, and the Service Provider 
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acknowledges and agrees that it is solely responsible for obtaining and maintaining its own policies of 
insurance in such amounts as the Service Provider will determine to be appropriate and adequate, subject 
to the minimum requirements set out on Schedule 34 (Insurance). 

ARTICLE 27- DISPUTE RESOLUTION 

27.1 Informal Dispute Resolution. 

In the event of any Dispute, the Parties will use reasonable efforts to settle such Dispute internally and 
will consult and negotiate with each other in good faith in an effort to reach a fair and equitable solution 
satisfactory to the Parties. Prior to the initiation of formal dispute resolution procedures, the Parties will 
first attempt to informally resolve any dispute, controversy or Claim (including any failure by the Parties 
to reach agreement where expressly provided for in this Agreement) arising under or in connection with 
this Agreement as follows: 

(a) the Service Provider STMS Lead and the Province will attempt to resolve the Dispute 
informally by meeting as often, for a duration and as promptly as those representatives 
deem necessary, to discuss the Dispute and negotiate in good faith in an attempt to resolve 
the Dispute; 

(b) if such persons are unable to resolve the Dispute within a reasonable period, then either 
one of them may refer the Dispute to the Joint Executive Committee, and the Joint 
Executive Committee will promptly schedule a meeting to discuss the Dispute and 
negotiate in good faith in an attempt to resolve the Dispute; 

(c) the Joint Executive Committee will meet as often and as promptly as the Parties deem 
necessary to discuss the Dispute and negotiate in good faith in an effort to resolve the 
Dispute; 

(d) during the course of all discussions referred to in paragraphs (a) to (c) above, all 
reasonable requests made by one Party to another for non-privileged information, 
reasonably related to the Dispute, will be provided by the other Party so that both Parties 
may be fully apprised of the other's interests in the Dispute and resulting positions and 
interests. The specific format for such discussions will be decided by mutual agreement 
of the Parties, but may include the preparation of agreed-upon statements of fact or 
written statements of position or interest; 

(e) if the Joint Executive Committee does not resolve the Dispute within (10) Business Days 
of the referral of the Dispute to the Joint Executive Committee (or such longer period to 
which the Parties may agree), then either Party may upon written notice to the other Party 
(the "Mediation Notice") elect to submit the Dispute to non-binding mediation, and if 
such Mediation Notice is accepted in writing within five (5) Business Days of receipt 
thereof, then the Parties will proceed to mediation in accordance with paragraph (f) below. 
For greater clarification, either Party may elect to bypass mediation, in which case, the 
Dispute will be settled by binding arbitration in accordance with Section 27.2 
(Arbitration); 

(f) if the Dispute is referred to non-binding mediation in accordance with paragraph (e) 
above, then the Parties will thereafter attempt to promptly agree upon and appoint a sole 
mediator. If the Parties are unable to agree upon a mediator within five (5) Business Days 
after the effective date of the Mediation Notice (or such longer period as the Parties may 
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agree), then the Parties will bypass mediation and proceed to arbitration in accordance 
with Section 27.2 (Arbitration); 

(g) if the Parties agree upon a mediator within the time required pursuant to paragraph (f) 
above, then the mediation will be conducted at a time, in a city in British Columbia and at 
a specific location as may be agreed to by the Parties with the mediator, or if the Parties 
cannot agree, as so designated by the mediator. The mediation will be held within five (5) 
Business Days after the mediator is appointed. If any Party has substantial need for 
information from another Party in order to prepare for the mediation, then the Parties will 
use reasonable efforts to agree on procedures for the formal exchange of information. 
Each Party will be represented in the mediation by at least an individual with authority to 
settle the Dispute on behalf of that Party and, if desired by that Party, by legal counsel for 
that Party. The Parties' representatives in the mediation will continue with the mediation 
as long as the mediator reasonaply requests, but in no event longer than thirty (30) days 
from the first day that the Parties meet to commence mediation. Unless otherwise agreed 
to in writing by the Parties, each Party will pay one-half of the mediator's fees and 
expenses and will bear all of its own expenses in connection with the mediation. No Party 
may employ or use the mediator as a witness, consultant, expert, counsel or other similar 
position regarding the Dispute or any related matters; and 

(h) if the parties are unable to resolve the Dispute by mediation, or if either Party elects to 
bypass mediation entirely, then the matter will be referred to binding arbitration in 
accordance with Section 27.2 (Arbitration). 

27.2 Arbitration • 

. Subject to the provisions of Schedule 30 (Indemnification Matters), Schedule 31 (Limitation on 
Liability), Section 27.3 (Expedited Arbitration) and Section 27.44 (Special Arbitration), any Dispute that 
is not settled in accordance with Section 27.1 (Informal Dispute Resolution), will be settled at the request 
of either Party by binding arbitration in Victoria, British Columbia in accordance with the Commercial 
Arbitration Act (British Columbia) on the following terms: 

(a) all hearings will be in held and kept confidence; 

(b) the arbitration will be heard before one arbitrator, or a panel as determined in accordance 
with Section 27.6 (Designated Arbitrators); 

(c) unless the Parties agree otherwise in writing, all arbitrators will either be: 

(i) a lawyer in good standing with the Law Society or equivalent body m all 
jurisdictions in Canada where that lawyer is called to the bar, 

(ii) a retired lawyer who was previously in good standing with the Law Society or 
equivalent body in all jurisdictions in Canada where that lawyer was previously 
called to the bar before that lawyer's retirement; or 

(iii) a retired judge; 

(d) no individual may be appointed as an arbitrator if that individual is (but for the 
appointment as arbitrator in connection with a Dispute under this Agreement) or was 
directly involved in matters relating to this Agreement, the Dispute or the Services to be 
performed by the Service Provider under this Agreement; 
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(e) all arbitrators selected or otherwise appointed to hear a Dispute will have experience in 
complex, commercial outsourcing engagements and be skilled or knowledgeable in the 
subject matter of the Dispute; 

(f) if the arbitration is heard before a panel of three arbitrators, then the decision of the 
arbitration panel will be made by a majority vote; 

(g) judgment upon the award rendered in any such arbitration may be entered in any court 
having competent jurisdiction; 

(h) the Parties will direct the arbitrator (or arbitrators) to make an award of costs, which 
award will include the remuneration and expenses and any related administrative fees that 
are charged by the arbitrator (or arbitrators) in connection with the arbitration of the 
Dispute, as well as the costs and expenses incurred by each Party in preparing for and 
participating in the arbitration (including the costs related to retaining legal counsel), and 
the Parties will pay all such costs in accordance with the direction of the arbitrator (or 
arbitrators); 

(i) the Parties will instruct the arbitrator (or arbitrators) to make the final award with respect 
to the Dispute within 60 days after the hearings have been closed, or such other reasonable 
period of time (not to be less than thirty (30) days), as may be agreed to in writing by the 
Parties before the commencement of the arbitration hearings and so notified in writing to 
the arbitrator (or arbitrators); 

G) notwithstanding anything to the contrary m the Commercial Arbitration Act (British 
Columbia): 

(i) the same procedural requirements and rights of discovery as are available under 
the British Columbia Rules of Court will apply, mutatis mutandis, except that the 
arbitrator (or arbitrators) may make adjustments to the time limits contained in 
such Rules of Court, 

(ii) the laws and rules of evidence applicable in the Courts of British Columbia will 
apply, and the arbitrator (or arbitrators) may only require the production of 
relevant documentary and testimonial evidence not protected by the solicitor
client privilege, and 

(iii) the arbitrator (or arbitrators) will adjudicate the Dispute by reference to law in 
accordance with Section 23 of the Commercial Arbitration Act (British 
Columbia), including the precedent of other Court decisions, statutory laws, and 
laws of interpretation, as would be followed by a Court having competent 
jurisdiction, and the Parties expressly agree that the Dispute will not be decided 
upon the law of equity or some other similar basis; 

(k) the arbitrator (or arbitrators) will have no power or authority to grant any award or permit 
any other recourse that would be precluded by the terms of this Agreement, and nor will 
the arbitrator (or arbitrators) have the power to make any award that addresses matters 
outside the scope of the Dispute; and 

(I) the Parties will be bound by any award issued by the arbitrator (or arbitrators), which 
award the Parties agree to be bound by and to accept as a fmal and binding award. 
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27.3 Expedited Arbitration. 

Certain Disputes are expressly designated as being subject to Expedited Arbitrations under the terms of 
this Agreement, and in particular, to Section 6.4 (Disputes Regarding Transformation Plan) and Section 
7.8 (Implementation of Mandatory Changes) and as may be specifically provided for in any Schedule to 
this Agreement or in other Transaction Documents. All such Disputes designated as Expedited 
Arbitrations shall follow the step-by-step resolution procedures set forth below to the extent necessary to 
resolve the Dispute, without first having to comply with the provisions of Section 27.1 (Information 

. Dispute Resolution) or Section 27.2 (Arbitration): 

(a) The Expedited Arbitration resolution process shall be commenced by a notice from either 
Party to the other referring to this paragraph 27.3(a) and setting out the matter that is to be 
resolved as an Expedited Arbitration and such notice shall constitute the commencement 
of the Dispute Resolution Process in respect of such Expedited Arbitration; 

(b) will attempt to resolve the Dispute informally by meeting as often, for a duration and as 
promptly as those representatives deem necessary, to discuss the Dispute and negotiate in 
good faith in an attempt to resolve the Dispute 

(c) the Joint Executive Committee shall attempt to resolve any Dispute informally by meeting 
as often, for duration and as promptly as those representatives deem necessary, but for a 
period not to exceed three (3) Business Days to discuss the Dispute and negotiate in good 
faith in an attempt to resolve the Dispute; 

(d) if the Joint Executive Committee is unable to resolve the Dispute within three (3) 
Business Days, then within two (2) Business Days thereafter, the Deputy Minister, Labour 
and Citizens' Services and the President of EDS, or such other representative of the 
Parties as may be acceptable to both Parties, shall meet in person or by teleconference at a 
mutually agreeable time to resolve the Dispute; and 

(e) if such persons are unable to resolve the Dispute within such meeting or such successive 
meetings as agreed to, then either Party may refer to the Dispute to the first Designated 
Arbitrator who is immediately available, and where no such Designated Arbitrator is 
immediately available, the first available Designated Arbitrator. The Expedited 
Arbitration shall be settled by binding arbitration in Victoria, British Columbia in 
accordance with the Commercial Arbitration Act (British Columbia), in the presence of 
one Designated Arbitrator subject to the following: 
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(i) submissions being required to be made within twenty (20) Business Days of the 
arbitrator being appointed, 

(ii) the arbitrator being required to render a decision within twenty (20) Business 
Days of receipt of the submissions, and 

(iii) each Party shall pay its own costs and expenses and one-half (1/2) of the 
arbitrator costs, except in the event of extraordinary or extenuating circumstances 
where, in the judgment of the arbitrator, having regard to all of the surrounding 
circumstances, it would be inequitable or otherwise inappropriate to do so, in 
which case, the Parties shall pay the costs of the arbitrator in accordance with the 
fmal apportionment thereof by the arbitrator. 
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27.4 Special Arbitration. 

In the event the Parties decide to resolve certain Disputes by special arbitration, then the Parties will 
follow the step-by-step resolution procedures set forth in Section 27.1 (Informal Dispute Resolution) and 
to the extent applicable, Section 27.2 (Arbitration), provided that the following provisions will apply in 
respect of any such arbitration: 

(a) for purposes of Subsection 27.2(i) (Arbitration), the arbitrator (or arbitrators) will be 
instructed to make an award by selecting the submission of one Party over the other, 
which selected submission will constitute the award of the arbitrator (or arbitrators, if 
applicable), provided that any award of costs contained in such submission may be 
removed by the arbitrator (or arbitrators, if applicable) and replaced with an award of 
costs determined by the arbitrator (or arbitrators, if applicable) in accordance with the 
provisions of Subsection 27.2(h) (Arbitration); 

(b) if any submission includes matters that are outside the scope of the Dispute contemplated 
then the arbitrator (or arbitrators, if applicable) will discard the submission in its entirety 
as not being in compliance with the scope of the Dispute, and select the other submission 
for purposes of paragraph (a) above, and if both submission are discounted in their 
entirety as a result ofthe application of the provisions of this paragraph, then the arbitrator 
(or arbitrators) will instruct the Parties, in writing, to resubmit new submissions without 
such provisions which are outside the scope of the Dispute; and 

(c) for greater clarification, the arbitrator (or arbitrators, if applicable) will not have any 
jurisdiction, power or authority to grant an award other than as provided for in this Section 
27.4 (Special Arbitration). 

27.5 Confidentiality. 

The proceedings of all negotiations, mediations and arbitrations as part of the Dispute Resolution Process 
will at all times be privately conducted. The Parties agree that all statements and other communications 
made during the Dispute Resolution Process including, without limitation, offers of settlement, settlement 
terms and all documents or other materials created for the purposes of the Dispute Resolution Process: 

(a) are made on a without prejudice basis; 

(b) do not constitute an admission or waiver of rights; and 

(c) will not be offered into evidence, disclosed or used for any other purpose other than the 
Dispute Resolution Process. 

During the Dispute Resolution Process, no Party is required to disclose to the other Party any information, 
documents or materials with respect to which they claim privilege; however, if as part of the Dispute 
Resolution Process a Party should disclose to the other Party information, documents or materials with 
respect to which they claim privilege or any information, documents or materials which they regard and 
identify as confidential or proprietary, then the other Party will maintain the confidentiality of the 
information, documents or materials so obtained and, to the extent permitted by law, any such disclosure 
will not constitute a waiver of any privilege or confidentiality. The Parties agree that any information 
regarding the Dispute Resolution Process, including any decisions or awards made, will not be disclosed 
to any third parties or used for any purpose other than the Dispute Resolution Process, unless the Parties 
otherwise agree; provided that nothing in this provision will prevent such disclosure as may be necessary 
to enforce any arbitration awards. 
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27.6 Designated Arbitrators. 

For the purposes of this Article 27 (Dispute Resolution), the Parties agree to select an arbitrator to hear 
the arbitration of a Dispute from the list of arbitrators set forth in Schedule 42 (Designated Arbitrators), 
beginning with the arbitrator at the top of the list and moving to the end of the list, as such selection is 
made pursuant to Section 27.2 (Arbitration), Sections 27.3 (Expedited Arbitration) or 27.4 (Special 
Arbitration). For greater certainty, if the Person at the top of the list is not available, then the Parties will 
move to the next Person on the list. The Parties shall review Schedule 42 (Designated Arbitrators), from 
time to time, but not less than annually, through the Joint Executive Committee and amend or update the 
list by written agreement of the Parties. In the event that no Persons are available from the list set forth.in 
Schedule 42 (Designated Arbitrators) and the Parties cannot agree upon a Person to act as the Designated 
Arbitrator, then each Party will select an arbitrator, and those two arbitrators will jointly select a third 
arbitrator. 

27.7 Exceptions to Dispute Resolution Procedure. 

The provisions of this Article 27 (Dispute Resolution) will not be construed to prevent a Party from: 

(a) seeking a temporary restraining order or injunctive or other equitable relief with respect to 
a breach (or attempted breach) of this Agreement by the other Party, to the extent such 
remedies are available to a Party pursuant to Applicable Law (including, without 
limitation, the Crown Proceeding Act (British Columbia)); or 

(b) instituting litigation or other formal proceedings to the extent necessary and available 
pursuant to Applicable Law: 

(i) to enforce arbitration awards or orders for injunctive or other similar relief, 

(ii) to avoid the expiration of any applicable limitations period, or 

(iii) to preserve a position with respect to other creditors. 

27.8 Continuity of Services. 

The Service Provider acknowledges that the timely and complete performance of its obligations pursuant 
to this Agreement is critical to the business and operations of the Province and the continuity of the 
Services. Accordingly, in the event of a Dispute, and at all times before, during and after the Dispute 
Resolution Process: 

(a) the Service Provider will continue to so perform its obligations and to deliver the Services 
under this Agreement in good faith during the resolution of such Dispute; and 

(b) the Province will continue to pay all Fees payable to the Service Provider in accordance 
with the terms of this Agreement, other than those Fees which are in Dispute and withheld 
from payment in accordance with the provisions of Section 15.6 (Disputed Payments). 
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ARTICLE 28- DEFAULT AND TERMJNATION 

28.1 Service Provider Material Breach. 

The Service Provider will be in material breach of its obligations under this Agreement upon the 
occurrence of any one or more of the following events or the events set forth in Schedule 36 (Material 
Breach) (each a "Material Breach"): 

(a) an Event of Insolvency in respect of the Service Provider, the Performance Guarantor or 
the Corporate Guarantor; 

(b) if the Service Provider, the Performance Guarantor or the Corporate Guarantor ceases or 
threatens to cease to carry on business; 

(c) any direct or indirect assignment of this Agreement by the Service Provider contrary to 
the provisions of Section 31.2 (Assignment by the Service Provider); 

(d) there is, without the Approval of the Province, a corporate or other similar structural 
reorganization of the Service Provider, the Performance Guarantor or the Corporate 
Guarantor, except for those corporate or other similar structural reorganizations that: 

(i) do not result in a direct or indirect assignment of this Agreement by the Service 
Provider contrary to the provisions of Section 31.2 (Assignment by the Service 
Provider), 

(ii) do not adversely affect the Performance Guarantee or the Corporate Guarantee in 
any way, or the ability of the Performance Guarantor or the Corporate Guarantor 
to perform their respective obligations under the Performance Guarantee or the 
Corporate Guarantee respectively (including, in the case of the Performance 
Guarantor, to comply with the provisions of the Privacy Obligations), and 

(iii) there is no increased risk of a breach of, or an actual breach of, the Privacy 
Obligations, as determined by the Province in its sole discretion; 

(e) any disclosure of Personal Information pursuant to a Disclosure Order, where any 
director, officer or Manager of the Service Provider or its Subcontractors (or any other 
Person having similar authority to the foregoing) authorizes, permits or acquiesces in the 
disclosure of Personal Information pursuant to a Disclosure Order; 

(f) any storing, allowing access to, disclosure or use of Personal Information contrary to the 
provisions of Freedom of Information and Protection of Privacy Act (British Columbia) 
(without the prior written Approval of the Province as may be permitted under Freedom of 
Information and Protection of Privacy Act (British Columbia)); provided that, before the 
Province requires, in its sole discretion, that the occurrence thereof constitutes a "Material 
Breach" under this paragraph (f), the Province will have regard to all of the surrounding 
circumstances including, without limitation, the nature and significance of the breach, the 
compliance by the Service Provider and its Subcontractors (to the extent applicable) with 
the Province Policies and the Privacy Obligations, whether such breach is an isolated 
occurrence and the bearing thereof on the significance of the breach, and the steps and 
actions taken by the Service Provider (and its Subcontractors, to the extent applicable) to 
remedy or otherwise deal with the breach (including taking appropriate action against the 
Person or Persons involved) and the effectiveness and timeliness of such steps and actions 
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so taken, and whether or not the Personal Information in questions has been successfully 
recovered and whether it was used in any unauthorized way prior to such recovery (it 
being understood that such consideration will in no way prevent or prohibit the Province 
from determining that such breach constitutes a "Material Breach"); 

(g) failing to report the disclosure of Personal Information that is referred to under paragraph 
(f) above to the Province, provided that the Service Provider will not have committed a 
Material Breach of this Agreement pursuant to this paragraph (g) until such time as an 
individual who is a director, officer, Manager or in a Key Position is aware, or ought to 
have been aware, of such unauthorized access, disclosure or use of Personal Information, 
and has been provided with reasonable opportunity to report such unauthorized access, 
disclosure or use to the Province; 

(h) taking action against an employee contrary to the provisions of Section 32 of Schedule 24 
(Privacy Obligations) which affords whistleblower protection to employees, provided 
that: 

(i) where the Service Provider disputes that it has taken action against an employee 
contrary to Schedule 24 (Privacy Obligations), the Service Provider will not 
have committed a Material Breach of this Agreement as a result thereof until 
such matter is determined as between the Service Provider and the employee by 
an agreement in writing, or as a result of an arbitration or court proceeding, as the 
case may be, where all appeals with respect thereto have been exhausted, or the 
time to file an appeal has expired without a notice of appeal having been filed, as 
the case may be, and provided that the Service Provider is proceeding reasonably 
with respect to any dispute with such employee, and 

(ii) in connection therewith, the Province will have regard to all of the surrounding 
circumstances leading up to any such actions taken by the Service Provider 
against the employee, including any use of the whistleblower protection 
provisions by such employee in order to prevent any disciplinary actions being 
taken by thy Service Provider against such employee for other reasons; 

(i) the occurrence of an Service Level Termination Event; 

G) any theft, fraud or other misappropriation of Province funds by the Service Provider, its 
Personnel or its Subcontractors or their External Personnel; 

(k) any matter that is described in this Agreement as constituting a "Material Breach" for 
which no cure period is provided, and if a cure period is provided, then upon the failure of 
the Service Provider to rectifY such breach within the applicable cure period therefor, or 
where such breach is not capable of being rectified within such cure period, then if the 
Service Provider fails to take or continue to take such steps and actions as may be 
necessary to rectifY such breach, and in either case, to the satisfaction of the Province; or 

(I) if the Service Provider breaches or defaults in the performance of any of its other material 
obligations under this Agreement or under any of the other Transaction Documents (other 
than a Service Level), which has an adverse effect upon the Province, and the Service 
Provider fails to rectifY such breach within thirty (30) days (or such longer period as may 
be agreed to by the Province on a case-by-case basis) of its receipt of a written notice 
from the Province requesting it to do so, or where such breach is not capable of being 
rectified within thirty (30) days (or such longer period as may be agreed to by the 
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Province on a case-by-case basis), the Service Provider fails to take or continue to take 
such steps and actions as may be necessary to rectifY such breach, and in either case, to 
the satisfaction of the Province. 

28.2 Remedies of the Province. 

Without the requirement for the Province to resort to the Dispute Resolution Process under Article 27 
(Dispute Resolution) and without limiting any other rights or remedies that the Province may have at law, 
in equity, or as otherwise set forth in this Agreement, upon the occurrence of a Material Breach, the 
Province may invoke any one or more of the remedies set forth in Schedule 37 (Remedies for Material 
Breach). 

28.3 Material Breach by Province. 

The Province will be in material breach of its obligations under this Agreement (a "Province Material 
Breach") if the Province fails to pay when due, subject to Sections 15.5 (Right of Set-Off) and 15.6 
(Disputed Payments), an amount in excess of $1,000,000.00 payable by the Province to the Service 
Provider pursuant to this Agreement that has not been subject to a Dispute (or an agreement between the 
Parties in settlement of a Dispute, whether through arbitration, mediation or otherwise), and the Province 
fails to rectifY such failure within thirty (30) days of its receipt of a written notice from the Service 
Provider of such failure, such notice to state in detail the nature and specifics of the failure. The Service 
Provider may extend such thirty (30) day period, in its sole discretion, for such additional period of time 
upon written notice of such extension to the Province. 

28.4 Remedies of the Service Provider. 

Without the requirement for the Service Provider to resort to the dispute resolution process under Article 
27 (Dispute Resolution) and without limiting any other rights or remedies that the Service Provider may 
have at law, in equity, or as otherwise set forth in this Agreement, upon the occurrence of Province 
Material Breach, the Service Provider may immediately terminate this Agreement by the delivery of a 
Termination Notice to the Province, in which case the provisions of Section 28.7 (Termination Fees) will 
apply. 

28.5 Termination by Province for Convenience. 

Notwithstanding any other provision contained in this Agreement, the Province may terminate this 
Agreement for convenience (for any reason or for no reason) on not less than 12 months prior written 
notice to the Service Provider at any time during the Term. For the purposes of this Section 28.5 
(Termination by the Province for Convenience), the Termination Date will be the date stated in the 
Termination Notice. 

28.6 Termination Notice. 

Any Termination Notice from one Party to the other under this Agreement will specifY the Termination 
Date, the grounds of termination (if applicable), the reasonable particulars of the surrounding 
circumstances giving rise to the grounds of termination, and if the Party providing the Termination Notice 
is the Province, whether any Termination Services will be required by the Province. 

28.7 Termination Fees., 

The responsibilities of the Parties for termination fees in connection with the Termination of this 
Agreement are set out in Schedule 38 (Termination Fees). 
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ARTICLE 29- TERMINATION SERVICES 

29.1 Termination Services. 

During the Termination Assistance Period for each of the Data Centre Services and the Managed 
Services, as applicable, the Service Provider will provide the Province with the following services to 
facilitate the Province's repatriation of the Data Centre Services and/or the Managed Services, as 
applicable, or the orderly transition and migration thereof to an Alternative Service Provider, as the case 
may be, in an orderly, effective and efficient manner, and with minimal disruptions or adverse effect to 
the delivery of the applicable Services (collectively and in each case, the "Termination Services"): 

(a) if the Province intends to consider the use of an Alternative Service Provider, upon the 
Province's request, assistance to the Province with respect to its describing the applicable 
Services that will be the subject of a competitive procurement process, bid specification or 
similar document in respect of the applicable Services provided that if the Parties do not 
enter into a Renewal Agreement for such Services, or if the Province does not provide the 
Service Provider with a notice of its intention to renew pursuant to Section 2.6 (Renewal 
Notice) in respect of such Services, then the Service Provider will provide the Province 
with the services referred to in this paragraph (a) immediately following a request therefor 
from the Province, notwithstanding that such request may be given by the Province earlier 
than the times referred to above in this Section 29.1 (Termination Services); 

(b) cooperation with and assistance to the Province or the Alterative Service Provider in order 
to facilitate the transfer of the applicable Services to the Province or the Alternative 
Service Provider, as the case may be, in an orderly, effective and efficient manner and 
without any material interruptions or adverse effects to the Services so transferred; 

(c) answers to all reasonable questions from the Province or the Alternative Service Provider 
regarding the applicable Services; 

(d) copies of: 

(i) the Documentation in electronic format, hard copy or both, as may be requested 
by the Province including, without limitation, a current listing and copies of all 
documented operational processes and procedures relating to the provision of the 
applicable Services as outlined in the Documentation, and 

(ii) detailed lists and descriptions of all Data Centre Services or Managed Services, 
as applicable, which are then being provided (including volumes, Achieved 
Service Levels, up-to-date process maps, workflow charts, and other available 
policy and procedure documentation), technical information and technical 
descriptive documentation, and documentation of current configurations, to the 
extent not already included in the Documentation; 

(e) subject to applicable privacy laws then in effect and to Section 29.7 (Transfer of 
Personnel), a current listing of all Personnel, and Subcontractors who are individual 
independent contractors (whether retained in their individual capacities or through 
corporate entities), who are performing the applicable Services ("Available Personnel"), 
a description of their roles and specific responsibilities in relation to the applicable 
Services, whether such Available Personnel are on leave or are active in performing the 
applicable Services, and their compensation and benefits entitlements; 
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(f) assistance with the transfer to the Province or the Alternative Service Provider of the 
Available Personnel in accordance with Section 29.7 (Transfer of Personnel); 

(g) assistance with the provision of mutually agreed training for those Persons designated by 
the Province who will be assuming responsibility for the applicable Services following the 
Termination Date; 

(h) copies of Subcontracts relating to the delivery of the applicable Services (whether or not 
expired with the Term of this Agreement), and provided that such Subcontracts were in 
use or otherwise in effect within three (3) years preceding the Termination Date; 

(i) a general list of third person Software licensed and used by the Service Provider during 
the ordinary course of performing the applicable Services (the "Termination Licensed 
Software") on the Termination Date, and the Service Provider will, on the Termination 
Date or if the Service Provider requires the continued use of the Termination Licensed 
Software in order to perform the Termination Services, upon such date that the Service 
Provider no longer requires such use or otherwise on the Expiry of the Termination 
Assistance Period, whichever date is the later, assign and transfer, subject to Schedule 43 
(Software Responsibility Table) all rights and obligations of the Service Provider with 
respect to the Termination Licensed Software to the Province at no additional cost to the 
Province; 

G) a list of any Province Proprietary Software or Service Provider Software and all 
Modifications thereto used in providing the applicable Services, and copies of all 
Software and Modifications thereto which is being licensed to the Province in accordance 
with Article 19 (Intellectual Property and Proprietary Rights), or for which the license is 
being transferred to, or assumed by, the Province or the Alternative Service Provider, and 
all Source Code for such Software and Modifications for which the Service Provider has 
access, custody or control; 

(k) detailed descriptions of the Systems used in the delivery of the applicable Services 
sufficient to permit the Province or the Alternative Service Provider to assume control of 
the provision of the applicable Services or to obtain and implement functional 
replacements therefor; 

(1) assistance with appropriate testing of the Province's transition and migration procedures; 

(m) assistance with respect to the transfer of relevant assets to the Province or the Alternative 
Service Provider in accordance with Section 29.6 (Transfer of Assets, Contracts and 
Software); 

(n) the performance of the Service Provider's obligations under the Termination Assistance 
Plan; 

( o) otherwise provide assistance and information requested by the Province in order to enable 
the smooth transition of the management of the applicable Services from the Service 
Provider to the Province or the Alternative Service Provider; and 

(p) those matters referred to in Section 29.2 (Termination Assistance Plan), Section 29.6 
(Transfer of Assets, Contracts and Software), Section 29.7 (Transfer of Personnel), and 
Section 29.10 (Additional Termination Arrangements). 
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The specific Termination Services to be provided by the Service Provider, including the Termination 
Services in respect of the foregoing, will be described more fully in the Termination Assistance Plan. 

29.2 Termination Assistance Plan. 

As part of the Termination Services, the Service Provider will develop and deliver a mutually agreed to 
termination assistance plan for the transition of the applicable Services from the Service Provider to the 
Province or to the Alternative Service Provider, as the case may be, in the manner set forth in this Article 
29 (Termination Services) (the "Termination Assistance Plan"). For purposes thereof, the Service 
Provider will develop the framework for the Termination Assistance Plan within the first twenty-four (24) 
months following the Hand-Over Date. The framework for the Termination Assistance Plan will be 
reviewed by the Parties through the Governance Process on an annual basis. As part of the Termination 
Services, immediately upon the commencement of the Termination Assistance Period, the Service 
Provider will, in consultation with the Province and such other persons as the Province may direct, 
commence in good faith and with all reasonable diligence to develop the complete Termination 
Assistance Plan based upon the framework described above, and setting out in detail the specific tasks to 
be accomplished by each Party, and a schedule pursuant to which the tasks are to be completed. Such 
Termination Assistance Plan will, at a minimum, provide for the following: 

(a) a communications plan for Personnel, Subcontractors and other interested parties; 

(b) a plan relating to the making of offers of employment to the Available Personnel and the 
transitioning of employees who accept such offers of employment, and all related 
employee benefit arrangements in accordance with Section 29.7 (Transfer of Personnel); 

(c) details of the reversion or transfer of the applicable Systems, the Personal Information, the 
Province Records, other Province Confidential Information, Province Proprietary 
Software and other materials and information to which the Province is entitled upon the 
termination or the expiry of this Agreement or the termination of the Data Centre Services 
or the Managed Services, as the case may be; 

(d) a plan for the transfer of in-complete IMIIT projects, if any; 

(e) a plan for the transfer of tangible personal property and the transfer or assignment of 
applicable contracts; 

(f) support for Systems and Software testing to be carried out by the Province or the 
Alternative Service Provider in connection with the transfer or licensing of any Systems 
and Software; 

(g) employee training; 

(h) any modifications to the applicable Services to be provided during the Termination 
Assistance Period and the date or dates on which responsibility for the provision of the 
applicable Services or portions thereof are to be transferred to the Province or the 
Alternative Service Provider; 

(i) any modifications to the Fees to take into account the planned reduction in Services and 
any increased or decreased costs associated with providing reduced Services over time 
that are agreed to in accordance with Section 29.3 (Quality of Services); 
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G) processes, methods and timelines in respect of the delivery of the Termination Services; 
and 

(k) the anticipated conclusion date for the completion of the Termination Services; 

The Parties will monitor the performance of the Termination Services and the Termination Assistance 
Plan on a regular basis through the Governance Process. The Parties agree to provide to each other 
reasonably sufficient information to create or update the Termination Assistance Plan as required in 
accordance with the terms of this Agreement. The Parties will revise and update the Termination 
Assistance Plan from time to time during the Termination Assistance Period. 

29.3 Quality of Services. 

The quality and level of performance of the Services by the Service Provider during the Termination 
Assistance Period will meet the applicable Service Levels then in effect. The Service Provider will not be 
required to meet the Service Levels with respect to any Services provided during that part of the 
Termination Assistance Period that occurs after Termination, except as may otherwise be agreed between 
the Parties through the Governance Process in the completion of the Termination Assistance Plan. The 
Service Provider will continue to provide the applicable Services during the Termination Assistance 
Period unless the Province expressly requests the permanent or temporary discontinuation thereof (or a 
portion thereof). Any permanent or temporary discontinuation of the applicable Services or any part 
thereof will be set out in the Termination Assistance Plan, or otherwise implemented through the Change 
Order Process. 

29.4 Charges for Termination Services. 

During the Term, the Service Provider will provide the Termination Services in the ordinary course of its 
delivery of the Services at no additional cost or charge to the Province, using all available Personnel and 
External Personnel. Any Termination Services delivered during the Term that have a material impact on 
the delivery and performance of the other Services will be deemed to be a Mandatory Change and will be 
addressed in the manner set forth in Article 7 (Change Order Process). After the Term, all Termination 
Services will be provided at the Standard Time and Materials Rates or Cost-Only Time and Materials 
Rates, as applicable, in accordance with a budget jointly prepared by the Parties and forming part of the 
Transition Assistance Plan and based upon the following: 

(a) where the Termination is as a result of (i) the expiry of an applicable Initial Term or 
Renewal Term, as the case may be, (ii) Province Material Breach or (iii) Province 
Termination for Convenience, the Standard Time and Material Rates will apply; and 

(b) where the Termination is as a result ofthe Material Breach of the Service Provider, the 
Cost-Only Time and Material Rates will apply. 

29.5 Extension ofTermination Services. 

If the Province is unable to complete the transition of the applicable Services to the Province or the 
Alternative Service Provider, as the case may be, by the end of Termination Assistance Period, then upon 
not less than six (6) months prior written notice to the Service Provider, the Province may elect to extend 
the Termination Assistance Period for one (1) additional period of up to six (6) months beyond the then
effective date of the expiry of the Termination Assistance Period. 
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29.6 Transfer of Assets, Contracts and Software. 

Upon Termination, for any reason, of this Agreement, the Data Centre Services or the Managed Services, 
as the case may be, and in connection with the transfer of the responsibility for the performance of the 
applicable Services to the Province or the Alternative Service Provider, as the case may be, the following 
provisions will apply: 

(a) the Provinc;:e or the Alternative Service Provider, as the case may be, will have the right 
(but not the obligation, unless specifically provided otherwise elsewhere in this 
Agreement) to purchase, or assume the lease of (as applicable), all applicable Dedicated 
Assets and applicable Designated Contracts (as they relate to the Data Centre Services or 
the Managed Services, as the case may be) from the Service Provider, and the Service 
Provider will, if such option is exercised, transfer, sell and assign the same to the Province 
or the Alternative Service Provider, as applicable, on the following terms: 

50634902.9 

(i) unless otherwise agreed in writing between the Parties or pursuant to the terms of 
the final Termination Assistance Plan, the effective date of transfer of such 
Dedicated Assets and Designated Contracts from the . Service Provider to the 
Province or the Alternative Service Provider, as the case may be, will be on the 
Termination Date, 

(ii) the Service Provider will be responsible, at its own cost and expense, for 
obtaining all necessary consents, approvals, authorizations, notices, requests and 
acknowledgements necessary to assign, transfer and convey such Designated 
Assets and Designated Contracts to the Province or the Service Provider 
hereunder, together with all applicable third party and Service Provider 
warranties associated therewith, 

(iii) the purchase price for such Dedicated Assets owned (and not leased) by the 
Service Provider will be the fair market values of such assets, which the Parties 
agree will be an amount equal to the net book value of such Dedicated Assets on 
the books and records of the Service Provider, recorded in accordance with 
GAAP, 

(iv) the Service Provider will sell such Dedicated Assets to the Province or the 
Alternative Service Provider on an "as-is" basis, free and clear of all Liens, 

(v) notwithstanding the provisions of clause (iv) above, upon the exercise of the 
option to purchase such Dedicated Assets as contemplated under this paragraph 
(a), and prior to the selection of such Dedicated Assets by the Province or the 
Alternative Service Provider for transfer hereunder, the Service Provider will 
provide the Province with a written notice setting forth which, if any, of such 
Dedicated Assets are not in good working order, normal wear and tear excepted, 
or are not eligible (where applicable) for maintenance and support services 
without payment of additional fees or expenses other than ordinary ongoing 
maintenance and support charges, 

(vi) in the case of Dedicated Assets leased by the Service Provider for which the 
Province or the Alternative Service Provider wishes to acquire the lease, the 
Service Provider will assign the lease of such Dedicated Assets to the Province or 
the Alternative Service Provider, on an "as-is" basis free and clear of all Liens 

- 108-
Page 117 
CTZ-2013-00110



other than the interest of the lesser thereof, or such Liens as may have been 
granted therein by the lessor, and 

(vii) any and all transfer and title fees, Taxes and charges in connection with the 
transfer of such Dedicated Assets under this Section will be borne by the 
Province; 

(b) in respect of any Termination Licensed Software that is being used by the Service 
Provider to provide the applicable Services (other than off-the-shelf shrink wrap or clip 
wrap Software), at the option of the Province or the Alternative Service Provider, the 
Service Provider will transfer or assign the license for such Termination Licensed 
Software to the Province or the Alterative Service Provider, as the case may be, at no 
additional cost (other than the requirement for the Province or the Alternative Service 
Provider to pay ongoing license and maintenance fees, if applicable, in respect of such 
license); 

(c) at the time that the Service Provider licenses any Termination Licensed Software (for use 
on a dedicated basis for use in providing the Services ((other than off-the-shelf shrink 
wrap or click wrap Software), the Service Provider will use reasonable efforts to obtain 
the right to transfer or assign the license upon Termination to the Province or the 
Alternative Service Provider in accordance with the provisions of paragraph (b) above at 
no additional charge to be paid to the licensor; and 

(d) to facilitate the Province's or the Alternative Service Provider's acquisition of such 
Dedicated Assets, Designated Contracts and Termination Licensed Software, the Service 
Provider agrees (where commercially practical and subject to express provisions 
otherwise set forth in this Agreement) to acquire any material assets, Software and other 
rights in a manner that will enable the Service Provider to transfer the same to the 
Province or the Alternative Service Provider without the need to obtain and further 
consents upon the Termination of the Agreement. In the event that the Service Provider is 
not able to obtain such rights of transfer without having to obtain any further consents at 
the time of acquisition of any material assets, Software or rights, then the Service Provider 
will give the Province notice of the same prior to making such acquisition. 

29.7 Transfer of Personnel. 

Upon the Termination of this Agreement, and subject to Applicable Laws, the Province and the 
Alternative Service Provider will have the right to extend offers of employment to Available Personnel on 
such reasonable terms and conditions as the Province or the Alternative Service Provider, as the case may 
be, may determine. The Service Provider will provide access to such Available Personnel and will not 
interfere with the recruitment efforts of the Province or the Alternative Service Provider in respect of the 
Available Personnel. 

29.8 Service Provider Severance Costs. 

Except as expressly provided in Section 29.9 (Province Severance Costs), the Service Provider will be 
solely liable for any severance, termination or other payments which the Service Provider or an Affiliate 
of the Service Provider makes, or is required to make, to any of its employees or contractors who do or do 
not accept the offer of employment made by the Province or the Alternative Service Provider in 
accordance with Section 29.7 (Transfer of Personnel), or who do or do not receive an offer of 
employment from the Province or the Alternative Service Provider, as the case may be, upon Termination 
of this Agreement for any reason. 
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29.9 Province Severance Costs. 

With respect to any non-executive Available Personnel of the Service Provider as of the Termination 
Date, and who do not receive offers of employment from the Province or the Alternative Service Provider 
(the "Retained Employees"), the Service Provider will have the right to seek reimbursement from the 
Province of the Severance Amount actually paid to any such Retained Employees in respect of the 
termination of their employment on a without cause basis, provided that: 

(a) the Retained Employees are terminated on a without cause basis in connection with the 
Termination within thirty (30) days of the Termination Date; 

(b) the Service Provider gives written notice to the Province requesting reimbursement not 
less than fifteen ( 15) days in advance of the intended date of termination of such Retained 
Employees, such notice to include the name of the Retained Employees whose 
employment will be terminated by the Service Provider, the proposed Severance Amount, 
the position and responsibilities of the Retained Employees, and the number of years of 
employment with the Service Provider (including any continued employment previously 
with the Province or its prior subcontractor); 

(c) the Severance Amount is reviewed and Approved by the Province, acting reasonably and 
having regard to the requirements of any collective agreement governing the employment 
of such Retained Employees and Applicable Law; 

(d) the Service Provider terminates the employment of such Retained Employees and pays the 
approved Severance Amount to such terminated Retained Employees within sixty (60) 
days of the Termination Date; 

(e) the Service Provider provides evidence, as may be required by the Province, as to the 
termination of such Retained Employees and the payment of the approved Severance 
Amount to such terminated Retained Employees; 

(f) to the extent that the Service Provider is entitled to require a release in connection with the 
payment of the Severance Amount, the Service Provider provides to the Province an 
originally signed release from such terminated Retained Employees releasing any and all 
liabilities and obligations of the Province to such terminated Retained Employees; and 

(g) with respect to any Retained Employees who are providing the Termination Services to 
the Province under this Agreement, the dates set forth above in this Section 29.9 
(Province Severance Costs) will be calculated from and after the last date on which the 
Termination Services are so provided by such Retained Employees to the Province 
hereunder, instead of from the Termination Date. 

If the Province does not agree with or Approve the proposed Severance Amounts, then the 
Province will forthwith notify the Service Provider and the Service Provider will then consult 
with the Province and propose an alternate Severance Amount acceptable to the Province, acting 
reasonably. If the Parties are unable to agree upon the Severance Amount as between themselves 
for purposes of reimbursement under this Section 29.9 (Province Severance Costs), and 
regardless of any amount actually paid by the Service Provider to the terminated Retained 
Employees, then the matter will be a Dispute to be settled in accordance with the Dispute 
Resolution Process, and the provisions of Article 27 (Dispute Resolution) will survive the 
termination of this Agreement for purposes thereof. The Province will pay the Service Provider 
the Approved Severance Amount for the terminated Retained Employees pursuant to this Section 
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29.9 (Province Severance Costs) within thirty (30) days of the above conditions being satisfied, 
including the settlement of and Disputes pursuant to the Dispute Resolution Process. 

29.10 Additional Termination Arrangements. 

Without limiting the provisions of this Article 29 (Termination Services), if this Agreement is Terminated 
for any reason, then the Service Provider will, effective on the completion of the Termination Services or 
such other date as may be agreed to between the Parties or as otherwise contemplated in this Article 29 
(Termination Services): 

(a) peacefully leave and cause its Personnel and External Personnel to peacefully leave any 
Province facilities made available to the Service Provider in connection with providing the 
Services under this Agreement, and return to the Province and cause its Personnel and 
External Personnel to return all keys and access cards to such applicable facilities; and 

(b) deliver to the Province all Documentation and other files, records and documents relating 
to the Services and all Province Confidential Information in whatever format, form, 
condition or media which are then in the possession or control of the Service Provider, or, 
at the request of the Province, destroy any Province Confidential Information and provide 
the Province with confmnation of the same. 

29.11 Equitable Remedies of the Province. 

The Service Provider acknowledges that the Province would suffer irreparable harm if the Service 
Provider breached (or attempted or threatened to breach) its obligations to provide Termination Services 
to the Province in accordance with and pursuant to the terms of this Agreement. In such event, the 
Province may proceed directly to a court of competent jurisdiction without having to exhaust or utilize the 
Dispute Resolution Process set forth in Article 27 (Dispute Resolution). If such court should fmd that the 
Service Provider has breached (or attempted or threatened to breach) any such obligations, then the 
Service Provider will not, without any additional findings of irreparable injury, harm or other conditions 
to injunctive relief, oppose the entry of an appropriate order compelling performance by the Service 
Provider and restraining the Service Provider from any further breaches (or attempted or threatened 
breaches) of its obligation to provide Termination Services hereunder. 

29.12 Other Liabilities. 

For greater clarification, in no event will the Province or the Alternative Service Provider assume or be 
liable for, and the Service Provider hereby agrees to indenmify the Province and any Alternative Service 
Provider from and against, any liabilities or obligations of the Service Provider not expressly assumed 
under this Agreement or in any other written agreement signed by the Province or the Alternative Service 
Provider, as the case may be. 

ARTICLE 30- FORCE MAJEURE AND LABOUR DISRUPTION 

30.1 Notice of Force Majeure Event. 

If either Party is prevented from, or delayed in performing any of its obligations under this Agreement as 
a result of a Force Majeure Event, or in anticipation of the occurrence of a Force Majeure Event, then the 
Party claiming the Force Majeure Event (or anticipation of the Force Majeure Event) will promptly notify 
the other Party by telephone (which does not include, for greater clarification, leaving a voice mail 
message). That Party will also provide the other Party with a follow up written notice within two (2) 
Business Days of such Party becoming aware of the potential non-performance or delay, of the particulars 

50634902.9 

-Ill-
Page 120 
CTZ-2013-00110



of the Force Majeure Event (or anticipation of the Force Majeure Event) including details of the nature of 
the event, its expected duration and the obligations under the Agreement that will be affected by the Force 
Majeure Event (or anticipation of the Force Majeure Event). The Party claiming the Force Majeure Event 
(or anticipation of the Force Majeure Event) will continue to furnish reasonable reports with respect 
thereto to the other Party on a timely basis during the continuance of the Force Majeure Event. The 
notice requirements of this Section are in addition to any notices that may be required pursuant to Article 
17 (Business Continuity). 

30.2 Mitigation of Force Majeure Event. 

Where a Party becomes aware of the occurrence of an event, condition or circumstance that could 
reasonably be expected to cause such Party to claim a Force Majeure Event, then that Party will use 
reasonable efforts to prevent or avoid such event, condition or circumstance developing into a Force 
Majeure Event, to the extent possible. Failing prevention of the occurrence of such Force Majeure Event 
by the use of such efforts, the Party claiming the Force Majeure Event will, during the continuance of 
such Force Majeure Event, use reasonable efforts to mitigate and minimize the effect of such Force 
Majeure Event, to reduce and minimize any ensuing delay or interruption in the performance of its 
obligations under this Agreement, and to recommence performance of its obligations under this 
Agreement whenever and to whatever extent possible and without delay. For greater clarification, where 
a Force Majeure Event affects performance of the obligations of both Parties under this Agreement, then 
both Parties may claim the same Force Majeure Event for purposes of this Article 30 (Force Majeure and 
Labour Disruption). Notwithstanding the foregoing, upon the occurrence or expected occurrence of a 
Force Majeure Event, the Service Provider will forthwith implement the Business Continuity Plan. 

30.3 Application of Business Continuity Plan. 

Upon the occurrence or expected occurrence of a Force Majeure Event the Service Provider will forthwith 
implement the Business Continuity Plan as contemplated in accordance with the terms thereof. 

30.4 Consequences of Force Majeure Event. 

Subject to the provisions of Section 30.3 (Application of Business Continuity Plan), during the occurrence 
of a Force Majeure Event, the obligations of the Party claiming the Force Majeure Event will be 
suspended, but only to the extent that such Party's obligations cannot be performed or are delayed as a 
result of the Force Majeure Event, and such Party will not be considered to be in breach or default under 
this Agreement for the period of such occurrence. The suspension of performance will be no greater in 
scope and of no longer duration than is reasonably required to adjust for effects of the Force Majeure 
Event, to the extent reasonably possible to do so. For greater clarification, no obligation of either Party 
that existed prior to the Force Majeure Event causing the suspension of performance will be excused as a 
result of the Force Majeure Event, unless such obligation is a continuing obligation, the performance of 
which is affected by the Force Majeure Event. During any Force Majeure Event, the Province may, in its 
discretion, exercise any one or more of the following remedies: 

(a) during the period of time such Force Majeure Event remains in effect, not pay that portion 
of the Fees in respect of any Services so affected by the Force Majeure Event; and 

(b) procure or otherwise obtain alternative services from any Person in replacement for or 
substitution of the affected Services during the period of time that the Force Majeure 
Event remains in effect, and for greater clarification, includes right of the Province to use 
the Fees so withheld from the Service Provider in accordance with paragraph (a) above to 
pay any such other Person for the alternative services. 
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30.5 Establishing a Force Majeure Event. 

The Party claiming that a Force Majeure Event has occurred will bear the burden of proving the existence 
of such a Force Majeure Event and the consequences of such event. 

30.6 Labour Disruption. 

In the event of an occurrence or potential occurrence of a Labour Disruption preventing or delaying the 
performance of the obligations of the Service Provider under this Agreement, the Service Provider will: 

(a) promptly notify Province by telephone of the particulars of the Labour Disruption 
including details of the nature of the Labour Disruption, its expected duration and the 
obligations of the Service Provider under this Agreement that will be affected by such 
Labour Disruption; and 

(b) continue to furnish reasonable reports with respect to the status of the Labour Disruption 
to the Province on a timely basis during the continuance of the Labour Disruption. 

In respect of the foregoing notice to the Province, the Service Provider may leave a voicemail message 
with the Province if necessary, but such voicemail message will not be deemed to be notice until actual 
voice contact is made, and the Service Provider will follow-up with written notice within three (3) 
Business Days of any verbal contact. Prior to claiming a Labour Disruption, the Service Provider will use 
its reasonable efforts to prevent or avoid the Labour Disruption, but not to the extent that the Service 
Provider would suffer substantial harm to its own commercial interests. 

30.7 Effect of Labour Disruption. 

A failure to provide any Services as a result of a Labour Disruption will not give rise to a Material Breach 
under this Agreement provided that the Service Provider continues to perform and provide the disrupted 
Services as soon as possible and continues to so use such efforts until the affected Services are restored. 

30.8 Other Remedies. 

During a Labour Disruption, the Province may, in its discretion, exercise any one or more of the 
following remedies in respect of the Services: 

(a) not pay the Fees in respect of such other Services so affected (other than direct additional 
costs incurred by the Service Provider related to a partial delivery of such Services) during 
the period of time that the Labour Disruption remains in effect and such Services are 
disrupted or delayed; and 

(b) procure or otherwise obtain alternative services from any Person in replacement for or 
substitution of the affected Services during the period of time that the Labour Disruption 
remains in effect and such Services are disrupted or delayed, and to off-set or deduct any 
costs thereof that are in excess of the Fees withheld pursuant to paragraph (a) above 
against any other Fees payable to the Service Provider under this Agreement. 

30.9 Suspension of Maximum Credit Amount. 

During the continuance of a Labour Disruption, the application of the Weightings for determining the 
Service Level Credits for those Services that are directly affected by the Labour Disruption will be 
suspended, such that the occurrence of the Labour Disruption will not adversely affect the requirement of 
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the Service Provider to pay the Service Level Credits in respect thereof, unless the Service Provider has 
failed to comply with this Article 30 (Force Majeure and Labour Disruption) including, without 
limitation, the requirement of the Service Provider to remedy the failure and to perform and provide the 
Services caused by the Labour Disruption. 

ARTICLE 31- ASSIGNMENT 

31.1 Assignment by Province. 

The Province may assign at any time, in its sole discretion, and without the Approval of the Service 
Provider but upon prior written notice, this Agreement in whole or in part, or sublicense any right or 
benefit set forth in this Agreement to any government, public sector or Crown entity, body or authority. 
Nothing in this Section will limit, or be deemed to limit, any rights granted in this Agreement with respect 
to Alternative Service Providers. 

31.2 Assignment by Service Provider. 

The Service Provider will not, either directly or indirectly, in whole or in part, assign this Agreement or 
any rights, duties, obligations or interests of the Service Provider under this Agreement, without the prior 
written consent of the Province, which consent may be given or withheld in the sole and absolute 
discretion of the Province. For the purpose of this Agreement, the following will be deemed to be an 
assignment: 

(a) the amalgamation of the Service Provider or the Performance Guarantor with any other 
entity other than amalgamations with other Affiliates of the Service Provider that do not: 

(i) cause a change in the Corporate Control of the Service Provider or the 
Performance Guarantor that would not be permitted under paragraph (d) below, 

(ii) result in direct foreign ownership of any kind of the Service Provider, or 

(iii) result in the Service Provider or the Performance Guarantor ceasing to be a 
Canadian Entity; 

(b) an assignment by operation of law (but not including assignments by operation of law as a 
result of amalgamations permitted under paragraph (a) above); 

(c) a sale of all or substantially all of the assets or undertaking of the Service Provider, the 
Performance Guarantor or the Corporate Guarantor; 

(d) a direct change in the Corporate Control of the Service Provider or the Performance 
Guarantor, other than a direct change in Corporate Control of the Performance Guarantor 
in circumstances where: 
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(ii) any such change in Corporate Control does not adversely impact or otherwise 
adversely affect the Performance Guarantee or the Corporate Guarantee, as 
determined by the Province in its discretion; or 

(e) any direct foreign ownership of any kind of the Service Provider. 

Any attempt by the Service Provider to so assign all or any part of this Agreement or any of the Service 
Provider's rights, duties, obligations or interests under this Agreement, without the prior written consent 
of the Province, will be null and void and without effect, and will constitute a Material Breach of this 
Agreement under Subsection 28.l(k) (Service Provider Material Breach), giving rise to the right of the 
Province to terminate this Agreement. For greater clarification, at no time will the Province consent to 
any assignment where such assignment could in any manner expose any Personal Information to any 
increased risk of access, use or disclosure contrary to the terms of this Agreement. Notwithstanding the 
foregoing, the Subcontracting by the Service Provider of any of its rights, duties, obligations or interests 
under this Agreement in accordance with the provisions of Article 12 (Subcontractors) will not constitute 
or be deemed to constitute an assignment under this Section 31.2 (Assignment by Service Provider). 

ARTICLE 32- CONTRACTUAL RELATIONSIDP 

32.1 Relationship of the Parties. 

Except as otherwise set forth in this Agreement: 

(a) nothing in this Agreement will be construed to grant the Service Provider any right to act 
as an agent for or on behalf of the Province, including with respect to the Stakeholders, 
the Clients, third parties or any other Person; and 

(b) the Service Provider has no authority to bind, and will not bind or purport to bind, the 
Province with respect to any such Stakeholders, Clients, third parties or any other Person 
with respect to the performance of the Services or any matter relating to the Services, 
without the express Approval of the Province. 

For greater clarification, the use by the Service Provider of the Province Marks in performing the Services 
under this Agreement, and the assumption by· the Service Provider or its Affiliates of any Assigned 
Contracts, will not be, or be deemed to be, an act of the Service Provider (or its Affiliates, as applicable) 
as agent for and on behalf of the Province, and in all such cases the Service Provider (or its Affiliates, as 
applicable) will be, and will be deemed to be, acting on its own behalf, in its own right and as a 
independent contractor. The Service Provider expressly agrees not to act or to purport to act as agent for 
and on behalf of the Province, and not to bind or to purport to bind the Province, unless authorized to do 
so by express and prior Approval of the Province. 

32.2 No Partnership or Joint Venture. 

This Agreement establishes, and will only be construed as establishing, a contract between unrelated 
business entities for the provision of certain services, and does not and will not be construed or deemed to 
create or constitute a partnership or joint venture relationship between the Parties. Each Party hereby 
expressly disclaims any intention to create a partnership or a joint venture with respect to the subject 
matter of this Agreement. Each Party will be independently and solely responsible for all obligations 
arising in connection with its own employees (including any obligations incumbent upon such Party as an 
employer, such as the payment of benefits, and the withholding and remittance of applicable source 
deductions, in respect of its employees). 
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32.3 Conflict of Interest. 

At no time during the Term will the Service Provider or its Personnel directly or indirectly engage in any 
activity, business or undertaking that could create a conflict of interest or perceived conflict of interest 
with the Province in respect of all or any part of the Services (it being acknowledged by the Parties that 
the different economic interests of the Parties in and of itself will not be deemed to be a conflict of 
interest under this Section). In connection therewith, the following provisions will apply: 

(a) where the Service Provider becomes aware of any act, omission or event that could be 
construed as creating a conflict of interest or a perceived conflict of interest in respect of 
all or any part of the Services, or where the Service Provider is uncertain as to whether or 
not a conflict of interest or a perceived conflict of interest could exist in a particular 
situation, the Service Provider will immediately notify the Province of the same; 

(b) the Service Provider will abide by any direction given by the Province in respect of any 
such act, omission or event, except where the Service Provider reasonably disagrees with 
such direction from the Province, in which case such matter will be deemed to be a 
Dispute and will be resolved in accordance with the Dispute Resolution Process; 

(c) if such Dispute is settled by arbitration, then the Dispute will be determined by the 
arbitrator (or arbitrators) in accordance with any Province Policies. or processes 
demonstrably utilized or held by the Province in respect of conflicts of interest; 

(d) the Province retains the right to prohibit any Person (including any Subcontractor or 
Supplier to of the Service Provider) from taking any action, delivering any Services or 
otherwise participating in any manner with respect to the Services or to this Agreement 
where the Province determines, in its sole opinion, that such Person's current or past 
corporate or other interests may give rise to a conflict of interest in connection therewith; 
and 

(e) any determination or direction by the Province in respect of paragraph (d) above will be 
based upon such information as the Province, in its sole discretion, determines to be 
relevant. 

32.4 Code of Conduct and Standards. 

The Service Provider will at all times comply, and will cause its Personnel to comply, with the Service 
Provider code of conduct policy, a copy of which is attached to this Agreement as Schedule 39 (Service 
Provider Code of Conduct), as such policy is revised from time to time upon written notice to the 
Province. The Service Provider will also require its Personnel to conduct themselves in a manner 
consistent with the "conflicts of interests" guidelines as set forth in the Standards of Conduct for Public 
Services Employees (British Columbia), a copy of which has been provided by the Province to the Service 
Provider, as such standard is revised by the Province from time to time upon notice to the Service 
Provider (but excepting out compliance with any such revised standards that could reasonably result in 
adverse labour relations between the Service Provider and those of its Personnel who are governed by a 
collective agreement then in force). Should there be a conflict or inconsistency between the Service 
Provider code of conduct policy and the Province's the Standards of Conduct for Public Services 
Employees (revised from time to time as previously provided), then the higher or more stringent code of 
conduct, policy or standard will govern. 
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32.5 Province's Conflict oflnterest Policy. 

The Service Provider represents, warrants and covenants that none of its members or employees has 
given, and nor will they give, any commissions, payments, kickbacks, lavish or excessive entertainment, 
or other inducements of more than minimal value in any form to any employee or agent of the Province in 
connection with this Agreement. The Service Provider acknowledges that the giving of any such 
inducements or gifts is strictly in violation ofthe Province's policy on conflicts of interest, and may result 
in cancellation of this Agreement and all future contracts between the Parties. The Service Provider 
acknowledges that it has read the Province's policy on conflicts of interest, and it agrees that it will abide 
by such policy during the Term, as such policy is revised from time to time upon reasonable notice to the 
Service Provider. 

ARTICLE 33- MISCELLANEOUS 

33.1 Notice. 

Unless specifically provided otherwise in this Agreement, including through the Governance Process, 
wherever any notice, communication, demand, invoice, Approval or other document is required or 
permitted to be given, sent or delivered by one Party to another under this Agreement, then it will be in 
writing and may be delivered personally, by facsimile or sent by a recognized courier service (and for 
greater clarification, no notice, demand or Approval required or permitted to be given under this 
Agreement will be, or be deemed to be, effective or delivered if given by email). Any such notice, 
communication, demand, invoice, Approval or other document so personally delivered or sent by 
facsimile or courier will be deemed to be given when actually received and will be addressed as follows: 

To the Province: 

The Province of British Columbia 
4000 Seymour Place 

. Victoria, British Columbia 
V8W9Vl 

Attn: Executive Director, Enterprise Hosting Solutions, Workplace Technology Services 
Fax: (250) 387-2907 

To the Service Provider: 

EDS Advanced Solutions 
Suite 2200 - 4464 Markham Street 
Victoria, British Columbia 
V8Z7X8 

Attn: President 
Fax: (250) 405-4522 

(· 

Either Party may change its address or facsimile number for notices upon giving prior written notice of 
the change to the other Party in the manner provided above. 

33.2 Appropriation and Approvals. 

Notwithstanding any other provision of this Agreement, the payment of money by the Province to the 
Service Provider under this Agreement is subject to: 

50634902.9 

- 117-
Page 126 
CTZ-2013-00110



(a) there being sufficient monies available in an appropriation, as defined in the Financial 
Administration Act (British Columbia), to enable the Province to make that payment; and 

(b) Treasury Board, as defmed in the Financial Administration Act (British Columbia), not 
having controlled or limited, under the Financial Administration Act (British Columbia), 
expenditure under any appropriation referred to in paragraph (a) above. 

33.3 Severability. 

If any provision contained in this Agreement or its application to any Person or circumstance will, to any 
extent, be invalid or unenforceable, then the remainder of this Agreement or the application of such 
provision to Persons or circumstances other than those to which it is held invalid or unenforceable, will 
not be affected, and each provision of this Agreement will be separately valid and enforceable to the 
fullest extent permitted by law. In addition, any provision of this Agreement which is prohibited or 
unenforceable in any jurisdiction will not invalidate the remaining provisions hereof, and any such 
prohibition or unenforceability in any jurisdiction will not invalidate or render unenforceable such 
provision in any other jurisdiction. In respect of any provision determined to be unenforceable or invalid 
in a court having competent jurisdiction, the Parties agree to negotiate in good faith to replace the 
unenforceable or invalid provision with a new provision that is enforceable and valid in order to give 
effect to the business intent of the original provision to the extent permitted by Applicable Law, and in 
accordance with the intent of this Agreement. For greater clarification, if the application of any provision 
of this Agreement, either generally or in a particular situation, would require a Party to act in a manner 
contrary to Applicable Law, then such provision will be deemed to be stricken from this Agreement 
(either generally or in such particular situation, as appropriate), and the affected Party will not be in 
breach of the Agreement or liable for damages for complying with such Applicable Law. 

33.4 Entire Agreement. 

This Agreement and the Schedules to this Agreement, together with the other Transaction Documents, 
and all other documents or agreements referred to in this Agreement, the Schedules and the other 
Transaction Documents, constitute the entire agreement among the Parties with respect to the subject 
matter hereof, and cancel and supersede any other prior agreements, undertakings, declarations, 
commitments, representations, warranties, conditions, promises and understandings, whether written or 
oral, express or implied, statutory or otherwise among the Parties with respect to the subject matter of this 
Agreement. 

33.5 Amendments. 

No term or provision of this Agreement may be amended except by written instrument signed by each of 
the Parties, by a Change Order as contemplated in Article 7 (Change Order Process), or by a unilateral 
notice of declaration given or made by one Party pursuant to the terms of this Agreement, in respect of a 
change or amendment that such Party is entitled to make under the terms of this Agreement without the 
requirement for the Approval of the other Party, if any. 

33.6 No Liens or Charges against Provincial Assets. 

Except as expressly provided in this Agreement, the Service Provider covenants and agrees to protect and 
keep free of all assets used in the provision of the Services and assets of the Province from any and all 
Liens, other than interests of a lessor in any leased assets or Liens granted by any lessor in such leased 
assets. If any such Lien is filed, then the Service Provider will immediately notify the Province by 
providing a copy of the Lien claim, and will cause such Lien to be satisfied or otherwise discharged 
within ten (10) Business Days. If any such Lien is filed or otherwise imposed, and the Service Provider 
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does not cause such Lien to be released and discharged forthwith, then the Province has the right, but not 
the obligation, to pay all sums necessary to obtain such release and discharge, or otherwise cause the Lien 
to be removed to the satisfaction of the Province, from funds retained from payment then due or thereafter 
to become due as Fees payable to the Service Provider under this Agreement. 

33.7 Waiver. 

Failure by a Party to insist in any one or more instances upon the strict performance of any one of the 
terms, provisions or covenants contained in this Agreement will not be construed as a waiver or 
relinquishment of such term, provision or covenant. No consent or waiver, express or implied, by a Party 
to or of any breach or default by another Party in the performance by such other Party of any term, 
provision or covenant under this Agreement will be deemed or construed to be a consent or waiver to or 
of any other breach or default such other Party under this Agreement. No waiver of any breach of any 
term, provision or covenant of this Agreement will be effective or binding unless made in writing and 
signed by the waiving Party. 

33.8 Further Assurances. 

Each of the Parties will, from time to time, execute and deliver all such further documents and 
instruments and do all such further acts and things as the other Party may reasonably require to carry out 
or better evidence or perfect the full intent and meaning of this Agreement. 

33.9 Obligations as Covenants. 

Each obligation of a Party in this Agreement, even though not expressed as a covenant, is considered for 
all purposes to be a covenant. 

33.10 Transaction Fees. 

Each Party will be responsible for and pay its respective legal and accounting costs and other expenses 
incurred in connection with the preparation, execution and delivery of this Agreement (including all prior 
steps and actions taken in respect to the JSRFP), the other Transaction Documents and all other 
documents and instruments prepared, executed or delivered pursuant thereto or to this Agreement. 

33.11 Survival. 

Unless otherwise provided in this Agreement, the following provisions, including the obligations of the 
Service Provider and the Province thereunder will survive the expiration or termination of this 
Agreement: 

• Section 1.4 (Interpretation); 

• Section 1.5 (Acting Reasonably); 

• Section 2.11 (Termination Assistance); 

• Section 2.12 (Effect of Termination); 

• Section 3.10 (Effect ofTermination Prior to Hand-Over Date); 

• Section 10.1 (Use of Province Marks); 

• Section 10.4 (Publicity); 

• Section 12.1 (Responsibility for Subcontractors); 
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• Section 14.1 (Maintenance of Records) 

• Section 14.3 (Custody of Province Records); 

• Section 14.4 (Control of Province Records) 

• Section 14.5 (Final Return of Province Records); 

• Section 14.7 (Storage and Disposal of Records); 

• Section 14.8 (Locations of Records); 

• Article 15 (Fees and Payment Terms); 

• Section 16.2 (Foreign Discourse); 

• Section 16.6 (Safeguarding Corifidential Information); 

• Section 16.7 (Permitted Disclosures and Use ofCorifidential Iriformation); 

• Section 16.8 (Province Permitted Disclosure); 

• Section 16.9 (Exceptions to Obligations ofCorifidentiality); 

• Section 16.10 (Disclosures Compelled by Law); 

• Section 16.11 (Disclosure of Personal Information); 

• Section 16.12 (Court Order Disclosure); 

• Section 16.13 (Notification of Unauthorized Use of Corifidential Information); 

• Section 16.14 (Breach ofConfidentiality); 

• Section 16.15 (No Rights to Confidential Information 

• Section 19.1 (Ownership of Province Assets); 

• Section 19.2 (Ownership of Province Proprietary Software); 

• Section 19.5 (Assignment of Intellectual Property); 

• Section 19.6 (Service Provider Personnel, Subcontractors and External Personnel); 

• Section 19.10 (License to Use SP Proprietary Software); 

• Section 19.17 (Use of Confidential Iriformation in License Rights); 

• Section 20.13 (Termination of Rights to Province Shared Irifrastructure); 

• in respect of an audit conducted by the Province of the last Contract Year, Section 
22.1 (Access Rights), Section 22.2(Examination and Copies), Section 22.4 (Audit 
Rights), Section 22.5 (Costs, and Section 22.7 (General Principles); 

• Section 23.3 (FOIPPA Inspections); 

• Article 25 (Indemnification, Liability and Guarantees); 

• Article 27 (Dispute Resolution); 

• Section 28.7 (Termination Fees); 

• Article 29 (Termination Services); 

• Section 31.2 (Assignment by Service Provider); 
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• Section 33.11 (Survival); 

• Schedule 23 (Fees); 

• the Performance Guarantee and the Corporate Guarantee; and 

• any other provisions of this Agreement which are required for the proper 
interpretation thereof. 

In addition, any liabilities or obligations of either Party arising before Termination of this Agreement or 
arising out of the events causing such Termination, and any damages or other remedies to which a Party 
may be entitled under this Agreement, whether at law or in equity, arising from any breach of such 
obligations of a Party and any other provisions herein, the nature and intent of which is to survive 
Termination of this Agreement, will survive and will not be affected by the expiration or Termination of 
this Agreement. 

33.12 Language. 

The Parties have agreed that this Agreement and all documents related to this Agreement will be drafted 
in the English language. Les parties aux presentes ont convenu que cette convention et tous les 
documents qui s'y rapportent soient rediges en langue anglaise. 

33.13 Governing Law. 

(a) This Agreement will be governed by and construed in accordance with the laws, other 
than choice of law rules, of the Province of British Columbia. Any matter regarding the 
interpretation and application of this Agreement or the other Transaction Documents, and 
all disputes arising under or in connection with this Agreement or the other Transaction 
Documents will, subject to Article 27 (Dispute Resolution), be within the exclusive 
jurisdiction of the courts ofBritish Columbia, as stipulated in the following paragraph. 

(b) Subject to Article 27 (Dispute Resolution), the Parties irrevocably agree to and hereby 
accept and attorn to the exclusive jurisdiction of the Courts of British Columbia for any 
and all Claims that they may have related in any way to this Agreement and its renewal or 
non-renewal, and all Disputes relating hereto or hereunder, and the Parties irrevocably 
covenant and agree not to commence any action or bring any Claim in any forum 
whatsoever, be it domestic, foreign or international (including, but not limited to the North 
American Free Trade Agreement), relating in any way to this Agreement or its renewal or 
non-renewal or any Dispute relating hereto or hereunder. 

(c) The Parties further agree that, should any third party initiate any action under any of the 
dispute settlement provisions of the World Trade Organization Agreement or the North 
American Free Trade Agreement (including but not limited to Chapter Eleven thereof), in 
any way relating to this Agreement, then no Party will provide any assistance whatsoever 
(including, without limitation, fmancial assistance, access to documents and access to 
personnel) to such third party to pursue any such action. The Parties will also provide all 
reasonable assistance, one to the other, to defend against such third party claims. 

(d) The Service Provider, on its own behalf and on behalf of all others who may claim 
through it or under it, including but not limited to the Performance Guarantor and the 
Corporate Guarantor and their respective Affiliates (collectively, the "Service Provider 
Group") hereby covenants and agrees that, without the express written consent of the 
Province (which may be withheld for any cause, or without cause), none of the Service 
Provider Group will make any Claim or take any proceedings whatsoever concerned or 
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related to any matter arising under or relating to this Agreement against any Person under 
Chapter Eleven of the North American Free Trade Agreement. 

(e) The Service Provider, on its own behalf and on behalf of the Service Provider Group, 
hereby specifically acknowledges that the provisions of this Section 33.13 (Governing 
Law) are fundamental to this Agreement. The Province has fundamentally relied upon the 
presence of all of these provisions and the Province would not have entered into this 
Agreement with the Service Provider without these provisions being included. 

33.14 Change of Law. 

The Service Provider hereby acknowledges and agrees that its costs involved in performing its obligations 
under this Agreement are, in part, based upon governmental laws, regulations and policies in force at the 
time this Agreement was entered into and subsequently, and that such governmental laws, regulations and 
policies are subject to change without notice. Any such change could result in a material change in the 
Service Provider's costs of performing its obligations under this Agreement. The Service Provider 
specifically acknowledges and agrees that: 

(a) any such change that has the effect of increasing the Service Provider's costs of 
performing its obligations under this Agreement will not effect those obligations; 

(b) such actions will not constitute expropriation or be tantamount to expropriation at 
domestic or international law (including, but not limited, the North American Free Trade 
Agreement); and 

(c) such actions will not constitute grounds for asserting any other claim whatsoever under 
domestic law or any claim whatsoever under any international agreement (including, but 
not limited to, Chapter Eleven of the North American Free Trade Agreement and the 
General Agreement on Trade in Services). 

33.15 No Fettering of Legislative Authority. 

The Service Provider expressly acknowledges and agrees that nothing in this Agreement will be construed 
as an agreement by the Province to restrict, limit or otherwise fetter in any manner the Province's ability 
to introduce, pass, amend, modify, replace, revoke or otherwise exercise any rights or authority regarding 
legislation, regulations, policies or any other authority of the Province. 

33.16 Procurement. 

The Parties hereby acknowledge and affirm that this Agreement constitutes a "procurement" by the 
Province as that term is utilized in the North American Free Trade Agreement and the General Agreement 
on Trade in Services, and consequently: 

(a) North American Free Trade Agreement Articles 1102, 1103, 1107, 1106(1)(b), (c), (f), 
and (g), and 1106(3)(a) and (b) do not apply to this Agreement, by virtue of the North 
American Free Trade Agreement Articles 11 08(7)( a) and 11 08(8) (b); 

(b) North American Free Trade Agreement Chapter Twelve does not apply to this Agreement 
by virtue of Article 1201(2)(c); 

(c) the Services being procured under this Agreement are services supplied in the exercise of 
governmental authority for purposes of the General Agreement on Trade in Services; and 
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(d) Articles II, XVI and XVII of the General Agreement on Trade in Services do not apply to 
this Agreement because, for purposes of Article XIII of that agreement, this Agreement 
constitutes a procurement by a governmental agency of services being purchased for 
governmental purposes and not with a view to commercial resale or with a view to use in 
the supply of services for commercial sale. 

33.17 Binding Effect. 

This Agreement will be binding upon and enure to the benefit of the Parties and their respective 
successors and permitted assigns. 

33.18 No Third-Party Beneficiaries. 

Nothing in this Agreement, express or implied, is intended to confer upon any Person (other than the 
Parties and their successors and permitted assigns), and the indemnified parties who are expressly 
indemnified pursuant to the provisions of this Agreement, any rights, benefits or remedies of any kind or 
character whatsoever, and no Person will otherwise be deemed to be a third-party beneficiary under or by 
reason of this Agreement, unless specifically provided otherwise in this Agreement. 

33.19 Counterparts. 

This Agreement may be executed in several counterparts, each of which will be deemed to be an original. 
Such counterparts together will constitute one and the same instrument, notwithstanding that all of the 
Parties are not signatories to the original or the same counterpart. 

HER MAJESTY THE QUEEN IN RIGHT OF 
THE PROVINCE OF BRITISH COLUMBIA, 
AS~ RENTED BY THE MINISTER OF 
LAB CITIZENS' SER'(JCES: 

~t»r"n~· 
Name: Lori Wanamaker 
Title: Deputy Minister, Ministry of 

Labour and Citizens' Services 

::SAD~NSINC. 

Name: AlHur 
Title: Chair 
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SCHEDULE2 

TRANSITION PLAN 

See attached. 
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1. SUMMARY AND SCOPE OF SERVICES 
1.1 Definitions 
Capitalized words used in this Schedule shall incorporate the meanings given to such words in the 
Agreement. In the event that a term is not defined in the Agreement, it shall have the meaning 
provided in Appendix A (Definitions) of this Schedule or in the body of this Schedule. 

1.2 Purpose of this Document 
1.2.1 General 

This Schedule describes the scope of the Transition Management and Governance activities to be 
performed by the Parties under the Agreement and the responsibilities of the Parties in 
connection therewith. 

This Transition Management and Governance Schedule must be read in conjunction with the 
Transition Plan attached as Schedule 2 (Transition Plan) to the Agreement. The Transition Plan 
sets forth the detailed schedule of tasks to be performed to accomplish the Transition activities 
documented in this Schedule. 

1.2.2 Appendices 

The following Appendix is attached and forms part of this Schedule, whether or not it is 
specifically referred to in this Schedule: · 

Appendix A - Definitions 

1.3 Related SOWs and Schedules 

The Parties acknowledge and agree that this Schedule is subject to the provisions of the 
Agreement and Schedules to the Agreement; however, the Parties have identified the following 
SOWs or Schedules to the Agreement as being important to the understanding of Services set 
forth in this Schedule: 

50653560.2 

Schedule 2- Transition Plan 
Schedule 4 - Work-in-Progress Projects 
NTD: not aware if anyone is assigned to write Schedule 4. Deb Buckle has a list 
of the Work-in-Progress Projects that was formerly included as an Appendix of 
Schedule 2 
Schedule 9 - Transformation 
Schedule 10 -Transformation Plan 
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2. Transition Scope 
This Transition Schedule sets out specific tasks and deliverables that are required for the 
Transition referenced in Section 3.2 (Hand-Over of Services) of the Agreement. This document is 
the supporting narrative in respect to a detailed plan which is set out in Schedule 2 (Transition 
Plan) to the Agreement. 

2.1. Management and Governance 

With respect to those activities described in this Schedule that are completed after the Hand-Over 
Date, the Parties will utilize the Transition Governance Process described in the Agreement. 

The Service Provider has appointed a Transition project manager who, on behalf of the Service 
Provider, is responsible for reporting, engaging escalation processes and who will act as the 
liaison to the to the Province for all Transition activities. 

The Province has appointed a Transition project manager who, on behalf of the Province, is 
responsible for reporting, escalation processes and who will act as the liaison to the Service 
Provider for all Transition activities. 

2.1.1. Transition Management Team 
The composition of the Transition Management Team of the Province and the Service Provider is 
set out below. During the Transition Period, being the period of time commencing on the Hand
Over Date and ending one month thereafter, the members of the Transition Management Team 
will be dedicated primarily to the implementation of the Transition. 

The Transition Management Teams will conduct joint reviews on a regular basis in order to 
monitor the progress of the Transition and to identify issues that may affect the schedule for 
completion of the Transition activities. Any potential delays or circumstances that may adversely 
affect the Transition will be escalated in accordance with the Transition Governance Process. 

Team Province SERVICE PROVIDER 

Focus Lead Lead 

Transition Management Deborah Buckle 

Human Resources Jody Weeks 

Mainframe Kim Jordheim 

Midrange Michael Hayes 

Storage and Backup Lee Johnson 

Data Centre Dave Dube 

Network LAN/WAN Brian Severinson 

Disaster Recovery and Dave Dube 
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Team Province SERVICE PROVIDER 

Focus Lead Lead 

Business Continuity 
Planning 

Security Dave Campbell 

Service Management Rose Justice 

Transformation Deborah Buckle 

Privacy Sharon Plater 

Service Level Brad Kocurek 
Agreements 

Service Provider Not Applicable 
Business Operations 

Service Provider Facilities Not Applicable 

Service Provider Sub- Not Applicable 
Contractor Agreements 

Receive Transferred Brad· Kocurek 
Records from the 
Province 

3. Human Resources Activities 

The activities with respect to the Transition that relate to Human Resources include the following 
that will be undertaken prior to, during and following the Hand-Over Date: 

(i) Engaging in discussions and negotiations with the BCGEU. 
(ii) Preparing offers to Province employees and other prospective employees. 
(iii) Preliminary gathering of necessary information from new employees. 
(iv) Arranging for and holding open house sessions for employees who are new to their 

positions. 
(v) Holding orientation and training sessions for employees who are new to their 

positions. 
(vi) Establishing SAP payroll recording for new employees. 

3.1 Milestones Completed by Hand-Over Date - Human 
Resources Activities 

The following activities have been completed by the Hand-Over Date: 

(i) Agreement with BCGEU for the transfer of Province employees to Service Provider. 
(ii) Agreement regarding the scope of and process for Criminal record checks ("CRC"s). 
(iii) Preparation and distribution of letters offering employment to Province employees. 
(iv) Establishment of pension and benefits plans. 
(v) Town halls and communication with employees. 
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(vi) Information gathering. 
(vii) Payroll setup and verification. 

3.2 Milestones to be Completed after Hand-Over Date - Human 
Resources Activities 
The following activities will be completed after the Hand-Over Date consistent with the 
timeframes established in Schedule 2 (Transition Plan) to the Agreement: 

(i) Knowledge Transfer 
(ii) Staff Augmentation 
(iii) Orientation and Acclimation 

3.2.1 Knowledge Transfer 
The purpose of activities relating to knowledge transfer is to facilitate the transfer of knowledge 
to the Service Provider Personnel from Province staff who are not transitioning to the Service 
Provider. 

The Service Provider will: 

(i) Document, with the cooperation of the Province, a process for the transfer of 
knowledge from Province staff, who are not transitioning to Service Provider's 
employment, to Service Provider Personnel. 

(ii) Facilitate, with the cooperation of the Province, the transfer of knowledge to 
Service Provider Personnel from the said Province staff. 

The Province will: 

(i) Cooperate with the Service Provider as Service Provider documents the process 
and thereafter approve the documented process for the transfer of knowledge from 
Province staff, who are not transitioning to Service Provider's employment, to 
Service Provider Personnel. 

(ii) Facilitate, with the cooperation of the Service Provider, the transfer of knowledge 
to Service Provider Personnel from the said Province staff. 

3.2.2Augmentation of Province Staff 
The purpose of staff augmentation activity is to coordinate efforts between the Province and the 
Service Provider to fill positions at the Province that will become vacant upon the Hand-Over 
Date. 

The Service Provider will: 

(i) Develop, in cooperation with the Province, a detailed staff augmentation plan for 
the Province vacant positions. 

(ii) Participate prior to the Hand-Over Date, in the Province staffing process for vacant 
positions. 

(iii) Undertake recruitment activities for staffing Province vacant positions. 
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The Province will: 

(i) Prior to the Hand-Over Date, allow the Service Provider to participate in Province 
staffing activities for filling Province vacant positions. 

(ii) Review and approve Service Provider proposed recruiting advertisements and 
communications related to Province vacant positions. 

(iii) Provide all necessary written approvals and agreements with respect to those 
Province employees who are seconded to Service Provider. 

3.2.30rientation and Acclimation 
The purpose of orientation and acclimation activities is to orient and acclimate employees new to 
the Service Provider, including transferred employees. · 

The Service Provider will: 

(i) Establish plans for orientation and acclimation training including training with 
respect to Privacy Obligations. 

(ii) Implement such plans prior to and following the Hand-Over Date. 

The Province will: 

(i) Cooperate with the Service Provider to enable agreed to orientation and 
acclimation training to take place prior to the Hand-Over Date. 

4. Security Activities 

4.1 Completed Milestones - Security Activities 
Prior to the Hand-Over Date, the Province and the Service Provider have jointly prepared a policy 
gap analysis to determine differences between Province and Service Provider security policies. 

5. Service Management Activities 

5.1 Completed Milestones - Service Management Activities 
The following activities have been completed by the Hand-Over Date: 

(i) Province has provided preliminary Asset inventory lists as described in Schedule 22 
(Records Protocols). 

(ii) Province has provided authorization matrices and points of contact for the retained 
organization. 

(iii) Province has supervised review of the existing Province operational manuals by the 
Service Provider. 
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6. Business Operations 

6.1 Completed Milestones - Business Operations 
The Province has identified Work-in-Progress Projects in effect prior to the Hand-Over Date or in 
contemplation. The Work-in-Progress Projects identified by the Province are listed in Schedule 4 
(Work-in-Progress Projects) of the Agreement. 

6.2 Milestones to be completed after Hand-Over Date - Business 
Operations 
The following activities will be completed after the Hand-Over Date consistent with the 
timeframes established in Schedule 2 (Transition Plan) to the Agreement. 

The Province and the Service Provider will evaluate the impact of Work-in-Progress Projects on 
the Transformation Plan during the initial refinement of the Transformation Plan described in 
Schedule 9 (Transformation), Section 3.4. Changes to the Work-in-Progress Project Plans as a 
result of this evaluation will be developed in accordance with the Change Order Process. 

7. Facilities Activities 

7.1 Completed Milestones - Facilities Activities 
The following activities have been completed by the Hand-Over Date: 

(i) Lease by Service Provider of Service Provider Office facilities. 
(ii) The arrangements between the Service Provider and the Province for 

Transitioning Employees (as defined in the Transformation SOW) for a three 
month period following the Hand-Over Date have been agreed and documented 
in Section 4 (Office Facilities Transformation Project) of the Transformation SOW 

-7.2 Milestones to be completed after Hand-Over Date - Facilities 
Activities 
The following activity will be completed after the Hand-Over Date consistent with the timeframes 
established in Schedule 2 (Transition Plan) to the Agreement: 

Service Provider's Subcontractor will enter into an agreement for the purchase of land or a 
building for STMS Interior Data Centre in accordance with the Agreement. 

8.Subcontractor and Supplier Agreements 

During the Transition, the Service Provider will finalize arrangements with its Material 
Subcontractors, other Suppliers and Subcontractors, as the case may be. 
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8.1 Material Subcontractors 
The Service Provider will enter into Material Subcontractors with the following entitles on or prior 
to the Hand-Over Date and will provide such certificates to the Province to confirm that the 
Service Provider has entered into such subcontracts: 

• Q9 Networks Inc. 
• Myra Systems Corp. 

8.2 Subcontractors and Suppliers 
The Service Provider will enter into agreements with Subcontractors or Suppliers on or prior to 
the Hand-Over Date as required for the Service Provider to perform On Site Services at the 
Existing WTS Data Centres and Remote Sites after the Hand-Over Date. 

9. Records Transferred from the Province to Service 
Provider 

The Province will arrange with the Service Provider for the delivery of the Transferred Records to 
the Service Provider in accordance with the records protocols described in Schedule 22 (Records 
Protocols) to the Agreement. 
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Appendix A- Definitions 
Capitalized terms used in this Schedule 3 that are not defined within this Schedule (including 
Appendix A) will have the meanings given to such terms in the Agreement or in Schedule 1 of the 
Agreement. 

Definable Term Definition 

"BCGEU" British Columbia Government Employee Union 

"CRC" Criminal Record Checks 
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SCHEDULE4 

WORK-IN-PROGRESS PROJECTS 

The following table lists the Work-in-Progress Projects and their status as to the Hand-Over Date. 

NAME OF WORK-IN-PROGRESS PROJECT STATUS AT HAND-OVER-DATE 

Veritas Bare Metal Restore In Progress, approaching completion. 

Distributed File System In Progress, initiated over two years prior to the 
Hand-Over Date. 

Migrate all servers running HP-UX to either Windows In Progress, initiated over two years prior to the 
or Solaris servers during 2008. Hand-Over Date. 

In Progress, initiated over two years prior to the 
Hand-Over Date. 

Citrix Farm upgrade In Progress. 
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SCHEDULES 

SPECIAL TERMS 

1. Section 4.2 (Included or Inherent Services) of the Agreement is supplemented as follows: 

Notwithstanding the provisions of Section 4.2 (Included or Inherent Services) of the Agreement, if the 
Service Provider identifies a material function or a material task, after the Hand-Over Date, that: 

(a) was performed prior to the Hand-Over Date by either the Province or a service provider 
for or on behalf of the Province; and 

(b) was not disclosed (orally or in writing) by the Province to the Service Provider prior to 
the Hand-Over Date, 

· then the Service Provider will perform such material function or material task and the costs associated 
with the Service Provider's performance thereof shall be addressed through the Change Order Process. 
For the purposes of Section 4.2 (Included or Inherent Services) of the Agreement, a "material function" or 
"material task" shall mean a function or task for which, if the Service Provider were to charge the 
Province for the performance of the task of function using the Term of the Agreement using the Standard 
Time and Materials Rates set out in Schedule 23 (Fees), the Service Provider's charges to the Province 
would be greater than $100,000. 

2. Section 4.4 (Standard of Care) of the Agreement is supplemented as follows: 

For the first 12 months after the Hand-Over Date, the Service Provider shall be deemed to be providing 
the Services that are performed by the Transitioning Employees with the degree of care referred to in 
Section 4.4 (Standard of Care) of the Agreement, provided that: 

(a) such Services that are performed by the Transitioning Employees are performed to at 
least the same degree of care as they were performed by such Transitioning Employees 
immediately prior to the Hand-Over Date; and 

(b) the tasks and responsibilities performed by such Transitioning Employees after the Hand
Over Date are the same or substantially similar to the tasks and responsibilities performed 
by such Transitioning Employees after the Hand-Over Date. 

3. Section 4.9(c) (Manual Requirements) of the Agreement is supplemented as follows: 

The current documentation with respect to the Systems, business processes, and processes in support of 
the operations and procedures used to deliver the Services will be sufficient to enable the Province to 
have its personnel who are reasonably skilled in the provision of services similar to the Services. 

4. Section 4.10 (Knowledge Transfer) of the Agreement is supplemented as follows: 

For greater clarification, the knowledge transfer and level of information and detail required by the 
Province under Section 4.10 (Knowledge Transfer) of the Agreement shall be satisfied as follows: 

(a) the Service Provider will: 
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(i) on an ongoing basis, make available to the Province all relevant Service 
Provider training materials relating to the Services (including, as appropriate, 
using electronic delivery of training materials and online courses); 

(ii) provide timely updates of the Service Provider's perspective on related industry 
trends for the Province and Clients; 

(iii) conduct a joint monthly review of a comprehensive set of metrics related to the 
Services; and 

(iv) hold three, one-day, in depth reviews of at least three topical project issues for 
up to thirty Province employees; and 

(b) the Service Provider and the Province address, in the Annual Operating Plan, the 
customized knowledge transfer required by the Province to be delivered by the Service 
Provider to the Province during the next year, having regard for the Service Provider's 
resource capacity, provided that the Service Provider will deliver no less that 150 hours 

. of customized,knowledge transfer to the Province in each year (which time shall not 
· include time spent by the Servic~ Provider in developing the customized materials). For 

greater certainty, any portion of the 150 hours not utilized during the year will not be 
rolled over into the next year. 

5. Section 4.12 (Failure of Province to Perform Retained Responsibilities) of the Agreement is 
supplemented as follows: 

(a) the first sentence of Section 4.12 (Failure of Province to Perform Retained 
Responsibilities) is supplemented to provide that in the event the Province fails to 
perform its obligations under the Agreement (other than a failure to make payment in 
accordance with Section 28.3 (Material Breach by Province)) and the Service Provider's 
performance of the Services is contingent upon the Province's performance of its 
obligations then, in addition to the other provisions of the first paragraph, paragraphs 
4.12(a)- (h) apply; 

(b) with respect to Section 4.12(a), the Service Provider STMS Lead and the Province STMS 
AMO Lead, will meet on a weekly basis, in person or by phone, to review the Service 
Provider issue tracking logs and identify Province failures or infringements, as 
contemplated under Section 4.12, that have occurred during such week, providing details 
with respect to such failure or infringement and if the Service Provider identifies, in such 
weekly review, Province failures or infringements then the weekly review shall constitute 
notice to the Province under Section 4.12(a); 

(c) notwithstanding the provisions of Section 4.12(d) effective as of the actual date of the 
Province failure or infringement, the Service Provider and the Province will adjust the 
Fees, time frames for performance, Service Levels or Services, as applicable and to the 
extent affected, either on a temporary basis or a long term basis, in accordance with the 
Change Order Process; and 

(d) in the event the Service Provider provides notice to the Province in accordance with 
Section 4.12(a) or as supplemented by Section 5(b) above, then the Service Provider and 
the Province will adjust the Fees, time frames for performance, Service Levels or 
Services, as applicable and to the extent affected, either on a temporary basis or a long 
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term basis, in accordance with the Change Order Process, effective as of the actual date 
of the Province failure or infringement (for greater certainty, and notwithstanding Section 
4.12( e) of the Agreement, if the Service Provider fails to provide timely notice to the 
Province then any adjustment to the Fees, time frames for performance, Service 
Levels or Services, as applicable and to the extent affected, either on a temporary basis or 
a long term basis will be effective as of the date of notice actually provided by the 
Service Provider to the Province. 

6. Section 7.5 (Change Request Process) of the Agreement is supplemented as follows: 

In the event that a Province Change Request is complex (as determined below) and the Service Provider 
is bona fide not able to prepare a Proposal within ten (1 0) Business Days following receipt of a Province 
Change Request, then the Service Provider will prepare a preliminary Proposal ("Preliminary 
Proposal") within such ten (1 0) Business Day period, which Preliminary Proposal shall include a 
description of the following (to the extent applicable having regard to the nature of the proposed change): 

(a) the time required to prepare a complete Proposal; 

(b) the Fees payable by the Province to the Service Provider for the preparation of a 
complete Proposal; 

(c) a high level assessment by the Service Provider of the impact on Services and the Service 
Levels, operations and Systems of the Service Provider used in the Services, Privacy 
Obligations and Fees payable by the Province should the Province elect to implement the 
change. 

The Province will provide the Service Provider with a written response to the Preliminary 
Proposal within ten (10) Business Days (or such longer or shorter period of time as agreed to by 
the Parties through the Governance Process) of receipt of the Preliminary Proposal from the 
Service Provider, indicating: 
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(i) the Province's Approval of the Preliminary Proposal, in which case the Service 
Provider will prepare the related Proposal, within the time period set forth in 
the Preliminary Proposal (or such longer or shorter period of time as agreed to 
by the Parties), for the Province's further review in accordance with the 
provisions of Section 7.5 (Change Request Process) of the Agreement; or 

(ii) the Province's rejection of the Preliminary Proposal (indicating the reasons 
therefor), in which case the Service Provider will not be required to provide any 
further information or services in connection with the Province's Change 
Request and the Province's Change Request will be deemed to be null and 
void; or 

(iii) terms of a counter proposal acceptable to the Province, in which case, the 
provisions of Section 7.5 (Change Request Process) of the Agreement and, if 
applicable, this Section 6 of Schedule 5 (Special Terms) of the Agreement shall 
apply. 

For the purposes of this Section 6, the determination whether a Province Change Request 
is complex will be made by the Province S1MS AMO Lead and the Service Provider 
STMS Lead following the process set forth below: 
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(A) the Service Provider STMS Lead will promptly notify the STMS AMO 
Lead, that the Province Change Request is potentially "complex" 
having consideration for the work effort in terms of resources, cost or 
time for the Service Provider to prepare Proposal (for clarity, the 
Service Provider STMS Lead will provide details of the work effort in 
terms of resources, cost or time to the STMS AMO Lead); 

(B) the STMS AMO Lead will confirm the intended scope of the 
Province's Change Request and the requirements thereof; 

(C) the STMS AMO Lead and the Service Provider STMS Lead will 
discuss the intended scope of the Province's Change Request and 
requirements, as confirmed by the STMS AMO Lead; and 

(D) the STMS AMO Lead will: 

(1) approve the qualification of the Province Change Request as 
"complex", in which case the Service Provider will proceed 
with the preparation of a Preliminary Proposal, and the 1 0 
Business Day period will commence upon the STMS AMO 
Lead; 

(2) reject the qualification of the Province Change Request as 
"complex", in which case the STMS AMO Lead will either: 
(a) require the Service Provider to prepare a Proposal, and the 
10 Business Day period will commence upon the STMS 
AMO Lead's rejection of the Province Change Request as 
"complex" or (b) will abandon the Change Request. 

7. Section 7.8 (Implementation of Mandatory Changes) of the Agreement is supplemented as 
follows: 

Upon the delivery of a Mandatory Change Request by the Province to the Service Provider, in accordance 
with Section 7.7 (Mandatory Changes) of the Agreement, the Parties shall comply with the following (as 
applicable to such Party): 

(a) the Province shall promptly provide a written notice of meeting, with a copy of the 
Mandatory Change Request attached, to the members of the Joint Executive Committee, 
convening a meeting of the Joint Executive Committee within two (2) Business Days of 
the delivery by the Province of the Mandatory Change Request (or such later date that the 
members of the Joint Executive Committee so determine); 

(b) the members of the Joint Executive Committee shall discuss and clarify the scope of such 
Mandatory Change Request, including any impact on the Fees, Service Levels, time 
frames, Privacy Obligations or the Services, to the extent known by the Parties at such 
time; 

(c) with respect to the implementation of the Mandatory Change Request, the Service 
Provider shall not acquire any hardware, software or other assets for which the Province 
must reimburse the Service Provider, without the Province's prior written Approval; and 
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(d) the Service Provider shall provide copies of all invoices for services pertaining to any 
Mandatory Change to the Joint Executive Committee, promptly upon the issuance of 
such invoices, for review and approval of the Joint Executive Committee. 

8. Section 7.8(e) (Implementation of Mandatory Changes) of the Agreement is supplemented as 
follows: 

In the event of a Dispute between the Parties regarding the Province's adjustment to the Fees for a 
Mandatory Change, the Province will pay to the Service Provider that portion of the Fees for the 
Mandatory Change that are not the subject of the Dispute and any and all amounts in Dispute 
(the "Disputed Fees") will be borne by the Service Provider until such Dispute has been settled in 
accordance with paragraph 7.8(d)(iii) of the Agreement, provided that: 

(a) amounts comprising the Disputed Fees will not exceed the amounts alleged to be in error 
or not properly invoiced or payable, or for which no Services were performed; 

(b) the total amount of the Disputed Fees borne by the Service Provider shall not exceed, in 
the aggregate, one million dollars ($1,000,000); 

(c) in the event that the total amount of the Disputed Fees is equal to one million dollars 
($1,000,000), then any and all additional work performed by the Service Provider in 
connection with such Mandatory Change shall be charged by the Service Provider at the 
Standard Time and Materials Rates as set forth in Schedule 23 (Fees); and 

(d) if the Province has a Dispute with respect to any and all additional work performed by the 
Service Provider in connection with such Mandatory Change in accordance with 
paragraph (c) above, then such Dispute will also be settled pursuant to the Dispute 
Resolution Process set forth in Article 26 (Dispute Resolution) provided that should the 
Dispute be referred to arbitration, the provisions of Section 27.3 (Expedited Arbitration) 
will apply. 

In event of any settlement of a Dispute under Section 7.8 (Implementation of Mandatory Changes), as 
supplemented by this Section, which settlement is in favour of the Province, the Province may set-off the 
amount of such settlement, if any, against Fees and other charges payable by the Province to the Service 
Provider under this Agreement, or may deduct such amounts from any sum due or which at any time may 
become due to the Service Provider under this Agreement. 

9. Section 7.8 (Implementation of Mandatory Changes) of the Agreement is supplemented as 
follows: 

The Province shall not utilize a Mandatory Change Request or otherwise require the Service Provider to 
implement a Mandatory Change or Province directive for the purpose of resolving an existing Dispute for 
which any Dispute resolution process has been invoked between the Province and the Service Provider. 

10. Section 9.1 (Benchmarking) of the Agreement is supplemented as follows: 

The Benchmarker will not include: (a) the Transformed Services in the scope of the Benchmarking; and 
(b) the Transformation Fees or the Unit Price Adjustment (defined in Schedule 23 (Fees) in any 
benchmarking of the Fees. 
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11. Section 12.5 (Non-Disclosure Documents) of the Agreement is supplemented as follows: 

The Province approves the External Personnel of Access Subcontractors entering into External Personal 
Agreements with the Access Subcontractor employing such External Personnel or to whom such External 
Personnel provide services and the Province shall not require that the External Personnel enter into 
External Personnel Agreements directly with the Service Provider. 

12. Section 12.13 (Removal of Subcontractor) of the Agreement is supplemented as follows: 

(a) for greater certainty, reference in Section 12.13(a) to "the Province having severed all 
other relationships with such Material Subcontractor" means the Province having severed 
a contract or subcontract with such Material Subcontractor; and 

(b) Section 12.13(b) (Removal of Subcontractor) shall apply where there is an increased bona 
fide risk of a breach of the provisions of the Freedom of Information and Protection of 
Privacy Act, then: 

(i) the Province shall notify the Service Provider, in writing, of such increased risk 
("Privacy Risk"), identifying the particulars of such increased risk as known 
by the Province; 

(ii) the Service Provider will cause the Access Subcontractor to cure the Privacy 
Risk within seven (7) days of receipt of notice from the Province, or such 
longer prior as the Parties may agree in writing; and 

(iii) if the Access Subcontractor does not cure the Privacy Risk then the Province 
may require the Service Provider to replace the Access Subcontractor in 
accordance with the provisions of Section 12.13 (Removal of Subcontractor) of 
the Agreement. 

13. Section 12.15(d) (Suppliers) of the Agreement is supplemented as follows: 

Notwithstanding the provisions of Section 12.15(d) (Suppliers) of the Agreement, the Service Provider 
will not be liable for a failure of COTS software provided the Services Provider takes all reasonable steps 
and implements all reasonable measures to mitigate any Claims associated with such failed COTS 
software. 

14. Section 15.4 (Taxes) of the Agreement is supplemented as follows: 

Notwithstanding the provisions of Section 15.4 (Taxes) of the Agreement, the Province will be 
responsible for new Taxes that are imposed during the Term provided that such new Taxes are in the 
nature of sales, use, value added, goods and services, provincial sales or similar taxes imposed on Service 
Provider's products and services. For greater certainty, Service Provider is responsible for any and all 
Taxes, including new Taxes, impacting Service Provider's internal costs. 

15. Section 16.3 (Corporate Structure and Corporate Chart) and Section 16.4 (Canadian Entities) of 
the Agreement is supplemented as follows: 

With respect to Section 16.3 (Corporate Structure and Corporate Chart), the Province acknowledges that 
EDS Canada, the Performance Guarantor, is not Corporately Controlled by a Canadian Entity. · 
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With respect to Section 16.4(b), the Province acknowledges that EDS Canada, Sun Microsystems of 
Canada Inc. and EMC Corporation of Canada are not Corporately Controlled by a Canadian Entity and 
the Province hereby Approves EDS Canada, Sun Microsystems of Canada Inc. and EMC Corporation of 
Canada as an Access Subcontractors. 

The Service Provider will cause all Access Subcontractors to provide the Service Provider with 
immediate notice if, at any time during the Term, the Access Subcontractor is not in compliance with the 
provisions of Section 16.4 (Canadian Entities) or, subject to confidentially requirements, may not in the 
future be in compliance with provisions of Section 16.4 (Canadian Entities). Upon receipt of such notice 
from an Access Subcontractor, the Service Provider will: 

(a) immediately notify the Province, in writing; 

(b) obtain confirmation from the Access Subcontractor that the Access Subcontractor 
continues to be in compliance with the Privacy Obligations (other than provisions that are 
substantively the same as Section 16.4 (Canadian Entities)) and that such compliance 
will continue; and 

(c) proceed with the orderly termination of the Access Subcontractor having regard for the 
Service Provider's ongoing service obligations to the Province and the potential risk of 
any breach of the provisions of Article 16 (Privacy, Security and Confidentiality), other 
than Section 16.4 (Canadian Entities) and Schedule 24 (Privacy Obligations). 

Provided that the Access Subcontractor is not in breach of the provisions of Article 16 (Privacy, Security 
and Confidentiality), other than Section 16.4 (Canadian Entities) or Schedule 24 (Privacy Obligations), 
then the Province will not have the right to terminate the Agreement, or any Services under the 
Agreement, on the basis that the Access Subcontractor is not in compliance with the provisions of Section 
16.4 (Canadian Entities). 

16. Section 16.6 (Safeguarding Confidential Information) of the Agreement is supplemented as 
follows: 

For greater certainty, the Province agrees to protect the Service Provider Confidential Information that the 
Province receives with a degree of care that is no less that the degree of care used by the Province to 
protect its own confidential information. 

17. Section 16.7(b) (Permitted Disclosure and Use of Confidential Information) ofthe Agreement is 
supplemented as follows: 

For greater certainty, "professional advisors" of the Province includes the internal or external auditor, 
inspector, investigator, representative or other professional advisor appointed by the Province under 
Article 22 (Audit). 

18. Section 16.8 (Province Permitted Disclosure), Article 22 (Audit Rights) and Section 29.2 
(Termination Assistance Plan) of the Agreement are supplemented as follows: 

The Province will not: 

(a) disclose Service Provider Confidential Information under Section 16.8 (Province 
Permitted Disclosure) to a Competitor (defined below); 
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(b) utilize or engage a Competitor as the Province's auditor, investigator, inspector or 
authorized representatives, under Article 22 (Audit Rights); and 

(c) utilize or engage a Competitor to assist with the development of a termination assistance 
plan for the transition of the Services from the Service Provider to the Province or an 
Alternative Service Provider, as contemplated under Section 29.2 (Termination 
Assistance Plan), provided that, the Province shall not be restricted from selecting any 
Competitor as its Alternative Service Provider, or otherwise release the Service Provider 
from its obligations under the Agreement or to cooperate with the Alternative Service 
Provider in the development of such termination assistance plan. 

For the purposes of this Section 18 of Schedule (Special Terms), "Competitors" means 

Notwithstanding the provisions of Article 16 (Privacy, Security and Confidentiality), the Province shall 
have the right to use and disclose the Service Provider Confidential Information received by the Province 
in connection with the Services or the Agreement to the Broader Public Sector entities that have entered 
into a BPS Services Agreement with the Service Provider. The Service Provider acknowledges and 
agrees that Service Provider Confidential Information may be shared among the Province and such . 
Broader Public Sector entities, and may be used by the Province and such Broader Public Sector entities: 
(i) under their own Services Agreements as if such information had been disclosed to such party directly 
by the Service Provider; or (ii) in connection with the review, administration or operation of STMS, 
including in connection with any discussions with or among the Province and such Broader Public Sector 
entities of the Administrator relating to STMS. 

19. Section 16.9(h) (Exceptions to Obligation ofConfidentiality) of the Agreement is supplemented 
as follows: 

The following information of the Service Provider and its Subcontractors constitutes highly confidential 
information: proprietary information; financial, technical or security information related to audits 
conducted under this Agreement or provided to the Financial Monitor; specific limits on liability as set 
forth in Schedule 31 (Limits on Liability) and Schedule 37 (Remedies for Material Breach) of the 
Agreement; information obtained on a tax return or gathered for the purpose of determining tax liability; 
and the Corporate Chart, except to the extent that such information is Province Confidential Information 
(collectively, the "Highly Confidential Information"). The Service Provider expressly advises the 
Province that the Highly Confidential Information contains trade secret, commercial and technical 
information of a highly sensitive nature, and such Highly Confidential Information has been supplied to 
the Province in confidence and the disclosure of the Highly Confidential Information would harm 
significantly the competitive position of the Service Provider, provide an unfair competitive advantage to 
its competitors and cause financial loss to the Service Provider. The provisions of Section 16.9(h) 
(Exceptions to Obligation of Confidentiality) shall not apply to Service Provider Highly Confidential 
Information. 

20. Section 17.6 (Testing of Business Continuity Plan) of the Agreement is supplemented as follows: 

(a) pursuant to Section 17.6(a) of the Agreement, the Service Provider will complete a test of 
the Business Continuity Plan not less than: 
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(i) 180 days after the Hand-Over Date, which test of the Business Continuity Plan 
shall consists of a process walkthrough and awareness testing; and 

(ii) for each of the S1MS Calgary Data Centre and the STMS Interior Data Centre, 
ninety (90) days after the Data Centre Availability Date for such STMS Data 
Centres; 

(b) pursuant to Section 17 .6(b) of the Agreement, the Service Provider will test the Business 
Continuity Plan annually following the initial test described in paragraph (a) above, 
within thirty (30) days of the anniversary date of the initial test; and 

(c) pursuant to Section 17.6(f) of the Agreement, the Service Provider will complete a test of 
the Business Continuity Plan within thirty (30) days after implementing any material 
change in respect of the Services (including, without limitation, any material change in 
the technology, processes, facilities, infrastructure, Systems or Recovery Time 
Objectives), for purposes of determining the impact of such material changes to the 
Services and the effectiveness of the Business Continuity Plan in respect thereof. 

21. Section 18.2 (Technology Improvements and Currency) of the Agreement is supplemented as 
follows: 

Technology .improvements identified by the Service Provider as required pursuant to Section 18.2 
(Technology Improvements and Currency) of the Agreement shall be included in the Annual Operating 
Plan, under the heading "Technology Improvements and Currency"). 

22. Section 18.3 (Material Technology Change) of the Agreement is supplemented as follows: 

The Province's Approval of any request by the Service Provider to change a material supplier of 
technology used by the Service Provider in performing the Services, will not be unreasonably withheld. 

23. Section 18.5 (System Contaminants) ofthe Agreement is supplemented as follows: 

Provided that neither the Service Provider nor its Subcontractors or Suppliers, is responsible for any 
Contaminant being introduced into any Systems used to provide the Services, the Service Provider will 
not be responsible for ensuring that the Systems that are used to provide the Services but that are owned, 
managed or controlled by the Province or a third party, do not and will not contain any Contaminant. 

24. Article 22 (Audit Rights) of the Agreement is supplemented as follows: 

(a) In each Contract Year the Province shall have the right to conduct: 
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(i) one (1) annual audit, the scope of which shall include any or all of the matters 
referred to in Section 22.4 (Audit Right), at the Province's discretion ("Annual 
Audit"); and 

(ii) three (3) spot audits, the scope of which shall include specific matters referred 
to in Section 22.4 (Audit Right), at the Province's discretion (the "Spot 
Audits"). 
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For greater certainty, any investigations and inspections pursuant to Section 22.3 
(Inspection and Investigation Rights) are not included in, or counted toward, the Annual 
Audit or the Spot Auaits. 

(b) The costs of any Spot Audits will be dealt with m accordance with the following 
provisions: 

(i) except as set forth in paragraph (ii)(A) below, the Province will pay its costs 
and expenses of any Spot Audits and the costs and expenses of any auditor or 
other professional advisor retained by the Province to conduct or assist with a 
Spot Audit including, for greater certainty, the Service Provider's (or its 
Subcontractors') costs incurred in connection with such Spot Audit, including 
the cost of the time and effort of the Service Provider and its Personnel, 
Subcontractors and External Personnel, at the Standard Time and Materials 
Rates, to comply with the requests and requirements of an, auditor or other 
professional advisor in respect of the same; and 

(ii) where a Spot Audit reveals a material Deficiency (as determined by the 
Province, acting reasonably) as a result of the acts or omissions of the Service 
Provider (or of those Persons for whom the Service Provider is responsible at 
law or pursuant to the terms of this Agreement), then the following provisions 
will apply: 

(A) upon correction of the material Deficiency so identified, and if so 
requested by the Province, the Service Provider will undertake a new 
audit, at the Service Provider's expense, to confirm that such material 
Deficiency has been fully addressed and remedied; and 

(B) the Service Provider will promptly provide the results of such audit to 
the Province upon the Service Provider's receipt of the same. 

(c) With respect to any Leveraged Systems used by the Service Provider in connection with 
the performance of the Services, to the extent that the Province Confidential Information 
is contained on such Leveraged Systems and is commingled with the information of other 
customers of the Service Provider, then: 
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(i) the auditor or other professional advisor retained by the Province to conduct or 
assist the audit shall have the right, at the Province's discretion, to: 

(A) supervise the extraction of the Province Confidential Information from 
the commingled information; or 

(B) perform the extraction of the Province Confidential Information from 
the commingled information as escorted and supervised by the Service 
Provider; or 

(C) have the Service Provider extract the Province Confidential 
Information from the commingled information and provide the same to 
the Province, along with an officer's certificate, of a senior officer of 
the Service Provider, certifying that the extracted information 
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represents all of the Province Confidential Information requested by the 
Province, its auditor or professional advisor. 

If, however, the Service Provider anticipates that providing the Province with 
the ability to supervise the extraction of or to extract the Province Confidential 
Information from the commingled information will provide the Province with 
such access to the commingled information that, were it another customer of 
the Service Provider requesting such access, the Province would object to the 
confidentiality of the Province Confidential Information contained therein 
being made available to an auditor, then the Service Provider will provide the 
Province with a detailed explanation of such circumstances and of the Service 
Provider's concerns. The Parties agree that, in such circumstances, the Service 
Provider will extract the Province Confidential Information from the 
commingled information and provide the same to the Province, along with a 
certificate of the Service Provider's auditor ("Auditor's Certificate") duly 
certifying any extraction of Province Confidential Information, certifying that 
the extracted information represents all of the ·Province Confidential 
Information requested by the Province, its auditor or professional advisor; 

(ii) for highly sensitive Leveraged Systems of the Subcontractor performing the 
STMS Data Centre Services, where the disclosure of information would have 
an adverse impact on the security of the operations of the Subcontractor and its 
other customers of the STMS Data Centres {"Sensitive Leveraged Systems"), 
for example, video surveillance recordings, raw data supporting trouble tickets, 
access logs for the STMS Data Centres, records of security incidents, biometric 
records and shipping and receiving records and similar Leveraged Systems, the 
Service Provider will provide the Province with a certificate of the Service 
Provider's or Subcontractor's auditor {"Auditor's Certificate") duly certifying 
any extraction of Province Confidential Information from such Sensitive 
Leveraged Systems and certifying that the extracted information represents all 
of the Province Confidential Information requested by the Province, its auditor 
or professional advisor; 

(iii) for highly sensitive security policies, where the disclosure of such policies 
would have an adverse impact on the security of the operations of the Service 
Provider or Subcontractor performing the STMS Data Centre Services and their 
respective customers, then: 

(A) with respect to the Subcontractor performing the STMS Data Centre 
Services, the Service Provider will provide the Province with an 
Auditor's Certificate duly certifying the operation of the STMS Data 
Centre and the Data Centre Services are provided in compliance with 
Province Policies; and 

(B) with respect to the Service Provider, the Service Provider will provide 
the auditor or the professional advisor retained by the Province to have 
access to review such security policies, at a Service Location, but for 
clarity, the auditor or the professional advisor shall not have the right to 
have copies of such highly sensitive security policies. 
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The auditor providing the Auditor's Certificate under this Section 24 must be a duly qualified Chartered 
Accountant in Canada, in good standing, with the requisite skills to carry out the tasks contemplated in 
this Section 24. In addition, the auditor shall provide the Province with details of the processes and 
procedures followed by the auditor in discharging the tasks contemplated in this Section 24 in order to 
prepare the Auditor's Certificate. 

25. Section 20.3(f) (Restrictions on Access and Use) of the Agreement is supplemented as follows: 

To the extent that the Province directs the Service Provider to take specific steps under Section 20.3(f) 
(Restrictions on Access and Use) to ensure that any adverse impact on the Province Shared Infrastructure 
is minimized or eliminated, and the Service Provider complies with the direction of the Province, then the 
Service Provider will not be responsible for any adverse impact on the Province Shared Infrastructure that 
results from the Service Provider's compliance with such Province direction. 

26. Section 23.1(f) (General Duties and Obligations of Service Provider) of the Agreement is 
supplemented as follows: 

If either the Party becomes aware of any amendments to any Privacy Laws (including any new Privacy 
Laws), such Party will notify the other Party of such change. If either Party concludes that compliance with 
such amendment will require any change to the Services or this Agreement, then the Service Provider will 
analyze the impact of the change on the Services or this Agreement, including the incremental costs that the 
Service Provider may incur as a result of such change, and such changes will be addressed through the 
Change Order Process. To the extent such change impacts other Service Provider clients, any additional 
costs will be apportioned on an equitable basis to all such clients, including the Province. 

For the purposes of this Section 26, "Privacy Laws" means all Applicable Laws relating to data privacy, 
personal information or data, trans-border data flow and data protection. 

27. Section 24.2 (Service Provider Representations, Warranties and Covenants) of the Agreement is 
supplemented as follows: 

The representations, warranties or covenants contained in Section 24.2(c) and 24.2(e) relating to the 
jurisdiction of incorporation of the Performance Guarantor and Corporate Guarantor, respectively, are 
made by the Service Provider as of the date of this Agreement. In the event the jurisdiction of 
incorporation of the Performance Guarantor or the Corporate Guarantor changes during the Term of this 
Agreement, the Service Provider will promptly notify the Province and provide the Province with details 
of such change in jurisdiction, including the location of the new jurisdiction and other information 
reasonably requested by the Province. 

The representations, warranties or covenants contained in Section 24.2(s) exclude the action filed in 2004 
under No. C4 0879 in the Victoria Supreme Court under the style of cause: British Columbia 
Government Employees Union v. The Minister of Health Services and the Medical Services Commission 
and the petition filed on February 2, 2005 in the Supreme Court of British Columbia in the matter of the 
Judicial Review Procedure Act, between the B.C. Government and the Service Employees' Union and the 
Minister of Provincial Revenue. 

The representations, warranties or covenants contained in Section 24.2(z) are made by the Service 
Provider as of the date of this Agreement. The Service Provider will notify the Province in the event 
becomes the Service Provider becomes aware of any material fact or matter not disclosed to the Province 
by the Service Provider which, if known by the Province, might be reasonably expected to deter the 
Province from entering into this Agreement or completing the transactions contemplated in this 
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Agreement and in the other Transaction Documents, or that might materially adversely affect the ability 
of the Service Provider to perform its obligations under this Agreement. 

28. Section 28.1(f) (Service Provider Material Breach) of the Agreement is supplemented as follows: 

Notwithstanding the provisions of Section 28.1(f) (Service Provider Material Breach), the following 
events shall not constitute a Material Breach of the Agreement by the Service Provider: 

(a) the disclosure or use of Personal Information contrary to the provisions of Freedom of 
Information and Protection of Privacy Act (British Columbia) by the Transitioning 
Employees, where such disclosure or use of Personal Information occurs within the first 
six months after the Hand-Over Date; or 

(b) the disclosure or use of Personal Information contrary to the provisions of Freedom of 
Information and Protection of Privacy Act (British Columbia) that occurs as a result of a 
hacker, 

provided that in the case ofboth (a) and (b) above the Service Provider is not otherwise in breach of the 
provisions of Article 16 (Privacy, Security and Confidentiality) or Schedule 24 (Privacy Obligations). 
For the purposes of this Schedule 5 (Special Terms), the term "hacker" means a Person or Persons who 
commit, or circumvent computer security, unauthorized remote computer break-ins via a communication 
network such as the Internet or such similar unauthorized activities who is not Personnel or External 
Personnel of the Service Provider or a Subcontractor. 

29. Section 28.1 (Service Provider Material Breach) of the Agreement is supplemented as follows: 

In the event of a Material Breach of the Agreement by the Service Provider relating to Services, other 
than the Data Centre Services (and for the purposes of this Section 29, the Data Centre Services includes, 
Schedule 24 (Privacy Obligations) and the Security SOW, as those documents relate to the STMS Data 
Centres), then the Province will take an assignment of the Subcontract between the Service Provider and 
its Subcontractor, Q9 Networks Inc. ("Province Assignment Obligation"). The Province Assignment 
Obligation is subject to: 

(a) the Province's right to approve amendments to the Subcontract between the Service 
Provider and Q9 Networks Inc. (the "Q9 Subcontract"), excluding amendments or 
change orders under the Q9 Subcontract that: 

(i) are in the ordinary course of Service Provider's business of providing services 
to the Province or customers under a BPS Services Agreement; or 

(ii) are the result of a requirement under the Agreement that the Service ProvideF 
must flow down certain provisions to the Subcontractor to meet the Service 
Provider's obligations to the Province, 

provided that any amendments set forth in paragraphs (i) or (ii) above are consistent 
across the term of the Q9 Subcontract; and 

(b) no obligations being triggered as a result of any assignment, or after any assignment, of 
the Q9 Subcontract, and in particular no special obligations (for example assignment fees 
or payments) on the Province as a result of the assignment of the Q9 Subcontract to the 
Province. 
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The Service Provider will provide to the Province, on a quarterly basis, a summary of any amendments to 
the Q9 Subcontract, including any ordinary course amendments or change orders. 

30. Section 30.7 (Effect ofLabour Disruption) of the Agreement is supplemented as follows: 

The failure of the Service Provider to provide any Services as a result of the Province's Labour 
Disruption will not give rise to a breach of this Agreement by the Service Provider provided that the 
Service Provider makes all reasonable efforts to restore and perform the disrupted Services as soon as 
possible and the Service Provider continues to use all reasonable efforts to perform the disrupted SerVices 
during the continuance of the Province's Labour Disruption and until such disrupted Services are fully 
restored. 

31. Section 30.8 (Other Remedies) ofthe Agreement is supplemented as follows: 

In the event the Service Provider is unable or unwilling to restore any disrupted Services then, prior to 
procuring or otherwise obtaining Services from an alternative service provider, the Province will provide 
the Service Provider with ten (1 0) days notice, in writing, of its intention to procure or otherwise obtain 
services or goods from alternative service providers or suppliers. 

Notwithstanding the provisions of Section 30.8(b) (Other Remedies) of the Agreement, if the failure of 
the Service Provider to provide any Services is as a result of the Province's Labour Disruption, then the 
Province shall not be entitled to off-set or deduct any costs that are in excess of the Fees withheld 
pursuant to Section 30.8(a) (Other Remedies) against any other Fees payable by the Province to the 
Service Provider under this Agreement or otherwise. 

32. Section 31.1 (Assignment by Province) of the Agreement is supplemented as follows: 

In the event the Province assigns the Agreement, in whole or in part, or sublicenses any right or benefit 
set forth in this Agreement (the "Assigned Obligations") to any government, public sector or Crown 
entity, body or authority (an "Assignee"), the Province shall not be relieved of its obligations under the 
Agreement to the extent the Assignee fails to perform any of the Assigned Obligations. 

33. Section 32.3 (Conflict of Interest) ofthe Agreement is supplemented as follows: 

Notwithstanding the provisions of Section 32.3 (Conflict of Interest) of the Agreement, the following 
activities will not give rise to or constitute a conflict of interest or perceived conflict of interest by the 
Service Provider or its personnel: 

(a) any activities or business of the Service Provider, that is unrelated to the Agreement, with 
private sector entities; 

(b) the marketing of hardware, software or other products or services, other than the 
Services, by the Service Provider to the Province or the Broader Public Sector; 

(c) the marketing of the Services in accordance with the provisions of the Agreement, and in 
particular, the provisions of Schedule 26 (Growth and Marketing) of the Agreement; 

(d) responding to any RFQ, RFI, RFP or other procurement document relating to hardware, 
software, or other products or services that may be issued by the Province or the Broader 
Public Sector, subject to providing the Province with prior written notice of the Service 
Provider's .intention to respond to such RFQ, RFI, RFP or other procurement document, 
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provided that the Services Provider does not use any Province Confidential Information in connection 
with the activities described in paragraphs (a)- (d) above. 

34. Section 33.6 (No Liens or Charges against Provincial Assets) of the Agreement is supplemented 
as follows: 

The Parties acknowledge and agree that: 

(a) Section 33.6 (No Liens or Charges against Provincial Assets) will not apply to the assets 
of, or used by, the DC Subcontractor (defined below), or its successor, in the provision of 
the Services and, in particular, the Province shall not require that such assets be kept free 
of any and all Liens; and 

(b) no Lien or any action taken by any Person in respect of such Lien on any of the assets of, 
or used by, the DC Subcontractor, or its successor, shall release the Service Provider 
from its obligations to perform the Services or any of its obligations under the Agreement 
including any of the Service Level Agreements. 

The provisions of Section 33.6 (No Liens or Charges against Provincial Assets) shall apply to the Service 
Provider DC Assets (defined below). The Service Provider acknowledges, and will cause any 
Subcontractor to acknowledge in writing upon request of the Province, that: 

(i) the Service Provider is the owner of the Service Provider DC Assets now or 
hereafter located at or in the STMS Data Centres (or either STMS Data Centre); 

(ii) the Subcontractor is not the owner of the Service Provider DC Assets located at 
or in the STMS Data Centres (or either STMS Data Centre); and 

(iii) the Service Provider shall have unrestricted access to, and the right to repair, 
replace, remove or add Service Provider DC Assets located at or in the STMS 
Data Centres (or either STMS Data Centre) at the Service Provider's sole 
discretion at any time during the Term of this Agreement or upon the expiry or 
earlier termination of this Agreement, for any reason. 

Without limiting the application of the foregoing, the Service Provider hereby acknowledges and agrees, 
and will cause any Subcontractor to acknowledge and agree in writing, that: (i) no right, title or interest in 
any Service Provider DC Assets is, or will be deemed to be acquired, by any Subcontractor, and (ii) the 
Service Provider DC Assets shall at all times be and remain the property of the Service Provider and shall 
not, under any circumstances be, or be deemed, a fixture or leasehold improvement to the STMS Data 
Centres (or either STMS Data Centre) at all times notwithstanding any fixation of such Service Provider 
DC Assets in or at the STMS Data Centres (or either STMS Data Centre). 

Service Provider hereby consents, and will cause any Subcontractor to consent, to the registration by the 
Service Provider of financing statements in any provincial personal property registry where the Service 
Provider DC Assets may be located. 

"DC Subcontractor" means Q9 Networks Inc. 

"Service Provider DC Assets" means any and all assets that are purchased or leased by the Service 
Provider and used in the provision of the Services from the STMS Data Centres. 
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35. The Province and the Insurance Corporation of British Columbia ("ICBC") have entered into an 
agreement, the Participation Agreement, that, governs the relationship among the Province, ICBC, and 
any other Broader Public Sector entities obtaining services from the Service Provider under a Services 
Agreement including, the exercise by the Province, ICBC and such other Broader Public Sector entities 
(collectively, "Customers") of certain rights under their respective Services Agreements (the Agreement 
for the Province and the BPS Services Agreement for the Broader Public Sector entities). The Province, 
ICBC and any other Broader Public Sector entities obtaining services from the Service Provider under a 
Services Agreement are together "Buyers". 

In particular, with respect to the following provisions of this Agreement, the Parties acknowledge and 
agree that, except as expressly set forth below: 

(a) the Buyers will act in unison in connection with any exercise of the rights under the 
provisions below such that the rights under such provisions will be exercised collectively 
through the Administrator and not individually by the Buyers; 

(b) the exercise of any rights under the provisions below will be through the Administrator 
on behalf of the Buyers; and 

(c) the Service Provider shall rely upon the exercise of the rights under the provisions below 
by, and any instructions received from, the Administrator for all purposes, as if the 
exercise of such rights was by, and the instruction were from, all ofthe Customers: 

50632159.11 

(i) Section 2.8 (One Year Extension); 

(ii) Section 5.3 (Relocation of the Service Provider Service Locations); 

(iii) Section 7.7 (Mandatory Changes) and Section 7.8 (Implementation of 
Mandatory Changes), as supplemented by Sections 7 and 8 of this Schedule 5, 
to the extent that such Mandatory Change affects the Province and one or more 
of the other Customers; 

(iv) Section 8.5 (Review and Changes to Service Levels); 

(v) Section 8.9 (Service Level Failures) and in particular, Section 8.9(b), the 
procurement of, or otherwise obtaining, services or goods from any alternative 
service providers or suppliers; 

(vi) Article 9 (Benchmarking); 

(vii) Section 11.4 (Customer's Right to Issue Directives), to the extent that the 
exercise of such right by the Province affects one or more of the Province and 
one or more of the other Customers; 

(viii) Section 11.7 (Changes in Key Positions); 

(ix) Section 11.8 (Key Position Failures); 

(x) Section 12.9 (Additional Material Subcontract Terms); 

(xi) Section 12.11 (Consent to Use of Material Subcontractors); 
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(xii) 

(xiii) 

(xiv) 

(xv) 

(xvi) 

(xvii) 

Article 22 (Audit Rights), as supplemented by Section 18 above, and in 
particular, the Customer acknowledges that the right to trigger an Annual Audit 
and any Spot Audits shall be exercised by the Administrator on behalf of the 
Customer; 

Article 27 (Dispute Resolution) where any Dispute affects the Customer and 
one of more of the Province and one or more of the other Customers; 

Section 30.4(b) (Consequences of Force Majeure Event) with respect to the 
procurement of, or otherwise obtaining, alternative Services from any Person 
during the period of time that the Force Majeure Event remains in effect; 

Section 30.8(b) (Other Remedies) with respect to the procurement of, or 
otherwise obtaining, alternative Services from any Person in replacement for or 
substitution of the affected Services during the period of time that the Labour 
Disruption is in effect; 

Section 31.2 (Assignment by Service Provider) with respect to any consent 
given or withheld in connection with Sections 31.2(a) and (d); and 

the appointment of the Designated Representative under Schedule 24 (Privacy 
Obligations) of the Agreement. 

36. Except in respect of any remedy in this Agreement which is expressly described as the exclusive 
remedy in respect of a matter, the rights and remedies of a Party in the Agreement are cumulative and in 
addition to and not in substitution for any right or remedy that may be available to a Party and the 
exercise of a right or remedy shall not exhaust all rights and remedies or prevent a Party from exercising 
any one or more of such rights or remedies or any combination of remedies and rights, thereafter or any of 
them simultaneously. 
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SCHEDULE6 

BASIC SERVICES 

The Services to be provided by the Service Provider to the Province are more particularly 
described in the following Statements of Work (each also referred to as a "SOW"): 

sow Document Number 

SOW 1 -Transition Services dated March 30, 2009 Refer to Schedule 2 
(Transition Plan) 

SOW 2- Data Centre Services dated March 30, 2009 50653542.4 

SOW 3 - Security Services dated March 30, 2009 50653257.2 

SOW 4- Managed Mainframe Services dated March 30, 2009 50648830.7 

SOW 5 -Midrange 

SOW 5A- Server Management Services dated March 30, 2009 50651178.5 
SOW 5B - Shared File and Print Services dated March 30, 2009 50651509.3 
SOW 5C- Web Hosting Services dated March 30,2009 50651908.2 
SOW 5D- Virtual Hosting Services dated March 30, 2009 50651713.3 
SOW 5E- Onsite Support Services dated March 30, 2009 50651204.3 
SOW 5F- Citrix Based Computing Services dated March 30,2009 50651915.4 
SOW 5G- Shared Database Services dated March 30, 2009 50651898.3 
SOW 5H- Application Enabling Services dated March 30, 2009 50651913.2 

SOW 6- Storage and Backup Services dated March 30,2009 50649290.7 

SOW 7- Service Management Services dated March 30,2009 50660084.4 

SOW 8- Business Continuity and Disaster Recovery Services dated 50652876.6 
March 30, 2009 
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SOW 1- TRANSITION SERVICES 

See Schedule 2 (Transition Plan). 
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SOW 2 - Data Centre Services Statement of 
Work 

50653542.4 - -1--

Page 168 
CTZ-2013-00110



TABLE OF CONTENTS 
DATA CENTRE SERVICE SOW# 2 ....................................................................................... - 5-
Scope and Summary of Data Centre Services ............................................................................ - 5-
I INTRODUCTION .............................................................................................................. - 5 -

I.I Definitions ................................................................................................................... - 5 -
I.2 Purpose of this Document ............................................................................ -............... - 5 -
I.3 Overview ..................................................................................................................... - 5 -
I.4 Use ofRASIC Table ................................................................................................... - 6-
I.5 Common Functions ..................................................................................................... - 6-

II EXISTING WTS DATA CENTRES SERVICES .............................................................. -7-
1. Introduction ..................................................................................................................... - 7-

I.1 Sites ......................................................................................................................... -7-
1.2 Effective Date and Term ......................................................................................... - 7-
1.3 Related SOWs or Schedules ................................................................................... - 7-

1.3.I Business Continuity/Disaster Recovery .......................................................... - 7-
2. Existing WTS Data Centres Services ............................................................................. - 8-

III WTS REMOTE SITES SERVICES ............................................................. ; ............... - 14-
I. Introduction .................................................................................................................. - I4-

I.1 Sites ....................................................................................................................... - I4-
I.2 Effective Date and Term ..... : ................................................................................. - I5-
I.3 Related SOWs or Schedules ................................................................................. - I5-

1.3 .I Business Continuity/Disaster Recovery ........................................................ - I5 - · 
2. WTS Remote Sites Services ......................................................................................... - I5-

IV. NETWORK SERVICES ..........•.................................................................................... - 21 -
I. Introduction ................................................................................................................... - 2I-

1.I Sites ....................................................................................................................... - 2I-
I.2 Effective Date and Term ....................................................................................... - 2I-
1.3 Related SOWs or Schedules ................................................................................. - 22-

1.3.I Business Continuity/Disaster Recovery ........................................................ - 22-
2. Network Services ............................................................................................. -............. - 22 -

2.1 Phase One .............................................................................................................. - 22-
2.2 Phase Two ............................................................................................................. - 24-
2.3 Phase Three ........................................................................................................... - 25-
2.4 Network Services Responsibilities ....................................................................... - 26-

V. STMS DATA CENTRE SERVICES ................................................................................ - 28-
I. Introduction ................................................................................................................... - 28 -

I.1 Sites ....................................................................................................................... - 28-
I.2 Effective Date and Term ....................................................................................... - 28-
1.3 Managed Services and Co-Location Services ....................................................... - 28-
I.4 Related SOWs or Schedules ................................................................................. - 29-

1.4.1 Service Levels ........................................................................................ : ...... - 29-
1.4.2 Business Continuity/Disaster Recovery ........................................................ - 30-

2. Common Data Centre Features ..................................................................................... - 30-
2.1 Physical Security ................................................................................................... - 30-
2.2 Power Systems ...................................................................................................... - 32-
2.3 Fire Systems .......................................................................................................... - 33 -
2.4 Environmental Systems ........................................................................................ - 33 -
2.5 Onsite Amenities ................................................................................................... - 34-

2.5.1 On-site work space for Visitors .................................................................... - 35-

50653542.4 -2-
Page 169 
CTZ-2013-00110



2.5.2 Conference Meeting Rooms ......................................................................... - 35-
2.5.3 Reception Area .............................................................................................. - 35 -
2.5.4 Staging Area .................................................................................................. - 35 -
2.5.5 Secure Temporary Storage Area ..................................................................• - 35-
2.5.6 Visitor Amenities .......................................................................................... - 36-

3. Core STMS Data Centre Services ............................................................................. - 36-
3.1 Customer Environments ........................................................................................ - 36-
3.2 Q9 Control Panel. .................................................................................................. - 38-
3.3 On-site Support ..................................................................................................... - 39-
3.4 Advisory Support Service ..................................................................................... - 39-

4. Optional STMS Data Centre Services ......................................................................... - 40-
5. Other Terms ................................................................................................................. - 41 -

5.1 Data Centre Policies and Procedures .................................................................... - 41 -
5.2 STMS Data Centre Planning ................................................................................. - 42 -

5.2.1 STMS Data Centres Three Year Plan ........................................................... - 43-
5.2.2 Periodic Capacity Review Meetings ............................................................. - 44-
5.2.3 Recommended Increases in Province VA Commitment .............................. - 45 -

5.3 Exceeding Capacity Reservation .. ; ........................................................................ - 46-
5.3.1 Co-location Customer exceeds its Capacity Reservation, Province VA 
Commitment not exceeded ............................................. · .............................................. - 46 -
5.3.2 Co-location Customer exceeds its Capacity Reservation, Province VA 
Commitment exceeded, STMS Data Centre has available VA Capacity ..................... - 46-
5.3.3 Co-location Customer exceeds its Capacity Reservation, Province VA 
Commitment exceeded, STMS Data Centre does not have VA Capacity available .... - 47-
5.3.4 Co-location Customer exceeds its Capacity Reservation and there is a present 
or imminent impact on ability of Service Provider to deliver services to other customers.-
48-

5.4 Data Centre Requirements Verification Process ................................................... - 48-
5.5 Data Centre Future Proofing ................................................................................. - 50-
5.6 Province Capacity Reservation Reporting for Managed Services ........................ - 51 -

5.6.1 Transformation Plan VA Reservation Calculation ....................................... - 51 -
5.6.2 Annual VA Reservation Calculation ............................................................ - 52-

VI. MEDIA DESTRUCTION AND EQUIPMENT DISPOSAL SERVICES ................... - 53 -
1. Introduction ................................................................................................................... - 53-

1.1 Sites ....................................................................................................................... -53-
1.2 Effective Date and Term ....................................................................................... - 53-

2. Media Destruction and Asset Disposal Services .......................................................... - 54 -
Appendix A- Defined Terms/ Definitions ........................................................................... - 58 -
Appendix B- Reports ............................................................................................................... - 62-

I. NOT APPLICABLE ..................................................................................................... - 62 -
II. EXISTING WTS DATA CENTRES ............................................................................ - 62-

1 Reports by Province .................................................................................................. - 62 -
1.1 Current Data Centre Load Charts ..................................................................... - 62 -

2 Reports by Service Provider ..................................................................................... - 63-
2.1 Monthly Router Performance Report ................................................................ - 63-

III. NOT APPLICABLE ................................................................................................. - 63-
IV. NOT APPLICABLE ................................................................................................. - 63-
V. STMS DATA CENTRE SERVICES ............................................................................ - 63-

1 Reports by Service Provider ..................................................................................... - 63-

50653542.4 -3-
Page 170 
CTZ-2013-00110



1.1 Power Reports ................................................................................................... - 64-
1.2 Enclosure Power Detail Reports ....................................................................... - 64 -
1.3 Data Centre Ticketing System .......................................................................... - 64 -
1.4 Bandwidth Reports ............................................................................................ - 64-

VI. NOT APPLICABLE ................................................................................................. - 64-
Appendix C- STMS Hosting Tools and Common Infrastructure Expected VA Consumption- 65 

Appendix D- Supported Province Locations .......................................................................... - 67-
I. NOT APPLICABLE ...... -............................................................................................... - 67-
II. EXISTING WTS DATA CENTRES ............................................................................ - 67-
III. WTS REMOTE SITES ............................................................................................. - 67-
N. NOT APPLICABLE ................................................................................................. - 68-
V. NOT APPLICABLE ..................................................................................................... - 68-
VI. NOT APPLICABLE ................................................................................................. - 68 -

Appendix E- Service Provider Service Locations ................................................................... - 69-
I. NOT APPLICABLE ..................................................................................................... - 69 -
II. NOT APPLICABLE ..................................................................................................... - 69-
III. NOT APPLICABLE ........................................ _ ......................................................... - 69-
IV. NOT APPLICABLE ................................................................................................. - 69-
V. STMS DATA CENTRE LOCATION .......................................................................... - 69-
VI. NOT APPLICABLE ................................................................................................. - 69-

Appendix F- WTS Data Centre Infrastructure Capacity Request/Approval Process .............. - 70-
Appendix G- Data Centre Requirements ................................................................................ - 7 5 -
Appendix H - Energy and Environmental Efficiency .............................................................. - 7 6 -

50653542.4 -4-
Page 171 
CTZ-2013-00110



DATA CENTRE SERVICE SOW# 2 

Scope and Summary of Data Centre Services 

I INTRODUCTION 

The Data Centre Services Statement of Work (the "Statement of Work" or "SOW") is entered 
into pursuant to the Master Services Agreement between Her Majesty the Queen in right of the 
Province of British Columbia, as represented by the Minister of Labour and Citizens' Services 
(the "Province") and EDS Advanced Solutions Inc. ("Service Provider" or "SP"). Such Master 
Services Agreement, as amended, is referred to in this Statement ofWork as the "Agreement". 

The Data Centre Services Statement of Work consists of following additional parts: 

(i) Part II - Existing WTS Data Centres Services; 
(ii) Part III - WTS Remote Sites Services; 
(iii) Part IV- Network Services; 
(iv) Part V- STMS Data Centres Services; and 
(v) Part VI- Media Destruction and Equipment Disposal Services. 

This Statement of Work includes the following appendices: 

• Appendix A -
• AppendixB 
• Appendix C 

Consumption 
• Appendix D -
• AppendixE 
• AppendixF 
• Appendix G -
• Appendix H -

· 1.1 Definitions 

Defined Terms I Definitions 
Reports 
STMS Hosting Tools and Common Infrastructure Expected VA 

Supported Province Locations 
Service Provider Service Locations 
WTS Data Centre Infrastructure Capacity Request/ Approval Process 
Data Centre Requirements 
Energy and Environmental Efficiency 

Certain capitalized terms used in this Statement of Work are defined in Appendix A (Defined 
Terms/Definitions) ofthis Statement ofWork. Capitalized terms used in this Statement of Work 
that are not defined within this Statement of Work (including in Appendix A) will have the 
meanings given to such terms in Schedule 1 of the Agreement. 

1.2 Purpose of this Document 

This SOW describes the scope and functions of the Data Centre Services being performed by 
Service Provider in accordance with the terms of the Agreement and the Province's 
responsibilities in connection therewith. 

1.3 Overview 
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This SOW describes, in detail: 

(i) in Part II, the manner in which the Service Provider is authorized to use and the 
provisions applicable to the Service Provider's use of the data centre facilities (the 
"Existing WTS Data Centres") identified in Part II of Appendix D (Supported Province 
Locations) in providing Services under the Agreement; 

(ii) in Part III, the manner in which the Service Provider is authorized to use and the 
provisions applicable to the Service Provider's use of the remote site facilities (the "WTS 
Remote Sites") identified in Part III of Appendix D (Supported Province Locations) in 
providing Services under the Agreement; 

(iii) in Part IV, the network services to be provided by the Service Provider in connection 
with the Services Provider's use of data centre facilities and remote sites; 

(iv) in Part V, the data centre services to be provided by the Service Provider from the data 
centre facilities (the "STMS Data Centres") identified in Part V of Appendix E (Service 
Provider Service Locations); 

(v) in Part VI, the media destruction and equipment disposal services to be provided by the 
Service Provider at the Existing WTS Data Centres, WTS Remote Sites, and STMS Data 
Centres; 

and the responsibilities of the Province in connection therewith. 

1.4 Use of RASIC Table 

The RASIC tables in this SOW set forth the responsibilities of the Service Provider and the 
Province for specific service elements within a service component. The RASIC tables are 
populated with responsibility indicators as follows: 

• Responsible: solely and directly accountable for creating a work product 
• Approving: needs to review and assure this work product's quality 
• Supporting: any and all individuals or groups who help create this work product 
• Informed: any and all who need updates during the creation of a work product or during 

the execution of a business process 
• Consulted: any and all who help define product design or quality review criteria 

These tables summarize key high-level responsibilities for various items related to the STMS 
Data Centres. 

1.5 Common Functions 
This Statement of Work contains references to services, activities, procedures or responsibilities 
that are defined in other Statements of Work including the Service Management Services SOW, 
the Transformation SOW, the Business Continuity and Disaster Recovery Services SOW, the 
Security Services SOW, the Managed Mainframe Services SOW, the eight (8) Midrange Services 
SOWs (Server Management Services SOW, Shared File and Print Services SOW, Web Hosting 
Services SOW, Virtual Hosting Services SOW, Onsite Support Services SOW, Citrix Based 
Computing Services SOW, Shared Database Services SOW, and the Application Enabling 
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Services SOW), and the Storage and Backup Services SOW entered into pursuant to the 
Agreement. 

II EXISTING WTS DATA CENTRES SERVICES 

This Part II of the Data Centre Services SOW identities the manner in which the Service 
Provider is authorized to use and the provisions applicable to the Service Provider's use of the 
Existing WTS Data Centres in providing Services under the Agreement. 

This Part II of the Data Centre Services SOW is divided into two additional sections: 

(i) Section I of this Part II of the Data Centre Services SOW provides an introduction to the 
services; and 

(ii) Section 2 of this Part II of the Data Centre Services SOW describes the data centre 
services to be provided for the Existing WTS Data Centres (the "Existing WTS Data 
Centres Services"). 

1. Introduction 

1.1 Sites 

The Existing WTS Data Centres Services will be provided from the Existing WTS Data Centres. 

1.2 Effective Date and Term 

This Part II of the Data Centre Services SOW will be effective with respect to each Existing 
WTS Data Centre on the Hand-Over Date and will continue in effect: 

(i) with respect to each Existing WTS Data Centre other than the Province Designated 
Network Locations, until such time (the "WTS Data Centres Equipment End Date") as 
all WTS Data Centres Equipment is removed from the Existing WTS Data Centre (1) in 
accordance with the Part VI (Media Destruction and Equipment Disposal) of the Data 
Centre Services SOW (for equipment that is being disposed of), (2) pursuant to the 
Virtualization and Migration Project described in Part 16 of the Transformation SOW 
(for equipment that is being relocated to the STMS Data Centres); or (3) pursuant to a 
Change Order entered into by the Parties under the Change Order Process; and 

(ii) with respect to each of the Existing WTS Data Centres that is a Province Designated 
Network Location, until the later of: (1) the WTS Data Centres Equipment End Date for 
such data centre; and (2) the date that any routers or other communications equipment of 
the Service Provider installed at such data centre in accordance with Part IV (Network 
Services) ofthe Data Centre Services SOW are removed by the Service Provider. 

1.3 Related SOWs or Schedules 

1.3.1 Business Continuity/Disaster Recovery 
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The business continuity and disaster recovery services to be provided by the Service Provider for 
the services that the Service Provider is providing under this Part II of the Data Centre Services 
SOW are described in the Business Continuity and Disaster Recovery Services SOW. 

2. Existing WTS Data Centres Services 

This section describes the responsibilities of the Service Provider and the Province in respect of 
each Existing WTS Data Centre during the period that this Part II of the Data Centre Services 
SOW continues in effect with respect to such Existing WTS Data Centre in accordance with 
Section 1.2 (Effective Date and Term) of this Part II ofthe Data Centre Services SOW. 

For each Existing WTS Data Centre: 

(i) the Service Provider will utilize the site for the purpose of providing the Managed 
Services for the WTS Data Centres Equipment located at the site in accordance with the 
access, security, safety, operations and facility procedures of the Province and, subject to 
Part IV (Network Services) ofthe Data Centre Services SOW, for no other purpose; and 

(ii) the Province will be responsible for the physical site, its ongoing facility operations, and 
the Province LAN services within the sites. The Province's responsibility for ongoing 
facility operations covers responsibility for items such as rent, utilities, maintenance and 
repairs to HV AC, UPS, generators, fire protection, security and the installation of server 
enclosures, power outlets, structured cabling, cable trays and copper patch cords. 

Provide to the Service Provider the work space at each 
of the Existing WTS Data Centres that is identified in 
Part II of Appendix D (if any). Such work space is 
provided on an "as available" basis. The work space 
shall include phone, network connectivity to SPAN/BC, R 
internet connectivity and heat, light, ventilation, electric 
current and outlets for use by Service Provider. The 
work space shall be safe, clean and in compliance with 

Laws. 

Notify the Service Provider of any updates to the 
Province Policies regarding access, security, safety, 
operations and facility procedures at the Existing WTS 
Data Centres occurring after the Hand-Over Date 

...... r,,,.,, ... the Order Process. 
Provide access control and security services in respect of 
each Existing WTS Data Centre in accordance with the 
Province Policies relating thereto that are in effect at 
such data centre. 
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Notify the Province in writing of Service Provider 
personnel requiring access to the Existing WTS Data 
Centres after the Hand-Over Date in order for the 
Service Provider to perform the Managed Services for 
the WTS Data Centres Equipment located at such data 
centres. 
Notify the Province in writing of any Service Provider 
personnel no longer requiring access to the Existing 
WTS Data Centres within 5 Business Days of the date 
such access is no · 
Provide the Service Provider, immediately after the 
Hand-Over Date and for each Existing WTS Data 
Centre, building layouts and emergency safety 
documentation and a orientation. 
Provide the Service Provider with any updates to the 
building layouts of or emergency safety documentation 
for an Existing WTS Data Centre made after the Hand
Over Date promptly after such updates are implemented 
at the Exi WTS Data Centre. 
Provide the Service Provider with access to the Existing 
WTS Data Centres and to the WTS Data Centres 
Equipment and the Service Provider Network Equipment 
located at the data centre as required by the Service 
Provider to perform the Managed Services for such WTS 
Data Centres Equipment and Service Provider Network 

Adhere to Province Policies regarding access, security, 
safety, operations and facility procedures at the Existing 
WTS Data Centres in effect at the Hand-Over Date or as 
updated thereafter and of which Service Provider is 
given notice in accordance with this Part II of the Data 
Centre Services SOW. 
Notify the Service Provider in writing of Province onsite 
contact personnel for each Existing WTS Data Centre 
who can respond to facility related questions and 
incidents and of any changes to the list of Province 
onsite contact 
Monitor temperature, humidity, electrical power and 
related indicators of the facilities environment at each 

WTS Data Centre. 
Resolve and manage facility environmental incidents 
within each Existing WTS Data Centre with a view to 
minimizing the impact on the availability, accessibility 
and · of the WTS Data Centres. 
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Notify Service Provider of facility environmental 
incidents or network incidents at each Existing WTS 
Data Centre that impact or could potentially impact the 
WTS Data Centres Equipment or Service Provider 
Network Equipment or the ability of the Service 
Provider to perform the Managed Services for such WTS 
Data Centres Equipment or the Service Provider 
Network Equipment. 
Provide corrective action updates and final resolution to 
Service Provider in the same time:frame. as defined (by 
incident priority) in the Service Management SOW on 
all facility environmental incidents and all network 
incidents at each Existing WTS Data Centre that impact 
or could potentially impact the WTS Data Centres 
Equipment or the Service Provider Network Equipment 
or the ability of the Service Provider to perform the 
Managed Services for such WTS Data Centres 
Equipment or the Service Provider Network Equipment. 
Notify the Province in writing, with respect to each 
Existing WTS Data Centre, of the Service Provider 
Personnel to be contacted when a facility environmental 
incident or network incident occurs at the Existing WTS 
Data Centre and provide the Province with updates to 
such list of Service Provider Personnel promptly after 
the updates are effective. 
Maintain the facility infrastructure within each Existing 
WTS Data Centre such that: 

(i) the equipment for environmental systems at the 
Existing WTS Data Centre (including the power 
systems, HV AC systems, · fire detection and 
prevention systems and security systems) is 
maintained in accordance with the equipment 
manufacturer's specifications; and 

(ii) the facility is maintained in accordance with the 
requirements of applicable authorities having 
jurisdiction. 

Provide planning and management for any upgrades to 
the environmental systems at the Existing WTS Data 
Centres (including power systems, HVAC systems, fire 
detection and prevention systems and security systems). 
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Notify Service Provider of any facility maintenance or 
upgrade event that impacts or could potentially impact 
the WTS Data Centres Equipment or the Service 
Provider Network Equipment at an Existing WTS Data 
Centre or the ability of the Service Provider to perform 
the Managed Services for such WTS Data Centres 
Equipment or the Service Provider Network Equipment 
at the Existing WTS Data Centre in performing the 
Services. 
Provide the Service Provider with weekly power 
capacity reporting for the Existing WTS Data Centres as 
required by the Service Provider in managing the WTS 
Data Centres Equipment and the Service Provider 
Network Equipment. Such weekly power capacity 
reporting will be provided using the "Current Data 
Centre Load Charts" identified in Appendix B or such 
other reports as provide substantially the same 
information. 
Notify the Service Provider of the criteria that will be 
applied by the Province to approve or reject requests for 
changes in WTS Data Centres Equipment or the Service 
Provider Network Equipment at the Existing WTS Data 
Centres and any changes in· the Province's current 
process for requesting such approvals. (The current 
WTS process for requesting approval of equipment 
changes is set out m Appendix F (Data Centre 
Infrastructure Capacity Request/Approval Process)). 
Request approval from the Province of planned WTS 
Data Centres Equipment or Service Provider Network 
Equipment changes (adds, moves, changes, and deletes) 
utilizing the Province's current process therefor. 
Approve or reject Service Provider requests for planned 
equipment changes at each Existing WTS Data Centre 
within 2 Business Days of Service Provider's request for 
approval in accordance with the criteria identified by the 
Province. 
In connection with the Services being provided for the 
WTS Data Centres Equipment or the Service Provider 
Network Equipment, request adds, moves, changes, and 
deletes of power outlets, LAN ports, VLAN 
configuration changes, IP addressing, routing, Access 
Control Lists ("ACL"), structured cabling, cable trays, 
server enclosures, rack power bars, and seismic 
restraining to be provided by the Province at Existing 
WTS Data Centres. 
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Approve or reject requests of the Service Provider for 
adds, moves, changes, and deletes of power outlets, 
LAN ports, VLAN configuration changes, IP addressing, 
routing, ACL, structured cabling, cable trays, server 
enclosures, rack power bars, and seismic restraining at 
Existing WTS Data Centres within three Business Days 
of the request and based on the criteria for such adds, 
moves, changes and deletes of which the Province has 
given Service Provider notice. 
Perform adds, moves, changes, and deletes of power 
outlets, structured cabling, cable trays, server enclosures, 
rack power bars, and seismic restraining at Existing 
WTS Data Centres in accordance with requests of the 
Service Provider that have been approved by the 
Province within 2 weeks of the request. 
Provide all requested LAN ports, VLAN configuration 
changes, IP addressing, routing, ACL in accordance with 
requests of the Service Provider that have been approved 
by the Province within 2 weeks of the request. 
Provide and install fibre patch cords. 
Supply, manage and support all network hardware, 
network software, and network configurations within the 
Existing WTS Data Centres (other than as provided by 
the Service Provider in Part IV (Network Services) of the 
Data Centre Services SOW) as required by the 
applications operating on the WTS Data Centres 
Equipment and to enable the Service Provider to 
communicate with and support the WTS Data Centres 
Equipment as part of the Managed Services. 
Monitor network capacity of LAN, router, and firewall 
infrastructure components within the Existing WTS Data 
Centres and supply, install and support new network 
hardware such as routers, switches and firewalls when 
additional port, bandwidth or firewall capacity IS 

required by the applications operating on the WTS Data 
Centres Equipment and to enable the Service Provider to 
communicate with and support the WTS Data Centres 
Equipment as part of the Managed Services. 
Monitor network performance within the Existing WTS 
Data Centres and upgrade network components such as 
routers, switches, firewalls, network cabling and carrier 
lines when additional performance and/or speed is 
required by the applications operating on the WTS Data 
Centres Equipment and to enable the Service Provider to 
communicate with and support the WTS Data Centres 
Equipment as part of the Managed Services. 
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Refresh the network hardware and software provided by 
the Province at the Existing WTS Data Centres when it 
reaches the end of its asset life or when the hardware I R 
software is no longer supported by a maintenance 
agreement. 
Notify Service Provider of any network maintenance or 
upgrade event that impacts or could potentially impact 
the WTS Data Centres Equipment or the Network 

R 
Equipment or the ability of the Service Provider to 
perform the Managed Services for such WTS Data 
Centres Equipment or the Network Equipment. 
Upon request by the Service Provider, provide such 
network capacity and network performance reports as 
are available within 5 Business Days of the Service 

R 
Provider's request. (The reports will be used to help 
diagnose ISSUeS and/or problems with the Service 
supplied by the Service Provider.) 
Provide and install blank out panels into unused portions 
of server enclosures installed by the Service Provider at R 
Existing WTS Data Centres. 
Provide the quantity of copper patch cords at Existing 
WTS Data Centres required by Service Provider to R 
perform Services. 
Install copper patch cords between WTS Data Centres 

R 
Equipment and LAN ports provided by the Province. 
Notify Province of any MAC address change relating to 
the WTS Data Centres Equipment that occurs within the R 
Existing WTS Data Centres. 
Where reasonably possible and with 3 Business Day's 
prior notice, accept delivery and securely store WTS 
Data Centres Equipment or the Service Provider 

R 
Network Equipment at the Province's loading dock at 

for up to one Business Day from the time 
the Province has accepted delivery. 
Remove WTS Data Centres Equipment or Service 
Provider Network Equipment temporarily received and 
stored at the Province's loading dock at R 
within one Business Day from the time that the Province 
has accepted delivery. 
Transport WTS Data Centres Equipment or the Service 
Provider Network Equipment to Existing WTS Data R 
Centres (other than for installation. 
Provide access to garbage and recycling facilities for 
disposal of packing material at each Existing WTS Data R 
Centre. 
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For any WTS Data Centres Equipment or Service 
Provider Network Equipment brought to an Existing 
WTS Data Centre by the Service Provider, remove 
packing material from the Existing WTS Data Centre or 
dispose of packing material in garbage and recycling 
facilities at the Existing WTS Data Centre provided by 
the Province. 
Review power, cooling air flow and cabling installation 
of WTS Data Centres Equipment or Service Provider 
Network Equipment performed by Service Provider at 
each Existing WTS Data Centre and notifY Service 
Provider of any corrections in such installations required 
to deficiencies. 
Remedy any WTS Data Centres Equipment or Service 
Provider Network Equipment installation deficiencies 
with regards to power, cooling air flow and cabling of 
which Service Provider is notified the Province. 
For each Existing WTS Data Centre, once all WTS Data 
Centres Equipment and any Service Provider Network 
Equipment located at the Existing WTS Data Centre has 
been removed, notify the Province network group, 
through an ITIMS order, to have the remaining Province 
supported network components (WAN and LAN) 
decommissioned as at the site. 
Remove Service Provider access privileges to each 
Existing WTS Data Centre as requested within 5 
Business uest. 

III WTS REMOTE SITES SERVICES 

R 

R 

R 

R 

R 

This Part III of the Data Centre Services SOW identities the manner in which the Service 
Provider is authorized to use and the provisions applicable to the Service Provider's use of the 
WTS Remote Sites in providing Services under the Agreement. 

This Part III of the Data Centre Services SOW is divided into two additional sections: 

(i) Section 1 of this Part III of the Data Centre Services SOW provides an introduction to the 
services; and 

(ii) Section 2 of this Part III of the Data Centre Services SOW describes the remote services 
to be provided for the WTS Remote Sites (the "WTS Remote Sites Services"). 

1. Introduction 

1.1 Sites 

The WTS Remote Sites Services will be provided from the WTS Remote Sites. 
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1.2 Effective Date and Term 

This Part III of the Data Centre Services SOW will be effective with respect to each WTS 
Remote Site on the Hand-Over Date. This Part III of the Data Centre Services SOW will 
continue in effect: 

(i) with respect to ea:ch WTS Remote Site until such time (the "WTS Remote Sites 
Equipment End Date") as all WTS Remote Sites Equipment is removed from the WTS 
Remote Site: (1) in accordance with Part VI (Media Destruction and Equipment 
Disposal) of the Data Centre Services SOW (for equipment that is being disposed of); (2) 
pursuant to the Transformation SOW (for equipment that is being relocated to the STMS 
Data Centres); or (3) pursuant to a Change Order entered into by the Parties under the 
Change Order Process. 

1.3 Related SOWs or Schedules 

1.3.1 Business Continuity/Disaster Recovery 

The business continuity and disaster recovery services to be provided by the Service Provider for 
the services that the Service Provider is providing under this Part III of the Data Centre Services 
SOW are described in the Business Continuity and Disaster Recovery Service SOW. 

2. WTS Remote Sites Services 

This section describes the responsibilities of the Service Provider and the Province in respect of 
each WTS Remote Site during the period that this Part III of the Data Centre Services SOW 
continues in effect with respect to such WTS Remote Site in accordance with Section 1.2 
(Effective Date and Term) ofthis Part III of the Data Centre Services SOW. 

For each WTS Remote Site: 

(i) the Service Provider will utilize the site for the purpose of providing the Managed 
Services for the WTS Remote Sites Equipment located at the site in accordance with the 
access, security, safety, operations and facility procedures of the Province and, subject to 
Part IV (Network Services) of the Data Centre Services SOW, for no other purpose; and 

(ii) the Province will be responsible for the physical site (at both existing and new sites) and 
its ongoing facility operations. The ongoing facility operations covers items such as rent, 
utilities, maintenance and repairs to HVAC, UPS, generators, fire protection, security and 
the installation of server enclosures, power outlets, structured cabling, and cable trays. 
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Provide to the Service Provider work space at each of 
the WTS Remote Sites, to the extent such work space 
exists as at the Hand-Over Date, as required by the 
Service Provider to perform the Managed Services for 
the WTS Remote Sites Equipment located at such site. 
The work space shall be safe, clean and in compliance 
with Applicable Laws. 
Provide the Service Provider, on or prior to Hand-Over 
Date, with copies of all existing Province Policies 
regarding access, security, safety, operations and facility 
procedures in effect at the WTS Remote Sites. 
Notify the Service Provider of any updates to the 
Province Policies regarding access, security, safety, 
operations and facility procedures at the WTS Remote 
Sites occurring after the Hand-Over Date through the 
Change Order Process. 
Provide access control and security services in respect of 
each WTS Remote Site in accordance with the Province 
Policies relating thereto that are in effect at such site. 
Notify the Province in writing of Service Provider 
personnel requiring access to the WTS Remote Sites 
after the Hand-Over Date in order for the Service 
Provider to perform the Managed Services for the WTS 
Remote Sites Equipment located at such site. 
Notify the Province in writing of any Service Provider 
personnel no longer requiring access to a WTS Remote 
Site within 5 Business Days of the date such access is no 
longer required. 
Provide the Service Provider, immediately after the 
Hand-Over Date· and for each WTS Remote Site, 
building layouts and emergency safety documentation 
and a facility orientation. 
Provide the Service Provider with any updates to 
building layouts of or emergency safety documentation 
for a WTS Remote Site made after the Hand-Over Date 
promptly after such updates are implemented at the WTS 
Remote Site. 
Provide the Service Provider with access to the WTS 
Remote Site and to the WTS Remote Sites Equipment 

R 

R 

R 

R 

R 

R 

located at the site as required by the Service Provider to R 
perform the Managed Services for such WTS Remote 
Sites Equipment. 
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Adhere to Province Policies regarding access, security, 
safety, operations and facility procedures at the WTS 
Remote Sites in effect at the Hand-Over Date or as 
updated thereafter and of which Service Provider is 
given notice in accordance with this Part III of the Data 
Centre Services SOW. 
Notify the Service Provider of Province contact 
personnel for each WTS Remote Site who can respond 
to facility related questions and incidents and of any 
changes to the list of Province contact personnel. 
Monitor temperature, humidity, electrical power and 
related indicators of the facilities environment at each 
WTS Remote Site. 
Resolve and manage facility environmental incidents 
within each WTS Remote Site with a view to 
minimizing the impact on the availability, accessibility 
and operations of the WTS Remote Sites. 
Notify Service Provider of facility environmental 
incidents or network incidents at each WTS Remote Site 
that impact or could potentially impact the WTS Remote 
Sites Equipment or the ability of the Service Provider to 
perform the Managed Services for such WTS Remote 
Sites Equipment. 
Provide corrective action updates and final resolution to 
Service Provider in the same timeframe as defined '(by 
incident priority) in the Service Management SOW on 
all facility environmental incidents and all network 
incidents at each WTS Remote Site that impact or could 
potentially impact the WTS Remote Sites Equipment or 
the ability of the Service Provider to perform the 
Managed Services for such WTS Remote Sites 
Equipment. 
Notify the Province in writing, with respect to each WTS 
Remote Site, of the Service Provider Personnel to be 
contacted when a facility environmental incident or 
network incident occurs at the WTS Remote Site and 
provide the Province with updates to such list of Service 
Provider Personnel promptly after the updates are 
effective. 
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Maintain the facility infrastructure within each WTS 
Remote Site such that: 

(i) the equipment for environmental systems at the 
WTS Remote Sites (including the power 
systems, HV AC systems, fire detection and 
prevention systems and security systems) IS 

maintained in accordance with the equipment 
manufacturer's specifications; and 

(ii) the facility is maintained in accordance with the 
requirements of applicable authorities having 
jurisdiction. 

Provide planning and management for any upgrades to 
the environmental systems at the WTS Remote Sites 
(including power systems, HV AC systems, fire detection 
and prevention systems and security systems). 
Notify Service Provider of any facility maintenance or 
upgrade event that impacts or could potentially impact 
the WTS Remote Sites Equipment at a WTS Remote 
Site or the ability of the Service Provider to perform the 
Managed Services for such WTS Remote Sites 
Equipment. 
Provide the Service Provider with weekly power 
capacity reporting for the WTS Remote Sites identified 
as a Regional Network Centre in Part III of Appendix D 
(Supported Province Locations) as required by the 
Service Provider in managing the WTS Remote Sites 
Equipment. Such weekly power capacity reporting will 
be provided using the "Current Data Centre Load 
Charts" identified in Appendix B or such other reports as 
provide substantially the same information. 
Notify the Service Provider of the criteria that will be 
applied by the Province to approve or reject requests for 
changes in WTS Remote Sites Equipment at the WTS 
Remote Sites and any changes in the Province's current 
process for requesting such approvals within three 
Business Days of a request from the Service Provider 
therefor and provided that the current WTS process for 
requesting approval of equipment changes at Regional 
Network Centre sites is set out in Appendix F (Data 
Centre Infrastructure Capacity Request/Approval 
Process). 
Request approval from the Province of planned WTS 
Remote Sites Equipment changes (adds, moves, 
changes, and deletes) utilizing the Province's current 
process therefor. 
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Approve or reject Service Provider requests for planned 
equipment changes at each WTS Remote Site within 2 
Business Days of Service Provider's request for 
approval in accordance with the criteria identified by the 
Province. 
In connection with the Services being provided for the 
WTS Remote Sites Equipment, request adds, moves, 
changes, and deletes of power outlets, LAN ports, 
VLAN configuration changes, IP addressing, routing, 
ACL, structured cabling, cable trays, server enclosures, 
rack power bars, and seismic restraining to be provided 
by the Province at WTS Remote Sites. 
Approve or reject requests of the Service Provider for 
adds, moves, changes, and deletes of power outlets, 
LAN ports, VLAN configuration changes, IP addressing, 
routing, ACL, structured cabling, cable trays, server 
enclosures, rack power bars, and seismic restraining at 
WTS Remote Sites within three Business Days of the 
request and based on the criteria for such adds, moves, 
changes and deletes of which the Province has given 
Service Provider notice. 
Perform adds, moves, changes, and deletes of power 
outlets, structured cabling, cable trays, server enclosures, 
rack power bars, and seismic restraining at WTS Remote 
Sites in accordance with requests of the Service Provider 
that have been approved by the Province within 2 weeks 
of the request. 
Provide all requested LAN ports, VLAN configuration 
changes, IP addressing, routing, ACL in accordance with 
requests of the Service Provider that have been approved 
by the Province within 2 weeks of the request. 
Supply, manage and support all network hardware, 
network software, and network configurations within the 
WTS Remote Sites (other than as provided by the 
Service Provider in Part IV (Network Services) of the 
Data Centre Services SOW) as required by the 
applications operating on the WTS Remote Sites 
Equipment and to enable the Service Provider to 
communicate with and support the WTS Remote Sites 
Equipment as part of the Managed Services. 
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Monitor network capacity of LAN, router, and firewall 
infrastructure components within the WTS Remote Sites 
and supply, install and support new network hardware 
such as routers, switches and frrewalls when additional 
port, bandwidth or firewall capacity is required by the 
applications operating on the WTS Remote Sites 
Equipment and to enable the Service Provider to 
communicate with and support the WTS Remote Sites 

as of the Services. 
Monitor network performance within the WTS Remote 
Sites and upgrade network components such as routers, 
switches, firewalls, network cabling and carrier lines 
when additional performance and/or speed is required by 
the applications operating on the WTS Remote Sites 
Equipment and to enable the Service Provider to 
communicate with and support the WTS Remote Sites 

as of the Services. 
Refresh the network hardware and software provided by 
the Province at the WTS Remote Sites when it reaches 
the end of its asset life or when the hardware I software 
IS no a maintenance 
Notify Service Provider of any network maintenance or 
upgrade event that impacts or could potentially impact 
the WTS Remote Sites Equipment or the ability of the 
Service Provider to perform the Managed Services for 
such WTS Remote Sites 
Upon request by the Service Provider, provide such 
network capacity and network performance reports as 
are available within 5 Business Days of the Service 
Provider's request. (The reports will be used to help 
diagnose Issues and/or problems with the Service 

the Service 
Provide and install patch cords between WTS Remote 
Sites Equipment and LAN ports provided by the 
Province. 
Notify Province of any MAC address change relating to 
the WTS Remote Sites Equipment that occurs within the 
WTS Remote Site. 

Where it is not reasonably possible for the Province to 
accept delivery and securely store the WTS Remote 
Sites Equipment, transport the WTS Remote Sites 

50653542.4 
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For any WTS Remote Sites Equipment brought to a 
WTS Remote Site by the Service Provider, remove 
packing material from the WTS Remote Site or dispose 
of packing material in garbage and recycling facilities at 
the WTS Remote Site provided by the Province. 
Review power, cooling air flow and cabling installation 
of WTS Remote Sites Equipment performed by Service 
Provider at each WTS Remote Site and notify Service 
Provider of any corrections in such installations required 
to remedy deficiencies. 
Remedy any WTS Remote Sites Equipment installation 
deficiencies with regards to power, cooling air flow and 
cabling of which Service Provider is notified by the 
Province. 
For each WTS Remote Site, once all WTS Remote Sites 
Equipment has been removed, notify the Province 
network group, through an ITIMS order that all the WTS 
Remote Sites Equipment has been removed. 
Remove Service Provider access privileges to each WTS 
Remote Site as requested. This should be completed 
within 5 Business Days of the request. 

IV. NETWORK SERVICES 

R 

R 

R 

R 

R 

This Part IV of the Data Centre Services SOW identities the network services to be provided by 
the Service Provider in connection with the Service Provider's use of data centre facilities and 
remote sites for the delivery of Managed Services. 

This Part IV of the Data Centre Services SOW is divided into two additional sections: 

(i) Section 1 of this Part IV of the Data Centre Services SOW provides an introduction to the 
network services; and 

(ii) Section 2 of this Part IV of the Data Centre Services SOW describes the services to be 
provided for the network. 

1. Introduction 

1.1 Sites 

The network services will be provided at the Province Designated Network Locations and the 
STMS Data Centres. 

1.2 Effective Date and Term 

This Part IV of the Data Centre Services SOW will be effective until such time (the "Service 
Provider Network Equipment End Date") as all routers or other communications equipment of 
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the Service Provider installed at the Province Designated Network Locations and the STMS Data 
Centres are removed by the Service Provider. 

1.3 Related SOWs or Schedules 

1.3.1 Business Continuity/Disaster Recovery 

The business continuity and disaster recovery services to be provided by the Service Provider for 
the services that the Service Provider is providing under this Part IV of the Data Centre Services 
SOW are described in the Business Continuity and Disaster Recovery Services SOW. 

2. Network Services 

The Service Provider and the Province will implement network solutions to support network 
connectivity between the Province Network and Service Provider Support Locations. The 
network solution will be implemented in the following three phases: 

(i) Phase one covering the period from Hand-Over Date through the expiration or 
termination of the Managed Services to: 
a. Enable the Service Provider to remotely manage and support the Managed Equipment 

located at the Existing WTS Data Centres and at the WTS Remote Sites; 

(ii) Phase two covering the period from the Availability Date of the STMS Calgary Data 
Centre through the expiration or termination of the Managed Services to: 
a. Enable the Service Provider to remotely manage and support the Managed Equipment 

located at the STMS Calgary Data Centre; and 
b. Enable the Province to utilize the Managed Equipment located at the STMS Calgary 

Data Centre; and 

(iii) Phase three covering the period from the Availability Date of the STMS Interior Data 
Centre through the expiration or termination of the Managed Services to: 
a. Enable the Service Provider to remotely manage and support the Managed Equipment 

located at the STMS Interior Data Centre; and 
b. Enable the Province to utilize the Managed Equipment located at the STMS Interior 

Data Centre. 

This solution will support any Broader Public Sector organization that resides on the Province 
Network and elects to obtain Managed Services from the Service Provider. 

Broader Public Sector organizations not obtaining Managed Services from the Service Provider 
will provide their own network solution into the STMS Data Centres. 

2.1 Phase One 

For phase one, the Province will provide: 

• the Third Party Gateways for Service Provider network access to the Province 
Network enabling remote management and support of the Managed Equipment; 

• WAN services for the Province Network; 
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• Service Provider network access to all required WTS Data Centres Equipment 
and WTS Remote Sites Equipment; 

• LAN services as identified in Part II (Existing WTS Data Centres Services) of the 
Data Centre Services SOW for the Existing WTS Data Centres; and 

• LAN services as identified in Part III (WTS Remote Sites Services) of the Data 
Centre Services SOW for the WTS Remote Sites. 

For phase one, the Service Provider will provide: 

• Routers at the Province Network hubs located at the Province Designated 
Network Locations as the terminating network appliances for the Service 
Provider's Management Network circuits (the "Service Provider Network 
Equipment"). The Service Provider Network Equipment will be installed at these 
two locations on the Service Provider side of the demarcation point of the 
Province's Third Party Gateway; 

• Maintenance, monitoring and management of Service Provider Network 
Equipment at the Province Designated Network Locations; and_ 

• Carrier circuits between the Service Provider's Service Locations and the Service 
Provider Network Equipment installed at the Province Designated Network 
Locations to enable the Service Provider to communicate with and manage the 
Managed Equipment in the Province locations. 

. -
The network connectivity for Managed Services during phase one as shown in the following 
diagram depicts the circuits the Service Provider is responsible for implementing by the green 
circuit lines labeled with anAl through A6. 
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2.2 Phase Two 

For phase two, the Province will provide: 

• 

to support: 

(i) the needs of the Transformation Plan (migration of servers and storage to 
the STMS Calgary Data Centre); 

(ii) remote management and support of the Managed Equipment at the STMS 
Calgary Data Centre; and 

(iii) Province user access to the applications hosted on the Managed 
Equipment at the STMS Calgary Data Centre. 

For phase two, the Service Provider will provide: 

• Routers at the STMS Calgary Data Centre as the terminating network appliances 
for access to the Service Provider Managed Services for the Province supplied 
circuits; 

• Router upgrades to the Service Provider supplied routers at the Province Network 
hubs located at the Province Designated Network Locations to extend the routers 
as the terminating network appliances for the Province supplied circuits; 

• Internal network configurations within the Customer Environment for the 
Province at the STMS Calgary Data Centre consisting of firewalls, intrusion 
prevention system ("IPS") devices, and LAN switches as more fully described in 
the Security SOW; 

• 
and 

• Maintenance, monitoring and management of Service Provider Network 
Equipment at the STMS Calgary Data Centre. 

The network connectivity for Managed Services during phase two as shown in the following 
diagram depicts the circuits the Province is responsible for ordering by the blue circuit lines 
labeled with a B 1 a and B 1 b. The Service Provider will be responsible for managing the 
Province supplied circuits labeled as Bla and Bib. Additionally, during phase two the Service 
Provider add the circuit identified as Cl in the drawing and begin leveraging the circuit 
identified as A 7 in the drawing. 
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2.3 Phase Three 

For phase three, the Province will provide: 

For phase three, the Service Providerwill provide: 

• Routers at the STMS Interior Data Centre as the terminating network appliances 
for access to Service Provider Managed Services for the Province supplied 
circuits; 

• Router upgrades/changes to the Service Provider supplied routers at the Province 
Network hubs located at the Province Designated Network Locations to extend 
the routers as the terminating network appliances for the Province supplied 
circuits; 

• Internal network configurations within the Customer Environment for the 
Province at the STMS Interior Data Centre consisting of firewalls, IPS devices, 
and LAN switches as more fully described in the Security SOW; and 

• Maintenance, monitoring and management of Service Provider Network 
Equipment at the STMS Interior Data Centre. 
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The network connectivity for Managed Services during phase three as shown in the following 
diagram depicts the circuits the Province is responsible for ordering by the blue circuit lines 
labeled with Bl through B4. The Service Provider will be responsible for managing the 
Province supplied circuits labeled with Bl through B4. The Bla and Blb circuits as identified in 
Section 2.2 (Phase Two) of the Data Centre Services SOW will be upgraded and I or 
decommissioned as circuits B 1 through B4 are activated, but there may be an overlap up to 3 
months where all or a portion of all circuits will be active. 

The circuits provided by the Province will be provisioned with adequate capacity, estimated at 
1 OGbps for phase three, to support: 

(i) the needs of the Transformation Plan (migration of servers and storage to the 
STMS Data Centres); 

(ii) remote management and support of the Managed Equipment at the STMS Data 
Centres; · 

(iii) Province user access to the applications hosted on the Managed Equipment at the 
STMS Data Centres; 

(iv) redundant Province user access to the applications hosted on the Managed 
Equipment at the STMS Data Centres; and 

(v) remote backup and recovery, data replication, data archiving, and other high 
availability options required between the STMS Data Centres in support of 
Managed Services. 

2.4 Network Services Responsibilities 

The responsibilities of the network services are defined below: 
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Designate a representative who will be authorized to act 
as Province's primary contact for Service Provider in 
dealing with the Service Provider Network Equipment to 
be provided by the Service Provider and located at 
Province Designated Network Locations and who will 
have the authority to make decisions on behalf of 
Province about actions to be taken Service Provider. 
Provision the Service Provider Network Equipment at 
the Province Designated Network Locations to 
implement network connectivity to enable the Service 
Provider to communicate with and manage the WTS 
Data ·Centres Equipment and the WTS Remote Sites 

as of the Services. 
Provide equipment racks and power at the Province 
Designated Network Locations where the Service 
Provider Network will be located. 
Assign internet protocol ("IP") address range(s) for the 
Service Provider Network 
Perform initial design, engineering, device staging, and 
implementation of Service Provider Network Equipment 
at the Province Network Locations. 
Provide carrier communication lines required between 
the Service Provider Support Locations and the Service 
Provider Network Equipment at the Province Designated 
Network cations. 
Allow Service Provider network traffic to traverse 
SPAN/BC from/to the Service Provider Network 
Equipment at the Province Designated Network 
Locations and the Managed Equipment to support the 

and tofsuch 
Provide remote monitoring and management of Service 
Provider Network on a 24 x 7 basis. 
Provide support and maintenance for Service Provider 
Network 
Provide reporting on Service Provider Network 
Equipment performance in accordance with Section 
B.2.1 of B 
Provide and manage the Third Party Gateway and the 
network connectivity from the Service Provider Network 
Equipment to the Managed Equipment at the Existing 
WTS Data Centres and at the WTS Remote Sites. 
Provide circuits as identified in sections 2.2 (B 1 a and 
Blb) and 2.3 (Bl, B2, B3, B4) of this Part IV of the 
Data Centre Services SOW. 
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V. STMS DATA CENTRE SERVICES 

·This Part V of the Data Centre Services SOW describes, in detail, the scope and functions of the 
STMS Data Centres provided by the Service Provider. It is divided into five additional sections: 

(i) Section 1 provides an introduction to the services; 
(ii) Section 2 describes features of the data centres from which the data centre services will 

be provided and which features represent integral components of such data centre 
services (the "Common Data Centre Features"); 

(iii) Section 3 describes the core data centre services (referred to, together with the Common 
Data Centre Features, as the "Core STMS Data Centre Services"); 

(iv) SeCtion 4 describes data centre services that are available on an optional basis (referred 
to, together with the Common Data Centre Features, as the "Optional STMS Data 
Centre Services"); and 

(v) Section 5 sets out certain additional terms and conditions that apply to the Core STMS 
Data Centre Services and the Optional STMS Data Centre Services ("Other Terms"). 

The Core STMS Data Centre Services and the Optional STMS Data Centre Services are referred 
to collectively as the "STMS Data Centre Services". 

1. Introduction 

1.1 Sites 

The STMS Data Centres Services will be provided from the data centre facilities identified in 
Part V of Appendix E (Service Provider Service Locations). 

The size of each of the STMS Data Centres is described in Part V of Appendix E (Service 
Provider Service Locations) of this SOW. The available capacity of each of the STMS Data 
Centres is based, in part, on the Province VA Commitment to Volt-Amps (or VAs) over the 
Term of the Agreement, as described in Schedule 23 of the Agreement. The STMS Data Centres 
will have additional capacity in VAs for services to commercial clients and will provide VA 
capacity growth for the Province all as described in and limited by Schedule 23 of the 
Agreement. 

1.2 Effective Date and Term 

This Part V of the Data Centre Services SOW will be effective with respect to each STMS Data 
Centre, commencing on the Availability Date (except as otherwise indicated expressly to the 
contrary in this Part V of the Data Centre Services SOW) and, subject to the terms of the 
Agreement, continuing throughout the Term of the Agreement. 

1.3 Managed Services and Co-Location Services 

The STMS Data Centre Services described in this Part V of the Data Centre Services SOW are 
used in two ways: 

(i) by the Service Provider in providing Managed Services to the Province (the "Managed 
Services Customer" or "MSC"); and 
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(ii) as "co-location services" by Buyers ("Co-location Customers") in connection with the 
operations of their information technology infrastructure. For the purposes of this 
document, if the Province ceases to obtain Managed Services from the Service Provider 
during the Data Centre Services Term of the Agreement, then the Province will be 
considered a Co-location Customer. 

The Service Provider, in using the STMS Data Centre Services to provide Managed Services, 
and the Co-location Customers in their use of the STMS Data Centre Services, will operate 
within one or more secure co-location Cages or cabinets on the raised floor area of the STMS 
Data Centre, as more completely described below. 

With respect to the STMS Data Centre Services, the interactions between the Service Provider 
and Province differ from the interactions between the Service Provider and Co-location 
Customers. To capture the differences, the RASIC tables in this Part V of the Data Centre 
Services SOW contain separate column groups for Managed Services (the "Managed" column 
group) and for "co-location services" (the "Co-location" column group). If the Province ceases 
to obtain Managed Services from the Service Provider, then the Province will revert to Co
location Customers and be responsible for the performance of the Co-location Customer's 
responsibilities set out in this Part V of the Data Centre Services SOW during such remaining 
period of time as this Part V of the Data Centre Services SOW continues in effect. 

The Co-location Customers will purchase the STMS Data Centre Services through the Service 
Provider with each Co-location Customer entering into a separate agreement with the Service 
Provider and being treated as a separate Customer. Accordingly, each Co-location Customer 
will have its own access and visibility, including without limitation, the Q9 Control Panel into its 
environment arid may interact directly with Service Provider staff for operational issues related 
to the co-location environment. Billing and administrative issues with respect to the Co-location 
Customers will be coordinated by Service Provider. 

In this Part V of the Data Centre Services SOW: 

(i) "Customer Environment" means for the Managed Services Customer or for each Co
location Customers or for each Broader Public Sector entities that purchase Managed 
Services from the Service Provider, the Cage(s) constructed by Service Provider for 
delivering Managed Services, or for Co-location Customers or for Broader Public Sector 
entities that purchase Managed Services from the Service Provider, including Q9-
Cabinet(s), if such cabinets are provided. For greater clarification, a Customer 
Environment may be just a Q9-Cabinet without a Cage; and 

(ii) "Environment Controller" means the organization . (Service Provider in the case of 
Managed Services, or Co-location Customer in connection with the "co-location 
services") that is in control of the Customer Environment used in the provision of STMS 
Data Centre Services. 

1.4 Related SOWs or Schedules 

1.4.1 Service Levels 
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The Service Levels applicable to the STMS Data Centre Services are described in Schedules 11 
to the Agreement. 

1.4.2 Business Continuity/Disaster Recovery 

Business continuity and disaster recovery in respect of the STMS Data Centre Services used in 
providing the Managed Services are described in the Business Continuity and Disaster Recovery 
Services SOW. 

Co-location Customers will have access to the services described in the Services Catalogue for 
building business continuity and disaster recovery services. 

2. Common Data Centre Features 

This section describes features of the STMS Data Centres from which the STMS Data Centre 
Services will be provided. 

The charges for the Common Data Centre Features are not separately identified but are included 
within the monthly fees charged for the Capacity Reservation. 

2.1 Physical Security 

Physical security will be provided at and within each STMS Data Centre as follows: 
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In accordance with the foregoing, Co-location Customers will have 7 x 24 unannounced access 
privileges to their Customer Environment at the STMS Data Centres. Access by the Province to 
the Customer Environment of the Province at the STMS Data Centres will be coordinated 
through the Service Provider. The Province will notifY the Service Provider of individuals who 
may authorize Province access to the Customer Environment of the Province at the STMS Data 
Centres through the Governance Procedures described in the Agreement. 

A Co-location Customer will be notified where there has been access to its Customer 
Environment other than in accordance with the existing access control procedures in effect at the 
STMS Data Centre or it is reasonably likely that such access to its Customer Environment may 
have occurred. 

Physical security incidents will be investigated upon written request from the Province or Co
location Customer of a serious incident at an STMS Data Centre (including reviewing available 
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archived video footage). Service Provider will report to the Province or the Co-location 
Customer on the results of the investigation including providing any relevant portions of video 
footage (edited to protect the privacy of other customers). 

2.2 Power Systems 

Power systems will be installed and maintained within each STMS Data Centre as follows: 

(i) The power distribution system design will not preclude future support for two high
voltage utility feeds for the STMS Data Centre (regardless of whether, at the time the 
data centre is built, two high-voltage utility feeds are available at the data centre on 
reasonable terms from the local utility power supplier or suppliers); 

(i.i) Other than in respect of the high-voltage utility feeds, the power distribution systems at 
the STMS Data Centres will be built to a minimum ofN+ 1 Redundancy: 

(a) Multiple UPS systems will provide conditioned power to Environment Controller 
Provided Equipment in each STMS Data Centre. The combined UPS systems in 
each STMS Data Centre will, at a minimum, be capable of supporting the data 
centre at 100% ofthe STMS Data Centre design capacity; 

(b) A system of N+ 1 Redundancy power generators at each STMS Data Centre will 
be designed to provide power to the STMS Data Centre when required as a result 
of issues with the quality or availability of local utility power. The generator 
system at each STMS Data Centre will, at a minimum, be capable of supporting 
the data centre at 100% ofthe STMS Data Centre design capacity; and 

(c) The power systems within each STMS Data Centre are designed to enable all 
routine maintenance of the power systems to be conducted without interruption of 
service (recognizing that redundancy levels may be impacted during such 
maintenance); 

(iii) Sufficient generator fuel will be maintained onsite at each STMS Data Centre to support 
power generation for at least following a utility power quality or 
availability event at 100% ofthe STMS Data Centre Total Contracted Capacity; 

(iv) Diesel fuel delivery arrangements will be maintained with multiple suppliers. Subject to 
the availability of diesel fuel, the STMS Data Centres are designed to operate indefinitely 
in the event of a prolonged disruption of utility power; 

(v) Power will be delivered to each Environment Controller rack in each STMS Data Centre 
using at least two independent power sources (unless requested otherwise by the 
Environment Controller); and 

(vi) A continuous test program for the power systems will be maintained at each STMS Data 
Centre that will test the emergency standby power systems at the data centre at least once 
each calendar month. 
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Environment Controllers will be notified at an STMS Data Centre where an event affecting the 
power systems at the data centre will impact the Environment Controller, including without 
limitation, any Service Levels. Notice will be given in accordance with the Environment 
Controller's emergency escalation list as prescribed in the Q9 Control Panel. The events 
affecting power systems where notice will be provided include where one of the redundant 
power sources has been or will be unavailable (but not including situations where one of the 
power sources that is provided to the rack or cabinet during maintenance is raw power that is not 
protected by UPS or generator systems). 

Environment Controllers who wish to take full advantage of the two independent power sources 
at the STMS Data Centres must implement equipment with dual power supplies (equipment 
capable of drawing power from either power supply or both power supplies). · 

Environment Controllers will only utilize the power made available to their Customer 
Environment in accordance with the policies and procedures for power systems provided through 
the Q9 Control Panel and in accordance with section 5.3 (Exceeding Capacity Reservation) of 
this Part V of the Data Centre Services SOW. 

2.3 Fire Systems 

Fire detection and prevention systems will be implemented at each STMS Data Centre as 
follows: 

(i) each STMS Data Centre will be equipped at a minimum with a VESDA® (Very Early 
Smoke Detection Apparatus) smoke detection system or alternate smoke detection system 
providing equivalent functionality; 

(ii) the fire detection systems at each STMS Data Centre will be linked to the data centre 
monitoring and alert subsystems in order to notify data centre staff of the need to 
investigate an alert or a potential fire incident in the· data centre; 

(iii) each STMS Data Centre will be equipped with a zoned dry-pipe, pre-action sprinkler 
system (in accordance with NFPA-75); 

(iv) clean agent fire suppression systems will be deployed at such locations within the STMS 
Data Centre as are determined by Service Provider, considering the floor plan of the 
STMS Data Centre; and 

(v) manual fire extinguishers will be located throughout each STMS Data Centre. 

Appropriate personnel at each STMS Data Centre will be provided with written procedures and 
contact information for monitoring, handling and escalating alerts from the fire detection 
systems. 

The systems in effect at each STMS Data Centre will not automatically shut off power to a 
Customer Environment when pre-action sprinkler systems are activated in the data centre. 

2.4 Environmental Systems 
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Environmental systems (i.e. building systems for heating, coolmg and humidification) will be 
installed and maintained at each STMS Data Centre as follows: 

(i) Environmental systems will be implemented at each STMS Data Centre that incorporate 
a minimum of N+ 1 Redundancy and permit all routine maintenance to be conducted 
without interruption of service (recognizing that redundancy levels may be impacted 
during such maintenance). These environmental systems are either in continuous 
operation, cycled from standby to duty use at least once each calendar month or tested at 
least once each calendar month; 

(ii) The environmental systems at each STMS Data Centre will be capable of supporting the 
data centre at 100% ofthe STMS Data Centre design capacity; 

(iii) The environmental systems implemented at each STMS Data Centre will utilize a cooling 
system that does not rely on municipal water supply services or base building water 
supplies for primary cooling; and 

(iv) The design at each STMS Data Centre will be capable of providing, at a minimum 
effective cooling for Environment Controller Provided Equipment in the data centre that 
consumes an average of 1 00 watts per square foot. 

Environment Controllers will locate equipment in their Customer Environment so as not to 
exceed the cooling capacity provided by the environmental systems in each STMS Data Centre. 
The Co-location Customer will advise Service Provider if the Co-location Customer anticipates 
or recognizes that equipment densities in the Customer Environment will require a greater 
cooling capacity, i.e. in excess of 100 watts per square foot and Co-location Customer may also 
be notified if such cooling capacity is being exceeded. In such event, written cooling distribution 
recommendations for such higher equipment densities will be developed for the Co-location 
Customers and such recommendations will be implemented by the Co-location Customers. 

If the equipment densities in a Customer Environment exceed such environment's cooling 
capacity and either impact the environments of other STMS Data Centre customers or the STMS 
Data Centre itself, then the Co-location Customers may be required to shut down Environment 
Controller Provided Equipment or Service Provider may shut off that portion of the power 
supply services required to alleviate the impact on the environments of other customer or the 
STMS Data Centre itself, all in accordance with section 5.3 (Exceeding Capacity Reservation) of 
this Part V of the Data Centre Services SOW. 

2.5 Onsite Amenities 

Each STMS Data Centre will include common amenities described below for the use of all 
customers of the data centre outside the Customer Environment Area at the data centre. Use of 
these amenities will be shared among customers of the data centre on an "as available" basis. 

The following Onsite Amenities are generally not considered critical to customer operations and 
may be delayed by a few weeks/months after the Availability Date of each STMS Data Centre: 

• On-site work area; 
• Conference meeting rooms; 
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• Reception area; 
• Day-use lockers; 
• Small lunch room. 

2.5.1 On-site work space for Visitors 

Access to shared office space for at least 4 Visitors will be provided at each STMS Data Centre 
for the use, as and when available, by all customers, such office space to include power, public 
Internet access and Public Switched Telephone Network ("PSTN") access. 

2.5.2 Conference Meeting Rooms 

At least two conference meeting rooms will be provided at each STMS Data Centre. Each 
conference room will be equipped with power, a single PSTN access, and a public Internet 
connection and be suitable for meetings with up to eight individuals. Environment Controllers 
will be able to reserve a conference room (on an "as available" basis) for onsite meetings. 
Service Provider will manage the conference room booking procedure at each STMS Data 
Centre and the booking procedure will be described in the Q9 Customer Guide found on the Q9 
Control Panel. 

2.5.3 Reception Area 

A reception area will be provided and maintained at each STMS Data Centre for Visitors to meet 
before entering the raised floor area. 

2.5.4 Staging Area 

A staging area outside of the Customer Environment Area will be provided at each STMS Data 
Centre for unpacking equipment prior to moving it into the Customer Environment Area. The 
staging area will not be a secure area and equipment should not be left or stored in this area of 
the data centre. (Any equipment left or stored in the staging area by the Environment Controller 
will be at the Environment Controller's risk.) 

Access will be provided to garbage and recycling facilities for disposal of packing material at 
each STMS Data Centre. Environment Controllers must remove packing material from the 
staging area or dispose of packing material in the provided garbage and recycling facilities. 

A dolly will be provided, on a shared and "as available" basis, in the equipment staging area. 

2.5.5 Secure Temporary Storage Area 

A secure storage area for the short-term (i.e. up to 24 hours) storage of Environment Controller 
Provider Equipment that has been delivered or shipped to the STMS Data Centre will be 
provided at each STMS Data Centre. The secure temporary storage area will be outside the 
Customer Environment Area. Environment Controllers will be provided with access to the 
secure temporary storage area. A dolly will be provided, on a shared and "as available" basis, in 
the secure temporary storage area. Equipment left in such storage area will be considered 
Environment Controller Provider Equipment. 
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Environment Controllers are required to remove equipment from the secure temporary storage 
area within 24 hours. 

A secure storage service will be provided in the Service Catalogue for medium-term (i.e. weekly) 
storage of equipment on a temporary basis. 

2.5.6 Visitor Amenities 

The following amenities will be provided for data centre visitors at each STMS Data Centre 
outside the Customer Environment Area: 

(i) Day-use lockers suitable for small items carried by visitors (such as coats, boots, 
bags, etc.); 

(ii) Small lunch room including lunch room furniture and basic lunch room supplies (i.e. 
paper towels, sink, water supply and dish/utensil washing soap); and 

(iii)· Washrooms and washroom supplies. 

3. Core STMS Data Centre Services 

The Core STMS Data Centre Services consists of the servtce components described below 
(together with the Common Data Centre Services). 

3.1 Customer Environments 

Each Customer Environment is a physically secure environment (i.e. Cage(s) and/or Q9-
Cabinet(s)) with biometric access control at an STMS Data Centre. 

The Environment Controller will work with Service Provider to define their requirements for 
their Customer Environment which will be built by Service Provider and installed at the STMS 
Data Centre. The Environment Controller's requirements will include Capacity Reservation as 
identified in section· 5.2 (STMS Data Centre Planning) of this Part V of the Data Centre Services 
SOW. Pricing for the installation of each Customer Environment will be custom and based on 
actual requirements. The options available for installation in the Customer Environment and 
budgetary pricing are set out in the Service Catalogue. 

The Environment Controllers may begin working with Service Provider on their Customer 
Environments in advance of the Availability Date so that the Customer Environment is available 
on the Availability Date for installation of Environment Controller Provider Equipment. 
(Environment Controllers who wish to do so should contact Service Provider at least 6 months in 
advance of the Availability Date to schedule the design of their Customer Environment. In order 
for the Customer Environment to be available on the Availability Date of the STMS Data Centre, 
Environment Controllers must approve the design of the Customer Environment no later than 4 
months prior to the Availability Date.). 

Provide specific requirements for each Customer 
Environment. 
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Provide written description of each Customer Environment 
(and Cage diagram where appropriate) that meets each Co- R R 
location Customer's or the Province's stated requirements. 
Provide pricing to the Province or Co-location Customer for 
the installation of and/or changes to the Customer R R 
Environment. 
Approve description of Customer Environment (and Cage 

A A 
diagram if applicable) and pricing. 
Install power circuits and cooling to meet Environment 
Controller requirements in accordance with approved R R 
description of the Customer Environment. 
Install secure Cage(s) and/or Q9-Cabinet(s) in accordance 

R R 
with approved description of Customer Environment. 
Install racks or Environment Controller Provider Enclosures· 
within Cage in accordance with approved description of R 
Customer Environment. 
Install cable trays in accordance with approved description of 

R 
Customer Environment. 

. Install cabling between racks within Cage(s) where the 
Environment Controller elects to be responsible for their own 

R I R 
cabling in accordance with approved description of Customer 
Environment. 
Install cabling between racks within Cage(s) where the 
Environment Controller has elected to have Service Provider c R R 
install the cabling in accordance with approved description of 
Customer Environment. 
Install cabling between Q9-Cabinets in accordance with c R R 
approved description of Customer Environment. 
Install cabling within Environment Controller cabinets and 

R R 
within racks within a Cage. 
Enable reporting of each Environment Controller's aggregate 

R R 
and circuit-level power monitoring on the Q9 Control Panel. 
Physical installation and maintenance of Environment 

R R 
Controller Provider Equipment in Customer Environment. 
Maintain inventory of and insurance for Environment 
Controller Provider Equipment within each Customer R R 
Environment. 
Review power demand reporting for each Customer 
Environment to coordinate compliance with power R R 
redundancy and power demand commitments. 
Monitor cooling (temperature and humidity) within each 

R R 
Customer Environment. 
Distribute equipment evenly throughout the Customer 
Environment and/or in accordance with Service Provider- R c R 
provided cooling distribution recommendations. 
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3.2 Q9 Control Panel 

The Q9 Control Panel is a customer portal that provides access to the following services: 

• General account management including administration of customer contacts, 
security access and emergency escalation procedures 

• Online access to Q9 Customer Guide including data centre policies and 
procedures (see section 5.1 (Data Centre Policies and Procedures)) 

• Power monitoring - The Q9 Power Monitoring and Reporting Service provides 
customers with reports (available online or for export in CSV format) that 
summarize their current and aggregate peak power demand in each STMS Data 
Centre. These reports can be used by Environment Controllers to: 
• assist in compliance with their Capacity Reservation; 
• provide for even distribution of power demand throughout their Customer 

Environment to effectively cool Environment Controller Provider Equipment; 
• confirm that they are within the redundant capacity of the power circuits in 

their racks and/or cabinets, and; 
• Track their current and historical power demand for capacity planning 

purposes. 
• Creation and management of support tickets 
• The following items will also be available in the Q9 Control Panel where the Co

location Customer has ordered the associated services from the Service 
Catalogue: 
• Network bandwidth reports that display bandwidth utilization in 5-minute 

averages and the 95th percentile highlighted to give a clear indication of usage 
for the current month. Additional weekly, monthly and yearly graphs chart 
historical utilization; 

• Network bandwidth monitoring with customizable threshold alarms; 
• Network status reports; 
• Protocol monitoring (customer-configured monitoring for PING, HTTP, FTP, 

SMTP, POP3) with automatic issue notification; and 
• Self-administration of customer domains. 

The features of Q9 Control Panel are included in the monthly fee charged for Capacity 
Reservation. 

The Service Provider will administer any access authorizations to: (i) the Q9 Control Panel and 
(ii) the Customer Environment used to provide Managed Services at each STMS Data Centre. 

Co-location Customer will be granted access to the Q9 Control Panel in respect of the STMS 
Data Centre Services being provided to the Co-location Customer. Each Co-location Customer 
will administer any access authorizations to: (i) the Q9 Control Panel; and (ii) its Customer 
Environment. However only the Service Provider will be provided with access to the billing 
information with respect to each Co-location Customer on the Q9 Control Panel. The Service 
Provider will also be provided with access to the reporting available through the Control Panel 
for each Co-location Customer. 
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Update each Environment Controller with respect to changes 
to · of the Control Panel. 
Provide Service Provider with the identity of Co-location 
Customer's primary contact for administering access to the 
Control Panel and STMS Data Centres. 
Update Q9 Control Panel with Co-location Customer's 
primary contact for administering access to the Control Panel 
and STMS Data Centres. 
Maintain Control Panel for use on a 7x24 

3.3 On-site Support 

R 

R 

R 

At a minimum, an average of two data centre technicians will be maintained onsite at each 
STMS Data Centre on a 7x24 basis and at least one data-centre technician onsite at each STMS 
Data Centre at all times. The data centre technicians will provide the Hands and Eyes service in 
each STMS Data Centre. "Hands & Eyes" service is an on-site emergency assistance service 
available to all STMS Data Centre customers on a 7x24 basis in the STMS Data Centres, as 
described in the Service Catalogue. (Hands and Eyes service is intended for emergency or 
urgent nonrecurring events only and is not intended for events of a recurring nature such as 
scheduled backup tape rotations or regular hardware and software maintenance.) 

The On-Site Support provided by data centre technicians in included in the monthly fee charged 
for Capacity Reservation. 

"Hands & Eyes" service by opening a ticket through the Q9 
Control Panel or · the 9 Control Centre. 
Provide 7x24 onsite data centre technician to support "Hands 
& " service. 
Provide updated list of services available as part of Hands and 

service as additions or are made. 
Update the Service Catalogue to reflect additions or changes 
to services available as part ofHands and Eyes service. (Any 
updates to the Hands and Eyes service will be implemented 

the Order ~Jrn.,-.p,,.., 

3.4 Advisory Support Service 

R s R 

R R 

R R 

R R 

Initial and ongoing technical ·guidance will be provided to Co-location Customers in respect of 
their Customer Environment in each STMS Data Centre including: 
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• Assistance with estimating Co-location Customer's current and future data centre 
capacity requirements; 

• Designing a physical space solution that meets each Co-location Customer's 
requirements; 

• Providing each Co-location Customer with an orientation of its STMS Data 
Centre(s) and the Q9 Control Panel; and 

• Reviewing each Customer Environment and educating Co-location Customers 
about taking advantage of the high-availability power and cooling infrastructure at 
the STMS Data Centre. 

The advisory support services are included in the monthly fee charged for the Capacity 
Reservation. The advisory support services will be provided by the solutions architect assigned 
to each Co-location Customer on the Q9 Control Panel. The solutions architect can be scheduled 
for consultation from 9:00a.m. to 5:00p.m. (local time at each STMS Data Centre) on Business 
Days to provide support to customers at the STMS Data Centre. 

Request advisory support services by calling or emailing the 
solutions architect as assigned to the Co-location Customer 
on the Q9 Control Panel. 
Provide technical guidance to Co-location Customers in 
respect of their Customer Environment in each STMS Data 
Centre. 

4. Optional STMS Data Centre Services 

R 

R 

The Service Provider will make available to Co-location Customers Optional STMS Data Centre 
Services at the STMS Data Centres including: 

• Cross-connect services, i.e. services that provide interconnections between a 
Customer Environment and another environment in the STMS Data Centre, using 
the data centre's pre-built cross-connect infrastructure (cross-connect services 
between separate Customer Environments in an STMS Data Centre cannot be 
provided by Co-location Customers and must be provided by the Service 
Provider); 

• Cabling services within a Customer Environment (to the extent not performed by 
the Co-location Customer); 

• Media destruction services; 
• IT equipment disposal services; 
• Optional Bandwidth services; 
• Managed firewall services; 
• Managed load balancer services; 
• Managed network device services; and 
• Managed remote link services. 
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The complete list and description of available Optional STMS Data Centre Services together 
with pricing is set out in the Services Catalogue. 

lliiil~tl~t~~~~~~~]~~~~i 
Provide updates to the Service Catalogue describing 
updates or changes to the available optional services. (Any 

R 
updates to the Service Catalogue will be implemented 
through the Change Order Process.) 
Submit Change Order to request optional services with 

R s R 
respect to the Customer Environment 
Provide optional services with respect to the Customer 

R R 
Environment as specified in the agreed to Change Order. 

5. Other Terms 

This Section sets out other provisions applicable to the STMS Data Centre Services. 

5.1 Data Centre Policies and Procedures 

This section refers to the policies and procedures that will be implemented at the STMS Data 
Centres together with the responsibilities of the Province, the Service Provider, and Co-location 
Customers relating to such policies and procedures. 

The policies and procedures established for Environment Controller operations in the STMS 
Data Centres will be described in the Q9 Customer Guide available on the Q9 Control Panel and 
in written notices provided to the Environment Controllers. The policies and procedures 
described in the Q9 Customer Guide include the following: 

• Procedures for shipping Environment Controller Provider Equipment to the STMS Data 
Centres; 

• Procedures for the removal of Environment Controller Provider Equipment from an 
STMS Data Centre; 

• Requirements for the Environment Controller Provider Equipment and Customer 
Environment in an STMS Data Centre; 

• Procedures for the utilization of power in Customer Environments; 
• Access procedures for onsite access to the STMS Data Centres and each Customer 

Environment; 
• Policies for the use of onsite amenities (such as booking conference meeting rooms, use 

ofthe shared workspace, use of the staging area, and use of on-site recycling bins); and 
• Procedures for Environment Controller communications (such as opening tickets and 

notification of service impacting events). 

The policies and procedures established for Co-location Customers operations in the STMS Data 
Centre will be updated from time to time during the Term of the Agreement. Co-location 
Customers will be advised, through e-mail to the Co-location Customers contact recorded on the 
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Q9 Control Panel, of updates to the policies and procedures in effect at an STMS Data Centre 
including the effective date of such updates. Updates to such policies and procedures will not: 

(i) inhibit access to Customer Environments or Environment Controller Provider 
Equipment; 

(ii) adversely impact or diminish the Services provided from the STMS Data Centres; or 

(iii) reduce the support provided to Co-location Customers as described in this Part V of 
the Data Centre Services SOW and the Service Catalogue. 

Maintain the currency of data centre processes and 
procedures contained in the Q9 Control Panel for each 
STMS Data Centre. 
Identify when a new STMS Data Centre process or 
procedure needs to be added to the Q9 Control Panel. 
Initiate and communicate to Co-location Customers any 
updates to existing data centre processes and procedures at 
each STMS Data Centre through the Q9 Control Panel or 
through separate written notice to the Co-location 
Customer. 

5.2 STMS Data Centre Planning 

R R 

s R R 

R 

The Province VA Commitment is an aggregate reservation of VA capacity at the STMS Data 
Centres. The Province and Buyers may share the Province VA Commitment amongst 
themselves in such manner as they deem appropriate in accordance with the provisions of the 
Agreement. The Province and Buyer will each notify the Service Provider of the Capacity 
Reservation of each Buyer and of any changes to such Capacity Reservation through the Change 
Order Process. 

If the Province or a Buyer desires to increase its Capacity Reservation, as applicable, and 

(i) if the STMS Data Centre has VA capacity available to provide such increase, then· the 
Environment Controller must approve the design of its Customer Environment at the time 
of the Change Order for such increase; or 

(ii) if the STMS Data Centre does not then have VA capacity available to provide such 
increase, then the Co-location Customer should contact the Service Provider at least 6 
months in advance of the date the increase VA capacity is expected to become available 
to schedule the design of the Customer Environment, and must approve the design no 
later than 4 months prior to such date. In the case of the Province, the Service Provider 
will design the appropriate Customer Environment. 

The Province and Service Provider have agreed to a cooperative planning process with respect to 
the Province VA Commitment to optimize aggregate usage by _Co-location Customers, the 
Managed Services Customer and any Broader Public Sector that purchase Managed Services 
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from the Service Provider of the Province VA Commitment at each STMS Data Centre and to 
implement any adjustments to the Province VA Commitment in an effective manner. 

The cooperative planning process agreed to by the Province and the Service Provider involves: 

(i) preparation and updating of a three year plan (the "STMS Data Centres Three Year 
Plan"); and 

(ii) periodic meetings ("Periodic Capacity Review Meetings") to review and discuss 
capacity requirements and availability at the STMS Data Centres and the STMS Data 
Centres Three Year Plan. 

5.2.1 STMS Data Centres Three Year Plan 

Each STMS Data Centres Three Year Plan will report on: 

(i) usage of the Province VA Commitment at each STMS Data Centre including, by name of 
Co-location Customer or Managed Services Customer or Broader Public Sector entity 
that purchases Managed Services from the Service Provider, VA consumption against 
predicted usage and the Capacity Reservation and three year projections of future VA 
requirements; 

(ii) Projected VA requirements of entities anticipated to become Buyers in future; 

(iii) Three year projections of the available capacity in each STMS Data Centre; and 

(iv) Technology changes that are anticipated, in the opinion of the Service Provider, to occur 
within the following three year period together with the Service Provider's assessment of 
VA requirements associated with such technology changes. 

The first STMS Data Centres Three Year Plan will be prepared by the Service Provider within 
seven months ofthe Effective Date. Thereafter, the STMS Data Centres Three Year Plan will be 
updated by the Service Provider for each Periodic Capacity Review Meeting. The Service 
Provider will provide a copy of the STMS Data Centres Three Year Plan to the Province ten 
Business Days prior to the Periodic Capacity Review Meeting. 

The STMS Data Centre Three Year Plan will be prepared as part of and in conjunction with the 
Annual Operating Plans referred to in the Agreement. 

In connection with each STMS Data Centres Three Year Plan prepared by the Service Provider: 

(i) the Province will be responsible for identifying the potential Capacity Reservations of 
any Buyers intending to procure services in the future that are not already known to the 
Service Provider; and 

(ii) the Province and each Broader Public Sector entity that purchases Managed Services 
from the Service Provider, will be responsible for forecasting their systems expected to 
be added or removed during the period covered by the STMS Data Centres Three Year 
Plan Due to such entities business requirement; and 
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(iii) each Co-location Customer will be responsible for providing the Service Provider with 
information related to its VA usage required to prepare the STMS Data Centres Three 
Year Plan including VA consumption against predicted usage, three year projections of 
future VA requirements and anticipated increases or decreases in the Capacity 
Reservation; and 

(iv) the Service Provider will be responsible for 
(a) consolidating the information provided by the Province, any Broader Public 

Sector entities that purchase Managed Services from the Service Provider and the 
Co-location Customers for the STMS Data Centres Three Year Plan; and 

(b) projecting any adjustments to the Capacity Reservation or Province VA 
Commitment based on the Managed Services Customer system projections and 
system projections from Broader Public Sector that purchase Managed Services 
from the Service Provider, the information provided by the Co-location 
Customers and the Service Provider's transformation activities. 

5.2.2 Periodic Capacity Review Meetings 

The Service Provider will schedule Periodic Capacity Review Meetings with the Province twice 
annually during the Term of the Agreement no more than seven months apart. The first Periodic 
Capacity Review Meeting will occur within seven months of the Effective Date. 

The purpose of the Periodic Capacity Review Meetings will be to optimize aggregate usage by 
Co-location Customers, the Managed Services Customer and any Broader Public Sector entities 
that purchase Managed Services from the Service Provider of the Province VA Commitment at 
each STMS Data Centre and to consider any adjustments to the Province VA Commitment 
including adjustments to the phase-in ofthe Province VA Commitment or Capacity Reservation. 

In connection with each Periodic Capacity Review Meeting: 

(i) the Province may determine to make no changes to the Province VA Commitment or the 
Capacity Reservation of any Co-location Customer or Managed Services Customer or 
any Broader Public Sector that purchase Managed Services from the Service Provider; 

(ii) the Province may re-allocate Capacity Reservations at each STMS Data Centre to better 
match the actual current and anticipated future requirements of Customers without 
increasing or reducing the Province VA Commitment. The Province will notify the 
Service Provider of any reallocation of Capacity Reservation amongst Co-location 
Customers and any Broader Public Sector entities that purchase Managed Services from 
the Service Provider. Any re-allocation of the Capacity Reservations that requires 
changes to a Customer Environment will be implemented in accordance with the Change 
Order Process and may result in one-time implementation charges; 

(iii) subject to availability, Co-location Customers, the· Managed Services Customer or any 
Broader Public Sector entities that purchase Managed Services from the Service Provider 
may request Additional Capacity Reservation in a particular STMS Data Centre in 
accordance with Schedule 23 (Fees) of the Agreement; 
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(iv) the Province may reduce the Province VA Commitment at an aggregate level once in 
each Contract Year in accordance with Schedule 23 (Fees) ofthe Agreement; 

(v) the Province may reduce the Province VA Commitment at an aggregate level on an 
extraordinary basis in accordance with Schedule 23 (Fees) of the Agreement; and 

(vi) subject to availability, the Province may request Additional Capacity Reservation in a 
particular STMS Data Centre in accordance with Schedule 23 (Fees) ofthe Agreement. 

Changes in the Province VA Commitment impacting the Service Provider including re
allocations of Capacity Reservations that require changes to a Customer Environment will be 
implemented in accordance with the Change Order Process defined in the Agreement. 

The Periodic Capacity Review Meetings will be integrated within the Governance process of this 
Agreement. 

5.2.3 Recommended Increases in Province VA Commitment 

The Service Provider may recommend to the Province that the Province increase the Province 
VA Commitment at either or both STMS Data Centres based on: 

(i) the STMS Data Centres Three Year Plan; 

(ii) forecasts including planned transformation activities for Managed Services; 

(iii) Service Provider monitoring of power demand relating to the Managed Services; or 

(iv) Capacity Reservation requirements of Buyers as identified by them; 

and subject to available capacity at the STMS Data Centres. 

In connection with any recommendation by the Service Provider that the Province increase the 
Province VA Commitment at an STMS Data Centre, the Service Provider will also identify for 
the Province the potential consequences of any failure to increase the Province VA Commitment. 
Any increase in the Province VA Commitment will be implemented in accordance with the 
Change Order Process set out in the Agreement. 

If the Province does not accept the Service Provider's recommendation that the Province 
increase the Province VA Commitment, then the Province acknowledges that the potential 
consequences of the failure to increase the Province VA Commitment may include: 

(i) the Service Provider may be unable to meet its service provision commitments in 
response to any individual request by the Province or any Broader Public Sector entities 
that purchase Managed Services from the Service Provider for additional Servers, storage· 
and backup equipment or network equipment; 

(ii) the Service Provider may be unable to proceed with the Transformation Plan for the 
Province or any Broader Public Sector entities that purchased Managed Services from the 
Service Provider due to the unavailability of required VA capacity; 
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(iii) the Service Provider may be unable to install new Service Management Systems required 
for ongoing Service delivery to the Province or any Broader Public Sector entities that 
purchase Managed Services from the Service Provider, resulting in Service failures; and 

(iv) the inability of the Service Provider to make additional capacity available to Co-location 
Customers. 

5.3 Exceeding Capacity Reservation 

Each Co-location Customer is responsible for the VA capacity it requires for its Systems 
(applications and hardware) located in an STMS Data Centre. In particular, each Co-location 
Customer is responsible for ensuring that its application and hardware deployment plans include 
an assessment of whether it has sufficient VAs available under its Capacity Reservation to meet 
its requirements through: 

(i) planning to provide that VA capacity will be available to the Co-Location Customer to 
meet its future VA requirements; 

(ii) monitoring and verification that its current power demand falls within its Capacity 
Reservation (the Service Provider and Co-location Customers have the ability to monitor 
power demand on a near real time basis through the Q9 Control Panel); and 

(iii) ongoing assessments of the differences between past planning estimates and ·the Co
location Customer's actual deployment requirements in order to improve future planning. 

The Service Provider and the Province have established the capacity planning process set out in 
Section 5.2 (STMS Data Centres Planning) of this Part V of the Data Centre Services SOW to 
assist the Province, any Broader Public Sector entities that purchase Managed Services from the 
Service Provider, and the Co-location Customers in planning for any required adjustments to the 
Province VA Commitment or the Capacity Reservations. 

This section sets out the results of any Co-location Customer exceeding its Capacity Reservation 
in three circumstances. 

5.3.1 Co-location Customer exceeds its Capacity Reservation, Province VA Commitment 
not exceeded. 

Subject to section 5.3.4 of this Part V of the Data Centre Services SOW, no action will be taken 
by the Service Provider. However, a redesign of the Customer Environments may be required in 
order to accommodate a redistribution of capacity among the Co-location Customers and the 
Managed Services Customer and any Broader Public Sector entities that purchase Managed 
Services from the Service Provider. The redesign of the Customer Environments is chargeable 
and may require an outage in order to relocate equipment to accommodate the redesign of the 
physical environments. 

5.3.2 Co-location Customer exceeds its Capacity Reservation, Province VA Commitment 
exceeded, STMS Data Centre has available VA Capacity. 
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Subject to section 5.3.4 of this Part V of the Data Centre Services SOW, the Service Provider 
will promptly notify Co-location Customer, in accordance with the Co-location Customer's 
emergency escalation list as prescribed in the Q9 Control Panel, that Co-location Customer has 
exceeded its Capacity Reservation and the Province that the Province has exceeded the Province 
VA Commitment. 

Within five Business Days of the Service Provider so notifying the Co-location Customer and 
Province, the Service Provider, the Co-location Customer and the Province will consult and will 
determine whether to: 

(i) request an increase in the Province VA Commitment; 

(ii) decrease the Co-location Customer's power demand to be within its Capacity 
Reservation; or 

(iii) combined with (i) and (ii) above and subject to the redesign conditions outlined in section 
5.3.1, reallocate the Province VA Commitment allocated among Co-location Customers, 
the Managed Services Customer and any Broader Public Sector entities that purchase 
Managed Services from the Service Provider to take advantage of VA capacity reserved 
for Co-location Customers , the Managed Services Customer and any Broader Public 
Sector entities that purchase Managed Services from the Service Provider but not 
currently required by them. 

5.3.3 Co-location Customer exceeds its Capacity Reservation, Province VA Commitment 
exceeded, STMS Data Centre does not have VA Capacity available. 

Subject to section 5.3.4 of this Part V of the Data Centre Services SOW, Service Provider will 
promptly notify Co-location Customer, in accordance with the Co-location Customer's 
emergency escalation list as prescribed in the Q9 Control Panel, that Co-location Customer has 
exceeded its Capacity Reservation and the Province that the Province has exceeded its Province 
VA Commitment and of any determination by Service Provider that the Co-location Customer 
exceeding its Capacity Reservation and the Province exceeding its Province VA Commitment 
may result in an impairment of Service Provider's ability to deliver redundant services to other 
customers within the STMS Data Centre. 

Where the notice provided by the Service Provider specifies that it has determined that the Co
location Customer exceeding its Capacity Reservation and the Province exceeding its Province 
VA Commitment may result in impairment of Service Provider's ability to deliver redundant 
services to other customers within the STMS Data Centre, then: 

(i) the Service Provider will consult with the Province and the Co-location Customer who is 
exceeding its Capacity Reservation; 

(ii) within twelve hours of Service Provider's notice to the Province, the Province will cause 
the Co-location Customer who is exceeding its Capacity Reservation to decrease its 
power or will take or direct the Service Provider to take other action as may be required 
so that the Province VA Commitment is not exceeded; 
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(iii) if the Service Provider is not able to consult with the Province within twelve hours of 
Service Provider's notice to the Province, then the Service Provider may take such action 
as the Service Provider believes is reasonable in the circumstances so that the Province 
VA Commitment and/or Co-location Customer's Capacity Reservation is not exceeded; 
and 

(iv) if Service Provider, in consultation with the Province and the applicable Co-location 
Customer, does not decrease the Co-location Customer's power demand below the 
applicable Capacity Reservation or take other action such that Province VA Commitment 
is not exceeded within twelve hours of Service Provider's notice to Province, Service 
Provider may shut off that portion of the power supply services to the Co-location 
Customer as is required to decrease the Province's demand to a level at or below the 
Province VA Commitment, provided that Service Provider will only shut off power 
supply in instances where there arises any hazardous condition, unsafe practice or 
emergency situation as determined by the Service Provider. 

5.3.4 Co-location Customer exceeds its Capacity Reservation and there is a present or 
imminent impact on ability of Service Provider to deliver services to other 
customers 

If a Co-location Customer exceeds its Capacity Reservation and the Co-location Customer's 
excess usage of power has a present or imminent impact on the ability of Service Provider to 
deliver redundant services to other customers within the STMS Data Centre (e.g. the Co-location 
Customer's distribution of equipment in its Customer Environment impacts power or cooling in 
the Customer Environment) then Service Provider may shut off that portion of the power supply 
services to the Co-location Customer as is required to alleviate the present or imminent impact 
on the integrity of Service Provider's business and systems. If reasonably possible in the 
circumstances, Service Provider will obtain Co-location Customer's specific instructions on 
which equipment should have its power supply shut off. 

5.4 Data Centre Requirements Verification Process 

The Province and Service Provider will follow the process (the "Data Centre Requirements 
Verification Process") described in this Section 5.4 to verify that the STMS Data Centres meet 
the Province's data centre infrastructure requirements described in Appendix G (Data Centre 
Requirements). 

1. Engineer. The Data Centre Requirements Verification Process is based on periodic 
reviews carried out at or in respect of each STMS Data Centre (each, a "Data Centre 
Requirements Verification") by an independent consulting engineer (the "Engineer"). 
The Service Provider and the Province will agree on the identity of the Engineer for each 
Data Centre Requirements Verification. The Engineer will be retained by the Service 
Provider and the Service Provider will be responsible for the Engineer's fees. The 
Engineer will be required to enter into a non-disclosure agreement with the Service 
Provider and its STMS Data Centre Subcontractor to protect the confidentiality of the 
confidential and proprietary information of the Service Provider and its STMS Data 
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Centre Subcontractor made available to the Engineer in connection with the Data Centre 
Requirements Verification. 

2. Initial Data Centre Requirements Verification. The initial Data Centre Requirements 
Verifications in respect of the STMS Calgary Data Centre and the STMS Interior Data 
Centre will each take place in accordance with the schedule set out in Schedule 10 
(Transformation Plan) of the Agreement 

In connection with each initial Data Centre Requirements Verification, the Engineer will 
review the design and build of the STMS Data Centre in order to provide the Province 
with confirmation that the STMS Data Centre meets the requirements of the Province set 
out in Appendix G (Data Centre Requirements). The Engineer will provide the Province 
with a written report of the Data Centre Requirements Verification. 

3. Subsequent Data Centre Requirements Verifications. In connection with each Data 
Centre Requirements Verification subsequent to the initial Data Centre Requirements 
Verification at an STMS Data Centre, the Engineer will review: 

(i) .maintenance records and procedures for the power systems, fire systems and 
environmental systems at the STMS Data Centre in order to provide the Province 
with confirmation that the maintenance procedures for such systems at the STMS · 
Data Centre meet or exceed the manufacturer's recommendations; 

(ii) any additional Customer Environment Area that has been built within the STMS 
Data Centre subsequent to the prior Data Centre Requirements Verification in 
order to provide the Province with confirmation that the expanded Customer 
Environment Area meets the Province's requirements as described in Appendix G 
(Data Centre Requirements). 

The Engineer will provide the Province with a written report of the Data Centre 
Requirements Verification. 

4. Timing. The second Data Centre Requirements Verification in respect of each STMS 
Data Centre will take place approximately 4 years after the initial Data Centre 
Requirements Verification in respect of the STMS Calgary Data Centre. The third and 
subsequent Data Centre Requirements Verifications in respect of each STMS Data Centre 
will take place at four year intervals. The Parties will cooperate to allow the Data Centre 
Requirements Verifications in respect of the two STMS Data Centres to take place at 
approximately the same time. 

5. Co-operation. The Service Provider will cooperate with the Engineer in connection with 
each Data Centre Requirements Verification in making available to the Engineer such 
information as the Engineer may require in order to provide to the Province the 
confirmations set out in this Section. 

6. Effort and Scheduling. The Parties confirm their expectation that, in connection with 
each Data Centre Requirements Verification: (i) the Engineer will visit the STMS Data 
Centre that is the subject of the review; and (ii) the effort required of the Engineer for 
each Data Centre Requirements Verification should not exceed three weeks of effort. 

50653542.4 -49- Page 216 
CTZ-2013-00110



Approve the Engineer selected by the Service Provider to perform each 
Data Centre Verification. 
Service Provider to obtain, share with the Province and review the report 
produced by the Engineer in connection with each Data Centre 

Verification. 
Service Provider to meet with the Province within one month following the 

· of the · to discuss issues. 
With respect to any non-conformances identified by the Engineer's report 
on a Data Centre Requirements Verification, agree to remediation of such 
non-conformances during or within one month following the review 
meeting and the timeframe for such remediation measures to be 

Implement the remediation measures agreed to by the Parties in respect of 
any non-conformances identified by the Engineer's report on a Data Centre 

uirements Verification within the to timeframe. 

5.5 Data Centre Future Proofing 

A 

R 

R 

R 

R 

The STMS Data Centres Three Year Plans prepared by the Service Provider under Section 5.2 of 
this Part V of the Data Centre Services SOW will include a review of future information 
technology directions and an assessment of any requirements for technology changes at the 
STMS Data Centres. In connection with the STMS Data Centres Three Year Plans, Co-location 
Customers and the Province will provide the Service Provider with information concerning their 
likely future technology requirements including, if available, the timeframes within which and 
the likelihood that such future technology will be required. 

The Province may conduct a benchmark comparison (the "Data Centres Currency 
Benchmark") of the technology currency of the technology located at the STMS Data Centres 
against industry standards for the technology currency of data centres, in accordance with the 
following: 

(i) the benchmark comparison will not be performed more frequently than once every four 
Contract Years and will not be performed in the four year perioq after the Availability 
Date of the STMS Interior Data Centre; 

(ii) the third party consultant performing the Data Centres Currency Benchmark will be 
selected by the Province, subject to the approval of the Service Provider; 

(iii) the Province will be responsible for costs of the third party consultant retained to conduct 
the Data Centres Currency Benchmark; 

(iv) the third party consultant retained to conduct the Data Centres Currency Benchmark shall 
be required to execute a non-disclosure agreement with Service Provider and its STMS 
Data Centre Subcontractor for access to any report produced during any Data Centre 
Requirements Verification; and 
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(v) the Service Provider will use commercially reasonable efforts to cooperate with the 
Province in connection with any such Data Centres Currency Benchmark, provided such 
cooperation will not interfere with the operation of the STMS Data Centres. 

The Province will provide the Service Provider with a copy of any reports produced by the third 
party consultant conducting the Data Centres Currency Benchmark. 

The Service Provider and the Province will review any requirements for technology changes at 
the STMS Data Centres as a result of future information technology directions and the future 
technology requirements of Co-location Customers, the Managed Services Customer and any 
Broader Public Sector entities that purchase Managed Services from the Service Provider. If a 
change in the technology of one of the STMS Data Centres is appropriate, the Service Provider 
will make reasonable efforts: (i) to implement such technology changes within the existing 
Customer Environment Area of the STMS Data Centres, so that the Co-location Customers, the 
Managed Services Customer or any Broader Public Sector entities that purchase Managed 
Services from the Service Provider are not required to relocate to another building phase of the 
STMS Data Centre or to another data centre to take advantage of the change in technology; and 
(ii) to spread the costs of required changes to common or shared infrastructure or facilities over 
the maximum number of customers. 

If, at any time, a Co-location Customer has a requirement for agreed-to current technology in the 
STMS Data Centre that is not available in the STMS Data Centre at such time: 

(i) the Co-location Customer will provide the Service Provider with as muchnotice of its 
requirements for the agreed to current technology at the STMS Data Centre as possible; 

(ii) the Co-location Customer's notice of requirements for the agreed-to current technology at 
the STMS Data Centre will be deemed to be a Change Request under Section 7.4 
(Change Request) of the Agreement and the Service Provider will provide the Co
location Customer with a Proposal for the implementation of such technology in the 
STMS Data Centre in accordance with the Change Order Process; and 

(iii) if the Co-location Customer is required to relocate to another building phase of the STMS 
Data Centre in order to take advantage of the agreed to current technology, the Co
location Customer's Capacity Reservation in respect of the SMTS Data Centre will be 
forgiven to the extent of the capacity acquired by the Co-location Customer in the new 
building phase. 

5.6 Province Capacity Reservation Reporting for Managed Services 

5.6.1 Transformation Plan VA Reservation Calculation 

Within three months following the end of the fifth Contract Year of the Agreement, a 
comparison will be made of actual VA usage for Managed Services for the Province in the 
sixtieth (60th) month of the Agreement versus the VA usage projected for such services by the 
Service Provider in its Transformation planning assumptions for such month. More specifically, 
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(i) if the Adjusted Actual VA is greater than the Baseline VA, then the Service Provider will 
pay the Province one half the cost (calculated using the VA Unit Rate charged that 
month) ofthe difference between the Adjusted Actual VA and the Baseline VA; or 

(ii) if the Baseline VA is greater than the Adjusted Actual VA, then the Province will pay the 
Service Provider one half the cost (calculated using the VA Unit Rate charged that 
month) of the difference between the Baseline VA and the Adjusted Actual VA. 

As used in this Section 5.6, the following terms shall have the following meanings: 

• "Baseline VA" shall mean 538,000 VA and is an amount equal to 
the sum of the Expected VA for all Baseline Units of all hardware devices (including 
Service Provider management tools and network devices) projected by the Service 
Provider in the Transformation planning assumptions to be required for the Managed 
Services for the Province in the sixtieth (60th) month of the Agreement. 

• "Baseline Units" shall mean, with respect to any hardware device (including Service 
Provider management tools and network devices), the number of units of such device 
projected by the Service Provider in the Transformation planning assumptions to be 
required for the Managed Services for the Province in the sixtieth (60th) month of the 
Agreement. 

• "Expected VA" shall mean, with respect to any hardware device (including Service 
Provider management tools and network devices), the number ofVA's projected by the 
Service Provider to be consumed by such device. Expected VA's for Service Provider 
management tools and network devices are listed in Appendix E (STMS Hosting Tools 
and Common Infrastructure Expected VA Consumption) to this SOW. 

• "Change VA" shall mean, with respect to any hardware device (including Service 
Provider management tools and network devices), an amount equal to (i) the difference 
between (a) the actual number of units of such device used for the Managed Services for 
the Province in the sixtieth (60th) month ofthe Agreement, and (b) the Baselin,e Units of 
such device, times (ii) the Expected VA for such device. 

• "Total Change VA" shall mean the sum of all Change VA. 

• "Actual VA" shall mean, for any given month, the peak VA usage for the Managed 
Services for the Province. 

• "Adjusted Actual VA" shall mean an amount equal to (i) the Actual VA usage from the 
sixtieth (60th) month ofthe Agreement, less (ii) the Total Change VA for such month. 

• "VA Unit Price" shall have the meaning assigned to such term in Schedule 23 (Fees) of 
the Agreement. 

5.6.2 Annual VA Reservation Calculation 
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Within 3 months following the end of each Contract Year beginning with the third Contract Year 
of the Agreement, the Expected Tracked Total VA will be calculated. On the basis of such 
calculation, 

(i) if the Expected Tracked Total VA for the month being measured is greater than the 
Actual VA for such month, then the Province will pay the Service Provider one half the 
cost (calculated using the VA Unit Rate charged that month) of the difference between 
such Expected Tracked Total VA and such Actual VA; or 

(ii) if the Actual VA for the month being measured is greater than the Expected Tracked 
Total VA for such month, then the Service Provider will pay the Province one half the 
cost (calculated using the VA Unit Rate charged that month) of the difference between 
such Actual VA and such Expected Tracked Total VA. 

As used in this Section 5.6, the term "Expected Tracked Total VA" shall mean an amount 
equal to the sum of the Expected VA for all hardware device units (including Service Provider 
management tools and network devices) actually used for the Managed Services for the 
Province. 

VI. MEDIA DESTRUCTION AND EQUIPMENT DISPOSAL SERVICES 

This Part VI of the Data Centre Services SOW is divided into two additional sections: 

(i) Section 1 of this Part VI of the Data Centre Services SOW provides an introduction to the 
media destruction and equipment disposal services; and 

(ii) Section 2 of this Part VI of the Data Centre Services SOW describes the services to be 
provided for media destruction and equipment disposal. 

1. Introduction 

This Part VI of the Data Centre Services SOW covers media destruction and equipment disposal. 
All asset disposal or media destruction will be in accordance with Province Policies, unless 
otherwise agreed in writing. 

1.1 Sites 

The media destruction and equipment disposal services will be provided for the following sites: 

(i) Existing WTS Data Centres; 
(ii) WTS Remote Sites; and 
(iii) STMS Data Centres. 

1.2 Effective Date and Term 

This Part VI of the Data Centre Services SOW will be effective: 
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(i) with respect to each Existing WTS Data Centre on the Hand-Over Date and will continue 
in effect at each Existing WTS Data Centre other than the Province Designated Network 
Locations, until the WTS Data Centres Equipment End Date; 

(ii) with respect to each of the Existing WTS Data Centres that is a Province Designated 
Network Location, until the later of: (1) the WTS Data Centres Equipment End Date for 
such data centre; and (2) the date that any routers or other communications equipment of 
the Service Provider installed at such data centre in accordance with Part IV (Network 
Services) of the Data Centre Services SOW are removed by the Service Provider; 

(iii) with respect to each of the WTS Remote Sites on the Hand-Over Date and will continue 
in effect at each WTS Remote Site until the WTS Remote Sites Equipment End Date; 
and 

(iv) with respect to each STMS Data Centre on the Availability Date of the STMS Data 
Centre and will continue through the expiration or termination of the Managed Services. 

2. Media Destruction and Asset Disposal Services 

This Part VI of the Data Centre Services SOW describes the scope and functions of the media 
destruction and equipment disposal process provided by the Service Provider at: 

(i) the Existing in Part 
II of Appendix D (Supported Province Locations); and 

(ii) the STMS Data Centres. 

Supply sufficient space within the secure computer room 
at the Existing WTS Data Centre location identified as 

in Part II of Appendix D 
(Supported Province Locations) to store excess 
equipment ready for disposal and Lock Boxes to 
securely store Secure Storage Devices designated for 
disposal. 
Supply sufficient space to store excess equipment ready 
for disposal and Lock Boxes to securely store Secure 
Storage Devices within the Customer Environment for 
the Province at each STMS Data Centre. 
For any Province-owned equipment or Service Provider
owned equipment that is managed by the Service 
Provider and has a faulty Secure Storage Device: 
(i) remove faulty Secure Storage Devices from the 

equipment; 
(ii) track the faulty Secure Storage Devices removed 

from the equipment; and 
(iii) deposit the faulty Secure Storage Devices into 

the available Lock Boxes. 
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For any Province-owned equipment or Service Provider-
owned equipment that IS managed by the Service 
Provider and is being disposed of: 
(i) remove Secure Storage Devices from the 

equipment; R 
(ii) track the Secure Storage Devices removed from 

the equipment; and 
. (iii) deposit the Secure Storage Devices into the 

available Lock Boxes. 
Dispose of Service Provider provided equipment with 

R 
Secure Storage Devices removed. 
Make arrangements to deliver Lock Boxes with Secure 
Storage Devices and Province-owned equipment with 
Secure Storage Devices removed 

Pay delivery fees for Lock Boxes with Secure Storage 
Devices and Province-owned equipment with Secure R 
Storage Devices removed
Pay AIR fees for media destruction and equipment 

R 
disposal service. 
Validate certification of media destruction provided by 
AIR based on tracking sheet of Secure Storage Devices R 
provided by the Service Provider. 
Notify Province of Province-owned equipment that has 

R 
been disposed. 

This Part VI of the Data Centre Services SOW describes the scope and functions of the media 
destruction and equipment disposal process provided by the Service Provider at: 

(i) the Existing WTS Data Centre locations excluding the site identified as
Victoria, BC in Part II of Appendix D (Supported Province Locations); and 

(ii) the WTS Remote Sites. 
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Supply sufficient space to store excess equipment ready 
for disposal and Lock Boxes to securely store Secure 
Storage Devices within a secure room of the Service 
Provider's office location in Victoria, BC. 
For any Province-owned equipment or Service Provider
owned equipment that IS managed by the Service 
Provider and has a faulty Secure Storage Device: 
(i) remove faulty Secure Storage Device from the 

equipment; 
(ii) track the faulty Secure Storage Devices removed 

from the equipment; and 
(iii) Securely Ship the faulty Secure Storage Devices 

to the Service Provider's office location m 
Victoria, BC. 

For any Province-owned equipment or Service Provider
owned equipment that IS managed by the Service 
Provider and is being disposed of: 
(i) remove Secure Storage Devices from the 

equipment; 
(ii) track the Secure Storage Devices removed from 

the equipment; and 
(iii) Securely Ship the faulty Secure Storage Devices 

to the Service Provider's office location m 
Victoria, BC. 

Make arrangements to deliver Province-owned 
equipment with Secure Storage Devices removed to AIR 
through either of two approved methods: 

Dispose of Service Provider provided equipment with 
Secure Storage Devices removed. 
Validate Secure Storage Device(s) shipments received 
from other sites against tracking and deposit Secure 
Storage Device(s) into the available Lock Boxes located 
at the Service Provider's office location in Victoria, BC. 
Make arrangements to deliver Lock Boxes containing 
Secure Storage Devices to AIR through either of two 
approved methods: 

Pay delivery fees for Lock Boxes with Secure Storage 
Devices and Province-owned equipment with Secure 
Storage Devices removed that were shipped to AIR. 
Pay AIR fees for media destruction and equipment 
disposal service. 
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Validate certification of media destruction provided by 
AIR based on tracking sheet of Secure Storage Devices R 
provided by the Service Provider. 
Notify Province of Province-owned equipment that has R 
been disposed. 
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Appendix A - Defined Terms f Definitions 

iit~~~~~~-att~Jrti!.!w~~~,~~~~~.. ~ , ,~~1i~~~~1t~~~~~~i~{~f.~:~;;~~~~~11li![~'~j~~i;t~~~~~t~~t~t;ft~~~~~~ 
7x24 24 hours per day, 7 days per week, 52 weeks per year 
Access Control List (ACL) A list used to control access to information or resources. The list 

contains the user identifiers and/or group identifiers that are allowed 
access to the information or resources. 

Actual VA Has the meaning attached thereto in Section 5.6 of Part V (STMS 
Data Centre Services) of the Data Centre Services Statement of Work 

Adjusted Actual VA Has the meaning attached thereto in Section 5. 6 of Part V (STMS 
Data Centre Services) of the Data Centre Services Statement of Work 

AIR Asset Investment Recovery, a branch of the Province of British 
Columbia's Procurement and Supply Services 

Applicable Laws As defined in the Agreement 
Means, ·for each specific STMS Data Centre, as applicable, the date 

Availability Date set out in Section 3.2 of the Transformation Statement Of Work 
forming part of Schedule 9 - Transformation Schedule. 

Baseline VA Has the meaning attached thereto in Section 5. 6 of Part V (STMS 
Data Centre Services) of the Data Centre Services Statement of Work 

Baseline Units Has the meaning attached thereto in Section 5. 6 of Part V (STMS 
Data Centre Services) of the Data Centre Services Statement of Work 

Broader Public Sector 
Has the meaning attached to such term in the Agreement ("BPS") 
Members of the Broader Public Sector who acquire services from the 

Buyers Service Provider under the JSRFP pursuant to separate services 
agreement with the Service Provider. 
Physically secure environment in the raised floor area of a data centre 

Cage that includes cage wall material and entrances that are secured with 
biometric access controls. See details in Service Catalogue. 
Means, with respect to any Co-location Customer or any Managed 
Services Customer or any Broader Public Sector that purchase 
Managed Services from the Service Provider, that portion of the 

Capacity Reservation Province VA Commitment that the Province has allocated to that Co-
location Customer or Managed Services Customer or Broader Public 
Sector entity that purchased Managed Services from the Service 
Provider. 

Change Order Process As defined in the Agreement 
Change VA Has the meaning attached thereto in Section 5. 6 of Part V (STMS 

Data Centre Services) of the Data Centre Services Statement of Work 
Services that house an organization's servers and applications. The 

Co-location co-location provider is typically responsible for supplying power, 
lights, cooling and the physical security of the site. 
Has the meaning attached thereto in Section 1.3 of Part V (STMS 

Co-location Customers Data Centre Services) of the Data Centre Services Statement of 
Work 

Common Data Centre Has the meaning attached thereto in Part V (STMS Data Centre 
Features Services) of the Data Centre Services Statement of Work 
Core STMS Data Centre Has the meaning attached thereto in Part V (STMS Data Centre 
Services Services) of the Data Centre Services Statement of Work 

Has the meaning attached thereto in Section 1.3 of Part V (STMS 
Customer Environment Data Centre Services) of the Data Centre Services Statement of 

Work 
The area within each STMS Data Centre available for the location of 

Customer Environment Area Customer Environments (often referred to as the "raised floor" area of 
the data centre). 

Data Centre A facility dedicated to providing power, cooling, fire control and 
physical security to computer systems located within it. 
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Data Centre Services As defined in the Agreement 

A document to be signed by a Visitor at an STMS Data Centre that 
Data Centre Access acknowledges the Visitor's acceptance of the rules and guidelines for 
Agreement their access to the facility and conduct while physically present at the 

data centre. 
DCPO or Data Centre Has the meaning attached thereto in Section 2. 1 of Part V (STMS 
Protection Officer Data Centre Services) of the Data Centre Services Statement of Work 

A benchmark comparison of the technology currency of the 

Data Centre Currency 
technology located at the STMS Data Centres against current 
industry standards as further described in Section 5.5 of Part V 

Benchmark 
(STMS Data Centre Services) of the Data Centre Services Statement 
of Work. 

Data Centre Requirements 
Has the meaning attached thereto in Section 5.4 of Part V (STMS 

Verification 
Data Centre Services) of the Data Centre Services Statement of 
Work. 

Data Centre Requirements 
Has the meaning attached thereto in Section 5.4 of Part V (STMS 
Data Centre Services) of the Data Centre Services Statement of 

Verification Process 
Work. 
Has the meaning attached thereto in Section 5.4 of Part V (STMS 

Engineer Data Centre Services) of the Data Centre Services Statement of 
Work. 
Has the meaning attached thereto in Section 1.3 of Part V (STMS 

Environment Controller Data Centre Services) of the Data Centre Services Statement of 
Work. 

Environment Controller A rack or cabinet that is provided by an Environment Controller for 
Provided Enclosure installation in their Cage(s). 
Environment Controller Computing hardware that is owned or supplied by a Environment 
Provided Equipment Controller that is physically located in a Customer Environment. 
Existing WTS Data Centres Has the meaning attached thereto in section 1.3 of Part I of the Data 

Centre Services SOW 
Existing WTS Data Centres Has the meaning attached thereto in Part II (Existing WTS Data 
Services Centres Services) of the Data Centre Services SOW 
Expected VA Has the meaning attached thereto in Section 5.6 of Part V (STMS 

Data Centre Services) of the Data Centre Services Statement of Work 
A service that makes on-site operations staff available within an 

Hands and Eyes 
STMS Data Centre to work under the Environment Controller's 
direction to perform specific functions and assist in urgent situations 
(see Service Catalogue for more information and examples). 

HVAC An acronym that stands for "heating, ventilating, and air conditioning". 
The use of technology for the storage, communication or processing 
of information. The technology typically includes computers, 

Information Technology telecommunications, Applications and other software. The information 
("IT") may include Business data, voice, images, video, etc. Information 

Technology is often used to support Business Processes through IT 
Services. 

KW Kilo Watt .. 

Local Area Network (LAN) A computer network covering a small physical location, or a small 
group of buildings, such as a school, or an airport 

Lock Boxes Extra Large lock boxes measuring approximately 20.5 inches long by 
28 inches wide and 19 inches high that are provided at no charge by 
the Province (through AIR). 

MAC Media Access Control- the MAC address is a quasi-unique identifier 
assigned to most network adapters or network interface cards by the 
manufacturer for identification. 

Managed Equipment The servers, storage, and backup equipment for which the Service 
Provider is providing Services under the Service Management 
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Services SOW, the Transformation SOW, the Business Continuity 
and Disaster Recovery Services SOW, the Security Services SOW, 
the Managed Mainframe Services SOW, the eight (8) Midrange 
Services SOWs (Server Management Services SOW, Shared File 
and Print Services SOW, Web Hosting Services SOW, Virtual Hosting 
Services SOW, Onsite Support Services SOW, Citrix Based 
Computing Services SOW, Shared Database Services SOW, and the 
Application Enabling Services SOW), and the Storage and Backup 
Services SOW 

Management Network The management network implemented by the Service Provider 
pursuant to the Network LAN/WAN Transformation Project described 
in Section 6 of the Transformation SOW 

Has the meaning attached thereto in Section 1.3 of Part V (STMS 
Managed Services Customer Data Centre Services) of the Data Centre Services Statement of 

Work. 

N+1 Redundancy 

NFPA-75 

Periodic Capacity Review 
Meetings 

Physical Space 

Province Designated Network 
Locations 

09 Control Panel 

09 Customer Guide 

09-Cabinet 

09 Power Monitoring and 
Reporting Services 

Secure Storage Device 

Securely Ship 

50653542.4 

Has the meaning attached thereto in Section 5.2 of Part V (STMS 
Data Centre Services) of the Data Centre Services Statement of 
Work. 
The portion(s) of an STMS Data Centre made available to the 
Environment Controller for the placement of Environment Controller 
Provided t. 
The Existing Data Centres located at

A secure web site that provides customers with access to their 
account information and visibility into critical aspects of their 
environment. 
A document available through the Q9 Control Panel outlining certain 
information, rules, guidelines and procedures with respect to the 
STMS Data Centres. 
LUIC>nc;u cabinet with front and back 

See details in Service 
A service that provides Environment Controllers with reports that 
summarize their current and aggregate peak power demand in a 
given STMS Data Centre on both an aggregate and detailed circuit 
level basis. 
Storage Devices (as defined in this table) that have been used to 
store Province data. 
Shipments made through either of the following methods: 
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Service Locations As defined in the Agreement 
Service Provider Network As defined in Section 2 of Part IV of the Data Centre Services SOW 
Equipment 
Service Provider Network As defined in Section 1.2 of Part IV of the Data Centre Services SOW 
Equipment End Date 
Service Provider Support Service Locations of the Service Provider or its Subcontractors. 
Locations 
Services As defined in the Agreement. 
SF Square Foot 
STMS Calgary Data Centre The STMS Data Centre located in Calgary, Alberta. 

STMS Data Centre Total With respect to any STMS Data Centre and at any time, the total 

Contracted Capacity committed power capacity of all customers in such STMS Data 
Centre. 

STMS Data Centres Has the meaning attached thereto in Section 1.3 of Part I 
(Introduction) of the Data Centre Services Statement of Work. 

STMS Data Centre Services Has the meaning attached thereto in Part V (STMS Data Centre 
Services) of the Data Centre Services Statement of Work. 

STMS Data Centres Three Has the meaning set out in Section 5.2 of Part V (STMS Data Centre 
Year Plan Services) of the Data Centre Services Statement of Work. 
STMS Interior Data Centre The STMS Data Centre to be located in the interior of the Province of 

British Columbia. 
Storage Device The following devices: hard drives (IDE, SCSI, ATA, portable, micro 

drives, laptops), removable/transportable digital memory media, 
digital memory card, multi-media memory cards, USB memory 
sticks/drives or thumb drives, compact flash drives, smart cards, flash 
cards, memory cards, subscriber identity module cards, ZIP disk, 
floppy disks, and magnetic tapes. 

Third Party Gateway The security mechanisms implemented by the Province to control 
third party access to SPAN!BC. 

Total Change VA Has the meaning attached thereto in Section 5.6 of Part V (STMS 
Data Centre Services) of the Data Centre Services Statement of Work 
The components of the data centre power system that condition raw 

Uninterrupted Power Supply utility power and provide continuous power during the switch-over 
("UPS") from power provided by the public utility to power provided by the on-

site generators. 
VESDA® (Very Early Smoke Very Early Smoke Detection Apparatus, a particular brand of 
Detection Apparatus) aspirating smoke detector. 
Virtual Local Area Network A group of hosts with a common set of requirements that 
(VLAN) communicate as if they were attached to the Broadcast domain, 

regardless of their physical location. 
Any individual employee, agent, contractor or representative of an 

Visitor Environment Controller and who is requesting access to an STMS 
Data Centre. 
A volt-amp (VA) is a unit of aggregate power demand. VAs are 

Volt-Amp (VA) calculated by summing the current drawn (in amps) on each phase of 
each circuit supplying power to the Environment Controller Provided 
Equipment and then multiplying the resulting sum by 120 volts. 
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The servers, storage, and backup equipment that is located at the 
Existing WTS Data Centres for which the Service Provideris 
providing Services under the Service Management Services SOW, 
the Transformation SOW, the Business Continuity and Disaster 
Recovery Services SOW, the Security Services SOW, the Managed 

WTS Data Centres Equipment Mainframe Services SOW, the eight (8) Midrange Services SOWs 
(Server Management Services SOW, Shared File and Print Services 
SOW, Web Hosting Services SOW, Virtual Hosting Services SOW, 
Onsite Support Services SOW, Citrix Based Computing Services 
SOW, Shared Database Services SOW, and the Application Enabling 
Services SOW}, and the Storage and Backup Services SOW. 

WTS Data Centres Equipment Has the meaning attached thereto in section 1. 2 of Part II of the Data 
End Date Centre Services SOW. 

WTS Remote Sites 
Has the meaning attached thereto in section 1.2 of Part I of the Data 
Centre Services SOW. · 
The servers, storage, and backup equipment that is located at the 
WTS Remote Sites for which the Service Provider is providing 
Services under the Service Management Services SOW, the 
Transformation SOW, the Business Continuity and Disaster Recovery 

WTS Remote Sites 
Services SOW, the Security Services SOW, the Managed Mainframe 

Equipment 
Services SOW, the eight (8) Midrange Services SOWs (Server 
Management Services SOW, Shared Fife and Print Services SOW, 
Web Hosting Services SOW, Virtual Hosting Services SOW, Onsite 
Support Services SOW, Citrix Based Computing Services SOW, 
Shared Database Services SOW, and the Application Enabling 
Services SOW), and the Storage and Backup Services SOW. 

WTS Remote Sites Has the meaning attached thereto in section 1.2 of Part /II of the Data 
Equipment End Date Centre Services SOW. 

WTS Remote Sites Services Has the meaning attached thereto in Part /II (WTS Remote Sites 
Services) of the Data Centre Services SOW. 
The information and technology division of the Ministry of Labour and 

WTS Citizens' Services of the Province of British Columbia known as 
Workplace Technology Services, and any successor thereto. 

Appendix B -Reports 

This appendix includes information related to reports that apply to each Part of the Data Centre 
Services SOW. This appendix is divided into parts as they relate to each Part of the Data Centre 
Services SOW. 

L NOT APPLICABLE 

II. EXISTING WTS DATA CENTRES 

1 Reports by Province 

1.1 Current Data Centre Load Charts 

This is a weekly WTS report produced by the Province to track the power and cooling loads in 
the Existing WTS Data Centres. 

Frequency: Weekly 
Distribution: Via email 
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Format: Excel spreadsheet 
Spreadsheet Tabs (worksheets): 

• Capacity Summary 
• Capacity Status Data Centres 
• Monthly Report 
• Weekly Report 
• Capacity Summary RNC's 
• RNC's Raw Data 
• Floor Space 
• Server View 
• RawData 
• Input Field 

D: \Documents 
. Sample Report: and Settings\qzs7 

2 Reports by Service Provider 

2.1 Monthly Router Performance Report 

This is a monthly report produced by the Service Provider to show numerous charts of 
performance metrics for a given router under its control. 

Frequency: Monthly 
Distribution: Via email 
Format: PDF 
Report details: The following performance charts are included: 

• Total Bytes (bytes/sec) 
• Total Packets (packets/sec) 
• Total Queue Drop In & Out (packets/sec) 
• Total Queue Discards (packets/sec) 
• Total Errors (errors/sec) 
• Latency (msec) 
• Availability% 
• Free Memory (bytes) 
• CPU Utilization % 
• Memory Utilization % 
• Slow Packets Out (packets/sec) 

IlL NOT APPLICABLE 

IV. NOT APPLICABLE 

V. STMS DATA CENTRE SERVICES 

1 Reports by Service Provider 
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1.1 Power Reports 

Power utilization reports detailing capacity and peak measurements available in both daily and 
monthly views. 
Frequency: Online - on request 
Format: HTML (tabular format) and also available for download in CSV format 

1.2 Enclosure Power Detail Reports 

Power reporting of an enclosure providing point-in-time snapshots of current utilization on a per
circuit basis. 
Frequency: Online - on request 
Format: HTML (tabular format) 

1.3 Data Centre Ticketing System 

Progress reporting of Environment Controller's tickets (active, closed, all tickets, or custom 
search). 
Frequency: Online- on request 
Format: HTML (tabular format) 

1.4 Bandwidth Reports 

Environment Controller daily, weekly, monthly, and past 12 months Internet bandwidth 
utilization reports displaying a graph of the daily Internet bandwidth usage. Daily graphs are 
provided in 5-minute averages. This report is only available if Environment Controller is using 
one of the bandwidth optional services. 
Frequency: Online - on request 
Format: HTML (tabular format) 

VI. NOT APPLICABLE 
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Appendix C- STMS Hosting Tools and Common Infrastructure Expected VA 
Consumption 
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LAN Switch - medium 185 

Load Balancers Included in 6509 

Cisco Router Router- medium 150 
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Processor & 617 MIPS 5.9 
Consoles IBM 2096-S03 
DASD EMC DMX4-950 3525GB 4.3 
Switch Cisco 9134 2 switches 0.4 
Tape STKVSM 16 TB 16TB 3.8 
Tape STK SL8500+1 145TB 3.9 

SEM+8 Drives 

Swing Hardware 
(Nov. 2010 to June, 
2011) 
Tape IBM 3490 Tape drives 24 drives 9.6 
Tape IBM 3494 library, VTS 6 drives, 16GB VTS 8.0 

and 3590 drives 
Disk HDS 9900V 3525GB 34 
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Appendix D - Supported Province Locations 

This appendix includes information related to the supported Province locations that apply to each 
Part of the Data Centre Services SOW. This appendix is divided into parts as they relate to each 
Part of the Data Centre Services SOW. 

' L NOT APPLICABLE 

IL EXISTING WTS DATA CENTRES 
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Table 0.1 Ex1stmg WTS Data Centres 

The information in Table D.1 with respect to Size (SF), Capacity (KW), Load (KW), Availability (KW), Expansion 
Plans and Expansion (KW) is as of December 19,2008. 

III. WTS REMOTE SITES 
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Table 0.2 WTS Remote Sites 
The information in Table D.2 is as of February 26, 2009. 

IV. NOT APPLICABLE 

V. NOT APPLICABLE 

VI. NOT APPLICABLE 
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Appendix E - Service Provider Service Locations 

This appendix includes information related to the Service Provider service locations that apply to 
each Part of the Data Centre Services SOW. This appendix is divided into parts as they relate to 
each Part ofthe Data Centre Services SOW. 

L NOT APPLICABLE 

IL NOT APPLICABLE 

IlL NOT APPLICABLE 

IV. NOT APPLICABLE 

V. STMS DATA CENTRE LOCATION 

There are two STMS Data Centre sites: 

(i) STMS Calgary Data Centre - which is a new data centre that is under construction in 
Calgary, Alberta; and 

(ii) STMS Interior Data Centre- which is a new data centre construction project in the 
interior of the Province of British Columbia that will start after the Effective Date. 

Province will be required to sign a non disclosure agreement before receiving information 
concerning the location of the sites. A separate non disclosure agreement will be required for 
each site. 

VI. NOT APPLICABLE 
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Appendix F- WTS Data Centre Infrastructure Capacity Request/Approval 
Process 

Introduction 

WorkPlace Technology Services 
Data Centre Infrastructure Capacity 

Request/ Approval Process 
Effective November 20,2006 

This document describes the request and approval process that must be completed prior to the 
installation of hardware in any of the WTS Data Centres. This process replaces all other 
hardware request/approval procedures as of Nov 20, 2006 and shall remain in effect until the 
Data Centre project team institutes a permanent request/approval procedure. 

Audience 
This document is intended for the individuals who are routinely involved in hardware 
procurement and installation in the WTS data centres, specifically the various Hosting Branch 
groups - Windows, AES, Storage and Network. It is also intended for the WTS data centre 
facility management team and Hosting branch executive. Its purpose is to clearly outline the 
process ·and responsibilities of these groups when new or additional hardware needs to be 
installed in a Data Centre. 

Process 
This process is initiated upon receipt of a firm 1Client request for server, storage or network 
hardware needing to be placed in a WTS Data centre. Once received, the request needs to be 
translated into specific hardware specifications so that the proper approvals can be given once 
adequate space, cooling, power and network connectivity has been confirmed. Only then can 
procurement and installation of the hardware proceed. Tp.e process is outlined in the following 
diagram: 

1 A request is considered to be 'firm' when Clients have already agreed to pay the costs involved, or when it has 
been determined that it is very likely that the Clients will agree to the costs involved. 
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Data Centre 
Infrastructure 

Capacity Request 
Template 

Figure 1: Request/ Approval Process 

Step 1 - Request for Hardware Received 
In this step, a request for hardware that needs to be installed in one of the WTS Data Centres is 
received. This request can be either from a Client organization, or from an internal customer. If a 
CBA receives the request, they must forward it to the appropriate hosting group for processing. 
If the request is received by a hosting group, they should work with the CBA to ensure the next 
steps are initiated. In the case of Windows Hosting requests, the request must come from a client 
with approval authority for the purchase and be accompanied by a billable charge code in order 
to be considered 'firm'. 

Step 2- Determine Hardware Specifications 
In this step, the appropriate hosting group assigns a "requestor", who must determine the 
specifications of the requested hardware with respect to power consumption, heat output and 
space and network connectivity requirements. The requestor enters this information in a new 
spreadsheet using the Data Centre Infrastructure Capacity Request Template located at 
http://gww.mser.gov.bc.ca/WTS/approvalprocess/process.htm#chgmgmt, and emails it to the 
appropriate cabinet space manager (the Windows Hosting, Open Systems, Network and 
Application Enabling Groups each have a separate cabinet space manager). 

Step 3 -Assign Cabinet Location 
Upon receipt of the request, the cabinet space manager assesses the available cabinet space and 
reserves a location for the hardware to be installed. This information is entered into the request 
spreadsheet. If network connectivity is already present in the cabinet, the cabinet space manager 
can enter this information in the spreadsheet and skip step 4. 

Step 4 - Request Network Port Assignment (if required) 
If this step is required, the process is put on hold until the install of network switches is approved 
and completed. As this may take a significant amount of time, the cabinet space manager should 

50653542.4 -71-
Page 238 
CTZ-2013-00110



provide feedback to the requestor about the delay in overall approvals. This information should 
in turn be relayed back to the Client via standard channels. 

As required, the cabinet space manager requests additional network ports from the Network 
Operations Group (currently via email, new process tbd). If the request results in a requirement 
for additional network hardware to be installed in the Data Centre, Network Operations shall 
submit a hardware request using this process, starting at Step 2. Once the network port has been 
assigned, the cabinet space manager enters the cabinet location information in the request 
spreadsheet and emails it to the facilities manager. 

Step 5 - Approve Power & Cooling 
Upon receipt, the facility manager reviews the hardware specifications in the request spreadsheet 
and evaluates the new requirement against the current facility capacity. If the request falls within 
specified power and cooling thresholds, approval to proceed can be granted, and the request is 
entered in the master DCC tracking spreadsheet. The facility manager enters his/her approval in 
the appropriate column in the DCC tracking spreadsheet and notifies the installation approver, 
cc'ing the requestor, cabinet space manager, & CBA. 
If the request falls outside of the specified power and cooling thresholds, the facility manager 
must notify the CBA, requestor, cabinet space manager and installation approver so that 
contingencies may be examined and options presented to the requesting Client. 
Once approval is given to install hardware, the facility manager must also add the power and 
cooling requirements for the particular request to the "reserved" total on the facility's power and 
cooling capacity status tool. 

Step 6 -Approve Installation 
Once notified by the facility manager, the Installation Approver can be assured that all 
requirements have been identified and confirmed as being within the specified cooling, power, 
space and network connectivity thresholds, and can approve the installation. The Installation 
Approver shall indicate their approval by a "reply all" to the facility manager's email, instructing 
the server technician to proceed with the hardware purchase approval process. 

Step 6a-IAP 
If the request is not funded by a Client, it is at this point that the server technician provides the 
costing information to the CBA for procurement approval via the WTS Investment Approval 
Process (lAP). Once approval is obtained, the CBA will notify the requestor, who can then 
proceed with the hardware procurement and installation. 

Step 7- Notify When Installation Complete 
Once approval has been granted, the requestor shall proceed with procurement and installation 
activities. When these activities are complete and the hardware is operational, the requestor shall 
notify the facility manager of this fact so that the power and cooling requirements can be 
removed from the "reserved" total on the facility's power and cooling capacity status tool. This 
signals the end of the Data Centre Infrastructure Capacity Request and Approval process. 

Spreadsheet Format & Instructions 
It is imperative that the Data Centre Infrastructure Capacity Request Template is filled out in a 
consistent manner, to ensure accurate reporting of power, space, cooling and network 
requirements. What follows is a description of the data required in each of the column headings 
in the spreadsheet, and the format in which it should be input. 
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Request# This column is a sequential numbering of requests - add one to the previous 
line item 

Request Date Input the date the request is entered in the spreadsheet by the server 
technician (not when it was received from the Client) 

Name oflnstaller The name of the person who will physically install the device in the Data 
Centre - this will be the requestor in most cases. 

Requestor's The requestor's group- E.G.- WINHOST, OSG, AES, etc .. 
Group 
Client Org. The client organization requesting the hardware. If WTS, indicate the 

business group in brackets e.g. (CAS), (BTl), (Ntwk), etc 
Planned Date of Indicate when the actual physical activity in the Data Centre is to take place 
Change - if unsure of exact date, indicate the month. 
Hardware Type Indicate whether the hardware is a server, switch, storage device, etc. 

Generic hardware categories such as these are to be used, not brand or 
model specifics. 

Hardware Indicate the network identification name, preferably in a Fully Qualified 
Network Domain Name format- e.g. "spring.gov.bc.ca". If not known at the time the 
Identification request is made, indicate "tbd". 
Type of activity Indicate whether the activity is an "install", "removal", or "swap" by 

picking from the drop-down list. A swap is defined as a direct replacement 
of identical hardware using the same FQDN, completed in one day. If the 
activity is a change from one type of hardware to another, or if there is a 
delay of more than 24 hrs between the start and end ofthe "swap", use two 
separate lines to indicate a "removal" and a separate "install" instead. 
Similarly, transfers from one Data Centre to another should be indicated by 
a "removal" at one site, and an "install" at the other. 

Data Centre Site Indicate the street address of the Data Centre where the hardware is to be 
installed by picking from the drop-down list. 

Alternate Site Indicate whether the hardware can be placed in a different site than the one 
acceptable? (YIN) indicated in the "Data Centre Site" column. WTS reserves the right to 

determine where hardware is installed based on network and facility 
considerations. Requests for installations at some lower capacity Data 
Centre sites may require further justification and will be subject to the WTS 
Data Centre Site prioritization process. 

# Cabinet Units Data Centre standard cabinets are 19" wide x 36" deep, with vertical space 
divided into standard 1.75" high units. Hardware space requirements should 
be expressed in the number of standard units required. 

Power Connector Indicate the type of plug utilized by the hardware. There are many types of 
Type plug, and it is best to indicate the NEMA type if known. More information 

on the various NEMA plug types can be obtained from the facility manager. 
Number of Indicate the actual number of power connections that will be use by the 
Connections hardware - do not indicate the theoretical maximum as specified by the 
required manufacturer unless they will all be used. 
Voltage and Operating voltage and amperage as per manufactures specification. List 
Amperage typical and maximum and specify 3 phase if required. 
Power Indicate the typical and maximum power consumption of the device as 
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Target 
Device(s) 

Indicate the maximum thermal output of the device in BTU!hr (British 
Thermal Units 
Indicate the typical operating temperature in degrees Celsius. 

Indicate the number of network connections required for general network 
- # connectivity- do not include console connections. 

Indicate whether a 1 OOMbps or a Gigabit connection is required. 

IP Where known, indicate the IP range (or subnet) the device will reside in. 
Use the form
Indicate the number of fibre network connections required for SAN 
connectivity. 

Storage Indicate by name which storage unit the new device will be connected to. 
Note that new storage devices require a separate row in the request 

Assigned Room This column will be filled in by the cabinet space manager, and will indicate 
the room where the device will be installed. 

Assigned Cabinet This column will be filled in by the cabinet space manager, and will indicate 
the number of the cabinet where the device will be installed. 

Pwr/AC & Space This column will be filled in by the facility manager ("Yes" or "No") and 
approval indicates that sufficient power, cooling and space capacity exists in the 

Data Centre to accommodate the 
Install Approval This column will be filled in by the facility manager upon receipt of 

installation approval ("Yes" or "No") and indicates that the request has been 
authorized to to and installation. 

Complete This column will be filled in by the facility manager upon receipt of 
installation notification for the device. 

- ~ ~ -- - - --- - ~ ---- -------- ---- -

Facility 
Windows Hosting 
Open System Group 
Storage and Backup 
Network 
Approvals 

Contact Information 
--

I '-' 

( ,- ,, 
r ! 1

ir • 

0 

- - - --

Data Centre 
Frastructure Ca~ 

Data Centre Infrastructure Capacity Request Template: 
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Appendix G- Data Centre Requirements 
The STMS ·data centres will meet certain minimum requirements as described in the table below. 
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Delivery paths The power system will provide at least two delivery paths within the facility 
Redundancy See statements in specific power and cooling sections below. 
Concurrently maintainable Critical power and cooling systems will be designed such that routine maintenance 

does not require a power or cooling interruption to customer critical loads. 
Usable for critical load The Province will be able to use 100% of their currently reserved power demand. 
Uninterruptible cooling A portion ofthe cooling systems will be powered by UPS systems. 
Floor loading lbs/SF At least 150lbs per square foot can be accommodated. 
Single points of failure Critical power and cooling systems will be designed to avoid single points of failure. 
Site availability Each data centre will be engineered to be available at least 99.98% of the time. 
Transient voltage Power systems will include multiple transient voltage suppression systems. 
suppression system 
Telecommunications Each data centre will have at least 2 diverse building entrances for 
entrances telecommunications cabling. 
Power generators Generator power system will be at least N+ 1. 
Generator battery Generator battery system will be at least 2N. 
configuration 
Generator fuel storage Each data centre will have sufficient onsite fuel storage to support 48 hours of 

generator power at design load. 
Load bank Each data centre will have a load bank onsite that is accessible to power generators 

through switch reconfiguration. 
UPS redundancy UPS systems will be sized to the data centre load and provide at least N+ 1 

redundancy. 
Critical power distribution Within the facility, critical power will be distributed via dual paths to match the load. 
Cooling plant The cooling plant will be at least N+ 1. 
Water storage I domestic Critical cooling will not be dependent on municipal water supply availability. 
water SU!Jply 
Piping distribution Critical cooling will not be dependent upon the availability of a single piping section 

or valve. 
Environmental air Environmental systems will be engineered to be at least N+ 1 redundant per zone. 
conditioners 
Building management A building management system will be engineered, including centralized 
system monitoring. 
Fire protection above raised Each data centre will include a pre-action, dry-pipe sprinkler system. 
floor 
Fire protection below raised Fire protection below the raised floor will, at a minimum, meet code requirements. 
floor 
Fire protection in non- Fire detection and suppression systems deployed in other non-critical areas in each 
critical spaces data centre will, at a minimum, meet code requirements. 
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Appendix H - Energy and Environmental Efficiency 
This appendix outlines topics involving energy and environmental efficiencies in the SMTS 
Data Centres. 

General Benefits of Moving to New STMS Data Centres 

As a general principle, larger facilities are more efficient to operate. The STMS Data Centres 
will achieve efficiencies through consolidating data centre requirements from several small, 
separate facilities into two larger data centres that will support not only the requirements of the 
Province and participating Broader Public Sector organizations, but also the commercial market 
as well. 

· As a general principle, new facilities also provide an opportunity to use newer power and cooling 
technologies that are usually more energy efficient and environmentally responsible compared to 
the technology deployed in existing, older facilities. 

STMS Pricing Mo.del Encourages Efficient Use of Power and Cooling Resources 

The pricing model used for the STMS Data Centres is based on power demand (versus square 
feet). This pricing method allows each customer. to receive its share of all of the data centre's 
key resources: space, power and cooling. It also provides a direct economic incentive to the 
customers to make efficient use of the power and cooling resources provided in the STMS Data 
Centres. 

A pricing model based on a cost per square foot of data centre space provides an inherent 
incentive to customers to concentrate their equipment in a smaller than required footprint on the 
Data Centre floor. This results in some areas in the Data Centre with high-density cooling 
requirements and some areas with low (or no) cooling requirements. This type of uneven 
distribution can result in an inefficient and wasteful use of cooling system capacity. 

The power demand pricing model provides no economic incentive to make inefficient use of 
cooling system capacity. Further, Province and Buyers (and other commercial customers) are all 
required to distribute their equipment as evenly as possible throughout their physical 
environment so as to make efficient use of each STMS Data Centre's cooling resources. 

Power Monitoring and Reporting Ensures Energy Awareness 

Fundamental to any approach to improving or maintaining energy efficiency is understanding 
how much power is being used (and when and where it is being used). Each Customer 
Environment will be provisioned with the Q9 Power Monitoring and Reporting Services. This 
service will provide customers with reports that summarize their current and aggregate peak 
power demand in a given STMS Data Centre on both an aggregate and detailed circuit level 
basis. Each customer, at its option and expense, will be able to use this service to: 

• Establish benchmarks for energy efficiency and measure their progress towards reduced 
energy consumption in comparison to these benchmarks 

• Identify and correct uneven power (cooling) density distribution (to ensure efficient use 
of cooling resources) 

50653542.4 -76- Page 243 
CTZ-2013-00110



Contracting Based on Total Province Power Demand Ensures Efficient Use of Capacity 

As a general principle, data centres are most efficient when operated at or near their capacity. It 
is inefficient to have some customers reserve capacity that they aren't using. The Province is 
contracting on behalf of itself and Broader Public Sector organizations (as described in Part V 
(Data Centre Services) of the Data Centre Services SOW) so that capacity can be redistributed 
amongst the Province parties in order to better match variations in requirements from time to 
time. Overall, this contracting approach allows the data centre capacity to be used more 
efficiently. 

Possible Additional Technologies and Operating Methods to Improve Energy Efficiency 
and Reduce Environmental Impact 

In designing and building the new SMTS Data Centres additional methods and technologies for 
improving energy efficiency and reducing the environmental impact of the STMS Data Centres 
have been and will continue to be considered. Evaluation of the suitability of these different 
methods and technologies will be balanced by three factors: 

1. Is there an impact to the operational reliability in the Data Centre? 
The top priority in all STMS Data Centres is to continue to offer reliability and 
performance to the Province and Buyers in accordance with the terms and conditions of 
the Master Services Agreement and the BPS Services Agreement, as applicable. Given 
the critical nature of the IT operations that will be deployed within the STMS Data 
Centres, the Province and Buyers (and other commercial customers), typically have no 
tolerance for the implementation of a technology or operating method that would reduce 
the levels of reliability in the key data centre systems (such as power, cooling, security 
and fire systems). 

2. Is there a positive business case? 
Service Provider will consider whether the initial capital investment in new technologies 
and operating methods pays back within a reasonable time period through savings in 
operational expenses. 

3. Is there an impact to the design/build timeline? 
The Province and Buyers have urgent requirements for the availability of initial capacity 
in each STMS Data Centre. Service Provider will consider the possible impact to the 
build timeline of implementing new technologies and operating methods designed to 
achieve improvements in energy efficiency and environmental impacts. 

The standard build design used as basis for the STMS Data Centres includes energy efficient 
power and cooling systems. In general, there is a strong business case supporting the investment 
in most of these systems and the projected build timelines incorporate their use. 
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1. GENERAL INFORMATION 

1.1 Definitions 

Capitalized terms used in this SOW will have the meanings given to them in Appendix A of this 
SOW, and as defmed in the other SOWs and the Agreement, as applicable. Any terms defined 
elsewhere in this SOW will have the meaning given to them. 

1.2 Responsibility Charts 

This SOW contains charts that describe the responsibilities of the Province and the Service 
Provider in respect of the Security Services, as indicated in the charts by an "R", to be 
interpreted as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified. 

1.3 Security Services 

Security Services provide the implementation of security controls and delivery of security 
services in compliance with the Province security requirements as defined in this document. The 
purpose of this SOW is to describe the scope and functions of the Security Services to be 
performed by Service Provider for the Province under the terms of the Agreement. The services 
described in this SOW use an outcomes-based approach. 

The outcomes-based approach used to describe the services in this SOW is intended to allow 
Service Provider the ability to determine the most efficient manner of providing the services so 
described while achieving all applicable Service Levels; provided that in providing the Services 
under this SOW the Service Provider complies, at all times, with the Privacy Obligations and the 
Province Security Policies & Standards (except as specifically agreed otherwise by the 
Province). 

Accordingly, the specific procedures, processes and associated tasks, required to be undertaken 
by Service Provider to perform the Services under this SOW are not described in this SOW, but 
will be described more fully in the Security Operating Manual (defined below). As a result, it is 
the intention of the Parties that Service Provider will do what is required to deliver the Services 
under this SOW in compliance with the requirements of this SOW, even though the specific 
procedures, processes and tasks to do so are not specifically identified or otherwise articulated; 
provided that in doing so the Service Provider shall not be responsible for (or otherwise be 
required to undertake) those matters that are specified in this SOW or elsewhere in the 
Transaction Documents as being the responsibility of the Province, a Client or a third party 
(where the third party is not a Subcontractor of Service Provider for purposes of providing 
Services under the Agreement). 

1.4 Security Operating Manual 

For greater clarification, it is the intention of the Parties that the specific procedures, processes, 
tasks and functions not described in this SOW that are required to be performed by Service 
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Provider ·in order to deliver the Services under this SOW shall be described in detail in an 
operating manual (the "Security Operating Manual"), to be prepared by Service Provider as 
part of the transformation activities under the Transformation SOW. The Security Operating 
Manual shall form part of the Manual described in Sections 4.8 (Documentation) and 4.9 
(Manual Requirements) of the Agreement. Service Provider will provide the Province with a 
copy of the Security Operating Manual upon request from time to time. 

The Parties acknowledge that on the Hand-Over Date, the Security Operating Manual shall 
consist of the processes, procedures (and associated tasks and functions) that are in use by the 
Province immediately prior to the Hand-Over Date (the "Province Security Procedures") until 
the Province Security Procedures have been revised by Service Provider as set forth in the 
Transformation SOW. The Parties acknowledge that the Province Security Procedures are in 
various states of completion and drafting, and will not necessarily articulate all processes, 
procedures, tasks and functions that will be required for Service Provider to provide the Services 
under this SOW immediately following the Hand-Over Date. 

2. GENERAL RESPONSIBILITIES 

Prior to Transformation and prior to implementation of required security projects through the 
Change Order and Change Management processes, the security level and compliance of the 
Supported Environment as at the Hand-Over Date will be maintained by the Service Provider, at 
a level of security and compliance that is no less than that provided by the Province on the Hand
OverDate. 

2.1 Security Policy and Control Standards Compliance 

Provide the list of Province Security Policies & Standards and 
communicate changes to the Province Security Policies & Standards to 
Service Provider. 

At the request of the Province, implement specified changes to the 
Province Security Policies & Standards through the Change Order 
Process. 

Within 6 months of the Hand-Over Date, perform initial Policy 
Compliance Manager ("PCM") scan on the Initial Supported 
Infrastructure Servers to determine the level of compliance with the 
Province Security Policies & Standards, and provide the Province a 
report on the results of that scan (the "Initial Policy Compliance 
Report"). 

Determine, and communicate to the Service Provider, any remediation 
priorities on the Initial Policy Compliance Report. 
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In consultation with the Province, develop remediation plans to 
address the Province's remediation priorities based on the Initial 
Policy Compliance Report, and implement through the Change Order 
Process. 

Provide an annual report to the Province on the level of compliance of 
the Initial Supported Infrastructure Servers that have not been 
Transformed with the Province Security Policies & Standards (the 
"Annual Policy Compliance Report"). 

Determine, and communicate to Service Provider, any remediation 
priorities on the Initial Policy Compliance Report. 

In consultation with the Province, develop remediation plans to 
address the remediation priorities provided by the Province based on 
the Annual Policy Compliance Report, and implement through the 
Change Order Process. 

Except where otherwise agreed between the Parties, the Supported 
Infrastructure in the STMS Data Centres will be compliant with the 
Province Security Policies & Standards. 

Regardless of location and except as otherwise agreed by the Parties, 
any new components of the Supported Infrastructure or Transformed 
components of the Initial Supported Infrastructure, will comply with 
the Province Security Policies & Standards, or be the subject of an 
exception, as documented through the Change Management Process. 

For break fix replacement of non-functioning, non-Transformed 
Servers in the existing Province Midrange Facilities, replacement of 
such Servers will utilize the existing Province backup image until the 
Server is Transformed. 

2.2 Security Threat and Risk Assessment (STRA) 

Implement changes to the Security Threat & Risk Assessment 

R 

Methodology attached as Appendix C through the Change Order R 
Process. 
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Conduct STRA for the Supported Infrastructure and the Services, as 
required by the Province Security Policies & Standards, and upon 
request, provide the results to the Province. 

The STRA for the Services and the Supported Infrastructure will 
include the assessment of risk introduced by any Service Provider 
supporting infrastructure or systems utilized by Service Provider to 
access, operate, maintain or manage the Supported Infrastructure. 

In consultation with the Province, perform STRA for changes to the 
Supported Infrastructure or the Services (such as changes in 
architecture, new operating system versions, major service pack 
updates, changes to the type of security controls/devices/software 
used), during the planning and design phase of such proposed changes 
and before implementation. 

Prior to migrating any Supported Infrastructure to the new STMS Data 
Centres, complete STRAs on the STMS Data Centre and provide 
STRA reports to the Province. 

Review risks identified in each STRA report and, in consultation with 
the Province, formulate risk mitigation plans. 

Implement risk mitigation plans through the Change Management 
Process, or where agreed to by the Parties, through the Change Order 
Process, and if the Parties are not able to agree on whether or not the 
Change Order Process applies, then the matter will be escalated 
through the Governance Process. 

2.3 Human Resources Security 

R 

R 

R 

R 

R 

R 

Service Provider will perform a CRC on Service Provider Personnel directly involved in the 
delivery of the Supported Infrastructure and having authorized access to personal information 
under the Agreement. All Transitioning Employees (as defmed in the Master Services 
Agreement) are exempt from the CRC requirements unless the position they fill required a CRC 
on the Hand-Over Date. 
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Perform a CRC on all Service Provider Personnel who may have 
direct or indirect access to Personal Information before any such 
access is given, unless specifically approved otherwise by the 
Province. 

Investigate all positive results obtained from a CRC in respect of any 
Service Provider Personnel, and in consultation with the Province 
address any such positive results before providing such Service 
Provider Personnel with direct or indirect access to Personal 
Information. 

2.4 Cryptographic Key Management 

Provide Service Provider with 

R 

R 

R 

2.5 Service Provider Personnel 
Infrastructure 

Privileged Logical Access to the Supported 

2.5.1 Secure Access Gateway Services for Service Provider Personnel ("SP SAG") 

Formal procedures for granting and managing logical access to the Supported Infrastructure will 
be documented and followed. Access authorization (rules for granting access), access 
establishment (rules that determine initial right of access), access modification (rules that 
determine the types of, and reasons for, modification to the initial right of access), and access 
termination (rules that determine the points at which and reasons for which termination of rights 
of access occurs) are also included in these procedures. 

The Privileged ID access control services for Service Provider Personnel will be provided 
through the SP SAG in accordance with the following table: 
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Operate, maintain and manage a Secure Access Gateway to provide 
controlled access for Service Provider Personnel

or purposes of performing the Services. R 

Implement Service Provide

The SP SAG will be located in the Service Provider

Review SP SAG Servers for evidence 
of misuse or abuse of privileges by Service Provider Personnel. 

Implement and document processes and procedures to manage and 
control all accesses to the Supported Infrastructure which are made 
available to Service Provider Personnel for the purpose of performing 
the Services. 

For each requirement that arises for Service Provider Personnel to 
access or manipulate the Province production data, obtain prior formal 
written non-transferable approval from the Province. 

Document, implement and maintain security controls to monitor and 
grant appropriate access privileges to authorized third parties in 
accordance with the Province Security Policies & Standards. 

Assign a Service Provider security administrator for each component 
of the Supported Infrastructure (such as firewalls, Servers, Host 
Servers, Virtual Servers and routers). 

Implement and document processes and procedures to manage, 
monitor and restrict accesses to the security software and access 
control mechanism of the Supported Infrastructure to the Service 
Provider security administrator. 

Implement and document processes and procedures to revoke all 
access to the Supported Infrastructure for Service Provider Personnel 
whose job function no longer requires access to the Supported 
Infrastructure. 

Immediately revoke access to Supported Infrastructure . upon 
termination of Service Provider Personnel. 

Implement and document processes and procedures to prevent direct 
outside access or connectivity to the Supported Infrastructure in STMS 
Data Centres. 
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Implement and document processes and procedures to require that all 
remote administration activities are performed by Service Provider on 
the Supported Infrastructure are done through the SP SAG. 

Implement and document processes and procedures to require that all 
files transferred into the Supported Infrastructure will only be 
transferred through the SP SAG. 

This is not applicable to management toolset file transfer requirements 
(detailed in section 5.7 (Direct Device Management) Device 
management infrastructure traffic of this SOW and of the Storage and 
Backup SOW). 

2.5.2 Service Provider Support and Maintenance Staff- Remote Access 

R 

R 

Service Provider Personnel utilizing Remote Access to access the Supported Infrastructure will 
only do so from a location within Canada The obligations in the 
table below will be phased in during the first six months following the Hand-Over Date, as 
documented in the Transformation SOW. 

Service Provider Personnel will use the Service Provid
to connect to Service Provider Network and remotely provide support 
to the Supported Infrastructure. 

Maintain a minimum level of for all data 
transported between the Service Provider Personnel devices (such as 
laptops) and Service Provider Network. 

Implement and document processes and procedures to require that 
remote access to the Supported Infrastructure only be allowed using 
Service Provider issued devices. 

2.6 Centralized Security Log Collection, Review and Monitoring 

R 

R 

R 

Centralized Security Log Collection, Review and Monitoring services is comprised of the 
collection of security log files for the Supported Infrastructure into a central repository, the 
implementation of monitoring of the consolidated log files for suspicious activity and the 
generation of alerts for Service Provider review and intervention. From the Hand-Over Date until 
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the completion of the STMS Data Centres, Service Provider will perform this service in the same 
manner as previously performed by the Province prior to the Hand-Over Date. 

Security Events monitoring is performed on security log data generated from the Supported 
Infrastructure. 

Tasks and Functions described in the table below, where noted, will become available after the 
implementation of the new STMS Data Centres. 

Enable, implement, configure, maintain, and manage logging on all 
Supported Infrastructure to levels of detail set forth in the Province 
Security Policies & Standards commencing after implementation of 
the new STMS Data Centres. 

Retain original content of the Supported Infrastructure Security reports 

Otherwise, Service Provider to perform this 
Task/Function commencing after implementation of the new STMS 
Data Centres. 

Upon request and in consultation with
Security Incidents and 

Security Investigations. 

Upon request and in consultation with the Province using resources 
assigned to the account

for 
use in Security Incidents and Security Investigations. 

Upon request and in consultation with the Province, provide the 
archived security logs in a form that is readable and capable of being 
copied for use in Security Incidents and Security Investigations. 
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Provide that are part of the Supported 
Infrastructure in original format for analysis by the Province using the 
Province's tools. 

Establish, maintain and monitor controls 

for the Supported Infrastructure. 

to the Province, as requested through the Change Order 
Process. 

Install, configure and maintain centralized logging that supports 
standard 
prior to moving any Province data to the new STMS Data Centre. 

Configure all Supported Infrastructure for logging to 
implementation. 

Logically separate log data from other data in the STMS Data Centre. 

Use Transport Layer Security (TLS) to encrypt communications 
between the

Store log files in

Install, configure and maintain on Supported 
Infrastructure Servers. 

Install, configure and maintain on the Supported 
Infrastructure Servers so that it will generate alerts 24x7x365; monitor 
such alerts as set forth in this SOW. 

2. 7 Investigation and Response to Security Incidents, Compromises and Breaches 

2. 7.1 Security Incident Response and Handling 

R 

R 

R 

R 

R 

R 

R 

R 

R 

R 

Security Incident Response and Handling provides timely and orderly response to information 
Security Incidents. 

50653257.3 -9-
Page 256 
CTZ-2013-00110

S15

S15

S15

S15

S15

S15

S. 15

S. 15

S. 15

S. 15

S. 15

S. 15



Provide the Province with a direct point of contact, who will 
participate and interact with the Province's "Security Incident 
Response Team" in the event of Province declared Security Incidents. 

Cooperate and work with the Province to resolve Province declared 
Security Incidents. 

Provide the Service Provider with a direct point of contact for the 
Province's "Security Incident Response Team" to work with the 
Service Provider in the event of Service Provider declared Security 
Incident. 

Cooperate and work with the Service Provider to resolve Service 
Provider declared Security Incidents. 

Provide a single point of contact for the Province to report Security 
Incidents and request assistance related to the Security Incidents. 

Provide a single point of contact for the Service Provider to report 
Security Incidents and request assistance related to the Security 
Incidents. 

Identify, monitor, investigate and resolve Security Incidents. 

2. 7.2 Security Investigations 

R 

R 

R 

R 

R 

R 

R 

Security Investigations provides in-depth, technical analysis and technical investigative work to 
determine the cause and the effect and impact on the Supported Infrastructure of the Security 
Incident. This service will include computer forensics work, as deemed appropriate during the 
investigation. 

Interact with third-party vendors as necessary to determine root cause 
analysis of Security Incidents. 

Maintain Security Incident information and documentation on 
investigations undertaken by the Service Provider in accordance with 
Service Provider standards (for a minimum of one year) for handling 
sensitive information. 
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Conduct Security Investigations and perform root cause analysis 
where necessary on Security Incidents relating to the Supported 
Infrastructure. 

Provide the Province with Security Investigation findings that are 
relevant to the Services or the Supported Infrastructure. 

Service Provider will provide support to the Province's Security 
Investigation efforts. 

Upon request by the Province, provide the Province's investigators 
with the required logical and physical access to the Supported 
Infrastructure while conducting a Security Investigation, which access 
will be provided in accordance with a process to be mutually agreed 
upon by the Parties within six months of the Hand-Over Date. 

Provide a direct point of contact for Security Investigations that can be 
used by the Province. 

Security breaches, compromises or data loss detected or identified by 
Service Provider will be escalated to the Province in accordance with 
the Security Operating Manual

The Province will provide a direct point of contact for Security 
Investigations that can be used by Service Provider. 

Implement and maintain processes and procedures so that data 
evidence collection, preservation and chain of custody are maintained. 

Implement processes and procedures to obtain permission from the 
Province prior to analyzing forensic images containing Province data. 

Provide Service Provider with information from the Province Systems 
relating to Service Provider Security Investigations. 

Provide the Province with the current Master Virtual Image of servers 
in support of investigations involving Virtual Servers. 

Provide the Province with 

In instances where storage for requested Virtual Images is not 
available, notify and work with the Province to identify workaround 
for storage of requested Virtual Images. 
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Provide the Province with access and/or possession (including 
removal if required) of Supported Infrastructure Servers when 
required by Court Order or other judicial or legal proceedings, 
pursuant to the Change Order Process. 

as 
reasonably required to support Province Security Investigation. 

2.8 Annual Security Health Check 

The scope of the Annual Security Health Check covers the Supported Infrastructure. 

Complete Annual Security Health Check, by the end of
Provide the results to the Province no later that 

Communicate to Service Provider by the 
current Annual Security Health Check methodology and the 
designated procedure for completion/submission of reports as defined 
by the Province. 

Implement changes to the Annual Security Health Check methodology 
through the Change Order Process. 

3. MAINFRAME SECURITY SERVICES 

3.1 Secure Mainframe Access -

R 

R 

R 

R 

R 

R 

Secure Mainframe Access - Access provides user Local Area Network (LAN) 
workstations with secure communications connectivity access from a workstation to a mainframe 
host. 
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Provide secure access to the Service Provider mainframe usmg 

Acquire, manage and administrate digital certificates for the

Provide identification I authentication mechanisms, using an 
encryption standard consistent with the Province Security Policies & 
Standards. 

R 

R 

R 

3.2 File Transfer Protocol with Secure Socket Layer I Transport Layer Security (FTPS 
SSL/TLS) 

Secure FTPS SSL I TLS service provides a secure, encrypted communication path between 
workstations, Servers, Client Server Applications and the Mainframe System. 

Provide secure access to the Mainframe System using FTPS 
communication protocol over SSL I TLS. 

Provide identification I authentication mechanisms using an 
encryption standard consistent with the Province Security Policies & 
Standards. 

Acquire and manage the life cycle, retention and renewal of digital 
certificates for the SSL I TLS FTPS service. 

3.3 Secure Shell File Transfer Protocol (SFTP) 

R 

R 

R 

Secure Shell SFTP (SSH) Access provides a secure, encrypted communication path between 
workstations, Servers Client Server Applications and the Mainframe System. 

Provide secure access to the Mainframe System using SFTPI (SSH) 
communication protocol. 
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Provide identification I authentication mechanisms and encryption 
consistent with the Province Security Policies & Standards. 

Acquire and manage the life cycle, retention and renewal of digital 
certificates for the SFTP (SSH). 

3.4 Digital Certificate Administration Mainframe 

R 

R 

Digital Certificate Administration Mainframe provides a Digital Certificate management service 
in support of the secure connections capabilities. 

for creation of digital certificates. 

Provide required digital certificate if and when requested. 

Notify of pending expiration of digital certificates. 

Provide request to Service Provider to implement Digital Certificates. 

Respond to vendor notification of pending expiration of digital 
certificate, with request for re-issued certificate, if appropriate. 

3.5 Mainframe Security Administration 

R 

R 

R 

R 

R 

The Province is responsible for the architecture oversight, implementation, and day to day 
operation of Mainframe Security. Service Provider has specific responsibilities as delegated by 
the Province as set forth in this section. Mainframe Security Administration has been 
implemented in the Province as a distributed model, whereby each organization (Province, 
Ministry, Broader Public Sector, or vendor) is responsible for Security Administration within 
their scope of control. 

Install, maintain, upgrade and support the Security System Software 
and access management databases on the 
Mainframe System. 
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Verify and support data integrity protection software options that have 
been implemented on the Mainframe System by the Province. 

Process authorized requests to create, delete or change a Mainframe 
System user identification through the Change Management Process. 

Provide Government Data Security Access ("GDSA") (as defined in 
the Mainframe SOW) services for Service Provider

Process authorized requests to change Service Provider

Install and verify all security exits implemented and as developed by 
the Province. Inform the Province upon completion. 

Obtain Province approval prior to implementing or modifying 
configuration parameters that may affect Mainframe System security 
(RACF)

Provide subject matter expertise, recommendations and assistance to 
the Province in defining and implementing special access profiles on 
the Mainframe System (e.g., Program Access to Data Sets (PADS)). 

4. MIDRANGE SECURITY SERVICES 

4.1 Security Administration and Compliance Services 

R 

R 

R 

R 

R 

R 

R 

R 

Service Provider will provide Security Administration and Compliance Services by configuring 
"Midrange" Supported Infrastructure in accordance with the Province Security Policies & 
Standards. 

Develop and implement processes and procedures to provide 
privileged IDs during Change Windows to those Province users who 
have authorized Change Control Board activities to perform and to 
revoke such privileges at the end of the Change Window. 
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Develop and implement processes and procedures to control the 
creation of Administrative Support IDs and the assignment of 
privileges to those IDs. 

Develop and implement processes and procedures to detect 
unauthorized configuration changes in the Midrange Supported 
Infrastructure. 

4.2 Policy Compliance Management Services 

R 

R 

Policy Compliance Management (PCM) Services manages the automated process of gathering 
security configuration information from Servers. 

Install arid maintain software and hardware as necessary to support 
PCM service. 

Manage the Province's network (SPAN/BC) rule changes to support 
the PCM service. 

Inform the Province of firewall or router ACL rule changes to the 
Province network (SP AN/BC) required to enable the PCM service. 

Provide necessary approvals for performing PCM related activities as 
requested. 

4.3 Vulnerability Scanning Service 

R 

R 

R 

R 

R 

R 

The Vulnerability Scanning Service supports compliance with the Province Security Policies & 
Standards, by
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Perform a vulnerability scan

Perform remediation identified by vulnerability scans 
and notify the 

Province through the Change Management Process, where applicable. 

Maintain the currency of the scanning tool. 

Provide authorization to perform the vulnerability scan. 

lfthe Province's vulnerability scans on the Supported Infrastructure in 
the STMS Data Centre 

through the Governance Process. 

If the Service Provider 
the Service Provider 

may raise this matter with the Province, and they will resolve it 
through the Governance Process. 

4.4 Vulnerability and Security Patch Management 

R 

R 

R 

R 

R 

R 

Vulnerability and Security Patch Management consists of the deployment and management of 
Security patches as required by Province Security Policies & Standards 

for the Supported Infrastructure. 

In compliance with the Province Security Policies & Standards, 
establish and maintain vulnerability management practices,

as described in the Service 
Management SOW. 
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When a security vulnerability 

Based on vulnerability

4.5 Anti-virus and Anti-spyware Services 

R 

R 

The Anti-virus and Anti-spyware Services provides protection 
The anti-virus service is comprised of the following: 

Develop and implement processes and procedures to maintain 
currency of anti-virus software on the Servers. 

Utilize the Service Provider's 

Troubleshoot and resolve problems associated with the

Subscribe to and monitor services 
with the 

Province as described in the Security Operations Manual. 

Monitor and initiate 

Provide a single point of contact for confirmed virus outbreaks. 

4.6 Configuration Control 

R 

R 

R 

R 

R 

R 

Configuration Control consists of the development and implementation of security controls 
relating to configuration changes to the "Midrange" Supported Infrastructure as set forth below 
and in the Service Management SOW. 
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Develop and implement processes & procedures

in accordance with 
the Province's Security Policies & Standards. 

for configuration 
changes to the Midrange Supported Infrastructure. 

5. NETWORK SECURITY SERVICES 

R 

R 

The security architecture of the STMS Data Centre is illustrated in Diagrams in Appendix D. 
Service Provider will implement controls around changes to the security architecture as 
described below. 

Develop, implement and maintain processes, procedures and controls 
to ensure that there is no direct internet connection into the STMS 
Data Centre network. 

Configure security architecture of the STMS Data Centre in 
accordance with Appendix D. 

Develop, implement and maintain processes, procedures and controls 
to ensure changes to the security controls that support the security 
architecture in the STMS Data Centres are documented and approved 
by the Province prior to implementation. 

5.1 Data Centre Network Security Architecture Design 

R 

R 

R 

Service Provider will construct the STMS Data Centres in accordance with the technical 
architecture depicted in Appendix D, unless otherwise agreed by the Parties 

5.2 Firewall Service 

The Firewall Service includes all firewalls in the STMS Data Centre. 

These firewalls 
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Provide firewall hardware and software for the STMS Data Centre. 

Provide firewall administration, maintenance and management and 
associated rule configuration changes. 

Provide firewall monitoring of 

Perform firewall monitoring 
on a 24 hours a day, 7 day per week, 365 days per year 

("24x7x365") basis, 

Develop, implement and maintain processes and procedures to 
generate alerts to Service Provider through an automated process 
integrated with the

Implement up to an aggregate Province- initiated rule changes 
as determined by 

the Province. 

Develop, implement and maintain processes and procedures to fully 

Restore firewall configurations as required. 

5.3 Intrusion Prevention Service 

R 

R 

R 

R 

R 

R 

R 

The Intrusion Prevention Service includes all intrusion prevention systems in the STMS Data 
Centre. 

The Intrusion Prevention Service (IPS) 

Provide IPS hardware and software for the STMS Data Centre. 

Provide IPS administration, maintenance and management and 
associated rule configuration/changes. 

Provide IPS monitoring 
. 
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Perform remote IPS monitoring 
on a 24 hours a day, 7 day per week, 365 days per year ("24x7x365") 
basis

Develop, implement and maintain processes and procedures to 
generate alerts to Service Provider through an automated process 
integrated with th

Implement up to an aggregate Province- initiated rule changes 
per IPS as determined by the 
Province. 

Develop, implement and maintain processes and procedures to

Restore IPS configurations as required. 

5.4 Managed LAN/Router Services 

R 

R 

R 

R 

R 

Managed LAN/Router Services refers to switches and routers used in the STMS Data Centre. 

Implement strong access ·controls and centralized 
to all switches and routers in the STMS Data 

Centre. 

5.5 WAN 

R 

R 

The security architecture of the STMS Data Centre is illustrated in Diagrams in Appendix D. 
Service Provider will implement controls around changes to the security architecture as 
described below. 

WAN connectivity for the STMS Data Centre is detailed in architecture diagram 5 in Appendix 
D. 
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Provide private WAN connectivity 
dedicated to the interconnection of the Supported Infrastructure. 

Configure WAN connectivity between the STMS Data Centres in 
accordance with Appendix D. 

Develop, implement and maintain processes, procedures and controls 
so that all changes to the security controls that support the WAN 
connectivity between the STMS Data Centres are documented and 
approved by the Province prior to implementation. 

5.6 Province Owned Security Devices/Controls 

R 

R 

R 

The Province will require the ability to place Province owned security devices in the STMS Data 
Centre,

Install, maintain and support Province owned security devices in the 
STMS Data Centre in accordance with the terms agreed through the 
Change Order Process. 

5. 7 Direct Device Management 

R 

Some Service Provider will 
require direct access and will not go through the 

Such accesses will be handled as described below. 

Configure all accounts used for direct access of Service Provider's 
management

Restrict all direct access of Service Provider's 
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Limit all direct access of Service Provider's

5.8 Virtual Local Area Networks 

R 

Service Provider will implement Virtual Local Area Networks (VLANs) within the STMS Data 
Centre as described in the following table. 

Configure VLANs 

Configure VLANs securely 

6. STORAGE SECURITY SERVICES 

6.1 Storage Area Network (SAN) Security Configuration 

R 

R 

Storage Area Network (SAN) Security Configuration services provides protection against 
unauthorized access These 
services will be implemented in accordance with the schedule for implementation of the SAN set 
forth in the Transformation SOW. 

Provide SAN Security hardware and software for the Supported 
Infrastructure. 

Implement and manage strong access control 

Provide SAN Security administration, maintenance and management 
and associated configuration changes. 
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7. DATA ENCRYPTION SERVICES 

7.1 Backup Tape Encryption 

The Service Provider Backup Tape Encryption Services will configure 
The Backup Tape encryption services will include the 

following: 

Implement 

Encrypt

Administer key provisioning including all phases of key lifecycle for 
backup tape encryption. 

Provision/de-provision keys. 

Perform encryption key

Provide support and maintenance for issues related to key 
management system and corresponding devices. 

7.2 Encryption of data at rest 

R 

R 

R 

R 

R 

R 

Service Provider will make available the host operating system encryption features for data at 
rest. 

Install, test and make available for use on the 
Transformed Servers. If, as a result of utilizing on 
the Transformed Servers, there is a cost or service impact, the Parties 
will resolve the matter through the Governance Process. 

8. ADDITIONAL SERVICES 

R 

This Article 8 describes a set of additional Services that may be purchased by the Province from 
Service Provider, performed by and on the Province's own behalf or purchased by the Province 
through a third party vendor. To the extent they are purchased by the Province from Service 
Provider, such purchase will be documented through the Change Order Process and they will be 
deemed included in the definition of"Supported Infrastructure." 
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To the extent the Province purchases these Services, the Parties will work together to prepare and 
agree on the Transformation Plan for implementation of such Services. 

8.1 Enterprise Security Event Management and Security Incident Response Services 

The ESEM services may be purchased as two different tiers of services: (1) 24x7x365 or (2) 
standard business hours (8:30-4:30 Mon-Fri, not including statutory holidays). The services 
described below apply to both tiers except where expressly noted otherwise. 

8.1.1 Enterprise Security Event Management Services Overview 

Enterprise Security Event Management ("ESEM") is a service that 

ESEM is implemented using an integrated set of processes, personnel, and technologies that 
supplement other security activities. 

The ESEM services provided by Service Provider will consist of the following functions to the 
extent as described in the table below: 

Test, implement and maintain a dedicated ESEM system in STMS 
Data Centre or other agreed Service Provider location 

and other devices as determined by the 
Province (collectively, the "ESEM Monitored Devices") 

Provide network connectivity to the ESEM Monitored Devices in and 
connected to the Province network (SP AN/BC). 

Configure the ESEM Monitored Devices 

ESEM System and provide specifications to the Province for 
configuration of ESEM Monitored Devices that are managed by the 
Province. 
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Configure the ESEM Monitored Devices that are managed by the 
Province

based on specifications provided by Service Provider. 

Make certain that the. Province Data continues to be transmitted and 
can be received within the ESEM Private Security Network R 

Log Analysis 

Log analysis is an automated function that processes collected system logs and security alerts 
from the ESEM Monitored Devices and compares and correlates that data

Develop and tune thresholds and baselines to be used 
of the 

ESEM Monitored Devices. 

Approve the ESEM thresholds and baselines to be used for 
and proposed changes to those thresholds and 

baselines. 

Develop, implement and maintain processes and procedures to 
to Service Provider based upon the agreed 

ESEM thresholds and baselines. 

Review alerts and respond as appropriate, which may include tuning 
of ESEM thresholds and baselines, Service Management response to 
the ESEM Monitored Devices, 

Provide 
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Develop, implement and maintain processes and procedures to fully 
backup and restore the ESEM configuration data and data storage 
directories. 

Restore ESEM data as requested through Change Order Process. 

Standard Functions of ESEM Reporting 

R 

R 

R 

ESEM reporting allows the Province to receive reports produced from compiled data and 
information collected by ESEM through a set of preconfigured ESEM reports. Report delivery is 
restricted to individuals who are authorized by the Province to receive the reports from Service 
Provider. Available ESEM reports are selected from a preconfigured list ofESEM reports made 
available by Service Provider to the Province. 

Run and produce ESEM reports in the manner and at the specified 
reporting frequency as established by the parties. 

Distribute ESEM reports as produced to the authorized Province 
recipient via email. 

Defme the Province reporting requirements and reporting 
specifications and communicate such requirements and specifications 
to Service Provider. 

Select the specific preconfigured ESEM reports that will be produced 
and the frequency that they will be required. 

Defme and provide to Service Provider appropriate contact 

R 

R 

information and reporting mechanism (such as e-mail, mailing R 
address, etc.) for delivery of reports. 
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Notify Service Provider if an ESEM 
report is not received by the approved Province recipient m R 
accordance with the established reporting frequency parameter. 

Two Factor Authentication 

At the request of the Province through the Change Order Process, Service Provider will 
implement and maintain a Two Factor Authentication (2F A) for privileged access for Service 
Provider Personnel, Province Personnel, or both. The two-factor authentication includes: 

• RSA Enterprise License

• Service Provider administration of the RSA Tokens 

• Required security servers and ongoing Service Provider hosting of those servers 

Implement and maintain an RSA token based two-factor 
authentication and associated infrastructure for Service Provider 
Personnel, Province Personnel, or both to access the Supported 
Infrastructure. 

Develop, document and maintain processes and procedures to manage 
the RSA tokens. 

8.2 Secure Access Gateway for Province Personnel 

R 

R 

The Secure Access Gateway will consist of the Citrix servers and the system administration and 
maintenance tool set ("BC SAG") for Province Personnel to access the Supported Infrastructure. 

Implement and maintain the BC SAG at one or both of the STMS Data 
Centres. 
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and infrastructure used to provide 
theBC SAG. 

Implement and document processes and procedures to manage
Province Personnel's access to BC SAG. 

8.3 Payment Card Industry Data Security Standards (PCI DSS) Infrastructure 

R 

R 

The PCI DSS Infrastructure is a compartment within the STMS Data Centres that is compliant 
with the higher of the PCI DSS 1.2 or the Supported Infrastructure Security Policy. The 
responsibilities in the RASIC table below apply to the Supported Infrastructure within the PCI 
DSS compartment and the network traffic flow in and out of that compartment. For the purpose 
of the table that follows, "cardholder data environment" is a term synonymous with the term 
"PCI DSS Infrastructure." 

Establish in consultation with the Province, firewall and router 
configuration standards that include the following: 

• A formal process for approving and testing all network 
connections and changes to the firewall and router 
configurations. 

• Current network diagram with all connections to cardholder 
data, including any wireless networks. 

• 

• 

• Documentation and business justification for use of all 
services, protocols, and ports allowed, including 
documentation of security features implemented for those 
protocols considered to be insecure. 

• Requirement to review firewall and router rule sets at least 

Provide, and inform Service Provider of, business justification for use R 
of all and allowed for and 
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database components, including documentation of security features 
implemented for those protocols considered to be insecure. 

In consultation with the Province, 

• 

• 

In consultation with the Province, prohibit direct public access 
between the Internet and any system component in the cardholder data 
environment, by implementing the following controls: 
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Pages 278 through 280 redacted for the following reasons:
- - - - - - - - - - - - - - - - - - - - - - - - - - - -
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vulnerability 

Follow change control procedures for all changes to infrastructure 
components by implementing the following procedures: 

• Documentation of impact 

• Management sign-off by appropriate parties 

• Testing of operational functionality 

• Back -out procedures 

Follow change control procedures for all changes to application and R 
database components by implementing the following procedures: 

• Documentation of impact 

• Management sign-off by appropriate parties 

• Testing of operational functionality 

• Back -out procedures 

For public-facing web applications, address new threats and R 
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vulnerabilities on an ongoing basis and ensure these applications are 
protected against known attacks by either of the following methods: 

Limit access to infrastructure components and cardholder data to only 
those individuals whose job requires such access by implementing the 
following controls: 

Limit access to application and database components, and cardholder R 
data, to only those individuals whose job requires such access by 
implementing the following controls: 

Establish an access control system for infrastructure components with 
multiple users that restricts access based on a user's need to know, and 
is set to "deny all" unless specifically allowed. 
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Establish an access control system for application and database R 
components with multiple users that restricts access based on a user's 
need to know, and is set to "deny all" unless specifically allowed. 
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Ensure proper user authentication and password management for non
consumer users and administrators on all SP PCI infrastructure 
components as follows: 

R 
consumer users and administrators on all PCI application and database 
components as follows: 
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In consultation with the Province, use appropriate facility entry 
controls to limit and monitor physical access to systems m the 
cardholder data environment of the 
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controls. 

In consultation with the Province, develop procedures to help Service 
Provider easily distinguish between employees and visitors, especially 
in areas where cardholder data is accessible. 

Make sure all visitors are handled as follows: 

s 



Use a visitor log to maintain a physical audit trail of visitor activity. 

Store media back-ups in a secure location, preferably an off-site 
facility, such as an alternate or back-up site, or a commercial storage 
facility.

Establish a process for linking all access to infrastructure components 

In consultation with Service Provider, establish a process for linking 
all and database access to 
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components (especially access done with administrative privileges 
such as root) to each individual user. 

In consultation with the Province, implement automated audit trails for 
all SP PCI infrastructure components to reconstruct the following 
events: 

In consultation with Service Provider, implement automated audit R 
trails for all application and database components to reconstruct the 
following events: 

Record at least the following audit trail entries for all SP PCI 
infrastructure components for each event: 
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Record at least the following audit trail entries for all application and R 
database components for each event: 

Synchronize all critical system clocks and times for SP PCI 
infrastructure components. 

Synchronize all critical system clocks and times for application and 
database components. 

Secure audit trails for the SP PCI Infrastructure so they cannot be 
altered. 

Secure audit trails for application and database components so they 
cannot be altered. 

Protect audit trail files from unauthorized modifications on SP PCI 
infrastructure components. 

Protect audit trail files from unauthorized modifications on application 
and database components. 

Promptly back up audit trail files for SP PCI Infrastructure

Promptly back up audit trail files for application and database 
components 

Write logs for external-facing technologies such as wireless, firewalls, 
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DNS and mail servers for the SP PCI Infrastructure 

Write logs for external-facing technologies such as wireless, firewalls, 
DNS and mail servers for Province-managed devices in the Province 
PCI environment

Use file-integrity monitoring or change-detection software on logs to 
ensure that existing log data cannot be changed

Review logs for all system components Log reviews 
must include those servers that perform 

Retain
(for example, online, 

archived, or restorable from back-up). 

Test for the presence of wireless access points by using

Run internal vulnerability scans 

Run external network vulnerability scans 

Perform internal penetration testing at least

Perform external penetration testing at least

Perform network-layer penetration tests, internal. 

Perform network-layer penetration tests, external (in consultation with 
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Service Provider). 

Perform application-layer penetration tests (in consultation with 
Service Provider). 

Use intrusion-detection systems, and/or intrusion-prevention systems 

Keep all intrusion-detection and 
prevention engines up-to-date. 

Deploy file-integrity monitoring softwar

Establish, publish, maintain, and disseminate a Service Provider 
security policy that: 

R 

Establish, publish, maintain, and disseminate a Province security R 
policy that: 

Develop daily operational security procedures that are consistent with 
requirements in this specification and applicable to Service Provider 
Personnel, as defined in this table (for example, user account 
maintenance procedures, and log review procedures). 

Develop daily operational security procedures that are consistent with 
requirements in this specification and applicable to Province 
Personnel, as defined in this table (for example, user account 
maintenance procedures, and log review procedures). 
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Develop usage policies for critical Service Provider employee-facing 
technologies (for example, remote-access technologies, wireless 
technologies, removable electronic media, laptops, personal 
data/digital assistants (PDAs), e-mail usage and Internet usage) to 
define proper use of these technologies for all employees and 
contractors within the context of the PCI DSS Infrastructure. Ensure 
these usage policies require the following: 

• Explicit management approval 

• Authentication for use of the technology 

• A list of all such devices and personnel with access 

• Labeling of devices with owner, contact information, and 
purpose 

• Acceptable uses of the technology 

• Acceptable network locations for the technologies 

• List of company-approved products 

• Automatic disconnect of sessions for remote-access 
technologies after a specific period of inactivity 

• Activation of remote-access technologies for vendors only 
when needed by vendors, with immediate deactivation 
after use 

• When accessing cardholder data via remote-access 
technologies, prohibit copy, move, and storage of 
cardholder data onto local hard drives and removable 
electronic media. 

Develop usage policies for critical Province employee-facing R 
technologies (for example, remote-access technologies, wireless 
technologies, removable electronic media, laptops, personal 
data/digital assistants (PDAs), e-mail usage and Internet usage) to 
define proper use of these technologies for all employees and 
contractors within the context of the PCI DSS environment. Ensure 
these usage policies require the following: 

• Explicit management approval 

• Authentication for use of the technology 

• A list of all such devices and personnel with access 

• and 
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purpose 

• Acceptable uses of the technology 

• Acceptable network locations for the technologies 

• List of company-approved products 

• Automatic disconnect of sessions for remote-access 
technologies after a specific period of inactivity 

• Activation of remote-access technologies for vendors only 
when needed by vendors, with immediate deactivation 
after use 

• When accessing cardholder data via remote-access 
technologies, prohibit copy, move, and storage of 
cardholder data onto local hard drives and removable 
electronic media. 

Ensure that the security policy and procedures clearly define 
information security responsibilities for all Service Provider Personnel 
within the context of the PCI DSS Infrastructure. 

Ensure that the security policy and procedures clearly define 
information security responsibilities for all Province employees and 
contractors within the context of the PCI DSS environment. 

Within the context of the PCI DSS Infrastructure, assign to an 
individual or team the following Service Provider information security 
management responsibilities: 

• Establish, document, and distribute security policies and 
procedures. 

• Monitor and analyze security alerts and information, and 
distribute to appropriate personnel. 

• Establish, document, and distribute security incident 
response and escalation procedures to ensure timely and 
effective handling of all situations. 

• Administer user accounts, including additions, deletions, 
and modifications 

• Monitor and control all access to data. 

R 

Within the context of the PCI DSS environment, assign to an R 
individual or team the Province information 
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management responsibilities: 

• Establish, document, and distribute security policies and 
procedures. 

• Monitor and analyze security alerts and information, and 
distribute to appropriate personnel. 

• Establish, document, and distribute security incident 
response and escalation procedures to ensure timely and 
effective handling of all situations. 

• Administer user accounts, including additions, deletions, 
and modifications 

• Monitor and control all access to data. 

Within the context of the PCI DSS Infrastructure, Implement a formal 
security awareness program to make all Service Provider employees 
supporting the hosting environment aware of the importance of 
cardholder data security. 

• Educate employees upon hire

• Require employees to acknowledge that 
they have read and understood the company's security 
policy and procedures. 

Within the context of the PCI DSS environment, Implement a formal R 
security awareness program to make all Province employees aware of 
the importance of cardholder data security. 

• Educate employees upon hire 

• Require employees to acknowledge that 
they have read and understood the company's security 
policy and procedures. 

Where Service Provider is permitted by the Province to share 
cardholder data with "service the term is used in the 

50653257.3 -46-

R 

R 

R 

R 

Page 293 
CTZ-2013-00110

S. 15

S. 15

S. 15

S. 15

S. 15



DSS glossary in Appendix A.l ), maintain and implement policies and 
procedures to manage "service providers," to include the following: 

• Maintain a list of "service providers." 

• Maintain a written agreement that includes an 
acknowledgement that the "service providers" are 
responsible for the security of cardholder data the "service 
providers" possess. 

• Ensure there is an established process for engaging 
"service providers" including proper due diligence prior to 
engagement. 

• Maintain a program to monitor "service providers" PCI 
DSS compliance status. 

If cardholder data is shared with "service providers'" by the Province, R 
maintain and implement policies and procedures to manage service 
providers, to include the following: 

• Maintain a list of "service providers." 

• Maintain a written agreement that includes an 
acknowledgement that the "service providers" are 
responsible for the security of cardholder data the "service 
providers" possess. 

• Ensure there is an established process for engaging 
"service providers" including proper due diligence prior to 
engagement. 

• Maintain a program to monitor "service providers"' PCI 
DSS compliance status. 

Within the context of the SP PCI DSS Infrastructure, implement an 
incident response plan to respond immediately to a system breach. 

Within the context of the PCI DSS environment, implement an 
incident response plan to respond immediately to a system breach. 

Within the context of the SP PCI DSS Infrastructure, create the 
incident response plan to be implemented in the event of system 
breach. Ensure the plan addresses the following, at a minimum: 

• Roles, responsibilities, and communication strategies in 
the event of a compromise including notification of 
payment brands, at a minimum 
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• Specific incident response procedures 

• Business recovery and continuity procedures 

• Data back-up processes 

• Analysis of legal requirements for reporting compromises 

• Coverage and responses for all critical system components 

• Reference or inclusion of incident response procedures 
from the payment brands 

Within the context of the PCI DSS environment, create the incident R 
response plan to be implemented in the event of application or 
database-component breach. Ensure the plan addresses the following, 
at a minimum: 

• Roles, responsibilities, and communication strategies in 
the event of a compromise including notification of 
payment brands, at a minimum 

• Specific incident response procedures 

• Business recovery and continuity procedures 

• Data back-up processes 

• Analysis of legal requirements for reporting compromises 

• Coverage and responses for all critical system components 

• Reference or inclusion of incident response procedures 
from the payment brands , 

Within the context of the PCI DSS Infrastructure,

Within the context of the PCI DSS environment Compartment

Within the context of the PCI DSS Infrastructure, designate specific 
Service Provider Personnel to be available on a 24/7 basis to respond 
to alerts. 

Within the context of the PCI DSS environment, designate specific 
Province personnel to be available on a 24/7 basis to respond to alerts. 

Within the context of the PCI DSS Infrastructure, provide appropriate 
training to Service Provider Personnel with security breach response 
responsibilities. 
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Within the context of the PCI DSS environment, provide appropriate 
training to Province staff with security breach response 
responsibilities. 

Within the context of the PCI DSS Infrastructure, include 
infrastructure alerts from intrusion-detection, intrusion-prevention, and 
file-integrity monitoring systems. 

Within the context of the PCI DSS e Write logs for external-facing 
technologies onto a log server on the internal LAN environment, 
include application and database alerts from intrusion-detection, 
intrusion-prevention, and file-integrity monitoring systems. 

Within the context of the PCI DSS Infrastructure, develop process to 
modify and evolve the incident response plan according to lessons 
learned and to incorporate industry developments. 

Within the context of the PCI DSS environment, develop process to 
modify and evolve the incident response plan according to lessons 
learned and to incorporate industry developments. 
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Term 

Annual Policy Compliance Report 

Annual Security Health Check 

CRC 

Appendix A- Definitions 

Definition 

A report outlining the changes to the Province policies in 
the previous year and the Service Provider actions taken 
to address those changes as well as those changes the 
Province would require the Service Provider to address 
through change controL 

The yearly self-assessment of the state of security across 
the Province's various information technology platforms 
and environments. On completion, a report indicating the 
ranking (currently on a scale of 1 to 5) of the 
effectiveness of security in a number of defined areas is 
produced to assist government in evaluating the state of 
security and areas to focus on for improvement. As 
indicated in this SOW, the Province's methodology may 
be amended from time to time through the change control 
process. The current assessment is accomplished through 
various assessment questionnaires that will be provided to 
the Service Provider and may be validated through audits. 
The assessment questionnaires will be provided through 
standardized tools that may include but are not limited to: 
paper forms; electronic documents; or online web forms. 
These assessments may change over time as 
governmental policy and standardized tools change. The 
current standard for security policy compliance 
assessment is completion of the International Security 
Forum (https:/ /www.securityforum.org/index.htm) 
Security Health Checklist. 

Means, either: 

(a) a Government of Canada Reliability Status 
clearance a CRC; or 

(b) a search of applicable criminal records indicating 
(1) Convictions (indictable offences in the past 
five years, does not include pardoned records) and 
summary conviction offences in the past three 
years); (2) Specific sentences (absolute discharges 
in the past one year), conditional discharges in the 
past three years), and stays of proceedings in the 
past one year); (3) Alternative Measures I 
Extrajudicial Sanctions (first time involvement 
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Term 

Initial Policy Compliance Report 

Initial Supported Infrastructure 

Master Virtual Image 

Privileged ID 

Privileged User 

Mainframe 

50653257.3 

Definition 

reported for one year, and any multiple 
involvements that are disclosed as a component of 
information contained in police files); (4) Pending 
I Outstanding Charges; ( 5) Outstanding Warrants; 
(6) Not Criminally Responsible - Mental 
Disorder; (7) Pardons (no information disclosed 
concerning pardoned offences); (8) Court Orders 
(disclosed for the duration of the court order); and 
(9) Police Files I Information. 

Report resulting from the first Policy Compliance 
Manager (PCM) tool scan of the supported infrastructure 
servers. 

The Supported Infrastructure as it exists on the Hand
Over Date. 

The image/build of the OS of the physical system/server 
runnmg one or multiple instances of a software 
implementation of a hardware-like architecture, which 
executes predefined instructions in a fashion similar to a 
physical central processing unit (CPU). A Virtual Image 
can be used to create a cross-platform computing 
environment that loads and runs on computers 
independently of their underlying CPUs and operating 
systems. 

System ID used by Privileged Users to authenticate to a 
computer system providing those users with access rights 
above those of the user population. 

Means a user with allocated powers within the Supported 
Infrastructure which are significantly greater than those 
available to the majority of users and include systems 
administrators, network administrators and database 
administrators. Responsibilities include keeping the 
systems available, and may include rights to create new 
user profiles, add or change the privileges and access 
rights of existing users or take authorized action which 
may affect computing systems, network communication, 
or the accounts, files, data, or processes or other users. 

A large-capacity computer system with processing power 
that 1s significantly superior to PCs or midrange 
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Term 

Province Personnel SAG 

Province Security Policies & 
Standards 

Province Systems 
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Definition 

computers. 

Means Secure Access Gateway providing privileged 
access to the Supported Infrastructure by Province 
Personnel. 

The security policies and standards established by the 
Province and amended from time to time. At the Hand
Over Date, the Province Security Policies & Standards 
consist of the following documents: 

• Core Policies and Procedures Manual (CPPM) 
and CPPM Chapter Supplemental (all 
applicable chapters, and especially chapter 12 and 
chapter 12 Supplemental, 14, 15, 16, 20) 
http://www.cio.gov.bc.ca/legislationlpolicy/defaul 
t.asp 

• Information Security Policy 
http://www.cio.gov.bc.ca/legislation/policy/defaul 
t.asp 

• Records Management Policies 
http://www.cio.gov.bc.ca/legislation/policy/defaul 
t.asp 

• IMIIT Standards Manual 
http://www.cio.gov.bc.ca/legislationlstandards/def 
ault.asp 

• IT Asset Disposal Standards 
http://pss.gov.bc.ca/air/disposal-handbook.html 

• Physical Security Standards 

• Security Enhancement Project Architecture 
Document 

The information technology infrastructure which 
connects the Service Provider Supported Infrastructure to 
the Province as well as the Province owned and managed 
monitoring and security systems, including without 
limitation items such as switches, routers, firewalls, 
intrusion prevention/detection systems, domain name 
servers, domain controllers and security incident and 

-52-
Page 299 
CTZ-2013-00110



Term 

Remote Access 

Secure Access Gateway (SAG) 

Security Event 

Security Event Logging 

Security Incident 

Security Investigation 

Service Provider Network 
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Definition 

event management systems. 

Connection to the Supported Infrastructure which 
traverses a network that is not under the direct control of 
the Province or the Service Provider. 

A secure application access solution that provides 
administrators granular application-level control while 
empowering users with access from anywhere. It gives 
IT administrators a single point of control to manage 
access and actions based on both the user and the 
endpoint device, providing better risk, security and 
compliance management. 

Any event that attempts to change the security state or 
violate the security policy of a system (for example, 
change the security level of the subject, change a user's 
password, too many attempts to log on, attempts to 
violate the limits of a device, attempts to downgrade the 
classification of a file, and so on). 

A detective control that enables the recording of Security 
Events on the Supported Infrastructure based on preset 
parameters. The administrative tool's logging function is 
enabled and the Security Events are retained in a record 
for future review. 

Occurs whenever information is compromised, when 
there is a risk for compromise of information, when 
recurring potential, successful, or unsuccessful attempts 
to obtain unauthorized access to a system are detected, or 
where misuse or abuse of the system is suspected. 

The formal process of inquiring into a Security Incident 
through research, follow-up, study or formal procedure of 
discovery to determine the root cause of a Security 
Incident. 

A robust, state-of-the-art network that connects Province 
Clients to Service Provider Services, providing a platform 
for improved end-to-end service quality, performance 
visibility, security and service delivery. 
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Term Definition 

Service Provider SAG Means Secure Access Gateway providing privileged 
access to the Supported · Infrastructure by Service 
Provider personnel. 

Service Provider Secure Service A logical network environment which is hosted within 
Delivery Network (SSDN) the Service Provider's Service Management Centres 

(SMCs) which enables leveraged services to be operated 
and managed consistently and securely. 

STRA Security Threat & Risk Assessment Methodology 
attached as Appendix C, as changed through the Change 
Order Process. 

Supported Infrastructure All devices listed in Appendix C of the respective SOWs, 
the Servers and related equipment, firm and software that 
are subject to the Services being provided under the 
SOWs, the Operating System layer on all devices 
included in the foregoing, and the dedicated management 
tools agents used by the Service Provider in performing 
the Services, as the same may be changed from time to 
time over the Term pursuant to the Change Management 
Process or the Change Order Process, as applicable. 

Virtual Image Has the meaning given to it in the Virtual Server Services 
sow. 
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Appendix A.l - DSS Glossary 

Note the following glossary and the terms and definitions set forth herein are applicable only to 
the PC! Data Security Services (PC! DSS) (Optional) described in Section 8.3 of this Statement 
of Work. 

AAA 

Accounting 

Access control 

Account harvesting 

Account number 

Acquirer 

AES 

ANSI 

Anti-Virus Program 

Application 

Approved Standards 

50653257.3 

Authentication, authorization, and accounting protocol. 

Tracking of users' network resources. 

Mechanisms that limit availability of information or 
information processing resources only to authorized persons or 
applications. 

Process of identifying existing user accounts based on trial and 
error. [Note: Providing excessive information in error messages 
can disclose enough to make it easier for an attacker to 
penetrate and 'harvest' or compromise the system.] 

Payment card number (credit or debit) that identifies the issuer 
and the particular cardholder account. Also called Primary 
Account Number (PAN). 

Bankcard association member that initiates and maintains 
relationships with merchants that accept payment cards. 

Advanced encryption standard. Block cipher adopted by NIST 
in November 2001. Algorithm is specified in FIPS PUB 197. 

American National Standards Institute. Private, non-profit 
organization that administers and coordinates the U.S. 
voluntary standardization and conformity assessment system. 

Programs capable of detecting, removing, and protecting 
against various forms of malicious code or malware, including 
viruses, worms, Trojan horses, spyware, and adware. 

Includes all purchased and custom software programs or groups 
of programs designed for end users, including both internal and 
external (web) applications. 

Approved standards are standardized algorithms (like in ISO 
and ANSI) and well-known commercially available standards 
(like Blowfish) that meet the intent of strong cryptography. 
Examples of approved standards are AES (128 bits and higher), 
TDES (two or three independent keys), RSA (1024 bits) and 
ElGamal (1024 bits). 
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Information or information processing resources of an 
organization. 

Chronological record of system activities. Provides a trail 
sufficient to permit reconstruction, review, and examination of 
sequence of environments and activities surrounding or leading 
to operation, procedure, or event in a transaction from inception 
to final results. Sometimes specifically referred to as security 
audit trail. 

Process of verifying identity of a subject or process. 

Granting of access or other rights to a user, program, or 
process. 

Duplicate copy of data made for archiving purposes or for 
protecting against damage or loss. 

Customer to whom a card is issued or individual authorized to 
use the card. 

plus any of the following: 

Area of computer system network that possesses cardholder 
data or sensitive authentication data and those systems and 
segments that directly attach or support cardholder processing, 
storage, or transmission. Adequate network segmentation, 
which isolates systems that store, process, or transmit 
cardholder data from those that do not, may reduce the scope of 
the cardholder data environment and thus the scope of the PCI 
assessment. 

Data element on a card's magnetic stripe that uses secure 
cryptographic process to protect data integrity on the stripe, and 
reveals any alteration or counterfeiting. Referred to as CAY, 
CVC, CVV, or CSC depending on payment card brand. The 
following list provides the terms for each card brand: 

• CAV Card Authentication Value (JCB payment cards) 

• CVC Card Validation Code (MasterCard payment cards) 

-56-

Page 303 
CTZ-2013-00110

S15

S. 15



Compensating controls 

CIS 

Compromise 

Console 

Consumer 

50653257.3 

• CVV Card Verification Value (Visa and Discover payment 
cards) 

• CSC Card Security Code (American Express) 

Note: The second type of card validation value or code is the 
three-digit value printed to the right of the credit card number 
in the signature panel area on the back of the card For 
American Express cards, the code is a four-digit unembossed 
number printed above the card number on the face of all 
payment cards. The code is uniquely associated with each 
individual piece of plastic and ties the card account number to 
the plastic. The following provides an overview: 

• CID Card Identification Number (American Express and 
Discover payment cards) 

• CAV2 Card Authentication Value 2 (JCB payment cards) 

• CVC2 Card Validation Code 2 (MasterCard payment cards) 

• CVV2 Card Verification Value 2 (Visa payment cards) 

Compensating controls may be considered when an entity 
cannot meet a requirement explicitly as stated, due to legitimate 
technical or documented business constraints but has 
sufficiently mitigated the risk associated with the requirement 
through implementation of other controls. Compensating 
controls must 1) meet the intent and rigor of the original stated 
PCI DSS requirement; 2) repel a compromise attempt with 
similar force; 3) be "above and beyond" other PCI DSS 
requirements (not simply in compliance with other PCI DSS 
requirements); and 4) be commensurate with the additional risk 
imposed by not adhering to the PCI DSS requirement. 

Center for Internet Security. Non-profit enterprise with mission 
to help organizations reduce the risk of business and e
commerce disruptions resulting from inadequate technical 
security controls. 

Intrusion into computer system where unauthorized disclosure, 
modification, or destruction of cardholder data is suspected. 

Screen and keyboard which permits access and control of the 
server or mainframe computer in a networked environment. 

Individual purchasing goods, services, or both. 
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String of data exchanged between a web server and a web 
browser to maintain a session. Cookies may contain user 
preferences and personal information. 

Discipline of mathematics and computer science concerned 
with information security and related issues, particularly 
encryption and authentication and such applications as access 
controL In computer and network security, a tool for access 
control and information confidentiality. 

Structured format for organizing and maintaining easily 
retrieved information. Simple database examples are tables and 
spreadsheets. 

Database Administrator. Individual responsible for managing 
and administering databases. 

Doing business as. Compliance validation levels are based on 
transaction volume of a DBA or chain of stores (not of a 
corporation that owns several chains). 

System login account predefined in a manufactured system to 
permit initial access when system is first put into service. 

Password on system administration or service accounts when 
system is shipped from the manufacturer; usually associated 
with default account. Default accounts and passwords are 
published and well known. 

Data Encryption Standard (DES). Block cipher elected as the 
official Federal Information Processing Standard (FIPS) for the 
United States in 1976. Successor is the Advanced Encryption 
Standard (AES). 

Demilitarized zone. Network added between a private and a 
public network to provide additional layer of security. 

Domain name system or domain name server. System that 
stores information associated with domain names m a 
distributed database on networks, such as the Internet. 

Data Security Standard. 

Process of using two or more separate entities (usually persons) 
operating in concert to protect sensitive functions or 
information. Both entities are equally responsible for the 
physical protection of materials involved in vulnerable 
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transactions. No single person is permitted to access or use the 
materials (for example, the cryptographic key). For manual key 
generation, conveyance, loading, storage, and retrieval, dual 
control requires dividing knowledge of the key among the 
entities. See also, "split knowledge". 

Elliptic curve cryptography. Approach to public-key 
cryptography based on elliptic curves over finite fields. 

Traffic exiting a network across a communications link and into 
the customer's network. 

Process of converting information into an unintelligible form 
except to holders of a specific cryptographic key. Use of 
encryption protects information between the encryption process 
and the decryption process (the inverse of encryption) against 
unauthorized disclosure. 

Federal Information Processing Standard. 

Hardware, software, or both that protect resources of one 
network from intruders from other networks. Typically, an 
enterprises with an intranet that permits workers access to the 
wider Internet must have a firewall to prevent outsiders from 
accessing internal private data resources. 

File transfer protocol. 

General Packet Radio Service. Mobile data service available to 
users of GSM mobile phones. Recognized for efficient use of 
limited bandwidth. Particularly suited for sending and receiving 
small bursts of data, such as e-mail and web browsing. 

Global System for Mobile Communications. Popular standard 
for mobile phones Ubiquity of GSM standard makes 
international roaming very common between mobile phone 
operators, enabling subscribers to use their phones in many 
parts of the world. 

Main computer hardware on which computer software ts 
resident. 

Offer various services to merchants and other service providers. 
Services range from simple to complex; from shared space on a 
server to a whole range of "shopping cart" options; from 
payment applications to connections to payment gateways and 
processors; and for hosting dedicated to just one customer per 
server. 
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Hypertext transfer protocol. Open-internet protocol to transfer 
or convey information on the World Wide Web. 

Identity. 

Intrusion Detection System/ Intrusion Prevention System. Used 
to identify and alert on network or system intrusion attempts. 
Composed of sensors which generate security events; a console 
to monitor events and alerts and control the sensors; and a 
central engine that records events logged by the sensors in a 
database. Uses system of rules to generate alerts in response to 
security events detected. An IPS takes the additional step of 
blocking the attempted intrusion. 

Internet Engineering Task Force. Large open international 
community of network designers, operators, vendors, and 
researchers concerned with evolution of Internet architecture 
and smooth operation of Internet. Open to any interested 
individual. 

Protection of information to insure confidentiality, integrity, 
and availability. 

Discrete set of structured data resources organized for 
collection, processing, maintenance, use, sharing, 
dissemination, or disposition of information 

Traffic entering the network from across a communications link 
and the customer's network. 

See IDS. 

Internet protocol. Network-layer protocol containing address 
information and some control information that enables packets 
to be routed. IP is the primary network-layer protocol in the 
Internet protocol suite. 

Numeric code that uniquely identifies a particular computer on 
the Internet. 

Technique used by an intruder to gain unauthorized access to 
computers. Intruder sends deceptive messages to a computer 
with an IP address indicating that the message is coming from a 
trusted host. 
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Internet Protocol Security (IPSEC). Standard for securing IP 
communications by encrypting and/or authenticating all IP 
packets. IPSEC provides security at the -network layer. 

International Organization for Standardization. Non
governmental organization consisting of a network of the 
national standards institutes of over 150 countries, with one 
member per country and a central secretariat in Geneva, 
Switzerland that coordinates the system ISO 8583 Established 
standard for communication between financial systems. 

In cryptography, a key is an algorithmic value applied to 
unencrypted text to produce encrypted text. The length of the 
key generally determines how difficult it will be to decrypt the 
text in a given message. 

Layer 2 tunneling protocol. Protocol used to support virtual 
private networks (VPNs). 

Local area network. Computer network covering a small area, 
often a building or group ofbuildings. 

Logical partition. Section of a disk which is not one of the 
primary partitions. Defmed in a data block pointed to by the 
extended partition. 

Message authentication code. 

Data encoded in the magnetic stripe used for authorization 
during transactions when the card is presented. Entities must 
not retain full magnetic stripe data subsequent to transaction 
authorization. Specifically, subsequent to authorization, service 
codes, discretionary datal Card Validation Value/Code, and 
proprietary reserved values must be purged; however, account 
number, expiration date, name, and service code may be 
extracted and retained, if needed for business. 

Malicious software. Designed to infiltrate or damage a 
computer system, without the owner's knowledge or consent. 

Use of system that constantly oversees a computer network 
including for slow or failing systems and that notifies the user 
in case of outages or other alarms. 

Multi protocol label switching. 
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Network address translation. Known as network masquerading 
or IPmasquerading. Change of an IP address used within one 
network to a different IP address known within another 
network 

Two or more computers connected together to share resources. 

Include, but are not limited to firewalls, switches, routers, 
wireless access points, network appliances, and other security 
appliances. 

Automated tool that remotely checks merchant or service 
provider systems for vulnerabilities. Non-intrusive test involves 
probing external-facing systems based on external-facing IP 
addresses and reporting on services available to external 
network (that is, services available to the Internet). Scans 
identify vulnerabilities in operating systems, services, and 
devices that could be used by hackers to target the company's 
private network 

National Institute of Standards and Technology. Non-regulatory 
federal agency within U.S. Commerce Department's 
Technology Administration. Mission is to promote U.S. 
innovation and industrial competitiveness by advancing 
measurement science, standards, and technology to enhance 
economic security and improve quality of life. 

Any individual, excluding consumer customers, that accesses 
systems, including but not limited to employees, administrators, 
and third parties. 

Protocol for synchronizing the clocks of computer systems over 
packet switched, variable-latency data networks. 

Open Web Application Security Project (see 
http://www.owasp.org.) 

That part of the network that possesses cardholder data or 
sensitive authentication data. 

Primary Account Number is the payment card number (credit 
or debit) that identifies the issuer and the particular cardholder 
account Also called Account Number. 

A string of characters that serve as an authenticator of the user. 
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Packet assembler/disassembler. Communication device that 
formats outgoing data and strips data out of incoming packets. 
In cryptography, the one-time PAD is an encryption algorithm 
with text combined with a random key or ''pad" that is as long 
as the plaintext and used only once. Additionally, if key is truly 
random, never reused, and, kept secret, the one-time pad is 
unbreakable. 

Port address translation. Feature of a network address 
translation (NAT) device that translates transmission control 
protocol (TCP) or user datagram protocol (UDP) connections 
made to a host and port on an outside network to a host and port 
on an inside network. 

Quick-repair job for piece of programming. During software 
product beta test or try-out period and after product formal 
release, problems are found. A patch is provided quickly to 
users. 

Payment Card Industry. 

Successful act of bypassing security mechanisms and gaining 
access to computer system. 

Security-oriented probing of computer system or network to 
seek out vulnerabilities that an attacker could exploit. Beyond . 
probing for vulnerabilities, this testing may involve actual 
penetration attempts. The objective of a penetration test is to 
detect identify vulnerabilities and suggest security 
improvements. 

Personal identification number. 

Organization-wide rules governing acceptable use of computing 
resources, security practices, and guiding development of 
operational procedures. 

Point of sale. 

Descriptive narrative for a policy. Procedure is the "how to" for 
a policy and describes how the policy is to be implemented. 

Agreed-upon method of communication used within networks. 
Specification that describes rules and procedures that computer 
products should follow to perform activities on a network. 

Network established and operated by a telecommunications 
provider or recognized private company, for specific purpose of 
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providing data transmission services for the public. Data must 
be encrypted during transmission over public networks as 
hackers easily and commonly intercept, modify, and/or divert 
data while in transit. Examples of public networks in scope of 
PCI DSS include the Internet, GPRS, and GSM. 

IN verification value. Encoded in magnetic stripe of payment 
card. 

Request for comments. 

Process of changing cryptographic keys to limit amount of data 
to be encrypted with the same key. 

Process that systematically identifies valuable system 
resources and threats; quantifies loss exposures (that is, loss 
potential) based on estimated frequencies and costs of 
occurrence; and (optionally) recommends how to allocate 
resources to countermeasures so as to minimize total exposure. 
Risk assessment. 

Hardware or software that connects two or more networks. 
Functions as sorter and interpreter by looking at addresses and 
passing bits of information to proper destinations. Software 
routers are sometimes referred to as gateways. 

Algorithm for public-key encryption described in 1977 by Ron 
Rivest, Adi Shamir, and Len Adleman at Massachusetts 
Institute of Technology (MIT); letters RSA are the initials of 
their surnames. 

Process for deleting sensitive data from a file, device, or 
system; or for modifying data so that it is useless if accessed in 
an attack. 

SysAdmin, Audit, Network, Security Institute (See 
www.sans.org). 

Primary responsible person for security related affairs of an 
organization. 
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Security policy Set of laws, rules, and practices that regulate how an 
organization manages, protects, and distributes sensitive 
information. 

Sensitive Authentication Data Security-related information (Card Validation CodesNalues, 
complete and track data, PINs, and PIN Blocks) used to 
authenticate cardholders, appearing in plaintext or otherwise 
unprotected form. Disclosure, modification, or destruction of 
this information could · compromise the security of a 
cryptographic device, information system, or cardholder 
information or could be used in a fraudulent transaction. 

Separation of duties Practice of dividing steps in a function among different 
individuals, so as to keep a single individual from being able to 
subvert the process. 

Server Computer that providers a service to other computers, such as 
processing communications, file storage, or accessing a printing 
facility. Servers include, but are not limited to web, database, 
authentication, DNS, mail, proxy, and NTP. 

Service Code Three- or four-digit number on the magnetic-stripe that 
specifies acceptance requirements and limitations for a 
magnetic-stripe read transaction. 

Service Provider Business entity that is not a payment card brand member or a 
merchant directly involved in the processing, storage, 
transmission, and switching or transaction data and cardholder 
information or both. This also includes companies that provide 
services to merchants, services providers or members that 
control or could impact the security of cardholder data. 
Examples include managed service providers that provide 
managed firewalls, IDS and other services as well as hosting 
providers and other entities. Entities such as 
telecommunications companies that only provide 
communication links without access to the application layer of 
the communication link are excluded. 

SHA Secure Hash Algorithm. A family or set of related 
cryptographic hash functions. SHA-1 is most commonly used 
function. Use of unique salt value in the hashing function 
reduces the chances of a hashed value collision. 

SNMP Simple Network Management Protocol. Supports monitoring of 
network attached devices for any conditions that warrant 
administrative attention. 
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Condition in which two or more entities separately have key 
components that individually convey no knowledge of the 
resultant cryptographic key. 

Structured (English) Query Language. Computer language used 
to create, modify, and retrieve data from relational database 
management systems. 

Form of attack on database-driven web site. An attacker 
executes unauthorized SQL commands by taking advantage of 
insecure code on system connected to the Internet. SQL 
injection attacks are used to steal information from a database 
from which the data would normally not be available and/or to 
gain access to an organization's host computers through the 
computer that is hosting the database. 

Secure shell. Protocol suite providing encryption for network 
services like remote login or remote file transfer. 

Service set identifier. Name assigned to wireless WiFi or IEEE 
network. 

Secure sockets layer. Established industry standard that 
encrypts the channel between a web browser and web server to 
ensure the privacy and reliability of data transmitted over this 
channel. 

General term to indicate cryptography that is extremely resilient 
to cryptanalysis. That is, given the cryptographic method 
(algorithm or protocol), the cryptographic key or protected data 
is not exposed. The strength relies on the cryptographic key 
used. Effective size of the key should meet the minimum key 
size of comparable strengths recommendations. 
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Any network component, server, or application included in or 
connected to the cardholder data environment. 

Terminal access controller access control system. Remote 
authentication protocol. 

System that is difficult to modify or subvert, even for an 
assailant with physical access to the system. 

Transmission control protocol. 

Triple Data Encription Standard also known as 3DES. Block 
cipher formed from the DES cipher by using it three times. 

Telephone network protocol. Typically used to provide user
oriented command line login sessions between hosts on the 
internet. Program originally designed to emulate a single 
terminal attached to the other computer. 

Condition that may cause information or information 
processing resources to be intentionally or accidentally lost, 
modified, exposed, made inaccessible, or otherwise affected to 
the detriment of the organization. 

Transport layer security. Designed with goal of providing data 
secrecy and data integrity between two communicating 
applications. TLS is successor of SSL. 

Device "that performs dynamic authentication. 

Data related to electronic payment. 

Practice of removing data segment. Commonly, when account 
numbers are truncated, the first 12 digits are deleted, leaving 
only the last 4 digits. 

Authentication that requires users to produce two credentials to 
access a system. Credentials consist of something the user has 
in their possession (for example, smartcards or hardware 
tokens) and something they know for example, a password). To 
access a system, the user must produce both factors. 

User datagram protocol. 
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A character string used to uniquely identify each user of a 
system. 

Program or string of code that can replicate itself and cause 
modification or destruction of software or data. 

Virtual private network. Private network established over a 
public network. 

Weakness in system security procedures, system design, 
implementation, or internal controls that could be exploited to 
violate system security policy. 

Scans used to identify vulnerabilities in operating systems, 
services, and devices that could be used by hackers to target the 
company's private network. 

Wired equivalent privacy. Protocol to prevent accidental 
eavesdropping and intended to provide comparable 
confidentiality to traditional wired network. Does not provide 
adequate security against intentional eavesdropping (for 
example, cryptanalysis) 

WiFi Protected Access (WP A and WP A2). Security protocol 
for wireless (WiFi) networks. Created in response to several 
serious weaknesses in the WEP protocol. 

Cross-site scripting. Type of security vulnerability typically 
found in web applications. Can be used by an attacker to gain 
elevated privilege to sensitive page content, session cookies, 
and variety of other objects. 
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Appendix B- Reporting 

Report Additional Criteria and/or 
Information 

Provide a report of all third party Report listing all sub-contractor 
individual accesses to the Support UseriDs 
Infrastructure 
Anti-Virus Portal Reports 
Anti-Virus Motive Rolling Trend Report 
Anti-Virus Root Cause Rolling Trend 
Report 
Anti-Virus Severity Rolling Trend Report 
Per Server Policy Compliance Provided for initial Policy 
Management detailed report (initial scans) Compliance Management Scan of 

existing Province Assets 
A set of Standard Reports depicting anti-
virus status 
A set of Standard Reports depicting anti-
virus status ' 

A set of Standard Reports depicting anti-
virus status 
A set of Standard Reports depicting anti-
virus status 
A set of Standard Reports depicting IPS 
status 
A set of Standard Reports depicting Report indicating statics of 
Consolidating Logging status consolidated logging system such 

as: number of systems reporting; 
total number of log entries; 
number of alerts generated; etc 

Per Server Policy Compliance For new and transformed devices 
Management detailed report. 
Security Health Check Report As required by methodology 

provided by the Province as 
described in the Security SOW 

Security Incident Recommendations For validated Security Incidents 
Report that have findings impacting the 

security of the Support 
Infrastructure 

Security Incident Summary Report For validated Security Incidents 
that have findings impacting the 
security of the Support 
Infrastructure 

Security Investigation Recommendations For Service Provider 
Report Investigations that have findings 
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Report Frequency Additional Criteria and/or 
Information 
impacting the security of the 
Support Infrastructure 

Security Investigation Summary Report For Service Provider 
Investigations that have findings 
impacting the security of the 
Support Infrastructure 
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Appendix C - Security Threat & Risk Assessment Methodology 

See the JSRFP- Due Diligence- OCIO Information Security Branch requirements- V2.0.rtf 
Document. 

50653257.3 -71-
Page 318 
CTZ-2013-00110



Pages 319 through 327 redacted for the following reasons:
- - - - - - - - - - - - - - - - - - - - - - - - - - - -
S15, S15



MANAGED MAINFRAME SERVICES 

SOW4 

50648830.7 
Page 328 
CTZ-2013-00110



TABLE OF CONTENTS 

1. SOW X- SUMMARY AND SCOPE OF SERVICES ......................................................... 1 

1.1 Definitions .................................................................................................................... 1 
1.2 Purpose of this Document ..............................................................................•.......••.• 1 

1.2.1 General ................................................................................................................... 1 
1.2.2 Use RASIC Charts ................................................................................................ 1 . 
1.2.3 Managed Mainframe Operating Manual ........................................................... 2 
1.2.4 Existing Service Locations, Transformation and Ownership ........................... 2 
1.2.5 Appendices ............................................................................................................. 2 

1.3 Managed Mainframe Services - Overview ............................................................... 3 
1.4 Related SOWs •....•.•...•.•.....••...•....•.....•.•.•.•••.•.••.•...•••......•.•.•............•.•.....•.•••••...•.••••.••..• 4 

2. MAINFRAME SERVICES .................................................................................................... 4 

2.1 Mainframe System Hardware Services ...........•...................................................•.... 4 
2.1.1 Mainframe System Hardware Environment Services ....................................... 4 
2.1.2 Mainframe Hardware Preventive Maintenance Services ................................. 6 
2.1.3 Mainframe Hardware Refresh Services ............................................................. 7 

2.2 Mainframe System Software Services .....................................................•...........•..... 8 
2.2.1 Mainframe System Software Environment Services ......................................... 8 
2.2.2 Mainframe System Software Preventive Maintenance Services .•..........•.....•. 11 
2.2.3 Mainframe Software Refresh Services ...•.............................•.•.••....•.•................ 13 
2.2.4 Interactive System Software Support Services ................................................ 15 
2.2.5 Mainframe System Network Software Support Services ................................ 20 
2.2.6 Mainframe System Software Backup and Restore Services ........................... 20 

2.3 Mainframe Storage Management Services ....••.•..•...•............................................... 22 
2.3.1 Mainframe Storage Services .............................................................................. 22 
2.3.2 Client Removable Media Support Services ...................................................... 23 
2.3.3 Secure FTP Services .................................................................•......................... 25 
2.3.4 Off-Site Data Storage Disaster Recovery Services ........................................... 25 
2.3.5 Hardware Tape Encryption Services .......................•.•.........•..................... ~······ 26 

2.4 Mainframe Capacity Planning and Management Services ..•.•.•.•.....•.•.•.•........•..... 27 
2.5 Performance Management Services ........................................................................ 30 
2.6 Mainframe Systems Operations ........•..........................•..........•............................... 31 

2.6.1 System Availability Management Services ....................................................... 31 
2.6.2 Mainframe System Console Operations Services ............................................ 32 
2.6.3 Mainframe Automated Operations ..............................................•.•.•..•..•.•......•. 32 

2. 7 Ba tcb Processing Services .........................•.......•.......................................•.....•.•...... 34 
2. 7.1 Mainframe Batch Monitoring Services ..............•.........................•.......•....•••..•.• 35 
2. 7.2 Mainframe Batch Scheduling Services ............................................................. 36 

2.8 Mainframe Client Technical Support Services ...................................................... 38 
2.9 Mainframe Reporting Support Services •.•.......•..••....•........•.....•.............................. 39 
2.10 Mainframe Forms and Print Support Services ........•........•.................................... 41 

3. OPTIONAL MAINFRAME SERVICES ..............•............••...•..••...............•...........•.......•.• 42 

3.1 Extended Database Management Services ............................................................. 42 

50648830.7 - i -
Page 329 
CTZ-2013-00110



3.1.1 Extended Database Administration Services ................................................... 42 
3.1.2 Extended Database Consulting Services ........................................................... 43 
3.1.3 Extended Database Production Support Services ........................................... 44 

4. APPENDICES ......................................................................................................................... 1 

APPENDIX A- MAINFRAME SERVICES DEFINITIONS .............................................. A-1 

APPENDIX B- MANAGED MAINFRAME SERVICES REPORTS ............................... B-1 

APPENDIX C- MAINFRAME HARDWARE LIST ........................................................... C-1 

APPENDIX D - MAINFRAME SYSTEM SOFTWARE .............•...•......................•..•..•.•..•.. D-1 

APPENDIX D.1 STANDARD SOFTWARE ................................................................. D-1 

APPENDIX D.1.1 SERVICE PROVIDER PROVIDED BASE SOFTWARE ............... D-1 

APPENDIX D.1.2 SERVICE PROVIDER DEVELOPED SOFTWARE ....................... D-2 

APPENDIX D.2 NON-STANDARD SOFTWARE ....................................................... D-4 

APPENDIX D.2.1 SERVICE PROVIDER PROVIDED, PROVINCE PAID 
SOFTWARE ............•....•..................................................................•....................... D-4 

APPENDIX D.2.2 PROVINCE PROVIDED SOFTWARE ............................................. D-5 

APPENDIX D.2.3 PROVINCE DEVELOPED SOFTWARE ......................................... D-9 

APPENDIX E- AUTHORIZATIONS ................................•....................................•..•..•.••.... E-1 

50648830.7 -ll-

Page 330 
CTZ-2013-00110



1. SOW 4 - SUMMARY AND SCOPE OF SERVICES 

1.1 Definitions 

Capitalized words used in this Statement of Work ("SOW") shall incorporate the meanings given 
to such words in the Master Services Agreement. In the event that a term is not defined in the 
Master Services Agreement, it shall have the meaning provided in Appendix A of this SOW or in 
the body ofthis SOW. 

1.2 Purpose of this Document 

1.2.1 General 

The purpose of this SOW is to describe the scope and functions of the Managed Mainframe 
Services to be performed by Service Provider for the Province under the terms of the Agreement. 
This SOW sets forth the background and a general overview of the Managed Mainframe 
Services in Section 1.3 (Managed Mainframe Services- Overview) below, and describes such 

. services in greater detail in this SOW below using an outcomes-based approach. 

The outcomes-based approach used to describe the services in Section 2 (Mainframe Services), 
and Section 3 (Optional Mainframe Services) of this SOW is intended to allow Service Provider . 
the ability to determine the most efficient manner of providing the Services so described while 
achieving all applicable SLAs or SLOs applicable to such Services; provided that in providing 
the Managed Mainframe Services the Service Provider complies, at all times, with the Privacy 
Obligations, the requirements of the Security SOW and the P:t;ovince's Policies, as applicable. 

Accordingly, the specific procedures, processes and associated tasks, required to be undertaken 
by Service Provider to perform the Managed Mainframe Services are not described in this SOW, 
but will be described more fully in the Managed Mainframe Operating Manual (defined below). 
As a result, it is the intention of the Parties that Service Provider will do what is required to 
deliver the Managed Mainframe Services in compliance with the requirements of this SOW, 
even though the specific procedures, processes and tasks to do so are not specifically identified 
or otherwise articulated in this SOW; provided that in doing so the Service Provider shall not be 
responsible for (or otherwise be required to undertake) those matters that are specified in this 
SOW as being the responsibility of the Province, a Client or a third party (where the third party 
is not a Subcontractor of Service . Provider for purposes of providing Services under the 
Agreement). 

1.2.2 Use RASIC Charts 

Section 2 (Mainframe Services) and Section 3 (Optional Mainframe Services) of this SOW 
include "RASIC" charts that describe the responsibilities of the Province and Service Provider in 
respect of the Managed Mainframe Services. The "RASIC" charts are populated with "RASIC" 
indicators that are to be interpreted as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified. 
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P: means the Province 

SP: means the Service Provider 

1.2.3 Managed Mainframe Operating Manual 

For greater clarification, it is the intention of the Parties that the specific procedures, processes, 
tasks and functions not described in this SOW that are required to be performed by Service 
Provider in order to deliver the Managed Mainframe Services shall be described in detail in the 
operating manual (the "Managed Mainframe Operating Manual"), to be prepared by Service 
Provider as part of the transformation activities under the Transformation SOW. The Managed 
Mainframe Operating Manual shall form part of the Manual described in Section 4.8 of the 
Agreement. 

The Parties acknowledge that on the Hand-Over Date, the Managed Mainframe Operating 
Manual shall consist of the processes, procedures (and associated tasks and functions) that are in 
use by the Province immediately prior to the Hand-Over Date (the "Province Procedures") until 
the Province Procedures have been revised by Service Provider as contemplated in the 
Transformation SOW. The Parties acknowledge that the Province Procedures are in various 
states of completion and drafting, and will not necessarily articulate all processes, procedures, 
tasks and functions that will be required for Service Provider to provide the Managed Mainframe 
Services immediately following the Hand-Over Date. 

1.2.4 Existing Service Locations, Transformation and Ownership 

The Province outsourced the performance of mainframe services to a third party (the "Current 
MF Provider"). The term ofthe Current MF Agreement expires on January 31, 2011. Upon the 
expiration of the Current MF Agreement (the "Managed Mainframe Services Commencement 
Date"), the Service Provider shall be responsible for performing the Managed Mainframe 
Services described in this SOW. The terms and conditions regarding the migration of the 
responsibility for the mainframe services from the Current MF Provider to the Service Provider 
and the standing up of a new mainframe are set forth in the Transformation SOW. 

As of the Managed Mainframe Services Commencement Date, the hardware and software that 
comprises the Mainframe System under this SOW and all additions and upgrades thereto shall at 
all times be and continued to be owned by the Service Provider unless and until such Mainframe 
System is transferred to the Province in accordance with Article 28 (Default and Termination) of 
the Agreement. 

1.2.5 Appendices 

The following Appendices are attached to and form part of this SOW, whether or not they are 
specifically referred to in this SOW: 

Appendix A- Mainframe Services Definitions 

Appendix B -Managed Mainframe Services Reports 
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Appendix C - Mainframe Hardware List 

Appendix D - Mainframe System Software 

Appendix E- Authorizations 

1.3 Managed Mainframe Services - Overview 

Managed Mainframe Services is the provision of a stable, secure mainframe computing platform 
and application production environment based on the Mainframe Hardware listed in Appendix C 
and Mainframe System Software listed in Appendix D, attached to this SOW (the "Mainframe 
System"). The Service Provider will provide fully managed Mainframe Services (described 
below) in a shared computing platform with very high levels of availability, reliability and 
security for large, shared computing workloads of a mission-critical nature. The Mainframe 
System is dedicated exclusively for the use of the Province and is shared among the Clients and 
such other third parties as directed by the Province, in writing. For greater certainty, the Service 
Provider shall use the Mainframe System for the purposes of providing the Managed Mainframe 
Services to the Province, Clients and such other third parties as directed by the Province. 

This SOW describes, in detail, the scope and functions of the Managed Mainframe Services, 
provided by the Service Provider to the Province including, without limitation, hosting and 
storage management services in support of IBM mainframe platforms. Standard services, 
management tools and operational processes, and experienced staff enable the provision of a 
high quality and high availability Managed Mainframe Services. 

The components of the Managed Mainframe Services are set forth below: 

• Mainframe Services 

• Mainframe System Hardware Services 

• Mainframe System Software Services 

• Mainframe Storage Management Services 

• Mainframe Capacity Planning and Management Services 

• Performance Management Services 

• Mainframe Systems Operations 

• Batch Processing Services 

• Mainframe Client Technical Support Services 

• Mainframe Reporting Support Services 

• Mainframe Forms and Print Support Services 

• Optional Mainframe Services 

• Extended Database Management Services 
o Extended Database Administration Services 

o Extended Database Consulting Services 

o Extended Database Production Support Services 
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1.4 Related SOWs 

The Parties acknowledge and agree that this SOW is subject to the provisions of the Agreement 
and Schedules to the Agreement, however, the Parties have identified the following SOWs or 
Schedules to the Agreement as being important to the understanding of Managed Mainframe 
Services set forth in this SOW: 

• Transformation SOW 
• Services Management SOW 
• Security SOW 
• Data Centre SOW 
• Business Continuity and Disaster Recovery Schedule 

2. MAINFRAME SERVICES 

The Mainframe Services comprise monitoring, maintaining and managing the Mainframe 
Hardware and Mainframe System Software configurations, including acquisition, installation, 
configuration, management, testing support and disposal of all Mainframe Hardware (including, 
for greater certainty, processor components) and Mainframe System Software. 

2.1 Mainframe System Hardware Services 

2.1.1 Mainframe System Hardware Environment Services 

Mainframe System Hardware Environment Services is the integration (acquisition, installation, 
configuration, management, testing support, break/fix technical support and disposal) of the 
component hardware comprising the Mainframe Hardware. The Service Provider will provide 
Mainframe System Hardware Environment Services for the Mainframe System including, 
without limitation, the Mainframe Hardware components, personnel and support services to 
maintain a stable mainframe system environment that meets the requirements of the Province. 
The Service Provider will assemble Supplier Certified hardware components and integrate and 
test such Supplier Certified hardware components, to confirm that the hardware is functionally 
compatible when integrated together, prior to the installation into the Mainframe Hardware for 
production processing in the Mainframe System. The Mainframe Hardware listed in Appendix C, 
is a draft list of the Mainframe Hardware that the Parties anticipate may be required at the time 
the Service Provider assumes responsibility for the Managed Mainframe Services (not later than 
January 31, 2011), which Appendix C shall be updated by the Parties as contemplated in the 
Transformation SOW. Upon the completion of the updated list of Mainframe Hardware by the 
Parties, the attached Appendix C will be replaced and superseded by such updated Appendix C. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 
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Maintain and update the Mainframe Hardware Plan, on a monthly basis, which 
shall include, among other things, the Province's resource requirements as set 
forth in Section 2.4 (Mainframe Capacity Planning and Management) of this 
sow 

Prior to the introduction of any new Mainframe Hardware components into the 
Mainframe System, proactively research all implications of such new 
Mainframe Hardware to confirm that there is no adverse impact on the 
Mainframe System performance 

Schedule and implement the Mainframe Hardware component upgrades as set 
forth in the Mainframe Hardware Plan and in accordance with Change 
Management Process 

Manage all Mainframe Hardware component configuration and installation, 
including, without limitation, assembling Supplier Certified hardware 
components, integrating and testing such Supplier Certified hardware 
components for interoperability 

Analyze and resolve all Mainframe Hardware component compatibility issues 

Confirm all Mainframe Hardware components of the Mainframe System are in 
good working order and have appropriate vendor service agreements throughout 
the Term 

Perform Mainframe Hardware installation and testing during the Change 
Window for the Mainframe System, as set forth in the Services Management 
sow 

Coordinate Client readiness in support of scheduled Mainframe Hardware 
installation and testing during the Change Window (for example, coordinating 
Client readiness for testing of Applications post Service Provider Change 
Window activity) 

Execute back-out procedures (fall back effort) set forth in the Services 
Management SOW, in accordance with the Change Management Process, to 
return the former Mainframe Hardware component configuration in the event of 
any problems that occur during any Mainframe Hardware component 
installation 
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Plan and coordinate Mainframe Hardware component de-installations and 
disposal for all unused Mainframe Hardware components in accordance with the 
Mainframe Hardware Plan and the applicable Province Policy 

Maintain Mainframe Hardware component configuration documentation (in 
electronic format) including, without limitation, all network component 
connections to the Mainframe System, for the Province's use 

Provide Client briefings to the Managed Mainframe Services Client forums, 
monthly or otherwise upon the reasonable request of the Province, for new 
technologies, including planned technologies for implementation (including 
refresh of Mainframe Hardware) as well as updates on relevant technology 
options for future consideration 

2.1.2 Mainframe Hardware Preventive Maintenance Services 

R 

R 

R 

Mainframe Hardware Preventive Maintenance Services is a service that provides for a stable 
Mainframe System through the application of regularly scheduled Mainframe Hardware 
component maintenance in accordance with Supplier recommendations. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Prior to installation of preventive maintenance on the production Mainframe 
Hardware, test (wherever possible), analyze and resolve any compatibility issues 
with the hardware component Supplier's recommended preventive maintenance 

Schedule Mainframe Hardware component preventive maintenance in 
accordance with Change Management Process 

Provide documentation on any changes in Mainframe Hardware functions that 
may impact Application support when Supplier recommended preventive 
maintenance is applied in preparation for the change and to test the change in 
the Mainframe System Change Window, as contemplated in the Services 
Management SOW 

Coordinate Client readiness in support of scheduled Mainframe System Change 
Window as contemplated in the Services Management SOW to allow for the 
installation and · of · recommended maintenance 
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example, coordinating Client readiness for testing of Applications post Service 
Provider Change Window activity) 

Implement Mainframe Hardware component preventive maintenance m 
accordance with Change Management Process 

Execute back-out procedures, in accordance with the Change Management 
Process, to return to the former Mainframe Hardware component configuration 
in the event of any problems that occur during any Supplier recommended 
preventive maintenance installation 

2.1.3 Mainframe Hardware Refresh Services 

R 

R 

Mainframe Hardware Refresh Services are the continual replacement of hardware components 
comprising the Mainframe System, throughout the Term of the Agreement. Mainframe 
Hardware Refresh Services occur in accordance with the Mainframe Hardware Plan, unless the 
Parties agree otherwise to accelerate or delay any such Mainframe Hardware Refresh Services. 

All Mainframe Hardware (excluding Swing Hardware), then current, will be listed in the 
Mainframe Hardware Plan, at the commencement of the Mainframe Services. 

The major Mainframe Hardware Refresh activities during the Agreement Term are: 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

All Mainframe Hardware Refresh Services as contemplated in the Mainframe 
Hardware Plan will be carried out in accordance with the responsibilities and 
tasks set forth in Section 2.1.1 (Mainframe System Hardware Environment 
Services) ofthis SOW 
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Update Mainframe Hardware component configuration documentation (in 
electronic format) after any Mainframe Hardware Refresh Services activities 

Review the Mainframe Hardware components annually against the Mainframe 
Hardware Plan and determine whether any changes to the Mainframe Hardware 
Plan are and make recommendations to the Province 

2.2 Mainframe System Software Services 

2.2.1 Mainframe System Software Environment Services 

R 

R 

Mainframe System Software Environment Services is the integration (acquisition, installation, 
configuration, management, testing support, break/fix technical support and disposal) of the 
component software comprising the Mainframe System Software as required by the Province for 
development and operation of the Applications. For greater certainty, this includes the 
Interactive System Software Support Services sections for Mainframe CICS Support Services, 
Mainframe DB2 Support Services, Mainframe IMS Support Services and Mainframe MQSeries 
Support Services. 

The Mainframe System Software is comprised of Standard Software and Non- Standard 
Software as more particularly described in Appendix D (Mainframe System Software). 
In addition to the services described in this SOW, the Service Provider will carry out Mainframe 
System Software Environment Services in accordance with the Service Provider's Global 
Mainframe Software Distribution process. This distribution process centralizes the acquisition, 
integration and packaging of mainframe software products to achieve increased software 
implementation quality. The Parties acknowledge and agree that to the extent possible, industry 
standard software solutions will be preferred over proprietary software solutions with respect to 
the Mainframe System Software solution. 

The Province is responsible for all aspects of the Applications. For greater certainty, services 
provided by the Service Provider under this section are limited to the Mainframe System 
Software and does not include Applications support. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Maintain and update the Mainframe System Software Plan, on a monthly basis 

Provide to the Province, on a monthly basis, a copy of the updated Mainframe 
System Software Plan 
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Prior to the introduction of any Mainframe System Software components into 
the Mainframe System, proactively research implications of such new 
Mainframe System Software to confirm that there is no adverse impact on the 
Mainframe System performance 

Schedule and implement the Mainframe System Software component upgrades 
as set forth in the Mainframe System Software Plan and in accordance with 
Change Management Process 

Manage all Mainframe System Software component configuration and 
installation, including, without limitation, assembling Supplier Certified 
software components, integrating and testing such Supplier Certified software 
components for interoperability 

The Service Provider will adopt configurations and parameters that allow 
Application-level interoperability with non-mainframe platforms (for example, 
other computer systems such as midrange or workstations), in areas where clear 
detailed industry standards are lacking 

Analyze and resolve all Mainframe System Software component compatibility 
ISSUeS 

Provide Mainframe System Software support including, but not limited to 
installation, stabilization and break/fix technical support 

Based upon the Mainframe System Software Plan and any requirements for the 
Applications, provide the Service Provider with the requirements for any 
customization of the Mainframe System Software to address any special 
requirements for the Applications 

Customize the Mainframe System Software (including the Supplier provided 
software parameters) based upon the Province's requirements for the 
Applications (see row above) 

Maintain Mainframe System Software product version and release levels, in 
accordance with the Mainframe System Software Plan, to maintain software 
integrity, software/hardware compatibility, and the availability of Applications 
and Mainframe Services 

Upon the Province's request, track the utilization of Mainframe System 
Software on a Client by Client basis and report such utilization to the Province 
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Identify Mainframe System Software (Non-Standard Software and Standard 
Software), if any, to be considered by the Province for replacement or retirement 

Provide the Province with an alternate software solution where any component 
of the Mainframe System Software is identified for replacement and update 
Mainframe System Software Plan 

Prepare Clients to transition off of Mainframe System Software being 
considered for retirement or replacement with an alternate software solution 

Where Non-Standard Software is being retired, track the utilization of such 
Non-Standard Software during the period until complete retirement and report 
such utilization to the Province upon the Province's request 

Provide to the Province, on the third Friday of each month, a copy of the 
Mainframe System Software List as identified in Appendix D 

In support of Service Provider Mainframe System Software installation the 
Province will verify Applications compatibility with the updated Mainframe 
System Software 

Carry out Mainframe System Software installation during the agreed Change 
Window, in accordance with the Change Management Process 

Provide all Supplier management (including Supplier relationship management, 
Supplier negotiations and any Supplier contract amendments for Province 
approval) in connection with all Province licensed Non-Standard Software 

Approve any and all amendments to the Province licensed Non-Standard 
Software agreements (including maintenance and support agreements for such 
Province licensed Non-Standard Software) 

On an annual basis provide the Province (in electronic format) current and 
updated pricing schedules for Non-Standard Software including, but not limited 
to, major upgrades not covered in the license agreement for such Non-Standard 
Software. 

Inform the Province of any software Supplier notices and provide a copy of all 
Technical Information Bulletins (TIB) for the Non-Standard Software and the 
Standard Software 
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Provide the Province with advance notice, as may be reasonable in the 
circumstances, of software Supplier license expiration or CPU serial number 
changes and take preventative measures in order that "license expiration" 
messages are not displayed to Clients (subject to the Province payment of fees 
directly to Suppliers for Non-Standard Software where such payment remains a 
Province responsibility) 

Support, monitor for currency and update the Province's customized 

Provide software support, on a commercially reasonable efforts basis, for any 
and all Client licensed software that is hosted on the Mainframe System 

On an ongoing basis, research other software products that may be of interest to 
or benefit the Province in connection with the Mainframe Services 

Service Provider will liaise with the Province in connection with any and all 
Province licensed Non-Standard software requirements, during normal working 
hours 

2.2.2 Mainframe System Software Preventive Maintenance Services 

R 

R 

R 

R 

R 

Mainframe System Software .Preventive Maintenance Services is a schedule of planned 
maintenance and break/fix support to prevent software failures. The primary goal is to 
proactively carry out software maintenance to reduce the risk of Mainframe System failure 
before it actually occurs. In addition to services described in this SOW, the Service Provider will 
carry out Mainframe System Software Preventive Maintenance Services in accordance with the 
Service Provider's Global Mainframe Software Distribution process. This distribution process 
centralizes the acquisition, integration and packaging of mainframe software products to achieve 
increased software implementation quality. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Implement Mainframe System Software Preventive Maintenance Services in 
accordance with the Mainframe System Software Plan and otherwise in the event 
of an incident 
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Review Mainframe System Software maintenance information provided by the 
software Supplier, on an ongoing basis, to identify potential software issues 
relating to the Mainframe System 

Where potential issues (see row above) are identified with the Mainframe System 
Software, apply preventive maintenance to Mainframe System Software products, 
as may be appropriate in the circumstances and in accordance with the Change 
Management Process set forth in Services Management SOW 

Apply emergency fixes in accordance with the Change Management Process set 
forth in Services Management SOW 

Prior to implementing any Mainframe System Software Preventive Maintenance 
Services to the Mainframe System Software, and any software component 
thereof, inform the Province of such material change and identify impacts to the 
Province or the Clients as a result of such material change 

For the purposes of this Section 2.2.2 (Mainframe System Software Preventive 
Maintenance Services), "material change" means a software change that involves 
product function changes that impact the Province or Clients and, in which case, 
the Service Provider will prepare and circulate a Technical Information Bulletin 
(TIB), in accordance with the Change Management Process 

Approve all material changes to the Mainframe System Software, and any 
software component thereof, as a result of software maintenance, prior to the 
Service Provider implementing such material change 

Test the software preventive maintenance and research and resolve software 
compatibility issues before such software preventive maintenance is released for 
production processing 

Design back -out processes to restore the former Mainframe System Software 
environment if unforeseen problems occur when carrying out the software 
preventive maintenance 

Schedule down time in the Change Window, as appropriate, to perform required 
software preventive maintenance installation, in accordance with the Change 
Management Process 
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Approve scheduled down time (within the Change Window and in emergencies), 
for software preventive maintenance, in accordance with the Change Management 
Process 

Coordinate Client readiness in support of scheduled Mainframe System down 
time to allow for the installation and testing of the required Mainframe System 
Software preventive maintenance (i.e., coordinating Client readiness for testing of 
Applications post Service Provider Change Window activity) 

Optimize Supplier provided parameters (tuning of the Supplier provided software 
product) for all Mainframe System Software in support of any preventive 
maintenance 

Maintain Mainframe System Software product version and release levels, in 
accordance with the Mainframe System Software Plan, to sustain software 
integrity, software/hardware compatibility, and the availability of the 
Applications and Mainframe System Software Preventive Maintenance Services 

2.2.3 Mainframe Software Refresh Services 

R 

R 

Software Refresh Services is the planned replacement or upgrade of the Mainframe System 
Software components to maintain the currency of such Mainframe System Software, as more 
particularly described below and in accordance with the Mainframe System Software Plan. 

In addition to maintaining the currency of the Mainframe System Software, the Service Provider 
will provide that the Mainframe System Software products continue to receive uninterrupted 
software Supplier support and maintenance throughout the Term of the Agreement. 

The Service Provider will maintain the Mainframe System Software at the current version of the 
software available from the software Supplier ("N") or the next-to-current version of the 
software available from the software Supplier (''N-1") software release levels within 12 months 
of such software release becoming commercially available. Notwithstanding the foregoing, the 
Service Provider will, upon the request of the Province, maintain certain Mainframe System 
Software components at software release levels that are greater than N-1. In which case, the 
Service Provider will: 

• provide that, at all times, all components of the Mainframe System Software will 
continue to receive uninterrupted software Supplier support and maintenance; 

• use a phased process to implement Mainframe System Software changes, such that the 
changes will be applied first to the development, test and education of the Mainframe 
System and promptly thereafter to the production of the Mainframe System; and 
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• advise the Province of any and all software Supplier announcements to terminate support 
for any Mainframe System Software product and provide recommendations for dealing 
with such Supplier announcements. 

Implement Mainframe System Software Refresh Services in accordance with 
the Mainframe System Software Plan that consists of the planned distribution 
and installation of the Integrated Software Refresh Package 

Prior to implementing any Integrated Software Refresh Package or the Software 
Refresh Services to the Mainframe System Software, and any software 
component thereof, inform the Province 

Approve all Integrated Software Refresh Packages, in accordance with the 
Change Management Process, prior to the Service Provider implementing such 
Integrated Software Refresh Packages 

Test the Integrated Software Refresh Packages and research and resolve any 
software compatibility issues before such refreshed software is released for 
production processing 

Design back -out processes to restore to former Mainframe System Software 
environment if unforeseen problems occur when implementing the Integrated 
Software Refresh Packages 

Approve scheduled down time within the Change Window, for the Integrated 
Software Refresh Packages, in accordance with the Change Management 
Process 

Coordinate Client readiness in support of scheduled Mainframe System down 
time to allow for the installation and testing of the required Integrated Software 
Refresh Packages (for example, coordinating Client readiness for testing of 
Applications post Service Provider Change Window activity) 

Optimize Supplier provided parameters (tuning of the Supplier provided 
software product) for all Mainframe System Software in support of any software 
refresh 
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Inform the Province of any software Supplier notices (including any impact 
statements and software Supplier refresh documentation) relating to the 
Integrated Software Refresh Packages, and prepare and circulate all technical 
information bulletins (TIB) relating thereto 

Provide a limited refresh software test environment to allow the Province to test 
Application functions (for example, test Application functions in a development 
LP AR or region) in connection with any Integrated Software Refresh Package 

2.2.4 Interactive System Software Support Services 

R 

R 

Interactive System Software Support Services consist of the overall management of the 
following components of the Mainframe System Software: (a) database software; and (b) 
transaction processing software, that organizes the storage of Application data. For greater 
clarity, the database software and transaction processing software that organizes the storage of 
data is known as a database management system ("DBMS"). The Interactive System Software 
Support Services comprises the following (which are more fully described below): 

• Mainframe DB2 Support Services 

• Mainframe MQSeries Support Services 

• Mainframe CICS Support Services 

• Mainframe IMS Support Services 

• Mainframe Service Request System (SRS) Services 

2.2.4.1 Mainframe DB2 Support Services 

Mainframe DB2 Support Services consists of all services required to Maintain and Support the 
Mainframe System DB2 Regions. For greater clarity, the services of an Applications database 
administrator or Applications backup and recovery are not included in this Section 2.2.4.1 as 
those services are Optional Services under Section 3 (Optional Mainframe Services) of this 
sow. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 
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Maintain and Support the DB2 Regions 

Analyze and tune the DB2 Regions to maintain or improve the overall DB2 
Region performance 

Perform backup and recovery services for each DB2 Region including DB2 
system files (for greater clarity this includes but is not limited to the DB2 
Region catalog and DB2 Region directory) 

Start and stop DB2 Regions in accordance with Province requirements 

Maintain and Support DB2 Region catalog and DB2 Region directory 

If the Service Provider restores a DB2 Region, for any reason, perform 
synchronization of the Applications following the restore 

Upon any DB2 software upgrades, all Applications using DB2 Connect software 
to communicate to the DB2 Region on the Mainframe System, rebind the DB2 
software to the DB2 Connect software such that Application can continue to 
access the DB2 Region on the Mainframe System 

2.2.4.2 Mainframe MQSeries Support Services 

R 

R 

R 

R 

R 

R 

R 

Mainframe MQSeries Support Services consists of all services required to Maintain and Support 
the Mainframe System MQSeries Regions. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Maintain and Support the MQSeries Regions 

Analyze and tune the MQSeries Regions to maintain or improve the overall 
MQSeries Region performance 

Perform backup and recovery services for each MQSeries Region including 
MQSeries system files (for greater clarity this includes but is not limited to the 
MQSeries Region queues and MQSeries Region channels) 

Start and stop MQSeries Regions in accordance with Province requirements 
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Create, manage, support and monitor MQSeries Region channels and MQSeries 
Region queues 

Perform weekly cleanup of the development and test MQSeries Region dead 
letter queue 

If the Service Provider restores a MQSeries Region, for any reason, perform 
synchronization of the Applications following the restore 

Maintain and Support all MQSeries bridges to IMS Regions and to CICS 
Regions 

2.2.4.3 Mainframe CICS Support Services 

R 

R 

R 

R 

Mainframe CICS Support Services consists of all services required to Maintain and Support the 
Mainframe System CICS Regions. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Maintain and Support the CICS Regions 

Analyze and tune the CICS Regions to maintain or improve the overall CICS 
Region performance 

Perform backup and recovery services for each CICS Region including CICS 
system files (for greater clarity this includes but is not limited to the CICS 
control files) 

Start and stop CICS Regions in accordance with Province requirements 

If the Service Provider restores a CICS Region, for any reason, perform 
synchronization of the Applications following the restore 

Maintain and Support the ImagePlus software workstation configuration within 
the appropriate CICS control files 
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2.2.4.4 Mainframe IMS Support Services 

Mainframe IMS Support Services consists of all services required to Maintain and Support the 
Mainframe System IMS Regions. For greater clarity, the support under this section includes 
both IMS Database Manager (IMS/DB), IMS Transaction Manager (IMS/TM) and IMS Connect. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Maintain and Support the IMS Regions 

Analyze and tune the IMS Regions to maintain or improve the overall IMS 
Region performance 

Perform backup and recovery services for each IMS Region including IMS 
system files 

Start and stop IMS Regions in accordance with Province requirements 

If the Service Provider restores a IMS Region, for any reason, perform 
synchronization of the Applications following the restore 

Maintain and Support IMS Database Manager (IMS/DB), IMS Transaction 
Manager (IMS/TM) and IMS Connect. 

2.2.4.5 Mainframe Service Request System (SRS) Services 

R 

R 

R 

R 

R 

R 

Mainframe Service Request System (SRS) Services comprises the Service Provider's 
maintenance and support of the Mainframe Service Request System (SRS) Services Application 
and the provision of software support to match developments in the following Mainframe 
System Software components: DB2, IMS, CICS and Security Server, for the Province to meet 
Province requirements. 

The Mainframe Service Request System (SRS) Services Application is an application developed 
by the Province to provide a mechanism to enter Application change requests for the migration 
ofiMS Regions, DB2 Regions and CICS Regions Application components. 

All Applications that use the following Mainframe System Software components: DB2, IMS, 
CICS and Security Server, are included in the scope of the Mainframe Service Request System 
(SRS) Services. 
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Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Maintain and Support the Mainframe Service Request System (SRS) Services 
Application and the provision of software support to match developments in the 
following Mainframe System Software components: DB2, IMS, CICS and 
Security Server, for the Province to meet Province requirements 

Provide administration management and execution of Mainframe Service 
Request System (SRS) Services Application requests submitted by the Province 

Create and initiate Mainframe Service Request System (SRS) Services 
Application change requests using the guidelines and processes defined in the 
SRS User Guide 

Implement Mainframe Service Request System (SRS) Services Application 
requests (standard requests and emergency requests) as documented in the SRS 
User Guide 

Provide assistance to Clients using the Mainframe Service Request System 
(SRS) Services Application, as may be required 

Maintain and update the SRS User Guide to reflect any changes in the 
Mainframe Service Request System (SRS) Services Application, DB2, IMS, 
CICS and Security Server (including defining and documenting the operational 
procedures for the Applications' promotion controlled by the Mainframe 
Service Request System (SRS) Services Application) 

Approve the operational procedures for the Applications' promotion controlled 
by the Mainframe Service Request System (SRS) Services Application 

Upon any Mainframe System Software upgrade, validate the Mainframe Service 
Request System (SRS) Services Application functionality and address any 
issues with functionality 

During the annual Disaster Recovery Test, validate the Mainframe Service 
Request System (SRS) Services Application functionality and address any 
issues with functionality 
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2.2.5 Mainframe System Network Software Support Services 

Mainframe System Network Software Support Services consists of those services required to 
maintain and support the Mainframe System Network Software to enable Mainframe System 
connectivity internally within the Mainframe System and through the Service Provider Data 

·Centres to external networks (SP AN/BC and other external networks). 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Configure the Mainframe System Network Software to enable connectivity: 

• between the Mainframe System and the Service Provider's internal 
network for Managed Mainframe Services located within the Service 
Provider Data Centre in order to facilitate the connectivity between the 
Mainframe System and the SP AN/BC network or such other external 
networks as may be applicable; and 

• within the Mainframe System (for example, the connectivity between 
LPARs) 

This includes, without limitation, defining the nodes, terminals, printers and 
configuration files and such other services as required to enable such 
connectivity described above 

Support th utility (or such network interface) that provides the 
network logon menu interface to the Mainframe System 

Maintain and Support the Mainframe System Network Software and 
configurations (for example, VTAM, TCPIIP and DRS) in accordance with 
Province Policy (in particular any IT Security Policies) 

Maintain and Support any modifications to the Mainframe System Network 
Software (exits and usermods) 

Test all Mainframe System Network Software components in conjunction with 
Mainframe System Software maintenance and upgrades 

2.2.6 Mainframe System Software Backup and Restore Services 

R 

R 

R 

R 

R 

Mainframe System Software Backup and Restore Services is the creation of copies of the 
Mainframe System Software that will be used to perform Mainframe System-level recovery in 
the event Mainframe System data is not accessible in the STMS Calgary Data Centre. This 
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service is limited to on-site restoration and does not include any off-site, disaster recovery 
capabilities. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Implement an appropriate backup schedule for Mainframe System Software to 
provide that Mainframe System files and user catalogues are available in the 
event of a Mainframe System failure 

Perform regular full volume backups of Mainframe System Software and data 
on the Mainframe System in order to recover from isolated device failure, or to 
recover the processing platform in the case of a Disaster (incremental backups 
include non-database user volumes and are generally available for clients to 
recover snapshots of individual datasets) 

Maintain and update Mainframe System back-up processes documentation (in 
electronic format) 

Adjust Mainframe System back-up processes as Mainframe System 
requirements change 

Inform the Province of any changes to timing, sequencing, content, tools, or any 
other aspects that may be related to or affecting Mainframe System backup and 
restore of the Applications 

Consult with Clients concerning any changes to timing, sequencing, content, 
tools, or any other aspects that may be related to or affecting Mainframe System 
backup and restoration of the Applications and notify the Service Provider of 
issues identified, as applicable 

Should a recovery of the Mainframe System Software be required, recover the 
Mainframe System Software in the STMS Calgary Data Centre and promptly 
notify the Province in accordance with the Services Management SOW 
(Incident Management Process) 

Synchronize the Application backups with Mainframe System Software backups 
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2.3 Mainframe Storage Management Services 

2.3.1 Mainframe Storage Services 

Mainframe Storage Services is the management of the storage of Data on the Mainframe System. 
The Service Provider will provide automated Data storage management within the Mainframe 
System to enable all Data to be managed at the dataset level and to select the correct data storage 
Media. Within the Mainframe System managed storage environment there are both online and 
removable storage media, commonly referred to as disk, virtual tape, and tape. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

In the event of a change in the Province's Data requirements (or any one of the 
Data availability, accessibility, performance, and retention requirements), the 
Province will notify the Service Provider 

Assess changes in the Province's Data requirements 

Assist the Province in determining the level of required service that will 
maximize data performance and minimize storage costs having regard for the 
Province's new Data requirements 

Notify the Province, in writing, of the impact on the Mainframe System storage 
and make recommendations as to how the Province's Data requirements may be 
met (the implementation of such new Data requirements will be processed 
through the Change Management Process) 

Amend the Mainframe System storage policies and processes to meet the new 
Province requirements, if applicable 

Update the Automation Routines based upon the amended Mainframe System 
Storage policies and processes to meet the new Province requirements, if 
applicable 

Verify the integrity of storage media catalogues (tape and disk) by auditing 
discrepancies between the VTOC and the Storage Media Catalogue and notify 
the Client who is the primary owner of the dataset 
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Provide all Media management services (hardware support and maintenance, 
Media support and maintenance, tape library administration, including, without 
limitation, tape vaulting, control procedures and analysis, initialize tapes, return 
tapes to scratch status) to provide continual Data accessibility and Media 
reliability 

Provide a sufficient number of blank Media and "scratch" tapes to respond to 
removable-media system mount requests and respond in a timely way to such 
requests 

Monitor and maintain Mainframe System storage performance in accordance 
with Section 2.5 (Performance Management Services) of this SOW 

Audit tape Media inventory (comparing physical tapes against catalogue) on an 
annual basis or more frequently, upon the request of the Province, and promptly 
report results of such audit to the Province and highlight discrepancies 

Support and maintain the IBM Aggregate Backup And Recovery Support 
(ABARS) software tool 

2.3.2 Client Removable Media Support Services 

R 

R 

R 

R 

R 

Client Removable Media Support Services is the handling by the Service Provider of removable 
Media (typically tape) that is: (a) created at the Service Provider Data Centres; or (b) shipped to 
the Service Provider Data Centres or received by the Service Provider from an Approved Client, 
or such other Person as approved by the Parties. 

Upon the creation or receipt of the Media, as contemplated by this Section, the Service Provider 
will catalogue, store, prepare for processing, and then prepare for return by the Service Provider 
to the Approved Client, or such other Person as approved by the Parties, for pick up. The 
Service Provider will only be responsible for all Media while such Media is in the custody or 
control of the Service Provider. 

The Parties acknowledge and agree that the Client Removable Media Support Services described 
below will be replaced with Secure FTP Services, with the intention that this will occur prior to 
January 2011. Notwithstanding that the Province is moving to Secure FTP Services, the Media 
handling services described in this Section will continue to be supported by the Service Provider, 
as necessary. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 
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Notify the Province, on an ongoing basis, of the type of Media that is supported 
in connection with the Client Removable Media Support Services (for example, 
moving from IBM 3590AJSUN 9490 to SUN 9840D) 

Receive, track, and prepare removable Media 

Log all Media shipments received by the Service Provider and maintain current 
the Media inventory and supporting documentation that documents the receipt, 
location and status of the Media (for example, the destruction of the Media, in 
accordance with Province Policy and the return of the Media to the Approved 
Client, or such other Person approved by the Parties) 

Based on instructions from an Approved Client, or such other Person approved 
by the Parties, locate, package and prepare the removable Media for pick up by 
the Approved Client, or such other Person approved by the Parties (or their 
respective representatives) 

Log all Media shipments sent from the Service Provider Data Centres, attach the 
proper records to allow correct delivery and permit tracing. Confirm the receipt 
of the Media was received by the Approved Client, or such other Person 
approved by the Parties 

Retain all Media shipment logs in accordance with the prov1s1ons of the 
Agreement and provide a summary of such Media logs to the Province, on a 
quarterly basis 

Provide special Media shipment instructions to the Service Provider, if 
applicable, regarding how to ship removable Media to the Province or Approved 
Client, or such other Person approved by the Parties or any specified location 

Provide that any Media shipments out of the Service Provider Data Centres, that 
are requested by Province or an Approved Client, or such other Person approved 
by the Parties 

Pay all shipping charges related to the shipment of removable Media, as 
contemplated in this Section, to or from the Province, an Approved Client, or 
such other Person approved by the Parties 
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2.3.3 Secure FTP Services 

File Transfer Protocol (FTP) is the protocol for exchanging files over the Internet. FTP works by 
electronically transferring/moving files from one server to another server. The functions of the 
secure version ofFTP, commonly referred to as Secure FTP, is defmed in the Security SOW. 

2.3.4 Off-Site Data Storage Disaster Recovery Services 

Off-Site Data Storage Disaster Recovery Services is the management of removable Media and/or 
electronically transmittable recovery data created in the form of a copy of such data at the 
Disaster Recovery Site. The Service Provider will transfer all recovery data from a VTE located 
at the Service Provider Data Centre where the production Mainframe System is located to the 
VTE at the Disaster Recovery Site, in the event of a Disaster to recover the operating 
environment of the Mainframe System for the Province at the Disaster Recovery Site. All Media 
on the VTE located at the Service Provider Data Centre where the production Mainframe System 
is located and at the Disaster Recovery Site will be encrypted. 

By using an online VTE vaulting solution, the data for recovery is written directly to the disaster 
recovery site (the Disaster Recovery Site) so that the recovery data will be available at the time 
of a Disaster declaration or test. 

As part of the Off-Site Data Storage Disaster Recovery Services, archive data (the Province's 
long term retention records) may be written to this site for long term retention, eliminating their 
need to be stored at the primary processing site. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Ensure that all data is encrypted prior to its transfer from the Service Provider 
Data Centre where the production Mainframe System is located to the Disaster 
Recovery Site 

Manage the electronic transfer (or transport) of the data to and from the Disaster 
Recovery Site (including, for greater certainty, the transfer of data from a 
Disaster Recovery Site to a different Disaster Recovery Site as agreed by the 
Parties) 

Support Province electronic recall of data from the Disaster Recovery Site 

In the event of a Disaster, create an online vault facility plan to convert the 
Disaster Recovery Site into a production mainframe system environment and to 
secure another off-site secure location as the new Disaster recovery site in 
substitution for the Disaster Recovery Site (for greater clarity, this approach will 
be · the Service Provider in the event that a return to the 
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location of the production Mainframe System is not possible as a result of the 
Disaster) 

Maintain the online vault solution to ensure that data can be electronically 
transferred to the Disaster Recovery Site (or such other designated recovery 
center as the Parties mutually agree in writing), including without limitation, 
maintaining data mirroring between the VTE at the Service Provider Data 
Centre where the production Mainframe System is located and the VTE at the 
Disaster Recovery Site 

Backup Applications (including data within such Applications) to ensure backup 
rotation and frequency are adequate for Applications recovery 

2.3.5 Hardware Tape Encryption Services 

R 

R 

Hardware Tape Encryption Services is the encryption of data at the tape drive or tape drive 
controller level, so that the encryption processing has been off-loaded from the main processor, 
the Mainframe System. Within the first six months after the commencement of the Mainframe 
Services under this SOW, the Service Provider will provide the Hardware Tape Encryption 
Services and the default for all data on tapes is that the data on the tapes will be encrypted 
through the tape hardware. Notwithstanding the tape encryption default, the Province may 
request (in writing) that certain data not be encrypted, at the Province's option. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Copy existing non-encrypted tape data to encrypted tape media within the first 
six months after commencing the Mainframe Services under this SOW 

In the event of media errors such that the data cannot be copied, the Service 
Provider will notify the Province promptly 

In the event of any Media errors that result in the data not being capable of 
being read or processed, the Service Provider will notify the Province promptly 

Acquire the Mainframe Hardware encryption key(s) 
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Securely dispose of old encryption key(s) and the Media in the event of a tape 
drive refresh that changes the encryption process (the destruction of the Media, 
in accordance with Province Policy) 

The Mainframe Hardware encryption keys will be stored with the encrypting 
tape drives at the Service Provider Data Centre and at the Disaster Recovery Site 

At the request of the Province, rather than encrypting tape data using the 
Mainframe Hardware, the Service Provider will provide the software encryption 
of tape Media as part of the Client Removable Media Support Services 

2.4 Mainframe Capacity Planning and Management Services 

R 

R 

R 

Mainframe Capacity Planning and Management Services is the process of analyzing the current 
and future Mainframe System Resource Capacity requirements of the Province. This process 
uses the Province's forecasted workload as well as planned and potential service and technology 
changes for the Service Provider to make recommendations to provide that: 

• sufficient Mainframe System Resource Capacity is available to meet the Province's 
expected future business requirements; and 

• Mainframe System Resources are effectively utilized to optimize the Mainframe 
System Resource Capacity. 

In the event the Parties determine, through the Mainframe Capacity Planning and Management 
process, that changes to the Mainframe System Resources are required, then such changes will 
be addressed through the Change Management Process, in accordance with the Services 
Management SOW. 

The Service Provider shall provide the Province with Mainframe Capacity Planning and 
Management Services, which consists of monitoring the Mainframe System Resources for 
capacity utilization (providing for the availability of MIPS cycles for Mainframe System 
processing, Mainframe System storage for Clients as needed and Mainframe System memory, as 
needed), forecasting of aggregate Mainframe System Resource Capacity requirements of the 
Province (MIPS, memory and storage usage, based upon historical data provided by the Service 
Provider (for the 24 month period immediately preceding such forecast), and updated by the 
Province), and analyzing and reporting of Mainframe System Resources trends (for example, 
MIPS, memory and storage usage). 

The Service Provider will deliver to the Province: 

• the Capacity Plan, on a semi annual basis, (between the periods January - March and 
July - September once the Service Provider receives the Province's forecasted 
information (see below)), which plan will set forth the forecasted aggregate 
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Mainframe System Resource Capacity requirements of the Province for the next 24 
month period; and 

• the Capacity Report, on a monthly basis, which report will set forth the actual usage 
of Mainframe System Resources for the immediately preceding month against 
forecasted Mainframe System Resources for such month. The Capacity Report will 
be delivered by the Service Provider to the Province no later than fifteen (15) 
calendar days following the end of the actual month being reported. 

The Province will provide to the Service Provider, on a semi annual basis (between the periods 
January- March and July- September), the Province's forecasted Mainframe System Resources 
capacity requirements for the next 24 month period, including the following: 

• Processor capacity (MIPS) 
• Storage capacity (gigabytes) 

In addition to the Mainframe System Resources capacity requirements above, where possible, the 
Province will define and provide to the Service Provider the following to support the Mainframe 
Capacity Planning and Management process: 

• new Applications to be implemented on the Mainframe System; 
• growth or decline in the then current Applications on the Mainframe System; and 
• Application retirement plans and implications for the Mainframe Systems. 

Upon receipt of the Province's forecasted Mainframe System Resource Capacity requirements 
and potential changes to the Applications as described above, the Service Provider will review 
the Province's forecasted capacity requirements and update the Service Provider's two-year 
Mainframe System Capacity Plan for the Mainframe System Resources requirements (processor 
capacity (MIPS) and storage capacity (gigabytes)). In updating the Capacity Plan, the Service 
Provider will take into consideration technology changes, service changes and actual resource 
capacity utilization and will provide the updated Capacity Plan to the Province for review and 
comments. 

The Service Provider will identify to the Province any significant deviations in trends, concerns 
or anomalies found in the actual base configuration resource usage and provide analysis and 
supporting data to identify the system and/or client areas/components contributing to the growth 
in order that appropriate decisions can be made by the Parties. 

The Mainframe Capacity Planning and Management Services will be performed in accordance 
with the LSPR MIPS Rating, for the term of the Agreement, unless amended through the Change 
Order Process. 
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Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Within five days after commencing the Managed Mainframe Services, provide 
a duly amended Mainframe Hardware List in the form attached as Appendix C 
to this SOW from which the Parties may measure Resource Capacity over 
time 

Monitor Mainframe System Resource utilization on a daily basis 

Report the Mainframe System Resource Capacity utilization to the Province 
on a monthly basis (see Appendix B- Managed Mainframe Services Reports) 

Perform Mainframe System Resource Capacity trend analysis at the aggregate 
level and for each of the Major Resource Categories at a discrete level (for 
example, including without limitation, IMS and CICS) to determine whether 
such Mainframe System Resource utilization is trending upward or trending 
downward 

Report Client changes in Mainframe System Resource Capacity usage (on a 
Client by Client basis) as part of the resource capacity trend analysis, to the 
Province on a monthly basis (see Appendix B- Managed Mainframe Services 
Reports) 

Perform Mainframe System Resource Capacity modeling for Major Resource 
Categories, which modeling will include setting forth possible future 
outcomes for Mainframe System Resource Capacity utilization to achieve the 
optimal Mainframe System Resource utilization (for example, modeling 
scenarios related to significant configuration, system or workload changes to 
determine the utilization implications) 

On a semi-'-annual basis, between the periods January - March and July -
September, with such specific dates in each year as mutually agreed by the 
Parties, provide the Province with capacity forecast templates populated with 
each Client's historical Mainframe System Resource usage data (for the 
previous 24 month period) which data will be used by the Clients to forecast 
Mainframe System Resource capacity usage requirements for the next 24 
month period 

Within approximately 30 days after receiving the forecast templates populated 
with each Client's historical Mainframe System Resource usage data, the 
Province will provide the Service Provider with the Province's forecasted 
Mainframe System Resource Capacity requirements based on each Client's 
usage projections documented in the forecast templates 
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Analyze Application workload and the forecasted Client Mainframe System 
Resource usage data, based upon the completed templates above, and 
determine whether changes are required to the Mainframe Hardware or the 
Mainframe System Software 

Advise the Province of the LSPR MIPS Rating: 

• annually; 

• when there is a Mainframe Hardware configuration change, or 

• when the Service Provider is notified that LSPR MIPS Rating has 
been 

Advise the Province of any expected Mainframe System Resource capacity 
impacts or benefits that may arise due to Mainframe Hardware or Mainframe 
System Software maintenance or new technology becoming available 

2.5 Performanc~ Management Services 

R 

R 

R 

Performance Management Services consist of defining, collecting, monitoring, measuring, 
analyzing and trending Mainframe System performance information to proactively identify 
anomalies in the Mainframe System, avoid potential performance problems and issues with the 
Mainframe System, as well as support any incident resolution, as required. The Mainframe 
System performance information monitored will include, but is not limited to, processor activity, 
memory usage, data storage devices and network devices such as controllers and channels. 
Performance changes will be implemented to modify the configuration and tune the Mainframe 
System to optimize the effectiveness and efficiency of the Mainframe System platform 
environment in accordance with the Change Management processes set forth in the Services 
Management SOW. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Monitor, analyze, tune and report on Mainframe System Resources per 
Appendix B- Managed Mainframe Services Reports) 

Perform Application tuning and performance monitoring to optimize Mainframe 
System Resource consumption 
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Provide support to the Province for Applications tuning to optimize Mainframe 
System Resource consumption 

Provide recommendations to the Province on techniques to enhance the 
performance of the Applications running on the Mainframe System and the 
impact on the Province's Application performance 

Monitor and maintain Mainframe System Software configuration to manage 
Mainframe System performance and workload throughput 

Proactively monitor and manage Mainframe System Resource allocations within 
the Mainframe System and implement changes to the Mainframe System 
Resource allocation to resolve Mainframe System performance issues, as may 
be appropriate 

Proactively identify and resolve any and all Mainframe System Resource 
performance problems 

Notify, where possible, the Service Provider of any known material changes to 
Province Mainframe System workload with an appropriate lead time, if 
application or related scheduled changes could impact system performance 

In the event of degraded Mainframe Services, promptly provide details to the 
Province regarding any and all impacts to the Mainframe System Clients 

2.6 Mainframe Systems Operations 

2.6.1 System Availability Management Services 

R 

R 

R 

R 

R 

R 

R 

System Availability Management Services consists of monitoring all Mainframe System 
components so that they remain operational and capable of processing Mainframe System 
workloads, and provides any support required for the delivery of a stable, functional system 
environment that meets all availability service levels. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 
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Perform Mainframe System operation functions and system console operations 

Monitor the Mainframe System controls and take the necessary actions based on 
detected alerts 

Perform Mainframe System operational system failure recovery functions as 
needed 

Notify the Service Provider regarding the Province's activities that will impact 
the Service Provider during the Province's scheduled Change Window 

2.6.2 Mainframe System Console Operations Services 

R 

R 

R 

R 

Mainframe System Console Operations Services is the physical monitoring of the overall health 
ofthe Mainframe System and responding, as appropriate, to the following: 

• Exception Events; and 

• ordinary course scheduled actions (for example, starting and stopping systems 
resources such as CICS Regions, IMS transactions, batch initiators, network 
connections and the operating systems). 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Provide 24/7 Basis monitoring, using Service Provider staff resources, of the 
Mainframe System console and resolve Exception Events 

Performing scheduled Mainframe System tasks that are not otherwise addressed 
through the Mainframe Automated Operations 

Maintain and update Mainframe System operational support documentation for 
all internal procedures and services (in electronic format) 

2.6.3 Mainframe Automated Operations 

R 

R 

R 

Mainframe Automated Operations is the automation and management of the Mainframe System 
and the Exception Events that occur on the Mainframe System using software tools, processes 
and support team resources. The Service Provider shall provide the Mainframe Automated 
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Operations to the Province using the Service Provider's automation tools (software tools that will 
reside on the Mainframe System and some software tools that will reside on dedicated servers, 
such Service Provider tools are listed in the attached Appendix D) and support team resources. 
Examples of Mainframe Automated Operations shall include, without limitation, the following: 

• executing controlled Mainframe System shutdown; 
• controlled Mainframe System start-up (IPL, Initial Program Load); and 
• monitoring a wide range of Mainframe System tasks. 

The Service Provider will use the Service Provider's automation tools to design and maintain 
Mainframe System automation processes. As the Managed Mainframe Services (including, for 
greater certainty, Mainframe Hardware and Mainframe System Software) evolve over time, the 
Service Provider will continually update the Mainframe Automated Operations to address new 
requirements. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Design and implement a comprehensive Mainframe Automated Operations strategy 
that: 

• minimizes errors and outages; and 
• incorporates the Service Provider's (and its Affiliates') experience and 

knowledge base, as such experience and knowledge base evolves over the 
Term and adapts to changes in the Managed Mainframe Services 

Create, maintain, and execute Mainframe System start-up and Mainframe System 
shutdown scripts (scripts are a set of instructions to start-up and shutdown the 
Mainframe System) 

Design and implement, as required, automated replacement processes for manual 
processes for the Mainframe System 

Design and implement reactive automation processes to address Exception Events 
and to respond appropriately to system alerts and Exception Event notifications (for 
example, an alert is created if a batch job terminates for any reason before it is 
supposed to, or if a batchjob does not complete by a specific time) 

Design and implement proactive automation processes which assist in preventing 
Exception Events on the Mainframe System (for example, automated monitoring of 
disk storage pools and alerting the system operators if a threshold is exceeded) 
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Promptly notify the Province of all Exception Events that adversely affects any one 
or more Clients and provide the Province with the options (in writing if requested) 
that be taken to resolve such Event 
Upon receipt of notification of an Exception Event from the Service Provider, the 
Province will advise the Service Provider of the option that the Service Provider is 

to to resolve the Event 

Advise Province of any significant trends or recurring Exception Events arising out 
of the Mainframe Automated Operations that may impact the Managed Mainframe 
Services or require Client notification 

2. 7 Batch Processing Services 

R 

Batch Processing Services consists of all activities associated with running batch processing jobs 
on the Mainframe System including, without limitation, administering the automated scheduling 
system to support a batch-processing environment. Batch process job submission is managed 
through: 

(a) the automated scheduling software product ("Automated Scheduling System") 
which is provided, managed and monitored by the Service Provider and is a fully 
managed batch job administration and monitoring service by the Service Provider 
("Fully Managed Batch Processing"); or 

(b) the Automated Scheduling System in which the Province submits the batch job 
directly ·to the Automated Scheduling System and the Province manages and 
monitors the batch jobs and the Service Provider also monitors the batch jobs 
("Partially Managed Batch Processing"); or 

(c) manual batch processing jobs, submitted outside of the Automated Scheduling 
System, in which the Province submits the batch job directly to the JES2 queue 
and the Province manages the batch job administration (including manually 
submitting and monitoring the batch jobs) and the Service Provider monitors the 
batch jobs in accordance with the Mainframe System Console Operations 
Services ("Manual Batch Processing"). 

The Province may select either Fully Managed Batch Processing or Partially Managed Batch 
Processing or Manual Batch Processing, for the execution of its batch jobs, in its discretion. In 
the case of Fully Managed Batch Processing, Partially Managed Batch Processing and Manual 
Batch Processing, the Province (and each Client) can view and manage the schedule of batch 
processing jobs independent of other Clients. All changes, restarts, cancellations and similar 
actions, for one Client will not affect another Client or Clients. 
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The RASIC table below applies to the Mainframe Batch Monitoring Services for Fully Managed 
Batch Processing, Partially Managed Batch Processing and Manual Batch Processing, unless 
expressly indicated otherwise in the RASIC table. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Provide appropriate Mainframe System resources (for example, CPU, storage 
and supporting controllers and bandwidth) including operational resources, 
tools, and procedures to support the processing 

Support "No Priority Batch" service which allows Clients to run non-deadline 
dependent jobs on the Mainframe System without incurring billable MIPS under 
the Province Mainframe System cost recovery process (a special account code is 
assigned to each Client that allows No Priority Batch jobs to be run without 
incurring charges for CPU use) for Manual Batch Processing 

Utilize the Province's batch processing definitions for the delivery of Batch 
Processing Services 

Maintain the tools and facilities for the Province to perform Partially Managed 
Batch Processing and Manual Batch Processing 

Provide problem resolution and support for Batch Processing Services issues 

2. 7.1 Mainframe Batch Monitoring Services 

R 

R 

R 

R 

R 

Mainframe Batch Monitoring Services consists of all activities associated with monitoring the 
execution functions of an Application's batch processing, scheduled within the Automated 
Scheduling System. The objective of Mainframe System production batch monitoring is to have 
all pre-defined Application cycles execute in the proper sequence with the results (the batch job 
completion) produced within the defined processing time frames for completion associated with 
the batch scheduling activity. 

The RASIC table below applies to the Mainframe Batch Monitoring Services for Fully Managed 
Batch Processing, Partially Managed Batch Processing and Manual Batch Processing, unless 
expressly indicated otherwise in the RASIC table. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 
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Monitor the execution of scheduled batch cycles as per agreed scheduling 
requirements (for example, identifying and investigating late or overdue batch 
jobs) for Fully Managed Batch Processing and Partially Managed Batch 
Processing 

Monitor the availability of the appropriate Mainframe System resources for 
timely batch job execution (where there Mainframe System resources are not 
sufficient for timely batch job execution, the Service Provider will report an 
incident in accordance with the provisions of the Services Management SOW) 

Escalate abnormally terminated batch jobs to the Province (identifying the 
appropriate Applications team, where applicable) for Fully Managed Batch 
Processing and Partially Managed Batch Processing 

Assist the Province in performing Problem identification and resolution 
consisting of production batch restarts and reruns for Fully Managed Batch 
Processing and Partially Managed Batch Processing 

Provide and maintain the agreed notification list: 
• for the Applications batch cycle; and 
• Application escalation contacts 
• "Client Contact 

Provide the schedule for specific batch jobs that are to be repeated or run on an 
Application's batch cycle (for example, the schedule for a batch job that must be 
run on a daily, weekly, monthly basis) for the Fully Managed Batch Processing 

2.7.2 Mainframe Batch Scheduling Services 

R 

R 

R 

R 

R 

R 

Mainframe Batch Scheduling Services consists of all activities associated with defining and 
maintaining an Application's batch processing within the Automated Scheduling System. The 
objective of Mainframe System production batch scheduling is to have all pre-defmed 
Application cycles execute in the proper sequence with the results (the batch job completion) 
produced within the defined processing time frames for completion associated with the batch 
scheduling activity. 

The Service Provider will be responsible for: (a) managing the batch job scheduling for workload 
monitored and controlled by the Service Provider as part of the Batch Processing Services; and 
(b) entering the scheduling requests of Clients for the workload of Clients who manage their own 
automated demand batch job schedules. For greater clarity, there is an Automated Scheduling 
System scheduler that is used by multiple Clients across LP ARs. 
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The RASIC table below applies to the Mainframe Batch Monitoring Services for Fully Managed 
Batch Processing and Partially Managed Batch Processing, unless expressly indicated otherwise 
in the RASIC table. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Receive and review the Province's batch requirements for Fully Managed Batch 
Processing 

Provide technical and operational support for the automated scheduler and tools 

Add and maintain the defined Clients' batch job schedule into the Automated 
Scheduling System based on the Clients' batch requirements for Fully Managed 
Batch Processing 

Maintain the database for the Automated Scheduling System 

Resolve batch scheduling issues for Fully Managed Batch Processing and notify 
the Province of such scheduling issues and the issue resolution, through the 
Incident Management Process ofthe Services Management SOW 

Provide assistance to Province to resolve any batch scheduling issues for the 
Partially Managed Batch Processing 

Provide to the Service Provider, and maintain and update on an ongoing basis, a 
list of authorized Province personnel, in the form attached as Appendix E -
Authorizations, who are authorized to modify batch schedule(s) (such Appendix 
E - Authorizations will be provided by the Province to the Service Provider 
prior to the date that the Service Provider commences the provision of the 
Managed Mainframe Services) 

Permit only authorized Province personnel, as identified in writing by the 
Province in the form of Appendix E - Authorizations, to modify batch 
schedule(s) 

Provide batch schedule requirements, including job flow, dependencies, and 

R 

directions for exception conditions (for example, batch job restart instructions R 
and batch job callout (or escalation notification) instructions) 

Provide the Service Provider with changes to the Client Contact Lists R 
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Maintain the Client Contact Lists for Client batch job schedules for batch job 
restart instructions and batch job callout (or escalation notification) instructions 

2.8 Mainframe Client Technical Support Services 

R 

Mainframe Client Technical Support Services is the technical and operational support provided 
by the Service Provider to the Province (Mainframe System Clients) to facilitate efficient and 
effective use of the Managed Mainframe Services , and to respond to the Province (the Clients) 
requests for support or assistance related to the Managed Mainframe Services to achieve a high 
level of Client satisfaction. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Monitor (during Prime Time) the Mainframe support contact email addresses, 
acknowledge receipt of all emails and provide a response, or an estimated time 
for a full response, within 7 business hours (measured via incident tickets raised 
by Clients) 

Provide technical advice and support to Clients receiving Managed Mainframe 
Services and Applications developers during Hours of Service (for example, 
Mainframe System Software features, functions, new services, how to and such 
other features or functions) 

Provide technical advice and recommendations as the Province and Clients 
reasonably request (for example, product research, project support, application 
tuning, interoperability and such other recommendations) 

Provide technical and/or operations support staff to attend meetings with 
Clients, as required 

Support Client forums and committees by making presentations on aspects of 
the Managed Mainframe Services: including, without limitation, monthly 
Mainframe Advisory I Database Administrator Forum (MAF/DBAF), quarterly 
Windows Working Group (WWG), Resource Usage Reporting Group, and such 
other forums and committees as reasonably appropriate 
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At least annually, the Service Provider will prepare and make presentation(s) to 
Client forums on the Mainframe Software Plans and Mainframe Hardware Plans 
for the Province's next year (April 1 to March 31) 

Provide the Service Provider with the Managed Mainframe Services User Guide 
(MVS User Guide) and any supporting guides and documentation to be used in 
connection with the Mainframe System and the Managed Mainframe Services 
(for example, the SRS User Guide and such other guides as applicable 
(collectively, the "User Guides")) 

Maintain and update the User Guides for the Mainframe System and the 
Managed Mainframe Services (products and services targeted to Clients), in the 
format required by the Province on a continuous basis as appropriate 

Provide a copy of all software supplier user guides and technical documentation 
for software comprising the Mainframe System Software , via direct access to 
software supplier web sites if permitted or by providing an electronic version to 
the Province 

The Service Provider will order software supplier documentation for delivery to 
the Province or Clients upon request (the Parties acknowledge that the costs 
incurred by the Service Provider to obtain such software supplier documentation 
will be reimbursed by the Province) 

2.9 Mainframe Reporting Support Services 

R 

R 

R 

R 

R 

Mainframe Reporting Support Services is the Service Provider' responsibility for delivering the 
reports listed in Appendix B (Managed Mainframe Services Reports) (the "Mainframe Reports"), 
in the form and format, containing the content as identified by the Province and at the frequency 
as set forth in Appendix B (Managed Mainframe Services Reports). Mainframe Reporting 
Support Services includes the standard reports customarily delivered by the Service Provider to 
its customers in connection with mainframe services (such reports at the Effective Date are listed 
in Appendix B (Managed Mainframe Services Reports), as such customary reports may change 
over the Term of the Agreement). In addition, notwithstanding the provisions of Article 13 
(Reporting and Annual Operating Plan) and Schedule 5 (Special Terms) of the Agreement, the 
Service Provider will provide the Province with ad hoc or on demand reporting, as reasonably 
requested by the Province. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 
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Create, update, maintain and deliver the Mainframe Reports 

Respond to reasonable requests for ad hoc or on demand reports as 
contemplated in the paragraph above and provide such reports 

Capture and retain the full system raw SMF daily data on tape for seven years 

Capture and retain the summarized SMF database on tape for ten years (the 
summarized data is a small subset of the raw SMF data to support the INFO 
Reporting System and other WTS specialized reporting requirements for 
accounting, chargeback, performance and capacity purposes. This summary data 
includes detail to understand workload and capacity changes by service and 
Client) 

Detailed data to support Mainframe Systems Services reporting functions as set 
out in Appendix B will be retained in accordance with the Province's 
Operational Records Classification Systems (ORCS) and the Administrative 
Records Classification System (ARCS) policy 

Provide high level report of major storage categories with metrics related to 
configuration diagram (see Appendix B (Managed Mainframe Services Reports) 
-Storage Utilization Report) 

Provide high level mainframe network report on usage statistics and patterns 
(see Appendix B (Managed Mainframe Services 

Reports)- Network Utilization Report) 

Analyze, review, determine and apply new MIPS Accounting Factors to support 
associated MIPS reporting for capacity forecasting, utilization and the 
Province's WTS Mainframe System cost recovery process 

Apply MIPS Accounting Factor changes to the SMS accounting records 
annually, on April 15

\ in accordance with the Change Management Process 

Report the attainment of Mainframe System reliability and timeliness targets for 
mainframe service components on a monthly basis (see Appendix B (Managed 
Mainframe Services Reports) - Service Measures Report). These service 
component targets are an addendum to the Mainframe System Service Levels 
and Key Measurements in Schedule 11-A and 11-B ofthe Agreement 
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2.10 Mainframe Forms and Print Support Services 

Mainframe Forms and Print Support Services is the management and customization of the 
printing and presentation Mainframe System Software products used for printing and online 
document viewing from the Mainframe System. The provision of Client support for all print
related Mainframe System Software, custom code and utilities required to support routing output 
to mainframe network attached printers are within the scope of the Mainframe Forms and Print 
Support Services. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Provide the Service Provider with the forms requirements 

Maintain and Support forms based on the forms requirements 

Maintain and Support custom code including but not limited to the following 

Provide administration and support for the ViewDirect Mainframe System 
Software product 

As part of the annual Disaster Recovery Test, validate print to network attached 
printers 

Execute Province requests for all printer stops and starts 

Provide monthly reports to the Province detailing volumes by Clients and form 
type for Mainframe System print jobs (see Appendix B- Managed Mainframe 
Services Reports) 

Provide support for new and existing print applications 

Initiate service requests for changes to or of support of print definitions 

Receive and implement service requests 
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3. OPTIONAL MAINFRAME SERVICES 

The following services are available to the Province as optional services and are subject to being 
requested by the Province through Service Request/Province Ordering System request (under the 
Services Management SOW) on a Standard Time & Materials basis. 

3.1 Extended Database Management Services 

Extended Database Management Services includes the following components: Extended 
Database Administration Services, Extended Database Consulting Services and Extended 
Database Production Support Services as defined below. Upon the request of the Province, the 
Service Provider will provide the Extended Database Management Services, or any component 
of the Extended Database Management Services. 

3.1.1 Extended Database Administration Services 

Extended Database Administration Services is the management of the physical Application 
databases. Extended Database Administration Services includes, without limitation, database 
monitoring, backups, reorganization and recovery of the physical Application database, as may 
be necessary. Extended Database Administration Services apply to the following Mainframe 
System Software products: IMS, DB2, VSAM, and ImagePlus. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Perform all tasks and functions required to create a backup copy of the 
Application database 

Carry out all tasks and functions for the Application database recovery to 
restore an Application database from a backup copy and associated log files 

Carry out Application database reorganization tasks and functions including, 
but not limited to, uD.loading the Application database, redefining the 
Application database file structure and reloading the Application database 
with the objective to improve the Application database file structure space 
usage and the associated Application performance 

Monitor the Application database monitoring including, but not limited to, 
analyzing database physical metrics and usage activity with the objective to 
identify Application database performance improvements (for example, the 
need for an Application database reorganization for better utilization or 
Application performance) 
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Provide Application database administration disaster recovery in order to 
recover an Application database from a backup copy and associated log files 
during a Disaster Recovery Test or during a Disaster to the Disaster Recovery 
Site 

3.1.2 Extended Database Consulting Services 

R 

Extended Database Consulting Services is the assistance to Application developers as may be 
necessary in connection with the design and development of an Application database. Extended 
Database Consulting Services apply to the following Mainframe System Software products: 
IMS, DB2, VSAM, and ImagePlus. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Assist Application developers to define the Application requirements 

Assist Application developers to choose an appropriate DBMS to meet the 
Application requirements 

Assist the Application developers to create and improve Application code in 
connection with the Mainframe System 

Assist the Application developers to create and improve Application code to 
provide the required Application database access to the DBMS (the 
Application view or schema) 

Provide physical Application database design consulting services to define the 
Application database fields and the field characteristics, as required to meet 
the Application requirements 

Provide logical Application database design consulting services to define the 
logical view or schema of the physical Application database so that only the 
required Application data is managed by an Application 

Manage the control blocks for the IMS component of the Mainframe System 
Software including, without limitation, the process of defining, changing and 
removing the IMS database definitions (DBD), the associated program 
structure blocks (PSB) and message format services (MFS) to an IMS Region 
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Maintain and Support of the IMS Region, DB2 Region, CICS Region 
(including the VSAM file structure for each of IMS Region, DB2 Region, 
CICS Region) and the ImagePlus Mainframe System Software product, for the 
development, testing, education and production regions 

Assist the Province with assessing Application database utilities and tools and 
recommend utilities and tools to meet the Application requirements 

Identify and recommend new or advanced Application database utilities to 
achieve cost-savings, with the implementation of any new or advanced 
Application database utilities being subject to the Province's approval in 
writing 

Assist Application developers to identify Application database runtime 
performance issues 

Assist Application developers to assess the need for changes (including 
upgrades) within the Application.database 

3.1.3 Extended Database Production Support Services 

R 

R 

R 

R 

R 

Extended Database Production Support Services is the management (administration, 
performance, tuning, reorganization, changes, and diagnostics) of the Application databases in 
the production environment of the Mainframe System. Extended Database Production Support 
Services apply to the following Mainframe System Software products: IMS, DB2, VSAM, and 
ImagePlus. 

Service Provider and the Province will perform the tasks or functions as indicated in the RASIC 
chart below. 

Provide Application database management in a production environment 
including, but not limited to, Application database administration, Application 
database performance tuning, Application database implementation, 
Application database maintenance in accordance with the Application 
database standards and Application database technical support 

Monitor Application database performance to ensure availability of 
application data to the Applications 
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Identify and recommend to the Province modifications to the Application 
database to improve the Application performance 

Perform Application database tuning and Application database reorganization 
as required to maintain Application performance requirements 

Perform Application database diagnostics to assist in Problem resolution 

Make changes to Application database size to improve the Application 
performance 

Modify views or schemas and convert data from one view or schema to 
another to provide appropriate Application access 

Make changes to tables, columns, indexes, synonyms, links, stored 
procedures, and other Application database objects to meet Application 
requirements 

Plan for changes in the size of Application databases due to changing business 
requirements 

Schedule and implementation of changes in the size of Application databases, 
such changes based on business information provided by the Province, with 
such implementation being subject to the Province's approval 

Create the physical Application database in the DBMS including, without 
limitation, create indices and access methods 

Provide emergency production support, on a 24/7 Basis, to resolve 
Application database incidents and problems 

Recommend Application database maintenance cycles including, without 
limitation, Application database backups and Application database 
reorganizations 

Accept or reject Application database maintenance cycle recommendations R 

Implement approved Application database maintenance cycle 
recommendations 
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Validate Mainframe System Software upgrades to DBMS or OS 

Process access authorities to Application databases and assist with Client 
Application database security requests 
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4. Appendices 

APPENDIX A - MAINFRAME SERVICES DEFINITIONS 

Abend 

ACS Routines 

(ABnormal END) A type of system error in which a task or program fails to execute properly (for 
example, "abnormally ends") and the term is also used as the name for a type of error message that 
indicates such a failure has occurred. 
means Automatic Class Selection and ACS routines are one of the mechanisms DFSMS/MVS provides to 
help automate storage management (using ACS routines provides centralized control of storage 

and · associated SMS classes and with 

means a Client that is listed on the attached Appendix E as such appendix may be updated over the Term 
of the 
has the meaning given to it in Section 2.7(a) of this SOW. 

Automation Routines means the set of instructions and threshold settings used to manage Mainframe System resources (for 
batch and online and disk 

Batch Processing Services means the execution of a series of programs ("jobs") on a computer without human interaction (batch jobs 
are set up so they can be run to completion without human interaction, so all input data is preselected 
through scripts or command-line parameters as opposed to "online" or interactive programs which prompt 
the user for such· as such services are more · described in Section 2.7 of this SOW. 

Capacity Management means the responsible for making sure that the Resource Capacity of Managed Mainframe Services and 
the Managed Mainframe Services infrastructure is able to deliver agreed Service Level Targets in a cost 
effective and timely manner. Capacity Management considers all Resources required to deliver the 
Managed Mainframe Services, and plans for short, medium and long term business requirements of the 
Province. 

Capacity Plan means part of the report "Capacity Planning and Utilization Report -Month/Year" 
found in · B Services 
means the 
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Change Management 
Process 
Change Window 

CICS 

CICS Region 

Client 

Client Contact Lists 

Client Removable Media 
............. ,,...-T Services 
CLIST 

Data 

50648830.7 

Means part of the report" Capacity Planning and Utilization Report- Month/Year" 
found in · B Services 
means a machine that can execute computer programs. 

means the change process described in the Services Management SOW. 

has the meaning given to such term in the Services Management SOW (the regularly scheduled time 
frame, from 6:00 AM to 9:00 AM (PST) weekly on Sunday where changes to the systems environment are 
tested and 
means the Customer Information Control System, a transaction server that runs primarily on IBM 
mainframe systems under z/OS and is a transaction manager designed for rapid, high-volume online 
processing (this processing is mostly interactive (screen-oriented), but background transactions are 
possible and such software product is listed in Appendix D - Mainframe System Software as CICS 
Transaction ......... r., .... r 

means a collection of resources controlled by CICS as a unit (a CICS resource is any facility or component 
of a CICS system that is required to perform a task. The resources in a region include programs, Basic 
Mapping Support (BM) map sets, transactions, terminals, files, transient data queues, temporary storage 
queues, and journals. A CICS region consists of the following components: Resource definition databases, 
Libraries and Services and 
has the meaning given to it in the Agreement and, for the purposes of this SOW, includes any and all 
Broader Public Sector entities Mainframe Services from WTS. 
means the document given to the Service Provider by the Province that relates a Client to an Application 
for Batch Services. 
means the services described in Section 2.3.2 of this SOW. 

means the high-level interpretive language that enables end users to work more efficiently with TSO/E. 
Programs called CLISTs may be written to perform routine and complex programming tasks.TSO/E is part 
of the IBM zOS software. 
means the information collected, administered and managed by the Province in electronic form (or a 
printed version thereof), which may be accessed by a Service Provider, including, for greater certainty, 

and other · of such Data. 
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Database Administration 
or DBA 

DB2 

DB2 Region 

Disaster Recovery Site 

Disaster Recovery Test 

DRS (Dynamic Report 

Exception Event 

Extended Database 
Administration Services 
Extended Database 

Services 

50648830.7 

means the function of managing and maintaining database management systems (DBMS) software 
(mainstream DBMS software such as IBM's DB2 and IMS require ongoing management and systems 
DBAs focus on the physical aspects of database administration such as DBMS installation, configuration, 
patching, upgrades, backups, restores, refreshes, performance optimization, maintenance and Disaster 

means the restoration, at a location other than the STMS Calgary Data Centre, of the Managed Mainframe 
Services · a declared Disaster. 
means the plan prepared by the Service Provider to provide a full recovery of Managed Mainframe 
Services a declared Disaster or a Disaster Test. 
means the secured off-site storage location for Disaster Recovery purposes, which shall be SunGard 
Canada in Ontario or such other location as the Parties m 
also known as the "Information Technology Recovery Exercise (ITRE)", means the annual activity that 
exercises the Disaster Recovery Plan for the Managed Mainframe Services delivered by the Service 
Provider under the Agreement which exercise includes the recovery of the Mainframe System and a subset 
ofClient · · 
allows CICS online transactions, other TP monitor applications and batch programs to dynamically create 
,.,.,..,f"\r1r<> on the JES or route to network attached · 
means abnormal conditions such as job Abends, transaction Abends and system alerts such as performance 
threshold warnings, and includes, but is not limited to, starting and stopping systems resources such as 
CICS · IMS transactions batch · · network connections and the n.,...,.,.,-r, 
means the services described in Section 3.1.1 ofthis SOW. 

means the services described in Section 3.1.2 ofthis SOW. 
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Services 
Extended Database 
Production Support 
Services 
Fully Managed Batch 
Pro 
Global Mainframe 
Software Distribution 
Hardware Tape 

Services 

IMS 

IMS Database Manager 

IMS Region 

means the services described in Section 3.1 of this SOW. 

means the services described in Section 3.1.3 ofthis SOW. 

has the meaning given to it in Section 2.7(a) of this SOW. 

means the Service Provider process that centralizes the acquisition, integration and packaging of 
Mainframe Software to achieve increased software 
means the services described in Section 2.3.5 of this SOW. 

folder 

means IBM's Information Management System (IMS) which is a joint hierarchical database and 
information with extensive transaction 
means the database component of an IMS Region that supports the access to and storage of data in a 
database. 
means a Mainframe System subsystem, a secondary or subordinate system that is usually capable of 
operating independently of, or asynchronously with, a controlling system. An IMS Region is a distinct 
instance of a DBMS. The IMS software enables terminal users, batch applications and database utilities to 
retrieve and modify the data within a database, ensures the retrieval is current and maintains system log 
information to allow data rPr'CHTI~ru 

IMS Transaction Manager means a transaction manager (IMS TM, also known as IMS DC). A transaction manager interacts with an 
(IMS/TM) online user (connected through VTAM or TCP/IP, including 3270 and Web user interfaces) or another 

Integrated Software 
Refresh Package 

50648830.7 

to data. 
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Interactive System 
Software rt Services 
ISPF 

JES2 (Job Entry 

LPAR 

LSPR MIPS Rating 

Mainframe Automated 

Services 

means the services described in Section 2.2.4 of this SOW. 

means Interactive System Product Facility and is an IBM product that is part of the zOS Base in the 
software list 
means the component of IBM's Multiple Virtual Storage (MVS) operating system that reads in jobs, 
,.,..,-t,~ ...... ,"A"~"" their Job Control and schedules their execution. 
means the division of a single computer into two or more independent environments, each running its own 

An LP AR enables to be consolidated on a machine. 
means the MIPS Large Systems Performance Reference rating system based on IBM benchmarks (IBM 
runs a series of benchmark's that are made publicly available, to determine the MIPS rating for the various 

means the services described in Section 2.6.3 of this SOW. 

means the services described in Section 2.7.1 of this SOW. 

Mainframe Batch means the services described in Section 2.7.2 of this SOW. 
Sched Services 
Mainframe CICS Support means the services described in Section 2.2.4.3 of this SOW. 
Services 
Mainframe Client means the services described in Section 2.7.3 of this SOW. 
Technical Support 
Services 
Mainframe DB2 Support means the services described in Section 2.2.4.1 of this SOW. 
Services 
Mainframe Forms and means the services described in Section 2.10 ofthis SOW. 

Mainframe Hardware found in Appendix B (Managed Mainframe Services 
Plan 
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Mainframe Hardware 
Preventive Maintenance 
Services 
Mainframe Hardware 
Refresh Services 
Mainframe IMS Support 
Services 
Mainframe MQSeries 

Services 
Mainframe Reporting 
, ......... nrt Services 

Mainframe System 
Console Operations 
Services 
Mainframe System 
Hardware Environment 
Services 
Mainframe System 
Network Software 

50648830.7 

means the services described in Section 2.1.2 of this SOW. 

means the services described in Section 2.1.3 ofthis SOW. 

means the services described in Section 2.2.4.4 of this SOW. 

means the services described in Section 2.2.4.2 of this SOW. 

means the services described in Section 2.9 of this SOW. 

to it in Section 2.9 of this SOW. 

means the services described in Section 2.3 of this SOW. 

means the services described in Section 2.3.1 of this SOW. 

has the 

means the services described in Section 2.1.1 ofthis SOW. 

means the network software components of the software products that are listed in this SOW at Appendix 
D and associated documentation. 
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Mainframe System ' 
Network Software Support 
Services 
Mainframe System 
Software 
Mainframe System 
Software Backup and 
Restore Services 
Mainframe System 
Software Environment 
Services 
Mainframe System 
Software Plan 
Mainframe System 
Software Preventive 
Maintenance Services 
Mainframe Systems 

tions 
Maintain and Support 

Major Resource 

MIPS (Millions of 
Instructions Per 

50648830.7 

means the services described in Section 2.2.5 of this SOW. 

means the software products that are listed in this SOW at Appendix D (Mainframe System Software) and 
associated documentation. 

means the services described in Section 2.2.6 of this SOW. 

means the services described in-Section 2.2.1 ofthis SOW. 

means the report "Mainframe Systems Software Plan" found in Appendix B (Managed Mainframe 
Services 
means the services described in Section 2.2.2 of this SOW. 

means the services described in Section 2.6 of this SOW. 

in connection with the Mainframe Hardware and Mainframe System Software includes, without limitation, 
configuration, acquisition, installation, configuration, management, testing support, break/fix support, end 
user and · as · of such Mainframe Hardware and Mainframe Software. 
Means MIPS, DASD, Tape, CPU seconds, workload volumes by service (for example, TSO, IMS, CICS, 
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MIPS Accounting Factors 

MQSeries 

MQSeries Region 

No Priority Batch or NPB 

Offsite Data Storage 
Disaster Services 
Operating System 

Partially Managed Batch 
Pro 
Performance Management 
Services 
Prime Time 

50648830.7 

means the capture ratios, billing factors, system factor, and processor ratings applied to accounting records 
to normalize processor usage across changes in operating systems levels and hardware technology. 
Factors will change from time to time subject to the mutual agreement of the Parties, as new operating 
systems, processors and Client workloads change (such review and adjustment by the Parties will be 

on 1st). 

means the software product that provides the communication path between applications that may be on 
different 
means a Mainframe System subsystem, a secondary or subordinate system that is usually capable of 
operating independently of, or asynchronously with, a controlling system. An MQSeries is a queue 
manager that owns and manages the set of resources that include; page sets, logs, connections through 
which different application environments (CICS, IMS, and Batch) can access the MQSeries and a 
HHJU,..,,· channel initiator. 

means the service that allows customers to run large non-deadline dependent jobs without incurring 
billable MIPS under the Province Mainframe System cost recovery methodology (a special account code 
is assigned to each Client and allows NPB jobs to be run without incurring charges for CPU use, however, 

are still accumulated the Province for I/0 and · · 
means the services described in Section 2.3.4 ofthis SOW. 

means the main control program that runs a computer and sets the standard for running application 
programs. An operating system is responsible for functions such as memory allocation, managing 

and errors and and 
has the meaning given to it in Section 2.7(b) of this SOW. 

means the services described in Section 2.5 of this SOW. 

means the 
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Resource means any physical or virtual systems component of limited availability within a computer system. It 
includes Mainframe hardware and software computing resource components that are measured to support 
the Mainframe Services Capacity Planning and Management Services, Performance Management 
Services, and Managed Mainframe Services Reports (Appendix B). The Resource components include, 
but are not limited to, MIPS, memory, CPU time, disk, tape, started tasks, LPARs, regions and 
transactions IMS DB and network 

Resource Capacity means the measure or extent to which the Resources are used against the available or target system 
capacity. 

Resource Usage Reporting Means a sub-committee of the Windows Working Group (WWG). 

Security Server 

SMF 

Software Refresh Services 
SPANIBC 

50648830.7 

Process under the Services 
component of the Managed 

Windows. 

means the IBM security software product that provides access control and auditing functionality for the 
Mainframe · Server is also known as Resource Access Control 
means the IBM System Management Facility and is a component of the Operating System that provides a 
standardized method for recording system activities. These records include, but are not limited to: I/0; 
network software · error · and utilization. 

known as the Shared Provincial Access Network for British Columbia (SPAN/BC), means the shared 
private network that enables connectivity and electronic service delivery between the B.C. government, the 
broader · sector the business · and citizens of the · 
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Supplier Certified 

Swing Hardware 

System Availability 
Services 

VTAM 

VTE 

Volume Table Of Contents 

Windows Working Group 
(WWG) 

50648830.7 

has two meanings. The first means that the Service Provider has tested the hardware components that 
comprise the Mainframe Hardware to provide that such hardware is functionally compatible when 
integrated together. The second means that the Service Provider has tested the software components that 
comprise the Mainframe System Software to provide that such software is functionally compatible when 

means temporary hardware for transition of the Province's Managed Mainframe Services from its existing 
service · as of the Effective Date to the Service Provider. 
means the services described in Section 2.6.1 of this SOW. 

means the Internet Protocol Suite: A combination of the Transmission Control Protocol and the Internet 
Protocol. 

means Virtual Telecommunications Access Method and is the main Systems Network Architecture (SNA) 
subsystem resident in an IBM mainframe that manages session establishment and data flow between 
terminals and · · or between · · 
means Virtual Tape Environment that is intermediate DASD with associated tape control units and tape 
drives. 
means the disk storage volume table of contents (which is the table of contents listing the Data on the 

means the Windows Working Group Client forum lead by WTS that supports the usage of 
Managed Mainframe Services (MIPS, Storage) for both the capacity planning process and the allocation 
and of Mainframe costs the Province from the Clients of the Mainframe Services. 
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APPENDIX B -MANAGED MAINFRAME SERVICES REPORTS 

All Report Names referenced in the following table will be provided by the Service Provider to the Province. 

Capacity Planning 
Utilization Report 
"Month/Year" 

and Capacity utilization synopsis 
- recommendations, including: 

and 2.4 Mainframe Capacity 
Planning and 
Management Services • Analysis of 11th Hour 

• 

• 

Usage, Prime Shift Usage, and 
Actual vs. Forecast; 

A recommendation re MVS 
Processor, DASD and Tape 
capacity along with 

A standard set of charts and 
graphs are prepared to track 
customer usage 

• A monthly set of charts are 
prepared to track customer 
projections vs. actual usage. 

• A monthly set of charts 
(graphic view of Resource 

- Capacity Plan 
- Capacity Report 

monthly 

Capacity Utilization charts A set of charts (graphic view of 2.8 Mainframe Client monthly-
- "Month/Year" Resource Capacity utilization) presented Technical Support 

by Service Provider to Client forums Services 

INFO Reports A broad range of usage reports, system 2.9 Mainframe Reporting 
and client based Support Services 

• primarily text based; some 
standard graphs 

50648830.7 B- 1-

hourly, 
daily, 

monthly 

incl. 22 graphs 

20 graphs 

Availability: 9 
Performance: 17 
Client specific: 25 
common reports with 
21 views 
Utilization: 14 

40 total 

Word 
HIS 

Excel 
s 

TSO/ISPF 
panels 

s 
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Capacity and Performance 
Graphs 

Services Volume 
Utilization Graphs 

50648830.7 

Presents a number of performance and 
utilization reports, overall and client 
specific views: 
URL: 

Used by Province Service Management: 
- 3 6 months history 
- Number of non-scheduled IPLs 
- AI Dl I avg. utilization prime shift 
- AI Dl I avg. utilization non-prime shift 
- IMS prod txn volume 
- IMS2 prod txn volume 
- IMS Test txn volume 
- CICS Prod txn volume 
- CICS Test txn volume 
-Batch jobs (all classes) txn volume 
- TSO txn volume 
-Total no. ofTSO sessions 
- Total no. of tape mounts 
-Total no. ofDB2 threads from IMS 
-Total no. ofDB2 threads from CICS 
-Total no. ofDB2 threads from TSO 
-Total no. ofDB2 threads from Batch 
-No. of non-silo tape mounts 
-No. of silo mounts 

B- 2-

2.9 Mainframe Reporting 
Support Services 

2.9 Mainframe Reporting 
Support Services 

daily 

monthly 

(these graphs can be 
displayed in zJOS and 
equivalents of the 
web site graphs 

Dashboard: 4 views 
Daily: 19 views 
CICS: 5 views 

Monthly: 25 views 

23 charts 

Web 
s 

Mainframe 
H 
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WWG Mainframe Usage Excel spreadsheet template 2.4 Mainframe Capacity 
Forecast Worksheet Service Provider maintains the Planning and 

template and supports any required Management Services 
macro changes 

IFMEARL WI Monthly Resource capacity usage and forecasting 2.4 Mainframe Capacity 
Planning and 
Management Services 

Reporting Group MIPS -MIPS utilization 

IFY ACT 18 months 
-TAPE 

IFY ACT 18 months 
-STC 

IFYACT 18 months 
-ACTUALS 

IFY ACT 18 months 
-PRINT 

- data used by Province to populate WWG 
forecast templates for Clients 

Resource capacity usage and forecasting 
- TAPE utilization 
- data used by Province to populate WWW 
forecast templates for Clients 

Resource capacity usage and forecasting 
- Started tasks 
- data used by Province to populate WWW 
forecast templates for Clients 

Resource capacity usage and forecasting 
-MIPS, DASD and Tape Mounts 
- data used by Province to populate forecast 
templates for Clients 

2.4 Mainframe Capacity 
Planning and 
Management Services 

2.4 Mainframe Capacity 
Planning and 
Management Services 

2.4 Mainframe Capacity 
Planning and 
Management Services 

Resource capacity usage and forecasting 2.10 Mainframe Forms 
- PRINT (simplex, duplex, impact and Print Support 
counts by Client) Services 
- data used by BC Mail Plus 

semi
annually 

monthly 

monthly 

monthly 

monthly 

monthly 

Accounting Factors: 
- Impact Analysis 

Modeling impact of accounting factor 2.9 Mainframe Reporting 3 times prior 
change to assess impact on utilization Support Services to Feb 
allocation 

50648830.7 B- 3-

1 

1 

1 

1 

1 

1 

3 

Excel 
s 

Excel 
s 

Excel 
s 

Excel 
s 

Excel 
s 

Excel 
s 

Word/Excel 
s 
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Accounting Factors: 
- Supplemental report 

HSM Performance Charts 

DDFIFY ACT.XLS 

DDFMIPSHISTORYJCLS 

DDFSLASUMMARY.XLS 

DDFMIPSUSAGEJCLS 

Mainframe 
Software Plan 

50648830.7 

System 

Pro forma impact of accounting factor 2.9 Mainframe Reporting 
change Support Services 
-forWWG 

Tape Queue/Recall Performance 2.9 Mainframe Reporting 
Measurement 
Resource capacity usage and forecasting 
- spreadsheet of MIPS summary by 
customer for assessment of new DB2 
workload 

Services 
2.9 Mainframe Reporting 
Support Services 

Resource capacity usage and forecasting 2.9 Mainframe Reporting 
-monthly MIPS history Support Services 
for assessment of new DB2 workload 
Resource capacity usage and forecasting 2.9 Mainframe Reporting 
- summary by JOB Support Services 
for assessment of new DB2 workload 
Resource capacity usage and forecasting 
-usage by USERID 
for assessment of new DB2 workload 
System Software maintenance and 
upgrade plan 
- 18 month view forward 

category, description, rationale, 
benefits, planned implementation date, 
status, TIB reference, requirement for 
Client testing 

B- 4-

2.9 Mainframe Reporting 
Support Services 

2.2.1 Mainframe System 
Software Environment 
Services 
2.2.2 Mainframe System 
Software Preventative 
Maintenance Services 
2.2.3 Software Refresh 
Services 

Mainframe System 
Software Plan 

once per 
year prior to 
July forecast 

monthly 

monthly 

monthly 

monthly 

monthly 

monthly 

1 

1 

1 

1 

1 

1 

Word/Excel 
s 

Excel 
s 

Excel 
s 

Excel 
s 

Excel 
s 

Excel 
s 

Excel 
s 
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Mainframe Hardware Plan Hardware maintenance and upgrade plan 2.1.1 Mainframe System 
- 18 month view forward Hardware Environment 

category, description, rationale, 
benefits, planned implementation date, 
status, TIB reference, requirement for 
Client testing 

Services 
2.2.2 Mainframe System 
Hardware Services 
2.1.3 Mainframe 
Hardware Flefresh 
Services 

- Mainframe Hardware 
Plan 

Storage Utilization Fleport Provide high level report of major 2.9 Mainframe Fleporting 
storage categories with metrics related to Services 

Network Utilization Fleport network 2.9 Mainframe Fleporting 

TAPE Management Fleport: 
- Annual 
TAPE Management Fleport: 
- Client Flemovable Media 

volume 

Service Measures Fleport: 
- Monthly Fleport 

Service Measures Fleport: 
- 3 month Summary 

50648830.7 

patterns Services 

Tapes sent out of Data Centre 

Confirmation list of volume serial numbers 
of Province tape volumes processed for 
confidential destruction 

detailed Service Measures attainment for 
previous year, includes: 
• Production LP ARS, IMS Class 1 & 3 

timeliness; 
• Production LPARS, DDF availability & 

timeliness; 

B-5-

2.3.1 Mainframe Storage 
Services 
2.3 .2 Client Flemovable 
Media Management 
Services 
As defined in the Security 
sow 

2.9 Mainframe Fleporting 

Services 

monthly 

monthly 

monthly 

annually 

quarterly 

ad hoc 

Monthly 

high level 

summary of 

Service 

1 

under development 

under development 

1 

1 

ad hoc 

Excel 
s 

TBD 

TBD 

PDF 
HIS 
PDF 
HIS 

PDF 
H 

Word 
s 
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50648830.7 

• Production LPARS VTAM, TCP/IP, 
VPS, DRS outages; and 

• All of the above on the Development 
LPAR 

B-6-

Measure 

attainment 

by month 
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APPENDIX C- MAINFRAME HARDWARE LIST 

The Managed Mainframe Services will commence in January 2011. As a result, the Parties acknowledge and agree that the Supplier 
hardware is expected to change over the period from the signing of the Agreement until January 2011. Mainframe Hardware 
technology refreshes will be carried out in accordance with Section 2.1.3 (Mainframe Hardware Refresh Services) ofthis SOW. The 
following list of hardware will need to be verified and possibly modified due to technology changes prior to commencement of 
Managed Mainframe Services. 

STMS Calgary CPU IBM Service Provider z9 technology (Model2096-s03) 
Data Centre • 617 MIPS, 

• 16GB Memory, 

• 32 FICON Channels, 

• 32 ESCON Channels, 

• 8 OSA/E 
STMS Calgary DASD EMC Service Provider 3.525TB Usable DMX-4 
Data Centre • 8GB Global Memory, 

• 4 FICON, 

• 73GB Drives 
STMS Calgary Tape -VSM SUN Service Provider VSM5 
Data Centre • 16TB Disk Memory, 

• 16 FICON Channels, 

• 256 virtual drives 
STMS Calgary Tape -SL8500 SUN Service Provider Tape Library 
Data Centre • 2500 Slots, 

• 8 Handbots 
STMS Calgary Tape -Drives SUN Service Provider (8) 9840D Encryption capable drives 
Data Centre 
STMS Calgary Tape - KMS Server SUN Service Provider Key Management server for Tape Drive Data 
Data Centre 
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Recovery Site 

Disaster 
Recovery Site 

Disaster 
Recovery Site 

Disaster 
Recovery Site 

Disaster 

50648830.7 

DASD 

Tape -VSM SUN 

Tape -SL8500 SUN 

Tape -Drives SUN 

Tape - KMS Server SUN 

C- 2-

• 8 GB Memory, 
• 32 PICON Channels, 
• 8 ESCON Channels, 
• 4 OSA/E 

SunGard SUNGARD Shared Service disk 
• 3.525TB Usable, 
• 8GB Global Memory, 
• 4 PICON 

Service Provider VSM5 
• 7.5TB Disk Memory, 
• 16 PICON 6 virtual drives 

Service Provider Tape Library 
• 1750 Slots, 
• 8 Handbots 

Service Provider (8) 9840D Encryption capable drives 

Service Provider Key Management server for Tape Drive Data 
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APPENDIX D - MAINFRAME SYSTEM SOFTWARE 

Appendix D.l Standard Software 

Appendix D.J.J Service Provider Provided Base Software 

The Service Provider will provide the following Supplier software products as part of the Standard Software base. License and maintenance fees 
associated with these products are recovered in the monthly MIPS rate. 
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Appendix D.J.2 Service Provider Developed Software 

The Service Provider will provide the following developed software products as part of the Standard Software base. The costs for this Standard 
Software are recovered in the monthly MIPS rate. 
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Appendix D.2 

Appendix D.2.1 

Non-Standard Software 

Service Provider Provided, Province Paid Software 

The Service Provider will provide the following Supplier software products as part of the Non-Standard Software. The costs for the Non-Standard 
Software are recovered in the monthly Non-Standard software charge. The Parties acknowledge that the fees associated with the Non-Standard 
Software products provided by the Service Provider may be amended to reflect a change in hardware technology if there is a requirement to move 
from z9 to zlO as reflected in Appendix C- Hardware List. 

Note: The Non-Standard software monthly fee is adjusted annually by the Service Provider. The fee will increase or decrease to reflect changes 
in supplier maintenance fees and changes in CPU capacity and I or software mix. 
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Appendix D.2.2 Province Provided Software 

The Province will provide the Service Provider with use and access rights to the following Supplier software products and they are categorized as 
Non-Standard Software. 
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Distribution 
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Library & Preference 
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Appendix D.2.3 Province Developed Software 

The Province will provide the following Province Developed Software as part of the Standard Software base. The Service Provider may use the 
Province Developed Software. The maintenance and support for this Province Developed Software is recovered in the monthly MIPS rate. 

Province 

Province 

Province 

Province 

50648830.7 

Service Request System 

Custom code- print services and support 

Custom code- operating system software 
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APPENDIX E- AUTHORIZATIONS 

1.15 Batch Schedule Approval Managed Mainframe Services related Authorization 
lists will be provided as part Mainframe 
Transformation as documented in the Transformation 
sow 

2.3 .2 Client Removable Media Managed Mainframe Services related Authorization 

50648830.7 

Support Services lists will be provided as part Mainframe 
Transformation as documented in the Transformation 
sow 
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1. SOW SA, Scope and Summary 

1.1 Definitions 

Capitalized terms used in this SOW will have the meanings given to them in Appendix A of this 
SOW, the Agreement and the Master Transfer Agreement, as applicable. 

1.2 Purpose of this Document 

1.2.1 General 

The purpose of this SOW is to describe the scope. and functions of the Server Management 
Services to be performed by Service Provider for the Province under the terms of the Agreement, 
and the general provisions that will apply to this SOW and the Supporting SOWs. This SOW 
sets forth the background and a general overview of the Server Management Services in 
Section 1.3 (Server Management Services Overview) below, and describes the Server 
Management Services in more detail in Section 1.4 (Server Management Services Description) 
below. 

1.2.2 Outcomes Based Approach 

The services described in this SOW and in the Supporting SOWs use an outcomes-based 
approach. The outcomes-based approach used to describe the services in this SOW and the 
Supporting SOWs is intended to allow Service Provider the ability to determine the most 
efficient manner of providing the services so described while achieving all applicable Service 
Levels; provided that in providing the Services under this SOW and the Supporting SOWs the 
Service Provider complies, at all times, with the Privacy Obligations, the requirements of the 
Security SOW and the Province Security Policies & Standards (as defined in the Security SOW). 

Accordingly, the specific procedures, processes and associated tasks required to be undertaken 
by Service Provider to perform the Services under this SOW and the Supporting SOWs are not 
described in this SOW and in the Supporting SOWs, but will be described more fully in the 
Midrange Operating Manual (defined below). As a result, it is the intention of the Parties that 
Service Provider will do what is required to deliver the Services under this SOW and the 
Supporting SOWs in compliance with the requirements of this SOW and the Supporting SOWs, 
even though the specific procedures, processes and tasks to do so are not specifically identified 
or otherwise articulated; provided that in doing so the Service Provider shall not be responsible 
for (or otherwise be required to undertake) those matters that are specified in this SOW, the 
Supporting SOWs or elsewhere in the Transaction Documents as being the responsibility of the 
Province, a Client or a third party (where the third party is not a Subcontractor of Service 
Provider for purposes of providing Services under the Agreement). 

1.2.3 Responsibility Charts 

Section 1.4 (Server Management Services Description) of this SOW includes "Responsibility" 
charts that describe the responsibilities of the Province and Service Provider in respect of the 
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Server Management Services, as indicated in the charts by an "R". The "R" is to be interpreted 
as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise 
for completing the task or responsibility identified. 

1.2.4 Midrange Operating Manual 

For greater clarification, it is the intention of the Parties that the specific procedures, processes, 
tasks and functions not described in this SOW or in the Supporting SOWs that are required to be 
performed by Service Provider in order to deliver the Services under this SOW and the 
Supporting SOWs shall be described in detail in an operating manual (the "Midrange 
Operating Manual"), to be prepared by Service Provider as part of the transformation activities 
under the Transformation SOW. The Midrange Operating Manual shall form part of the Manual 
described in Sections 4.8 (Documentation) and 4.9 (Manual Requirements) of the Agreement. 
Service Provider will provide the Province with a copy of the Midrange Operating Manual upon 
request from time to time. 

The Parties acknowledge that on the Hand-Over Date, the Midrange Operating Manual shall 
consist of the processes, procedures (and associated tasks and functions) that are in use by the 
Province immediately prior to the Hand-Over Date (the "Province Procedures") until the 
Province Procedures have been revised by Service Provider as contemplated in the 
Transformation SOW. The Parties acknowledge that the Province Procedures are in various 
states of completion and drafting, and will not necessarily articulate all processes, procedures, 
tasks and functions that will be required for Service Provider to provide the Services under this 
SOW and the Supporting SOWs immediately following the Hand-Over Date. 

1.2.5 Server Locations, Transformation and Ownership 

Transformation 

As of the Hand-Over Date, the Servers that are the subject of the Services under this SOW and 
the Supporting SOWs are located at Remote Sites, Province Data Centres and Regional Network 
Centres. As part of the Transformation SOW and the Annual Operating Plan, the Province Data 
Centres will be (and some Remote Sites and Regional Network Centres may be) 
decommissioned in whole or in part and replaced by the STMS Data Centre. The Services under 
this SOW and the Supporting SOWs in respect of the Servers located at the Province Data 
Centres (and such Regional Network Centres and Remote Sites) may change as a result of the 
decommissioning of Province Midrange Facilities, and any such changes shall be documented as 
part of the transformation activities described in the Transformation SOW or the planning 
activities of the Annual Operating Plan. 

Ownership 

Regardless of the location of any Servers that are the subject of the Services under this SOW or 
the Supporting SOWs, the Province Owned Equipment and all additions and upgrades to the 
Province Owned Equipment shall at all times be and continued to be owned by the Province, and 
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the Service Provider Owned Equipment and all additions and upgrades to the Service Provider 
Owned Equipment shall be and continue to be owned by Service Provider, unless and until such 
Service Provider Owned Equipment is purchased by the Province in accordance with 
Section 29.6 (Transfer of Assets, Contracts and Software) ofthe Agreement. 

1.2.6 Storage and Cabling 

Service Provider will be responsible for network and storage cabling from the Province network 
switch in the Remotes Sites and Regional Network Centres. Cabling provided in the STMS Data 
Centre and in the Province Data Centre is described in Data Centre SOW. 

1.2. 7 Use Rights & Support Agreements 

Use Rights 

The parties acknowledge that there are certain software licenses and software and hardware 
maintenance agreements as listed in a Schedule to the Master Transfer Agreement (referred to in 
this SOW and in the Master Transfer Agreement as the "Access Rights Contracts"), that will be 
maintained by the Province and used by the Service Provider in performing the services under 
this SOW and the Supporting SOWs in respect of the Province Owned Equipment and the 
Province Licenses. Unless otherwise determined under the Change Order Process or the Change 
Management Process, as applicable, the Province will grant the Service Provider access and use 
rights to the Access Rights Contracts as set forth in the Master Transfer Agreement (the "Use 
Rights"), and will maintain the Access Rights Contracts in good standing for that purpose. The 
provisions of the Master Transfer Agreement will apply in respect of the Access Rights 
Contracts and the Use Rights. Service Provider and Province will exchange and provide 
information to each other as may be necessary to facilitate the Use Rights and to maintain the 
Access Rights Contracts in good standing. 

Microsoft Licenses 

Notwithstanding the above, the Service Provider will obtain its own Microsoft "premier support 
maintenance agreements" for the Microsoft licences provided by the Province, and accordingly, 
the Use Rights will not apply to support agreements for Microsoft Software included in the 
Province Licenses (the "Microsoft Licenses"). For greater clarification the Province will 
provide use rights to the Service Provider for the use and maintenance of the Microsoft Licenses. 

Non-Maintenance Equipment/Software 

Except as set forth above regarding the Microsoft Licenses, if any Province Owned Equipment 
or Province Licenses are not subject to any Access Rights Contracts (the "Non-Maintenance 
Equipment and Software"), then: (1) the Service Provider will use reasonable commercial 
efforts to resolve Problems and Incidents relating to the Non-Maintenance Equipment and 
Software; (2) as long as the Service Provider uses such reasonable commercial efforts, it will be 
relieved from applicable Service Levels in respect of the Non-Maintenance Equipment and 
Software if it is unable to resolve the Problems and Incidents; and (3) the Service Provider will 
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work cooperatively with the Province to determine how to resolve such Problems and Incidents, 
and if necessary, the matter will be resolved through the Governance Process. 

To the extent that a software licence, or a software or hardware maintenance agreement in 
addition to the Access Rights Contracts is required by the Service Provider to perform the 
services under this SOW or the Supporting SOWs, then unless otherwise determined under the 
Change Order Process or the Change Management Process, as applicable, the Service Provider 
will obtain and maintain such licences and maintenance agreements as required to perform the 
applicable services. These will include, without limitation, the Operating Systems supplied with 
the Service Provider Owned Equipment, the Service Provider Tools, and software required for 
the Virtual Servers (as described in the Virtual Server SOW). 

1.2.8 Use of Province Ordering System, ITIMS and Request Management 

The use of ITIMS and Request Management in this SOW refer to the processes more fully 
described in the Services Management SOW. The use of Province Ordering System in this SOW 
is described at a high level and is more fully described in the Services Management SOW and 
the Manual (as defined in the Agreement). 

1.2.9 Appendices 

The following Appendices are attached to and form part of this SOW, whether or not they are 
specifically referred to in this SOW: 

• 
• 
• 
• 
• 
• 
• 

1.3 

1.3.1 

Appendix A- Defined terms/Definitions 
Appendix B -Midrange Reports 
Appendix F - Supported Operating Systems 
Appendix G- Managed Services - Storage of Surplus Hardware 
Appendix H- Province Ordering System Process Flow 
Appendix I- Major Midrange Software Release Upgrades 
Appendix J- Server Technology Evolution 

Server Management Services Overview 

Background 

The Server Management Services provides for the deployment and daily delivery of Server 
hosting and management services to the Province (and Clients) consisting of procuring, 
installing, configuring, maintaining, upgrading, decommissioning and disposing of Servers and 
Server-related hardware, firmware, Operating Systems, backup and restore software, security 
software and monitoring software (such as anti-virus software, Server availability monitoring, 
Server performance monitoring), all as mor~ particularly described in this SOW and in the 
documents referred to in this SOW. 

The components of the Server Management Services described in this SOW apply to all Servers 
referred to in the other "Midrange SOWs", as illustrated in the diagram below. The Services 
described in other "Midrange SOWs" (which are referred to in the diagram below as 
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"Supporting SOWs") are dependent upon the services described in this SOW. The Supporting 
SOWs are cross -referenced in this SOW. 

service 
• Printing 

management 

1.3.2 

Midrange SOWs 

Server 
Management 

Services 
sow 

(describes all 
standard and 

enhanced 
services) 

Shared Database • Virtual environments Dedicated Database • In person onsite 
support Application Support support services 

Middleware Support 

Server Management Services Components - General Overview 

Data Centre 

Security 

I Transformation I 
Transition I 

The Server Management Services are broken down into the components listed below (each of 
which are described more fully in Section 1.4 (Server Management Services Description)), and 
generally follow the lifecycle of a Server. The Parties acknowledge that the Server Management 
Services provided by Service Provider on the Province Owned Equipment will apply, as 
required, given the stage that each Province Owned Server is at in its lifecycle (for example, if a 
Province Owned Server has been procured but not installed on the Hand-Over Date, then it will 
be the subject of the "Hardware Installation Services", but not necessarily the "Server 
Procurement Services" described in this SOW). 

The components of the Server Management Services listed below as "Standard" (and further 
described in this SOW) apply to all of the Province Owned Equipment and all Service Provider 
Owned Equipment, whether located at the Province Data Centres, the Remote Sites, the Regional 
Network Centres or the STMS Data Centre. 

The Server Management Services listed below and described in this SOW as "Optional" are 
optional services that can be provided by Service Provider to the Province and Clients upon 
request through Province Ordering System at the discretion of the Province and Clients (and will 
be offered through Province Ordering System at such times as may be determined by the 
Province). For greater clarification, the "Optional" Server Management Services may also be 
purchased by the Clients from a different vendor, and need not be purchased from the Service 
Provider. 

Standard Server Management Services Components 

• Province Ordering System Process 
• Midrange General Responsibilities 
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• Reporting 
• Privileged Account Management 
• Server Procurement 
• Server Hardware Installation 
• Server Operating System Installation and Configuration 
• Server Hardware Fault Management 
• Operating System Support and Fault Management 
• Patch Management 
• Server Hardware Upgrading and Replacement 
• Server Operating System Upgrading 
• Regular and Ongoing Client Interaction 
• Remote Server Support 
• Image Performance Management Services 
• Server and Equipment Decommission 
• EnCase 

Optional Server Management Services 

• Image Performance Management- Optional Services 
• Server Capacity - Optional 

o A per Server charge for adding Server Capacity - Optional to a Server. 

• Cluster Management - Optional 
o A per Server charge for adding Cluster Management - Optional to a Server. 

• Application Monitoring Services - Optional 
o A per Server charge for adding Application Monitoring Services - Optional to a 

Server. Monitored against Client specified measures and thresholds for the 
purpose of Application event notifications and escalations. 

• Batch Management Services - Optional 
o A per Server charge for adding Batch Management Services - Optional to a 

Server or Servers. 

• Extended Support Hour Uplift- 5 x 12 
o A per server charge for increasing server management hours from 5 x 9 to 5 x 12. 

• Extended Support Hour Uplift - 7 x 24 
o A per server charge for increasing server management hours from 5 x 9 to 7 x 24. 

• Extended Support Hour Uplift - Remote - 7 x24 
o A per server charge for increasing remote (i.e. Non-data centre locations) server 

management hours from 5 x 9 to 7 x 24. 
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1.4 Server Management Services Description 

The parties intend that as the Province Owned Equipment is retired and decommissioned in the 
ordinary course and as a result of the Transformation of the Services, it will be replaced with 
Service Provider Owned Equipment. 

The Server Management Services under this SOW may be purchased by the Province and by 
Clients in different Tiers, as described below, where each Tier provides a different level of 
service package. For greater clarification, the Tiers described below do not apply to the services 
provided under the Supporting SOWs unless expressly provided otherwise in the Supporting 
SOWs. 

• Tier 1 - Business Priority - geographically distributed Server cluster with 
synchronous data replication: 
o Available as a geographically dispersed cluster with synchronous data replication 
o Available as a cluster across two separate data Centres 
o 7 x 24 support 
o Cluster Management - Requires at least two Servers 

• Tier 1 - Business Priority - geographically distributed Server cluster with 
asynchronous data replication 
o Available as a geographically distributed Server cluster with asynchronous data 

replication 
o Available as a cluster across two separate data Centres 
o 7 x 24 support 
o Cluster Management - Requires at least two Servers 

• Tier 1 - Business Priority - Clustered in a single data Centre location 
o Available as a cluster within a single Province Data Centre or STMS Data Centre 
o 7 x 24 support 
o Cluster Management - Requires at least two Servers 

• Tier 2 - General Business Base - Data Centre 
o Single hosted Server 
o Province Data Centre or STMS Data Centre locations only 
o 3 month commitment on Virtual Servers 

• Virtual Servers automatically recover upon host or Image failure 
o There are different support hours options available for Tier 2: 5x9, 5x12, 7x24 

• Tier 3 - Remote Individual Server 
o Single hosted Server 
o Remote locations and Regional Network Centre (non-Data Centre locations) 
o 3 month commitment on Virtual Servers 

• Virtual Servers automatically recover upon host or Image failure 
o There are different support hours options available for Tier 2: 5x9, 7x24 
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• Development I Test Servers 
o Single hosted Server for the delivery of testing or development of Client 

Applications 
o 3 month commitment on Virtual Servers 
o Virtual Servers automatically recover upon host or Image failure 
o There are different support hours options available for Development I Test 

Servers: 5x9, 7x24 

1.4.1 Province Ordering System Process 

The Province Ordering System process that will be followed by the Parties under this SOW and 
the Supporting SOWs (the "Province Ordering System Process") is described more fully in the 
Responsibility chart below, and is further illustrated in the diagram attached as Appendix H 

The Province or Client, as applicable, will initiate a service request 
that may become a Province Ordering System order. 

The Client will submit the service request into Province Ordering 
System where the Client has sufficient knowledge to do so without 
further consultation. 

Where the Client does not have sufficient knowledge to submit a 
service request into Province Ordering System without further 
consultation, the Province's "Integrated Service Solutions Branch" 
(ISS) will facilitate consultations among the Client, the Province, 
the Province (EHS), the Service Provider and such other parties that 
may be determined by the Province, to clarify the Client's business 
requirements and the particulars of the Client's service request that 
may become a Province Ordering System order (the 
"Consultations"). 

Service Provider will work with the Province to provide feedback 
and clarification as part of the Consultations by providing the 
following: 

• a knowledgeable subject matter expert with appropriate 
expertise to advise the Client and the Province in respect of 
the Client's business requirements and the appropriate 
technical solution for dealing with those business 
requirements; 

• recommendations for an appropriate technical solution for 
with the Client's business and based 
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upon the Manage Service Catalogue, and where 
recommendations cannot be made based upon the Manage 
Service Catalogue then the recommendations will be based 
upon a special or customized order; 

• a quote of the cost of the recommendations made by the 
Service Provider (which quote will only be provided to the 
Province (EHS), and not to the Client directly), if requested 
by the Client or by the Province; and 

• instructions to the Client regarding how to submit the service 
request into Province Ordering System. 

At the Client's discretion, the Client will submit the service request 
into Province Ordering System based upon the Consultations and R 
upon the instructions received from the Service Provider. 

The Province (EHS) will validate all Province Ordering System 
orders before they receive financial approval from the Client (the 
"EHS Validation"), and for those orders that were quoted by the 
Service Provider, the Province (EHS) will enter a price into 

R 
Province Ordering System based upon (but not less than) the quote 
from the Service Provider (and for greater clarification, the price so 
entered into Province Ordering System may include a margin 
determined by the Province to be paid by the Client to EHS). 

The Client will provide financial approval for all Province Ordering 
System orders entered into Province Ordering System before they R 
are processed by the Service Provider. 

Service Provider to fulfill the service requested through the fmal and 
R 

financially approved Province Ordering System order. 

1.4.2 Midrange General Responsibilities 

The Midrange General Responsibilities component of the Server Management Services describe 
general responsibilities of the Service Provider and Province relating to the Server Management 
Services, and is described more fully in the Responsibility chart below, and include the 
following: 

• Architecture and design of the Server hardware and the Server Management 
Services. 

• Management of maintenance contracts and third party vendor relationships. 
• Creation and maintenance of Midrange Operating Manual. 
• Privileged access for creation and maintenance of Server accounts, as required for 

Service Provider to perform the Services. 
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• Standard maintenance windows. 
• Server certification criteria. 
• Compliance with location based guidelines for Province Midrange Facilities. 

The Service Provider and the Province will, through the Joint 
Technical Architecture Governance Committee, and subject to the 
Privacy Obligations, the Security SOW, the Province Security Policies 
& Standards and any Province CIO direction or guidelines, jointly 
determine the architecture and design for the following midrange 
services (the "Midrange Architecture"), and where the Joint 
Technical Architecture Governance Committee is unable to reach 
agreement on any matter it will be referred to the Joint Operating 
Committee: 

• Servers 

• Operating system 

• Related monitoring systems 

• Shared File Services 

• Shared Print Services 

• Shared Database Services 

• Shared Web Services 

• Citrix Application Hosting Services 

• Virtual Server Hosting Services 

The Province will approve the Midrange Architecture where it could 
have an effect or other impact on the Province and will notify the 
Service Provider through the Joint Technical Architecture Governance 

R 

Committee where such approval is not required. R 

Service Provider will create, update and maintain documentation (to 
the standard required under the Agreement) that describes the agreed 

R 

Midrange Architecture. R 
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Service Provider will establish standard Server maintenance windows 
for the purpose of system maintenance activities as per Appendix G of 
the Services Management SOW. 

Service Provider will approve standard Server maintenance windows. 

Service Provider will establish non-standard Server maintenance 
windows for Clients who are unable to utilize existing standard 
maintenance windows as a result of business requirements as per 
Appendix G of the Services Management SOW. 

The Province will approve non-standard maintenance windows 

Service Provider will be responsible for all maintenance required to be 
performed on Service Provider Owned Equipment and Province 
Owned Equipment, and all related firmware and Operating Systems 

The Province will provide the Service Provider with Use Rights under 
the Province's maintenance contracts for Province Owned Equipment. 

Service Provider will enter into and maintain vendor maintenance 
contracts for Service Provider Owned Equipment. 

Service Provider will comply with Province guidelines and applicable 
operational procedures when providing services in Province Midrange 
Facilities. 

Province will provide Service Provider with guidelines and applicable 
operational procedures for Province Midrange Facilities. 

Province will provide required training to Service Provider Personnel 
who will be performing services in a Regional Network Centre 

Service Provider will ensure its Personnel who will be performing 
services in a Regional Network Centre to take the "Regional Network 
Centre" training. 

Province will provide required "Regional Network Centre" training to 
Service Provider Personnel. 

Servicer Provider will provide to the Province the Server certification 
criteria to be used by the Service Provider and all amendments and 
updates to the Server certification criteria prior to their use. 
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Provide space at as described in the 
License Agreement. 

Service Provider will provide the cables (such as Network, storage, 
power and Keyboard Video Mouse (KVM)) required for Service 
Provider Owned Equipment and Province Owned Equipment. 

Service Provider will create, manage and remove Open VMS batch 
queues as required for Clients. 

Clients manage and monitor their own batch jobs in the Service 
Provider Open VMS batch queues. 

Client will, at their discretion, to manage Open VMS batch 
jobs. 

Service Provider will provide 2nd level support as required by the 
Clients to manage Open VMS batch jobs. 

1.4.3 Reporting 

R 

R 

R 

R 

R 

R 

The Reporting component of the Server Management Services describes general responsibilities 
of the Service Provider to provide reports to the Province in respect of the Services performed 
under this SOW. 

Service Provider will provide the Province with web based access to 
the performance and availability reports described in Appendix B 
("Reports"), at the times and frequency set forth in Appendix B, for 
sharing with Clients as the Province determines. 

The Service Provider will maintain a twelve month history of the 
Reports on its web based reporting system. 

Web based reporting system is operated to meet a "7x24" schedule 
that allows for reasonable downtime for the Service Provider to 
perform maintenance as the Service Provider deems reasonably 
necessary. 
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1.4.4 Privileged Account Management 

The Privileged Account Management component of the Server Management Services describes 
general responsibilities of the Service Provider and Province relating to the granting of 
Privileged Accounts and the policies related to Privileged Accounts as part of the Server 
Management Services. 

The objective of the Parties is to reduce the level of privilege in the Client Privileged Accounts 
to a level of Least Privileged Access. The Parties will review the progress of moving towards the 
Least Privileged Access, and the reduction in the number of Client Privileged Account related 
Incidents, with the first review being six months after the Hand-Over Date and annually 
afterwards. The Service Levels will continue to apply in accordance with their terms as the 
Parties move towards the use of Least Privileged Access. 

The Parties will work together to encourage Clients with Client Privileged Accounts to provide 
the Service Provider with advance notice of significant changes made with their Privileged 
Accounts (such as Server outages). 

Privileged Account Management is more fully described in the Responsibility chart below. 

Service Provider will assume responsibility for the existing 
Province Servers as configured with the existing Privileged 
Accounts at Hand-Over Date. 

Province will annually review the Client Privileged Accounts 
with the Clients. 

Province will work with the Clients on an annual basis and at 
other appropriate opportunities (such as Server refresh, 
Application upgrade, Server virtualization and so on) with the 
objective of reducing privileges in the Client Privileged Accounts 
to a level of Least Privileged Access over time, as determined 
appropriate by the Province. 

Within 18 months after Hand-Over Date, the Service Provider 
will propose tools for Province approval to enhance the Service 
Provider's ability to identify the root cause of Incidents resulting 
from the use of Client Privileged Accounts. Any approved tools 
will be implemented through the Change Management Process. 

Service Provider will perform root cause analysis to determine if 
Incidents are a result of the use of Client Privileged Accounts. 
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Service Provider will provision Unix, Linux and Open VMS 
privileged accounts in accordance with the Midrange Operating 
Manual. 

Province will provision Windows Domain Level Privileged 
Accounts to Service Provider and others as required. 

Province will give sufficient privileged access to the Service 
Provider to manage Province Privileged Accounts that are local 
to Servers or that reside in the Province's Windows Domain. 

Province (EHS) will put in requests for Privileged Accounts 
through Request Management Process as described in the 
Services Management SOW. 

Service Provider will create, manage (such as reset passwords, 
change group membership and so on), and delete accounts with 
privileged access to Servers (including Client Privileged 
Accounts and accounts Least Privileged access) through Request 
Management Process as described in the Services Management 
sow. 

1.4.5 Server Procurement 

R 

R 

R 

R 

R 

The Server Procurement component of the Server Management Services describes the 
procurement of Server hardware and software by Service Provider under this SOW. The Server 
Procurement component of the Server Management Services is described more fully in the 
Responsibility chart below. 

Province or Client, as applicable, initiates a service request for Server 
hardware and software available under the services pursuant to the R 
Province Ordering System Process. 

As part ofthe EHS Validation, the Province (EHS) will: 

• Verify Server hardware and operating system required and R 
Server configuration and finalize requirements for the 
Server(s) with the Province. 
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• Provide recommendations based on the Manage Service 
Catalogue or pursuant to a special order. 

• Provide system specifications of the requested Server for 
verification against the Province's application requirements. 

Service Provider will receive hardware and software ordered through 
Province Ordering System and procured by Service Provider (and 
hardware and software procured by Province prior to the Hand-Over Date 
that is not delivered to Province before the Hand-Over Date). 

Service Provider will arrange to receive and store equipment in a secure 
location for installation at Remote Sites and Regional Network Centres. 

Service Provider will update the Service Provider Asset Management 
system as determined by the Services Management SOW. 

Service Provider to verify completeness of hardware and software 
received, and provide Province all packing slips for, Province Owned 
Equipment. 

1.4.6 Server Hardware Installation 

R 

R 

R 

R 

The Server Hardware Installation component of the Server Management Services describes the 
installation of Server hardware by Service Provider under this SOW. Service Provider will be 
responsible for the installation of Province Owned Equipment and for the installation of Service 
Provider Owned Equipment. The Server Hardware Installation component of the Server 
Management Services is described more fully in the Responsibility chart below and includes the 
following: 

• receipt and storage of hardware by Service Provider; 

• Province procedures for hardware installation in Province Midrange Facilities; 

• updating of Service Provider asset management systems; and 

• notification to Province that hardware installation is complete. 
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For hardware installation in Province Midrange Facilities, 
Province will supply all prerequisite Server environmental 
services such as power, networking, server rack and, where 
applicable in the Province Midrange Facilities, cooling and 
provide all Province Midrange Facility procedures relating to 
the installation of Servers. 

For each Province Midrange Facility, Province will supply 
access to such Province Midrange Facility as requested by 
Service Provider to provide services. Province will provide an 
escort where required for access. 

Province will provide training to Service Provider on how to 
access the Province's Regional Network Centre. 

Service Provider will inform the Province of the Service 
Provider personnel to attend the Province's Regional Network 
Centre training. 

Service Provider will attend the Province supplied training on 
how to access the Province's Regional Network Centre. 

Service Provider to inform the Province of Service Provider 
personnel who will attend Province Midrange Facilities for 
Province approval. 

Service Provider will install Servers, including: 

• assemble Server and install into Server rack; 

• install cables for power, network and storage; and 

• perform diagnostic tests of Server hardware and 
peripherals to determine functionality. 

Service Provider will remove all packing material and any 
other related material from the Province Midrange Facilities. 

Service Provider will submit ITIMs Network switch port 
Request for all Servers within Province Midrange Facilities. 
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Province will supply network switch information for which 
port the Service Provider will attach the Server to the Province 
network (SP AN/BC). 

Service Provider will update Service Provider Asset 
Management system with location information. 

Service Provider to notify Client that Server hardware 
installation is complete for Client ordered hardware upgrade. 

R 

1.4. 7 Server Operating System Installation and Configuration 

R 

R 

The Server Operating System Installation and Configuration component of the Server 
Management Services describes the installation of the Operating System on Province Owned 
Equipment (whether procured by the Province prior to the Hand-Over Date or by Service 
Provider after the Hand-Over Date) and on Service Provider Owned Equipment. Should the 
Service Provider software tools interfere with the Client Applications or the operation of the 
Servers, then the Province and Service Provider will work cooperatively to resolve through 
Problem Management Process as described in the Services Management SOW. The Server 
Operating System Installation and Configuration component of the Server Management Services 
is described more fully in the Responsibility chart below and includes the follo~ing: 

5065ll78.5 

• supply of configuration elements required by Service Provider to complete the 
Operating System installation; 

• Operating System configuration; 

• installation of Operating System as per the Midrange Operating Manual; 

• installation and registration of Service Provider Tools on all Province Owned 
Equipment and all Service Provider Owned Equipment; 

• Service Provider certification of Operating System; and 

• Service Provider to update Province Ordering System following completion of 
installation service. 
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Province will supply configuration elements to Service 
Provider as required for Service Provider to complete 
installations such as: 

• Server name 

• Associated Province directory services systems 

• User IDs 

• User Security Access 

• Storage partition information 

• Internet Protocol address information 

• Required information to align with Security SOW 

• File system security settings 

• Initial application administration ID Requirements 
(such as who the lead administrator is, their network 
ID and required Server access level) 

Province will supply Service Provider with Internet Protocol 
(IP) address pool range to address Servers which may be given 
as blocks of Internet Protocol addresses, or IP single addresses 
as determined by Province. 

Service Provider will install Operating System and configure 
Server based on configuration elements received from the 
Province. 

Service Provider will install, configure, test and register 
Service Provider software tools on Service Provider Owned 
Equipment and Province Owned Equipment as determined by 
Service Provider to meet Service Levels and service 
obligations. Software tools will include: 

• monitoring agents 

• automation agents 
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• backup agents 

• scheduling agents 

• Anti-malware software 

Service Provider will use existing Province software tools on 
Province Owned Equipment following the Hand-Over Date 
until Service Provider software tools are installed in 
accordance with the Transformation SOW. 

Province will supply Service Provider with access and training 
to the Province owned server registration tool (for example the 
Network Node Registry) as required. 

Register Server in Province's server registration system (DNS) 
following Province procedures and using Province owned 
tools. (On Hand-Over Date, Service Provider will use the 
Province's Network Node Registry/Server name Registry 
tool.) 

Province will provide Service Provider with either access to 
Province directory systems for Server registration, or a 
Province process to be followed to enable the Province to 
register the Server in the Province directory systems. 

Service Provider will register Server into Province directory 
systems, or follow the Province process to be followed to 
enable the Province to register the Server in the Province 
directory systems, as applicable. 

Service Provider will schedule and configure backups in 
accordance with Managed Storage and Backup Services SOW. 

Service Provider will perform Server certification validation 
and provide a copy to the Province (EHS) upon completion. 

Service Provider will update Service Provider's Asset 
Management system. 

Service Provider will notify the Province (EHS) and the Client 
that the Server is available for Application installation and 
configuration by the Province or Client. 
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Service Provider will update Province Ordering System as per 
the Services Management SOW. 

1.4.8 Server Hardware Fault Management 

R 

The Server Hardware Fault Management component of the Server Management Services 
describes Service Provider's responsibility to detect, escalate, resolve and perform root cause 
·analysis (as described in the Services Management SOW) in respect of Server hardware 
(including firmware) faults, and to perform preventive maintenance on the Server hardware as 
may be necessary for Service Provider to achieve all applicable Service Levels. The Server 
Hardware and Image Fault management component of the Server Management Services is 
described more fully in the Responsibility chart below and include the following: 

• recovery of hardware fault incident management and correction of fault condition; 
and 

• Server hardware preventative maintenance. 

Service Provider will detect, escalate, resolve, and perform root 
cause analysis (as described in Services Management SOW) for 
all Server hardware faults on both the Province Owned 
Equipment and the Service Provider Owned Equipment. 

To the extent possible Service Provider will perform Server 
maintenance during scheduled Maintenance Windows, and in 
all cases in accordance with the Change Management Process 
described in the Services Management SOW. 

Service Provider will perform emergency Server maintenance 
as determined by Service Provider, and in all cases in 
accordance with the Change Management Process described in 
the Services Management SOW. 
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At the request of the Province (EHS) Service Provider will not 
undertake any non-critical Changes on specified Servers during 
the period requested by the Province ("Change Freeze"). 

Service Provider may undertake critical Changes on such R 

specified Servers during the Change Freeze in accordance with 
the Change Management Process described in the Services 
Management SOW 

Service Provider will perform preventative maintenance on the 
hardware, to the extent necessary and as determined by the 
Service Provider, to achieve the Service Levels relating to the 
operation and performance of the Servers under this SOW. R 

Service Provider will perform any changes required as a result 
of such preventive maintenance services in accordance with the 
Change Management Process. 

1.4.9 Operating System Support and Fault Management 

The Operating System Support and Fault Management component of the Server Management 
Services describes the Operating System ongoing support to detect, escalate, resolve and perform 
root cause analysis (as described in the Services Management SOW) and preventive maintenance 
on Images as may be necessary for Service Provider to achieve all applicable Service Levels. 
The Operating System Support and Fault Management component of the Server Management 
Services is described more fully in the Responsibility chart below and includes the following: 

• management, administration and tuning of Operating Systems; 

• backup of Operating System and non-user file systems; 

• updates to configuration elements as provided by Province; 

• recovery of Image Fault; and 

• Image preventive maintenance. 

The Service Provider will adjust the Operating System 
parameters to improve performance of the associated Client 
Applications and the Server to extent technically possible 
(tuning). 
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The Service Provider will provide restore capabilities for non
user file systems, Operating Systems, related tools and Client 
Applications related files that are local to the Operating System 
partition, with a recovery point objective of the previous business 
day and working with Client as required. Service Provider will 
restore to the most current recovery point technically possible. 

The Service Provider will establish a backup schedule that 
minimizes impact to Province and Client operations and meets a 
previous business day recovery point objective. 

When the Service Provider makes changes to the Operating 
System functionality that could adversely impact the Client's 
Applications, then the Service Provider will make such changes 
in accordance with the Change Management Process. 

Service Provider will determine, to the extent that it is able to, 
whether such changes to the Operating System functionality 
could adversely impact Client's Applications. 

Service Provider will interact as necessary with third-party 
Operating System and other system-level software product 
suppliers for Operating System and other system-level software 
support. 

Province will provide Service Provider with updates to 
configuration elements as required for Service Provider to 
perform ongoing support under this SOW: 

• Server name 

• Associated Province directory services systems 

• User IDs 

• User Security Access 

• Storage partition information 

• Internet Protocol address information 

• Required information to align with Security SOW 
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• File system security settings 

The Service Provider will review Operating System product 
status and maintenance information to identify current related 
trends and potential problems with the Operating Systems in use 
under this SOW, and provide the Province "Thought Leadership" 
seminars at least annually. 

The Service Provider will perform preventive maintenance to 
Operating System to prevent known problems to Operating 
System, in accordance with the Change Management Process. 

The Service Provider will maintain (and update as required) 
Operating System configuration documentation. 

Service Provider will provide file system management, such as: 

• Create, maintain, modify and delete volumes and 
directory structures 

• Verify mount point availability 

• Adjust file system sizes and top level permissions 

• Repair defective file systems 

The Service Provider will monitor the up/down status of the 

R 

R 

R 

R 

Server, as required and determined by Service Provider to R 
achieve the applicable Service Levels. 

Recovery from Image Fault and correct the Fault condition 
through Incident and Problem Management Process described in R 
the Services Management SOW. 

Permit installation of the Image monitoring software agents and 
tools, subject to the requirements of the Security SOW, to allow R 
Service Provider to monitor the Image. 

Service Provider will install Image monitoring software agents 
and tools, subject to the requirements of the Security SOW, to R 
allow Service Provider to monitor the Servers. 
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Service Provider will perform preventive maintenance on the 
Server, to the extent necessary and as determined by the Service 
Provider, and perform any changes resulting from the preventive 
maintenance in accordance with the Change Management 
Process. 

Service Provider will monitor and manage Operating System 
related logs as may be required for Service Provider to perform 
preventive maintenance and fault resolution related to the 
Operating Systems and Servers. 

Service Provider will assist the Client with the creation of 
Application logs within the Operating System in accordance with 
the Change Management Process. 

Service Provider will perform recovery for file system, directory, 
or individual file as requested by Clients in accordance with the 
Change Management Process. 

1.4.10 Patch Management 

R 

R 

R 

R 

The Patch Management component of the Server Management Services describes Service 
Provider's responsibility for monitoring and planning for, and applying, patches to the Operating 
Systems and the Service Provider installed monitoring and tracking tools, based upon the Change 
Management Process described in the Services Management SOW. The Patch Management 
component of the Server Management Services is described more fully in the Responsibility 
chart below. 

Monitor relevant third-party suppliers and industry bulletins for 
Operating System security-related patch alerts. 

The Service Provider will plan and apply patches for Service 
Provider supported software (being Operating Systems and 
Service Provider installed software tools) in accordance with the 
Change Management Process and where applicable the Security 
sow. 

Where the Clients do not provide the necessary consent under the 
Process for uired to be 
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applied, then on an exception basis Service Provider will request 
the Province (EHS) to either resolve the matter or provide the 
necessary consent. 

Service Provider will apply patches as requested by the Province 
and Clients from time to time following the procedures set forth 

R 
in the Midrange Operating Manual and the Change Management 
Process. 

Clients, at their discretion, to provide necessary testing of 
Clients' business Applications following any Service Provider R 
supported software patch installation. 

1.4.11 Server Hardware Upgrading and Replacement 

The Server Hardware Upgrading and Replacement component of the Server Management 
Services describes Service Provider's responsibility to maintain contact with applicable hardware 
vendors to maintain Service Provider's knowledge of current offerings and support issues, and to 
replace both Province Owned Equipment and Service Provider Owned Equipment based upon 
Service Provider's obligations under the Agreement as well as may be required for Service 
Provider to achieve applicable Service Levels. The selection of Server Hardware upon 
replacement is addressed in Appendix J (Server Technology Evolution). The Server hardware 
Upgrading and Replacement component of the Server Management Services is described more 
fully in the Responsibility chart below. 

Service Provider will review hardware and hardware maintenance 
information to identify current related trends and potential 
problems with the hardware in use. 

Service Provider will replace the hardware at the hardware's end 
of life as required under the Agreement, taking into account the 
"virtual" transformation project contemplated under the 
Transformation SOW. 

Service Provider will install, verify functionality and remove 
hardware components as required to meet vendor 
recommendations or Client requirements, in accordance with the 
Change Management Process. 
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1.4.12 Server Operating System Upgrading 

The Server Operating System Upgrading component of the Server Management Services 
describes Service Provider's responsibility to monitor, track and recommend (and where 
approved in accordance with this SOW install) Operating System upgrades based upon software 
currency requirements as specified under the Agreement and Supporting SOWs, and as may 
otherwise be required to maintain vendor support of the Operating System. The Server 
Operating System Upgrading component of the Server Management Services is described more 
fully in the Responsibility chart below and in Appendix I (Major Midrange Software Release 
Upgrades). 

As part of .the Annual Planning process the Parties will review Operating System currency for all 
Operating Systems in use in the Supported Infrastructure. For Operating Systems that will no 
longer be supported in the next 12 months by Operating System vendors, the Service Provider 
will inform the Province and Clients. Should the Client wish to remain on an unsupported 
version of the Operating System, as approved by the Province (EHS), the Service Provider will 
notify the Client and Province of any changes to the services in relation to that unsupported 
Operating System and any associated risks. 

Service Provider will recommend Operating System upgrades to 
Clients as required to maintain vendor support of the Operating R 
System. 

Service Provider will install Operating System upgrades, in 
accordance with the Change Management Process, to maintain 
currency as required for Client Applications and as specified by R 
the "Technology Improvement and Currency" portion ofthe 
Annual Operating Plan. 

Clients, at their discretion, to provide necessary testing of 
Clients' business Applications following any Service Provider R 
supported Operating System upgrade. 

1.4.13 Regular and Ongoing Client Interaction 

The Regular and Ongoing Client Interaction component of the Server Management Services 
describes Service Provider's responsibility to maintain ongoing Province and Client interactions 
with respect to Server Management Services Requests and to work with the Province and the 
Clients, as applicable, to resolve application issues that may be related to Server hardware, 
firmware or Operating Systems. Service Provider will answer questions from Province and 
Client personnel with respect to Server hardware, firmware and Operating Systems. The Regular 
and Ongoing Client Interaction component of the Server Management Services is described more 
fully in the Responsibility chart below. 
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Service Provider will answer questions regarding Servers and 
Operating Systems from the Province and Clients related to the 
Server Management Services under this SOW. 

Service Provider will meet with Clients from time to time at the 
reasonable request of the Client on a scheduled or ad hoc basis to 
discuss future plans, current issues, upcoming technological 
changes, project related work and other similar matters. 

Service Provider will work with Clients to resolve business 
Application issues that may be related to the Servers or Operating 
Systems. 

Service Provider will perform administrative Operating System 
activities for Clients who do not have sufficient Operating 
System privileges to support the Clients' business Applications, 
as required (such as stopping or starting services, running batch 
jobs, running scripts, file system related activities). 

1.4.14 Remote Server Support 

R 

R 

R 

R 

The Remote Server Support component of the Server Management Services describes the ability 
of the Service Provider to remotely provide the Server Management Services to the Province 
Midrange Facilities. The Remote Server Support component of the Server Management Services 
is described more fully in the Responsibility chart below. 

To the extent that the Server Management Services to be provided by Service Provider at the 
Province Midrange Facilities are dependent on the Province fulfilling its obligations under the 
Agreement (including those described in the Responsibility chart below), and the Province fails 
to perform such obligations, then the Service Provider will be relieved of its obligations to the 
extent of such dependency and until such time as the Province performs its obligations (and for 
greater clarification the Province may continue its non-performance for such period of time as 
the Province may determine). 

To the extent possible the Service Provider will provide the 
Server Management Services under this SOW to the Province 
Midrange Facilities remotely through the Province's shared 
network (SP AN/BC), and otherwise provide the Server 

Services at the Province's Facilities in accordance 
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the On-Site SOW. 

Province will provide Service Provider with access, through the 
Province's shared network (SPAN/BC) and in accordance with 
the Security SOW, to the Servers in the Province Midrange 
Facilities that are subject to the Server Management Services, 
and that are connected to Province's shared network 
(SPAN/BC). 

Service Provider to provide the Province with such information 
as may be required by the Province to provide Service Provider 
with access to Servers through the Province shared network 
(SPAN/BC) 

Province to provide a secure physical area at all Province 
Midrange Facilities for Servers supported by the Service 
Provider. 

1.4.15 Image Performance Management Services 

R 

R 

R 

The Image Performance Management Services component of the Server Management Services 
monitors and reports on the performance of the Image's components on both physical and virtual 
Servers. Service Provider will commence the Image Performance Management Services 
following the installation of the Service Provider management tools in the first six months 
following the Hand-Over Date. The Image Performance Management Services is described more 
fully in the Responsibility chart below. 

Service Provider will monitor Image components (such as 
CPU percent utilization, File system percent used, Memory 
utilization, Image Availability) using Service Provider's 
monitoring tools and provide monthly performance reports on 
a per Image basis as set forth in Appendix B. 

Service Provider will set the monitoring agents to the Service 
Provider's standard monitoring thresholds. The Service 
Provider will adjust these thresholds as required by the 
Province and agreed to by the Service Provider acting 
reasonably. 
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1.4.16 Server and Equipment Decommission 

The Server and Equipment Decommission component of the Server Management Services 
describes Service Provider's responsibility to decommission Province Owned Equipment and 
Service Provider Owned Equipment, including removal and disposal, in accordance with the 
Change Management Process, the security requirements of the Security SOW, and the STMS 
Data Centre SOW. The Server and Equipment Decommission component of the Server 
Management Services is described more fully in the Responsibility chart below. 

Service Provider will decommission Province Owned 
Equipment and Service Provider Owned Equipment in 
accordance with the Change Management Process and as is 
more particularly described in the Midrange Operating Manual. 

Service Provider will archive Server security logs for 
decommissioned Servers in accordance with the Security SOW. 

Service Provider will update the systems for which Service 
Provider has responsibility (such as backup scheduling 
systems, monitoring systems), to reflect the removal of the 
decommissioned Servers, as per the Midrange Operating 
Manual. 

Province will update the systems for which Province has 
responsibility to reflect the removal of the decommissioned 
Servers (such as the Province Active Directory, network 
ACLs). 

Service Provider will disconnect the decommissioned Province 
Owned Equipment and Service Provider Owned Equipment 
from all connections (such as power, network, storage) in 
Province Midrange Facilities. 

Service Provider will notify the Province that the Province 
Owned Equipment and Service Provider Owned Equipment (as 
applicable) is decommissioned. 

Service Provider will update Service Provider's asset 
management system for Service Provider Owned Equipment. 

50651178.5 -29-

R 

R 

R 

R 

R 

R 

R 

Page 436 
CTZ-2013-00110



Service Provider will remove and deliver all decommissioned 
Province Owned Equipment and Service Provider Owned 
Equipment in accordance with the requirements of the Security 
SOW, Province Security Policies & Standards and the R 
Province's "IT Asset Disposal" process (which "IT Asset 
Disposal" process is more fully described in the Midrange 
Operating Manual). 

The Province will provide Service Provider all necessary 
training and access to paperwork relating to the removal and R 
delivery of Province Owned Equipment. 

Service Provider will complete all necessary paperwork 
relating to the removal and delivery of Province Owned 
Equipment, and will provide copies of all such paperwork R 
(paper copies or electronic copies) to the Province (EHS) at the 
time of completion or such other time as the Parties may agree. 

Province will destroy or recycle Province Owned Equipment, 
R 

as applicable, in accordance with the Security SOW. 

Service Provider will destroy or recycle Service Provider 
Owned Equipment, as applicable, in accordance with the R 
Security SOW. 

Service Provider will maintain cleanliness and tidiness of 
R 

Service Provider areas of Province Midrange Facilities 
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1.4.18 Image Performance Management- Optional Services 

Image Performance Management - Optional Services provides Image performance reports, 
analysis and performance recommendations and implementation based upon the use of Operating 
System statistics (such as CPU, Memory and File System space). These services may be 
purchased for the minimum period set forth in the Schedule 23 of the Agreement, or longer. 

Service Provider will configure the Service Provider's 
management tools installed on the Servers to obtain Optional 
Image performance data and performance trends as requested 
by the Client through Province Ordering System (such as 
resource usage statistics indicators like CPU, memory, 
input/output (VO), and storage). 
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On a monthly basis, Service Provider will analyze and report 
to the Client regarding the Image performance data and 
performance trends. 

To the extent possible and feasible, the Client will provide 
Service Provider with forecasted volume growth (such as the 
volume of data or the number of users) that may impact Image 
performance. 

Based upon the monthly analysis and reports, Service Provider 
will make recommendations to the Client to improve Image 
performance. 

Service Provider will review the Image performance 
recommendations with the Clients. 

Service Provider will consult with the Clients to determine 
which Image performance recommendations, if any, should be 
implemented. 

Service Provider will implement recommendations approved 
by the Client through the Change Management Process. 

1.4.19 Server Capacity- Optional 

R 

R 

R 

R 

R 

R 

Server Capacity- Optional analyzes historical Server resource usage (such as CPU, memory, 
and storage trends) for a maximum of 12 prior months on a rolling basis. This analysis is then 
used to forecast Server resource usage and compares the historical Server usage to the Server's 
existing· resources. This service is available for physical and virtual Servers. 

On a monthly basis, Service Provider will analyze the Server 
resource usage (such as CPU, memory and storage) for the 
previous 12 month period, and provide the Client with a report 
indicating the Server resource usage trends. 

To the extent possible and feasible, the Client will provide 
Service Provider with forecasted volume growth (such as the 
volume of data or the number of users) that may impact Server 
resource usage. 
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Based upon the monthly analysis and reports, Service Provider 
will make recommendations to the Client to prevent the Client 
from running out of available Server resources (such as CPU, 
Memory and storage). 

Where requested by the Client, Service Provider will review 
the Server resource usage recommendations with the Client. 

Consult with the Clients to determine which Server resource 
usage recommendations, if any, should be implemented. 

Service Provider will implement recommendations approved 
by the Client through the Change Management Process. 

1.4.20 Cluster Management - Optional 

R 

R 

R 

R 

The Cluster Management - Optional services of the Server Management Services describes 
Service Provider's responsibility to provide a High Availability (HA) Server layer by 
configuring and clustering Servers together. This service is delivered though the installation and 
maintenance of system software and related tools, as well as database and application software 
that is required to provide an HA Server configuration environment. The Cluster Management 
Services - Optional component of the Server Management Services is described more fully in 
the Responsibility chart below. 

Clients will work with the Service Provider to specify the 
Server requirements for clustering, such as: 

• Number of nodes 

• Servers to be used 

• Server location 

• Application requirements 

Service Provider will design cluster configuration required to 
meet the Clients specifications and Server requirements. 
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Client will review and approve Service Provider cluster 
configuration proposed by Service Provider. 

Client will request necessary hardware and clustering services 
following the Province Ordering System Process. 

Service Provider will install, configure, test and maintain the 
hardware and software required to support the approved Server 
cluster configuration. 

Client will install Client Applications on the Server cluster. 

Client will conduct tests to determine whether the Client's 
Applications on the Server cluster fail-over correctly, and if the 
testing requires the production servers, then promotion of the 
Client's Application will be through the Change Management 
Process. 

Service Provider will assist the Client, upon request, in 
conducting tests to determine whether the Client's Applications 
on the Server cluster fail-over correctly. 

Service Provider will plan, perform, document and report to the 
Client on annual fail-over tests to validate the Server cluster's 
Operating System fail-over functionality. Fail-over testing will 
be through the Change Management Process. 

Service Provider will determine, through root cause analysis, if 
the cause for Server unavailability is due to the Server 
Operating System Libraries (such as Dynamic Link Libraries 
on Window Servers) being altered by the Clients. 

1.4.21 Application Monitoring Services - Optional 

R 

R 

R 

R 

R 

R 

R 

R 

The Application Monitoring Services - Optional component of the Server Management Services 
describes Service Provider's responsibility to provide operational support to monitor Province 
and Client Application alerts, and is based upon the availability of Service Provider monitoring 
agents for the Applications in question. The Application Monitoring Services - Optional 
component of the Server Management Services is described more fully in the Responsibility 
chart below. 
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Service Provider will provide monitoring agents for Client 
Application software as available from the Service Provider's 
monitoring infrastructure (such as monitoring agents, monitor 
Servers, monitoring consoles and so ori). 

Clients will define Application monitoring requirements such 
as monitoring counters and thresholds requiring monitoring. 

Service Provider will install monitoring agents on Client 
requested Servers 

Service Provider will configure monitoring agents as 
determined by the Client's Application monitoring 
requirements. 

Service Provider will escalate detected events through the 
Incident Management process defined in the Services 
Management SOW. 

1.4.22 Batch Management Services - Optional 

R 

R 

R 

R 

R 

The Batch Management Services - Optional component of the Server Management Services 
describes Service Provider's responsibility to provide batch job scheduling and batch job 
monitoring for Province's and Client's Application hosted on the Supported Infrastructure. The 
batch job scheduling involves the activities associated with defining and maintaining an 
Application's batch processing within the Service Provider's scheduling system. The batch job 
monitoring involves the activities associated with monitoring the execution functions of an 
Application's batch processing that is scheduled to run. If abnormal job termination occurs for 
the batch job, Service Provider will execute predefmed instructions and processes to either restart 
the job or escalate the issue to the Province or the Client, as applicable. The Batch Management 
Services - Optional component of the Server Management Services is described more fully in 
the Responsibility chart below. 

Client will define scheduling requirements (such as triggers, 
dependencies, start conditions, restart instructions) for Client R 
specific batch jobs ("Supported Batch Jobs"). 
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Service Provider will install, configure, maintain, operate, and 
remove as necessary Service Provider standard batch 
scheduling software in accordance to the Change Management 
Process defined in the Services Management SOW. 

Service Provider will create and schedule, test and validate 
Supported Batch Jobs and provide test results to Clients. 

Client will review Supported Batch Job test results to confirm 
whether the Supported Batch Job meets Client requirements or 
not. 

The Client in consultation and working with the Service 
Provider will determine reason for the Supported Batch Job 
failure and resolve cooperatively. 

Service Provider will consult and work with the Client as the 
Client resolves the Supported Batch Job failure. 

Create automated Supported Batch Job completion alerts for 
the Client and deliver by email as required by the Client. 

Client will provide Service Provider with any changes to the 
Supported Batch Jobs and any changes required for the 
Supported Batch Job schedule. 

Service Provider will maintain Supported Batch Job schedules 
and operational support of the scheduling system. 

Service Provider will assist the Client in performing Supported 
Batch Job scheduling and related problem determination and 
resolution. 

Service Provider will monitor for batch execution (Supported 
Batch Job started) of all Supported Batch Jobs. 

Service Provider will notify the Client of any failed batch 
execution (Supported Batch Job started) of all Supported Batch 
Jobs. 
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Service Provider will resolve the failed batch execution 
(Supported Batch Job started) of all Supported Batch Jobs 
where the cause of the failure is due to the Service Provider's 
Batch Job Scheduling software. 

Clients, at their discretion, will resolve the failed batch 
execution (Supported Batch Job started) of a Supported Batch 
Job where the cause of the failure is due to other than the 
Service Provider's Batch Job Scheduling software. 
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APPENDIX A . DEFINED TERMS I DEFINITIONS 

7 x 24 24 hours per day, 7 day~ per week and allows for Planned 
Downtime scheduled through the Change Management Process. 

Application Software that provides functions that are required by a Client in 
support business processes (but excludes the Operating System and 
Server firmware). 

Application Monitoring 
Services - Optional 

Architecture 

Client 

Central Processing Unit 
(CPU) 

Domain N arne Service 
(DNS) 

Fault 

Image 

Image Availability 

Incident 

Least Privileged Access 

50651178.5 

Means the services described in Section 1.4.21 ofthis SOW. 

The conceptual design and fundamental operational structure of a 
computing system. 

Client Ministries or the WTS, as applicable. 

A machine that can execute computer programs. 

A service that provides the mapping of a Server name and its 
internet protocol address in any given computer network. 

An operational event that differs sufficiently from the expected 
norm and that generally warrants some specific corrective action be 
taken in response. 

An instance of an Operating System and related software (e.g. anti
virus, monitoring software, and such) running on a physical or 
Virtual Server. 

The measure of time that an hnage is operating and accessible in a 
networking environment (such as for purposes of making Server 
resources to Applications). 

Has the meaning given to it in the Services Management SOW. 

The least amount Elevated privileges as are necessary for the 
Clients to maintain their Applications or perform the tasks required 
ofthem. 

-39-
Page 446 
CTZ-2013-00110

S. 15



Maintenance Window 

Operating System 

Privileged Accounts 

Province (EHS) 

Province Data Centres 

Province Midrange 
Facilities 

Province Licenses 

Province Owned 
Equipment 

Province Service 
Delivery Groups 

Regional Network 
Centres 

50651178.5 

An assigned and approved period of time for performing 
maintenance to Servers (such as hardware, Operating System and 
software preventive and corrective procedures). 

The infrastructure software component of a computer system 
responsible for the management and coordination of activities and 
the sharing ofthe resources of the computer. 

A user with allocated rights within the computing environment 
which are greater than those available to the majority of other users 
and include systems administrators, network administrators and 
database administrators. Responsibilities include keeping the 
systems available, and may include rights to create new users 
profiles, or change the privileges and access rights of existing users 
or take action which may affect computing systems, network 
communication, or the accounts, files, data, or processes or other 
users. 

Enterprise Hosting Solutions branch of the Ministry of Labour & 
Citizens' Services ofthe Province of British Columbia, or its 
successor. 

Data centres managed by the Province at premises owned or leased 
by the Province as listed in Schedule 8 (Service Locations) of the 
Agreement. 

The Province Data Centres, the Regional Network Centres and the 
Remote Sites 

Province software license held by the Province for which Use 
Rights are granted to the Service Provider 

The Supported Infrastructure as of the Hand-Over Date and 
includes any hardware that is added to the Supported Infrastructure 
after the Hand-Over Date which is owned by the Province. 

The organizational entities within the Province responsible for 
certain services within the Province. 

Equipment rooms managed by the Province at premises owned or 
leased by the Province as listed in Schedule 8 (Service Locations) 
of the Agreement, as amended by the Province through the Change 
Management Process or the Change Order Process as applicable. 
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Remote Sites 

Server 

Service Provider Owned 
Equipment 

Service Provider Tools 

Space License 
Agreement 

STMS Data Centres 

Virtual Server 

Windows Domain Level 
Privileged Accounts 

50651178.5 

A site that houses a one or more Servers at premises owned or 
leased by the Province as listed in Schedule 8 (Service Locations) 
of the Agreement, as amended by the Province through the Change 
Management Process or the Change Order Process as applicable. 

A physical or virtual instance of computer hardware. 

The components of the Supported Infrastructure owned by the 
Service Provider. 

Servers and software provided by the Service Provider for use in 
the management and delivery of Services and excludes Supported 
Infrastructure (such as monitoring Servers and software, automation 
Servers and software, patch management Servers and software, 
network management Servers and software, storage management 
Servers and software, backup management Servers and software) . 

The License Agreement dated March 30,2009 between the 
Province and the Service Provider for the use of certain space by 
the Service Provider at

The STMS Calgary Data Centre and the STMS Interior Data Centre 
(each as defined in the Data Centre SOW). 

An instance of a Server that maintains the appearance and 
capabilities of the Operating System without being associated with 
physical hardware 

Accounts that have privileged access to Active Directory domains, 
such as Domain Admins. 
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APPENDIXB MIDRANGE REPORTS 

1. Availability By Resource Report 

The following reports will be based upon the Servers for each Client, except for the Service 
Provider's tool Servers. 

This report shows the system availability, outage duration and counts, actual uptime based on 
SNMP uptime with unscheduled outages listed and overall availability percentage calculated. 
Includes fields to show unscheduled downtime (outages) and expected uptime. The detail 
section shows the outage details such as the start time, end time and outage duration. 

1.1 Availability By Resource Report (Summary Page) 

• Frequency: Monthly 

• Recipient: Province 

AY~ill)~ifl.t}t.J:lY~(;~~H\Ci(; 

~~~()~.g~fl~!,2~~0::07;;.P,f7.f.9Qtt1 ?:41 
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1.2 Availability By Resource Report ( Detail Page) 

.. srVrillee1· 

S,.S!..,. ~erceo:ii Ayallable 

AvililabilitY sy Resource 

Report l"~!od: ~006.0S;o1 • ~Q06..(!(1·31 

start nme End Time UnSCheduled UnScheduled 

(System Local Time} (System Load T1me) ==r (~::!~!) 

• Frequency: Monthly 

• Recipient: Province 

2. Availability Historical Report 

This report shows the historical availability per resource for the report period. Includes fields to 
show current target and downtime minutes for the latest months. 
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2.1 Availability Historical Report 

• Frequency: Monthly 

• Recipient: Province 

l:'l.i$!oricl!(·i(epor{~ ~Y~te.!ll,P~r!;~ntA.Yai!a~iE!.: 

:R!li&rtP.efioq!. 61,112li,05,.-§/~1120Qii 

Client Name ~peats Here 

3. Availability Extract Report 

The monthly excel extract shows the downtime minutes listed per host 
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3.1 Availability Extract Report 

extri<tctReport: sY.&tem Perceht AVailable 
Report R'erio~: 111/ioos' ~ 211t,7tiO!i 

Client Resource Croup System Start Time End Time Downtime Mmutes 

Cileni N~fruf~~ats':Htm!· \fCiieni Nltne ~~ears Here !>lslc10a ·11il2liO!l12:oo:oo AM 111r.iOOEH2:091l6AM 

··ctlenl: »ame ~pears· Here· \fC~.Jr~ Mlirn6'~~:e~iSffilfEI pisle10a 11812005 2'20MAI~ ·1iaaoos 2:28:33.AM 

CI:tendii~me·~~e.m·Here. 1\c~Oni N.\fue ~~em Heii>' p'.slc1Da ftisi2006·i2'2iJ:00 Mi ·1ii5120051:Z:4s:2ri Aii 

cf~enl Name·~~een Here ;\ti.i8ilff.himi:~p:~ar$· Hei~ plSicmgi ii.1412005.il:Oo:OO Pr~ 1ii4f.iOOS9:io:i7 PM 

t1ient:Name ~pea1s Hare~ wtlleiii NSine·Af.p:e'B'rS. Heie usp1Si<-tvws1 ·1:ii2ooo:2:00:oirAr~ ·ii1!:WM2:03::i:iAM 

c~--~~~-~p~~~ -~er~r \\:Cifem:Name ~P.ears -Hete USRIS7editws1 tisJ2DOO·:ioo:na'Ai~ 118doos2iO:i:'i2 AM 

Cllem:Nanur ~pea1s. Hare \'~·CJient·N;.me,~,e;~:rs 'He~e. uspis7;,t"""1 i'li~;.i:4p0i!O:"J~ 1ii:)lio06'4'Slj:41 AM 
Cllent: Name -~pears Here \\¢fi~~ ~~_m,~ ~P,E~~:~~~ vspis7"'!i.w~i :1itSf.Wii62:1i9:oo AM. 1ii5f2600 2:93:10 Ai~ 

ClienfN.ame ~pee"' Here- \fcirent ~.bme.~~ears i-iere ~spl$7!>0~1 1,~~~:00WAI\1. !1'22!~ 2'(l3;1t At~ 

~f.tsnt·~~~·~"~-~~: \\"Cij~ N~mE!:4P.~~.r:-:H~~ usplsiedvws1 1~oo~·ii::iii:ooM!• 1~~3:~j;~~A~' 

.91i~~t~~m~~.P~.~ ~~re: '\¢1~.~am.~·-Ap~~~~. ~~.re. uspisi';,<~V.Vsl ,1i2lii2rni6 2:ob:OO AM 1.i29121i002:03:1 j !if~ 

~i~~·~111~·~pi1~~,·tl~f~ \~ ·pK~-~~~ ~~"!~~ !:i~!,, uspl~~~) :i i,) rii'ilo6t 'J)P;90 .P~l ji~iJ,~go6 .'1;11$. f'M. 

gti .... :!l'tn•~ .• o;:H!!~. l\~~·~,~~!"~ ~P.,e~~ ~~~: ·~zeq,ro, 1l1i'2(i<)s•1P:4o;<J9. Pi>; 1i:i~(js 10:5i:;!4 ~~~ 

a~~~ ~~-AP~~~~~ Ji~~- '~eli~ fi~~:-~P.~fl.r:>:B~~ ~spi$7erp!Ol J~ot.W{)~;tl:40;Q(l PM, ~J2(ji2op.ri )\:~2(45 ~r:,j' 

: Sr~~- ~~~--~pe~~ ~te~ \fCii~·N3me'Af.~ears ·Here u.spl~7en:>f!iX ·1n9a~ w:2p:WF'M ·1/.?MOQ61tliJ5;4.s' rtil 
.~P~ ~~.tlj~:~P~ars, l;j~reJ ~' F.~~·~.oa~~·.APf~~~ !:i~!~ USJ?I~7"'J'fi11 1!"~q,2\1® 10:i!0'09 P,fi1 !(.llir21$ 10:47:~0 ~M 
c_l\~fi.t"N:<!.l:i!t.~~f$"f{~~~ \\p~,~~B ~pa~¥Jki.V. usi>l'!7~r1)yl)t 111t:J.OOfl:2:40.:00:fl~ 1il@otr2:4;2:~!.E~-,4 

~ient· N~~l'!.~PQi{$. ~re:. 1.\J~~-~·N.al'!'~.~a~~- f:ler~. usply7ef11:'!(11 1,~'2006 ·3:QO;Pn f?l~ 1ill/2~Q$.~;Q(:Q3 p~ 

pU:9hl N.a:~.~~APP~~;.fi~~.: ~\!qit~;!11 N!!me;:~p~ts.~E!fe:: ~erJW::J1 J;1Sl200~·1:2jl:QQ Pf,l, M15!2\llltY1~:3.~Pt<l 

• Frequency: Monthly 

• Recipient: Province 

4. URL Availability Report 

·S 

25 

13 

1S 
·3 

1.5 

:7 

·.2 

14 

This report shows the URL Availability summary and detail. The summary section (above) 
includes fields to show the total number of timeouts, errors, content, slow responses and percent 
availability. The detail section (below) shows the outage detail per incident. For websites, 
availability reporting as specified in the Web Hosting Services SOW. 

50651178.5 -45-
Page 452 
CTZ-2013-00110



4.1 URL Availability Report (Summary Page ) 

URL Ava11obifny 

Report~ljod: 2005-08-01- 2006-llB'-16 

4.2 URL Availability Report (Detail Page) 

.l)S URL Availability 

Report Period: 200s.os:ti1- 20!J6.QS-16 

~-----------------------------------------------

j!.i.li1~ 

tle :~·:2 

·~ .. 
·17 ,, 

'1,3~ 

ti 
~:~ 

1;1.20 -:.27 -~, 

27~ 

:.z , 
::i!:t~.-e30 

2. )4 

:n ~ 

2' ~z 

29~~ 

'M.lC:~ 

• Frequency: Monthly 

• Recipient: Province 

5. Capacity Reporting (Base) 

Base set of reports that allow for an understanding of the current Server resource usage, related 
to Capacity. 
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6. Metrics By Resource Report 

This report graphically presents any (specified) non-availability metric data by 1 or 2 selected 
optional intervals (hourly, daily, weekly, monthly) and correspondinginterval date ranges for the 
specified resource-types. These options are set at the time the report is created. Report can 
include: 

• min/max/avg data with threshold values for each resource/metric. 

• Ability to project and chart values into future. 

• Ability to independently control interval and date-range ofleft/right graphs thru 
parameters. 

• 1-Up option for wider graphs. 2-Up option for side-by-side graphs. 

6.1 Metrics by Resource Report (1-Up option) 

Sample 

Metrics by Resource Report 

Report Period: 2008-02-07. 2008-02·29 

(Metric): CPU Percent Utilization for system uspld7erdc04 (in Percent) 

hourly 

(Metric): File System Percent Used for sy.stem uspld7erdc04 (in Percent) 

hourly 

50651178.5 -47-

Client Name Appears Here 

--Average 
-Maximum 
-Minimum 
••• Critical 
... Warning 
••• Target 
- Projection 

..... Average 
-Maldmum 
-Mio1mum 
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••• Warning 
••• Target 
-- Projection 
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6.2 Metrics by Resource Report (2-Up option) 

Metrics by Resource Report 

Report Period: 2008-02-28 - 2008-02-29 

(Metric): Memory Virtual Pet Used for system uspls7esswd1 (In Percent} 

Client Name Appears Here 

hourly <laily 

so 

00 

40 

....- Average 
-Maximum 
-Minimum 

20 

0~~~~~~~~~~~~~~~ 

••• Critical 
... Warning 
••• Target 
"·"· Projection 

~~~~!~~~~~~~~~~~~~~~~~~~ 

(Metric): Processor Queue Length for system uspls7esswd1 {in Processes} 

hourly <laily 

• Frequency: Monthly 

• Recipient: Province 

-+-Average 
-Maximum 
-Minimum 
•n Critical 
... Warning 
•u Target 
........ Projection 

7. Metrics By Resource Combined Report 

This report graphically presents specified non-availability metric data by 1 or 2 optional intervals 
(hourly, daily, weekly, monthly) and corresponding interval date ranges for the resources 
specified resource-types. These options are set at the time the report is created. Report may 
include: 

• Intervals and date-ranges on left and right graphs are controlled independently. 

• Output combines metrics for resources according to their units of measure into a 
single graph. 

• Aggregation of values (min, max, avg) to display is parameter driven. 

• 1-Up option for wider graphs. 2-Up option for side-by-side graphs. 
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7.1 Metrics by Resource Combined Report (1-Up option) 

(Unit): Pen:ent for system uspls7esswd1 

(Unit}: Processes for system uspls7esswd1 

50651178.5 

Metrics By Resource Combined 

Report Period: 2007 ..01·01 • 2007 ·12..01 

montl11y 

monthly 

-49-

Client Name Appears Here 

Maximum Values 
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7.2 Metrics by Resource Combined Report (2-Up option) 

(Unit): Percent for system uspls7esswd1 

monthly 

Metrics By Resource Combined 

Report Period~ 2007..01..01 • 2007·12..01 

- CPO i><ltrenl \ftil~n - l"eg<tFiieP~~tt<>nt~ 

- Ol:il<Pet...trtBu•y - Page Fil<t P»al<Per""trt Oo«< 
- File System Pereer.tUsed ·----··· CPU P<:tD?C 
- Menl<lly Virtual PottJsed "-- CPU P<>tc<mt!IO Walt 

(Unit): Processes for system uspls7esswd1 

monthly 

• Frequency: Monthly 

• Recipient: Province 

8. Metric Survey Report 

Client Name Appears Here 

Maximum Values 

daily 

daily 

This report displays a grid containing aggregated metric values for each resource by a user
selected interval (hourly, daily, weekly, monthly) for the report period. Resources and their 
children are grouped together. Report may include: 

• Ability to project values into future and color-shade projections based on thresholds 

• Exception run options 

• Schedulable options include sorting of rows and columns 
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8.1 Metric Survey Report 

Mehlc SUIV&y 

Report Period: 2007 .Of.01 • 2007.01.31 

Client Nmne Appears Here 

'P,~&~f)i(:~~~~PflR\J~;J;~~)~~~i\~~ Fie Sy:Rem Percent~ (PerteiiU 
MetricSurvey ' 

8 Leveraged Servers ~ ~ :i!ttswJuOIM ~ 

CPUP8rcentutiliz~on ~ ~ ~ ~ C!~&tQ1!!tltOtttt.: ~ ~ 

f!ISyotem 

• Frequency: Monthly 

• Recipient: Province 

9. Metrics By Resource Extract Report 

Results include unformatted, detailed output data for capacity metrics, including: metric data, 
thresholds, projections, and ratings. Can be exported as a continuous csv file or excel file. 
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9.1 Metrics By Resource Extract Report 

• Frequency: Monthly 

• Recipient: Province 

• Capacity Reporting: Optional 
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APPENDIXC SYSTEMS 

Intentionally Left Blank 

APPENDIXD SUPPORTED CUSTOMER LOCATIONS 

Intentionally Left Blank 

APPENDIXE SERVICE PROVIDER SERVICE LOCATIONS 

Intentionally Left Blank 
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APPENDIXF SUPPORTED OPERATING SYSTEMS 

Service Provider will provide Midrange Services for the Windows, Open VMS, Solaris, Linux 
and AIX Operating Systems on Hand-Over Date. 

The Province has identified that the Servers to be supported by the Service Provider as part of 
the Managed Services include the HPUX and Tru64 Servers. From and after the Hand-Over 
Date: 

(i) the Service Provider will use commercially reasonable efforts to provide the 
Midrange Services for the HPUX and Tru64 Servers in accordance with the 
Agreement; and 

(ii) if the Service Provider's management tools and agents cannot be used on the HPUX 
or Tru64 Servers, then the matter will be addressed through the Change Order 
Process. 

50651178.5 -54-
Page 461 
CTZ-2013-00110



APPENDIXG MANAGED SERVICES- STORAGE OF SURPLUS PHYSICAL 
SERVER HARDWARE 

The Province has the ability to increase and decrease the number of physical Servers that reside 
in a data centre and are subject to the Server Management Services. When a decrease in the 
number of physical Servers occurs and the physical Server has remaining asset life (as described 
in Schedule 23 of the Agreement), then the physical Server will be added to an inventory of 
available physical Servers ready for deployment, referred to as "Available Inventory". 

The Available Inventory will remain in the Server rack in which it was previously installed and 
will be powered off and ''wipe" the disks. The Service Provider will use Province standard 
procedures to wipe internal hard drives of the Available Inventory in accordance with the 
Province's IT Asset Disposal which is listed Schedule 28 of the Agreement. When the Service 
Provider receives a request (or where there is otherwise a requirement) to deploy a new physical 
Server, the Service Provider will first consider redeploying physical Servers of the same type 
from the Available Inventory before purchasing a new physical Server. The Service Provider 
will recommend to the Province which physical Server from the Available Inventory should be 
deployed instead of purchasing a new physical Server (based upon the requirements giving rise 
to the need for a new Server), subject to the approval of the Province, and for greater 
clarification, the Province will either: 

(a) accept the Service Provider's recommendation to use a particular physical 
Server from the Available Inventory; 

(b) select another Server of the same type from the Available Inventory to use 
instead of the particular Server recommended by the Service Provider; or 

(c) determine not to use a Server from the Available Inventory, in which case, the 
Service Provider will dispose of the Server so recommended to the Province 
in order to prevent a build up of inventory in the rack space, and will notify 
the Province of such disposal. 

The Service Provider will dispose of any Server in the Available Inventory that has passed its 
end of life, being a period of 5 years per Server. 

The Parties expect that the racks in the STMS Data Centre will not be full and will have capacity 
to hold the Available Inventory. Should the Available Inventory exceed the available rack space 
in the Server Provider Data Centre, then the Service Provider will inform the Province and the 
Parties will work together to determine a suitable solution which may include any of the 
following (and if they are unable to agree upon a suitable solution, then the matter will be 
resolved through Governance): 

50651178.5 

(a) 

(b) 

disposing of some of the Available Inventory, or 

pursuant to a Change Order, moving the Available Inventory to an agreed 
offsite storage location. 
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APPENDIXH 

50651178.5 

MANAGED SERVICES- PROVINCE ORDERING SYSTEM 
PROCESS FLOW 
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APPENDIX I MAJOR MIDRANGE SOFTWARE RELEASE UPGRADES 

1. Major software releases includes new release and major version updates of OS, database, 
web, Citrix and middleware software. 

2. It is the goal of the Parties to maintain technology at sufficient levels of currency to 
support interoperability amongst software products required by the Province and to 
enable the ability for the Province to take advantage of enhanced functionality wherever 
required within the Province's enterprise technology. 

3. Service Provider will make new major software releases available for deployment as part 
of its Gold Build package. This will happen when the product is stable (usually about 12 
months after software vendor General Availability) and upon completion of certification 
to test for stability and interoperability with OS', systems management and monitoring 
tools provided by Service Provider. 

4. As part of its service, Service Provider will identify, test and document applicable new 
features that may be inherent in a new major software release, identifying the potential 
benefit and impact of those features to the Province. The activation and deployment of 
any new software feature may be subject to a Change Order should the feature be deemed 
to require a material effort to activate and deploy or should it be deemed to have a 
material impact to the underlying costs of the Services. 

5. For new or refreshed systems: 

a. The most current Gold Build versions of software will be used unless the Client 
requires continued use of a prior version of the software (likely for Application 
compatibility reasons) 

b. If the Client requires that the prior version of software be retained, the Province 
(EHS) will approve the request for the Client to retain the prior version of the 
software. While that software continues to be vendor supported, Service Provider 
will fully support with Service Levels. 

c. If the software is no longer vendor supported, Service Provider will support but 
without Service Levels using resources providing service to the STMS project. If 
the software introduces security risks, then Service Provider and the Province will 
need to agree on how such security risks are dealt with. 

6. For in-place systems: 

a. 
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Once a system has been refreshed as part of the Transformation project, if Service 
Provider supplied software required for Managed Services goes out of software 
vendor support, Service Provider will take responsibility for the Service Provider 
effort to upgrade the software on the in-place systems unless a Client had 
previously chosen and received Province approval to remain on an older version 
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of software at the time of the prior refresh. In this case Service Provider will have 
the right to a Change Order associated with the in place upgrade. Should a client 
require the retention of the unsupported version of software, Service Provider will 
support but without Service Levels using available resources. If the software 
introduces security risks, then Service Provider and the Province will need to 
agree on how such security risks are dealt with. 

b. For Shared Services (SFP, Citrix, virtual hosts etc.): 

1. Service Provider will determine whether in-place upgrades are required to 
achieve compliance to the software vendor's maintenance requirements 
and, in conjunction with the Province, the required functionality of the 
Shared Service. If required, Service Provider will undertake those 
upgrades as part of the service. 

11. The Province will perform all required testing and any necessary 
Application changes to ensure that Province and Client Applications and 
services dependant on the Shared Services are compliant to such upgrades. 

c. For all other systems: 

1. If a Client requires a software upgrade prior to its scheduled refresh, the 
Client may request Service Provider to provide an early refresh of the 
system involved. Service Provider recommends that this be performed as a 
migration from the Client's existing server(s) to a "new" server(s) for the 
Client. For physical and virtual Servers there are two methods to achieve 
this type of migration; 

11. 

1. For physical Servers, the early refresh of physical server may 
utilize the process for Surplus Servers as described in the Server 
Management Services SOW and Fee Schedule. 

2. For Virtual Servers, the Client is only required to commit to three 
months of usage of any Virtual Server. Additional Virtual Servers 
can be made available to the Client with the upgraded software, as 
available in the Service Provider Gold Build. Once the client has 
migrated to the "new" Virtual Servers as required by the Client, 
and three or more months of service has been consumed on the 
"old" Virtual Servers, the Client may decommission the old Virtual 
Servers. 

If a Client requires an in-place upgrade of software on any single or 
clustered server prior the server's planned refresh, Service Provider will 
have the right to a Change Order. 
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APPENDIXJ SERVER TECHNOLOGY EVOLUTION 

This document deals with the baseline hardware architecture for Servers that the Service 
Provider will be implementing as of the Effective Date. The Service Provider will, as requested 
through the Province Ordering System or through the Service Provider service commitments, 
install the hardware models with the noted server performance ratings and power consumption 

As this hardware and the Operating Systems age, product vendors will declare these products as 
reaching end of life at which time vendor product support will terminate. To provide the ongoing 
identification of new products of a similar performance and capacity, the Service Provider has 
utilized the HP Product Quick Reference Guide that rates Wintel based hardware using a 
SPECint rating system and the SUN "M" rating system for SUN Solaris products. This will 
facilitate the identification of products having similar capacities in the evolution of the hardware 
that the Service Provider will supply in satisfying Province requirements. The power 
consumption ratings of Servers has also been provided as one of the overall objectives of the 
Service Provider and the Province is to satisfy the Province demand for hosting services while 
achieving power consumption reductions through the use of more power efficient hardware. 

Software currency and the alternatives for introducing new versions of software are addressed in 
this SOW (1.4.12 Server Operating System Upgrading and Appendix I major midrange software 
release upgrades). 

Initial Service Provider STMS Server Models 

Web 
Sun X4140 server with 1 AMD quad core 

Server 
processor, 4GB Memory kit (2x 2GB), 45 
2x73GB 2PSUs 

Base 
Sun X4140 server with 2 AMD quad core 

Server 
processors, 8GB Memory (2x4GB), 87 
2xl46GB 2PSUs 

VMware Sun X4240 server with 2 AMD quad core 
Backup processors, 8GB Memory, 2xl46GB disks, 87 
Server 2PSUs 

App/DB 
Sun X4240 server with 2 AMD quad core 

Server 
processors, 16GB Memory, 2xl46GB 87 

2x4GB 2PSUs 

VMware 
Sun X4440 server with 2 AMD quad core 

Server 
processors, 64GB Memory (16x4GB), 87 
3xl46GB 2x4GB 2PSUs 
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Solaris 
Sun T2000 server with 4 core 1.2GHz 

51,100 
UltraSparc T2 processor, 8GB Memory, 

App 
3x146GB disks 

Server 
Solaris Sun T5220 server with 8 core 1.2GHz 

App UltraSparc T2 processor, 32GB Memory, 250,500 
Server 3xl46GB disks 
Large 

Sun M4000 server with 4 quad core 
Solaris 

processors, 5MB on chip L2 cache, 32GB 
255,000 

App 
Memory, 2x73GB disks 

Server 

AIX 
System p 550, 3x2-core 3.5 GHz POWER6 

Server 
Processor, 6x146 GB 15K RPM SAS Disk n/a 

32GB RAM 
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STMS Hosting Services 

SOWSB 

Shared File and Print Services 
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1. SOW SB, Scope and Summary 

1.1 Definitions 

Capitalized terms used in this SOW will have the meanings given to them in the Appendix A of this 
SOW, and as defined in the other SOWs, the Agreement and the Master Transfer Agreement, as 
applicable. Any terms defmed elsewhere in this SOW will have the meanings given to them in this SOW. 

1.2 Purpose of this Document 

The purpose of this SOW is to generally describe the scope and functions of the Shared File and Print 
Services to be performed by Service Provider for the Province under the terms of the Master Services 
Agreement. 

Section 1.5 (Shared File and Print Services) of this SOW includes "Responsibility" charts that describe 
the responsibilities of the Province and Service Provider in respect of the Shared File and Print Services, 
as indicated in the charts by an "R". The "Responsibility" charts are populated with ''R" indicators that 
are to be interpreted as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified. 

1.3 Onsite Support Services Overview 

The provisions of the Sections of 1.2.1 (General), 1.2.2 (Midrange Operating Manual), 1.2.3 (Server 
Locations, Transformation and Ownership), and 1.2.4 (Use of Province Ordering System, ITIMS and 
Request Management), of the Server Management Services SOW are incorporated into this SOW by 
reference. 

1.4 Shared File & Print Services Overview 

This SOW describes the general scope and functions of the following components, which comprise the 
Shared File and Print Services (or "SFP Services") to be provided by Service Provider to the Province 
under the terms of the Agreement: 

• Common Functions of Shared File and Print Services 

• Shared File Services 

• Shared Print Services 

The services for each of the above-noted components are more particularly described in this SOW. The 
SFP Service is used by the Province and all Clients, as well as certain Broader Public Sector entities. 
New Clients and other Broader Public Sector entities may be added to the SFP Services through the 
Change Management Process or the Change Order Process, as applicable. 

1.5 Shared File and Print Services 

Service Provider will be responsible for delivery of the following Shared File and Print Services: 
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1.5.1 Common Functions of Shared File and Print Services 

The Shared File and Print Services provide secure disk storage and file systems in which the Province and 
Clients store their data files, and a secure environment in which to print them. The SFP Services consist 
of a complex service that is critical to the daily operations of the Province, the Clients, and those Broader 
Public Sector entities who subscribe to this service. The SFP Service affects several stakeholders (such as 
the Service Provider Citrix server team for Citrix-provisioned LOB Applications, Province Citrix DTS 
team, Province Network infrastructure team, Province Active Directory team, Province Supported 
Workstation Services, Province supported Corporate Applications, Client Application support teams), and 
is subject to several dependencies, such as the following: 

• the desktop re-direct to home drive; 

• the home drive mapping in the "IDIR" ID profiles; 

• the Active Directory (AD) objects for each SFP entity (such as servers, shares, print queues and 
DFS objects) in IDIR; 

• hard-coded SFP server names in login scripts; 

• the Province Network (SP AN/BC); 

• the synchronization of print drivers with Citrix LOB, Citrix DTS; and 

• 3PG and other external connections to SFP Servers. 

The SFP Service includes the following (which is more fully described in Appendix I): 

• file and print Server support; 

• management of the file Server storage; 

• file Server capacity and management of SFP supporting software; 

• technical support for SFP access administration; 

• data management operations (such as capacity trend reporting, group share splits, client share 
splits, Province and Client data migrations); 

• SFP Client and Province incident and Change reports; 

• Province and Client projects (such as physical office moves or reorganizations); 

• daily backup of data files and folders and restores as needed; 

• defined disaster recovery strategies for file and print fail over in the event of a total Server failure 
or, in the case of file Servers, a partial but significant loss of data; 
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• File and Print Operations support during regular business hours (8:00am- 5:00pm) except where 
specifically described in the tables below; 

• 24 x 7 Server support as described in the Server Management Services SOW; 

• Incident and Problem Management and Change Management (with the exception ofLevell 
Helpdesk functions which is provided by the Province); 

• Service exclusions as listed in Appendix J. 

As of the Hand-Over Date, the SFP Servers include both Tier 2 and Tier 3 Servers with performance and 
capacity management, all as described in the Server Management Services SOW. The SFP Services are 
not intended to include services for Application-related data (such as SQL or GIS files); in the event such 
Application data is found to exist on the file Servers, then the Service Provider will raise this matter with 
the Province (EHS) for resolution, failing which through the Governance Process for resolution. The 
Service Provider is not responsible for end-user support of Application Problems related to the files stored 
on the file Servers. The administration of the SFP Services among the Service Provider, the Province, 
Clients and applicable Broader Public Sector entities is described more fully in Appendix F - SFP 
Distributed Administration Model: Roles and Responsibilities. 

Certain components of the SFP Services may be purchased through the Province Ordering System, and 
will either be provided by the Province's "Workstation Services Branch" (WSS) or the Service Provider. 
The Service Provider will receive requests to fulfill Province Ordering System orders for SFP Services 
either directly from Province Ordering System or from WSS through a generic mailbox (known, as of the 
Hand-Over Date, as the "WTS Shared File Print" mailbox). The Service Provider will monitor the 
WTS Shared File Print mailbox continuously each day for requests for SFP Services. 

There are some Broader Public Sector entities and Clients who receive SFP Services from the Service 
Provider and whose desktop are not standard Province desktop, and whose desktop administration is not 
performed by the Province's "WTS Workstation Services" ID Administrators (although in some cases, 
WSS supports may support their workstations but not provide the ID Administrator function). SFP 
Service requests and SFP related Incidents for these Broader Public Sector entities and Clients may be 
handled using a different process, as more particularly described in the Midrange Operating Manual. 

There are some Broader Public Sector entities and Clients who use the "SFP APP" application and other 
SFP-provided tools and procedures, together with the appropriate privileged access to do their own SFP 
administration (such as create/modify/delete SFP Home Drives and group shares) (the "Self-Managed 
Clients"). Self-Managed clients do not order SFP Service through the Province Ordering System, and 
accordingly, the SFP Services provided to them by the Service Provider includes the creation of monthly 
reporting which is fed into the Province's Corporate Accounting System (CAS) for billing purposes by 
the Province. 

The SFP Services under this SOW are intended to be Transformed, as more particularly described in the 
Transformation SOW. The required changes to the description of the SFP Services under this SOW as a 
result of such Transformation shall be documented as part of the transformation activities described in the 
Transformation SOW. 

50651509.3 

Page 472 
CTZ-2013-00110



-4-

Service Provider will provide the SFP Services in accordance with 
the performance standards outlined in Appendix I - SFP 
Performance Standards. 

Service Provider will maintain, and redesign and update as required, 
a development and test environment to support the SFP Services. 

Province (EHS) will provide Service Provider with advanced notice 
of the following regarding Province's and Client's business 
operational needs, to the extent the Province (EHS) is able to: 

For Shared File Services 

• circumstances, events or changes in business operations 
that could result in an increased demand for shared file 
storage capacity; 

• projected increases in personnel that could result in an 
increased demand for shared file storage capacity for the 
Province or any Client (or Broader Public Sector entity); 

• changes to the Remote Site locations; and 

• internal organizational changes 

For Shared Print Services 

• Material increase in the number of new print devices. 

Service Provider will procure, at its expense, share file Servers, print 
Servers, and share file print Servers, as and when necessary, to 
provide the SFP Services in accordance with this SOW. 

Province will provide the Service Provider with the necessary access 
and authorization rights to the Province supporting SFP Applications 
(which are Province Proprietary Software, as defined in the 
Agreement) (the "SFP Proprietary Software") required for the 
Service Provider to access, use and modify the SFP Proprietary 
Software to deliver the SFP Services. 

For greater clarification, the Province will maintain the data 
administrator rights to the SFP Proprietary Software. 

Service Provider will update, maintain, patch and modify the SFP 
Proprietary Software as required to deliver the SFP Services, and will 
nrr"'"~"' all such to the SFP . Software to the 
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Province for purposes of maintaining the Province's data 
administrator rights up-to-date. 

Service Provider will provide the Province and Client personnel 
having elevated access and SFP administrative responsibilities (such 
as SFP Data Administrator or the Province Tier 1 Help Desk) with 
the following, during normal business hours: 

• bi-annual workshops/seminars with respect to SFP 
Applications, "SFP APP" Application and other SFP
provided tools imd procedures, and common 
issues/problems; and 

• assistance and training on an ad hoc basis and as 
required (which may be delivered on a one-on-one basis 
or as workshop/seminar), regarding SFP Applications 
and other SFP-provided tools and procedures, and the 
shared file directory structure used by the Service 
Provider to provide the SFP Services. 

Service Provider will be responsible for selection of the facility and 
any travel and living costs for Service Provider personnel, and for the 
required facility, to host the SFP workshop/seminars or ad hoc 
sessions. 

Develop and maintain SFP workshop/seminar training material as 
required for the use of ad hoc and bi-annual workshops/seminars 

Province and Clients will be responsible for any related travel and 
living costs for their personnel and to attend the SFP 
workshop/seminars or ad hoc sessions. 

For purposes of facilitating efficient Incident and Problem escalation 
and resolution, Service Provider will use commercially reasonable 
efforts to develop, foster, and maintain cooperative working 
relationships with each of the Province Service Delivery Groups. 

For purposes of facilitating efficient Incident and Problem escalation 
and resolution, Province will use commercially reasonable efforts to 
cause each of the Province Service Delivery Groups to develop, 
foster, and maintain cooperative working relationships with the 
Service Provider. 

To the extent that Service Provider requires access to the Province's 
systems and directories (such as IDIR) to perform its obligations and 
provide the SFP Services under this SOW, the Province will provide 
the Service Provider with that access or will cause the 
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Province Service Delivery Group to perform the required function (in 
lieu of giving Service Provider the access), as determined by the 
Province. 

Any disagreement between the Parties regarding the access to the 
Province's systems and directories that are required by the Service 
Provider to perform the SFP Services, then the Parties will resolve 
the matter through the Governance Process. 

Service Provider will maintain SFP shared directories and printers 
and all related and required information, in the Province's directory 
systems (such as IDIR, TIDIR), as more particularly described in the 
Midrange Operating Manual. 

Province will maintain responsibility for the Distributed File 
Services (DFS) domain in Active Directory. 

Service Provider will manage the DFS objects contained in the DFS 
structure using methods more fully described in the Midrange 
Operating Manual. 

Province will notify the Service Provider in advance of any major 
projects that are planned for the Province that will require integration 
with the SFP Services (such as the refresh of the Province's desktops) 
(each, a "Major Project"). 

Service Provider will work with the Province and the Province 
Service Delivery Groups as may be required in the development of 
all applicable project management, communications, testing, problem 
escalation, problem resolution and implementation plans for the 
Major Projects ("Project Plans"), to the extent that such Project 
Plans require integration with the SFP Services. 

Service Provider will perform such integration testing and problem 
resolution activities relating to the SFP Services as may be necessary, 
and working cooperatively with the applicable Province Service 
Delivery Groups and in accordance with the Project Plans, so that 
upon the completion of the Major Project, the SFP Services will be 
fully available and operational for the Province and the Clients 
affected by the Major Project. 

The Province will provide the Service Provider with the "SFP 
Authorization Matrix" as of the Hand-Over Date. 

The Province or any Client may request a change to the SFP 
Authorization Matrix from time to time (when the Province or such 
Client is indicated on the SFP Authorization Matrix as · . the 
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authority to make such requested changes). 

The Service Provider will update the SFP Authorization Matrix as 
required from time to time and provide it to the Province (EHS) in 
accordance with the procedures described in the Midrange Operating 
Manual. 

Service Provider will obtain the Province's or the Clients' approval, 
as applicable, from those individuals identified in the SFP 
Authorization Matrix as persons who can provide such approvals, 
before responding to Province or Client requests for specific SFP 
Services. 

Service Provider will perform Performance Monitoring and 
Reporting as defined in the Server Management Services SOW for 
the SFP Servers. 

Service Provider will perform Capacity Planning as defined in Server 
Management Services SOW for the SFP Servers. 

Service Provider will provide the Province and the Clients with the 
technical capability to restore their recently saved or deleted files 
(which, as of the Hand-Over Date, means maintaining the 
functionality that allows the Province and the Clients to perform such 
restores with a "right click" of their mouse and to go back to 
approximately 2 weeks). This service is limited by the technology 
available in the local redundant storage of the Server. 

After transformation of the SFP Services, the Service Provider will 
update the SFP recovery plan as required to maintain the transformed 
SFP Services. Service Provider will test the SFP recovery plan in 
accordance with the Project Plan for the Transformation of the SFP 
Services. 

Service Provider will perform annual testing of the SFP recovery 
plan in Service Provider's test environment for SFP. Such testing 
will be based upon the recovery of each SFP Server role (such as a 
file server, print server or a file/print server). 

Service Provider will provide the Province (EHS) with the results of 
all SFP recovery plan tests at the request of the Province. 

Service Provider will support and respond to all Priority 1 Incidents 
and Priority 2 Incidents (as defined in the Services Management 
SOW) relating to the SFP Service on a 24 x 7 basis. 
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Service Provider will provide the Province with SFP reports listed in 
Appendix B - SFP Reports by the frequency listed in that Appendix, 
and by way of a secured electronic delivery channel acceptable to the 
Province. 

Service Provider will provide to SFP Data Owners with incident 
reports, all as described in, and in accordance with, Appendix F. 

1.5.2 Shared File Services 

R 

R 

Shared File Services provides file service administration and Incident and Problem Management for file 
Servers. 

The Shared File Services includes creating and maintaining the file shares and space on file Servers, file 
moves, share moves, share deletion, share additions, and working with Province Service Delivery Groups. 

The Province (EHS) will provide Service Provider with notice of any 
internal reorganization within the Province or a Client that requires 
the movement of files, and information regarding the particulars of 
the reorganization as may be required by the Service Provider in 
order to perform the data migration. 

The Clients and Province will, in their discretion and to the extent 
possible, forecast their respective capacity requirements for Shared 
File Services to the Service Provider. 

Service Provider will perform data migration as required in 
connection with an internal reorganization within the Province or 
moves within a physical location, as required by the Province or a 
Client in connection with the movement of files, or as a result of 
ongoing file storage capacity management that is required to be able 
to save files in the ordinary course of their business operations. 

Service Provider will perform the data migration working with the 
Province Service Delivery Groups to develop and execute data 
migration plans, and will execute the data migration plans in 
accordance with the Change Management Process. 

Service Provider will provide sufficient and additional shared file 
capacity to meet the Province's and Clients' business requirements 
and to support their operations so that the Province and Clients will 
be able to save and retrieve files in the course of their 
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business operations. 

Prior to any Transformation of the SFP Services, this will include a 
significant amount of disk space balancing by way of share file splits 
(being the division of a file share into 2 or more file shares), and 
share moves, to be managed in accordance with the Change 
Management Process and working with the Province, Clients and any 
applicable Province Service Delivery Groups. 

The Province, Clients and Province Service Delivery Groups will 
work cooperatively with Service Provider, as applicable, in 
accordance with the Change Management Process to plan, approve, 
communicate and coordinate share file splits and share moves. 

The Service Provider will require that all Service Provider Personnel 
who have Privileged Accounts that could allow them to access any 
data or information relating to a project, program or other matter to 
which the Statistics Act (British Columbia) applies, take the oath 
referred to in Section 4 of that Act (or any successor provisions) 
prior to being given such Privileged Account. 

The Service Provider will implement and document processes and 
procedures to manage and track the Service Provider Personnel who 
taken the Statistics Act (British Columbia) oath, and will provide the 
Province with a list of such Service Provider Personnel indicating the 
dates on which they took the oath, as requested from time to time by 
the Province. 

Service Provider will provide optional logging of files on a shared 
file Server, on a fee quoted basis, through the Province Ordering 
System Process for matters not otherwise logged by Service Provider 
as part of the Shared File Service. 

Service Provider will provide new share locations as required by the 
Province and Clients following the Request Management Process 
(but not through Province Ordering System). 

Service Provider will perform file restores as required by the 
Province and Clients following the Request Management Process 
(but not through Province Ordering System). 

Service Provider will setup and maintain file share security and file 
system security for the Shared File Services by defining the top three 
levels of the file system hierarchy security. 

Self-Managed Clients will maintain the file server directory 
and related for their Shared File Services for all 
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levels of file system including the top three levels. 

The Province and the Clients will maintain the file server directory 
hierarchy and related security for their respective Shared File 
Services for all levels of file system except for the top three levels 
which is maintained by the Service Provider. 

1.5.3 Shared Print Services 

R 

Shared Print Services provides Windows based print queue administration and Problem Management for 
printer Servers and Print Queues, and includes: 

• creating and maintaining the Print Queues hosted on print Servers (generally, these Print Queues 
are used by desktop users); 

• purging and resetting print jobs; 

• working with other Province and Province Service Delivery Groups; and 

• associating printer drivers with Print Queues. 

There are some non-Windows Servers (such as the mainframe, Open VMS, and Citrix Servers) using 
some Print Queues. Service Provider is not responsible for printer problems related to the printer device 
hardware and firmware, desktops and Province network (SP AN/BC); however, Service Provider will be 
involved as needed to assist the Province in resolving print issues as they occur in relation to printer 
device hardware and firmware, desktops and Province network (SP AN/BC). 

Service Provider will provide the required Lead Times to the Province 
or the Clients, as applicable and as set forth in the Services 
Management SOW, and obtain prior authorization pursuant to the SFP 
Authorization Matrix, before making any changes to the Print Queues. 
Any such changes will be made through the Change Management 
Process. 

Service Provider will create, delete and change Print Queues as 
requested by the Province and Clients, as applicable. Print Queue 
creation, deletion and other changes will be managed through the 
Request Management Process described in the Services Management 
sow. 

Service Provider will provide Print Queue administration and Incident 
and Problem Management for printer Servers and Print Queues. 
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Service Provider will test and certify up to a maximum of fifteen new 
print device drivers each Contract Year (or such greater number as 
may be agreed to by the Parties in the Change Order Process), during 
normal business hours, as requested by the Province (EHS) for the 
purpose of introducing new print devices, which testing will include: 

• compatibility of print device drivers with the Citrix Farm; 

• desktop testing for standard Province.desktop printing 
(including MS Word, MS Excel, MS Exchange); 

• negative interaction with other approved print device 
drivers; 

• negative effect on the performance of the printer Servers; 

• provide logical access to Service Provider's test lab for 
the Province or Client to test their shared multi-function 
devices (MFD) and to testing for Province (WTS) 
initiated changes; and 

• network (SP AN/BC) bandwidth usage. 

Service Provider will communicate the results and recommendations 
of its print device driver testing to the Province (EHS) once available. 

Province will consider the Service Provider print device driver test 
results and recommendations prior to new print devices being 
deployed for Province or Client use. 

Service Provider will maintain a list of certified printer devices that 
includes Printer device particulars (such as manufacturer, model 
number, and so on), as well as a list of print device drivers that are 
compatible with the Citrix Farm. 

Service Provider will update the list of certified printer device drivers 
as new printer device drivers are certified and as existing printer 
device drivers become obsolete and are no longer used by the 
Province or the Clients. Service Provider will provide the Province 
(EHS) with a copy of the list of certified printer devices upon request 
from time to time. 

Service Provider will install new print device drivers that have been 
certified by the Service Provider each year, as required, on the print 
Servers. 
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Service Provider will work with the Province and the Clients, as 
applicable, to provide necessary Print Queue information for the 
Province or the Client to establish printing as needed for their 
respective Applications. 

Service Provider will configure the local Server print function. 

The Province and Clients will provide Service Provider with requests 
to configure a new Print Queue and will provide the Service Provider 
with the necessary information required by the Service Provider to do 
so. 

Service Provider will set and maintain Print Queue configurations as 
required by the Province and the Clients. 

Province will notify the Service Provider in writing when Print 
Queues can be removed from the print Servers. 

Upon the receipt of a written notice from the Province or Clients to 
remove a Print Queue, the Service Provider will remove the Print 
Queue through the Change Management Process described in the 
Services Management SOW. 

Service Provider will provide Level 2 support for print Server and 
Print Queue Problem Management when the Level 1 service desk is 
unable to resolve the issue. 

Service Provider will work cooperatively with Province Service 
Delivery Groups as required to resolve printing Incidents and 
Problems. 

Service Provider will perform Print Queue migration as and when 
required to provide the print services contemplated under this SOW 
and in accordance with the Change Management Process. 

Service Provider will provide the Province (EHS) with information 
from time to time that is known to Service Provider regarding printing 
leading practices and other similar tips that could be used by the 
Province or Clients to improve the overall quality and delivery of the 
print services, for consideration and use by the Province (EHS) as it 
may determine in its discretion. 

Service Provider will monitor Print Queues and will provide the 
Province with the SFP Print Queue report on a daily basis (as 
described in Appendix B - SFP Reports), and store the SFP Print 
Queue report in a Province specified location. 
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Province will install the printer devices and provide printer device 
hardware support. 

Province will retain responsibility for print Incidents and Problems 
related to the printer device hardware and firmware, Province 
desktops and Province network (SP AN/BC). 
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APPENDIX A- DEFINED TERMS I DEFINITIONS 

Applications 

Change Management 
Process 

DFS 

DTS 

File and Print Operations 

Home Drive 

ID Administrator 

Incident 

Midrange Operating 
Manual 

Multi-Function Device or 
MFD 

Operating System 

Print Queue 

Privileged Account 

Province (EHS) 

50651509.3 

Has the meaning given to it in the Server Management Services SOW. 

Has the meaning given to it in the Services Management SOW. 

The distributed file system that offers wide area network (WAN) 
replication and simplified, fault-tolerant access to geographically dispersed 
files and abstract file shares from Servers to the Active Directory. 

The desktop hosting service based upon Citrix and managed by the 
Province. 

Those functions/tasks that are performed by the Service Provider's SFP 
Core Administrators (defined in Appendix F below) for the purpose of 
maintaining and delivering the SFP Service (such as data moves, Print 
Queue creation, file share creation). These functions/tasks do not include 
those related to the management of Server hardware, Operating Systems or 
the Server Management Services. 

A file share dedicated to a single user. 

The function which manages access administration using the Province's 
Active Directory accounts and groups. The access administration can be 
for any shared service (such as SFP, Exchange, Shared Web). The 
function includes the create/modify/delete of the Active Directory 
accounts and groups, and the access administration function includes the 
population and management of the group memberships. 

Has the meaning given to it in the Services Management SOW. 

Has the meaning given to it in the Server Management Services SOW. 

An office machine that incorporates the functionality of multiple devices 
in one (such as print, fax, copy, scan). 

Has the meaning given to it in the Server Management Services SOW. 

A reserved file location on a Server for the purpose of sending print output 
files to a printer and the print driver associated with the printer. 

Has the meaning given to it in the Server Management Services SOW. 

Has the meaning given to it in the Server Management Services SOW. 
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Province Ordering System Has the meaning given to it in the Server Management Services SOW. 
Process 

Remote Site Has the meaning given to it in the Server Management Services SOW. 

Server Has the meaning given to it in the Server Management Services SOW. 

Server Management Has the meaning given to it in the Server Management Services SOW. 
Services 

SFP Means shared file and print. 

SFP Core Administrator Has the meaning given to it in Appendix F below. 

SFP Data Administrator Has the meaning given to it in Appendix F below. 

SFP Data Approver Has the meaning given to it in Appendix F below. 

SFP Data Manager Has the meaning given to it in Appendix F below. 

SFP Data Owner Has the meaning given to it in Appendix F below. 

SFP Services Means the services described under this SOW. 

STMS Data Centre Means the STMS Calgary Data Centre and the STMS Interior Data Centre 
(each as defined in the Data Centre SOW). 
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APPENDIX B- SFP REPORTS 

The reports in this Appendix are Province existing reports as of Hand-Over Date and will be made 
available to the Service Provider as of Hand-Over Date. 

• SFP Consumption by Organization (Used for billing) 

o Frequency: Monthly 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• SFP Internal: (Detailed consumption summary by month for all orgs over one year) 

o Frequency: Monthly 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• "big share" reporting 

o Frequency: Monthly 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• Disk space consumption provided to WTS (also feeds into billing) 

o Frequency: Monthly 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• Access reports 

o Frequency: Ad hoc but not greater than twice weekly 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• File type reports 

o Frequency: Ad hoc, as requested 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• Trending reports (per server, total) 

o Frequency: Monthly 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• SFP Print Queue Analysis report 

o Frequency: Daily, as requested 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• Count of print queues by Client organization, by server, and by driver 

o Frequency: Monthly 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 
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• Approved Print Drivers 

o Frequency: Quarterly 
o Format: Electronic and determined by Service Provider 
o Recipient: Province (EHS) 

• City-Town/Server Location matrix 

o Frequency: Quarterly 
o Format: Electronic 
o Recipient: Province (EHS) 

• Client/Server matrix 

o Frequency: Quarterly 
o Format: Electronic 
o Recipient: Province (EHS) 

• Group memberships report 

o Frequency: Ad hoc but not greater than twice weekly 
o Format: Electronic 
o Recipient: Province (EHS) 

• Security Analyser 

o Frequency: Monthly 
o Format: Electronic 
o Recipient: Province (EHS) 

• SFP System Access Reporting- Quarterly (see Appendix G) 

o Frequency: Monthly 
o Format: Electronic 
o Recipient: Province (EHS) 

• SFP Billing Report 

o Frequency: Monthly 
o Format: Electronic 
o Recipient: Province (EHS) 

• Availability of Servers (Server service and spooler service) 

• File space availability (by file share) 
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APPENDIX D- SUPPORTED CUSTOMER LOCATIONS 

Intentionally Left Blank 

APPENDIX E- SERVICE PROVIDER SERVICE LOCATIONS 

Intentionally Left Blank 
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APPENDIX F- SFP DISTRIBUTED ADMINISTRATION MODEL: ROLES AND 
RESPONSffiiLITIES 

The following stakeholders have roles and responsibilities related to successful data management. 

SFP Data Owners 

The SFP Data Owner is the person in the Province, Client or Broader Public Sector organization who has 
responsibility for the data residing on the shared file Servers. The data can be a whole file share or part of 
a file share. The SFP Data Owner makes decisions regarding who should have access, and what kind of 
access, to the data. The SFP Data Owner does not need to know the technical details of how the access is 
granted, but does need to be able to describe the access required to the data. 

The SFP Data Owner may request access changes to the data for which the SFP Data Owner has 
responsibility. The SFP Data Owners work with SFP Data Approvers for the technical details relating to 
the SFP Data Owners responsibilities. There may be multiple SFP Data Owners in any one in the 
Province, Client or Broader Public Sector organization. 

The SFP Data Owner and the SFP Data Approver may be a combined role. 

The data in each SFP home drive is owned by the "home drive owner". 

SFP Data Approvers 

The SFP Data Approver is the person in the Province, Client or Broader Public Sector organization who 
is familiar with the organizations overall data and security requirements. It is important that the SFP Data 
Approver understands the SFP security structure, principles and standards. The SFP Data Approver is 
responsible for ensuring that the shared file folder structure meets the business needs of the organization. 

The SFP Data Approver reviews and approves any required or suggested changes to organization's data 
in consultation with the applicable SFP Data Owners. There should be more than one SFP Data Approver 
for any one organization to ensure coverage for SFP Data Approver responsibilities is available when 
needed. 

The SFP Data Owner and SFP Data Approver may be a combined role. 

SFP Data Managers 

The SFP Data Manager is more of a function than a specific person. A SFP Data Manager can be either a 
SFP Data Owner or a SFP Data Approver. 

Every "home drive owner" is responsible for managing the data in their home drive. SFP Data Owners 
and SFP Data Approvers are responsible for the management of the data in group shares. 

SFP Data Administrators 

On behalf of the Province, Client or Broader Public Sector organization, the SFP Data Administrators 
perform the tasks required to process an approved change request from a SFP Data Approver or SFP Data 
Owner. If the task is unclear, the request doesn't meet the SFP standards or the request is not-standard, 
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then the SFP Data Administrator works with the SFP Data Approver and/or SFP Data Owner to find an 
acceptable solution within the SFP standards, in consultation with SFP Core Administrators if required. 

On behalf of the SFP Core Administrators, the SFP Data Administrators maintain the SFP security 
standards and follow SFP leading practices in handling SFP data. 

In the case of organizations that provides its own administration services (e.g., they do not receive their 
administration services from WTS), the SFP Data Approver and the SFP Data Administrator can be a 
combined role. 

SFP Core Administrators 

The SFP Core Administrator is a Service Provider role that defines, creates and maintains the 
infrastructure layer of the SFP Service. The SFP Core Administrator provides training and consultation 
support to SFP Data Administrators regarding the SFP standards and assists in escalated issue resolution. 

The SFP Core Administrator role is never combined with other roles. The SFP Core Administrator is not 
responsible for data on the SFP infrastructure beyond ensuring that the data loads are balanced to prevent 
disks filling-up. 
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APPENDIX G- SFP ELEVATED ACCESS ROLES 

SFP System Access Reporting - Quarterly will set forth the numbers and names of Service Provider 
Personnel in each of the following elevated access roles: 

• SFP Server Administrator - full administrative access to Server in order to manage hardware, 
operate system, support applications; personnel access all parts of the Server via console, terminal 
server, root shares; personnel are also members of each Server's" Local Administrator group", 
which provides full administrative access to server; used only in disaster recovery situations, or 
when the server is not accessible via the network; 

• SFP Core Administrator - full administrative access to all SFP shares on SFP file and print 
servers in order to support SFP application; creates/modifies/deletes containers, shares, queues 
for each ministry, troubleshoots problems, moves data across administrative boundaries; 

• SFP Backup Operator - access to all SFP file backups in order to perform file restores from SFP 
backup servers and tapes; and 

• SFP Service Accounts -used primarily for non-interactive access, used by automated processes, 
such as for disk space reporting, billing processes, directory synchronization processes. 
Occasional interactive access required for troubleshooting automated processes. 
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APPENDIX H- SFP CHANGES REQUIRING PROVINCE OR CLIENT APPROVAL 

All SFP changes require approval of the applicable Province, Client or Broader Public Sector 
organization (as per the SFP Authorization Matrix). For any change requiring notification only, the 
affected Province, Client or Broader Public Sector organization has the option of deferring the change to a 
different date upon request to the Service Provider. 

The SFP changes that require approval from the Province, Client or Broader Public Sector organization 
are as follows: 

• Share Moves 

Share moves from one Server to another, where the organization has not yet been migrated to the 
DFS service approval. Share moves between partitions on the same Server or shares in DFS do 
not require approval (but do require notification). 

• Dedicated Server Changes 

Dedicated Server changes outside the standard change window require approval. Dedicated 
Server changes during the standard change window do not require approval (but do require 
notification). 

• DFS Implementations 

The project to migrate to DFS for the SFP namespace will be implemented one organization at a 
time. The impact to the Province, Client or Broader Public Sector organizations will be the same 
as for a share move from one Server to another and therefore require approval. 

• Province/Client Migrations To/From SFP 

When a Client or Broader Public Sector organization is set up in SFP and its data is moved onto 
SFP, approval is required for the data moves. When a Province entity, Client or Broader Public 
Sector organization leaves the SFP Service and its data is moved off SFP, this can be performed 
by the organization itself, or by the Service Provider if the organization approves it through 
Province Ordering System. 

• Province/Client Projects for Included Services 

This category of SFP change includes Province, Client or Broader Public Sector organization 
requested, organization-specific projects for services which are included in the SFP Service, such 
as large share splits, changing Print Queue defaults, assisting with data or Print Queue cleanups. 
Internal client reorganizations are in this category, involving organization-specific renames of 
SFP entities and data moves between organizations. Planning for these changes is usually done in 
conjunction with the requesting Province entity, Client or Broader Public Sector organization; 
however, as each change is scheduled and the plan is finalized, the organization must approve any 
change to the schedule or the plan. 
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APPENDIX I- SFP PERFORMANCE STANDARDS 

Set forth below are the minimum performance standards for the SFP Services prior to the relocation of 
any SFP Servers and related storage to the STMS Data Centres, measured from an end-user perspective 
(between the end-user's desktop and the nearest SFP Server through the network (SPAN BC)). 

The Parties acknowledge that through the Transformation of the SFP Services, as defined in the 
Transformation SOW, the Server locations will change. The Service Provider will host the Home Drives 
and Print Queues oh the nearest network located SFP Server to the end-user as appropriate. 

The standards set forth below are the Province's posted standards for its SFP Services prior to the Hand
Over Date. The Parties acknowledge that the Province generally achieved better performance than the 
posted standards in the lower mainland (greater Vancouver area), Victoria and in other locations, with 
noted exceptions (such as, for example (i) some Remote Sites, (ii) circumstances where Clients elected 
for business reasons to use a group share in a central location that prevented the posted standards from 
being achieved, (iii) insufficient network (SP AN/BC) capacity,. and (iv) other external reasons beyond the 
control of the Province). Service Provider's objective is to maintain the standards actually achieved by 
the Province for the SFP Services and to provide the SFP Services in a manner that does not result in a 
material loss of the standards actually achieved by the Province prior to the Hand-Over Date. The Parties 
further acknowledge that the Province has not produced a baseline of the standards actually achieved for 

· the SFP Services where they are different than the posted standards, and as a result, a material 
degradation in performance may be indicated, in part, by a significant increase in applicable Client or 
Broader Public Sector complaints that do not result from extraneous factors outside of the control of 
Service Provider. 

Posted Standards 

• 1 Mb file open/save - less than 6 seconds; 

• 10 Mb file open/save - less than 60 seconds; 

• 1 Mb file - time to start printing - less than 30 seconds; and 

• 1 0 Mb file - time to start printing - less than 5 minutes. 

The standards set forth above may be changed by the Parties through the Joint Technology Architecture 
Working Group in connection with the relocation of any SFP Servers and related storage to the STMS 
Data Centres. 
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APPENDIX J- SERVICE EXCLUSIONS 

Set forth below are standards that are intended to be excluded from the SFP Services. If the Service 
Provider becomes aware of the use of any of the following excluded standards by the Province, a Client 
or Broader Public Sector organization, then the Service Provider will raise the matter with the Province 
(EHS), and if necessary may raise the matter through the Governance Process if necessary, for resolution. 
The Service Provider acknowledges that although the following standards are intended to be excluded 
from the SFP Services, they are several occurrences of the excluded standards that exist as of the Hand
Over Date. 

• Management of client data (such as permission changes, deletion, data moves within a client 
partition); 

• SFP data storage is limited to storing a user's data files, and not Client Applications or its data, 
other than the following Client Applications (which, for greater clarification, may reside on SFP 
Servers): 

o TRIM application and the WTS WAS "corporate" Application), and 

o dedicated SFP Server) related to the project. 

• Examples of excluded Client Applications and its data: 

• Website content 

• Oracle database/content 

• SQL database/content 

• Client/server Applications 

• GIS 

• Provincial government common or shared Applications (such as CHIPS, CRMS) 
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1. SOW SC, Scope and Summary 

1.1 Definitions 

Capitalized terms used in this SOW will have the meanings given to them in the Appendix A of 
this SOW, and as defined in the other SOWs, the Agreement and the Master Transfer 
Agreement, as applicable. Any terms defined elsewhere in this SOW will have the meanings 
given to them. 

The provisions of the Sections of 1.2.1 (General), 1.2.2 (Midrange Operating Manual), 1.2.3 
(Server Locations, Transformation and Ownership), and 1.2.4 (Use of Province Ordering 
System, ITIMS and Request Management), of the Server Management Services SOW are 
incorporated into this SOW by reference. 

1.2 Purpose of this Document 

The purpose of this SOW is to generally describe the scope and functions of the Web Hosting 
Services to be performed by Service Provider for the Province under the terms of the Agreement. 

Section 1.4 (Web Hosting Services) of this SOW includes "Responsibility" charts that describe 
the responsibilities of the Province and Service Provider in respect of the Web Hosting Services, 
as indicated in the charts by an "R". The "R" is to be interpreted as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified. 

1.3 Web Hosting Service Overview 

This SOW describes the general scope and functions of the following components of the Web 
Hosting Services to be provided by Service Provider to the Province under the terms of the 
Agreement: 

• Shared Web Hosting Service 
• Dedicated Web Service - Optional 

• Common Web Hosting Services 

1.4 Web Hosting Services 

1.4.1 Shared Web Hosting Service 

~The Shared Web Hosting Service provides the implementation and maintenance required for 
hosting the Province's web applications, and is designed for static and dynamic Web 
environments, and typically supports Internet, Intranet or Extranet, Web servers, and Web 
application Servers. The Shared Web Hosting Service include the following (as described in the 
Server Management Services SOW): 
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• Performance Management 
• Capacity Planning 
• Extended Support Hour Enhancement - 7 x 24 

Service Provider will deliver Shared Web Hosting Services using Shared Web Hosting Servers 
provided by the Service Provider that run a Microsoft Operating System and web services 
software (such as liS). 

Client initiates request, following the Province Ordering System 
Process as described in Server Management Services SOW, for 
Shared Web Hosting Services. 

For Dynamic Shared Websites, Clients will request at least two 
shared websites, one for test and development, one for 
production. 

Client to supply configuration elements to Service Provider as 
required for Service Provider to configure the "Shared Web 
Hosting" website, such as: 

• website name 

• DNS name 

• External, Internal or Extranet requirement (business 
requirements) 

• Web Master Security Access 

• Storage requirements 

• File system security settings 

• Initial application ID Requirements (such as who the lead 
administrator is, their network ID). 

Service Provider will setup the "Shared Web Hosting" website 
based on the requirements provided by the Client. 

Client to provide storage requirements for any web-Application 
changes on the Client's website. 
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Service Provider will monitor the Clients' websites to determine 
if the web sites are available. 

Service Provider will resolve website availability Problems 
related to liS. 

Where the Service Provider is notified, through monitoring or by 
other means, that a Shared Web Site has an availability Problem 
and it is not related to the Shared Web Hosting Server or the 
Shared Web Hosting Service, then the Service Provider will 
open an Incident ticket with the Province "Service Desk". 

For those Clients affected by Shared Web Incidents, the Service 
Provider will notify the Clients on the Client Contact List (as 
defined in the Shared Database Services SOW). 

Register the Client's website name (URL) in Province's Server 
registration system (DNS) following Province procedures and 
using Province owned tools, and following the procedures in the 
Midrange Operating Manual. 

To allow the Client to implement its website and/or Web 
Application on a "Shared Web Hosting" website, the Service 
Provider will configure the "Shared Web Hosting" website 
software, which will include: 

• Creating the liS instance website 

• Establishing host header names 

• Configuring top level folder security 

• Establishing log file configuration 

Service Provider will maintain the administrative access to the 
Shared Web Hosting Servers. 

On the Hand-Over Date the Province will provide Service 
Provider with the administrative access to the Shared Web 
Hosting Servers. 
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Service Provider will notify the Province (EHS) of any websites 
on the Shared Web Hosting Servers which are not viable in the 
Shared Web Server Hosting environment as a result of changes 
made by the Client to its website and/or web-Application, and 
will provide the Province (EHS) with detailed reason and 
particulars therefor ("Website Notice"). 

If the Province (EHS) agrees with the Website Notice, then the 
Province (EHS) will advise the Client and will cause the Client 
to either change its website such that the website it is suitable for 
the Shared Web Hosting Server environment, or to move the 
website to a Dedicated Web Hosting Server environment. Ifthe 
Client agrees to move the website to a Dedicated Web Hosting 
Server environment, then the change will be processed by a 
request in the Province Ordering System. 

If the Province (EHS) does not agree with the Website Notice, 
then the Province (EHS) and Service Provider will work 
cooperatively to come to an agreement as to whether or not the 
website is suitable for the Shared Web Hosting Server 
environment, and will escalate the matter through the 
Governance Process for resolution if necessary. 

Service Provider will detect, escalate, resolve, and perform root 
cause analysis (as described in Service Management SOW) for 
all Web Hosting Server software Incidents and Problems. 

Province will provide SiteMinder configuration information to 
the Service Provider for the installation and configuration of the 
SiteMinder software agent. 

Service Provider will install and configure SiteMinder agent on 
Web Hosting Servers as required at the request of the Province. 

Province will be responsible for the SiteMinder Application. 

1.4.2 Dedicated Web Service - Optional 

R 

R 

R R 

R 

R 

R 

R 

The Dedicated Web Service installs and supports Web Hosting Server software (such as liS) on 
a Dedicated Application Server, as an Optional Service. 
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Clients will request a new Dedicated Web Services through 
Province Ordering System. 

Client will supply configuration elements to Service Provider 
as required for the Service Provider to complete the Web 
Hosting Server software installation on the Dedicated 
Application Server software, such as: 

• website name 

• DNSname 

• External, Internal or Extranet requirement (business 
requirements) 

• Web Master Security Access 

• Storage requirements 

• File system security settings 

• Initial application ID Requirements (such as who the 
lead administrator is, their network ID) 

Service Provider will coordinate the implementation of the 
Web Hosting Server software with the Client on the Dedicated 
Application Server through the Change Management Process. 

To allow the Client to implement its website and/or Web 
Application on a Dedicated Web Hosting Server, the Service 
Provider will install and configure the Dedicated Web Hosting 
Server software, which will include: 

• Creating the liS instance website 

• Establishing host header names 

• Configuring top level folder security 

• Establishing log file configuration 
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1.4.3 Common Web Hosting Services 

The Common Web Hosting Services are the services provided to both Shared Web Hosting 
Service and Dedicated Web Service. 

Service Provider will provide, install, upgrade, patch, 
configure, make performance adjustments, backup and restore 
all software, security, associated network and hardware 
components used to provide the Web Hosting Services. 

The Client will request that a particular website be secured, 
such as using an SSL certificate; and any necessary related 
information to secure the website. 

Province will procure and maintain a pool of SSL certificates, 
and provide the Service Provider with licenses for the SSL 
certificates. 

Service Provider will perform installation of the SSL 
certificates. 

Service Provider will work with the Client to resolve access 
and security issues relating to the Web Hosting Servers of the 
Client's website. 

The Service Provider will apply and plan liS patches for the 
Web Hosting Servers in accordance with Change Management 
Process described in the Service Management SOW, and 
where applicable the Security SOW. 

Clients, at their discretion will test the Client' web
Applications and website content following the application of 
any patches by the Service Provider on the Web Hosting 
Servers. 

The Service Provider will adjust the Operating System and liS 
parameters of the Web Hosting Servers to the extent possible 
and feasible for improving the performance of the Client's 
web-Applications and website content (tuning). 

The Service Provider will adjust the Operating System and liS 
parameters of the Web Hosting Servers to improve 
performance of the Web Hosting Servers and liS. 
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The Service Provider will review Web Hosting Server 
Operating System and liS product status and maintenance 
information to identify trends and Problems. 

The Service Provider will review web products status and 
maintenance information to identify current related trends and 
potential Problems with the website software in use under this 
sow. 

Service Provider will perform preventive maintenance to the 
Web Hosting Server Operating System and liS, in accordance 
with the Change Management Process, to prevent known 
Problems. 

Service Provider will provide the Province's Online Channel 
Office (or its successor) with sufficient privileges to the Web 
Hosting Servers to permit the Online Channel Office to obtain 
website statistics. 

Service Provider will provide file system access to the Client 
to allow for installation, maintenance of website content for 
the Client's website. 

Client will develop, install, maintain and test the configuration 
of all its web-Applications and website content. 

Service Provider will work closely with Client to resolve 
Client web-Application or website content Problems that may 
be related to the Web Hosting Server. 

Service Provider will contact third party vendors of the Web 
Hosting Server software for technical support of Web Hosting 
Servers Problems as required. 
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APPENDIX A - DEFINED TERMS I DEFINITIONS 

Dedicated Application A Server that is dictated to a Client and that Client's Applications. 
Server 

Dedicated Web Hosting A web-Server that is dedicated to hosting a Client's website. 
Server 

Dynamic Shared A website that retrieves its content from a Database. 
Websites 

Online Channel Office Branch of the British Columbia Government responsible for the 
Province's web presence, And being the entity that produces website 
statistics for all Province websites. or its successor entity. 

Shared Web Hosting A web-Server that hosts more than one Client's website. 
Servers 

Web Hosting Servers A Server that hosts a website. 

APPENDIX B- REPORTS 

Monthly reports setting forth, for each website: 

• File space usage, by website for each Client, to be delivered to each respective Client 
• A vail ability of web service per Server, to be delivered to the Province 
• A vail ability by URL for each Client, to be delivered to each respective Client and to the 

Province (EHS) 
• Billing report, to be delivered to the Province (EHS) 

Alerts to be delivered as set forth below: 

• Availability of website (URL ping) 
• Availability of web Server (standard server alert) 
• 90% file space threshold (notify the Client) 

APPENDIX C- SYSTEMS 

Intentionally Left Blank 
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APPENDIX D- SUPPORTED CUSTOMER LOCATIONS 

Intentionally Left Blank 

APPENDIX E- SERVICE PROVIDER SERVICE LOCATIONS 

Intentionally Left Blank 
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1. SOW SD, SCOPE AND SUMMARY 

1.1 Definitions 

Capitalized terms used in this SOW will have the meanings given to them in Appendix A of this 
SOW, and as defined in the other SOWs, the Agreement and the Master Transfer Agreement, as 
applicable. Any terms defined elsewhere in this SOW will have the meanings given to them. 

1.2 Purpose of this Document 

The purpose of this SOW is to generally describe the scope and functions of the Virtual Hosting 
Services to be performed by Service Provider for the Province under the terms of the Agreement. 

The provisions of the Sections of 1.2.1 (General), 1.2.2 (Midrange Operating Manual), 1.2.3 
(Server Locations, Transformation and Ownership), and 1.2.4 (Use of Province Ordering 
System, ITIMS and Request Management), of the Server Management Services SOW are 
incorporated into this SOW by reference. 

Section 1.3 (Virtual Hosting Services Overview) of this SOW includes "Responsibility" charts 
that describe the responsibilities of the Province and Service Provider in respect of the Server 
Management Services, as indicated in the charts by an "R". The "R" is to be interpreted as 
follows: 

Responsible: solely and directly accountable for creating a work product or otherwise 
for completing the task or responsibility identified. 

1.3 Virtual Hosting Services Overview 

1.3.1 General 

Virtual Hosting Services provide the deployment and daily delivery of a Virtual Hosting 
environment, and include monitoring, maintaining, and managing hardware and system software 
configurations as defined in this SOW. The Virtual Hosting Services will only be provided from 
Province Data Centres and STMS Data Centres. 

The Virtual Hosting Services environment is characterized by physical Host Servers and the 
Virtual Servers as illustrated in the diagram below. 
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Host Server ' 
(physical hardware) ~ 

Virtual Server 
(no physical hardware) 

Virtual Server 
(no physical hardware) 

Virtual Server 
(no physical hardware) 

Virtual Server 
(no physical hardware) 

Multiple Operating System Images {Virtual 
Servers) will eXist on a single physical Heist 
Server. There is no dedicated hardware 
assigned to the individual Virtual Servers as 
they share· the same physical Host Server 
hardware. 

Some of the key characteristics of the Virtual Server environment will be: 

• rapid Virtual Server recoverability allowing the Virtual Server on a failed physical Host 
Server to be restarted rapidly on another physical Host Server; 

• Virtual Servers will be distributed across the available physical Host Servers for the 
purpose of allowing improved utilization of the physical Host Servers; 

• Virtual Server capacity load levelling will also result in Client Applications achieving 
improved performance; and 

• Virtual Servers will allow Clients to request and receive Virtual Hosting Services on 
short notice and for short durations (such as months). 

1.3.2 Virtual Transformation Plan 

Service Provider will create a Transformation plan to migrate as many existing physical Servers 
as possible to Virtual Servers (the "Virtual Transformation Plan"). The Virtual 
Transformation Plan will be developed by Service Provider, in consultation with a Province and 
Client stakeholder group, working cooperatively and subject to the approval of the Province, all 
in accordance with the Transformation SOW. The Parties acknowledge that not all Servers are 
suitable for virtualization. 
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1.3.3 Excess Capacity Management for Physical Hosts 

Service Provider will maintain Excess Capacity in the physical Host Servers for the purpose of 
achieving the Virtual Server Provisioning Service Levels, meeting short term use of Virtual 
Servers, and rapid recovery of Virtual Servers. The Excess Capacity will be based upon both the 
Server Farm Threshold and the Physical Host Threshold (both as defined below), such that when 
either the Server Farm Threshold or the Physical Host Threshold is achieved, the Service 
Provider will procure and use such number of additional physical Host Servers as are necessary 
to maintain the Excess Capacity in providing the Virtual Hosting Services. 

The Excess Capacity is intended to mitigate the occurrence of Unacceptable Utilization Trends. 
The Parties recognize that peak spikes in utilization rates of a physical Host Server for short 
durations oftime (measured as seconds or less) will not alone result in the occurrence of 
Unacceptable Utilization Trends. 

If as a result of the Physical Host Threshold and the Server Farm Threshold the Service Provider 
determines that it is accumulating unnecessary Excess Capacity as the number of physical Host 
Servers used in the Physical Host Farm increases, then the Service Provider may raise this matter 
with the Province, and the Parties will resolve it through Governance. 

The Service Provider will monitor the physical Host Servers for Unsuitable Candidates based 
upon High Virtual Usage. The Parties recognize that peak spikes in a Virtual Server's use of a 
physical Host Server's capacity for short durations oftime (measured as seconds or less) will not 
alone result in the occurrence of High Virtual Usage. 

1.3.4 Number of Virtual Servers to a Host 

The Service Provider acknowledges that it is assuming the risk of being able to host the number 
ofVirtual Servers on a single physical Host Server illustrated in the Diagrams below. If the 
Service Provider is required to provisions additional physical Host Servers because it is not able 
to achieve the ratios set forth in the Diagrams below, then such additional physical Host Servers 
will be provisioned at the Service Provider expense, and will not be charged back to the 
Province. 

50651713.3 
3 

Page 509 
CTZ-2013-00110



VJ.Iware 
VlrtualCoosol& 

{conlrols prmisi<lllil\91 
capacity balancing afVM images 

oo Virtual Host ~% { 

~{ 

MUI~·SIIN 

Connactroos· 

18 \'M lO 
Single VM Hast 

(y<>ar1) 

Muhi-N..twar~ 

C<ffinecliono 

Virtual Services (Windows and linux) 

Virtual Services (Solaris and AIX) 

Multi-SAN 
Connections 

MuiU.Nelwork 
Ccnmw.::k.lns 

Ba~ups 

Y.e~lr()l.fBt'y&al' 

impro·1ements 
a.to 1 ratio-~ )'ear 1 
11to1mtla-y<>ar2 
14 to 1 talio- year 3 
111<> 1 r•tlo- yoat 4 
20 to 1 tatio- year 5 
23to 1 ratio- y<>or6 
2G to 1 ratio- )'ear 7 

Upon the Hand-Over Date, Service Provider will support the Province's existing Virtual Servers 
and physical Host Servers (e.g. VMware, Solaris Containers, and AIX WPARs). 
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Service Provider will provide Virtual Hosting Services as described below. 

The Province or a Client, as applicable, initiates a service request for a 
Virtual Server through to the Province Ordering System Process. 

Service Provider will assess the Province Owned Equipment under the 
Virtual Transformation Plan, and any service requests for a Virtual 
Server received pursuant to the Province Ordering System Process, to 
recommend Virtual Candidates to the Province. 

The Province will approve the Service Provider's Virtual Candidate 
recommendations, and any disagreements on whether a Server is a 
Virtual Candidate will be resolved through Governance. 

Service Provider will procure physical Host Servers as required to 
maintain the Excess Capacity in providing the Virtual Hosting Services. 

Service Provider will install, maintain and decommission physical Host 
Servers as required to provide the Virtual Hosting Services (subject to 
maintaining the Excess Capacity) following the process described in the 
Server Management Services SOW. 

Service Provider will install, configure, maintain and retire Virtual 
Servers based on approved Province Ordering System requests following 
the processes described in the Server Management Services SOW. 

Service Provider will establish and maintain the Privilege Accounts on 
the physical Host Servers in accordance with the privileged accounts 
management under the Server Management Services SOW. Privileged 
Accounts on the physical Host Servers are for the Service Provider to 
provide the Virtual Hosting Services, and as a result, these Privileged 
Accounts will not be given to, or created by, Clients. 

Service Provider will implement processes and procedures to maintain 
Excess Capacity in the physical Host Servers used to provide the Virtual 
Hosting Services. 

The Service Provider will implement processes and procedures, and will 
configure its monitoring agents on the physical Host Servers, to create a 
Problem Management Incident ticket upon the occurrence of an 
Unacceptable Utilization Trend. 
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Service Provider will provide the Province with web based access to the 
Server Farm Threshold and Physical Host Threshold reports described in 
Appendix B ("Reports"), at the times and frequency set forth in 
Appendix B. 

If a single Virtual Server changes such that the Virtual Server achieves 
High Virtual Usage or operates an Unacceptable Application, then 
Service Provider will provide the Province (EHS) with information 
demonstrating that the Virtual Server has become an Unsuitable 
Candidate. 

The Service Provider will work cooperatively with the Province (EHS) to 
determine an appropriate solution for either maintaining the Unsuitable 
Candidate as a Virtual Server or migrating it onto a physical Server, and 
if the Province (EHS) and the Service Provider are unable to agree upon 
an appropriate solution, then the matter will be referred to Governance. 

The Province (EHS) will work cooperatively with the Service Provider to 
determine an appropriate solution for either maintaining an Unsuitable 
Candidate as a Virtual Server or migrating it onto a physical Server, and 
if the Province (EHS) and the Service Provider are unable to agree upon 
an appropriate solution, then the matter will be referred to Governance. 
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Excess Capacity 

High Virtual 
Usage 

APPENDIX A- DEFINED TERMS I DEFINITIONS 

The unused capacity of a physical Host Server and the unused capacity of the 
Physical Host Farm. 

The point at which a single Virtual Server uses more than 75% of the memory 
(RAM), 75% ofthe CPU utilization, 50% of the network interface card, or 60% 
of the host bus adaptor (HBA) of its physical Host Server. 

Host Bus Adapter Device that connects a host system (the computer) to a storage network '\nd 
(or HBA) storage devices. 

Host Server 

Long Plateaus 

Non-Peak Hours 

Peak Hours 

Physical Host 
Farm 

Physical Host 
Threshold 

Random Access 
Memory (RAM) 

Server Farm 
Threshold 

50651713.3 

The physical Server on which Virtual Servers operate sharing the available 
resources of the physical Server. 

The occurrence of plateaus in the physical Host Servers at or exceeding the 
Physical Host Threshold for periods measured in terms of hours. 

Each calendar day between 17:00 and 08:00 hours. 

Each Business Day between 08:00 and 17:00 hours. 

The group of all of the physical Host Servers in a particular network at an STMS 
Data Centre that are used by the Service Provider at any particular time to 
provide the Virtual Hosting Services. 

The achievement of any one of the following thresholds in each physical Host: 

(a) 90% utilization of the memory (RAM); 

(b) 90% utilization of the CPU utilization; 

(c) 60% utilization of the network interface card; or 

(d) 72% utilization ofthe host bus adaptor (HBA) utilization; 

and calculated in the manner described in Appendix XX for each physical Host 
Server used in the Physical Host Farm, and reported monthly showing the Peak 
Hour Daily Averages. 

Physical memory in a physical Server. 

The achievement of any one of the following thresholds in the Physical Host 
Farm: 

7 
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Short Plateaus 

Unacceptable 
Application 

Unacceptable 
Utilization Trends 

Unsuitable 
Candidate 

Virtual Candidate 

50651713.3 

(a) 75% utilization of the memory (RAM); 

(b) 75% utilization of the CPU utilization; 

(c) 50% utilization of the network interface card; or 

(d) 60% utilization of the host bus adaptor (HBA) utilization; 

and calculated in the manner described below for the Physical Host Farm (taken 
as the average of each physical Host Server used in the Physical Host Farm). 

The occurrence of plateaus in the physical Host Servers at or exceeding the 
Physical Host Threshold for periods measured in terms of minutes. 

An Application that: (a) is not certified by the Application vendor for use on a 
Virtual Server; or (b) is included on a list of Applications agreed in writing by the 
Parties as being unacceptable for operation on a Virtual Server. 

The consistent occurrence of either Short Plateaus or Long Plateaus or the 
occurrence of either Short Plateaus or Long Plateaus continually during any 
particular cycle (such as all day, all night, all weekend, the last couple of days of 
the month). 

A Virtual Server that is operating an Unacceptable Application or that achieves 
High Virtual Usage. 

(1) A Virtual Server request that will not operate any Unacceptable Applications; 
or (2) an existing Server that is not operating: (a) any Unacceptable Applications, 
and (b) at a utilization rate (having regard to the age of the Server and the 
Server's role in the Supported Infrastructure) that would likely result in the 
Server achieving a High Virtual Usage if it were migrated onto a physical Host 
Server, to the extent known. 
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APPENDIX B- REPORTS 

Monthly report showing the following for the Physical Host Farm and for each physical Host 
Server: 

• Peak Hour Daily Averages 
• Frequency: Weekly 
• Format: Electronic 
• Recipient: Province (EHS) 

• Non-Peak Hour Daily Averages 
• Frequency: Weekly 
• Format: Electronic 
• Recipient: Province (EHS) 

• Peak Hour Monthly Average 
• Frequency: Monthly 
• Format: Electronic 
• Recipient: Province (EHS) 

• Non-Peak Hour Monthly Average 
• Frequency: Monthly 
• Format: Electronic 
• Recipient: Province (EHS) 

50651713.3 
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APPENDIX C- SYSTEMS 

Intentionally Left Blank 

APPENDIX D- SUPPORTED CUSTOMER LOCATIONS 

Intentionally Left Blank 

APPENDIX E- SERVICE PROVIDER SERVICE LOCATIONS 

Intentionally Left Blank 
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APPENDIX F- HOST SERVER THRESHOLD CALCULATIONS 

The Physical Host Threshold and the Physical Farm Threshold will be calculated as follows: 

Peak Hours 

(i) Each component threshold will be measured in 20 minute intervals during the 
Peak Hours (the "Peak Hour Readings"); 

(ii) the Peak Hour Readings will be used to calculate a daily average as follows (the 
"Peak Hour Daily Average"): 

Peak Hour Daily Average = Sum of the Peak Hour Readings in a Business Day 
Number of Peak Hour Readings in a Business Day 

(iii) the Peak Hour Daily Averages will be used to calculate a monthly average as 
follows (the "Peak Hour Monthly Average"): 

Peak Hour Monthly Average = Sum of the Peak Hour Daily Readings 
Number of Business Day in the calendar month 

Non-Peak Hours 

(i) Each component threshold will be measured in 20 minute intervals during the 
Non- Peak Hours (the "Peak Hour Readings"); 

(ii) the Non-Peak Hour Readings will be used to calculate a daily average as follows 
(the "Non-Peak Hour Daily Average"): 

Non-Peak Hour Daily Average= Sum of the Non-Peak Hour Readings in a calendar day 
Number of Non-Peak Hour Readings in a calendar day 

(iii) the Non-Peak Hour Daily Averages will be used to calculate a monthly average as 
follows (the "Non-Peak Hour Monthly Average"): 

50651713.3 

Non-Peak Hour Monthly Average= Sum of the Non-Peak Hour Daily Readings 
Number of days in the calendar month 
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STMS Hosting Services 

SOWSE 

Onsite Support Services 
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1. SOW SE, SCOPE AND SUMMARY 

1.1 Definitions 

Capitalized terms used in this SOW will have the meanings given to them in Appendix A of this 
SOW, and as defined in the other SOWs, the Agreement and the Master Transfer Agreement, as 
applicable. Any terms defined elsewhere in this SOW will have the meanings given to them. 

1.2 Purpose of this Document 

The purpose of this· SOW is to generally describe the scope and functions of the Onsite Support 
Services to be performed by Service Provider for the Province under the terms of the Agreement. 

Section 1.4 ( Onsite Support Services) of this SOW includes "Responsibility" charts that describe 
the responsibilities of the Province and Service Provider in respect of the Server Management 
Services, as indicated in the charts by an "R". The "R" is to be interpreted as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified. 

1.3 Onsite Support Services Overview 

The provisions of the Sections of 1.2.1 (General), 1.2.2 (Midrange Operating Manual), 1.2.3 
(Server Locations, Transformation and Ownership), and 1.2.4 (Use of Province Ordering 
System, ITIMS and Request Management), of the Server Management Services SOW are 
incorporated into this SOW by reference. Reference is also made to Part 3, WTS Remote Sites, 
of the Data Centre Services SOW. 

1.4 Onsite Support Services 

The Service Provider will perform the Services under the Services Management SOW, Server 
Management Services SOW and the Supporting SOWs remotely where appropriate and possible. 
Where the Service Provider is unable to do so remotely it will perform the Services Onsite in 
accordance with this SOW. 

Where the Onsite Support Services is being provided through existing Province contracts (such 
as original equipment manufacturers' maintenance agreements for repair and maintenance of 
Province Owned Equipment) for Province Owned Equipment located at Province Midrange 
Facilities, the performance of the Onsite Support Services will be in accordance with the terms 
and conditions of the existing Province contracts. 

"On-Site Support Services" consists of technical Onsite assistance and the performance of other 
Services at Province Midrange Facilities (such as and when required for installation, Service 
Requests in accordance with the Services Management SOW, Server repair, Problem and 
Incident resolution, removal and decommissioning of equipment and so on) and will be provided 
on an as needed basis. 

50651204.3 
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Service Provider will dispatch a "Field Service Technician" to 
the Province Midrange Facilities as required to provide 
Services such as: 

• Server and related hardware installation 

• Service Requests 

• Server repair 

• Problem and Incident resolution 

• Removal and decommissioning of equipment 

Service Provider will remove or decommission Province 
Owned Equipment and Service Provider Owned Equipment 
within a reasonable time, having regard to any known timing 
restrictions notified by the Province or a Client to Service 
Provider (such as the date on which the Province or Client 
must vacate leased premises). 

The Province will maintain the Province Midrange Facilities as 
reasonably safe and clean facilities (with light and ventilation), 
to a standard that is no less than what the Province maintained 
prior to the Hand-Over Date. 

The Province will provide the Service Provider with access to 
the Province's "Regional Network Centre (RNC) Home 
Website" (the "RNC Home Website") containing certain 
information with respect to Province Data Centres, Regional 
Network Centres, and Remote Sites (such as security access 
information, floor plans, rack layout plans) (the "Facility 
Information"). The types of Facility Information provided in 
the RNC Home Website is not the same for each Province 
Midrange Facility location. 

The Province will maintain the Facility Information on the 
RNC Home Website and will update the Facility Information 
as required to maintain its currency. 

Service Provider will provide the Province with the particulars 
of any changes made by the Service Provider at a Province 
Midrange Facility that would result in the Facility Information 

· inaccuracies in the 
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Information that otherwise become known to the Service 
Provider in performing the Onsite Support Services, so that the 
Province can update the Facility Information in the RNC Home 
Website. 

Service Provider will provide the Province with other relevant 
information regarding the Province Midrange Facilities that 
comes to the attention of Service Provider in performing the 
Onsite Support Services (such as safety issues, environmental 
issues, security issues, and so on). 

50651204.3 - 3-
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APPENDIX A DEFINED TERMS I DEFINITIONS 

Incident 

Province Data Centres 

Province Midrange Facilities 

Province Owned Equipment 

Regional Network Centres 

Remote Sites 

Server 

Service Provider Owner 

50651204.3 

Has the meaning given to it in the Services Management 
sow. 
Has the meaning given to it in the Server Management 
Services SOW. 
Has the meaning given to it in the Server Management 
Services SOW. 
Has the meaning given to it in the Server Management 
Services SOW. 
Has the meaning given to it in the Server Management 
Services SOW. 
Has the meaning given to it in the Server Management 
Services SOW. 
Has the meaning given to it in the Server Management 
Services SOW. 
Has the meaning given to it in the Server Management 
Services SOW. 
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APPENDIXB REPORTS 

Reports 

Onsite usage: 

• Frequency: Monthly 

• Format: Electronic 

• Recipient: Province (EHS) 

APPENDIXC SYSTEMS 

Intentionally Left Blank 
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APPENDIXD SUPPORTED CUSTOMER LOCATIONS 

To establish a consistent Onsite· Support Service for all Servers located at the Remote Sites the 
Onsite Support Service includes: 

• a single Tier 3 - Remote Server Availability Service Level; and 

• 7x24 Support. 

The following table sets forth the cities where the Remote Sites are located, and where the 
Service Provider has Service Provider Personnel located, both as of the Hand-Over Date. The 
cities that are identified in the table as "Dispatch" are cities where the Service Provider does not 
have locally situated Service Provider Personnel (each a "Dispatch Location"), and accordingly, 
will require additional travel time by the Service Provider in performing the Onsite Support 
Services. The city from where Service Provider Personnel will be "Dispatched" is indicated in 
the table below where known. 

The following conditions on dispatch and travel timing relate only to Server repair. Installation, 
upgrading and decommissioning of Servers will be performed following the Change 
Management Process as described in the Service Management SOW. Should a Remote Site be 
inaccessible due to the hours when the Location made be accessed by the Service Provider 
("Accessible Hours"), or other conditions beyond the control of the Service Provider, the 
Service Level timing will commence once the "Field Service Technician" arrives at the location 
and is given access to the Province Midrange Facilities, provided that the Service Provider 
complies with the provisions in paragraphs (a) to (c) below. 

For those Remote Locations have been identified as "Dispatch" in the table below: 

(a) 

(b) 

(c) 

50651204.3 

the Service Provider will notify the "Field Service Technician" to commence the 
"Dispatch" as soon as the determination for Onsite Services is made. The "Field 
Service Technician" will depart as soon as possible and no later than one day for 
those "Dispatch" Locations requiring extra time for travel plans, which may be 
made so that the timing of the departure and the travel time coincides with the 
Accessible Hours of the "Dispatch" Location. The travel plans of the "Field 
Service Technician" may consider the availability of flights or other commercial 
transportation necessary to travel to the "Dispatch" Location, will depart for the 
"Dispatch" Location within that time; 

when travelling to a Dispatch Location, the Service Provider will not detour to 
perform other unrelated services or tasks for itself, the Province or any other third 
party; 

the Service Provider will use all commercially reasonable efforts to complete the 
travel time to the Dispatch Location within the estimated dispatch travel times 
indicated in the table below; and 
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(d) subject to the Service Provider's compliance with the provisions of paragraphs (a) 
to (c) above, the Tier 3 - Remote Server Availability Service Level will be 
suspended until the Service Provider's "Field Service Technician" arrives at the 
Dispatch Location (and the calculation of the Service Provider's achievement of 
the Tier 3 - Remote Server Availability Service Level will be amended to account 
for such suspension). 

The information set forth in the table below will be contained in the Midrange Operating Manual 
and will be updated as required from time to time. Any changes of a "Local" designation to a 
"Dispatch" designation will be subject to the approval of the Province. 

Abbotsford Local 

Alexis Creek Dispatch - Williams Lake 4 hours 

Atlin Dispatch 

Bella Coola Dispatch 

Burnaby Local 

Bums Lake Local 

Campbell River Local 

Chilliwack Local 

Clearwater Dispatch - Kamloops 4 hours 

Com ox -Strathcona Local 

Dease Lake Dispatch 

Fort Nelson Local 

Fort St. John Dispatch- Dawson Creek 8 hours 

Golden Dispatch - Revelstoke 4 hours 

Grand Forks Dispatch- Castlegar 4 hours 

Kamloops Local 

Kelowna Local 

Merritt Dispatch - Kamloops 4 hours 

Nanaimo Local 

Nelson Dispatch - Castlegar 4 hours 

New Westminster Local 
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Port NcNeil Dispatch - Campbell River 6 hours 

Prince George Local 

Prince Rupert Local 

Queen Charlotte City Local 

Saanich Local 

Sechelt Dispatch - Vancouver 24 hours 

Stewart Dispatch 

Surrey Local 

Terrace Local 

UBC Local 

Vancouver Local 

Victoria Local 

Williams Lake Local 

APPENDIXE SERVICE PROVIDER SERVICE LOCATIONS 

Intentionally Left Blank 
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1. SOW SF, Scope and Summary 

1.1 Definitions 

Capitalized terms used in this SOW will have the meanings given to them in the Appendix A of 
this SOW, and as defined in the other SOWs, the Agreement and the Master Transfer 
Agreement, as applicable. Any terms defined elsewhere in this SOW will have the meanings 
given to them. 

The provisions of the Sections of 1.2.1 (General), 1.2.2 (Midrange Operating Manual), 1.2.3 
(Server Locations, Transformation and Ownership), and 1.2.4 (Use of Province Ordering 
System, ITIMS and Request Management), of the Server Management Services SOW are 
incorporated into this SOW by reference. 

1.2 Purpose of this Document 

The purpose of this SOW is to generally describe the scope and functions of the Citrix Based 
Computing Services to be performed by Service Provider for the Province under the terms of the 
Agreement. Section 1.4 (Citrix Based Computing Services) of this SOW includes 
"Responsibility" charts that describe the responsibilities of the Province and Service Provider in 
respect of the Citrix Based Computing Services, as indicated in the charts by an "R". The "R" is 
to be interpreted as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified. 

1.3 Citrix Based Computing Services Overview 

This SOW describes the general scope and functions of Province's Citrix Farm administration, 
which comprises the Citrix Based Computing Services, to be provided by Service Provider. 

"Citrix Based Computing" is a compute architecture that enables Application delivery to the 
Province's Clients. Citrix Servers in the Province's Citrix Farm have a standard configuration. 
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Provincial Citrix "Farm" 
t 

Service Provider Supported 
Citrix Infrastructure or LOB Applications 

(Services & Servers) 

Province will install, configure and maintain Province Citrix Desktop Software 
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Citrix Server Responsibility Association 

Citrix Infrastructure or 
Line of Business (LOB) 

Applications 

Line of Business 
Applications 

Citrix Application 
software 

Operating 
System 

Hardware 

Client 
Managed 

Service 
Provider 
Managed 

-2-

Province 
Managed 

\. 

Desktop Citrix Servers 

Desktop 

Citrix Application 
software 

Operating 
System 

Hardware 
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The Service Provider's Citrix Based Computing Services includes elements such as Presentation 
Server, License Servers, Web Interface Servers and capacity planning for the Citrix 
Infrastructure Servers. The Citrix Services in this SOW are for presenting Client Line of 
Business Application(s) and not the Desktop Citrix Servers. 

1.4 Citrix Based Computing Services 

The Citrix Based Computing Services are described more fully in the chart below. 

Client will provide a request for LOB Application hosting on a Citrix 
Server following the Province Ordering System Process, as described 
in the Service Management SOW and the Server Management 
Services SOW. 

Client will supply Service Provider with unique configuration 
elements, if any, as may be required for Service Provider to 
configure the Citrix Servers or Citrix Farm for the Clients LOB 
Application Hosting Services such as: 

• Security groups for the Client Application 

• Citrix Farm policies requirements 

• Citrix Server load balancing 

Service Provider will configure and install the Citrix Server based on 
the configuration elements provided by the Client, and as required to 
provide the LOB Application Hosting Services to the Client, in 
accordance with the Change Management Process and the Server 
Management Services SOW. 

Client will install and maintain LOB Applications on the Citrix 
Server and notify the Service Provider when the LOB Applications 
are available for publishing. 

Service Provider will publish LOB Applications on the Citrix Server 
and will provide Client with notification of the publication. 

Client will be responsible for third party licenses related to the LOB 
Applications. 

Service Provider will monitor the Citrix Servers to determine if they 
are available. 
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Service Provider will resolve Citrix Server availability Problems 
related to the Citrix Service. 

Where the Service Provider is notified, through monitoring or by 
other means that the Citrix Infrastructure Servers or LOB Application 
Servers have a performance or availability problem and it is not 
related to the Citrix Based Computing Services, then Service 
Provider will open an Incident ticket with the Province "Service 
Desk" and will notify the Client that an Incident ticket has been 
opened. 

For purposes of facilitating efficient Incident and Problem escalation 
and resolution, Service Provider will use commercially reasonable 
efforts to develop, foster, and maintain cooperative working 
relationships with each of the Province Service Delivery Groups. 

For purposes of facilitating efficient Incident and Problem escalation 
and resolution, Province will use commercially reasonable efforts to 
cause each of the Province Service Delivery Groups to develop, 
foster, and maintain cooperative working relationships with the 
Service Provider. 

Service Provider will work closely with Clients to resolve LOB 
Application issues that may be related to the Citrix software on the 
Citrix Servers. 

The Service Provider will review Citrix product status and 
maintenance information to identify current related trends and 
potential Problems with the Citrix Services in use under this SOW. 

The Service Provider will perform preventive maintenance to Citrix 
Servers to prevent known Problems in accordance with the Change 
Management Process. 

Service Provider will debug, repair and resolve Citrix Server related 
Incidents and Problems following the Incident and Problem 
Management Process described in the Service Management SOW. 

Service Provider will contact vendor for technical support on Citrix 
software Problems. 

Service Provider will perform diagnostic activities to determine root 
cause of Citrix Server related Problems. 
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Service Provider will monitor for and resolve Citrix Server alert 
conditions, using one or more of the following: 

• Microsoft Operations manager (MOM); 
• Citrix's monitoring capabilities; or 
• Service Provider's monitoring tools. 

Service Provider will monitor Citrix and Microsoft Terminal Server 
licensing usage, and provide reports to the Province on a monthly 
basis. 

Service Provider will establish a Citrix Infrastructure Server 
performance benchmark within 6 months of the Hand-Over Date. 

Service Provider will recommend to the Province (EHS) when 
additional Citrix Infrastructure Servers are required to maintain 
Citrix Infrastructure Server capacity and performance. 

Service Provider will provide support for the Citrix Infrastructure 
Server on a 7x24 basis. 

Service Provider will install, manage configure, maintain, and 
decommission Citrix Infrastructure Servers and their related software 
(such as Operating System, Citrix Web Service, Citrix Licensing 
service, Database Servers as required). 

Service Provider will remove the Citrix Server from the Citrix Farm, 
as requested by the Client, in accordance with Server Management 
Services SOW. 

Service Provider will publish and and/or stop the publication of LOB 
Applications on the Citrix Server, as requested by Client. 

Service Provider will monitor relevant Citrix bulletins for security
related patch alerts. 

Service Provider will install and update Citrix software and Citrix 
patches, in accordance to the Change Management Process as 
described in the Service Management SOW and where applicable the 
Security SOW. 
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Service Provider will test and report functionality of print drivers 
required for the Citrix Services (see the Shared File and Print 
Services SOW for the list of certified printers and print drivers for 
the Citrix Farm). Service Provider will attempt multiple print drivers 
that would work with the Client request printer to satisfy the Client's 
printer request. 

Service Provider to inform the Client in instances where a suitable 
print driver cannot be found to satisfy the Client's printer request. 

Service Provider will maintain the Citrix internet browser based 
software configuration settings on the Citrix Infrastructure Servers as 
requested by the Province. 

Service Provider will participate in a "Citrix Working Group" 
established and chaired by the Province on a monthly basis. Service 
Provider participants will have a working knowledge and experience 
with the Citrix Services described in this SOW. 

Province will coordinate, chair, and facilitate the Citrix Working 
Group with Service Provider and other applicable vendors. 
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APPENDIX A- DEFINED TERMS I DEFINITIONS 

Citrix Farm The Citrix Servers that are logically associated to provide Citrix 
hosted Applications and desktop sessions. The Province's Citrix 
farm has three logical grouping of servers: the Citrix Infrastructure 
Servers, the LOB Application Servers and the DTS Servers. 

Citrix Infrastructure The Citrix Infrastructure Servers consist of the Web Interface 
Servers Servers, Zone Data Collector Servers, Citrix License Servers, 

Microsoft Terminal Server Licensing Servers. 

Citrix Server A Server running Citrix software and a member of the Citrix Farm. 

Citrix Working Groups A committee comprised of stakeholders involved in the managing of 
the shared Province Citrix Farm. 

Desktop Terminal A desktop hosting service managed by the Province. 
Service {DTS} 

Line of Business (LOB) A Client's business Application. 
Application 
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APPENDIX B- REPORTS 

Reports 

• Application usage reports (standard Citrix report), on a monthly basis to the Clients and 
the Province (EHS), and ad hoc as requested 

• A vail ability of the Citrix Infrastructure servers, on a monthly basis to the Province (EHS) 

• Citrix license usage, monthly to the Province (EHS) 

• Terminal Server License usage, monthly to the Province (EHS) 

• Billing Report 

Alerts 

• Availability ofCitrix SQL server (standard DB alerting) 

• Availability of the Citrix Infrastructure servers (standard Citrix alerting) 

• Availability ofweb components (standard web alerting) 

• Availability of Client LOB Applications Servers (standard Citrix alert) 

50651915.4 -8-

Page 537 
CTZ-2013-00110



APPENDIX C- SYSTEMS 

Intentionally Left Blank 

APPENDIX D- SUPPORTED CUSTOMER LOCATIONS 

Intentionally Left Blank 

APPENDIX E- SERVICE PROVIDER SERVICE LOCATIONS 

Intentionally Left Blank 
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1. STATEMENT OF CONFIDENTIALITY 

1.1 Definitions and Interpretation 

Capitalized terms used in this SOW will have the meanings given to them in the Appendix A of 
this SOW, and as defined in the other SOWs, the Agreement and the Master Transfer 
Agreement, as applicable. Any terms defined elsewhere in this SOW will have the meanings 
given to them. 

The provisions of the Sections of 1.2.1 (General), 1.2.2 (Midrange Operating Manual), 1.2.3 
(Server Locations, Transformation and Ownership), and 1.2.4 (Use of Province Ordering 
System, ITIMS and Request Management), of the Server Management Services SOW are 
incorporated into this SOW by reference. 

1.2 Purpose of this Document 

The purpose of this SOW is to generally describe the scope and functions of the Shared Database 
Service to be performed by Service Provider for the Province under the terms of the Agreement. 
Section 1.4 (Shared Database Services) of this SOW includes "Responsibility'' charts that 
describe the responsibilities of the Province and Service Provider in respect of the Server 
Management Services, as indicated in the charts by an "R". The "R" is to be interpreted as 
follows: 

Responsible: solely and directly accountable for creating a work product or 
otherwise for completing the task or responsibility identified. 

1.3 Shared Database Services Overview 

This SOW describes the Shared Database Services to be provided by Service Provider to the 
Province and includes the following, which are more particularly described in this SOW and are 
available upon request through the Province Ordering System: 

• Shared Database Services (Oracle, MS SQL) 

• Shared Database Patch Management 

• Shared Database Security Administration 

1.4 Shared Database Services 

Service Provider will be responsible for delivery of the following services: 

1.4.1 Database Management Services 

Database Management Services with respect to Shared Database environment includes the initial 
configuration and design of the Database structure, and management of the Database storage 
consumption and Shared Database availability. 
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For additional "Database Administration" services that are outside of the scope of this SOW, 
Clients may, at their discretion, obtain those services that are set out in the Application Enabling 
Services SOW. 

For the Service Provider to provide the Database Management Services, the Province and 
Clients, as applicable, will be required to provide Service Provider with appropriate 
authorizations to interact with the Province's third party vendors (such as Oracle and IBM) under 
the Province's or Clients' vendor support agreements. 

1.4.2 Database Management 

Database Management provides the installation and support of the Relational Database 
Management System (RDBMS) on the Shared Database Servers. Database Management 
includes the following relational database products: Oracle and Microsoft SQL Server. Non
relational database technology is out of scope for the services provided under this SOW. 

1.4.3 Shared Database Services (Oracle, MS SQL) 

This Shared Database Service provides a secure, reliable environment for Databases on a Shared 
Database Server and includes Databases of multiple supported versions, backups, monitoring, 
licensing and a base allocation of managed storage for each Database Instance. Clients who 
choose to purchase this service must purchase a minimum of two Shared Databases (one Share 
Database for production and one Shared Database for test and development). 

Shared Database Services provides support for Oracle and Microsoft SQL Server databases and 
includes 5GB of storage (additional GBs are provided at a per GB rate). 

Service Provider will perform Database Administration tasks as detailed m the Midrange 
Operating Manual. 

Service Provider will develop and maintain the Shared Database 
Services design in accordance with the architecture provisions 
described in the Server Management Services SOW. 

,The Client will request new Shared Database Services through the 
Province Ordering System, as described in the Server Management 
Services SOW. 

Province (EHS) reviews and validates the order with in the Province 
Ordering Systems and will validate that: 

R 

• The service request is within the scope of the Shared Database R 
Services described in this SOW. 

one for test and 
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development, one for production. 

Client to supply initial Database specifications to Service Provider to 
create the Share Database structure such as: 

• Database name; 

• Database version and patch set level; 

• Operating System requirement (if applicable); 

• Database storage (such as names of database tablespaces and 
size); and 

• Database backup requirements. 

Service Provider will create the Shared Database structure based on 
the specifications provided by the Client. 

Service Provider will create one privilege administrative ID per 
Database to give the Client the ability to manage: 

• database objects 

• dataloads 

• userid access 

Service Provider will monitor the Database for availability. 

Service Provider will resolve Database availability problems related 
to the Shared Database Service. 

Service Provider will maintain and update a list of contacts from 
client organization (the "Client Contact List") identifying the 
Province and Client organization staff for the Shared Database, and 
provide the Client Contact List to the Province (EHS) from time to 
time as requested. 

Where the Service Provider is notified, through monitoring or by 
other means, that a Shared Database has availability problems and it 
is not related to the Shared Database Server or the Shared Database 
Service, then the Service Provider will open an Incident ticket with 
the Province "Service Desk". 

50651898.3 

R 

R 

R 

R 

R 

R 

R 

Page 543 
CTZ-2013-00110



-4-

For those Shared Database Clients affected by Shared Database 
Incidents, the Service Provider will notify the Clients on the Client 
Contact List of the Incident. 

Client will provide data management (such as logical data 
administration, data cleansing/scrubbing, data manipulation, and so 
on) with respect to the Client's data residing in its Shared Database. 

Service Provider to provide alerts to Client before the Client's Shared 
Database reaches its storage threshold. 

Client will request additional storage through the Province Ordering 
System. If Shared Database Service interruptions are due to Clients 
not ordering sufficient storage, despite Service Provider storage 
threshold notifications, then Service Provider will not be held 
accountable for those Shared Database Service interruptions. 

Service Provider will notify the Province (EHS) of any Databases on 
the Shared Database Servers which are not viable in the Shared 
Database Server environment as a result of changes made by the 
Client to its Database, and will provide the Province (EHS) with 
detailed reasons and particulars for why such Databases are not 
viable for the Shared Database Server Environment ("Database 
Notice"). 

If the Province (EHS) agrees with the Database Notice, then the 
Province (EHS) will advise the Client and will cause the Client to 
either change its Database such that the Database it is suitable for the 
Shared Database Server environment, or to move the Database to a 
dedicated Server. If the Client agrees to move the Database to a 
dedicated Server, then the change will be made through Province 
Ordering System. 

If the Province (EHS) does not agree with the Database Notice, then 
the Province (EHS) and Service Provider will work cooperatively to 
come to an agreement as to whether or not the Database is suitable 
for the Shared Database Server environment, and will escalate the 
matter through the Governance Process for resolution if necessary. 

Clients will approve all changes to their Databases related to 
Database upgrades and patching following the Change Management 
Process. 
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Service Provider to install, upgrade, patch, remove and configure 
Database on the Shared Database in accordance to the Change 
Management Process. 

Service Provider to install, upgrade, patch, remove and configure 
Database related backup and restore tools on the Shared Database in 
accordance with the Change Management Process. 

Service Provider will install, upgrade, patch, remove and configure 
Service Provider management and monitoring tools in accordance 
with the Change Management Process. 

Migrate/upgrade Database to the current version after Database 
upgrades in accordance to the Change Management Process. 

Service Provider will perform scheduled backup services with respect 
to the Databases on the Shared Database Servers to meet the 
"Recovery Point Objective" of the previous business day, to the 
extent possible. 

Service Provider will perform restore services as required and when 
requested by Clients with respect to the Databases on the Shared 
Database Servers, to meet the "Recovery Point Objective" of the 
previous business day, to the extent possible, in accordance with the 
Change Management Process. 

Clients, at their discretion, will test their Databases in conjunction 
with their Application following any Service Provider Database 
upgrades or after the application of any Database patches. 

Service Provider will add and remove Database storage on the Shared 
Database Server through the Change Management Process. 

Service Provider will provide monthly reports described in Appendix 
B through a reporting website as described in the Server Management 
Services SOW, or such other means as agreed to by the Parties. 

Client to manage Database objects and Application user access in 
relation to their Databases. 

Service Provider will perform Database Administration tasks as 
detailed in the Midrange Operating Manual. 
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Service Provide will perform such tasks and functions as are 
reasonably necessary and that are generally followed within the 
industry in respect of Database management to maintain Database 
performance (such as running an Oracle Database statistical package 
on the Oracle Shared Databases). 

The Service Provider will review Database product status and 
maintenance information to identify current related trends and 
potential problems with Database. 

Service Provider will perform preventive maintenance on the 
Database to prevent known problems in accordance with the Change 
Management process. 

Service Provider will resolve Database related Incidents and 
Problems following the Problem Resolution Process, and will 
perform root cause analysis as necessary. 

Service Provider will contact the vendors for technical support on 
Database software issues. 

Service Provider will for monitor and resolve Database alert 
conditions. 

Service Provider will perform Database capacity planning for the 
Shared Databases to ensure, to the extent that the Service Provider is 
able, that there is sufficient physical memory (RAM) and processor 
capacity on the Shared Database Servers to perform the Shared 
Database Services. The Service Provider capacity planning will not 
be able to predict increases due to material changes in the Database 
use. 

Service Provider will remove Database Instances as requested by the 
Client through the Province Ordering System. 

1.4.4 Shared Database Patch Management 

R 

R 

R 

R 

R 

R 

R 

The Shared Database Patch Management services describes Service Provider's responsibility for 
monitoring and planning for security and functional database patches as required to provide the 
Shared Database Services and as required under the Security SOW. The Shared Database 
patches will be in accordance with the Change Management Process. 

The Shared Database Patch Management services are described more fully in the chart below. 
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Service Provider will monitor for relevant Database patches and 
industry bulletins for related patch alerts. 

The Service Provider will plan and apply patches for Shared 
Databases in accordance with Change Management Process, and 
where applicable the Security SOW. 

Service Provider will apply patches to Shared Database as required to 
maintain vendor support and to comply with the Security SOW. 

Clients, at their discretion, to provide necessary testing of Clients' 
business Applications following any Service Provider Shared 
Database patch installation. 

1.4.5 Shared Database Security Administration 

R 

R 

R 

R 

Database Security Administration provides support for the installation and maintenance of the 
Database on Shared Database Servers. 

Service Provider will implement and maintain Database security as 
required under the Security SOW and the Province Security Policies 
& Standards. 

Service Provider will notify the Province (EHS) of any Security 
Events or Security Incidents relating to the Databases, as described 
more fully in the Security SOW. 
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APPENDIX A- DEFINED TERMS I DEFINITIONS 

Database (DB) A set of files where application data (the reason for the database), 
meta-data is stored in a computer system. 

Database Administration The administration of a Database that deals with the Database as a 
whole up to and including the tablespaces. 

Database Instance Software (and memory) used to manipulate the data in a Database. 

Shared Database A Database that resides on a shared Server. 

Shared Database Servers A Server that hosts a Shared Database. 

APPENDIX B- REPORTS 

Monthly reports on the following, by Database and by Shared Database Server: 

• Availability of Database (to both the Province (EHS) and the Client) 

• File space usage by Database (to the Client) 

• Database license usage - to the Province (EHS) 

• Billing report 

Service Provider will deliver alerts as follows: 

• Availability ofDatabases 

• 90% file space threshold (notify the Client) 

APPENDIX C- SYSTEMS 

Intentionally Left Blank 

APPENDIX D- SUPPORTED CUSTOMER LOCATIONS 

Intentionally Left Blank 

APPENDIX E - SERVICE PROVIDER SERVICE LOCATIONS 

Intentionally Left Blank 
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1. SOW SH, Scope and Summary 

1.1 Definitions 

Capitalized terms used in this SOW will have the meanings given to them in the Appendix A of 
this SOW, and as defined in the other SOWs, the Agreement and the Master Transfer 
Agreement, as applicable. Any terms defined elsewhere in this SOW will have the meanings 
given to them. 

The provisions of the Sections of 1.2.1 (General), 1.2.2 (Midrange Operating Manual), 1.2.3 
(Server Locations, Transformation and Ownership), and 1.2.4 (Use of Province Ordering 
System, ITIMS and Request Management), of the Server Management Services SOW are 
incorporated into this SOW by reference. 

1.2 Purpose of this Document 

The purpose of this SOW is to generally describe the scope and functions of the Application 
Enabling Services to be performed by Service Provider for the Province under the terms of the 
Agreement. Some sections in this SOW include "Responsibility'' charts that describe the 
responsibilities of the Province and Service Provider in respect of the Application Enabling 
Services, as indicated in the charts by an "R", to be interpreted as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified, but only to the extent requested by the 
Client, acknowledging that the level of involvement of the Service Provider will vary 
from Client to Client for similar tasks, as determined by each particular Client through 
the Province Ordering System Process. 

1.3 Application Enabling Services Overview 

The Application Enabling Services under this SOW are available upon request through Province 
Ordering System at the discretion of the Clients, and will be documented in writing (as a 
statement of work) between the Service Provider and the Clients at the time of purchase. For 
greater clarification Clients may, at their discretion, purchase similar services to some or all of 
the Application Enabling Services from any other party instead of ordering them from the 
Service Provider under the Province Ordering System. 

This SOW describes the Application Enabling Services that will be provided by Service Provider 
when requested through the Province Ordering System, and includes the following: 

• Database Management Services - Optional 

• Middleware Support - Optional 

• Application Release Management Services - Optional 
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1.3.1 Database Management Services- Optional 

Service Provider will perform the following relational Database Management Services for the 
Province which includes Database Services for only Oracle, DB2, MS SQL (or their successor 
products). Non-relational database technology, and Logical Database Administration, are out of 
scope for the Database Management Services provided under this SOW. 

The Database Management Services requested by Clients under this SOW may consist of any or 
all of the components of the Application DBA Roles and the Physical DBA Roles (as defined 
below). 

1.3.2 Middleware Support- Optional 

Service Provider will perform the following Middleware Support Services for the Province for 
the products listed in Appendix F. Any addition of new products or changes to the existing 
products in Appendix F (including recognition of successor products) will be made with the 
consent of the Province through the Change Order Process. 

Middleware Support does not include Application development services using the Middleware 
software. 

1.3.3 Application Release Management Services - Optional 

Service Provider will perform the following Application Release Management Support Services 
as requested by Clients. This includes: 

• setting Application environment configuration 
• Release Management 
• starting and stopping Application 
• monitoring the execution of applications 
• application backups and restores 

Application Release Management Support does not include Application development services. 

1.4 Database Management Services- Optional 

Service Provider will deliver the following Database Management Services, as and to the extent 
requested by Clients through the Province Ordering System: 

50651913.2 -2-
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Client initiates request for Database Management Services 
through the Province Ordering System Process. 

Clients may, at their discretion, arrange for a draw-down account 
to be used by the Service Provider where the amount of work 
required by the Client cannot be ascertained. 

Service Provider will provide the Database Management 
Services purchased by Client through the Province Ordering 
System. 

Service Provider will provide the -Province (EHS) and the 
Client with a monthly report describing the general Database 
Management Services performed in the prior month and the 
associated costs to the Client, together with a description of any 
variances from the original estimate of effort and cost and the 
reasons for the variances. 

Service Provider will manage any Database Management 
Services that could affect the availability of any Applications 
through Change Management Process. 

To the extent possible, and without recourse for failure to do so, 
Client will notify the Service Provider of any business 
requirements that could affect future Database growth. 

Client will report and provide information to the Service 
Provider regarding Database Problems. 

The Service Provider will monitor Relational Database 
Management System (RDBMS) product status and 
maintenance information to identify current related trends and 
potential issues with the RDBMS in use under this SOW. 

Client will provide the Service Provider with the Client's 
production Database change window requirements specific to 
the Client's business requirements. 

Service Provider will evaluate the need for patches deemed 
critical by the software vendor to support RDBMS products to 
mitigate known Problems. 
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Service Provider will install all RDBMS patches through the 
Change Management Process. 

Service Provider will implement and maintain Database 
security as required pursuant to the Security SOW and the 
Province Security Policies & Standards. 

Service Provider will the Province (EHS) of any Security 
Events or Security Incidents relating to the Databases, as 
described more fully in the Security SOW. 

1.5 Middleware Support - Optional 

R 

R 

R 

Middleware Support is the operational and management processes and support of Middleware 
managed by AES (see Appendix G). Service Provider will deliver the following Middleware 
Support Services as to the extent requested by Clients through the Province Ordering System. 

Client will initiate a request for Middleware Support Services through 
the Province Ordering System Process. 

Service Provider will provide the Middleware Support Services 
purchased by Client through the Province Ordering System. 

Service Provider will provide the Province (EHS) and the Client with 
a monthly report describing the general Middleware Support Services 
performed in the prior month and the associated costs to the Client, 
together with a description of any variances from the original 
estimate of effort and cost and the reasons for the variances. 

Service Provider will manage any Middleware Support Services that 
could affect the availability of any Applications through Change 
Management Process. 

To the extent possible, and without recourse for failure to do so, 
Client will notify Service Provider of changes in business 
requirements that could affect future use of Middleware software. 

To the extent possible, Client will report and provide information 
regarding Middleware software Problems. 
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The Service Provider will monitor Middleware software status and 
maintenance information to identify current related trends and 
potential issues with the Middleware software in use under this SOW. 

Client will provide the Service Provider with the Client's production 
Middleware change window requirements specific to the Client's 
business requirements. 

Service Provider will evaluate the need for patches deemed critical by 
the software vendor to support Middleware software to mitigate 
known Problems. 

Service Provider will install all Middleware patches through the 
Change Management Process. 

Service Provider will implement and maintain Middleware security as 
required pursuant to the Security SOW and the Province Security 
Policies & Standards. 

Service Provider will notify the Province (EHS) of any Security 
Events or Security Incidents relating to the Middleware, as described 
more fully in the Security SOW. 

R 

R 

R 

R 

R 

R 

1.6 Application Release Management and Support Services - Optional 

Application Release Management Support Services covers the following services: 

• Provide a holding or staging area for the Application releases to be promoted; and 

• Move the Application releases from the holding or staging area to the target environment 
(such as from a Development environment to a Test environment, a Test environment to 
a Production environment, Test environment to Training environment, Test environment 
to Education environment). 

These services are performed under Change Management Process. This service does not include 
quality assurance testing (such as the inspection, testing, or checking of the Application release), 
other than to ensure that the Application release is as specified in the Change Request. 

Service Provider will deliver the following Application Release Management and Support 
Services as and to the extent requested by Clients through the Province Ordering System. 
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Client will maintain and provide to the Service Provider the Client 
Contact List (as defined in the Shared Database SOW). 

Client will provide the Service Provider with the Client's Application 
environment requirements such as file system allocation, size and 
directory structures (including development, test, education/training 
and production). 

Service Provider will create, configure and manage the Client's 
Application environment according to client specification. 

Client will: 

• define, develop, provide and schedule Application 
enhancement and releases; 

• perform Application release coding, enhancement and unit 
testing, integration testing; 

• perform Application release quality assurance testing; 

• provide application release bundle, migration instructions and 
install scripts for Application release migration; 

• perform Application problem determination (process, bugs 
and data) and resolution; 

• perform Application performance tuning; 

• provide Application security requirements such as groups and 
ownership IDs. 

Service Provider will perform Application release migrations to test, 
education, training and production environments according to Client 
instructions. 

Service Provider to stop and start Application(s) in development, test, 
education, training, production or other environments, as requested 
by the Client. 

Service Provider will create and manage Middleware Application 
security according to the Client's specification. 
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Service Provider will perform security and administrative tasks to 
support Client's Application development and testing teams (such as 
manage developer and tester IDs and group access). 

Service Provider will work with the Client to maintain Application 
production change windows that meets the Client's business 
requirements. 

Service Provider will perform backup and recovery for the 
Application environment as requested by Client. 

To the extent possible, Service Provider will provide input on 
hardware and software changes that might affect the Client's 
Application environment. 

Service Provider will monitor and report to the Client on Application 
storage, CPU and memory capacity based on thresholds set by 
Service Provider as requested by Client. 

Service Provider will allocate storage and plan future growth based 
on requirements provided by the Client. 
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Middleware 

Logical DBA 
(Data Base 
Administrator) 

APPENDIX A- DEFINED TERMS I DEFINITIONS 

Middleware is computer software that connects software components or 
Applications, for the purposes of this SOW Middleware software consists 
ofthe software listed in Appendix F (and their successors). 

The Logical role of a DBA involves defining the logical data model for the 
Database. Defining the Database layout including table and column 
definitions, table relationships, size, and such would be all part of the 
logical role. The Logical DBA role is usually independent of the Database 
software. 

Application DBA The Application DBA role deals with the Database from the table level and 
its related objects, and includes tasks such as: 

Physical DBA 

50651913.2 

• Creates and loads tables, triggers, indices and other database objects. 
• Provides the data to be loaded into the Database and manages the 

data. 
• Requests certain changes to the Database (new userids, table 

changes). 
• Manages Application users of the Database (such as password) 
• Assists Physical DBA, as required, in repairing/resolving Databases 

Incidents. 
• Assists Physical DBA with the design ofbackup, recovery and 

archiving procedures and schedules. 
• Forecasts storage requirements (initiate changes accordingly). This 

responsibility is shared by the Application DBA and Physical DBA. 
• Shares performance monitoring and tuning of Database. The 

Application DBA is primarily responsible on the application level 
and the Physical DBA is primarily responsible in the physical level. 

The Physical DBA role deals with the Database as a whole up to and 
including the tablespaces, and includes tasks such as: 

• Installs, configures, upgrades and patches RDBMS and associated 
backup, restore, management and monitoring utilities and tools. 

• Starts and stops the Database and listener. 
• Monitors and maintains Database availability specified by the 

Application. 
• Daily restore/refresh of education/training Databases from baseline 

when required. 

- 8-
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• Designs/develops backup/recovery/archiving procedures and 
schedules for Databases. 

• Debug, repairs, resolves Databases Incidents. Application DBA 
may assist with DB recovery as required. 

• Manages Database access control, creates, deletes and configures 
userids and groups according to Application owner. 

• Performs periodic Database storage reorganization including index 
and tablespace rebuilds. 

• Monitor, analyze, and report Database storage capacity and 
utilization. 

• Creates Databases and associated objects up to and including the 
tablespaces. 

• Places tables in appropriate tablespaces as defined by the 
Application DBA. 

• Performs Application Release Management duties in Test and 
Production environment. Executes scripts and programs on behalf 
of Application DBA and developers to: 

o to drop/create/alter Database objects, 
o to load data into tables (process will be automated in the 

production environment), 
o to install new application releases. 

• Shares performance monitoring and tuning of Database duties with 
Application DBA. 

• Provides assistance in capacity planning based on growth and 
changes to the Databases. 

• Coordinates scheduled outages. 
• Monitors production Database performance statistics and maintains 

repository for these data. 
• Leads in resolution of infrastructure and Database software issues, 

liaises with vendors and Application DBA and developers to 
facilitate the remedial action. 

• Monitor, maintain and support Database replication (such as standby 
databases and Multi-Master Replication Databases). 

• Provide Disaster Recovery Service for Database. 
• Work with Application DBA and developers to perform Database 

stress testing. 
• Perform initial diagnostic activities to clarify root cause of 

application related Problems. 
• Monitor and respond to Database alert conditions and provide 

remedial action as needed. 
• Provide input to hardware, RDBMS and related software 

architecture changes. 
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APPENDIX B- REPORTS 

Reports 

• AES Hours used by account 

o Frequency: monthly 

o Format: Electronic 

o Recipient: Province (EHS) 

• Database license usage 

o Frequency: monthly 

o Format: Electronic 

o Recipient: Province (EHS) 

• Middleware license usage for products supported by EAS 

o Frequency: monthly 

o Format: Electronic 

o Recipient: Province (EHS) 

• Billing report 

o Frequency: monthly 

o Recipient: Province (EHS) 

• Other reporting will be described in the statements of work for services purchased by 
Clients and will be dependent upon the nature of the services 

Alerts 

• As requested by Clients 
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APPENDIX C- SYSTEMS 

Intentionally Left Blank 

APPENDIX D- SUPPORTED CUSTOMER LOCATIONS 

Intentionally Left Blank 

APPENDIX E- SERVICE PROVIDER SERVICE LOCATIONS 

Intentionally Left Blank 
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APPENDIX F- AES SUPPORTED MIDDLEWARE 
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APPENDIX G- MIDDLEWARE SUPPORT 

• Provide and maintain a current Client business/technical contact list for Middleware 
software. 

• Supply Middleware and related utilities, tools software and all required licences. Province 
will maintain ownership of the software. 

• Ensure Middleware version and release compatibility and specify maintenance level/patch 
requirements. 

• Install/upgrade/patch/remove Middleware software and related utilities, tools. 
• Provide Middleware environment and configuration requirements such as filesystem 

allocation and size, directory structures and host parameters. 
• Create and configure Middleware environment (development, test, training/education and 

production) according to client specification 
• Provide Middleware system-level security requirements such as groups, ownership ids. 
• Create and manage Middleware system-level security according to Client specification. 
• Provide Middleware object configuration requirements (such as number of MQ channels, 

queue manager, config file parameters, Websphere environment). 
• Create, configure and manage Middleware objects and environments according to Client 

specification. 
• Manage access to Middleware objects based on Client requests 
• Perform Middleware log rotation, pruning and archiving. 
• Configure Middleware utility and monitoring tool to perform tasks such as reporting, 

monitoring or alerting Middleware events (i.e. MQ channel stopped) 
• Perform Middleware management and administrative tasks to support Application 

development and test teams. 
• Work with Client to maintain Middleware production change window that meets their needs. 
• Prepare and submit change requests. 
• Approve Middleware Change Requests. 
• Start/stop Middleware environment and Middleware objects. 
• Monitor, report and optimize Middleware environment performance. 
• Perform Middleware capacity planning, allocate storage and plan future growth based on 

Client requirements. 
• Provide input on hardware and software changes that might affect Middleware environment. 
• Perform system-level backup and recovery for Middleware environment. 
• Report and provide information regarding Middleware system Problems. 
• Troubleshoot, repair and resolve Middleware system software Problems. 
• Contact Middleware vendor for technical support regarding software Problems. 
• Validate Middleware software licensing compliance. 
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1. SOW 6- SCOPE AND SUMMARY 

1.1 Definitions 

Capitalized words used in this Statement of Work ("SOW") shall have the meanings given 
to such words in the Master Services Agreement. In the event that a term is not defined in 
the Master Services Agreement, it shall have the meaning provided in Appendix A of this 
SOW or in the body of this SOW. 

1.2 Purpose of this Document 

1.2.1 General 

The purpose of this SOW is to describe the scope and functions of the Managed Storage 
Services and Managed Backup Services to be performed by Service Provider for the 
Province under the terms of the Agreement. This SOW sets forth the background and a 
general overview of the Managed Storage Services and Managed Backup Services in 
Section 1.3 (Managed Storage Services and Managed Backup Services Overview) below, and 
describes such services in greater detail in this SOW below using an outcomes-based 
approach. 

The. outcomes-based approach used to describe the services in Section 2 (Managed Storage 
Services), Section 3 (Managed Backup Services) and Section 4 (Managed Storage Services 
and Managed Backup Services- Common Functions) of this SOW is intended to allow 
Service Provider the ability to determine the most efficient manner of providing the 
Services so described while achieving all applicable SLAs or SLOs applicable to such 
Services; provided that in providing the Managed Storage Services and Managed Backup 
Services the Service Provider complies, at all times, with the Privacy Obligations, the 
requirements of the Security SOW and the Province's Policies, as applicable. 

Accordingly, the specific procedures, processes and associated tasks, required to be 
undertaken by Service Provider to perform the Managed Storage Services and Managed 
Backup Services are not described in this SOW, but will be described more fully in the 
Managed Storage and Managed Backup Operating Manual (defined below). As a result, it 
is the intention of the Parties that Service Provider will do what is required to deliver the 
Managed Storage Services and Managed Backup Services in compliance with the 
requirements of this SOW, even though the specific procedures, processes and tasks to do 
so are not specifically identified or otherwise articulated in this SOW; provided that in 
doing so the Service Provider shall not be responsible for (or otherwise be required to 
undertake) those matters that are specified in this SOW as being the responsibility of the 
Province, a Client or a third party (where the third party is not a Subcontractor of Service 
Provider for purposes of providing Services under the Agreement). 

1.2.2 Use RASIC Charts 

Section 2 (Managed Storage Services), Section 3 (Managed Backup Services) and Section 4 
(Managed Storage Services and Managed Backup Services- Common Functions) of this 
SOW include "RASIC" charts that describe the responsibilities of the Province and Service 
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Provider in respect of the Managed Storage Services and the Managed Backup Services. 
The "RASIC" charts are populated with "RASIC" indicators that are to be interpreted as 
follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified. 

1.2.3 Managed Storage and Managed Backup Operating Manual 

For greater clarification, it is the intention of the Parties that the specific procedures, 
processes, tasks and functions not described in this SOW that are required to be performed 
by Service Provider in order to deliver the Managed Storage Services and the Managed 
Backup Services shall be described in detail in the operating manual (the "Managed 
Storage and Managed Backup Operating Manual"), to be prepared by Service Provider as 
part of the transformation activities under the Transformation SOW. The Managed 
Storage and Managed Backup Operating Manual shall form part of the Manual described 
in Section 4.8 of the Agreement. 

The Parties acknowledge that on the Hand-Over Date, the Managed Storage and Managed 
Backup Operating Manual shall consist of the processes, procedures (and associated tasks 
and functions) that are in use by the Province immediately prior to the Hand-Over Date 
(the "Province Procedures") until the Province Procedures have been revised by Service 
Provider as contemplated in the Transformation SOW. The Parties acknowledge that the 
Province Procedures are in various states of completion and drafting, and will not 
necessarily articulate all processes, procedures, tasks and functions that will be required 
for Service Provider to provide the Managed Storage Services and the Managed Backup 
Services immediately following the Hand-Over Date. 

1.2.4 Existing Service Locations, Transformation and Ownership 

As of the Hand-Over Date, the hardware and software that comprises the existing storage 
and backup solution of the Province under this SOW are located at the Province Managed 
Storage Facilities, the Province Managed Backup Facilities and the Remote Application 
Server Locations and Remote Infrastructure Server Locations listed on Schedule 8 (Service 
Locations) of the Agreement. As part of the Transformation SOW, the Province Managed 
Storage Facilities and the Province Managed Backup Facilities will be replaced by the 
STMS Data Centres. 

Regardless of the location of any Servers that are the subject of the Managed Storage 
Services or Managed Backup Services under this SOW, the Province Owned Equipment 
and all additions and upgrades thereto shall at all times be and continued to be owned by 
the Province, and the Service Provider Owned Equipment and all additions and upgrades 
thereto shall be and continue to be owned by Service Provider unless and until such Service 
Provider Owned Equipment is transferred to the Province in accordance with Article 28 
(Default and Termination) of the Agreement. 

1.2.5 Appendices 
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The following Appendices are attached to and form part of this SOW, whether or not they 
are specifically referred to in this SOW: 

Appendix A- Defined Terms I Definitions 

Appendix B -Reports 

Appendix C - Systems 
I. Hardware 
II. Software 

Appendix E- Replication Bandwidth Requirements Evaluation Information Form 

1.3 Managed Storage Services and Managed Backup Services Overview 

Managed Storage Services 

Managed Storage Services is the management of the storage of Data in storage tiers (Tier 1, 
Tier 2 and Tier 3) based upon performance and reliability required for such Data. The 
storage tiers are distinguished by the performance of the disk and the Storage Array (the 
amount of cache memory, speed and size of the disk and the size of the RAID group) and 
the reliability of the disk and the Storage Array (the type of Storage Array with its 
underlying redundancy components and the size of the RAID group). The Managed 
Storage Services establish the data storage foundation required to support the Province 
Data storage requirements. The Service Provider will use integrated Storage Hardware, 
Storage Software, and support solutions to provide the Managed Storage Services within 
the range of Data storage tiers identified, as appropriate. 

From and after the Hand-Over Date and until the Managed Storage Services are 
transformed into the STMS Data Centres (in accordance with the Transformation SOW), 
the Service Provider will manage the existing storage infrastructure at, and perform the 
Managed Storage Services from, the Province Managed Storage Facilities. The Service 
Provider will perform the Managed Storage Services in support of the storage 
infrastructure located at the Province Managed Storage Facilities. 

Managed Backup Services 

Managed Backup Services is the management of the Backup and restoration of Data 
structured to meet requirements of accessibility, integrity, and recoverability (for example, 
basic tape-based Backup to disk-based Backup (VTL)). The Service Provider will use 
integrated Backup Hardware, Backup Software, and services to protect the Data. 

· From and after the Hand-Over Date and until the Managed Backup Services are 
transformed into the STMS Data Centres (in accordance with the Transformation SOW), 
the Service Provider will manage the existing tape based Backup infrastructure at, and 
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perform the Managed Storage Services from, the Province Managed Backup Facilities. 
The Service Provider will perform the Managed Backup Services in support of the existing 
tape based Backup infrastructure located at the Province Backup Facilities. 

The Managed Backup Services delivered from the Province Managed Backup Facilities 
provides an integrated tape Backup and recovery solution for backing up and restoring 
Data that resides on Servers and Data that resides on the following workstations: 

Transformation of the Managed Storage and Managed Backup Services 

The Service Provider will transform the Managed Storage Services and the Managed 
Backup Services as set forth in the Transformation SOW and thereafter, the Service 
Provider will perform the Managed Storage Services and the Managed Backup Services 
from the STMS Data Centres. The Managed Backup Services delivered from the STMS 
Data Centres provides a disk-based Backup service for full and incremental Backups of 
Data contained in Server primary storage. The Service Provider will perform the 
Managed Storage Services at the Province Managed Storage Facilities and the Managed 
Backup Services at the Province Managed Backup Facilities until the transformation 
activities set forth in the Transformation SOW are completed. 

Diagram 1 below depicts the high level architecture of the Managed Storage Services and 
Managed Backup Services, post-transformation. Diagram 1 includes certain optional 
services that may be purchased by the Province. 
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The Service Provider will be responsible for delivery of the following Managed Storage 
Services and Managed Backup Services, each of which is more fully described in this SOW: 

Managed Storage Services 

• Managed Storage Tier 1 Services 
• Managed Storage Tier 1 Services with Replication Services (Optional Service) 
• Managed Storage Tier 1 Services with Local Clone Services (Optional Service) 
• Managed Storage Tier 2 and Tier 3 Services 
• Storage Multi-Path Resilience Services 
• Network Attached Storage (NAS) Services 
• Managed RAM/SSD Services 
• File System Archive Storage Services (Optional Service) 

Managed Backup Services 

• Managed Backup and Restore Services at Province Managed Backup Facilities 
• Managed Backup and Restore Services at the STMS Data Centres 
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Managed Storage Services and Managed Backup Services - Common Functions 

• Installation, Configuration and Testing Services- Province Managed Storage Facilities and 
Province Managed Backup Facilities 

• Installation, Configuration and Testing Services- STMS Data Centres 
• Service Delivery 
• Connectivity Services 

2. MANAGED STORAGE SERVICES 

Managed Storage Services are comprised of three tiers of data storage listed below: 

Managed Storage Tier 1 Services 
Managed Storage Tier 2 Services 
Managed Storage Tier 3 Services 

The tiers above are distinguished by scalability, reliability and performance of the 
underlying Storage Hardware. · 

2.1 Managed Storage Tier 1 Services 

Managed Storage Tier 1 Service is a class of disk storage that is the highest performing, 
highest availability and is designed with the most redundancy. The Managed Storage Tier 
1 Service has additional redundancy through the incorporation of storage multipathing 
using Storage Multi-Path Resilience (see Section 2.5 below). Service Provider provides 
monitoring, configuration, control, and tuning software with continuous operational 
support for the Managed Storage Tier 1 Service. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Provide technical and operational monitoring and continuous support for the 
Storage Hardware and Storage Software in accordance with Change 
Management Process 

Manage Storage Hardware and Storage Software maintenance requirements 
based on the manufacturer's recommended schedule (in addition, the Service 
Provider will manage third party Supplier relationships and conduct service
level reviews for Storage Hardware and Storage Software components provided 
in the scope of service) 

Provide Performance Management, Capacity Management and load-balancing 
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services so that storage utilization is optimized across the Storage Hardware 

Connect Servers that require Managed Storage Services to the
and assign storage to Servers that require 

Managed Storage Services 

Proactively manage the Storage Hardware, Storage Software and SAN 
infrastructure and patch levels as documented 
in the then-current Supplier support matrix 

Provide notice (in writing or through minutes of Province/Service Provider 
joint working group meetings) of significant Client events that are out of the 
ordinary, where the Province is aware of such Client events (for example, 
increased storage requirements to meet a Client project, and Application(s) 
performance testing that achieves higher levels of storage utilization than peak 
performance times) that may affect the Service Provider's provisioning of 
storage capacity or performance. 

2.2 Managed Storage Tier 1 with Replication Services (Optional Service) 

R 

R 

R 

R 

Once both STMS Data Centres are Operational, the Province may purchase Managed 
Storage Tier 1 Services (described in 2.1 above) with Replication Services. Under the 
Managed Storage Tier 1 with Replication Services the Service Provider will move and 
Replicate the Province Data to a Service Provider Data Centre. 

Managed Storage Tier 1 Services with 
Replication Services lowers the time to restore operations as it relates to making Data 
available to a Server at the secondary Service Provider Data Centre. Managed Storage Tier 
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1 Services with Replication Services provides for the creation of and enablement of Data 
content replication and Service Provider Data Centre site replication. 

The Managed Storage Tier 1 Services with Replication Services may be ordered from the 
Services Catalogue by the Province and through placing a Service Request/Province 
Ordering System request in accordance with the Services Management SOW. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Provide bandwidth requirements evaluation information requested by the 
Service Provider (in the form of the questionnaire attached as Appendix E) for R 
the Server and Data targeted for Managed Storage Tier 1 with Replication 
Services 

Evaluate bandwidth requirements associated with the Data targeted for 
Managed Storage Tier 1 with Replication Services and the bandwidth 
requirement will be determined on a case by case basis. 

Support operational processes to enable automated capacity adjustments and 
reallocation or reconfiguration to support Province Data replication 

Provide notice. (in writing or through minutes of Province/Service Provider 
joint working group meetings) of significant Client events that are out of the 
ordinary, where the Province is aware of such Client events (for example, 
increased storage requirements to meet a Client project, and Application(s) R 
performance testing that achieves higher levels of storage utilization than peak 
performance times) that may affect the Service Provider's provisioning of 
storage capacity or performance. 

2.3 Managed Storage Tier 1 with Local Clone Services (Optional Service) 

R 

R 

Once the STMS Data Centres are Operational, the Province may purchase Managed 
Storage Tier 1 Services (described in 2.1 above) with Local Clone Services. 

Managed Storage Tier 1 Services with Local Clone Services provides a copy of 
Province Data that can be managed by the primary Server or the management of the copy 
may be assigned to a second Server for Backup or testing purposes. 
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The Managed Storage Tier 1 Services with Local Clone Services may be ordered from the 
Services Catalogue by the Province and through placing a Service Request/Province 
Ordering System request. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Support operational processes to enable automated capacity adjustments and 
reallocation or reconfiguration to support a clone copy. 

Create a Local Clone of the Province Data. 

Provide Server-independent, online, real time data mirroring or mirroring at 
set intervals as defined by the Province. 

Provide notice (in writing or through minutes of Province/Service Provider 
joint working group meetings) of significant Client events that are out of the 
ordinary, where the Province is aware of such Client events (for example, 
increased storage requirements to meet a Client project, and Application(s) R 
performance testing that achieves higher levels of storage utilization than peak 
performance times) that may affect the Service Provider's provisioning of 
storage capacity or performance. 

2.4 Managed Storage Tier 2 and Tier 3 Services 

R 

R 

R 

Managed Storage Tier 2 Services is a class of disk storage that has medium performing, 
high availability and is designed with a high level of redundancy. The Managed Storage 
Tier 2 Services 

Service Provider provides monitoring, configuration, control, and tuning software 
with continuous operational support for the Managed Storage Tier 2 Services. 

Managed Storage Tier 3 Services is a class of disk storage that has an economy performing 
disk, lower availability than Managed Storage Tier 2 Services and is designed with a high 
level of redundancy. The Managed Storage Tier 3 Services 

Notwithstanding the foregoing, some of the Province 
Servers located in the Province Managed Storage Facilities, existing at the Hand-Over 
Date, that are tied to the Managed Storage Tier 3 Services will not have Storage Multi-Path 
Resilience. For greater certainty,

Service Provider provides monitoring, configuration, 
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control, and tuning software with continuous operational support for the Managed Storage 
Tier 3 Services. 

Managed Storage Tier 2 and Tier 3 Services provides the Province with a leveraged, SAN 
based-, storage platform. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Manage Storage Hardware and Storage Software maintenance requirements 
based on the manufacturer's recommended schedule. Service Provider will 
manage Supplier relationships and conduct service-level reviews for 
Storage Hardware and Storage Software components provided in the scope 
of service. 

Perform Performance Management, Capacity Management and load
balancing services so that storage utilization is optimized across the disk 
and channel infrastructure 

Connect Servers that require Managed Storage Services to the
and assign storage to Servers that 

require Managed Storage Services 

Proactively m(lllage the Storage Hardware, Storage Software and SAN 
infrastructure and patch levels as 
documented in the then-current Supplier support matrix. 

Provide notice (in writing or through minutes of Province/Service Provider 
joint working group meetings) of significant Client events that are out of the 
ordinary, where the Province is aware of such Client events (for example, 
increased storage requirements to meet a Client project, and Application(s) R 
performance testing that achieves higher levels of storage utilization than 
peak performance times) that may affect the Service Provider's provisioning 
of storage capacity or performance. 
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2.5 Storage Multi-Path Resilience Services 

Storage Multi-Path Resilience Services is the provisioning of additional performance and 
information availability enhancements for the Province's Servers by providing redundant 
paths for a Server to access storage Data so that it would take a multiple connectivity 
component failure (fault tolerance) to render a Server inaccessible to its associated storage. 
Designed for open server platforms connected to Service Provider SAN storage systems, 
Storage Multi-Path Resilience Services provides intelligent multi-path load balancing 
which allows channels to be utilized in the most efficient manner possible. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

integration of automatic load balancing allowing channels to share 110 
workload 

Provide automatic path failover to keep Data moving in the event of a HBA or 
SAN switch failure 

Update and list all Servers, Server Type, and expected Gigabytes which the 
Server will have managed by Storage Multi-Path Resilience 

2.6 Network Attached Storage (NAS) Services 

R 

R 

R 

Network Attached Storage (NAS) Services is file-level Server Data storage connected to an 
IP network providing data access to heterogeneous network clients. Network Attached 
Storage (NAS) devices located at the Province Managed Storage Facilities, existing at the 
Hand-Over Date, will be managed by the Service Provider from and after the Hand-Over 
Date. Network Attached Storage Service is the overall management of the Network 
Attached Storage (NAS), including monitoring, configuration, control, and tuning 
software, provided by the Service Provider. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Perform Performance Management, Capacity Management so that storage 
utilization is optimized across the disk and channel infrastructure 
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Manage the NAS Storage Hardware and Storage Software maintenance 
requirements based on the Supplier approved microcode and patch levels as 
documented in the then-current Supplier support matrix 

Manage NAS Supplier relationships and review the level of service NAS 
Storage Hardware and Storage Software components 

Proactively manage the Storage Hardware, Storage Software and NAS 
infrastructure to Supplier approved microcode and patch levels as documented 
in the then-current Supplier support matrix 

Provide notice (in writing or through minutes of Province/Service Provider 
joint working group meetings) of significant Client events that are out of the 
ordinary, where the Province is aware of such Client events (for example, 
increased storage requirements to meet a Client project, and Application(s) R 
performance testing that achieves higher levels of storage utilization than peak 
performance times) that may affect the Service Provider's provisioning of 
storage capacity or performance. 

2. 7 Managed RAM/SSD Services 

R 

R 

R 

Managed RAM/SSD Services is solid state storage connected to a SAN providing Data 
access to Servers. RAM/SSD Storage devices located at the Province Managed Storage 
Facilities, existing at the Hand-Over Date, will be managed by the Service Provider from 
and after the Hand-Over Date. Managed RAMISSD Services is the overall management of 
the RAM/SSD provided by the Service Provider. Support for Managed RAM/SSD Services 
is provided during business hours and on a commercially reasonable basis. In the event the 
Province requires any additional RAMISSD Storage Software or RAM/SSD Storage 
Hardware in the delivery of the RAMISSD Services, such additional RAMISSD Storage 
Software or RAM/SSD Storage Hardware will be approved through the Change Order 
Process. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Manage the RAM/SSD Storage Hardware and RAM/SSD Storage 
Software maintenance requirements based on the Supplier 
.,...,. ..... ,.,.,".,rl microcode and levels as documented in the then-
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current Supplier support matrix 

Manage RAM/SSD Supplier relationships and review the level of 
service RAM/SSD Storage Hardware and Storage Software 
components 

Proactively manage the RAWSSD Storage Hardware, RAM/SSD 
Storage Software and SAN connectivity infrastructure to Supplier 
approved microcode and patch levels as documented in the then
current Supplier support matrix 

Provide notice (in writing or through minutes of Province/Service 
Provider joint working group meetings) of significant Client 
events that are out of the ordinary, where the Province is aware of 
such Client events (for example, increased storage requirements to R 
meet a Client project, and Application performance testing that 
achieves higher levels of storage utilization than peak performance 
times) that may affect the Service Provider's provisioning of 
storage capacity or performance. 

2.8 Archive Storage Repository Services (Optional Service) 

R 

R 

Archive Storage Services is redundant hardware only solution that provides a primary content 
addressable system to store archive Data that is replicated to a secondary content addressable 
system for the purpose of extended Data protection against component or site failures but this is not 
the Disaster Recovery Site nor is it the disaster recovery solution. Archive Storage Repository 
Services are a prerequisite for File System Archive Storage Services. 

Archive Storage Repository Services do not include Application specific archives (for example 
mail archive or database archive). Under the Archive Storage Repository Service, the Province is 
responsible for managing the Applications including how the Data is written to the archival storage 
allocation associated with the Applications, as well as the tools, processes, and people to define the 
archive policies and extract and retrieve Data where the Data is not covered under File System 
Archive Storage Services. Service Provider's obligation is limited to the provision of access to the 
designated hardware and allocating space on those devices where the Data is not covered under File 
System Archive Storage Services. 

Implement and configure the primary archive Storage Hardware at the 
Service Provider Data Centre and the archive Hardware 
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at the Service Provider Data Centre (the STMS Interior Data Centre being 
the secondary storage system for the STMS Calgary Data Centre and the 
STMS Calgary Data Centre being the secondary storage system for the 
STMS Interior Data Centre) to manage and maintain the replicated Data 

Provide access to storage capacity on archive storage device(s) designated 
in Appendix C. 

Allocate space on designated archive devices as requested by the Province 
through the Change Order Process 

Provide notice (in writing or through minutes of joint Working Group 
meetings) of significant Client events that are out of the ordinary, where 
the Province is aware of such Client events (for example, increased storage 
requirements to meet a Client project, and Application performance testing R 
that achieves higher levels of storage utilization than peak performance 
times) that may affect the Service Provider's provisioning of storage 
capacity or performance. 

2.9 File System Archive Storage Services (Optional Service) 

R 

R 

Once the STMS Data Centres are Operational, the Province may purchase File System 
Archive Storage Services described in this Section 2.9. File System Archive Storage 
Services are comprised of components listed below: 

• File System Archive Storage Services - Assessment 

• File System Archive Storage Services - Installation 

• File System Archive Storage Services - File Discovery 

• File System Archive Storage Services- Service Delivery 

File System Archive Storage Services ("FSA") is a service that provides automated file 
movement of

If the Province elects to receive File System Archive Storage Services, then the Service 
Provider will establish, at the Services Provider's cost, a Proof of Concept ("POC") 
environment for the FSA to demonstrate that the File System Archive Storage Services 

50649290.7 
- 16- Page 581 

CTZ-2013-00110

S. 15

S. 15



meet the Province's requirements. At such time the following will need to be agreed to by 
the Province and Service Provider prior to implementation of a POC: 

• clearly defined POC evaluation/test criteria, including acceptance testing; 
• timeline for the POC to be completed; 
• Service Provider and Province resources assigned to work on the POC; and 
• agreement of the Parties as to the successful completion of the POC (evaluation/test 

criteria are satisfied). 

Upon the successful completion of the POC (the evaluation/test criteria are satisfied) the Province 
will purchase the File System Archive Storage Services in accordance with the provisions of this 
Section 2.9 and the Services Catalogue, as applicable. 

2.9.1 File System Archive Storage Services- Assessment 

File System Archive Storage Services - Assessment consists of a review of the Province Data 
to identify Province Data that may be a candidate for archiving under the File System 
Archive Storage Services prior to File System Archive Storage Services installation, 
configuration, integration, and testing. The main components of the File System Archive 
Storage Services pre-installation processes are as follows: 

the first component of the pre-installation process is the Service Provider assessment of the 
Province's existing operating environment and the requirements of the Province 
contemplated for the File System Archive Storage Services; 

the second component of the pre-installation process is the combined planning and design 
activities carried out by the Service Provider for determining the physical or logical 
requirements of the agreed to File System Archive Storage Services in accordance with the 
Province's requirements; and 

upon completion of both the first and second components above, based on the collected and 
verified Data, the Service Provider will commence the installation, configuration, 
integration, and testing activities as further described in Sections 2.9.2 and 2.9.3 below. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Analyze the Province Data to determine the Data characteristics (such as 
file access times and file type) 

Based upon the analysis above, the Service Provider will make 
recommendations to the Province for Data archive policies 
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Determine the appropriate policies to implement based on the Service 
Provider recommendations and notify the Service Provider of such policies, 
in writing 

Configure the policies and directives for File System Archive Storage 
Services based on the Province approved recommendations above 

2.9.2 File System Archive Storage Services- Installation 

R 

R 

File System Archive Storage Services - Installation consists of the installation of the File 
System Archive-related Storage Hardware and Storage Software to support the File 
System Archive Storage Services. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Install the Service Provider File System Archive Storage Services 
monitoring and management software agents to the Storage Hardware and 
Data file Servers 

2.9.3 File System Archive Storage Services- File Discovery 

R 

File System Archive Storage Services - File Discovery is a Server-by-Server activity that: (i) 
analyzes and reports on file structures and (ii) reports on usage and/or access of the 
Province Data files. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Provide the Service Provider access to load agents and run Scripts on R 
each Server subscribing to the File System Archive Storage Services 
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Identify and analyze the Province Data and storage usage characteristics 
in a defined Server (or group of Servers), using Service Provider 
supported file discovery Storage Software 

Report to the Province, in writing, the Province's file usage patterns 
(this report is prepared once for each Server, at the time when File 
System Archive Storage Services are initiated for such Server) 

Recommend to the Province certain policies for automated Data 
management of the Province's Data such as move, copy, and delete 

Perform Performance Management and Capacity Management so that 
Storage Hardware utilization is optimized across the disk and channel 
infrastructure 

Provide to the Province, on a monthly basis, standard system generated 
FSA reports as set out in Appendix B - Reports 

Recommend to the Province, on an ongoing basis, the capacity and 
utilization requirements to ensure the Province has appropriate primary 
storage capacity to perform the Managed Storage Services (for example, 
manage the files stored on the primary storage by deleting files, moving 
files or archiving files or acquire additional storage capacity) 

Maintain primary storage capacity in accordance with the 
recommendations above and where additional primary storage is R 
required, order the same through the Province Ordering System, in 
accordance with the Services Management SOW 

Provide notice (in writing or through minutes of Province/Service 
Provider joint working group meetings) of significant Client events that 
are out of the ordinary, where the Province is aware of such Client 
events (for example, increased storage requirements to meet a Client R 
project, and Application performance testing that achieves higher levels 
of storage utilization than peak performance times) that may affect the 
Service Provider's provisioning of storage capacity or performance. 

2.9.4 File System Archive Storage Services- Service Delivery 

R 

R 

R 

R 

R 

R 

The File System Archive Storage Services - Service Delivery consists of all services 
required to move the Province Data from primary storage (the Source File System) to File 
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System Archive Storage. File System Archive Storage Services automates file movement 
and retention through Province def'med archive software policies and the mirroring of the 
archive Data within the same content addressable system. File System Archive Storage 
Services- Service Delivery is a redundant solution that replicates the Province's archive 
Data to a secondary content addressable system for the purpose of extended Data 
protection against component or site failures but this is not the Disaster Recovery Site nor 
is it the disaster recovery solution. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Define policies for automated Data movement and retention pursuant to the 
Province's retention specifications. Implementation of any policy changes 
is subject to the Change Order Process 

Maintain Service Provider FSA system tools for automated transparent Data 
migration or archive activities from primary storage to archive repository 

Provide the Province with access to migrated Province Data in the archived 
repository 

Implement and maintain Service Provider security tools, policies, and 
practices for computer Data integrity (such as access codes, passwords and 
anti-virus programs) that are consistent with Province Policy and otherwise 
as defined in the Security Statement of Work in order to safeguard the 
Province's file Data in the possession of Service Provider against access by 
an unauthorized user 

Provide a monthly utilization report on FSA Data storage, on a Server-by
Server basis as set out in Appendix - Reports B 

Upon receipt of the defmed Data migration and archive policies from R 
Service Provider, review and approve such archive policies 

Provide notice (in writing or through minutes of Province/Service Provider 
joint working group meetings) of significant Client events that are out ofthe 
ordinary, where the Province is aware of such Client events (for example, 
increased storage requirements to meet a Client project, and Application R 
performance testing that achieves higher levels of storage utilization than 
peak performance times) that may affect the Service Provider's provisioning 
of storage capacity or performance. 
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3. MANAGED BACKUP SERVICES 

Managed Backup Services is the protection of Data by creating a copy of such Data to 
allow for its recoverability in the event of destruction of the Data or loss or corruption of 
the primary copy of the Data and the Server. The Service Provider will perform available 
the Managed Backup Services for all Servers located at the Province Data Centres, Remote 
Application Server Locations and Remote Infrastructure Server Locations listed on 
Schedule 8 (Service Locations) of the Agreement. The Province will notify the Service 
Provider, in writing, of the specific Servers (at the locations identified above) and the Data 
that will receive Managed Backup Services. For clarity

Managed 
Backup Services are comprised of the following: 

• Managed Backup and Restore Services at Province Managed Backup Facilities 

• Managed Backup and Restore Services at the STMS Data Centres 

• VTL Backup Services with Replication to Secondary Site 

• VTL Backup to Encrypted Offsite Tape 

• Extended Retention Services 

The Parties acknowledge and agree that the Province will obtain access and use rights with respect 
to the NetBackup Licences and such new licenses as required by Service Provider to perform the 
Managed Backup and Restore Services in accordance with the Change Order Process. 

3.1 Managed Backup and Restore Services at Province Managed Backup Facilities 

Managed Backup and Restore Services at Province Managed Backup Facilities provides 
tape based Backup and recovery services for the Servers located at the Province Data 
Centres, Remote Application Server Locations and Remote Infrastructure Server 
Locations listed on Schedule 8 (Service Locations) of the Agreement. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Perform Backup 
limitation, · 
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Software and testing the Backup and restore processes, provision of all 
related equipment and supplies (including, for greater certainty, the 
supply of tapes) for Managed Servers 

Schedule Data Backups and Data Restore as required by the 
Province(scheduling includes designation of the timing of when 
Backups of Data are to be run, how frequently Backups of Data are to be 
run, how long Backup Data is to be retained) in accordance with the 
instructions provided by the Province. and monitor the completion of 
scheduled and on-demand Backup execution, for all Servers that require 
Managed Backup Services 

Monitor the completion of scheduled and on-demand Backup and 
Restores for all Servers that require Managed Backup Services 

Monitor and maintain the integrity of the Backup Application Catalogue 
on an ongoing basis 

Monitor and manage active Data Backups and restores, during normal 
business hours, and respond to Incidents in accordance with Incident 
Management Process set forth in the Services Management SOW 

Add, modify or remove a Server that requires Managed Backup Services 
in accordance with Change Management Process 

Perform Performance Management and Capacity Management so that 
Backup utilization is optimized across the infrastructure 

Add, modify and delete Backup configuration policies in accordance 
with Change Management Process 

Notify the Province, in writing, of the Backup Client Software required 
for the Managed Backup and Restore Services at Province Managed 
Backup Facilities in order to meet the Province's desired Data Backup 
schedule, recovery time objectives and recovery point objectives 

Maintain a current count and provide to the Province 
as requested to support the license compliance and audit ability 

Prepare and provide to the Province instructional guidelines for the 
installation of the appropriate Backup Client Software and associated 
Backup Hardware requirements of the Server 
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Assist the Province with the configuration of Backup Client Software on 
Servers, other than the Service Provider · Managed Servers, on a 
commercially reasonable basis 

For Non-Managed Servers, the Service Provider will, at the request of 
the Province, provide the Province with Backup Client Software (on CD 
or other appropriate media) for installation on such Non-Managed 
Servers. For greater certainty, Backup Client Software under this 
section does not include non-Backup Supplier agents such as RMAN for 
Oracle 

Validate that the Backup of Data to tape is executed to an offsite location 
such that the tape Backup and originating Data set, located on the 
primary Server, are not in the same physical location 

Test the Service Provider Backup and restore processes and perform 
Backup and recovery for all Data that is to be backed up (this includes a 
restore test of a subset of Server Data as part of system acceptance), in 
accordance with the Change Management Process 

Install and configure software components for Applications to interface 
with the Managed Backup Services (for example, database software or R 
application-specific software) and ensure the integrity of the Data being 
backed up 

Assist the Province with installing and configuring software components 
for Applications to interface with the Managed Backup Services (for 
example, data base software or application-specific software) 

Assist the Province's Application administrators in the configuring and 
testing of the Application Backup and restore processes 

Notify the Service Provider, in writing, of the specific Servers (located 
at the Province Managed Storage Facilities, Province Managed Backup 
Facilities, Remote Application Server Locations and Remote R 
Infrastructure Server Locations) and the Data that will receive Managed 
Backup Services 

If the Province fails to notify the Service Provider of the Data, on the 
Servers receiving Managed Backup Services, to be backed up, as a 
default the Service Provider will Backup all Data on such Servers 
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For Legacy Servers that require additional Backup Hardware 
components, Backup Software or Application software in order for the 
Service Provider to provide Managed Backup Services to those Legacy 
Servers, the Province will be responsible for providing such Backup R 
Hardware components or Backup Software as may be required to 
receive the Managed Backup Services (for example, Application 
software, Application Server software, or hardware enhancements such 
HBA cards or other features) 

Provide Exchange Tapes to the Province, upon request of the Province, 
using approved security procedures as defined in Security 

Create Backup Application Catalogue CD for the Exchange Tapes 
master Server 

Notify the Service Provider of: 

(a) unique tape handling or encryption requirements not otherwise 
addressed in this SOW; and 

(b) changes to the Province's requirements for Backup and tape storage, 

which will be addressed through the Change Management Process 

Encrypt Data written to Backup tapes, upon the request of the Province, 
subject to the technical limitations of the infrastructure at the Province 
Backup Facilities 

Subject to provisions of the Security SO ,
moved or transported outside of the 

Province Backup Facilities 

Provide secure physical storage space at the Province Managed Backup 
Facilities for the storage of tapes used in connection with the 
performance of the Managed Backup Services 

Provide all robotic tape library handling and maintenance functions as 
required including, without limitation, cleaning tape drives, power 
cycling, ejecting jammed tapes and ensuring tape robot functionality 
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3.2 Managed Backup and Restore Services at the STMS Data Centres 

3.2.1 VTL Backup Services with Replication to Secondary Site 

VTL Backup Services with Replication to Secondary Site provides VTL based Backup and 
recovery services for the Servers located at the STMS Data Centres listed on Schedule 8 
(Service Locations) of the Agreement, upon both such Data centres being Operational. The 
Service Provider will 

copied to the secondary VTL which is situated at the STMS Interior Data 
Centre. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

For Managed Servers, perform Backup administration responsibilities 
including, without limitation, installing and configuring all Backup 
Hardware and Backup Software and testing the Backup and restore 
processes, provision of all related equipment and supplies (including, for 
greater certainty, the supply of tapes) · 

Schedule Data Backups as required by the Province (scheduleing includes 
the designation of timing of when Backups of Data are to be run, how 
frequently Backups of Data are to be run, how long Backup Data is to be 
retained) in accordance with instructions provided by the Province 

Monitor the completion of scheduled and on-demand VTL Backup and 
Restores for Servers designated by the Province to receive VTL Backup 
Services with Replication to Secondary Site 

Monitor and maintain the integrity of the Backup Application Catalogue, on 
an ongoing basis 

Monitor and manage active Data Backups and Restores, during normal 
business and to incidents in accordance with Incident 
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Management Process 

Add, modify or remove a Server that requires Managed Backup Services in 
accordance with Change Management Process 

Perform Performance Management and Capacity Management so that 
Backup utilization is optimized across the infrastructure 

Add, modify and delete Backup configuration policies in accordance with 
Change Management Process 

Notify the Province, in writing, of the Backup Client Software required for 
the VTL Backup Services with Replication to Secondary Site in order to 
meet the Province's desired Data Backup schedule, recovery time 
objectives, recovery point objectives 

Maintain a current NetBackup license count and provide to the Province as 
requested to support the license compliance and audit ability 

Prepare and provide to the Province instructional guidelines for the 
installation of the appropriate Backup Client Software and associated 
Backup Hardware requirements 

Assist the Province with the configuration of Backup Client Software on 
Servers, other than the Service Provider Managed Servers, on a 
commercially reasonable basis. · 

For Non-Managed Servers, the Service Provider will, at the request of the 
Province, provide the Province with Backup Client Software (on CD or 
other appropriate media) for installation on such Non-Managed Servers. 
For greater certainty, Backup Client Software under this section does not 
include non-Backup Supplier agents such as

Test the Service Provider Backup and restore processes and perform Backup 
and recovery for all Data that is to be backed up (this includes a restore test 
of a subset of Server Data as part of system acceptance), in accordance with 
the Change Management Process 

Install and configure software components for Applications to interface with 
the Managed Backup Services (for example, database software or R 
application-specific software) and validate the integrity of the data being 
backed up. 
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Assist the Province with installing and configuring software components for 
Applications to interface with the Managed Backup Services (for example, 
database software or application-specific software) 

Assist the Province's Application administrators in the configuring and 
testing of the Application Backup and restore processes 

Notify the Service Provider, in writing, of the specific Servers (located at 
the STMS Data Centres, Remote Application Server Locations and Remote R 
Infrastructure Server Locations) and the Data that will receive Managed 
Backup Services 

If the Province fails to notify the Service Provider of the Data, on the 
Servers receiving Managed Backup Services, to be backed up, as a default 
the Service Provider will Backup all Data on such Servers 

For Legacy Servers that require additional Storage Hardware components, 
Storage Software or Application software in order for the Service Provider 
to provide Managed Backup Services to those Legacy Servers, the Province 
will be responsible for providing such Storage Hardware components or R 
Storage Software as may be required to receive the Managed Backup 
Services (for example, Application software, Application server software, or 
hardware enhancements such HBA cards or other features) .. 

Notify the Service Provider of: 

(a) unique encryption requirements not otherwise addressed in this SOW; 
and 

(b) changes to the Province's requirements for Backup, 

which will be addressed through the Change Management Process 

Subject to the provisions of the Security SOW, encrypt all Data written to 
tapes prior to such tapes being moved or transported outside of the Province 
Backup Facilities 

3.2.2 VTL Backup to Encrypted Offsite Tape Services 

R 

R 

R 

R 

R 

VTL Backup to Encrypted Offsite Tape Services is a VTL to tape based Backup and 
recovery service for the purpose of facilitating Backup and restore capabilities for Servers 
located in the STMS Data Centres, Remote Application Server Locations and Remote 
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Infrastructure Server Locations listed on Schedule 8 (Service Locations). 

Once both the STMS Data Centres are Operational, the Province may continue to 
purchase VTL Backup to Encrypted Offsite Tape Services, as an economy service. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

For Managed Servers, perform Backup administration responsibilities 
including, installing and configuring all Backup Hardware and Backup 
Software and testing the Backup and Restore processes, provision of all 
related equipment and supplies (including, for greater certainty, the supply 
of tapes) 

Schedule Data Backups as required by the Province (the timing of when 
Backups of Data are to be run, how frequently Backups of Data are to be 
run, how long Backup Data is to be retained) and monitor the completion of 
scheduled and on-demand Backup execution 

Monitor and maintain the integrity of the Backup Application Catalogue, on 
an ongoing basis 

Monitor and maintain the robotic tape libraries 

Provide desired Data Backup schedule, recovery time objectives, recovery 
point objectives, and Application information, in writing, through the R 
Change Management Process 

Monitor and manage active Data Backups and Restores, during normal 
business hours, and respond to incidents in accordance with Incident 
Management Process 

Add, modify or remove a Server that requires Managed Backup Services in 
accordance with the Change Management Process 

Perform Performance Management and Capacity Management so that 
Backup utilization is optimized across the infrastructure 
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Add, modify and delete Backup configuration policies in accordance with 
the Change Management Process 

Notify the Province, in writing, of the Backup Client Software required for 
the VTL Backup to Encrypted Offsite Tape Services in order to meet the 
Province's desired Data Backup schedule, recovery time objectives and 
recovery point objectives 

Maintain a current count and provide to the Province as 
requested to support the license compliance and audit ability 

Prepare and provide to the Province instructional guidelines for the 
installation of the appropriate Backup Client Software and associated 
Backup Hardware requirements 

Assist the Province with the configuration of Backup Client Software on 
Servers, other than the Service Provider Managed Servers, on a 
commercially reasonable basis. 

For Non~Managed Servers, at the request of the Province, provide the 
Province with Backup Client Software (on CD or other appropriate medi~) 
for installation on such Non~Managed Servers. For greater certainty, 
Backup Client Software under this section does not include non~Backup 
Supplier agents such as 

Test the Service Provider Backup and Restore processes and perform 
Backup and recovery for all Data that is to be backed up (this includes a 
Restore test of a subset of Server Data as part of system acceptance), in 
accordance with the Change Management Process 

Install and configure software components for Applications to interface with 
the Managed Backup Services (for example, database software or R 
application~specific software) 

Assist the Province with installing and configuring software components for 
Applications to interface with the Managed Backup Services (for example, 
database software or application~specific software) 

Test database Backup and restore functionality which consists of 
periodically testing database Backup and restore processes (creation, and R 
maintenance of database scripting to support Backup efforts) 
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Assist the Province's Application administrators in the configuring and 
testing of the Application Backup and restore processes 

Notify the Service Provider, in writing, of the specific Servers (located at 
the STMS Data Centres, Remote Application Server Locations and Remote R 
Infrastructure Server Locations) and the Data that will receive Managed 
Backup Services 

If the Province fails to ·notify the Service Provider of the Data, on the 
Servers receiving Managed Backup Services, to be backed up, as a default 
the Service Provider will Backup all Data on such Servers 

For Legacy Servers that require additional Storage Hardware components, 
Storage Software or Application software in order for the Service Provider 
to provide Managed Backup Services to those Legacy Servers, provide such 
Storage Hardware components or Storage Software as may be required to R 
receive the Managed Backup Services (for example, Application software, 
Application Server Backup Software, or Backup Hardware enhancements 
such as HBA cards or other features) 

Notify the Service Provider of: (a) unique tape handling or encryption 
requirements not otherwise addressed in this SOW; and (b) changes to the R 
Province's requirements for Backup and tape storage, both of which will be 
addressed through the Change Management Process 

Data written to Backup tapes. 

Provide off-site (to Server Data is being backed up from) 
tape storage within a set of full and subsequent incremental versions. · 

Provide secure tape storage facilities exterior to the STMS Data Centres and 
provide tape librarian and handling services 

Provide secure (bonded carrier) transportation of tapes to an o:ffsite vaulting 
facility, as mutually agreed by the Parties 

Provide all robotic tape library handling and maintenance functions as 
required including cleaning tape drives, power cycling, ejecting jammed 
tapes and ensuring tape robot functionality 
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3.2.3 Extended Retention Services 

Extended Retention Services provides for the retention of Data on tape for a period of 
greater than ninety (90) days, for all of the Managed Backup Services. 

For VTL Backup Services with Replication to Secondary Site (Section 3.2.1 above), the 
Province may request that the Data that is backed up be retained for a period of more than 
ninety (90) days (Extended Retention Services). 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

For Managed Servers, perform Backup administration responsibilities 
including installing and configuring all Backup Hardware and Backup 
Software and testing the Backup and restore processes, provision of all 
related equipment and supplies (including, for greater certainty, the supply 
of tapes) 

Maintain a current count and provide to the Province as 
requested to support the license compliance and audit ability 

Encrypt all Data written to Backup tapes in STMS Data Centres 

Notify the Service Provider of: 

(a) unique tape handling or encryption requirements not otherwise 
addressed in this SOW; and 

(b) changes to the Province's requirements for Backup and tape storage, 

which will be addressed through the Change Management Process 

Provide physical storage space at the at the STMS Data Centres for the 
storage of tapes used in connection with the performance of the Managed 
Backup Services (for greater certainty, 
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Provide all robotic tape library handling and maintenance functions as 
required including cleaning tape drives, power cycling, ejecting jammed 
tapes and ensuring tape robot functionality 

R 

4. MANAGED STORAGE SERVICES AND MANAGED BACKUP SERVICES -
COMMON FUNCTIONS 

Managed Storage Services and Managed Backup Services - Common Functions (the 
"Common Functions") are services that are applicable to the Managed Storage Services set 
forth in Section 2 (Managed Storage Services) and the Managed Backup Services set forth 
in Section 3 (Managed Backup Services). The Common Functions are comprised of the 
following services to be provided by the Service Provider: 

• Installation, Configuration and Testing Services- Province Managed Storage Facilities and 
Province Managed Backup Facilities 

• Installation, Configuration, Integration and Testing- STMS Data Centres 

• Service Delivery 

4.1 Installation, Configuration and Testing Services - Province Managed Storage Facilities 
and Province Managed Backup Facilities 

Installation, Configuration and Testing Services- Province Managed Storage Facilities and 
Province Managed Backup Facilities is the planning for any new Storage Hardware, 
Backup Hardware, Storage Software or Backup Software (due to hardware refresh or to 
support growth) in the Province Managed Storage Facilities or Province Managed Backup 
Facilities, and includes installation, configuration, integration and testing services for such 
new hardware and software. Using the Implementation Plan developed by the Service 
Provider, with support from the Province, the Service Provider will test and validate the 
connectivity and access to the Province Managed Storage Facilities and Province Managed 
Backup Facilities and test the agreed to services, including the storage and Backup 
equipment. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 
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As of the Hand-Over Date, provide logical and physical access to Province 
Managed Storage Facilities and Province Managed Backup Facilities for the 
Service Provider to determine the requirements to support the introduction R 
of new Storage Hardware, Backup Hardware, Storage Software or Backup 
Software for the Managed Storage Services and Managed Backup Services 

Identify the Storage Hardware, Backup Hardware, Storage Software or 
Backup Software requirements for any hardware refresh or to support 
growth at the Province Managed Storage Facilities and Province Managed 
Backup Facilities 

Create the Implementation Plan (setting out the Service Provider's and the 
Province's responsibilities) for the ongoing installation, configuration, 
integration and testing of any new Storage Hardware, Backup Hardware, 
Storage Software or Backup Software to support the Managed Storage 
Services and Managed Backup Services. For clarity, the Implementation 
Plan will be subject to the Change Management Process 

Provide all Storage Hardware, Backup Hardware, Storage Software or 
Backup Software (other than Province Retained Software) as required 
pursuant to the Implementation Plan 

Provide project management services for the installation, configuration, 
integration and testing work to be performed in accordance with the 
Implementation Plan 

Provide Storage Hardware, Backup Hardware, Storage Software or Backup 
Software Supplier relationship management (Supplier contract 
management) 

Install all connectivity components to the Service Provider Demarcation 
Point (including, but not limited to, all fibre cabling and network 
connections from new Storage Hardware and Backup Hardware to the 
network switch ports (SAN switches and LAN switches)) or all Storage 
Hardware, Backup Hardware, Storage Software or Backup Software for 
connectivity to the Backup Servers located at the Province Managed 
Storage Facilities and Province Managed Backup Facilities (for greater 
certainty, the Service Provider will not be responsible to connect the 
existing or new SAN switches connected to the MAN as part of the SAN 
fabric extension) 

Conduct a final review of the installation of new Storage Hardware, Backup 
Hardware, Software or Software 
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and Backup Servers) to provide the Managed Storage Services and the 
Managed Backup Services, in accordance with the Implementation Plan 

Conduct testing as described in the Implementation Plan to validate the 
production readiness of new Storage Hardware, Backup Hardware, Storage 
Software or Backup Software (including storage arrays and Backup 
Servers) 

4.2 Installation, Configuration, Integration and Testing- STMS Data Centres 

R 

Installation, Configuration, Integration and Testing - STMS Data Centres is the planning 
for any new Storage Hardware, Backup Hardware, Storage Software or Backup Software 
in the STMS Data Centres, and includes installation, configuration, integration and testing 
services for such new Storage Hardware, Backup Hardware, Storage Software or Backup 
Software. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Identify the Storage Hardware, Backup Hardware, Storage Software or 
Backup Software requirements to support the Managed Storage Services 
and Managed Backup Services at the STMS Data Centres. 

Create the Implementation Plan (setting out the Service Provider's and the 
Province's responsibilities) for the ongoing installation, configuration, 
integration and testing of any new Storage Hardware, Backup Hardware, 
Storage Software or Backup Software to support the STMS Data Centres, as 
such changes are agreed through the Change Management Process 

Provide all Storage Hardware, Backup Hardware, Storage Software and 
Backup Software (other than Province Retained Software) as required 
pursuant to the Implementation Plan 

Provide project management services for the installation, configuration, 
integration and testing work to be performed in accordance with the 
Implementation Plan 

Provide Storage Hardware, Backup Hardware, Storage Software or Backup 
Software contract 
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management) 

Install and maintain all connectivity components required to connect to the 
Service Provider Demarcation Point (including, but not limited to, all fibre 
cabling and network connections from new Storage Hardware and Backup 
Hardware to the network switch ports (SAN switches and LAN switches)) 
or all Storage Hardware, Backup Hardware, Storage Software or Backup 
Software for connectivity to the Backup Servers located at the STMS Data 
Centres as required for the performance of the Services 

Validate that the availability, bandwidth, latency and throughput of Service 
Provider WAN solution supports the requirements ofthe Managed Storage 
Services and the Managed Backup Service 

Conduct a final review of the installation of new Storage Hardware, Backup 
Hardware, Storage Software or Backup Software (including storage arrays 
and Backup Servers) to provide the Managed Storage Services and the 
Managed Backup Services, in accordance with the Implementation Plan 

Conduct testing as described in the Implementation Plan to validate the 
production readiness of new Storage Hardware, Backup Hardware, Storage 
Software or Backup Software (including Storage Arrays and Backup 
Servers) 

4.3 Service Delivery 

R 

R 

R 

R 

Service Delivery is the operational process required to maintain resource capacity, 
availability, continuity and committed service levels. Service Provider will provide the 
following recurring activities: patch management and Storage Hardware, Backup 
Hardware, Storage Software and Backup Software maintenance of Service Provider 
managed equipment; and the monitoring of such Storage Hardware, Backup Hardware, 
Storage Software and Backup Software or other recurring activities as agreed to in the 
Change Management Process. 

Service Proyider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 
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Complete a managed storage or managed backup requirements definition 
request (Province Ordering System request) identifying services as defined 
in this Statement of Work required by the Province (for example, R 
provisioning of additional storage, connectivity of additional Servers, or 
configuration changes) 

Respond to managed storage or managed backup requirements definition 
request (Province Ordering System request) to support requested changes to 
services identified in this Statement of Work including but not limited to 
provisioning of additional storage, connectivity of additional Servers, or 
configuration changes using the Change Management Process 

Notify the Province in accordance with the provisions of the Services 
Management SOW in the event of a Problem impacting the Managed 
Storage Services or Managed Backup Services 

Perform basic diagnostics in response to electronic alerts on Storage 
Hardware, Backup Hardware, Storage Software or Backup Software to 
verify proper functioning of such hardware and software to perform the 
Managed Storage Services and the Managed Backup Services 

Proactively manage the Storage Hardware, Storage Software, Backup 
Hardware and Backup Software to Supplier approved microcode and patch 
levels as documented in the then-current Supplier support matrix 

Monitor Storage Hardware, Backup Hardware, Storage Software and 
Backup Software to identify any Problems, failures, Data errors, or 
degradation in applicable Service Levels (as such Service Levels are set 
forth in Schedule 11 (Service Levels) to the Agreement), as well as 
improvements and expansion needs 

In the event of degradation of the Managed Storage Services or the 
Managed Backup Services, will perform a root cause analysis to determine 
the cause of such degradation, and report the same to the Province, and take 
the appropriate action to restore the Services in the event such degradation 

Update Managed Storage Services and Managed Backup Services 
Documentation to reflect changes (additions, modifications, deletions) in 
the physical and logical environment 

Provide reports as defined in Appendix B to this SOW 

Provide tape management services including tape ordering, cataloguing, 
scratch there is 
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enough tapes in the tape library), tracking bad tapes and inventorying tapes 
for disposal, as required 

Dispose of all Storage Hardware and Backup Hardware containing Data (for 
example, tapes, disk drives and memory) in accordance with Province 
Policy and the procedures set forth in the Service Management Statement of 
Work 

For Province Managed Backup Facilities and Province Managed Storage 
Facilities, meet with the Province's Information and Communications 
Technology (ICT) Facilities Group on a weekly basis or ad hoc basis as 
may be necessary, for the purpose of ensuring that both Parties are aware of 
any issues that may impact the Province Managed Backup Facilities or 
Province Managed Storage Facilities or the Managed Backup Services or 
Managed Storage Services 

For Province Managed Storage Facilities and Province Managed Backup 
Facilities, provide information to the Province's Information and 
Communications Technology (ICT) Facilities Group on a weekly basis or 
ad hoc basis, regarding facilities requirements to accommodate the refresh 
of Storage Hardware and Backup Hardware or growth (space/power/cooling 
requirements) in Province Managed Storage Facilities and Province 
Managed Backup Facilities, which will be subject to the Province's 
approval in accordance with the Change Management Process 

Provide the Province a Backup Software license forecast annually 

Provide all remote infrastructure management in Province Managed Storage 
Facilities and Province Managed Backup Facilities as require to perform the 
Services 

4.4 Connectivity Services 

R 

R 

R 

R 

R 

R 

R 

Connectivity Services is the management of the connectivity equipment (such as switches, 
fibre cables) that connect Storage Arrays and Tape Libraries to Servers in such a way that 

50649290.7 
-37- Page 602 

CTZ-2013-00110

S. 15



the Storage LUNs and Tape Drives appear as though they are directly attached to the 
Server. Connectivity Services are performed for the following: 

• Connectivity Services in the Province Managed Backup Facilities or Province Managed 
Storage Facilities 

• Connectivity Services - Service Provider Data Centre 

4.4.1 Connectivity Services in the Province Managed Backup Facilities or Province 
Managed Storage Facilities 

Service Provider will provide SAN connections for the Province's Servers to the Managed 
SAN Networks within the Province Managed Backup Facilities or Province Managed 
Storage Facilities. 

Service Provider and the Province will perform the tasks and functions as indicated in the 
RASIC chart below. 

Monitor and manage the SAN Networks for the Managed Storage Services 
and Managed Backup Services 

Provide SAN-attached connectivity from the Server to the Storage Arrays or 
Tape Libraries. For greater certainty, additional network communication 
requirements to the Application or Server (for example, IP, MAN, LAN, or 
WAN connectivity or network management services) are not included in the 
scope of Managed Storage Services and Managed Backup Services 

Identify specific multipathing Storage software 
required for the Servers in connection with the Managed Storage 

Services and Managed Backup Services 

For Legacy Servers that require additional Storage Hardware components, 
Backup Hardware components, Storage Software, Backup Software or 
Application software in order for the Service Provider to provide 
Connectivity Services to those Legacy Servers, the Province will be R 
responsible for providing such hardware components or software as may be 
required to receive the Connectivity Services (for example, multipathing 
software or hardware enhancements such HBA cards or other features) 

Approve implementation of multipathing software on identified Servers as R 
Service Provider to the Services on 

50649290.7 
-38-

R 

R 

R 

Page 603 
CTZ-2013-00110

S. 15

S. 15



Legacy Servers 

Install the required storage connectivity Storage Software or Storage 
Hardware for the Connectivity Services 

4.4.2 Connectivity Services - Service Provider Data Centre 

R 

Service Provider will provide SAN connections for the Servers to the Managed SAN 
Networks within the STMS Data Centres. 

Service Provider and the Province will have the responsibilities as indicated in the table 
below: 

Monitor and manage the Managed SAN Networks for the Managed Storage 
Services and Managed Backup Services 

Provide SAN-attached connectivity from the Server to the Storage Arrays or 
Tape Libraries 

Identify specific multipathing Storage Software 
required for the Servers in connection with the Managed Storage 

Services and Managed Backup Services 

Install the required storage connectivity Storage Software or Storage 
Hardware for the Connectivity Services 
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Agreement 

Application( s) 

Archive Storage 
Repository Services 
Backup 

Backup Application 
Catalogue 
Backup Client 
Software 
Backup Hardware 

Backup Software 

Capacity 
Management 

APPENDIX A -DEFINITIONS 

APPENDIX A -DEFINITIONS 

means Master Services Agreement. 

means the business applications developed and maintained by the 
Province Clients. 

has the meaning given to it in Section 2.8 ofthis SOW. 

means making a copy of Data so that the copy may be used to restore the 
original after a Data loss event. 

means the electronic database containing information on all backup jobs, 
tape and VTL information associated with a master backup Server. 

means software residing on a Server for the purpose of Backup of Data. 

means hardware required for the Managed Backup Services including, 
but not limited to, servers, tape libraries, tape drives, VTL, and the 
hardware listed in Appendix C. 

means software required for the Managed Backup Services, including 
but not limited to the software listed in Appendix C . 

means the management of the capacity for the Managed Storage Services 
and Managed Backup Services to deliver such services to the Service 
Level Agreements 

Change Management has the meaning given to it in the Services Management SOW 
Process 
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Change Order 
Process 

Client 

Common Functions 
Configuration Item 

Connectivity Services 
Data 

DB Agents 

Data Base 
Administrator (DBA) 

Disaster Recovery 

Disaster Recovery 
Site 
Exchange Tapes 

Extended Retention 
Services 

50649290.7 

has the meaning given to it in Section 7.4 of the Agreement. 

has the meaning given to it in the Agreement and includes Broader 
Public Sector entities that buy storage and backup services directly from 
Workplace Technology Services. 

has the meaning set forth in Section 4 ofthis SOW. 
means a component that needs to be managed in order to deliver the 
Managed Storage Services or Managed Backup Services consisting of 

software and documentation. 

means the Province information in electronic format (for greater 
Client information in electronic 

means software required to interact between a database and the 
N .. 

means a person who is responsible for the functional aspects of a 
database including: 

• recoverability - creating and testing Backups 
• integrity - verifying or helping to verify data integrity 
• security - defining and/or implementing access controls to the 

data 
• availability - ensuring maximum uptime 
• performance - ensuring maximum performance 
• development and testing support - helping programmers and 

to utilize the database. 
has the meaning given to it in the Disaster Recovery SOW. 

has the meaning given to it in the Disaster Recovery SOW. 

means Data Backup tapes that contain the mail database Backups from 
the Province's Microsoft servers. 
means the services described in Section 3.2.3 of · SOW. 
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File System Archive 
Storage Services -
Assessment 
File System Archive 
Storage Services -
Installation 
File System Archive 
Storage Services -
Service 
Host Bus Adapter 
(HBA) 

Host 
Implementation Plan 

Incident 
Input/Output (1/0) 

Installation, 
Configuration and 

Services 
Installation, 
Configuration and 
Testing Services
Province Managed 
Storage Facilities 
and Province 
Managed Backup 
Facilities 
Installation, 
Configuration, 
Integration and 
Testing- STMS Data 
Centres 
Internet Protocol 
(IP) 

50649290.7 

means File System Archive Storage Services. 
means the services described in Section 2.9 ofthis SOW. 

means the services described in Section 2.9.3 of this SOW. 

means the services described in Section 2.9.1 of this SOW. 

means the services described in Section 2.9.2 of this SOW. 

means the services described in Section 2.9.4 of this SOW. 

means a device that connects a Host system to other network and storage 
devices. 

means the project plan consisting of the steps required to deliver a 
technology project as part of Installation, Configuration and Testing 
Services. 
has the meaning given to it in the Services Management SOW. 
means the communication between an information processing system 
(such as a computer, SAN or Storage Array), and another information 
processing system. Inputs are the signals or Data received by the system, 
and are the · or Data sent from it. 
means the services described in Sections 4.1 and 4.2 of this SOW. 

means the services described in Section 4.1 of this SOW. 

means the services described in Section 4.2 of this SOW. 

means a protocol used for communicating Data across a packet-switched 
internetwork using the internet protocol suite , known more completely 
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Legacy Servers 

Local Area Network 
(LAN) 

Local Clone 

Logical Unit Number 
(LUN) 

Managed Backup 
and Restore Services 
at Province Managed 

Facilities 
Managed Backup 
Services 
Managed RAM/SSD 
Services 
Managed SAN 
Networks 

Managed Servers 

Managed Storage 
Services and 
Managed Backup 
Services - Common 
Functions or 
Common Functions 
Managed Storage 
Services 
Managed Storage 
Tier 1 with 
Replication Services 

Managed Storage 
Tier 1 with Local 
Clone Service 

50649290.7 

in industry terms as "Transmission Control Protocol I Internet Protocol" 
("TCPIIP") 

means Province owned Servers. 

means a computer network covering a confined geographic area such as 
a small building or small group of buildings in the same geographic 
location. 
means an independently addressable copy of Data volume, that uses 
advanced mirroring technique for redundancy or business continuity 

means a unique identifier used on a SCSI (Small Computer System 
Interface) bus that enables it to differentiate between up to eight separate 
devices (each of which is a logical unit); each LUN is a unique number 
that identifies a specific logical unit, which may be an end user, a file, or 
an 
means the services described in Section 3.1 ofthis SOW. 

means the services described in Section 3 ofthis SOW. 

means the services described in Section 2.7 of this SOW. 

means the fibre channel network used for connectivity of Servers to 
Storage Arrays and Tape Libraries. For greater certainty this does not 
include the MAN connections between Province Managed Storage 
Facilities and Province Facilities. 
means Servers receiving Server Management Services under the 

SOW. 
means the services described in Section 4 of this SOW. 

means the services described in Section 2 of this SOW. 

means the services described in Section 2.2 of this SOW. 

means the services described in Section 2.3 of this SOW. 
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(Optional Service) 

Managed Storage 
Tier 1 Services 
Managed Storage 
Tier 2 Services 
Managed Storage 
Tier 2 and 3 Services 
Managed Storage 
Tier 3 Services 
Metropolitan Area 
Network (MAN) 

Mirror 

Network Attached 

Network Attached 
Storage (NAS) 
Services 
Non-Managed 
Servers 
Operational 

50649290.7 

means the services described in Section 2.1 ofthis SOW. 

means the services described in Section 2.4 of this SOW. 

means the services described in Section 2.4 of this SOW. 

means the services described in Section 2.4 of this SOW. 

means a large computer network that spans a metropolitan area (or is 
within a city) as its geographic scope falls between a WAN and LAN. 

means a complete logical representation of separate volume copies. 

means file-level computer Data storage connected to an IP network 
Data access to Servers. 

means the services described in Section 2.6 of this SOW. 

means Province Servers that are managed by a third party (other than the 
Service 
means the STMS Data Centre Availability Date for each of the STMS 
Calgary Data Centre and the STMS Interior Data Centre as set forth in 
the Data Centre Services SOW. 
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Performance 
Management 

Proof of Concept 

Province Data 
Centres 

Province Managed 
Backup Facilities 

Province Managed 
Storage Facilities 

Province Ordering 
System 

RAM 

Redundant Array of 
Independent Disks 
(RAID) 

Remote Application 
Server Locations 
Remote 
Infrastructure 
Server Locations 
Replication or 
Replicate 

Restore 
SAN Media server 

Server 

50649290.7 

means the management responsibility for day-to-day Capacity 
Management activities including monitoring, threshold detection, 
performance analysis and tuning, and implementing changes related to 
performance and capacity. 

has the meaning given to it in Section 2.9 of this SOW. 

means those listed on Schedule 8 (Service Locations) of the Agreement. 

means the following facilities where, at the Hand-Over Date, the Data 
Backup is carried out: 

means the following facilities where, at the Hand-Over Date, the Data is 
stored:

has the meaning given to it in the Services Management SOW. 

means random access memory. 

means a technology that employs the simultaneous use of two or more 
hard disk drives to achieve greater levels of performance, reliability, 
and/or larger Data volume sizes. 

means those locations listed on Schedule 8 (Service Locations) of the 

means those locations listed on Schedule 8 (Service Locations) of the 
Agreement. 

means the automated process of asynchronous duplication of 
information or Data so as to retain such information or Data in a 

location 
means the replacement of a file or files from Backup media. 
means a computer defmed in NetBackup that has access to tape drives 

SAN or network connection. 
means a Physical device distinguished by underlying operating system 

and is connected to the LAN and in some cases the SAN. 
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Service Delivery 
STMS Data Centres 

Service Provider 
Demarcation Point 
Service Request 
Software 

STMS Calgary Data 
Centre 
STMS Interior Data 
Centre 
Storage Multi-Path 
Resilience Services or 
Storage Multi-Path 
Resilience 
Storage Area 
Network (SAN) 

Storage Array 

Storage Equipment 

Storage Hardware 

Storage Software 

Tape Drive 

Tape Library 

Testing 

50649290.7 

means the services described in Section 4.3. 
means the STMS Calgary Data Centre and the STMS Interior Data 
Centre and "STMS Data Centre" means either of them. 
has the meaning given to it in the Data Centre SOW. 

has the meaning given to it in the Services Management SOW. 

means software required for the Managed Storage Services and the 
Managed Backup Services, as the case may be. 

has the meaning given to it in the Data Centre SOW. 

has the meaning given to it in the Data Centre SOW. 

means the services described in Section 2.5 of this SOW. 

means an architecture to attach remote computer storage devices (such as 
disk arrays, tape libraries, and optical jukeboxes) to Servers in such a 
way that the devices appear as locally attached to the operating system. 

means a disk storage system which contains multiple disk drives. It is 
differentiated from a disk enclosure, in that an array has cache memory 
and advanced · · · RAID · 
means SAN and Storage Array hardware. 

means hardware required for the Managed Storage Services including 
but not limited to, servers, disk storage and fibre channel switches, as 
more particularly described in Appendix C, as such appendix may be 
amended of the Parties. 
means software required for the Managed Storage Services as more 
particularly described in Appendix C, as such appendix may be amended 

of the Parties. 
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Unstructured File 
Data 

Virtual Tape 

Virtual Tape Library 
orVTL 

VTLBackup 
Services with 
Replication to 

Site 
VTL Backup to 
Encrypted Offsite 

Services 
Wide Area Network 
(WAN) 

WTS 

Zone 

50649290.7 

means data contained in files comprised ofthe natural-language text of 
documents or pictorial images not associated with Applications such as a 
database or email. 
means a data storage virtualization technology that represents a backup 
tape on a storage component (usually hard disk storage). 

means a data storage virtualization technology used typically for Backup 
and recovery purposes. A VTL presents a storage component (usually 
hard disk storage) as tape libraries or tape drives for use with existing 

software. 
means the services described in Section 3.2.1 of this SOW. 

means the services described in Section 3.2.2 of this SOW. 

means a computer network that covers a broad area (i.e., any network 
whose communications links cross metropolitan, regional, or national 
boundaries). 

means Workplace Technology Services. 
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APPENDIX B- REPORTS 
The Service Provider will provide to the Province the following reports at the times set forth in this 
AppendixB: 

1. Monthly Backup Report- provided on a monthly basis on or before the 15th of each month; 

2. Monthly Retention Report- provided on a monthly basis on or before the 15th of each month; 

3. Weekly Backup Success Report- provided on a weekly basis, Monday a.m.; and 

4. Monthly Storage Report - provided on a monthly basis on or before the 15th of each month. 

Partial samples of the above noted reports are set forth below for example purposes only. 

Monthly Backup Report 

. There will be one of these reports associated with each master Server. 
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Monthly Retention Report 

There will be one of these reports associated with each master Server. 

Total 
Server GB 
Server 1 6.88 
Server 2 85.72 
Server 3 66.33 

·Server 9 15.57 
Server 10 16.49 
Server 11 0 
Server 12 0 
Server 13 125.92 
Server 14 328.75 
Server 15 9.19 
Server 16 97.16 
Server 17 8.51 
Server 18 187.85 
Server 19 10.7 
Server 20 156.41 
Server 21 9.37 
Server 22 9.3 
Server 23 50.49 
Server 24 9.81 
Server 25 9.69 
Server 26 65.3 
Server 27 89.75 
Server 28 8.65 
Server 29 8.64 
Server 30 8.57 
Server 31 12.61 

Total GB: 1397.66 
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Weekly Backup Success Report 

There will be one of these reports associated with each NetBackup master Server. 

50649290.7 

catalog backup 

Jobs still Active/Pending 

Initials 

0 0 

-50-

0 0 0 0 0 

Master 

FULL Backup 

Monthly Backup 

No backup Scheduled 

Failed with Code 
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Monthly Storage Report 

There will be one of these reports associated with each Site. 

[! MSSroer3 
MSSITJer3 
MSSroer2 

MSS/Titrl 

Ho1t. Specma Metric 
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1 

gg 

gg 

IOD 

1,405.00 
1,405.00 
5,314.ol6 
5,314.ol6 

0,711.48 
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0.00 
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0.00 

0.00 

0.00 
0,00 
0.00 
0.00 

0.00 
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MSS!Tier2 
MSSITierZ. 

Ho.at Specific Metric 

No Jlpplla;rtlon Defined BD 
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2,141.00 

2,141.00 

2,411D.B8 2,141.00 2,141.00 2,411D.BB 
2,4110.80 2,141.00 2,141.00 2,4110.88 

2,4110.88 2,141.00 2,141.00 2,4111.88 

0.00 O]jj' O]jj' -o.oo 

0.00 0.00 0.00 
0.00 0.00 0.00 

0.00 0.00 O]jj' 

-"'o."'oo:----:o"".o"'o-""'o""'.o""o ---oJiii' 

0.00 
0.00 

0.00 

0.00 
0.00 

0.00 

0.00 
0.00 

0.00 

0.00 
0.00 

0.00 

# 1~0'<1-t!.(; 11~111''1'1~-\'~~f l"'r.t~:rN.:;c!: ll<~r:.t~'~ tli:UtAtir..trM~ 
••••••••••••••••• Vofurne Group •• • • • • • • • • • • • • • • • ·················FIIeSy.at:ll!!:m················· • · · •· · · · · · · · · • · · • · · D1t.lb11t · • · · · · · · • •• · · · · · · · · 

i~l.."\l HII U!ot!it {UI r'!~~ rGS h\~f~:IUJI 

--o -o.oo --o.oo ---:o'"'.o"'o--""o.:::oo:--"""o.:::oo' --:o"'.oo::--:o"'.oo::--"'o."'oo=- ------"'o."'oo' ------=o"'.oo"" ----=o"'.o"o 0.00 0.00 0.00 

British Columbla\STMS Tctals 1,HI2 -===5r.aF!,44i:i7~.oii'li-""i:oo"'.8"2::i'4.'1'671'00fflr 58,442.01 66,824.67 
British Columbll Tcrtals 2,0.71 

Grand Totals 

ller Totals 

MSSfner 3 

MSSfner 2 

MSSmer1 

50649290.7 

No Application Defined 

No J!ppllcltlon Defined 

No Ppplicatlon Defined 

I"' 

.. 
''"" ,,.. 

58,442.01 

11.)Bl00 

1t,llQ.OO 

t6;!1Ei0.01 

.OS,it..O.OI 

11,824.67 ~~~N!~~~ 58,442.01 !O,S24.57 

tJ,S0 ... ':-5 11;la2!0 11.»2.00 12,$:),,;; 

l;il,80,,75 IUS:!.OO 11,!18:!.00 1~.80'3~ 

13,4'5?.3! .W,GlO.D1 ~.&JODI n,,:S'f.l2 

~,toi1.J: tGa&O.OI f!5$~1 5J,~.l:! 

-51 -

0.00 O]jj' O]jj' -o.oo 
0.00 0.00 "'D.iiD' 
0.00 0.00 0.00 

Q,OO 0.00 

o.co QJXI 

OJXI U.«< 

000 Q.OO 

0.00 o.co 

OD:> ... 
0!1> 

ODO 

000 ... 

-"'o."'oo:----,o"".o"o,---=o-=.o""o ---oJiii' 

0.00 

0.00 

Of<! 

. , 
000 . .., 
oa. ., 
POO 

o.od 
0.00 

Of<! 

000 

0!1> ... . , 
ODO 

000 

0.00 

0.00 

OJXJ 

... 
OJXJ ., ... ., ... 

0.60 
0.00 

•& 

., 
o.co ., 
Ott. 

QJXJ ... 

0.00 
0.00 
0.00 
0.00 

O.OD 

0.00 
O.DO 

0.00 

0.00 
0.00 

0.00 

0.00 71 

0.00 71 

OJXJ 

O.a> .... . .., ... 
0.00 

0.110 

il 

Page 616 
CTZ-2013-00110

S15

S15

S15

S15

S15

S15



APPENDIX C- SYSTEMS 

I. Hardware 

1. Province Managed Storage Facilities and Province Managed Backup Facilities. The 
Storage Hardware and Backup Hardware for the Province Managed Storage Facilities and Province 
Managed Backup Facilities as of the Hand-Over Date is contained on the list provided by the 
Province to the Service Provider on March 26,2009, which list has not been amended. 

The Parties contemplates providing Managed Storage Tier 2 Services and Managed Storage Tier 3 
Services using the CX3-80 Storage Hardware. 

2. STMS Data Centres. The Storage Hardware and Backup Hardware contemplated for the 
STMS Data Centres is set forth in the table below. The Parties acknowledge that the table below 
addresses the baseline hardware architecture for Storage Hardware and Backup Hardware that the 
Service Provider will be implementing within the STMS Data Centres. The storage devices with the 
noted storage capacity and power consumption specifications will be the initial platforms from 
which storage services will be delivered. 

Initial Service Provider Storage Hardware and Backup Hardware 
at STMS Data Centres 

Tier 1 DMX4 120 R5 300GB 
21 10.15 

Tier2 CX3-80 R5 400GB 
1 380 7.92 

Tier 3 CX3-40F R5 1OOOGB 
211 800 7.92 

SAN Cisco 9513 Switch 
Switch na 6. 7 4 per pair 

VTL EDL - DL3D3000 
219 5.02 

Tape Tape Library; Sun SL8500, 1 Ok Use average 
Silo slots, 16 L T04 drives based on 

estimated load 
Tape Encrypted Tape drive T10kB Drives-
Drives bundled 4.6 

NAS 
NS20 INT-2DM-4GB-4 CU GIGE 

PORTS 1.16 

Archive DL3D 3000 config CX3-40 clone 122,000 8.3 
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II. Software 

1. Province Managed Storage Facilities and Province Managed Backup Facilities. The 
Storage Software and Backup Hardware for the Province Managed Storage Facilities and Province 
Managed Backup Facilities as of the Hand-Over Date is set forth in the table below contained on 
the list provided by the Province to the Service Provider. 

EMC 

Sun 

Symantec 

50649290.7 

Software 
EMC ControlCenter 
Backup Advisor 
Active Engine 

RTU 
NA VI
NA VI
NA VI
Windows Software Utilities 
PPATH
SYMM
SYMM

SMC
EMC CC 

Solaris 
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2. STMS Data Centres. The Storage Hardware and Backup Hardware contemplated for the 
STMS Data Centres is set forth in the table below. 

EMC 

EMC 

Sun 

Symantec 

CA 

50649290.7 

EMC ControlCenter 
Backup Advisor 
Active Engine 

NetBackup
RTU
NA VI
NA VI
NA VI
Windows Software Utilities 
PPATH
SYMM
SYMM 
SECURE
SMC
EMC

NEW
DiskXtender 
SRDF 
Point in Time 
ACSLS server 
Key management server 
Solaris 

CA Job Management 
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APPENDIX E- REPLICATION BANDWIDTH REQUIREMENTS 
EVALUATION INFORMATION FORM 
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SOW X, Scope and Summary 

1.1 Definitions 

Capitalized words used in this Statement of Work ("SOW") shall incorporate the meanings 
given to such words in the Master Services Agreement (the "Agreement") and in the other 
SOWs (which form part of the Agreement), as applicable. For ease of reference, definitions of 
words set out in the Agreement which are key to the understanding of this SOW have been set 
out in Appendix A of this SOW. In the event that a term is not defined in the Master Services 
Agreement, it shall have the meaning provided in Appendix A of this SOW or in the body of this 
sow. 

1.2 Purpose of this SOW 

The purpose of this SOW is to describe the scope and functions of the Service Management 
Services to be performed by Service Provider for the Province under the terms of the Agreement. 

1.3 Appendices 

The following Appendices are attached to and form part of this SOW, whether or not they are 
specifically referred to in this SOW: 

APPENDIX A- DEFINITIONS - SERVICE MANAGEMENT SERVICES SOW 
APPENDIX B- SERVICE MANAGEMENT REPORTING 
APPENDIX C - SYSTEMS 
APPENDIX D- SUPPORT CUSTOMER LOCATIONS 
APPENDIX E- SERVICE PROVIDER SERVICE LOCATIONS 
APPENDIX F- HARDWARE ASSET DATA ELEMENTS 
APPENDIX G- SOFTWARE ASSET DATA ELEMENTS 
APPENDIX H- CHANGE CATEGORIES AND LEAD TIMES 
APPENDIX I- ASSESSMENT OF SEVERITY 
APPENDIX J- PROVINCE CHANGE WINDOWS 
APPENDIX K- CHANGE MANAGEMENT ENTRANCE CRITERIA 
APPENDIX L- INCIDENT PRIORITIZATION MATRIX 
APPENDIX M- SIGNIFICANT EVENT REVIEW 
APPENDIX N- REQUEST LEAD TIMES 
APPENDIX 0- PROVINCE REPORTS 
APPENDIX P- TIB GUIDELINES 

1.4 Service Management Services Overview 

The Service Management under this SOW provides a framework for managing operational 
activities that are undertaken to deliver the Services, and the interactions of Service Provider 
with the Province and its Client Organizations. 

Subject to the provisions of Section 1.4.8 (Outcomes Based Approach), this SOW describes the 
scope of the following Service Management services to be provided pursuant to the terms of the 
Agreement: 
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(a) General Responsibilities; 

(b) Billing; 

(c) Asset Management; 

(d) Change Management; 

(e) Incident and Problem Management; 

(f) Request Management; 

(g) Service Management Overall Summary Reporting; and 

(h) After Hours Service Desk (Optional Service). 

1.4.1 General Responsibilities and Reporting Requirements 

The General Responsibilities section of this SOW sets forth certain responsibilities of the Parties 
which apply to one or more other sections of this SOW, and sets out the reporting responsibilities 
of the Parties. 

1.4.2 Asset Management 

The following listed Asset Management Services are more particularly described m the 
following sections ofthis SOW: 

(a) General Responsibilities; 

(b) Province Owned Hardware Asset Management; 

(c) Service Provider Owned Hardware Asset Management; 

(d) Province Owned Software Asset Management; and 

(e) Service Provider Owned Software Asset Management. 

1.4.3 Change Management 

The Change Management under this SOW facilitates the proper planning, analysis, 
communication, and scheduling of changes to hardware, software, and the Supported 
Infrastructure. Service Provider will use Province's Change Management Process and 
Province's Change Management Application in the delivery of the Services. 

1.4.4 Incident and Problem Management 

The Province and Service Provider, as the case may be, will provide the following Incident and 
Problem Management Services, as m_ore particularly described in a following section of this 
SOW: 
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(a) Province: 

o Level 1 Support for Incident Management; 

(b) Service Provider: 

o Level 2 and Level 3 Support for Incident Management; 

o Problem Management; and 

o Incident Management Interface. 

1.4.5 Request Management 

Service Provider will perform the following Request Management Services for the Province, as 
more particularly described in a following section of this SOW: 

(a) receive, log, accept, route, monitor, fulfill, document and close Requests; 

(b) receive Minor Service Requests entered by the Province Level 1 Support 
organization; 

(c) receive Province Ordering System Requests; 

(d) receive Requests by email from Authorized Requestors; and 

(e) receive Major Changes or Requests and address them through the Request 
Management Process or the Change Order Process, as applicable. 

1.4.6 After Hours Service Desk (Optional Service) 

The After Hours Service Desk consists of receiving, logging and dispatching calls to the 
appropriate support team for Incidents received from the Province for all WTS services, 
excluding workstation services (which are redirected to the Province's Single Point of Contact 
for Workstations Services). 

The After Hours Service Desk is an optional service that may be procured by the Province, at its 
discretion, through the Change Order Process. 

1.4. 7 Manual 

For greater clarification, it is the intention of the Parties that the specific procedures, processes, 
tasks and functions not described in this SOW that are required to be performed by Service 
Provider in order to deliver the Services under this SOW shall be described in detail in the 
Manual, to be prepared by Service Provider as part of the transformation activities under the 
Transformation SOW. Service Provider will provide the Province with a copy of the Manual as 
updated by the Service Provider to account for material amendments, and at the request of the 
Province, from time to time. 

50660084.4 

- 3- Page 628 
CTZ-2013-00110



The Parties acknowledge that following the Hand-Over Date, the Manual shall consist of the 
processes, procedures (and associated tasks and functions) that are in use by the Province 
immediately prior to the Hand-Over Date (the "Province Procedures") until the Province 
Procedures have been revised by Service Provider as contemplated in the Transformation SOW. 
The Parties acknowledge that the Province Procedures are in various states of completion and 
drafting, and will not necessarily articulate all processes, procedures, tasks and functions that 
will be required for Service Provider to provide the Services under this SOW immediately 
following the Hand-Over Date. 

1.4.8 Outcomes Based Approach 

The Services described in this SOW use an outcomes-based approach. The outcomes-based 
approach used to describe the services in this SOW is intended to allow Service Provider the 
ability to determine the most efficient manner of providing the Services so described while 
achieving all applicable Service Levels and performing all of the Service Provider's obligations; 
provided that in providing the Services under this SOW the Service Provider complies, at all 
times, with the Province's Change Management Process (and uses the Province's Change 
Management Application), anq also complies with the Privacy Obligations, the requirements of 
the Security SOW and the Province Security Policies & Standards (as defined in the Security 
SOW). 

Accordingly, the specific procedures, processes and associated tasks required to be undertaken 
by Service Provider to perform the Services under this SOW are not described in this SOW, but 
will be described more fully in the Manual. As a result, it is the intention of the Parties that 
Service Provider will do what is required to deliver the Services under this SOW in compliance 
with the requirements of this SOW, even though the specific procedures, processes and tasks to 
do so are not specifically identified or otherwise articulated in this SOW; provided that in doing 
so the Service Provider shall not be responsible for (or otherwise be required to undertake) those 
matters that are specified in this SOW or elsewhere in the Transaction Documents as being the 
responsibility of the Province, a Client Organization or a third party (where the third party is not 
a Subcontractor of Service Provider for purposes of providing Services under the Agreement). 

1.5 Responsibility Charts 

This SOW includes "Responsibility" charts that describe the responsibilities of the Province and 
Service Provider in respect of the Services described in this SOW, as indicated in the charts by 
an "R". The "R" is to be interpreted as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified. 

1.6 Related SOWs 

The following SOWs are important to the understanding of Service Management services set 
forth in this SOW: 

• Transformation SOW 
• Mainframe Management Services SOW 
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• Midrange Management Services SOW 
• Storage and Backup Services SOW 
• Security SOW 
• Data Centre SOW 
• Business Continuity and Disaster Recovery SOW 

1. 7 General Responsibilities 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

The Service Provider will provide the Province with electronic access to the Service Provider 
Service Desk Tool. Such access will in no way limit or restrict the Service Provider's 
responsibility to update the Province and the Province Service Desk Tool in respect of all Major 
Incidents and other related matters referred to in this SOW, nor will it in any way shift such 
responsibility from the Service Provider to the Province. 

If there is a Province system that the Service Provider requires license rights or use rights to in 
order to perform the Services where such license or use rights are not otherwise provided to the 
Service Provider under the Transaction Documents (as defmed in the Agreement), then the _ 
parties will address such access or license rights through the Change Management Process or the 
Change Order Process, as applicable. 

Authorization Matrix, Email Distribution & Escalation Paths 

Maintain and provide to Service Provider up to date 
Authorization Matrix for the following: 

(a) 

(b) 

Asset Management; 

Change Management; 

(c) Incident and Problem Management; 

(d) Request Management; and 

(e) Service Delivery Unit contacts for Province Ordering 
System Requests. 

Provide to Province written notification of updates to the 
Authorization Matrix identifying the Province and Client 
Organization Staff as soon as the Service Provider is made 
aware of such updates. 

Establish, update and maintain Client Organization email 
distribution lists to be used for communications relating to 
Changes and Incidents, and provide updated distribution lists to 
Service Provider as soon as they are available. 
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Provide Province with documented updates to the Client 
Organization email distribution lists to be used for 

R 
communications relating to Changes and Incidents as such 
changes become known to the Service Provider. 

Provide documented communication procedures and escalation 
paths to the Service Provider to enable Service Provider to 

R 
communicate with the Province when required to perform the 
Services. 

Provide documented escalation paths to the Province to enable 
Province to communicate with the Service Provider when 

R 
. required in connection with the daily operational matters related 
to the Services. 

Communicate with the Province using the procedures and 
escalation paths provided by the Province from time to time to 

R 
communicate with the Province when required to perform the 
Services. 

Communicate with the Service Provider using the escalation 
paths provided by the Service Provider from time to time to 
communicate with the Service Provider when required in R 
connection with the daily operational matters related to the 
Services. 

Communications 

Develop communication procedures for notifying the Province 
and Client Organizations of Minor Changes and Minor 

R 
Incidents, in consultation with the Province, and include such 
procedures in the Manual. 

Consult with the Service Provider and provide input to the 
communication procedures developed by the Service Provider 

R 
for notifying the Province and Client Organizations of Minor 
Changes and Minor Incidents. 

Communicate with Provjnce and Client Organizations regarding 
Minor Changes and Minor Incidents in accordance with the 

R 
Change communication procedures set out in the Manual which 
are developed in consultation with the Province. 

Access and User Licensing Rights 

Provide Service Provider Personnel with access and user- R 
licensing rights to use and access the following, as required by 
Service Provider to perform the Services: 
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(a) the Province's Change Management Application; 

(b) the Province's Incident Management Application; 

(c) the Province's Problem Management Application; and 

(d) the Province Ordering System, as may be reasonably 
required, to Service Provider Personnel who have been 
designated by Service Provider for purposes of 
providing the Services. 

Provide to the CSC and Province (EHS) Staff web-based access 
(and appropriate license rights for 40 members of the Province 
Staff) to Service Provider Service Desk Tool for access to the 
Service Provider Incidents. 

Provide to the Service Provider Personnel access to the Province 
Service Desk Tool and appropriate license rights for 1 00 
concurrent users jointly between the Province and the Service 
Provider. 

Training 

Provide to Service Provider Personnel initial "train-the-trainer" 
training and subsequent "train-the-trainer" training with respect 
to major releases of the following (being a release that includes 
functionality changes or changes in the manner in which the 
following is used): 

(a) 

(b) 

(c) 

(d) 

the Province's Change Management Application; 

the Province's Incident Management Application; 

the Province's Problem Management Application; and 

the Province Ordering System. 

The training may be instructor lead or may be provided online 
(computer based), as determined by the Province. Province shall 
supply training facilities for any instructor lead training. 

Attend the initial "train-the-trainer" training and subsequent 
"train-the-trainer" training with respect to major releases of the 
following (being a release that includes functionality changes or 
changes in the manner in which the following is used), as 
provided by the Province: 

(a) the Province's Change Management Application; 

(b) the Province's Incident Management Application; 

(c) the Province's Problem Management Application; 
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and 

(d) the Province Ordering System. 

Service Provider will be responsible for any travel and living 
costs for Service Provider Personnel to attend such training. 

Provide to Service Provider Personnel documented updates to 
procedures relating to the following and respond to inquiries 
from the Service Provider's trainers regarding such updates: 

(a) the Province's Change Management Process and 
Change Management Application; 

(b) the Province's Incident Management Application and R 
processes; 

(c) the Province's Problem Management Application and 
processes; and 

(d) the Province Ordering System and related 
documentation. 

Provide ongoing user-training, as may be necessary, to Service 
Provider Personnel on the operation of the following: 

(a) Province's Change Management Processes and 
Change Management Application; 

(b) Province's Incident Management processes and 
Incident Management Application; 

(c) Province's Problem Management processes and R 
Problem Management Application and 

(d) Province Ordering System processes and the 
Province Ordering System. 

Service Provider shall supply training facilities for such training 
and will be responsible for any travel and living costs for Service 
Provider Personnel to attend such training. 

Provide to Province Staff initial "train-the-trainer" training and 
subsequent "train-the-trainer" training with respect to major 
releases ofthe Service Provider Service Desk Tool (being a 
release that includes functionality changes or changes in the 

R 
manner in which the following is used). The training may be 
instructor lead or provided online (computer based), as 
determined by the Service Provider. Service Provider shall 
supply training facilities for any instructor lead training. 

Attend the initial "train-the-trainer" training and subsequent R 
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"train-the-trainer" training with respect to major releases of the 
Service Provider Service Desk Tool (being a release that 
includes functionality changes or changes in the manner in 
which the following is used). Province will be responsible for 
any travel and living costs for Province Staff to attend such 
training session. 

Provide to Province Staff documented updates to procedures 
relating to the Service Provider Service Desk Tool and respond R 
to inquiries from the Province's trainers regarding such updates. 

Provide ongoing user-training, as may be necessary, to Province 
Staff with respect to the operation of the Service Provider 
Service Desk Tool. Province shall supply training facilities for R 
such training and will be responsible for any travel and living 
costs for Province Staff to attend such training. 

Review, maintain, update and provide to the Province, as soon as 
they become available, the updated Service Provider Service R 
Desk Tool documentation. 

Review, maintain, update and provide to the Service Provider, as 
soon as they become available, the updated Province Service R 
Desk Tool documentation. 

!TIL Framework 

Comply with the ITIL framework for Incident Management, 
R 

Problem Management and Change Management. 

Comply with the ITIL framework for Incident Management, 
R 

Problem Management and Change Management. 

Reporting 

Produce and provide to Province reports identified in Appendix 
B- Service Management Reporting, and any other reporting 
required to be provided by the Service Provider as provided R 
elsewhere in this SOW or in the Transaction Documents (as 
defined in the Agreement). 

Make available to the Service Provider reports from the Province 
Service Desk Tool for Change Management and Incident related 
reports which are required for the Service Provider to perform R 
the Services, which reports are set forth in Appendix 0 -
Province Reports. 
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1.8 Billing 

The Service Provider will invoice the Province for the Services provided in accordance with the 
provisions of the Agreement. The Parties acknowledge that the invoices will initially be 
manually generated, but that the data to be input into the invoices will be auto-mated upon the 
completion of the Billing Module as contemplated in the Transformation SOW. 

Issue manually generated invoices for the Services in accordance 
with the Agreement until the Billing Module (as defined in the 
Transformation SOW) is completed (which is expected at month 
7, being October, 2009), at which time the Service Provider will 
invoice the Province for the Services using the Billing Module. 

1.9 Asset Management 

R 

Asset Management consists of the management of the data related to Hardware Assets and 
Software Assets, throughout their lifecycles. The components of Asset Management are: 

(a) Province Owned Hardware Asset Management; 

(b) Service Provider Owned Hardware Asset Management; 

(c) Province Owned Software Asset Management; and 

(d) Service Provider Owned Software Asset Management. 

1.9.1 Asset Management- General Responsibilities 

The Asset Management - General Responsibilities section of this SOW sets out the general 
responsibilities of Service Provider and the Province with respect to the management of the 
Hardware Assets and the Software Assets used to provide the Services. 

The Province will provide the Service Provider with a list of the Hardware Assets and the 
Software Assets in existence as of the Hand-Over Date, containing data elements set out in 
Appendix F - Hardware Asset Data Elements and in Appendix G - Software Asset Data 
Elements (collectively, the "Data Elements") to the extent that such Data Elements are readily 
available to or otherwise recorded by the Province (the "Initial Hardware List" and the "Initial 
Software List" respectively). The parties acknowledge that the Initial Hardware List and the 
Initial Software List may not be complete or accurate, and will not include all of the Data 
Elements. To the extent that the Service Provider becomes aware, in the ordinary course of 
providing the Services, of any additional Hardware Assets, Software Assets or Data Elements 
that should have been included in the Initial Hardware List or the Initial Software List, then the 
Service Provider shall update the respective lists with such information. To the extent that the 
Province becomes aware of any additional Hardware Assets, Software Assets or Data Elements 
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that should have been included in the Initial Hardware List or the Initial Software List, including 
any Hardware Assets and Software Assets that are purchased by the Province after the Hand
Over Date that form part of the Supported Infrastructure, then the Province shall provide such 
information to the Service Provider as soon as possible. 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

!&~i!~~~~t~S1~~l~~~~~~i~lf~"o,:ii{~1if~l~i3;J~~ 
Upon the occurrence of an internal reorganization or other similar 
internal reassignment within the Province that result in changes to 
Client Organization codes attached to the Hardware Assets and 
Software Assets, provide the Service Provider with information 
regarding the particulars of the resulting changes to the Client 
Organization codes and names as soon as possible. 

To the extent possible, provide the Service Provider with the R 

Hardware Assets and Software Assets information generated from 
the Province Ordering System and the CAS Install Base (as the same 
may be updated by the Province as a result of the internal 
reorganization or other similar internal reassignment), to assist the 
Service Provider in updating the Hardware Asset and Software 
Asset information required to be maintained by Service Provider. 

Produce and make available monthly reports listing Hardware 
Assets and Software Assets categorized by Client Organization code 
or Client Organization name, and the Province Ordering System R 
asset tag, as more particularly described in Appendix B - Service 
Management Reporting 

Report to Province on a quarterly basis regarding any non-
compliance to the hardware and software currency standards set out 

R 
in the Annual Operating Plan, indicating where such non-
compliance exists at the request of the Client Organization. 

Designate an individual who will act as the point of contact on 
behalf of the Service Provider and who will have the authority to 
inform the Province regarding non-compliance to hardware and R 
software currency standards. Inform Province of this individual's 
identity and position and supply to Province any other relevant 
information necessary to communicate with this individual. 

Designate an individual who will act as the point of contact on 
behalf of the Province and who will have the authority to resolve 
non-compliance to hardware and software currency standards. R 

Inform Service Provider of this individual's identity and position 
and supply to Service Provider any other relevant information 
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necessary to communicate with this individual. 

1.9.2 Province Owned Hardware Asset Management 

The Province Owned Hardware Asset Management section of this SOW sets out the 
responsibilities of the Service Provider and the Province with respect to the management of the 
inventory of Province Owned Hardware Assets. 

The level of detail regarding the Hardware Assets is identified in Appendix F- Hardware Asset 
Data Elements (see Section 1.9.1 aboveregarding the Initial Hardware List). 

The activities described in this section are transitory since all Province Owned Hardware Assets 
will be retired and eventually replaced with Service Provider Owned Hardware Assets. 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

Provide the Initial Hardware List to Service Provider within 10 
Business Days of the Hand-Over Date. 

Track and record the Province Owned Hardware Assets that are 
used to provide the Services in accordance with the data elements 
set out in Appendix F- Hardware Asset Data Elements, as well as 
the asset tags used in the Province Ordering System (to the extent 
known by the Service Provider), starting with the Initial Hardware 
List. The list of Province Owned Hardware Assets shall be 
categorized by Client Organization code or Client Organization 
name. 

Maintain and update Province Owned Hardware Asset information 
in the Initial Hardware List as required, and provide updated 
information to the Province commencing on the 7th month following 
the Hand-Over Date (being October 2009), in an electronic format 
as and when updates are made (for sharing with Client 
Organizations as the Province determines). The electronic format 
shall initially consist of a CSV file, but may be in such other 
electronic format as the parties may mutually agree in writing 
through the Change Management Process or through Governance, 
both acting reasonably. 

Track the date and time for delivery, installation, relocation, 
upgrades, retirement and disposal of Province Owned Hardware 
Assets on the Initial Hardware List, as updated by the Service 
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Provider. 

Provide Service Provider with copies of known maintenance 
agreements on the Hand-Over Date, to the extent available, and the 
client codes and other relevant information required for Service R 
Provider to exercise the Use Rights for the maintenance agre-ements, 
for the Province Owned Hardware Assets. 

Maintain and monitor the schedule of expirations of known 
maintenance agreements relating to the Province Owned Hardware R 
Assets. 

Provide to the Province notification of expiration of maintenance 
agreements relating to Province Owned Hardware Assets, at least 

R three months but not more than six months prior to expiration of a 
maintenance agreement. 

Update documented processes and procedures set out in the Manual, 
as may be required, in order to support compliance with 

R maintenance agreements with third party hardware suppliers for 
Province Owned Hardware Assets. 

Comply with the Use Rights for the maintenance agreements with 
third party hardware suppliers, as set out in the Master Transfer R 
Agreement. 

1.9.3 Service Provider Owned Hardware Asset Management 

The Service Provider Owned Hardware Asset Management section of this SOW sets out the 
responsibilities of the Service Provider with respect to the management of the inventory of 
Service Provider Owned Hardware Assets. 

The level of detail regarding the Hardware Assets is identified in Appendix F- Hardware Asset 
Data Elements. 

Service Provider will perform the tasks or functions as indicated in the table below. 

Track and record the Service Provider Owned Hardware Assets that 
are used to provide the Services in accordance with the data 
elements set out in Appendix F- Hardware Asset Data Elements, as 
well as the asset tags used in the Province Ordering System. The list 
of Service Provider Owned Hardware Assets shall be categorized by 
Client Organization code or Client Organization name. 
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Maintain and update Service Provider Owned Hardware Asset 
information as required, and provide updated information to the 
Province on a monthly basis in an electronic format as and when 
updates are made (for sharing with Client Organizations as the 
Province determines). The electronic format shall initially consist of 
a CSV file, but may be in such other electronic format as the parties 
may mutually agree in writing through the Change Management 
Process or through Governance, both acting reasonably. 

Track the date and time for delivery, installation, relocation, 
upgrades and retirement and disposal of Service Provider Owned 
Hardware Assets. 

Maintain and monitor the schedule of expirations of leases of 
Service Provider Owned Hardware Assets that are used to provide 
the Services and renew the leases where required. 

Maintain and monitor the schedule of expirations of maintenance 
agreements relating to the Service Provider Owned Hardware Assets · 
and renew the maintenance agreements where required. 

Update documented processes and procedures set out in the Manual, 
as may be required, in order to support compliance with 
maintenance agreements with third party hardware suppliers for 
Service Provider Owned Hardware Assets. 

1.9.4 Province Owned Software Asset Management 

R 

R 

R 

R 

R 

The Province Owned Software Asset Management section of this SOW sets out the 
responsibilities of the Service Provider and the Province with respect to the management of the 
inventory of Province Owned Software residing on Hardware Assets managed by Service 
Provider (see Section 1.9.1 above regarding the Initial Software List). 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

Provide Initial Software· List to Service Provider within 1 0 Business 
Days of the Hand-Over Date. 

Track and record the Province Owned Software Assets that are used 
to provide the Services in accordance with the data elements set out 
in Appendix G- Software Asset Data Elements, as well as the asset 
tags used in the Province Ordering System (to the extent known by 
the Service Provider), starting with the Initial Software List. The list 
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ofProvince Owned Software Assets shall be categorized by Client 
Organization code or Client Organization name. 

Maintain and update Province Owned Software Asset information in 
the Initial Software List as required, and provide updated 
information to the Province in an electronic format as and when 
updates are made (for sharing with Client Organizations as the 
Province determines), commencing on the ih month following the 
Hand-Over Date (being October 2009). The electronic format shall 
initially consist of a CSV file, but may be in such other electronic 
format as the parties may mutually agree in writing through the 
Change Management Process or through Governance, both acting 
reasonably. 

Maintain and monitor the third party software licenses, maintenance 
agreements, and software support agreements during the first 6 
months following the Hand-Over Date in the same manner as 
previously maintained and monitored by the Province prior to the 
Hand-Over Date. 

Maintain and monitor the schedules of expirations of third party 
software licenses, maintenance agreements, and software support 
agreements using Service Provider processes commencing on the ih 
month following the Hand-Over Date (being October 2009). 

Provide to Service Provider, on the Hand-Over Date, all relevant 
information regarding compliance with third party software licenses, 
software maintenance agreements, and software support agreements 
required by the Service Provider for compliance with the Use 
Rights. 

Maintain the Access Rights Contracts and the Province Maintenance 
Agreements as required under the Master Transfer Agreement. 

Comply with the Use Rights for the third party software licenses, 
mainten.ance agreements, and software support agreements as 
contemplated in the Master Transfer Agreement. 

Update processes and procedures in the Manual, as may be required, 
to support compliance with third party software licenses, 
maintenance agreements, and software support agreements, 
commencing on the ih month following the Hand-Over Date (being 
October 2009). 
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1.9.5 Service Provider Owned Software Asset Management 

The Province Owned Software Asset Management section of this SOW sets out the 
responsibilities of the Service Provider and the Province with respect to the management of the 
inventory of Service Provider Owned Software residing on Hardware Assets managed by Service 
Provider. 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

~?~fi·:~~~~~: ~:~,:~~~ :T ,·.:~~~:~G ~~ -?~~;~~:~-~-~~~:J~ :~:~?-: ~:;:~~~-;:~r~~~~~i~t~~~~~~~~: ~;~!~~:~;~~~~~~·z: ~:i:~.~r~$1f~~~~s~~~J~~~[:~~tf\lf~~~~~·;1q 
,":.'[ : . ". : ~;;.,,K,;fvcY~"l'P:r~el;'~t§lr1?o>: f@ );i,;·~ri ift'lf' i.}rci~Ko ,, rJl·;-,:f~~~~iif~\\'lT:jJrh '~ ,j:ig;wtc31'~f!-\' ~ ',;_c::l,~i -. ~lii\\:':_(§J;~11'-;.11i;;_ ~~i?)5·: B(~~ r~ ::;J!.;~ 

Maintain and monitor the schedule of expirations of software 
licenses and maintenance service contracts for Service Provider R 
Owned Software. 

Provide all relevant information to the Province regarding the 
Province's compliance requirements with third party software R 
supplier agreements for Service Provider Owned Software. 

Manage compliance with third party software supplier licenses and 
R 

agreements for Service Provider Owned Software. 

Comply with third party software ·supplier licenses and agreements 
R 

for Service Provider Owned Software. 

1.9.6 Asset Disposal 

The responsibilities of the Parties for the disposal of Assets forming part of the Supported 
Infrastructure is set forth in the Data Centre Services SOW. 

1.10 Change Management 

Change Management consists of facilitating the proper planning, analysis, communication, and 
scheduling of Changes to the Supported Infrastructure. A Change that will amend the scope of 
the Services will be addressed through the Change Order Process set out in the Agreement. 

The purpose of Change Management is to utilize standardized methods and procedures for 
efficient and prompt handling of Changes and RFCs in order to minimize Problems and 
Incidents. 

By October 2009, the Province will provide the Service Provider with a complete listing of the 
network configuration elements (consisting of routers, ports, switches, MAC addresses, IP 
addresses and fully qualified domain names) for all of the Province's servers that form part of the 
Supported Infrastructure as of the Hand-Over Date so that, in the event of a network 
router/switch Change, the Service Provider will have the required information necessary to bring 
any impacted servers back online. The Service Provider will be responsible for managing such 
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network configuration information (once received from the Province) as changes are made for 
the Service Provider's own use in providing the Services. 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

!!§~~~ili~~~~~~~l~5:~~:~~~'~!~~;~;&~~:~J~~~~ 
. Request for Change (RFC) and Change Management 

Comply with and implement Changes in accordance with the 
Province's Change Management Process and use the Province R 
Change Management Application. 

All Service Delivery Units will comply with the Province's 
Change Management Process and use the Province Change R 
Management Application. 

Submit RFCs through the Province's Change Management 
Application for Changes to be implemented by Service Provider R 
in compliance with the lead times specified in Appendix H-
Change Categories and Lead Times. 

Include the Incident number from the Province Service Desk 
Tool in the RFC where the RFC is required to resolve an R 
Incident or where the RFC causes an Incident. 

Provide technical details regarding the impact, backout effort, 
and assessment of risk on the Service Provider, the Province and 
Service Delivery Units for all RFCs submitted by the Service 

R 
Provider through the Province's Change Management 
Application, in accordance with the guidelines set out in 
Appendix I- Assessment of Severity. 

Obtain the necessary approvals as required under the Province's 
Change Management Process and the Authorization Matrix prior 
to the implementation of a Change. The approvals will require 
Client Organization approvals and Province (EHS) approvals as 

R 
specified in the Authorization Matrix for dedicated and shared 
services, and the approval of the Change Management 
Coordinator for RFCs processed through the Province's Change 
Management Application. 

Provide to Service Provider the approval ofRFCs pursuant to 
the Authorization Matrix and establish standing approvals for 
Standard RFCs, in each case where determined appropriate by R 
the Province, and within the lead times specified in Appendix H 
-Change Categories and Lead Times. 

Approve or disapprove all Changes related to the provision of R 

50660084.4 

- 17- Page 642 
CTZ-2013-00110



~-~-~~;~~~~i!]li~~ 
the Services in accordance with the Province's Change 
Management Process and within the lead times specified in 
Appendix H- Change Categories and Lead Times. 

Provide to Service Provider, to the extent the Province is able 
prior to their implementation, and in any event as soon as 
reasonably practicable, information regarding RFCs to which the R 
Service Provider is not a party that may impact the provision of 
the Services (the "Out-of-Scope RFCs"). 

Provide to Province, to the extent the Service Provider is able 
prior to their implementation, and in any event as soon as 
reasonably practicable, the potential risks and adverse impacts R 
(and where known the actual impacts) ofthe Out-of-Scope RFCs 
on the provision of the Services. 

Notify both the Change Management Coordinator and the 
appropriate individuals identified in the Authorization Matrix of 
the potential risks and adverse impacts to the Province and 

R 
Client Organizations, as applicable, regarding any proposed 
RFC, to the extent known or reasonably foreseeable to the 
Service Provider. 

Consult with Service Provider regarding the potential impact of 
R 

a proposed Change as it relates to the provision of the Services. 

Prioritize or resolve conflicts (1) among Out-of-Scope RFCs and 
RFCs issued by Service Provider, and (2) any other RFCs that 

R 
impede or restrict the Service Provider from performing the 
Services as contemplated under the Agreement. 

Prioritize and manage the RFCs that are approved and entered 
into in the ordinary course of providing the Services (and for 
greater clarification, this excludes the RFCs that are prioritized 
by the Province as set forth immediately above), and comply R 
with the standards for the priority of RFCs attached as Appendix 
H- Change Categories and Lead Times and the RFC priorities 
established by the Province as contemplated above. 

Update all Service Provider RFCs through the Province's 
Change Management Application (within three hours of 
implementation where technically possible) with information R 
regarding all progress that occurs consisting of any actions taken 
to correct issues. 

Update all Service Provider RFCs through the Province's 
Change Management Application with information regarding R 

any associated Incidents which have occurred as a result of the 
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implementation of a Change, as soon as reasonably possible 
once such Incidents become known to Service Provider. 

Implement duly approved in-scope RFCs following the 
Province's Change Management Process and in accordance with R 
the procedures for implementation described in the Manual. 

Coordinate with Service Provider the preparation, testing and 
implementation of Out-of-Scope RFCs that may impact R 
provision of the Services. 

Coordinate with Province the preparation, testing and 
implementation of Out-of-Scope RFCs that may impact R 
provision of the Services. 

Review and analyse records of Changes and RFCs to identify 
and determine existence of any operational trends of a negative 
or problematic nature and recurring Problems, and advise the R 
Province of the results on an ongoing basis but not less than 
quarterly. 

At the request of the Province from time to time, provide 
recommendations to the Province for the rectification of 
·recurring Problems and trends of an adverse or problematic R 
nature, in consultation with the Province and any relevant 
Service Delivery Units. 

Emergency Changes and Authorization Matrix 

Implement Emergency Changes as set out in Appendix H-
R 

Change Categories and Lead Times. 

Change Windows and Freeze Periods 

Utilize established Change Windows set out in Appendix J-
Province Change Windows for scheduling and implementing 

R 
Changes that may cause an outage, degradation or adverse 
impact on the provision of the Services. 

Remain available on a standby (on-call) basis and assist the 
Client Organization with Services, during the Client 
Organization's application change windows, as may be 
requested by the Client Organization through the Province 

R 
Ordering System or by way of an RFC, as applicable. All such 
requests will be made pursuant to a draw down account 
established between the Client Organization and the Service 
Provider. 

50660084.4 

- 19-
Page 644 
CTZ-2013-00110



~;r~~:*IJi~~~-~-~~~~l\~1ii~WiiR1 
Provide to Service Provider Change Freeze Period requirements 

R for Client Organizations or WTS. 

Comply with Province Change Freeze periods. R 

Change Management Meetings 

Schedule, chair and participate with Service Delivery Units, 
Client Organizations and Service Provider in weekly Change 
Management meetings that are specific to matters relating to and R 
held during the Fire Season, and provide reasonable notification 
to Service Provider of such meetings. 

Participate with Province, Service Delivery Units and Client 
Organizations in weekly Change Management meetings that are 
specific to matters relating to and held during the Fire Season, as 

R scheduled and chaired by the Province and reasonably notified to 
the Service Provider (which may be on short notice in the case 
oflive fires). 

Schedule, chair and participate in Change Management meetings 
(which may be weekly or at other frequencies determined by the 
Province, and may be held as separate meetings for different 
subject matters and purposes), which are other than for the Fire 
Season, and provide reasonable notice to the Service Provider of 
those meetings which Service Provider is to attend, for purposes 
of the following: 

(a) reviewing the RFCs with Province Technical Peer 
Review groups or at the management level (as R 
determined by the Province); 

(b) consideration of the impact ofthe RFCs and Out-
of-Scope RFCs before implementation (where 
possible) and required coordination among the 
impacted parties; 

(c) consideration and review of TIBs; and 

(d) such other purposes as determined necessary by 
either the Province or the Service Provider. 

Participate in Change Management meetings scheduled and 
chaired by the Province and notified to the Service Provider 
(which may be weekly or at other frequencies determined by the 

R Province, and may be held as separate meetings for different 
subject matters and purposes), which are other than for the Fire 
Season, for purposes of the following: 
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(a) reviewing the RFCs with Province Technical Peer 

Review groups or at the management level (as 
determined by the Province); 

(b) consideration of the impact ofthe RFCs and Out-
of-Scope RFCs before implementation (where 
possible) and required coordination among the 
impacted parties; 

(c) consideration and review ofTIBs; and 

(d) such other purposes as determined necessary by _ 
either the Province or the Service Provider. 

Schedule, chair and participate in meetings with the Change 
Coordination Entities to review, coordinate and approve specific 
RFCs that will impact more than one Service Delivery Unit and 
the Services (which may be weekly or at other frequencies R 
determined necessary by the Province), and provide the Service 
Provider with reasonable notice of those meetings which 
Service Provider is to attend. 

Review Out-of-Scope RFCs in the Province Change 
Management Application, and the r~ports made available to 
Service Provider set forth in Appendix 0- Province Reports to R 
assess the impacts on the Services and discuss them the Province 
at the Change Management meetings. 

Participate in meetings of Change Coordination Entities that 
relate to the Services, as notified by the Province to the Service R 
Provider. 

RFCs- Testing, Closure and Reviews 

Perform sufficient testing, based on the technical nature of the 
proposed Change, both before and after the implementation of R 
the Change, and confirm the existence of an appropriate back out 
plan. 

Design, implement and test LOB Applications not managed by 
the Service Provider (such as exchange and blackberry 

R applications), as determined necessary by the Province following 
Service Provider implemented Changes to the Supported 
Infrastructure. 

Once the Service Provider completes implementation and 
R updates comments in the RFC, review implementation 

comments and close RFC in Province's Change Management 
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Application. 

Respond to and participate in any review reasonably requested 
by the Province in respect of a Change where no Incident was R 
reported, using the Significant Event Review process in 
accordance with Appendix M- Significant Event Review. 

Upon email or oral request from Province, respond to Province R 
inquiries regarding Changes. 

Make Service Delivery Unit representatives available for issue 
determination discussions with the Province and Service R 
Provider following an Incident resulting from an Out-of-Scope 
RFC. 

TIBS and Communications 

Make TIBs available to Service Provider and provide Service 
Provider Personnel with access to the Province's TIB R 

application. 

Provide Province with Service Provider Personnel contact 
information to be added to the Province's.TIB application, and 
provide the Province with applicable updates from time to time R 

as changes are made to such Service Provider Personnel contact 
information. 

Produce TIBs regarding Major Changes using the Province TIB 
application, for review and acceptance by the Province and 
dissemination to Client Organizations through the Province's R 
TIB application. Comply with the guidelines set forth in 
Appendix P- TIB Guidelines, for purposes of producing TIBs for 
the Province. 

Prepare Service Bulletins based upon the TIBS regarding a 
Major Change, and provide to Province for review and R 
acceptance by the Province prior to dissemination to Client 
Organizations. 

Disseminate approved Service Bulletins prepared by Service R 
Provider regarding a Major Change to Client Organizations. 

1.11 Incident and Problem Management 

The Incident and Problem Management section of this SOW describes the responsibilities of the 
Service Provider and the Province relating to Incident and Problem Management services. 
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1.11.1 General Responsibilities for Incident & Problem Management 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

R"Wi!~~!itfllf~l~~~il~~~l~~~~~~~~TI~:,~~~ 
Assignment Group Information 

Provide the Province with Assignment Group information, 
including all updates made by Service Provider from time to time, R 
to facilitate the appropriate assignment of Incidents by Province to 
the Service Provider. 

Upon changing a Service Provider Assignment Group, provide to R 
Province relevant information with respect to the change. 

Enter Service Provider Assignment group information into the 
Province Service Desk Tool, and all updates to such information R 
as soon as practicable following receipt of the updates from the 
Service Provider. 

CSC Documentation 

Make available to the CSC the operational documentation 
containing up-to-date information for each Server consisting of the 
Assignment Group, the Service Provider's primary, secondary and 
tertiary support contact information, the Service Provider 

R escalation contact, and the Client Organization contact (as such 
Client Organization information becomes known to the Service 
Provider in accordance with the provisions in Section 1. 7 above), 
so that the CSC can triage, assign and escalate Incidents as 
required. 

Incidents and Resolution 

Include the RFC number from the Province Service Desk Tool in 
the Incident where the Incident is resolved by an RFC or where the R 

RFC causes the Incident. 

Monitor and escalate Incident tickets in the Incident Management R 
Application in accordance with the CSC Online Procedures. 

Track the Incident to resolution (which resolution may occur at the 
Level2 or Level3 Support) and close Incidents in the Province's R 
Incident Management Application for Incidents that have been 
resolved. 

Provide the Service Provider with a documented process (as R 
determined by the Province) to transfer Incidents (and related 
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information) that are unrelated to the Services from Service 
Provider to the CSC for Incidents. 

Comply with the process provided by the Province to transfer R 
Incidents (and related information) that are unrelated to the 
Services from Service Provider to the CSC. 

Provide to Province CSC updates to scripts and processes relating 
to resolutions determined by Service Provider for previously R 
resolved Incidents and Known Errors, as they become known to 
Service Provider from time to time. 

Update CSC scripts and processes relating to resolutions 
determined by Service Provider for previously resolved Incidents R 

and Known Errors, as provided by Service Provider to CSC. 

Status Communications 

Provide status information to the Client Organization Contact, as 
requested by the Client Organization, to keep Client Organization R 

informed of progress ofthe resolution ofthe Incident. 

Provide status and progress information to the Client Organization 
Contact, if requested by the Client Organization, to keep Client R 
Organization informed of progress of the resolution ofthe 
Incident. 

Communicate with Client Organizations regarding occurrence of a R 
Major Incident. 

Unrelated Incidents 

Perform Incident Management for Incidents that are not within the R 
scope ofthe Services. 

Notify Service Provider (through the Province's communication 
tool) of Major Incidents not within the scope ofthe Services that R 
impact or could be reasonably expected to impact the ability of the 
Service Provider to provide the Services. 

Provide the Province with Service Provider Personnel contact 
information to be added to the Province's communication tool for 
purposes of receiving notices ofMajor Incidents not within the R 

scope of the Services which could impact the ability of the Service 
Provider to provide the Services. 

Significant Event Review Process 

Conduct Significant Event Review process for Incidents, in R 
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accordance with Appendix M- Significant Event Review, 
including making personnel from WTS and Province Partners 
available for Significant Event Reviews. 

Respond to and participate in any meetings for WTS Significant 
Event Reviews of Incidents relating to or otherwise impacting the 
Services when requested to do so by the Province upon reasonable 
notice. Refer to Appendix M- Significant Event Review. 

Provide written input (which may be by email) for WTS 
Significant Event Reviews of Incidents as requested by the 
Province within five (5) Business Days of receiving the email or 
written request from the Province. Refer to Appendix M
Significant Event Review. 

Respond to and participate in short conference calls I meetings 
(which may be called on short notice) among the Province and 
other Service Delivery Units to troubleshoot active high priority 
operational issues or Incidents relating to or otherwise impacting 
the Services, when requested to do so by the Province. 

1.11.2 Incident Management 

R 

R 

R 

Incident Management is intended to restore normal service operation to a service as quickly as 
possible and to minimize the adverse impact of an Incident on operations. Incident Management 
manages the lifecycle of all Incidents. 

The CSC will provide the first point of contact (Level 1 Support) to Client Organizations. The 
CSC will provide communication channels and an escalation path for Incidents among Client 
Organizations, WTS, Province Partners and the Service Provider. 

Service Provider will supplement the CSC by providing Level 2 Support and Level 3 Support. 
Upon receipt of an Incident for the Services, Service Provider will initiate Incident Management 
as applicable for the designated support level. 

Incident Management provided outside of Business Hours is offered by the Service Provider to 
the Province as an optional service. Refer to the section 1.13 in this SOW which is entitled After 
Hours Service Desk (Optional Service) for a description of this optional service. 

1.11.3 Incident Management- Province 

The objective of the Province CSC is to provide Level 1 Support to Client Organizations. The 
CSC acts as a filter that allows calls to pass through to Level 2 and Level 3 Support when it is 
necessary. The CSC will be the primary point of contact used by the Service Provider to 
communicate the status oflncidents and to notify the Province of any Major Incidents (Priority 1 
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. and 2 Incidents) detected by the Service Provider. The CSC will also be the point of contact 
used by the Service Provider to assign Incidents to other Service Delivery Units. 

The Province will perform the tasks or functions as indicated in the table below. 

CSC and Levell Support 

Provide a single point of entry through the CSC for receiving and 
recording all Incidents. 

With respect to calls or messages received during CSC Hours of 
Operation, provide Level 1 Support consisting of the following: 

(a) filter and classify reported Incidents and create a ticket 
for the Incident in the Incident Management Application; 

(b) receive and deal with inquiries or complaints; 

(c) 

(d) 

redirect Minor Service Requests to Service Provider 
using the Request Management Process; 

provide initial Problem determination based upon the 
CSC Online Procedures; 

(e) resolve Incidents where. possible when previously 
determined work-around solutions are available (first call 
resolutions); 

(f) route Incidents not related to the Services to other 
appropriate Assignment Groups for resolution; and 

(g) assign Incidents related to the Services to the Service 
Provider Level 2 Support, where not resolved at the 
Level 1 Support. 

1.11.4 Incident Management- Service Provider 

R 

R 

The Incident Management- Service Provider section of this SOW describes the responsibilities 
relating to Incident Management services and Level 2 and Level 3 Support provided by the 
Service Provider. 

Service Provider will perform the tasks or functions as indicated in the table below. 

Validate that the Incidents assigned to Service Provider by 
Province are related to the Services, and reassign the Incidents to 
the CSC that are not related to the Services using the process 
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provided by the Province (see Section 1.11.1 above). 

Assign a Service Provider Assignment Group member to each 
Incident and manage, update and resolve the Incidents related to R 
the Services. 

Produce, verify and implement the resolution of the Incidents 
assigned to the Service Provider, and where a resolution is not 

R 
readily available, provide and implement a Work-around solution 
as a temporary measure. 

Verify successful resolution ofthe Incident with Client 
R 

Organization Contact. 

Update Incidents in accordance with the CSC Procedures and 
through the Province's Incident Management Application with 
information regarding all progress that occurs regarding the 

R 
Incident (consisting of any actions taken to resolve the Incident), 
and information regarding any outages related to the Incident 
(including the length and time ofthe outage). 

Determine whether any Incidents relating to the Services are 
duplications of any other Incidents, and notify the CSC of any R 
such duplication. 

Determine the sequence for resolving Incidents based upon the 
R priorities defined in Appendix L -Incident Prioritization Matrix. 

Determine whether the Incident is a Major Incident as set out in 
Appendix L -Incident Prioritization Matrix, and notify the CSC of R 
all such Major Incidents at the time such determination is made. 

Review and analyse records of previously resolved Incidents and 
Known Errors to identify and determine if a defined method of 

R resolution exists and is available to be implemented, and notify the 
esc of the particulars of all such available resolutions. 

Consult with Client Organization Contact to determine a course of 
action for restoring normal business operations following the 
occurrence of an Incident, and work with Client Organization to R 
restore normal business operations within the scope of the 
Services. 

Monitor the status of all Incidents assigned to Service Provider 
Assignment Group until Service is restored or the Incident is 

R 
resolved, and communicate such status to the Contact of the Client 
Organization impacted by the Incident. 

Submit RFCs, as may be necessary, to restore the Service, and R 
where it is not practicable to submit RFCs in advance, record 
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corrective actions taken after the Service has been restored, and in 
each case in accordance with the Province's Change Management 
Process. 

1.11.5 Incident Management Interface 

During the first six months following the Hand-Over Date (or such longer period as may be 
agreed to by the parties through the Change Order Process) the parties will work to develop the 
interfaces and associated processes and procedures for the exchange of Incident information 
between the Province Service Desk Tool and the Service Provider Service Desk Tool, all as more 
particularly described in the Transformation SOW (and referred to in the Transformation SOW 
as the (the "Dispatch Interface" and the "Non-Dispatch Interface"). The interfaces that will 
be developed are generally described in the three scenarios below. 

For greater clarification, unless requested otherwise by the Province through the Change 
Management Process or the Change Order Process, as applicable, the Incidents that will be 
exchanged through the Service Provider Service Desk Tool and the Province Service Desk Tool 
will only consist of those Incidents that impact the Services (but all Incidents in the Service 
Provider Service Desk Tool will be available to the Province for review through the Province's 
access to the Service Provider Service Desk Tool). The Parties acknowledge that the Province 
Service Desk Tool and the Service Provider Service Desk Tool will assign different reference 
numbers to the Incidents. 

There are three (3) scenarios in which the Province Service Desk Tool will interface with Service 
Provider Service Desk Tool, as described below: 

(1) CSC Generated Tickets: In the first scenario, the Province Client Organizations contact 
the CSC and an Incident is created in the Province Service Desk Tool. Ifthe Incident is a 
Major Incident, then the CSC will notify the Service Provider by phone through a single 
phone number provided by the Service Provider for that purpose. This Incident is 
forwarded through the Dispatch Interface to the Service Provider Service Desk Tool. The 
Parties expect that there may be a delay between the creation of an Incident in the 
Province Service Desk Tool and the creation of a corresponding Incident in the Service 
Provider Service Desk Tool (the "Dispatch Interface Delay"). Refer to the diagram 
immediately below which depicts this first scenario. 
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(2) Bypass Process: . In the second scenario, if the Service Provider becomes aware of a 
Major Incident that has not been provided to the Service Provider through the Dispatch 
Interface, then the Service Provider will notify the Province by phone, and if the Incident: 

(a) has been created in the Province Service Desk Tool for the Major Incident, but 
has not been provided to the Service Provider because of the Dispatch Interface 
Delay, then the Province will advise the Service Provider of the particulars ofthe 
Incident by providing the Service Provider with the applicable reference number 
for the Incident in the Province Service Desk Tool; and 

(b) has not been created in the Province Service Desk Tool, then the Service Provider 
will notify the Province of the Incident by phone and the Service Provider will 
either provide the particulars of the Incident to the Province by phone or will enter 
the particulars of the Incident directly into the Province Service Desk Tool, as 
directed by the Province, and the Province will create the Incident in the Province 
Service Desk Tool; 

(the "Bypass Process"). 

Refer to the diagram immediately below which depicts this second scenario. 
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(3) Batch Processing: In the third scenario, Service Provider will send a daily scheduled 
batch to Province Service Desk Tool during non-peak hours before 6 a.m. each day (at a 
specified time agreed to between the Parties, acting reasonably, during the applicable 
Transformation Project) of all Minor Incidents auto-generated by the Service Provider 
Service Desk Tool that do not exist in the Province Service Desk Tool and that have not 
otherwise been sent to the Province Service Desk Tool in the previous batch process 
(which, for greater clarification, does not include any of the Excluded Minor Incidents, as 
defined below). Refer to the diagram immediately below which depicts this third 
scenario. 
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The Service Provider will determine a process for monitoring and reconciling the Incidents in the 
Service Provider Service Desk Tool and the Incidents in the Province Service Desk Tool so that 
the Incidents generated in either tool are synchronized, with the exception of the Incidents 
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entered into the Service Provider Service Desk Tool that do not impact the Services (the 
"Excluded Minor Incidents"). Following the completion of the Transformation project for the 
Dispatch Interface and reconciliation process, the Service Provider will provide the Province 
with satisfactory evidence of such synchronization (initially on a weekly basis, and subsequently 
on a monthly basis). 

The Province Service Desk Tool will be the System of Record for all Incidents that impact the 
Services. In the event of a discrepancy between data residing in the Service Provider Service 
Desk Tool and data residing in the Province Service Desk Tool, the data residing in the Province 
Service Desk Tool shall govern and be used; provided that if Incidents in the Service Provider 
Service Desk Tool that should be entered into the Province Service Desk Tool are not so entered 
because the reconciliation process is not properly functioning, then those Incidents will be taken 
into consideration in calculating the achievement of SLAs and any applicable SLOs. 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

Verify that the Incidents recorded in the Province System of 
Record are synchronized with the Incidents recorded in the 
Service Provider Service Desk Tool (other than the Excluded 
Minor Incidents). 

Following the completion of Transformation Projects relating to 
the Province Service Desk Tool and the Service Provider Service 
Desk Tool, provide the Province with weekly reports evidencing 
the synchronization (and reconciliation) of Incidents between the 
Province Service Desk Tool and the Service Provider Service 
Desk Tool. Once the Service Provider has established that the 
synchronization (and reconciliation) process is properly 
functioning to the reasonable satisfaction of both Parties, then the 
reports will be provided monthly. 

Notify the Province by telephone in accordance with the 
Province's Incident Management Process for all Major Incidents 
detected by Service Provider before being assigned an Incident 
reference in the Province's Service Desk Tool, and either notify 
the Province of the particulars of the Major Incident by phone, or 
enter the particulars of the Major Incident directly into the 
Province Service Desk Tool, as directed by the Province. 

Manually enter all Incidents into Province Service Desk Tool, as 
may be necessary, in accordance with calls received by the CSC 
and Major Incidents notified by the Service Provider under the 
Bypass Process. 

Modify, implement and test the Service Provider Service 
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Management Systems when necessary to maintain the use of the 
Dispatch Interface when changes to applications or infrastructure 
are initiated by Service Provider. 

Modify, implement and test the Province Service Management 
Systems when necessary to maintain the use of the Dispatch Desk 

R 
Interface when changes to applications or infrastructure are 
initiated by the Province. 

When determined to be necessary by the Service Provider, provide 
to the Province recommendations and suggestions for the 

R 
evolution of the Province Service Management Systems, for use 
by the Province as it may determine in its sole discretion. 

Establish and implement a reconciliation process to synchronize 
Incident data (other than the Excluded Minor Incidents) between 

R 
the Province Service Desk Tool and the Service Provider Service 
Desk Tool and address and resolve discrepancies between them. 

Notify the Service Provider by telephone in accordance with the 
Province's Incident Management Process when the Province R 
detects a Major Incident related to the Services. 

Provide the Province with one phone number to be used for 
R 

notifying the Service Provider of Major Incidents. 

As part of the Transformation Projects relating to the Province 
Service Desk Tool and the Service Provider Service Desk Tool, 
implement necessary modifications to the Province Service 

R 
Management Systems for the purpose of supporting the Dispatch 
Interface with the Service Provider Service Desk Tool to 
accommodate the Province System of Record requirements. 

As part of the Transformation Projects relating to the Province 
Service Desk Tool and the Service Provider Service Desk Tool, 
implement necessary modifications to the Service Provider 

R 
Service Management Systems for the purpose of supporting the 
Dispatch Interface with the Province Service Desk Tool to 
accommodate the Province System of Record requirements. 

1.11.6 Problem Management 

Problem Management is the process applied to minimize the adverse impacts of Incidents for the 
Province and Client Organizations that are caused by system errors and to prevent recurrence of 
Incidents related to those errors. Problem Management seeks to find the Root Cause and to 
initiate and track the actions taken to eliminate the error. A Major Incident will result in the 
application of the Problem Management Process. 
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Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

~~1~Eiti~~iif~~~~l:~~~1teffDi~~~-~~f~ 
Perform Problem Management for all Problems until such time 
as the Root Cause is determined by the Service Provider to be 

R 
unrelated to the Services and the Supported Infrastructure ("Out 
of Scope Problems") 

Perform Problem Management for Problems that are Out of 
R 

Scope Problems. 

In consultation with the Province, perform the Error Control 
resolution activities for Problems that are not Out of Scope R 
Problems. 

Provide input to the Service Provider when the Service Provider 
consults with the Province regarding Error Control resolution R 
activities for Problems that are not Out of Scope Problems. 

Provide information to the Client Organization Contact with 
R 

respect to the Root Cause of the Problem when it is determined. 

In consultation with the Province, evaluate and implement 
Proactive Prevention process or procedure improvements, as R 
determined to be necessary by Service Provider. 

Provide input to the Service Provider when the Service Provider 
consults with the Province regarding the evaluations and R 
implementation of Proactive Prevention processes or procedures. 

Record, in the Province Service Desk Tool, all Problems 
identified that are within the scope of the Services by R 

referencing Known Errors to the impacted Problems. 

Provide to Service Provider guidelines relating to prioritization R 
with respect to the resolution of Problems. 

Prioritize resolution of Problems based on impact and urgency 
using the guidelines provided by the Province (and where there R 
are no such guidelines, then using the criteria set out in the 
Manual). 

Perform Root Cause Analysis to investigate the underlying cause 
ofthe Problem and identify a temporary Work-around or 

R permanent fix. Once the Root Cause of the Problem is known 
and a temporary Work-around or permanent fix is identified, 
classify the Problem as a Known Error. 

Provide to the CSC information with respect to Known Errors or R 
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Work -arounds once determined. 

Based upon guidelines provided by the Province or the Manual, 
as applicable, with respect to the prioritization of Problem 
resolution, assess the effort and activities necessary to resolve a 
Known Error and establish a schedule founded on priority, 
available skills, competing requirements for Personnel to 
determine the method of resolving the Problem. 

Submit RFCs to implement the permanent fix for the Known 
Error and comply with the following in respect of the RFCs: 

(a) develop, test, and implement the fix and backout 
procedures; 

(b) update the Incident Management Application and 
Change Management Application for permanent fixes 
within the scope of the Services; 

(c) close the Problem and Known Error if it exists, once 
the corrective change has been successfully applied, or 
the Error is no longer applicable; 

(d) review the permanent fix to a Problem and consult with 
the Province to resolve the Problem, for the following: 

(i) Priority 1 or Priority 2 Incidents; 

(ii) a series of Priority 3 or Priority 4 Incidents that 
occur repetitively where it is apparent that they 
are related; 

(iii) the underlying cause(s) ofthe Incident is obvious 
and related to the Incident; or 

(iv) the analysis and permanent fix appears to be more 
cost effective over a short period of time than 
fixing the repetitive Incident. 

Maintain information regarding Problem resolutions and 
temporary fixes, including applicability and effectiveness and 
communicate to Province the need, if any, for training or 
retraining of end users. 

Upon resolution of a Major Problem, determine what was 
accomplished either correctly or incorrectly and what measures 
could have been taken to improve the resolution process. 
Communicate results of the foregoing described process to the 
Province. 
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Research previous Incidents and Problems in order to identify 
patterns, volumes and potential Problems and determine if R 
preventative action is required. 

Initiate. Problem Control with respect to Problems as a result of 
the identification and analysis of patterns and subsequent R 
investigations. 

Recommend to Province process or procedural improvements as 
a result of the identification arid analysis of patterns. Provide to R 
Province Service Provider feedback regarding testing, 
procedures, training and documentation. 

Provide to Service Provider, until resolution of the Problem, 
updated information for Problems with respect to the WTS 
services not delivered by the Service Provider that impact or R 
could be reasonably expected to impact the ability of the Service 
Provider to provide the Services. 

Provide to Service Provider within one month of a final Problem 
resolution, the details of resolution with respect to the WTS 

R services not delivered by the Service Provider that impacted the 
ability of the Service Provider to provide the Services. 

1.12 Request Management 

Request Management is the management process for all Requests for service initiated by the 
Province. This process deals with Requests generated by the Province Ordering System, Minor 
Service Requests initiated through CSC (Priority 6 tickets), emails to Generic Mailboxes, and 
phone calls. The purpose of Request Management is to facilitate the tracking and fulfillment of 
Requests for service received by the Province from Client Organizations. Request Management 
includes receipt, logging, acceptance, routing by Service Provider, monitoring, fulfillment, 
documentation and closure of Requests. 

As shown in the diagram below, Request Management is the starting point for the coordination, 
tracking, escalation (both functional and hierarchical) and communication as it relates to 
Requests. 
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• Minor Service Requests will be: (1) entered by the Province Level 1 Support in the 
Province Incident Management Application as Incidents with a priority of 6; (2) sent to 
the Service Provider through the Generic Mailboxes by an Authorized Requestor; or (3) 
requested orally by an Authorized Requestor directly to the Service Provider. The 
Province will assign the Priority 6 Incidents to the appropriate Assignment Group 
through the CSC. Service Provider will determine the required actions to respond to the 
Minor Service Request including the submission of an RFC to the Province Change 
Management Application, if required. 

• Province Ordering System Requests are primarily generated though the Province 
Ordering System. The Province Ordering System Requests are submitted by the 
Province and Client Organizations, and once they have received the necessary Expense 
Authority approvals within the Province or Client Organizations, then the Service 
Provider will be notified by email of the Province Ordering System Request. The Service 
Provider will obtain the Province Ordering System Request details from the Province 
Ordering System. Service Provider will determine the required tasks and assign them to 
the appropriate Service Provider Assignment Group for completion of the Province 
Ordering System Request. The Service Provider Assignment Group will determine the 
required actions to complete the Province Ordering System Request including the 
submission of an RFC to the Province Change Management Application, if required, and 
the initiation of further Province Ordering System Requests through the Province (EHS), 
or directly through the Province Ordering System if so determined by the Province and 
notified to the Service Provider (subject to the Change Management Process or the 
Change Order Process, as applicable) for services from the Service Delivery Units if 
required to complete the initial Province Ordering System Request. 

• Minor Service Requests to be accommodated through Client Organization's draw down 
accounts established with the Service Provider may also be received by email (to the 
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Generic Mailboxes) from Authorized Requestors. Each Service Provider Assignment 
Group will determine the required actions to respond to the Request including the 
submission of a RFC to the Province Change Management Application, if required. 

• Requests to change the scope of the Services to be provided by the Service Provider 
under the Agreement (as more particularly described in the Agreement) will be subject to 
the Change Order Process set out in the Agreement. 

1.12.1 Request Management - General Responsibilities 

The Request Management - General Responsibilities section of this SOW describes the 
responsibilities of the Parties relating to Request Management services. 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

l~~~3~~ff!i~~~~I~;i~)Jfi~t~~{§1~~~~~~~~~~~~~7~~~~~:~;t~~f}lir!~tli\~l~~i~;;r~r1J~~~~i~~~j;~ti 
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Validate the status of the Authorized Requestor based on the 
R 

information contained in the Authorization Matrix. 

Record each Minor Service Request received in the Service 
R 

Provider Service Desk Tool. 

Establish and communicate to Service Provider a method to 
R 

redirect Requests that are outside of the scope of the Services. 

Redirect to Province those Requests that are outside of the scope 
R 

ofthe Services. 

Determine type ofRequest, and in the case of Province Ordering 
System Requests determine the lead times as described in R 
Appendix N- Request Lead Times. 

Assign Request to the appropriate Assignment Group and Service 
R 

Provider Personnel within the Assignment Group. 

Monitor the status of completing the Requests and use reasonable 
efforts to fulfill Province Ordering System Requests within service R 
delivery lead times set out in Appendix N- Request Lead Times. 

Communicate significant expected delays in fulfilling Province 
Ordering System Requests within service delivery lead times set 
out in Appendix N- Request Lead Times with the applicable R 
Client Organization contacts with a copy to the Province (EHS) 
(and provide reasons for the delays). 

Consult with Province as requested from time to time regarding 
appropriate increases or decreases to be made to the lead times in R 
Appendix N- Request Lead Times. 
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Maintain and provide to the Service Provider the protocol for 
communication with Client Organizations with respect to Request R 
fulfillment. 

Comply with protocol established by the Province for 
communication with Client Organizations with respect to Request R 
fulfillment. 

Provide responses to Requests for information related to the 
R 

Services. 

Communicate, as requested by Client Organization, information 
regarding progress and fulfillment of Requests within one (1) R 
Business Day. 

Provide to Service Provider the Province Generic Mailboxes to be 
R 

used in relation to the Services. 

Use Generic Mailboxes for all email communications with Client 
R Organizations with respect to the Services. 

Transfer Requests to change the scope of the Services to the 
R Change Order Process set out in the Agreement. 

Submit orders to obtain services from other Service Delivery Units 
in order to provide the Services through the Province (EHS), or 
directly through the Province Ordering System if requested to do R 
so in the future by the Province through the Change Management 
Process or the Change Order Process, as applicable. 

1.12.2 Province Ordering System Requests 

The Province Ordering System Requests section of this SOW describes the responsibilities of the 
Service Provider and the Province for Request Management relating to the use of the Province 
Ordering System. 

Service Provider and the Province will perform the tasks or functions as indicated in the table 
below. 

~~~:~~~~~~}~~~~~~~%!~L~~~J1~~~i1\~~~~~~~liil~1\~~1~1~~~~1~~~~~~il1~tt~11~l!~tl:~~ 
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Provide to Province updates, as may be necessary, to the Service 
R Catalogue which relate to the Services. 

Implement Service Catalogue updates once a month, as may be 
necessary as determined by the Province, to Province Ordering R 
System which relates to the Services. 
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Provide email notification from Province Ordering System to the 

R 
Generic Mailboxes to initiate a Request related to the Services. 

Monitor Generic Mailbox for email notifications from the 
Province Ordering System, and obtain the particulars ofProvince 

R Ordering System requests received from the Province Ordering 
System. 

Forward all Province Ordering System Requests with a quote for 
fees to Expense Authorities for approval and confirm Province 

R 
Ordering System Requests in accordance with the Server 
Management Services SOW, as applicable. 

For Quoted Orders, facilitate a dialog between Client 
Organization, WTS and the Service Provider, if necessary, to 

R 
provide a technical solution, as more particularly described in the 
Server Management Services SOW. 

Provide quotes in response to Quoted Orders received in the 
Province Ordering System with respect to the Services for which a R 
quote is required. 

Apply financial approval for orders in the Province Ordering 
R 

System, as determined in the Province's discretion. 

Coordinate Province Ordering System Requests through Service 
Provider Assignment Groups, and notify other Service Delivery 
Units of the Province Ordering System Request order number in 

R the Province Ordering System where the initial Province Ordering 
System Request also contains a request for services from other 
Service Delivery Units. 

Fulfill orders received from the Province Ordering System with 
R 

Expense Authority approval. 

Create Shipping Files and initiate updates to Province Ordering 
R 

System as Requests are fulfilled by the Assignment Groups. 

Resolve Shipping Errors and re-ship as may be required, within 
R 

three (3) Business Days of receiving a Shipping Error. 

Reject those orders within the Province Ordering System that are 
submitted with errors or that Service Provider cannot fulfill. R 
Provide explanation for rejection to the Province. 

Make available to Service Provider information (documented 
where possible) with respect to the Province Ordering System R 
Shipping Errors. 

Where the Service Provider receives an email notice from the R 
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Province Ordering System of a Province Ordering System Request 
that involves other Service Delivery Units, the Service Provider 
will notify the other Service Delivery Units of the request by 
email. 

Where the Service Provider receives an email notice from the 
Province Ordering System of a Quoted Order that involves other 
Service Delivery Units, the Service Provider will notify the other 
Service Delivery Units of the Quoted order, and Service Provider 
will not accept the Quoted Order until the other applicable Service 
Delivery Units have provided the required quotes for the Quoted 
Order. 

Provide and maintain the report format and method for the Service 
Provider to post monthly reports (for Province billing purposes) 
for shared service storage consumption and SFP home drives for 
Client Organizations who self-manage their SFP home drives. 

Produce and provide monthly reports (for Province billing 
purposes) for shared services storage consumption by Client 
Organization that is not automatically generated by the Province 
Ordering System. 

Produce and provide monthly reports (for Province billing 
purposes) for SFP home drives for Client Organizations (who self
manage their SFP home drives) that are not automatically 
generated by the Province Ordering System. 

1.13 After Hours Service Desk (Optional Service) 

R 

R 

R 

R 

The After Hours Service Desk services are an optional service that will only be included as part 
of the Services if the Province determines, in its discretion, to procure the After Hours Service 
Desk from · the Service Provider pursuant to the Change Order Process. The general 
responsibilities of the Parties described in Sections 1. 7 and 1.11.1 (and to the extent applicable 
1.12.1) above will apply to the After Hours Service Desk services. For greater clarification, the 
Province may purchase the same or similar services to the After Hours Service Desk services 
from another vendor (in lieu of the Service Provider) or may provide such services itself on an 
in-house basis. 

The After Hours Service Desk services consists of logging calls and dispatching to the 
appropriate Assignment Group, where appropriate, Incidents received from the Province for all 
WTS services (including the Services provided by the Service Provider), but excluding 
Workstation Services. 

The CSC After Hours Service Desk hours of operation in Pacific Time are as follows (the "After 
Hours"): 
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• Monday 7:00PM to Tuesday 7:00AM 
• Tuesday 7:00PM to Wednesday 7:00AM 
• Wednesday 7:00PM to Thursday 7:00AM 
• Thursday 7:00PM to Friday 7:00AM 
• Friday 7:00 PM to Monday 7:00AM 
• Statutory Holidays 
• 1 hour of coverage per calendar month to provide coverage during 

scheduled CSC Monthly Staff Meetings and during emergency test 
procedures (such as fire drills) 

The table below describes the responsibilities of the Province and the Service Provider relating to 
the After Hours Service Desk services. 

Provide to Province a single telephone number for the Service 
Provider Voice Response Unit for purposes of providing the After 
Hours Service Desk services. 

Make·the Incident Management Application for automated tickets 
generated during After Hours available to the Service Provider. 

Monitor the Incident Management Application for automated tickets 
generated during the After Hours and re-assign tickets to the 
appropriate Assignment Group. 

Maintain and make available to Service Provider relevant CSC 
Online Procedures for the After Hours Service Desk services. 

Provide an initial assessment: 

(a) classify reported Incidents according to Appendix-L
Incident Prioritization Matrix and create a ticket for the 
Incident in the Incident Management Application; 

(b) receive and deal with inquiries or complaints and log all 
such calls and responses in the Incident Management 
Application; 

(c) respond to questions regarding open Incidents and log all 
such calls and responses in the Incident Management 
Application; 

(d) process Minor Service Requests and questions directed to 
the Service Provider using the Request Management 
Process; 

(e) assign Incidents to appropriate Assignment Groups based 
upon written troubleshooting procedures in the esc 
Online Procedures made available to the Service Provider; 
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(f) advise the After Hours user of the Workstation Services 
helpdesk number (provided by the Province) for and 
applications support, as appropriate; and 

(g) assign Incidents to the appropriate Level 2 or 3 Support. 

Perform Call-Outs for all Major Incidents received by the After 
Hours Service Desk upon receipt. 

Route Single Point of Contact Option 3 After Hours calls to After 
Hours Service Desk. 

Escalate Incidents in accordance with the CSC Incident 
Management and Escalation Procedure set forth in the CSC Online 
Procedures made available to the Service Provider (during the 
transition of the After Hours Service Desk to the Service Provider, if 
such services are procured by the Province). 

Make available to the Client Organization Contact the status of the 
Incident, as requested by the Client Organization Contact. 

Monitor Incidents on a daily basis, and review any related issues or 
problems with Service Provider as they arise, relating to quality and 
accuracy of information logged by the After Hours Service Desk 
regarding the Incident. 

Participate in any reviews requested by the Province as a result of its 
daily monitoring of Incidents for quality and accuracy of 
information logged by the After Hours Service Desk regarding the 
Incident. 

Arrange and chair weekly conference calls with Service Provider to 
review Incidents and After Hours Service Desk service issues. 

Participate in the weekly conference calls arranged by the Province 
to review Incidents and After Hours Service Desk service issues. 

Track the Incident to resolution (which resolution may occur at the 
Level2 or Level 3 Support) and close Incidents in the Province's 
Incident Management Application for Incidents that have been 
resolved. 

Communicate with Client Organizations with respect to Major 
Incidents that occur or continue After Hours, in accordance with the 
communication procedures set out in the Manual (and developed in 
consultation with the Province as described above under Section 
1. 7), which communications may occur during the After Hours or at 
such other times as determined by the Province and notified to the 
Service Provider. 
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Appendix A- Definitions - Service Management Services SOW 

:-,~{:~~,:0_j::5~£t=~~~E:i_~:L_iilt~jL~~~~~&~i&ttJ:1{it~
1

~(~~~;0~~~I;~,:~~,§}~~~i~l1~1ill~?~~f~~~~~f;~i~i~~,i;{~~~ 
"Access Rights Has the meaning given to it in the Master Transfer Agreement. 
Contracts" 

"After Hours" Outside ofthe CSC Hours of Operation. 

"After Hours Service Service Desk that supports all WTS services (including the Services 
Desk" provided by the Service Provider), but excluding Workstation 

Services, outside of the CSC Hours of Operation. 

"Asset Management The management of the Hardware and Software Assets, throughout 
Services" their lifecycles, used to deliver the Services, as more particularly 

described in this SOW. 

"Assignment Group" The Level 2 Support and Level 3 Support personnel dedicated to a 
specific technical function. 

"Authorization Matrix" A list of Province Staff and their alternate( s) who can authorize and 
approve Requests with respect to the Services. 

"Authorized Requestor" Individual authorized to submit Requests to the Service Provider. 

"Booked Order" An order in the Province Ordering System that has received 
financial approval by the applicable Expense Authority. 

"Business Day" Has the meaning given to it in the Agreement. 

"Call-Outs" The act of contacting the appropriate individual(s) to engage them 
in work. 

"CAS Install Base" Repository used for WTS financial recovery and billing by the 
Corporate Accounting Services organization within Shared Services 
B.C. 

"Change" Ordinary Course Changes (as defined in the Agreement), Major 
Changes, Significant Changes, Minor Changes, Emergency 
Changes or Change Orders to modify the Supported Infrastructure 
or change the Services received by a Client Organization (but 
excludes amendments or modifications top the Agreement). 

"Change Freeze Period" A Request by Client Organization or other Service Delivery Unit to 
place in abeyance any planned changes to specific underlying 
infrastructure during a specified period, and in all cases will 
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exclude emergency and security related changes. 

"Change Management" The management of Changes in the manner provided for under this 
SOW. 

"Change Management The Province's application used to manage Changes which forms 
Application" part of the Province Service Desk Tool. 

"Change Management The Province's process for managing the planning, implementation 
Process" and post-implementation reviews of all Changes and the handling 

of any resulting Incidents with minimum disruption. 

"Change Management A Province Staff member who is indicated in the Authorization 
Coordinator" Matrix as the "Change Management Coordinator". 

"Change Order Process" Has the meaning given to it in the Agreement. 

"Change Window" Period of time allocated for implementing Changes which may 
include planned outages as applicable during which time Changes 
may be implemented, as set forth in Appendix J- Province Change 
Windows. 

"Client Ministry" Ministry of the Province of British Columbia that receives Services. 

"Client Organization" A party that receives the Services consisting of a Client Ministry, 
WTS or a Broader Public Sector organization. 

"Contact" Client Organization Staff member who contacts and liaises with the 
CSC or Service Provider regarding an Incident, Change or Problem. 

"CSC" Province Level 1 Support entry point for all of WTS services 
(excluding Workstation Services). 

"CSC Hours of Normal business hours for the Province CSC consisting of: 
Operation" Monday to Friday 7:00 AM to 7:00 PM Pacific Time, excluding 

Statutory Holidays. 

"CSC Monthly Staff The meeting of the Staff of the CSC that is held for a period of one 
Meeting" (1) hour each calendar month. 

"CSC Procedures" The Province's Incident Management documentation for all 
processes and procedures used for managing and updating Incidents 
in the Province Service Desk Tool, as may be updated and amended 
from time to time by the Province through the Change Management 
Process or the Change Order Process, as applicable. 
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"CSC Online 
Procedures" 

"Emergency Change" 

"Error Control" 

The Province's online documentation for Incident processes and 
procedures, Incident Management SLAs, call handling, call-out 
procedures and WTS contact information, as may be updated by the 
Province from time to time. 

A Change that must be implemented to address an existing failure 
or security threat, or prevent a likely failure or security threat, 
before the next scheduled Change Window. 

Process that involves the identification, recording, and assessment 
of Known Errors. Once the solution to a Known Error is 
implemented, the process records, closes and monitors the progress 
of a resolution. 

"Escalation Procedure" The process of progression by which increasingly higher levels of 
authority are engaged to resolve a matter. 

"Expense Authority" An officer of the Province with delegated authority to approve 
expenditures or payment requisitions within the available 
appropriation. 

"Fire Season" Period of time when there is forest fire activity in the Province as 
designated by the Forest Protection Branch of the Province of 
British Columbia. 

"Forward Schedule of Collection of reports posted on the WTS website for 
Changes" communications regarding changes to be implemented in the next 7 

or 14 calendar days. 

"Generic Mailbox" These are email IDs set up for Assignment Groups to receive and 
send communication from/to Client Organizations (sometimes 
referred to as a group mailboxes). 

"Hardware Asset" 

"Hardware Asset Data 
Elements" 

"Hardware Asset 
Management" 

"Incident" 

50660084.4 

Physical equipment having a purchase value (including any 
applicable taxes) of greater than one thousand dollars ($1,000) and 
which is depreciable and is used to provide the Services. 

Hardware attributes that are collected and managed by the Service 
Provider, as more particularly described in Appendix F- Hardware 
Asset Data Elements. 

The management of physical equipment used to provide the 
Services, as more particularly described in this SOW. 

Any event which is not part of the standard operation of a service 
the Services the Service and 
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"Incident Management" 

"Incident Management 
Application" 

"ITIL" 

"Known Error" 

"Lead Times" 

"Level 1 Support" 

"Level 2 Support" 

"Level3 Support" 

"LOB Applications" 

"Major Change" 

"Major Incident" 

"Major Problem" 

"Manual" 

"Ministry of Labour and 
Citizens' Services" 

50660084.4 

which causes, or may cause, an interruption or a reduction of the 
quality ofthat service. 

A collection of activities and processes to restore normal operations 
as quickly as possible with the least possible impact on either the 
business or the user, in a commercially reasonable manner. 

The Province's application used to manage Incidents which forms 
part of the Province Service Desk Tool. 

A set of concepts and policies for managing information technology 
infrastructure, development and operations. 

A fault identified by the successful diagnosis of a Problem and for 
which a temporary Work-around or a permanent solution has been 
identified. 

The minimum notification time required prior to the approval and 
implementation of a Change, a Request or a TIB, as applicable. 

First point of contact for support for Client Organizations. 

Entry level technical Service Provider Personnel assigned to help 
Client Organizations resolve Incidents or Problems. 

Senior level technical Service Provider Personnel assigned to help 
Client Organizations resolve Incidents or Problems. 

Any software developed or purchased to support WTS or Client 
Organization businesses. 

A change that has the potential to impact the majority of Province 
Users that has a designated severity of High or Medium, and 
includes any SFP Changes that may impact Client Organizations. 

Any Incident meets the criteria for Priority 1 or Priority 2. 

Any Problem that is suspected of causing Major Incidents. 

Has the meaning given to it in the Agreement. 

The "Ministry of Labour and Citizens' Services" within the 
Province, as such Ministry may be renamed or organized from time 
to time, and includes any successor Province entity to the Ministry. 
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"Minor Change" A change that does not impact the Client Organizations and has a 

designated severity of Low or Informational. 

"Minor Incident" Any Incident that does not meet the criteria for Priority 1 or Priority 
2. 

"Minor Service Request" Any Request related to the Services that does not have a fmancial 
implication and is not orderable through the Province Ordering 
System and is received by way of: 

(a) Priority 6 Incidents from the Province Incident Management 
Application; 

(b) emails to Generic Mailboxes; or 

(c) as otherwise agreed to by the Parties. 

"Operating System" An interface between hardware and applications responsible for the 
management and coordination of activities and the sharing of the 
limited resources of the computer. 

"Option 3" Phone tree selection when calling Shared Services B.C. Single 
Point of Contact that connects the caller to the CSC. 

"Owned" Asset that has been purchased outright, is leased or is licensed by a 
Party. 

"Pacific Time" The time zone applicable to the Province of British Columbia. The 
Pacific Time Zone observes standard time by subtracting eight 
hours from Coordinated Universal Time (UTC-8). During daylight 
saving time, its time offset is UTC-7. 

"Personnel" Has the meaning given to it in the Agreement. 

"Priority 1", Each has the meaning given to it in Appendix L - Incident 
"Priority 2", Prioritization Matrix, as applicable for Incidents, Problems and 
"Priority 3", Minor Service Requests. 
"Priority 4", 
"Priority 5", 
"Priority 6" 

"Proactive Prevention" Activities undertaken to prevent the future occurrence of a known 
Problem. 

"Problem" A state, identified from Incidents, that indicates an error in the 
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Supported Infrastmcture. 

"Problem Control" Process that involves the identification, recording, classification, 
investigation and diagnosis of Problems focuses on transforming 
Problems into Known Errors. 

"Problem Management" Process to minimize the adverse impacts of Incidents and Problems 
that are caused by errors, to prevent recurrence of Incidents and 
Problems related to these errors, and to determine the Root Cause 
of the error and initiate and track action to remove the error. 

"Problem Management The Province's application used to manage Problems which forms 
Application" part ofthe Province Service Desk Tool. 

"Province (EHS)" Has the meaning given to it in the Server Management Services 
sow. 

"Province Maintenance Has the meaning given to it in the Master Transfer Agreement. 
Agreements" 

"Province Ordering Application and infrastructure, interfaces and workflows that allow 
System" Client Organizations to purchase, modify or cancel WTS services 

(initially lmown as "iStore"). 

Province Ordering An order made through the Province Ordering System for Services 
System Requests that can be provided by the Service Provider. 

"Province Partners" Any private sector entity that provides services other than the 
Services to the Province. 

"Province Service Desk Application and infrastructure owned by the Province to coordinate 
Tool" all the service management functions consisting of Incident, 

Problem, Change, Request and Asset Management. 

"Province User(s)" Consists of personnel in Client Organizations and WTS who are the 
end-users of any part of the Supported Infrastmcture. 

"Purchasable Item" A service that can be purchased through the Province Ordering 
System. 

"Quoted Order" A Purchasable Item in Province Order System that does not have a 
price associated with it, for which a price quote will be provided. 

"Request" A Minor Service Request or a Province Ordering System Requests, 
as applicable. 
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"Request Management" 

"RFC" 

"Root Cause" 

"Root Cause Analysis" 

"Service Bulletin" 

"Services" 

"Service Delivery Unit" 

"Service Desk Tool" 

"Service Management 
Systems" 

"Service Provider 
Service Desk Tool" 

"SFP" 

"Shared Services B.C." 

50660084.4 

A collection of activities to process and control all Requests for 
service initiated by the Province and to facilitate the tracking and 
fulfillment of Requests. 

A written request through the Province's Change Management 
System for a Change to be made that includes details of the 
proposed Change. 

A specific reason or group of reasons that can be logically 
identified, as causing an error, Incident or Problem, as applicable, 
which, once remedied, should prevent the recurrences of the error, 
Incident or Problem. 

Methodology for identifying and correcting the Root Cause of an 
error, Incident or Problem (as opposed to troubleshooting and 
problem solving that seeks immediate solutions to resolve the user 
visible symptoms). 

A short high level summary of a TIB, which, for greater 
clarification does not include the technical details in the TIB. 

Has the meaning given to it in the Agreement. 

A division within WTS that provides services. 

Service Management application and associated infrastructure used 
to support service delivery to the Province. 

Refers to the infrastructure, associated applications and 
methodologies consisting of the Service Desk Tool, messaging 
applications, network and computer equipment, and application 
integration brokers. 

Application and infrastructure owned by the Service Provider to 
coordinate all the service management functions consisting of 
Incident, Problem, Change, Request and Asset Management 
(initially known as "Digital Workflow"). 

Shared File and print services, as more particularly described in the 
Shared File and Print SOW. 

Division within the Ministry of Labour and Citizens' Services that 
provides shared support services for public sector organizations to 
better serve the people and businesses of British Columbia. 
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"Shipping File" 

"Shipping Error" 

"Significant Change" 

"Significant Event 
Review" 

"Single Point of 
Contact" 

"Software Asset" 

"Software Asset 
Management" 

"Standard RFCs" 

"Statutory Holiday" 

"Staff'' 

"Supported 
Infrastructure" 

"System of Record" 

50660084.4 

A collection of service record updates that indicate fulfilment of 
services and that are sent to Province Ordering System so that the 
services may be billed to the applicable Client Organization. 

Notification that a service record update was rejected by the 
Province Ordering System due to an error. 

A change that has the potential to impact a group of users in one or 
two Client Organizations. 

Process to review the circumstances, actions, adherence to process 
of a Change, series of Changes, an Incident, multiple Incidents 
(related to the same Client Organization or service), or a project 
that includes multiple Change, which process focuses on what 
happened, where improvements can be realized and recommended 
actions to address failures or improve service, as more particularly 
described in Appendix M- Significant Event Review. 

Single point of contact service desk for WTS (initially 250-387-
7000). 

Software having a purchase of value (including any applicable 
taxes) of greater than one hundred dollars ($100) and which is 
depreciable and is used to provide the Services. 

The management of Software Assets used to provide the Services, 
as more particularly described in this SOW. 

A repeatable activity with a known outcome, where the outcome 
has been communicated to the Client Organization, the risk of 
achieving an unanticipated outcome is minimal, and the Province 
has approved of the activity as being classified as a "Standard 
RFC". 

Any statutory holiday applicable m the Province of British 
Columbia. 

Employees and independent contractors of the Province and Client 
Organizations (but excluding the Service Provider and any of the 
Service Provider's Personnel). 

Has the meaning given to it in the Security SOW. 

The Province Service Desk Tool containing the master records used 
to resolve · · and inconsistencies between the Province 
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Service Desk Tool and the Service Provider Service Desk Tool with 
respect to Incidents, Problems and Change Management. 

"Technical Peer Review" Senior technical support personnel who review Changes for 
technical conflicts and impact. 

"TIB" Province technical information bulletin to notify Client 
Organizations of Major Changes that may or may not require action 
on the part of Client Organization . 

. "Use Rights" Has the meaning given to it in the Master Transfer Agreement. 

"Voice Response Unit" The interaction between a human (typically a caller) and a 
computer that is programmed to respond to the human's requests, 
also referred to as interactive voice response (commonly 
abbreviated to IVR), which is a computer phone application that 
accepts touch-phone keypad selection input from the caller and 
provides appropriate information in the form of voice answers or a 
connection to a "live'' operator. 

"Work-around" A method of avoiding an Incident or Problem, by employing a 
temporary fix or technique. 

"Workstation Services" A service responsible for desktop computers, laptop computers, 
some Desktop Terminal Services ("DTS"), and local printer and 
local network print devices. 

"WTS" Has the meaning given to it in the Agreement. 

"WTS service" All services delivered to Client Organizations by the WTS Staff, 
Province Partners or the Service Provider. 
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Appendix B -Service Management Reporting 

The following table lists the standard reports that will be provided to the Province nine (9) 
months after the Hand-Over Date. These reports are categorized in accordance with the sections 
within the Service Management SOW, each of which describes a component of the Service 
Management Services. 

MONTHLY: 

Monthly reports will be generated and delivered by the Service Provider to the Province within 
ten (1 0) Business Days of the last calendar day of the month. 

WEEKLY: 

Weekly reports will be generated and delivered by the Service Provider to the Province within 
one (1) Business Day of each Friday. 
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1 Asset Province Owned Organized by Client Monthly 

Management Software Asset Organization with Data 
Elements agreed by both parties 
for the purpose of assisting esc 
in triaging tickets 

2 Asset Service Provider Organized by Client Monthly 
Management Owned Software Organization with Data 

Asset Elements agreed by both parties 
for the purpose of assisting esc 
in triaging tickets 

3 Asset Province Owned Organized by Client Monthly 
Management Hardware Asset Organization with Data 

Elements agreed by both parties 
4 Asset Service Provider Organized by Client Monthly 

Management Owned Organization with Data 
Hardware Asset Elements agreed by both parties 

5 Asset Province Owned List of Province Owned assets Monthly 
Management Assets Scheduled with expiration/retirement date 

for Retirement between 3 to 6 months, 
organized by Client 
Organization with Data 
Elements agreed by both parties 

6 Asset Service Provider List of Service Provider Owned Monthly 
Management Owned Assets assets with expiration/retirement 

Scheduled for date between 3 to 6 months, 
Retirement organized by Client 

Organization with Data 
Elements agreed by both parties 
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7 Change Change # of Changes rolled back, Monthly 
Management Management reasons; 

Summary # of Changes unexecuted, 
reasons; 
# of Changes implemented 
without full approval, reasons; 
# of Changes caused incidents, 
including incident ticket & 
reasons; 
# of Changes incomplete, 
reasons; 
# of Changes successful but not 
as documented, reasons. 

8 Incident Incident Report back on Server Provider 
Management Reconciliation Service Desk Tool Incidents vs. 

·- Summary Province Service Desk Tool 
Incidents based on all Priorities. 
How many Server Provider 
Service Desk Tool Incidents 
were recorded and how many 
Province Service Desk Tool 
Incidents were recorded for trend 
analysis. 
Number of Incidents based on all 
priorities including Requests 
(P6) and Problems (P5) opened 
and closed. 

9 Incident Problem List of Problem (P5) opened and 
Management Management & closed and associated RCA text. 

Root Cause 
Summary 

10 Request Province Province Ordering System Monthly 
Management Ordering System Request Summary setting forth 

Request the following for those Province 
Summary Ordering System Requests for 

which there is an SLA or SLO: 
# orders received by assignment 
group 
# orders shipped within lead 
time, 
# orders shipped exceed lead 
time, 
# orders waiting for fulfilment 
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11 Request Minor Service List of Province Service Desk Monthly 
Management Request Tool P6 tickets order by 

Summary Assignment Group, # open, # 
closed and the service 
descriptions 

12 After Hours Operations Total calls recorded: Weeldy 
Service Desk (if Report Compare how many calls were then move 
service is received via the phone queue, to monthly 
provided by the how many of these were 
Service Provider) recorded as Incidents in the 

Province Service Desk Tool, 
how many were recorded 
"ITIMS CALLS" in the Province 
Service Desk Tool to determine 
first call resolution. 

All phone calls that are received 
via phone queue should either 
have a corresponding call or 
Incident number, one for one. 
Incident quality based on 
incident requirements that are 
documented. 

Average Speed of answer, 
Average talk time per call, 
Average wait time in the queue, 
Total calls offered, Abandoned 
calls 

50660084.4 
-54- Page 679 

CTZ-2013-00110



Appendix C - Systems 

Intentionally Left Blank 

Appendix D - Support Customer Locations 

Intentionally Left Blank 

Appendix E - Service Provider Service Locations 

Intentionally Left Blank 
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Appendix F- Hardware Asset Data Elements 

Service Provider will manage the Data Elements listed below with respect to Hardware Assets 
used to provide the Services. 
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Address 1 Street address (Physical). Base Inventory Extract 

Address 2 Additional address detail (Physical). Base Inventory Extract 

Municipality Municipality where asset primarily resides. Base Inventory Extract 

Province Province where asset primarily resides. Base Inventory Extract 

Postal Code Postal code where asset primarily resides. Base Inventory Extract 

Country Country where asset primarily resides. Base Inventory Extract 

Location Code 
Building location code ("BLC") of location or Base Inventory Extract 
sublocation code (for example, grid tile). 

Manufacturer Manufacturer of the asset. Base Inventory Extract 

Model Name Model name typically located on front of asset. Base Inventory Extract 

Nature 
Model type (for example, desktop PC, notebook, Base Inventory Extract 
and so on). 

Serial Number 
Identifying number from OEM (desktop, laptop, Base Inventory Extract 
and server). 
Province asset tag numbers - 2 numbers from Base Inventory Extract 

Asset tag number different sources: 
(Also referred to Asset management tool (e.g., Remedy) 
as Asset tag) Province Ordering System/CAS Install Base asset 

tag, if one exists. 
Service Provider J-Tag for items under fixed asset capitalization Scan or Manual Entry 
Asset Tag limits or that are Province owned. 

Status 
Active, retired, idle. Drop down during 

inventory 
Asset Owner Asset owned by Province or Service Provider to Province provided 
(also referred to deliver the Services to Client Organization will be 
as Asset identified by an organization code ("org code"). 
Managed) 

UNSPSC Model classification. Lin1c to model table 

Cost Centre 
Service Provider financial center asset is billed to Province provided 
or Province cost center. 
Service Provider created PO number for Service Province provided 

External PO # 
Provider owned assets or the External PO number 
created for Province owned assets that is used to 
obtain the hardware from the supplier. 

System Internal name given to the asset. Manual entry 
Name/Server 
Name 
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Data Element Definition Source 

Client See Appendix A defmition. Service Provider 
Organization Service Desk Tool 

Fully Qualified 
Server and internet domain name for a particular Service Provider 
System (such as [server name].[Client Service Desk Tool 

Domain Name 
Organization Code].gov.bc.ca). 

IP address 
Internet protocol number assigned to a device in the Service Provider 
network. Service Desk Tool 

MAC Address 
Media access control number assigned to a Service Provider 
hardware component of a System. Service Desk Tool 
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Appendix G - Software Asset Data Elements 

Service Provider will manage Data Elements listed below with respect to those Software Assets 
used to provide the Services. 

Data Element 
,, ~ : .. .: '~ ~ : . . '·. ': . 

Province 

Assignment 

Quantity 

In-service date 

Support group 

Location 

Model 

Cost Center 

Component of 

Asset 
Managed 

(also referred 
to as Asset 

Owner) 

Point of 
Delivery 

Serial# 

50660084~4 

Four character code to define 
management respon§ibility for the 
software license. 
Disposition of this license: in use, in 
stock, retired, awaiting receipt, returned 
for maintenance, returned to supplier. 

Quantity of licenses. 

The date that a repository record 
becomes active 
The team that actually supports the 
software license, for Province 
supported tracked by Service Provider, 
the value is ACCOUNT, and otherwise 
it will be a Service Provider Asset 
Support team. 
The Service Provider business location 
code that represents the place where the 
asset is installed. 
The software license, including the 
technical reference and manufacturer. 
Code that represents Service Provider 
financial mapping structure. 
Parent of this software license, either a 
hardware device or another license. 

Asset owned by Province or Service 
Provider to deliver the Services to 
Client Organization will be identified 
by an organization code ("org code"). 

Code for the service, information, or 
data center facility where license 
resides. 
License serial number, can be vendor 
supplied and/or a Province/Service 
Provider developed number to identify 
the asset. 

-58-

Service 
Provider 

Province 

Province 

Service 
Provider 

Service 
Provider and 

Province 

Province 

Province 

Service 
Provider 

Province 

Province 

Service 
Provider 

Province 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 

Software Asset 
Tracking 
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Source 
Required for 

Data Element Definition 
Responsibility 

Software Asset 
Tracking 

Asset tag 
Province asset tag numbers - 2 numbers 
from different sources: 

(Also referred 
Asset management tool (e.g., Remedy) 

Service Software Asset 
to as Asset tag 

Province Ordering System/CAS Install 
Provider Tracking 

number) 
Base asset tag, if one exists. 

Status 
Disposition of the asset/batch record 

Province 
Software Asset 

for the asset. Tracking 
Installation Relates to the date the software product Service Software Asset 

Date was installed by Service Provider. Provider Tracking 

Remarks 
Service Provider free form comments Service Software Asset 
relating to asset. Provider Tracking 

Vendor or manufacturer of Software 
Service 

Software Asset 
Supplier 

Asset. 
Provider 

Tracking 
/Province 

Acquisition 
Service 

Software Asset 
Purchase, rental, lease Provider 

Method 
/Province 

Tracking 

Purchase 
The purchase order number that is 

Order (PO) 
generated by the internal Service Service Software Asset 
Provider procurement system on the Provider Tracking 

Number 
order. 

External The purchase order number that was 
Software Asset 

Purchase used to obtain the software license from Province 
Tracking 

Order Number the supplier. 
Operating Operating system that related to this 

Province 
Software Asset 

System Software Asset. Tracking 
Single/Multipl Identifies the user type for the Software 

Province 
Software Asset 

e Asset. Tracking 

Province 
Describes how the vendor sells or 

Software Asset 
License Type 

licenses the Software Asset whether by Province 
Tracking 

CPU, site, enterprise, or server. 

License Size 
Free form vendor supplied tiering 

Province 
Software Asset 

structure for asset. Tracking 

License Owner 
Organization code for Province that 

Province 
Software Asset 

owns asset. Tracking 
Expiration 

Renewal date for the software license. Province 
Software Asset 

Date Tracking 
Compute Operating platform where the software 

Province 
Software Asset 

Platform is allowed to execute. Tracking 
Password 

Software Asset 
Expiration Renewal date for software password. Province 

Tracking 
Date 
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Source 
Required for 

Data Element Definition 
Responsibility Software Asset 

Tracking 

Rights 
Software user rights per the vendor of 

Province 
Software Asset 

the asset. Tracking 
The type of security solution the 

Password Type 
supplier has placed on the software 

Province 
Software Asset 

license usability (zap, password, key, Tracking 
and so on). 

Conditions 
Conditions for the maintenance and 

(both warranty 
warranty contracts consisting of Provl.nce 

Software Asset 
and 

exclusions, terms, coverage, and range. 
Tracking 

maintenance) 
Maintenance Maintenance contract start and end 

Province 
Software Asset 

start/ end dates dates. Tracldng 
warranty 

Expiration date for warranty contract. Province 
Software Asset 

expiration Tracking 
Service 

Client 
See Appendix A definition. 

Provider Software Asset 
Organization Service Desk Tracking 

Tool 

Name of applicable Service Provider 
Service 

Requestor Provider Software Asset 
Name 

Personnel who requests the Software 
Service Desk Tracking 

on behalf of the Client Organization. 
Tool 

Description I Description ofthe Software and 
Clarification of 

Manual purpose of 
Comments purpose for the Software. 

Software 
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Appendix H - Change Categories and Lead Times 

The following Change category table describes the Change categories and the associated lead 
times, subject to the TIB Guidelines set forth in Appendix P- TIB Guidelines, which may require 
longer lead times for specific RFCs. "Minimum Review Lead Time" in the table below means 
the minimum notification time from the later of (i) receipt of the RFC by the Province in the 
Province's Change Management Application, and (ii) receipt by the applicable individuals whose 
approval is required as per the Authorization Matrix, prior to the planned start for the 
implementation of a Change (the "RFC Receipt Date"). "Minimum Approval Lead Time" in 
the table below means the minimum period of time prior to the planned start ·for the 
implementation of a Change by which the Service Provider requires approval of the Change from 
the applicable individuals whose approval is required as per the Authorization Matrix. 

In calculating the lead times, the date that the RFC Receipt Date occurs is included where the 
RFC Receipt Date occurs prior to 12:00 p.m. PST (and if the RFC Receipt Date occurs after 
12:00 p~m. PST, then the date that the RFC Receipt Date occurs is excluded), and in each case 
the planned start date for the implementation of a Change is excluded. 

Change Categories and Lead Times Table 

f.·::·i,/L:·'!f.~;~~,~~~~~s;\:~::~t:B~t~~~;~~~~~'N~J~~~~~~~~lm~~1i~e~2~~~;~~r~~:~$1rrff~";;~~~i~~g~lV:ttiJnJ~~~~fi~1i·~~~~~~t~ 
1·· • \ <) U ,'! \JTlf-8 c • 1 ,1,.JjJL~'1;l-fO~ t\J ~J(~-'tifr,fll 01!1 i@l 'Y>ij~'"'Ji'.l( iij;'''''f>·,>'>''ii!l''' ''"7i'lii"" .. , ','~"' ~''ft'c--.,;,; .. ,~,·· · ,' ,h.~l·-••, <'<·· ,,,-,~\:,; '"'" -> ~--~=lti ·?), .,.,, l<,'Ji ,- ""•l• , ·~ ' • ~q 
ili ~:.;~:;~~~ ~lt~:l:~J;·~~~~; 1~:~)~~~~~~;~~rs~-Ji~~.f:tirM~l!tt£~~Pr{~1~k.f~.Y'}r:-~Qij1~~1%~~~~§~~i~~:0~~fii~t,~~~·.f~:~1~~~~1l1~~~-~~j:~~~A:~:;~~·>:_ ~; ;r,~ 

Major Change Ten (1 0) Business Days Five (5) Business Days 

Significant Change Five (5) Business Days Two (2) Business Days 

Minor Change One (1) Business Days One (1) Business Day 

In the case of addressing a In the case of addressing a 
failure or security threat, no failure or security threat, 

lead time is required. approvals may be granted 
after the Change is 

In the case of preventing a implemented. 
failure or security threat, 

Emergency Change Service Provider will give In the case of preventing a 
notice to the Province by failure or security threat, 
13:00 PST to the extent approvals are granted as 
possible on the planned soon as possible as per the 

implementation date for the Authorization Matrix and 
Change. the Province's Change 

Management Coordinator. 
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Appendix I - Assessment of Severity 

The assessment of the severity of a Change is based upon the Backout Effort, Risk, Impact and 
Exposure of the Change (each as defined in the Change Management Application and 
reproduced below) as determined by readily available information from the RFC. The Technical 
Peer Review will review the severity elements set forth in the table below and may change the 
ranking in any one or more of the elements, resulting in a different severity being assigned to a 
Change. 

The severity of a Change has one of four possible values: LOW ("L"), MEDIUM ("M"), 
HIGH ("H") and INFORMATIONAL ("1"). The severity is determined by an aggregate 
assessment of Backout Effort, Risk. Impact and Exposure as illustrate~ in the following table. 

Table 1. Determination of Severity based on Backout Effort, Risk, Impact and Exposure. 

CHANGE MANAGEMENT SEVERITY MATRIX 

Backout 
Risk Impact Exposure Severity 

Effort 
L L L L I 
L L L M I 
L L L H M 
L L M L L 
L L M M M 
L L M H H 
L L H L M 
L L H M M 
L L H H H 
L M L L L 
L M L M M 
L M L H M 
L M M L M 
L M M M M 
L M M H M 
L M H L M 
L M H M M 
L M H H H 
M L L L I 
M L L M L 
M L L H M 
M L M L M 
M L M M M 
M L M H M 
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CHANGE MANAGEMENT SEVERITY MATRIX 

Backout Risk Impact Exposure Severity 
Effort 

M L H L M 
M L H M M 
M L H H H 
M M L L M 
M M L M M 
M M L H M 
M M M L M 
M M M M M 
M M M H H 
M M H L M 
M M H M H 
M M H H H 
M H L L M 
M H L M M 
M H L H H 
M H M L M 
M H M M H 
M H M H H 
M H H L H 
M H H M H 
M H H H H 
H L L L M 
H L L M M 
H L L H H 
H L M L M 
H L M M M 
H L M H H 
H L H L H 
H L H M H 
H L H H H 
H M L L M 
H M L M H 
H M L H H 

B M M L H 
H M M M H 
H M M H H 
H M H L H 

50660084.4 
-63-

Page 688 
CTZ-2013-00110



CHANGE MANAGEMENT SEVERITY MATRIX 

Backout 
Risk Impact Exposure Severity 

Effort 
H M H M H 

H M H H H 
H H L L H 
H H L M H 
H H L H H 
H H M L H 
H H M M H 
H H M H H 
H H H L H 
H H H M H 
H H H H H 

The following tables will be used to determine the Backout Effort, Risk, Impact and Exposure of 
a Change: 

Table 2. Determination ofBackout Effort 

BACKOUT EFFORT 

Factors I LOW I MEDIUM HIGH 

Effort required to backout Less than five 5-l 0 minute outage More than 10 minute 
minute outage outage 

Table 3. Determination oflmpact 

IMPACT 

Factors I LOW I MEDIUM HIGH 

Impact to Service(s) during 

I 

None Degradation Outage 
Change (partially) performed 
outside Change Window 

Impact to Service(s) if Change I None 

I 
Degradation Outage 

fails 

Implementers(s) on-site Yes Yes, with exposure No, with exposure . 
or 

No, without 
exposure 
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Table 4. Determination of Risk. 

RISK 

Factors I LOW I MEDIUM HIGH 

Testing performed prior to Yes, extensive and Yes, minor and Yes, inconclusive 
approval satisfactory satisfactory results 

or or 
No, without No, with exposure 

exposure 

Dependency on preceding or 

I 

No Yes, highest RISK Yes, highest RISK of 
concurrent Change( s) of those changes is those changes is 

MEDIUM HIGH 

Unresolved resource conflict 

I 

No Yes, highest RISK Yes, highest RISK of 
with preceding or concurrent of those Changes is those Changes is 
Change(s) MEDIUM HIGH 

Request for Province Staff 

I 

No On-call 
and/or Service Provider or 
Personnel On-site 

Table 5. Determination of Exposure 

RISK 

Factor I LOW I MEDIUM HIGH 

The number of impacted 1-2 Province Users Temporary outage System, subsystem or 
Province Users, Client are impacted to a few individuals Client Organization 
Organizations, Systems or outage 
subsystems (such as a shared 
database or a shared 
Application). 
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Appendix J - Province Change Windows 

The Change Windows are stated in terms ofPacific Time and are as follows: 

1. "General Change Window" for Changes that may be disruptive: 

2. Authentication Services Change Window: 

3. Storage and Backup Services Change Window: 

4. Mainframe Change Windows: 

Any Change to the mainframe production service that is disruptive or may be disruptive 
is scheduled in the General Change Window identified above. 

The weekly system backups occur on 

For a service dedicated to a pruiicular application, application owners can set their own 
Change Windows according to the following tables: 

4.1 Multiple Virtual Storage ("MVS") Production Change Windows: 

Application Day of Week Change Window 

4.2 Multiple Virtual Storage ("MVS") Test Change Windows 

Applications DayofWeek Change Window 
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Applications DayofWeek Change Window 

5. Client Specific Change Windows 

5.1 Unix Hosting Client Specific Change Windows 

Client Organization Day/Time 

The following Client Organization specific Change Windows apply to specific Servers, initial 
notice of which will be provided to the Service Provider in the Manual following the Hand-Over 
Date. 
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Appendix K- Change Management Entrance Criteria 

The Change Management Process will apply when a Change: 

(a) Is the installation of a new product or equipment. 

(b) Is the de-installation of a product or equipment. 

(c) Is the maintenance or upgrade of a product, service or equipment, or disruptive 
configuration change. 

(d) Is a fix of a product, service or equipment. 

(e) Is the testing of a product, service or equipment requiring resources or special 
operational instructions. 

(f) Requires special operational procedures to be followed. 

(g) Represents Requests for special processing consisting of extension of hours of 
operation, special jobs, special printouts and database re-organization. 

(h) Amends procedures and documentation associated with the running and support 
of live systems. 

(i) Is required to support a Change made outside the scope of the Services. 

An RFC is not required for: 

(a) Purely administrative activities such as adding an email ID or Organization 
Number where there is an existing audit trail in place: 

(b) Any activity that is considered part of daily function and does not fall within the 
requirements listed above. 

(c) No Change to configuration database. 
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Appendix L- Incident Prioritization Matrix 

Priority 1 

(a) "Priority 1" means a deficiency with a WTS service which has a critical impact 
on the Client Organization's business processes. Using a Work-around or manual 
process cannot reduce the impact. 

(b) Context 

Priority 2 

• WTS, Province Partners and Service Provider supporting the impacted WTS 
service, and individuals in the Client Organization are expected to work 
continuously (24 x 7) until the Incident is resolved or until the Priority is 
reduced. 

• All systems supporting Client Organization business processes that, if 
impacted, may result in a Priority 1 Incident, are expected to have 24 x 7 
support. 

(a) "Priority 2" means a deficiency with a WTS service which has a severe impact 
on the Client Organization's business processes. A limited Work-around or 
manual process is available. 

(b) Context 

Priority 3 

• WTS, Province Partners and Service Provider supporting the impacted WTS 
service, and individuals in the Client Organization are expected to work 
during regular business hours until the Incident is resolved or the until Priority 
is reduced. However, if the systems supporting the Client Organization 
business process have 24 x 7 support, then all involved parties, including 
individuals in the Client Organization are expected to work continuously (24 x 
7) until the Incident is resolved or until the priority is reduced. 

• All systems supporting Client Organization business processes that require 
After Hours support are expected to have 24 x7 support. 

(a) "Priority 3" means a deficiency with a WTS service which is not seriously 
impacting a Client Organization business processes. There may be a limited 
Worlc-around or manual process available that allows those impacted to achieve a 
level of service approaching normal service delivery during the event. 

50660084.4 
-73-

Page 698 
CTZ-2013-00110



(b) Context 

Priority 4 

• WTS, Province Partners and Service Provider supporting the impacted WTS 
service, and individuals in the Client Organization are expected to continue 
working during regular business hours until the Incident is resolved. 

(a) "Priority 4" means a deficiency with a WTS service which has a minor impact on 
a Client Organization's business processes and may include deficiencies 
impacting a single Province User. 

(b) Context 

Priority 5 

• WTS, Province Partners and Service Provider supporting the impacted WTS 
service, and individuals in the Client Organization are expected to continue 
working during regular business hours until the Incident is resolved. 

(a) "Priority 5" means an Incident used to track Problems within the Province 
Incident Management Application. · 

(b) Context 

• Related Incidents are linked to Problems for tracking purposes. 

Priority 6 

(a) "Priority 6" means a Incident used to track Minor Service Requests within the 
Province Incident Management Application. 

(b) Context 

• Minor Service Requests are not orderable via Province Ordering System. 
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Appendix M- Significant Event Review 

Purpose: 

The following outlines the objectives and processes for a Significant Event Review. 

WTS utilizes the Significant Event Review process to review the circumstances, actions, and 
adherence to process upon the occurrence of a Significant Event. A Significant Event may be a 
Change, series of Changes, an Incident, multiple Incidents (related to the same Client 
Organization or service) or a project. The review is initiated in order to document what 
occurred, understand where improvements can be realized and recommend actions to address 
failures or improve service. 

This review takes the form of a meeting in which representatives from interested parties discuss 
the event. Following the meeting, a Significant Event Review document is drafted by the 
Change Management group. This document consists of a detailed summary of the discussions as 
well as the conclusions and recommendations reached at the meeting. 

Objectives: 

(a) To review and document significant technical events for the purpose improving 
services. Where applicable, identify Root Causes and make recommendations to 
prevent a reoccurrence and/or mitigate negative effects of similar events in the 
future. 

(b) To encourage continuous technical service improvement. 

Format: 

SERs include the following information: 

(a) Title (One sentence identifying the event) .. 

(b) Review ID: Review number and associated Incident tickets, RFC. 

(c) Attendees: including contributors. 

(d) Description: One paragraph describing the event. 

(e) Business Impact: a statement (usually provided by the customer) about how the 
Client Organization's business was impacted. 

(f) Summary Timelines. 

(g) Technical Findings: The key technical facts of the event. 

(h) Process Findings: The key facts of the event including the adherence to 
established process consisting of Change process, Incident process, and 
communication process. 
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(i) Primary Root Cause: in one sentence, why the event happened where applicable. 

G) Recommendations: Specific actions to address Incident and future prevention. 

(k) Service Improvement Opportunities: Specific actions for future prevention and/or 
improvement plans. 

(I) Mitigation Measures: Any strategic action or activity that will reduce the 
likelihood or duration of a service disruption (e.g., develop a DRP, 24 X 7 
coverage, change in technical architecture). 

Significant Event Review Process relative to the Service Provider: 

(a) The Significant Event Review process follows the completion of an event where it 
is deemed a review would be beneficial. (Note: the review could be requested by 
the Client Organization or internally if the event had a negative impact on Client 
Organization(s) or required attention by multiple groups). 

(b) A request is made to the Service Provider for an internal review. 

(c) A Significant Event Review meeting is held, interviews are conducted to gather 
facts related to the event, Root Cause and recommendations if applicable. 

(d) A Significant Event Review document recording the discussions during the 
meeting is drafted following the meeting. 

(e) The draft document is circulated among the attendees and interviewees for review 
and comments. 

(f) The WTS Change Management group reviews the document and initiates 
revisions as may be necessary. 

(g) The finalized document is filed and a copy is sent to the Significant Event Review 
meeting attendees, contributors and recommendation assignees. 

(h) Recommendations and service improvement opportunities are logged and tracked 
for implementation. 
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Appendix N- Province Ordering System Request Lead Times 

Lead times are targets and are measured in Business Days from the date of receipt of a Booked 
Order in the Province Ordering System. 

PI-ADDITIONAL-SOFTWARE-FOR
VMS-MONTHLY 
PI-ADDITIONAL-SOFTWARE-FOR
VMS-ONE-TIME 
PI-APPL-HOSTING-SERVICE-FOR
UNIX-VIRT 
PI-APPL-HOSTING-SERVICE-FOR
UNIXILINUX 
PI-APPL-HOSTING-SERVICE-FOR
WINDOWS 
PI-APPL-HOSTING-SERVICE-FOR
WINDWS-VIRT 
PI-APPL-HOSTING-SERVICE-FOR
UNIXILINUX 
PI-APPL-HOSTING-SERVICE-FOR
WINDOWS 
PI-APPLICATION-STORAGE-BUSINESS
PRIORITY 
PI-APPLICATION-STORAGE-GENERAL
BUSINESS 
PI-APPLICATION-STORAGE-MISSION
CRITICAL 
PI-APPLICATION-STORAGE
STABLE/ARCHIVE 

PI-DATA-MIRRORING-OR
REPLICATION 
PI-DATA-MIRRORING-OR
REPLICATION-MONTHLY 
PI-DATA-MIRRORING-OR-REPLICATN
ONE-TIME 

50660084.4 

Additional Software for VMS One Time 
Cost 
Application Hosting Service for Virtual 
UNIX 
Application Hosting Service for 
UNIX/Linux 
Application Hosting Service for Windows 

Application Hosting Service for Virtual 
Windows 
Application Hosting Service for 
UNIX/Linux 
Application Hosting Service for Windows 

Tier 2 - Business Priority 

Tier 3 - General Business 

Tier 1 - Mission Critical 

Tier 4 - Stable/ Archive 

Data Mirroring or Replication Monthly 
Rate 
Data Mirroring or Replication One time 
Cost 
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ITEM ITEM DESCRIPTION 
TARGET 

DAYS 

PI-CANCEL-APPLICATION-HOSTING- Cancel Application Hosting for 130 
UNIXILINUX UNIX!Linux 
PI-CANCEL-APPLICATION-HOSTING- Cancel Application Hosting for Windows 20 
WINDOWS 
PI-CANCEL-ARCHIVAL-BACKUP Cancel Archival Backup 66 
PI-CANCEL-DATA-BACKUP-SERVICE Cancel Data Backup Service 15 
PI-CANCEL-DATA-MIRRORING-OR- Cancel Data Mirroring or Replication 15 
REPLICATION 
PI-CANCEL-HOSTING-SERVICES-ONE- Cancel Hosting Services One Time Cost 130 
TIME 
PI-CANCEL-SHARED-DATABASE- Cancel Shared Database Service 20 
SERVICE 
PI-CANCEL-SHARED-WEB-HOSTING- Cancel Shared Web Hosting Service 20 
SERVICE 
PI-CANCEL-SHAREPOINT-TEAM- Cancel SharePoint Team Collaboration 20 
COLLABORATION 
PI-CANCEL-TIER1-MISSION-CRITICAL Cancel Tier 1 Mission Critical 15 
PI-CANCEL-TIER2-BUSINESS- Cancel Tier 2 Business Priority 15 
PRIORITY 
PI-CANCEL-TIER3-GENERAL- Cancel Tier 3 General Business 15 
BUSINESS 
PI-CANCEL~TIER4-STABLE/ARCHIVE Cancel Tier 4 Stable/ Archive 15 
PI-CANCEL-UNIX/LINUX-ADD- Cancel UNIX!Linux Additional 130 
AGREEMENTS Agreements 
PI-CANCEL-UNIXILINUX-HARDW ARE Cancel UNIX/Linux Hardware 130 
PI-CANCEL-UNIXILINUX-SOFTW ARE Cancel UNIX/Linux Software 130 
PI-CANCEL-UNIXILINUX-SPECIAL- Cancel UNIX/Linux Special Assembly 130 
ASSEMBLY 
PI-CANCEL-WINDOWS-ADD- Cancel Windows Additional Agreements 20 
AGREEMENTS 
PI-CANCEL-WINDOWS-HARDWARE Cancel Windows Hardware 20 
PI-CANCEL-WINDOWS-SOFTWARE Cancel Windows Software 20 
PI-CANCEL-WINDOWS-SPECIAL- Cancel Windows Special Assembly 20 
ASSEMBLY 
PI-APPL-HOSTING-UNIX-CANCEL- Application Hosting Service for 130 
COSTS UNIX!Linux - Cancellation Costs 
PI-APPL-HOSTING-UNIX-VIRT- Application Hosting Service for 130 
CANCEL-COSTS UNIX/Linux-Virtual- Cancellation Costs 
PI-APPL-HOSTING-WIN-VIRT -CANCEL- Application Hosting Service for Windows - 130 
COSTS Virtual - Cancellation Costs 
PI-APPL-HOSTING-WINDOWS- Application Hosting Service for Windows - 130 
CANCEL-COSTS Cancellation Costs 
PI-APPLICATION-STORAGE-CANCEL- Application Storage Services - 15 
COSTS Cancellation Costs 
PI-DATA-MIRRORING-CANCEL-COSTS Data Mirroring - Cancellation Costs 130 
PI-HW-SUPPORT-AGREEMENT- Support Agreement Cancellation Costs 30 
CANCEL-COSTS 

50660084.4 
-78-

Page 703 
CTZ-2013-00110



ITEM ITEM DESCRIPTION 
TARGET 

DAYS 

PI-OPEN-VMS-CANCELLATION-COSTS Open VMS Cancellation Costs 30 
PI-SHARED-DATABASE-CANCEL- Shared Database Service - Cancellation 130 
COSTS Costs 
PI-SHARED-WEB-CANCEL-COSTS Shared Web Hosting Service- Cancellation 130 

Costs 
PI-SHAREPOINT -CANCEL-COSTS SharePoint Team Collaboration - 130 

Cancellation Costs 
PI-UNIX-HARDWARE-NEW-CANCEL- UNIX Hardware New Cancellation Costs 130 
COSTS 
PI-UNIX-HARDWARE-UPGRADE- UNIX Hardware Upgrade Cancellation 130 
CANCEL-COSTS Costs 
PI-WINDOWS-HARDWARE-NEW- Windows Hardware New Cancellation 130 
CANCEL-COSTS Costs 
PI-WINDOWS-HARDWARE-UPGRADE- Windows Hardware Upgrade Cancellation 130 
CANCEL-COSTS Costs 
PI-ARCHIVAL BACKUP Archival Backup 10 
PI-DATA BACKUP SERVICE Data Backup Services 8 
PI-DATA-MIRRORING-OR- Data Mirroring or Replication 20 
REPLICATION 
PI-DATA-MIRRORING-OR- Data Mirroring or Replication Monthly 20 
REPLICATION-MONTHLY Rate 
PI-DATA-MIRRORING-OR-REPLICA TN- Data Mirroring or Replication One time 20 
ONE-TIME Cost 
PI-DEDICATED-SFP-SERVER Dedicated SFP Server 20 
PI-DEDICATED-SFP-SERVER- Dedicated SFP Server - Monthly Cost 20 
MONTHLY 
PI-DEDICATED-SFP-SERVER-ONE- Dedicated SFP Server - One Time Cost 20 
TIME 
PI-HOSTING-HW-SUPPORT- Hosting Hardware Support Agreement 30 
AGREEMENT 
PI-HOSTING-HW- Hosting Hardware Support Agreement - 30 
SUPPORTAGREEMENT-MTH. Monthly 
PI-HOSTING-HW-SUPPORTAGRMENT- Hosting Hardware Support Agreement - 30 
ONE OneTime 
PI-HOSTING-UNIX-LINUX-HW-NEW- New UNIX-Linux Hardware- Monthly 20 
MONTHLY Costs 
PI-HOSTING-UNIX-LINUX-HW-NEW- New UNIX-Linux Hardware- One Time 20 
ONE-TIME Cost 
PI-HOSTING-UNIX-LINUX-HW- UNIX-Linux Hardware Upgrade-Monthly 20 
UPGRADE-MONTHLY Costs 
PI-HOSTING-UNIX-LINUX-HW- UNIX-Linux Hardware Upgrade-One Time 20 
UPGRADE-ONETIME Cost 
PI-HOSTING-UNIX-LINUX-HWNEW New UNIX-Linux Hardware 20 
PI-HOSTING-UNIX-LINUX- UNIX-Linux Hardware Upgrade 20 
HWUPGRADE 
PI-HOSTING-WINDOW-HW-NEW- New Windows Hardware -:Monthly Costs 20 
MONTHLY 
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ITEM ITEM DESCRIPTION 
TARGET 

DAYS 

PI-HOSTING-WINDOW-HW-NEW-ONE- New Windows Hardware- One Time Cost 20 
TIME 
PI-HOSTING-WINDOW-HW-UPGRADE- Windows-Hardware Upgrade - Monthly 20 
MONTHLY Costs 
PI-HOSTING-WINDOW-HW-UPGRADE- Windows Hardware Upgrade - One Time 20 
ONE-TIME Cost 
PI-HOSTING-WINDOW-HWNEW New Windows Hardware 20 
PI-HOSTING-WINDOW-HWUPGRADE Windows-Hardware Upgrade 20 
PI-ADMINISTRATNE-SUPPORT- Administrative Support Consulting 14 
HOSTING Services - Hosting 
PI-ANALYST-HOSTING Analyst Consulting Services - Hosting 14 
PI-HOSTING-CONSULTING- Hosting Consulting Service - Multiple 14 
MUL TIPLEREQUESTS Request Quote 
PI-HOSTING-CONSULTING-SERVICES Hosting Services - Consulting 14 
PI-HOSTING-CONSULTING- Hosting Consulting Service - Single 14 
SINGLEREQUEST Request Quote 
PI-INTERMEDIATE-ANALYST- Intermediate Analyst Consulting Services- 14 
HOSTING Hosting 
PI-MANAGEMENT-HOSTING Management Consulting Services - Hosting 14 
PI-SENIOR-ANALYST-HOSTING Senior Analyst Consulting Services - 14 

Hosting 
PI-TECHNICAL-SPECIALIST -HOSTING Technical Specialist Consulting Services- 14 

Hosting 
PI-OPEN-VMS SERVICE Open VMS Service 30 
PI-OPEN-VMS-SERVICE-MONTHLY Open VMS Service - Monthly Charge 30 
PI-OPEN-VMS-SERVICE-ONE-TIME Open VMS Service - One-Time Cost 30 
PI-SFP-ENHANCED-AUDITING- SFP Enhanced Auditing Service - Monthly 20 
MONTHLY 
PI-SFP-ENHANCED-AUDITING-ONE- SFP Enhanced Auditing Service - One- 20 
TIME Time 
PI-SFP-ENHANCED-AUDITING- SFP Enhanced Auditing Service 20 
SERVICE 
PI-SHARED-DATABASE-SERVICES Shared Database Services 10 
PI-SHARED-WEB-HOSTING-SERVICE Shared Web Hosting Service 3 
PI-SHARED-WEB-HOSTING-UNIX- Shared Web Hosting - UNIX Dynamic 3 
DYNAMIC-DEY Development Site 
PI-SHARED-WEB-HOSTING-UNIX- Shared Web Hosting - UNIX Dynamic 3 
DYNAMIC-PROD Production Site 
PI-SHARED-WEB-HOSTING-UNIX- Shared Web Hosting - UNIX Dynamic 3 
DYNAMIC-TEST Test Site 
PI-SHARED-WEB-HOSTING-UNIX- Shared Web Hosting - UNIX Static 3 
STATIC-DEY Development Site 
PI-SHARED-WEB-HOSTING-UNIX- Shared Web Hosting - UNIX Static 3 
STATIC-PROD Production Site 
PI-SHARED-WEB-HOSTING-UNIX- Shared Web Hosting- UNIX Static Test 3 
STATIC-TEST Site 
PI-SHARED-WEB-HOSTING-WIN- Shared Web Hosting - Windows Dynamic 3 
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ITEM ITEM DESCRIPTION 
TARGET 

DAYS 

DYNAMIC-DEY Development Site 
PI-SHARED-WEB-HOSTING-WIN- Shared Web Hosting - Windows Dynamic 3 
DYNAMIC-PROD Production Site 
PI-SHARED-WEB-HOSTING-WIN- Shared Web Hosting - Windows Dynamic 3 
DYNAMIC-TEST Test Site 
PI-SHARED-WEB-HOSTING-WIN- Shared Web Hosting - Windows Static 3 
STATIC-DEY Development Site 
PI-SHARED-WEB-HOSTING-WIN- Shared Web Hosting - Windows Static 3 
STATIC-PROD Production Site 
PI-SHARED-WEB-HOSTING-WIN- Shared Web Hosting- Windows Static Test 3 
STATIC-TEST Site 
PI-UNIX/LINUX- UNIX/Linux Hardware, Software or 20 
HARDWARE/SOFTW ARE/AGRMNTS Additional Agreements 
PI-UNIX/LINUX-HW/SW-HARDWARE- UNIXILINUX Hardware One Time Cost 20 
ONE-TIME 
PI-UNIX/LINUX-HW /SW -SOFTWARE- UNIX/LINUX Hardware One Time Cost 20 
ONE-TIME 
PI-UNIX/LINUX-HW/SW/AGRMNTS- UNIX!Linux Additional Agreements 44 
AGREEMENTS 
PI-UNIX/LINUX-HW/SW/AGRMNTS- UNIX/Linux Hardware Monthly Cost 20 
HARDWARE 
PI-UNIX/LINUX-HW/SW/AGRMNTS- UNIX/Linux Software Monthly Cost 20 
SOFTWARE 
PI-UNIX/LINUX-SPECIAL-ASSEMBLY Unix/Linux Special Assembly 44 
PI-UNIX/LINUX -SPECIAL-ASSEMBLY- Unix/Linux Special Assembly Monthly 44 
MONTHLY Rate 
PI-UNIX/LINUX-SPECIAL-ASSEMBLY- Unix/Linux Special Assembly One Time 44 
ONE-TIME Cost 
PI-WINDOWS- Windows Hardware, Software or 20 
HARDWARE/SOFTWARE/AGRMNTS Additional Agreements 
PI-WINDOWS-HW/SW-HARDWARE- Windows Hardware One Time Cost 20 
ONE-TIME 
PI-WINDOWS-HW/SW-SOFTWARE- Windows Software One Time Cost 20 
ONE-TIME 
PI-WINDOWS-HW /SW /AGRMNTS- Windows Additional Agreements 20 
AGREEMENTS 
PI-WINDOWS-HW/SW/AGRMNTS- Windows Hardware Monthly Cost 20 
HARDWARE 
PI-WINDOWS-HW /SW I AGRMNTS- Windows Software Monthly Cost 20 
SOFTWARE 
PI-WINDOWS-SPECIAL-ASSEMBLY Windows Special Assembly 44 
PI-WINDOWS-SPECIAL-ASSEMBLY- Windows Special Assembly Monthly Rate 44 
MONTHLY 
PI-WINDOWS-SPECIAL-ASSEMBLY- Windows Special Assembly One Time 44 
ONE-TIME Cost 
PI-CANCEL-APPLICATION-HOSTING- Cancel Application Hosting for 130 
UNIX-VIRT UNIX/Linux - Virtual 
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ITEM ITEM DESCRIPTION TARGET 
DAYS 

PI-CANCEL-APPLICATION-HOSTING- Cancel Application Hosting for 130 
UNIXILINUX UNIX/Linux 
PI-CANCEL-APPLICATION-HOSTING- Cancel Application Hosting for Windows - 20 
WIN-VIRT Virtual 
PI-CANCEL-APPLICATION-HOSTING- Cancel Application Hosting for Windows 20 
WINDOWS 
PI-CANCEL-DATA-MIRRORING-OR- Cancel Data Mirroring or Replication 15 
REPLICATION 
PI-CANCEL-HOSTING-HW-SUPPORT- Hosting Hardware Support Agreement - 30 
AGREEMENT Cancel 
PI-CANCEL-HOSTING-HW- Hosting Hardware Support Agreement - 30 
SUPPORT AGREEMENT Cancel 
PI-CANCEL-HOSTING-SERVICES-ONE- Cancel Hosting Services One Time Cost 130 
TIME 
PI-CANCEL-OPEN-VMS-SERVICE Cancel Open VMS Service 30 
PI-CANCEL-SHARED-DATABASE- Cancel Shared Database Service 20 
SERVICE 
PI-CANCEL-SHARED-WEB-HOSTING- Cancel Shared Web Hosting Service 20 
SERVICE 
PI-CANCEL-SHARED-WEB-UNIX- Cancel Shared Web Hosting Service - 20 
DYNAMIC-DEY UNIX Dynamic Development 
PI-CANCEL-SHARED-WEB-UNIX- Cancel Shared Web Hosting Service - 20 
DYNAMIC-PROD UNIX Dynamic Production 
PI-CANCEL-SHARED-WEB-UNIX- Cancel Shared Web Hosting Service - 20 
DYNAMIC-TEST UNIX Dynamic Test 
PI-CANCEL-SHARED-WEB-UNIX- Cancel Shared Web Hosting Service - 20 
STATIC-DEY UNIX Static Development 
PI-CANCEL-SHARED-WEB-UNIX- Cancel Shared Web Hosting Service- 20 
STATIC-PROD UNIX Static Production 
PI-CANCEL-SHARED-WEB-UNIX- Cancel Shared Web Hosting Service - 20 
STATIC-TEST UNIX Static Test 
PI-CANCEL-SHARED-WEB-WIN- Cancel Shared Web Hosting Service - 20 
DYNAMIC-DEY Windows Dynamic Development 
PI-CANCEL-SHARED-WEB-WIN- Cancel Shared Web Hosting Service- 20 
DYNAMIC-PROD Windows Dynamic Production 
PI-CANCEL-SHARED-WEB-WIN- Cancel Shared Web Hosting Service - 20 
DYNAMIC-TEST Windows Dynamic Test 
PI-CANCEL-SHARED-WEB-WIN- Cancel Shared Web Hosting Service - 20 
STATIC-DEY Windows Static Development 
PI-CANCEL-SHARED-WEB-WIN- Cancel Shared Web Hosting Service - 20 
STATIC-PROD Windows Static Production 
PI-CANCEL-SHARED-WEB-WIN- Cancel Shared Web Hosting Service - 20 
STATIC-TEST Windows Static Test 
PI-CANCEL-SHAREPOINT-TEAM- Cancel SharePoint Team Collaboration 20 
COLLABORATION 
PI-CANCEL-TIER1-MISSION-CRITICAL Cancel Tier 1 Mission Critical 15 
PI-CANCEL-TIER2-BUSINESS- Cancel Tier 2 Business Priority 15 
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ITEM ITEM DESCRIPTION TARGET 
DAYS 

PRIORITY 
PI-CANCEL-TIER3-GENERAL- Cancel Tier 3 General Business 15 
BUSINESS 
PI-CANCEL-TIER4-STABLE/ARCHIVE Cancel Tier 4 Stable/ Archive 15 
PI-CANCEL-UNIX-HARDWARE-NEW Cancel UNIX Hardware New 20 
PI-CANCEL-UNIX-HARDWARE- Cancel UNIX Hardware Upgrade 20 
UPGRADE 
PI-CANCEL-UNIX/LINUX -ADD- Cancel UNIX/Linux Additional 130 
AGREEMENTS Agreements 
PI-CANCEL-UNIX/LINUX-HARDWARE Cancel UNIX/Linux Hardware 130 
PI-CANCEL-UNIXILINUX-SOFTWARE Cancel UNIX/Linux Software 130 
PI-CANCEL-UNIX/LINUX-SPECIAL- Cancel UNIX/Linux Special Assembly 130 
ASSEMBLY 
PI-CANCEL-WINDOWS-ADD- Cancel Windows· Additional Agreements 20 
AGREEMENTS 
PI-CANCEL-WINDOWS-HARDWARE Cancel Windows Hardware 20 
PI-CANCEL-WINDOWS-HARDWARE- Cancel Windows Hardware New 20 
NEW 
PI-CANCEL-WINDOWS-HARDWARE- Cancel Windows Hardware Upgrade 20 
UPGRADE 
PI-CANCEL-WINDOWS-SOFTWARE Cancel Windows Software 20 
PI-CANCEL-WINDOWS-SPECIAL- Cancel Windows Special Assembly 20 
ASSEMBLY 
PI-APPL-HOSTING-UNIX/LINUX-BASE Appl. Hosting Service for UNIX/Linux N/A 

Baseline 
PI-APPL-HOSTING-UNIX/LINUX-FRCST Appl. Hosting Service for UNIX/Linux N/A 

Forecast 
PI-APPL-HOSTING-WINDOWS-BASE Appl. Hosting Service for Windows N/A 

Baseline 
PI-APPL-HOSTING-WINDOWS-FRCST Appl. Hosting Service for Windows N/A 

Forecast 
PI-CANCEL-DEDICATED-SFP-SERVER Dedicated SFP Server - Cancel 20 
PI-DATA-BACKUP-SERVICE-BASE Data Backup Service Baseline N/A 
PI-DATA-BACKUP-SERVICE-FRCST Data Backup Service Forecast N/A 
PI-DEDICATED SERVER-ONE-TIME Dedicated Server 20 
PI-DEDICATED-SERVER-MONTHLY Dedicated Server 20 
PI-INCREMENTAL-MGD-STORAGE- Incremental Managed Storage (Shared 14 
SHARED-WEB Web) 
PI-INCREMENTAL-MGD-STORAGE- Incremental Managed Storage (SharePoint) 14 
SHAREPOINT 
PI-INCREMNTL-MGD-STORAGE- Incremental Managed Storage (Shared 14 
SHARED-DATABASE Database) 
PI-MAINFRAME-SERVICES-(MVS) Mainframe Services (MVS) N/A 
PI-OPENVMS-SERVICE-CONSUMPTION Open VMS Unit Based N/A 
PI-OPENVMS-SERVICES-MONTHL Y Open VMS Windows Service Rate N/A 
PI-SHARED-DATABASE-SERVICES- Shared Database Service Baseline N/A 
BASE 
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ITEM ITEM DESCRIPTION TARGET 
DAYS 

PI-SHARED-DATABASE-SERVICES- Shared Database Service Forecast N/A 
FRCST 
PI-UNIX/LINUX OR WINDOWS SW Unix!Linux or Windows Software - Pass 20 
PASSTRHU Through 
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Name 

WTS Current incident reporting available for PI's- P4's: 

• Acceptance . 

• Update . 

• Resolution . 

• Reporting is done by Assignment group based on Priority using the Priority level. 
Incident details are available at the beginning of each summary. 
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Appendix P- TIBs Guidelines 

Overview 

PUBLISHING GUIDELINES FOR 
WTS TECHNICAL INFORMATION BULLETINS 

(September 2003) 

A TIB provides details on any changes to the Supported Infrastructure, extended outages or 
processes. This includes upgrades to product versions, retirement of products, availability of 
new products, and any other activity that will impact customers or require some form of 
customer action, such as testing, JCL changes, and so on. It is mandatory that a TIB be prepared 
for all changes impacting Client Organizations PRIOR to the implementation ofthe activity. 

Once the TIB has been approved, it is published by the Province to inform Client 
Organizations and other interested parties of these changes. 

TIBs apply to changes on MVS, VM, NT, GEMS, OPENVMS, UNIX, ENVIRONMENT and 
NETWORK environments. 

TIME FRAME FOR PREPARATION, REVIEW, APPROVAL AND PUBLICATION OF 
TIBs 

TIBs are to be prepared in advance to allow adequate time for review, revisions, approval and 
publication. The following table provides lead times on the publication of TIBs depending on 
the nature of the activity. 

Type of Activity Risk/Impact 
Notice to Review I 

Customers Approval 
Customer Action Required: Low 28 days 35 days 

• Operation procedures 

• JCL 
' 

• Documentation 

Components (programs, screens, etc.) High up to 60 days +7 days 

SPIN High ·90 days 

Decrease in Service Stability Low<=1 hr 14 days 21 days 

Degradation of performance High=>1 hr 28 days 35 days 

Information Only None None None 

• New Product Announcement Note 1 Note 1 Note 1 

• Reminder of previously published TIB 

• Emergency TIBs (events that can't be 
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Type of Activity Risk/Impact 
Notice to Review I 

Customers Approval 
predicted) 

• Product Retirement Low Volume 1 year 
High Volume 2 years 

*Note 1 : Although there is no specified lead time, the greater the customer impact, the 
longer the lead time should be. 

IMPORTANT: If the activity described in a TIB requires an RFC, the RFC MUST be submitted 
prior to the publication of the TIB. 

EMERGENCY TIBs 

For TIBs requiring immediate publication, please contact the WTS Technical Change 
Management Group at (250) 387-8058 or (250) 387-8077, or send an email note to 
WTSTIBS@GEMS1.GOV.BC.CA. 

CREATION OF TIBs 

Roles and Responsibilities 

TIB Originator - The creation of TIBs is the responsibility of the area delivering the service or 
implementing the change. See the PROCEDURES FOR CREATING A TIB section below for 
instructions on how to prepare a TIB. 

TIB Editor - The TIB Editor (WTS Change Management Group) will review TIBs for grammar 
and spelling accuracy; overall formatting, layout and consistency ofTIB; restructure paragraphs, 
prov:ide recommendations for additional information to be included in the TIB, and ensure that 
the TIB is written with a customer perspective in mind. Additional information to be added will 
be the responsibility of the TIB originator. 

PROCEDURES FOR CREATING A TIB 

TIBs are prepared in the WTS WEB environment. WTS Change Management maintains the 
administrative functions for TIB creation, review, and approval privileges for all Ids recorded in 
the system. If you do not have Create A New TIB as a selection option after accessing the WTS 
web page noted below, and you must submit a TIB into the system, please contact the Change 
Management group via the Email ID WTSTIBS@GEMSl.GOV.BC.CA. 

1. To access the WTS Technical Information web page go the following web location and 
select Technical Information Bulletins: 
https://WTS.gov.bc.ca!cust!Menu/Technical_Info.htm 

2. Select Create A New TIB. You will be brought to a static TIB creation page where 
submitters are presented with a form containing ten fields, some noted below for data 
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entry. Submitters also have the option to copy an existing TIB if the activity closely 
resembles a known TIB in the database therefore allowing submitters to create a new TIB 
using data from a previously published TIB 

3. Use the brief descriptions below as a guideline for entering data into the fields of a TIB: 

• Publication Date - Should be a Thursday at least 10 days after the date the TIB is 
submitted for processing. 

• Subject- Include subject of activity. 

• Activity - Include effective implementation date, activity and reason for activity. 

• Customer Impact - List all customer impact items. Encourage testing, if 
appropria,te. Include brief instructions for testing and/or refer reader to TESTING 
PROCEDURES SECTION for more details. The Customer Impact section 
should summarize what action is required of the Client Organization. 

• Description - Provide overview of the activity. Include what changes are being 
implemented, in detail. If detail is large, refer readers to a separate location 
containing the details. 

• Testing Procedures - If testing is required by Client Organizations, state the date 
and time of test slots. Include details ofthe test script' here. 

• Documentation - Include manuals, on-line information, links to other sites, and 
other sources. Advise Client Organizations where the information is available 
and how to obtain it. 

4. Once all fields have been updated use the SUBMIT option and a new TIB number will be 
presented to the submitter. This will promote the TIB to the review and publication 
phases of the process. 

APPROVAL PROCESS 

TIBs reviewers, technical managers and analysts, service managers, WTS Customer Support 
Representatives, Customer Service Centre, and WTS Communications Group are asked to 
ensure that TIBs are technically accurate and written in a clear, complete and concise manner by 
selecting the REVIEW UNPUBLISHED TIBs selection. Reviewers will already have been sent 
an email notification making them aware new TIBs for review. Comments can be made directly 
by selecting the Add A Review option at the top of the draft TIB being viewed. 

To obtain access· to review new TIBs for publication please contact the WTS Change 
Management group at WTSTIBS@GEMSI.GOV.BC.CA 

Note: To ensure that a TIB be reviewed and published in a timely manner, TIBs must be 
completed and submitted no later than Friday at 12 noon. If approved, TIBs are published the 
following Thursday/Friday of each week. 
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Service Stability Control Group (SSCG) 

TIBs are reviewed and approved by the Service Stability Control Group (SSCG) every Thursday 
morning. The Groups consists of staff from: . 

• WTS Technical Change Management Group 

• WTS Network Technical Support 

• WTS Service Centre 

• TELUS Management 

• Customer Support Representatives Group 

• WTS Security Services 

TIB Originators may be required to attend this meeting and reply to any recommended changes 
to the TIB in conjunction with TIB reviewers. If changes are minimal, the TIB will be published 
on the Thursday or Friday. If major changes are to be made to the TIB, it will be necessary to 
repeat the review process the following week. 

PUBLICATION OF TIBs 

Once a TIB has been reviewed and approved by SSCG, the TIB will be published to the WTS 
website at: https://WTS.gov.bc.ca/cust/menu/technical_info.htm 

TIB RESOURCES 

WTS Technical Change Management Group 

See Authorization Matrix 
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1. SOW 8- SUMMARY AND SCOPE OF SERVICES 

1.1 Defin~tions 

Capitalized terms used in this StatementofWork ("SOW") that are not defined within this SOW 
shall incorporate the meanings given to such words in the Agreement. In the event that a term is 
not defined in the Agreement, it shall have the meaning provided in Appendix A of this SOW or 
in the body of this SOW. 

1.2 Purpose of this Document 

1.2.1 Purpose of this Document 

The purpose of this SOW is to describe, in detail, the scope and functions of the Business 
Continuity and Disaster Recovery Services to be provided by Service Provider to the Province 
and any Client under the terms of the Agreement. 

1.2.2 Components of the Business Continuity and Disaster Recovery Services- Overview 

The components of the Business Continuity and Disaster Recovery Services are set forth below: 

·(a) Assumption by Service Provider of Responsibility for Managing the Continuity of 
the Services - Overview 

The assumption of responsibility for the Province's Business Continuity Plans and 
Disaster Recovery Plans applicable to the Services comprise the following components, 
which are more particularly described in Section 2 (Assumption by Service Provider of 
Responsibility for Managing the Continuity of the Services) set out below: 

• Before Hand-Over Date 

• On Hand-Over Date 

• After Hand-Over Date 

(b) Continuity Enablers in the Solution- Overview 

Continuity Enablers are those modular services and technologies that the Service 
Provider has developed to offer Disaster Recovery Services to the Province and any 
Client. The Continuity Enablers available from the Service Provider's service catalogue 
comprise the following service components, which are more particularly described in 
Section 3 (Continuity Enablers in the Solution) set out below: 

• Business Continuity Plan and Disaster Recovery Plan Development 

• Service Catalogue Offerings for Continuity of Services 
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• Service Catalogue Disaster Recovery Reserve Units 

• Disaster Recovery Measures to Achieve Recovery Time Objectives between 24 and 
72 Hours 

• Disaster Recovery Measures to Achieve Recovery Time Objectives between 4 and 24 
Hours 

• Geographically Dispersed Cluster Offerings With Very High Service Level 
Commitments for Applications that Require Recovery Time Objectives of Less Than 
4 Hours 

(c) Future Business Continuity Plan and Disaster Recovery Opportunities - Overview 

Service Provider's vision of possible future Business Continuity and Disaster Recovery 
Service opportunities · is more particularly described in Section 4 (Future Business 
Continuity Plan and Disaster Recovery Opportunities) set out below. 

1.2.3 Appendices 

The following Appendices are attached to and form part of this SOW: 

• AppendixA 
• Appendix B 
• Appendix C 
• Appendix D 
• Appendix E 

Definitions 
Reports 
Service Provider Efforts 
Mainframe Disaster Recovery Services 
Sample SOW for DRP 

1.3 Use ofRASIC Tables 

The RASIC tables in this Statement ofWork set forth the roles and responsibilities ofthe Service 
Provider and the Province for specific service elements within a service component. The RASIC 
tables are populated with responsibility indicators as follows: 

Responsible: solely and directly accountable for creating a work product or otherwise for 
completing the task or responsibility identified 

APproving: needs to review and assure such work product's quality 

Supporting: any and all individuals or groups who help to create such work product 

,!nformed: any and all who need updates during the creation of such work product or 
during the execution of a business process 

Consulted: any and all who help define product design or quality review criteria 
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1.4 Common Services 

This Statement of Work may contain references to services, activities, ·procedures or 
responsibilities that are more particularly defined in other Statements of Work, which are 
attached to the Agreement and are incorporated into the Agreement, including the 
Transformation SOW. 

2. ASSUMPTION BY SERVICE PROVIDER OF RESPONSffiiLITY FOR 
MANAGING THE CONTINUITY OF THE SERVICES 

The purpose of this section is to describe in detail the manner in which the Service Provider will 
assume responsibility for managing the continuity of the Services to be provided by the Service 
Provider. 

The Service Provider's Business Continuity Plan(s) (the "Service Provider BCP") deal with the 
Service Provider's ability to continue internal business operations impacted by any business 
disruption. All obligations, including development, maintenance, approval and exercise of the 
Service Provider BCPs are the responsibility of, and are provided by, the Service Provider in 
support of the Services. 

The Service Provider's Disaster Recovery Plan(s) (the "Service Provider Disaster Recovery 
Plan(s)") deal with the recovery and restoration of the Services. Updates, maintenance, approval 
and annual exercise of the Service Provider Disaster Recovery Plans are the responsibility of, 
and provided by, the Service Provider in support of the Services. 

The scope of these plans is limited to the Services of the Service Provider and they are not 
intended to replace the need for Province to have Business Continuity and Disaster Recovery · 
Plans for their own business services, applications and operations. Notwithstanding anything to 
the contrary that may be contained in the Agreement, the Province and the Service Provider have 
agreed that it will not be necessary for the Province to approve the Service Provider's Business 
Continuity Plan(s). 

2.1 Before Hand-Over Date 

The Service Provider will prepare its initial Business Continuity Plan ("BCP") in respect of the 
Services, before the expected Hand-Over Date. 

The Service Provider BCP will expressly address Force Majeure Events and Labour Disruptions. 

Notwithstanding the protection by copyright and intellectual property rights of existing WTS 
BCP templates and documentation, the Service Provider BCP will include elements similar to 
those in the WTS BCP that is expected to be in effect at the Hand-Over Date. The Parties 
acknowledge that in the event of a Disaster occurring immediately after the Hand-Over Date and 
until the Transitioning Employees transition into the Service Provider Office Facilities (as those 
terms are defined in Schedule 9 (Transformation)), the Service Provider will recover the Services 
using the Transitioning Employees at the WTS Office Facilities (as defined in Schedule 9 
(Transformation)) using the work processes used by the Province immediately prior to the 
Hand-Over Date. 
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The Service Provider has relied on the following listed WTS BCPs as a reference for developing 
some elements of the Service Provider BCP: 

(a) Windows Hosting_12 section2_business_unit_single_section_no_rollup v4 -
redacted).pdf 

(b) 12 section2 _business_ unit_ upd _single _section_ no _roll up open vms.pdf 

(c) 12 section2 _business_ unit_ upd _single_ section_ no _roll up enterprise 
backup(2).pdf 

(d) 12 section2 2_business_unit_rollup(2) OSG.pdf 

The following table lists the respective responsibilities of the Province and the Service Provider 
applicable to the period which is prior to the Hand-Over Date. 

Responsibility 

Sen' icc 
Befo1·e Hand-Over Date P1·ovince Provider 

Provide the Province a "Service Provider Business Continuity 
Representative" and alternate representative(s) as appropriate, R 
including all contact information specifics. 

Provide the Service Provider a "Province Business Continuity 
Representative" and alternate representative(s) as appropriate, R 
including all contact information specifics. 

Notify the Province and any Client, as applicable, in writing, within 
' 3 Business Days of the relevant change, when the "Service Provider 

R 
Business Continuity Representative" or alternate(s) change, or when 
contact information specifics change. 

Notify the Service Provider, in writing, within 3 Business Days of 
the relevant change, when the "Customer Business Continuity 

R 
Representative" or alternate(s) change, or when contact information 
specifics change. 

Act as liaison with the Province to coordinate and ensure the R 
integration of Service Provider BCP with those of the Province. 

Confirm WTS Recovery Time Objective ("RTO") commitments, -
capacity to deliver, in-scope BCPs and Disaster Recovery Plans, 

R 
and most recent Recovery Exercise report for each Disaster 
Recovery Plan. 
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Responsibility 

Sen· ice 
Before Hand-0'1 cr Date Pnnincc Pnn idcr 

Provide to Service Provider, in writing, WTS RTO commitments, 
capacity to deliver, disclosure of in-scope BCPs and Disaster . 
Recovery Plans, and most recent Recovery Exercise report for each R 
Disaster Recovery Plan, all of which have been confirmed by the 
Province. 

Include in the Service Provider BCP actions to be taken in response 
to Force Majeure Events where such actions are expected to be 
effective to support the recovery of Services disrupted by such R 
Force Majeure Events an:d to support the.activation and execution of 
the Service Provider Disaster Recovery Plan(s). 

If the available recovery actions documented in the Service Provider 
BCP are determined to be ineffective for the restoration of Services 
that are disrupted by a Force Majeure Event, then identify in the 
Service Provider BCP the prudent and commercially reasonable 

R 
efforts that will be taken in cooperation with the Province and any 
Client, as applicable, in support of restoration of Services that are 
requested by the Province· or a Client as described in Appendix C 
(Service Provider Efforts). 

Create the Service Provider BCP for the support of the Services. R 

Provide written confirmation to the Province that the Service 
Provider has developed its initial BCP for supporting the Services 

R 
and that the plan(s) have been reviewed and approved by senior 
Service Provider management. 
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Responsibility 

Sen·ice 
Before Hand-Onr Date Pnn·ince Provider 

Include in the Service Provider BCP a Labour Disruption Plan 
which includes and stipulates that: 

• the Province and any Client, as applicable, will be 
immediately notified by the Service Provider of the 
anticipation of, or the existence of, a Labour Disruption 
event which affects or may potentially affect the Services; 

• a daily status and impact update will be provided to the 
Province and any Client with respect to such event; 

• , in the event of a Labour Disruption, the Service Provider 
will use commercially reasonable efforts to carry on the 
Services on an uninterrupted basis through the application of 
management level Personnel and other staff that may be 
available or recruited; and 

• the Service Provider may will seek available remedies, such 
as injunctive or such other relief as may be deemed 
necessary or appropriate in the circumstances, in order to 
maintain access to any service locations that require the 
presence of Service Provider Personnel. 

2.2 On Hand-Over Date 

R 

The Service Provider will update its initial BCP in respect of the Services, on the Hand-Over 
Date, as follows. 

Responsibility 

Service 
On Hand-Over Date Province Pt·ovider 

Update the initial Service Provider BCP with appropriate personal 
information and any other information as may be required or 

R 
deemed necessary by the Service Provider to enable the effective 
implementation and activation of the Service Provider BCP. 

' 

Distribute to the appropriate Service Provider Personnel and 
R 

responders the updated Business Continuity Plan(s). 

Provide written confirmation to the Province that the Service 
Provider has distributed the updated initial Service Provider BCP to 

R 
the appropriate Service Provider Personnel and responders 
supporting the Services. 
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2.3 After Hand-Over Date 

Service Provider will perform an acceptance process for the Service Provider's role in existing 
in-scope Disaster Recovery Plans based on their most recent documented Recovery Exercise 
results as disclosed by the Province prior to the Hand-Over Date. 

2.3.1 Acceptance of Previously Exercised Plans 

During the first month following the Hand-Over Date, Service Provider and Province will jointly 
review the results of the most recent Recovery Exercise with respect to those previously 
exercised in-scope Disaster Recovery Plans listed below in this Section 2.3.1 (Acceptance of 
Previously Exercised Plans). The purpose of this review is to initially identify any gaps or issues 
relating to the anticipated effectiveness of the Service Provider's tasks set out in these Disaster 
Recovery Plans. 

The following table lists the respective responsibilities of the Province and the Service Provider 
applicable to the period which follows the Hand-Over Date. 

Responsibility 

Sen· icc 
After Hand-Over Date ProYince ProYidcr 

Develop and mainta}n a list of approved Service Provider Disaster 
Recovery Plans which support the restoration and recovery of the 

R Services, including approval dates, a record of amendments, and 
exercise log. 

During the first two months following the Hand-Over Date, review 
jointly with the Province the results of the most recent Recovery 

R Exercise for in-scope Disaster Recovery Plans, which occurred prior 
to the Hand-Over Date. 

During the first two months following the Hand-Qver Date, review 
jointly with the Service Provider, the results of the most recent 

R Recovery Exercise for in-scope Disaster Recovery Plans, which 
occurred prior to the Hand-Over Date. 

During the first two months following the Hand-Over Date, R 
determine, and inform the Service Provider in writing, whether the 
Recovery Exercise achieved the Province's business objectives for 
RTO as defined in the Disaster Recovery Plan. 

Accept and add the Disaster Recovery Plan to the list of approved 
Service Provider Disaster Recovery Plans, if the most recent 
Recovery Exercise is determined and advised in writing by the R 
Province to have achieved the Province's business objectives for 
R TO as defined in the Disaster Recovery Plan. 
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Responsibility 

Service 
After lland-0' er Date Province Provider 

If the Recovery Exercise does not achieve the Province's business 
objectives for RTO as defined in the Disaster Recovery Plan, update 

R the Disaster Recovery Plan, but not insofar as including a change in 
assets or the services of a third party supplier. 

If the test Recovery Exercise does not achieve the Province's 
business objectives for RTO as defined in the Disaster Recovery 
Plan and additional assets or the services of a third party supplier 
are required, propose a change to the Disaster Recovery Plan. Such R 
change to be effected in accordance with the Governance Process or 
through the Change Order Process, as applicable, pursuant to the 
provisions set out in the Agreement. 

Accept and add the Disaster Recovery Plan to the list of Service 
Provider Disaster Recovery Plans if the Disaster Recovery Plan has 
been effected in accordance with the Governance Process or R 
through the Change Order Process, as applicable, pursuant to the 
provisions set out in the Agreement. 

The ·table that follows i:rrnliediately below identifies the Disaster Recovery Plan documents 
provided by Province and received by the Service Provider before the Hand-Over Date for which 
the Service Provider understands that Recovery Exercises have been conducted and that 
documented Recovery Exercise results will be made available to the Service Provider on the 
Hand-Over Date. 

2.3.2 Acceptance of Disaster Recovery Plans Without Prior Recovery Exercise Results 

From the second through to the end of the sixth month following the Hand-Over Date, the 
Service Provider and the Province will conduct a joint "Table-top Exercise" for all of those 
Disaster Recovery Plans that were provided by the Province to the Service Provider before the 
Hand-Over Date that lack Recovery Exercise results, as listed below in this Section 2.3.2 
(Acceptance of Disaster Recovery Plans Without Prior Recovery Exercise Results). The Service 
Provider and Province shall jointly review these results in order to identify any gaps or issues 
relating to the effectiveness of the Service Provider's tasks set out in these Disaster Recovery 
Plans. 

The following table lists the respective responsibilities of the Province and the Service Provider 
applicable to the acceptance of Disaster Recovery Plans without prior Recovery Exercise results. 
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Responsibility 
I 

Acceptance of Disaster Rcconry Plans \Yithout Pdor Sen icc 
Rccon1·y Exercise Rt.•stdts Provinct PrO\ idtr 

From the second through to the end of the sixth month following the 
Hand-Over Date, conduct, jointly with the Province, a "Table-top 
Exercise" for all Disaster Recovery Plans which do not have R 
associated Recovery Exercise results and review results with the 
Province. 

From the second through to the end ofthe sixth month following the 
Hand-Over Date, conduct, jointly with the Service Provider, a 
"Table-top Exercise" for all Disaster Recovery Plans which do not R 
have associated Recovery Exercise results and review results with 
the Service Provider. 

Provide to Service Provider written confirmation with respect to the 
results of the "Table-top Exercise", i.e., whether the Disaster 

R 
Recovery Plan objectives were validated to the satisfaction of the 

" Province. 

Provide to Province written confirmation with respect to the results 
of the "Table-top Exercise", i.e., whether the Disaster Recovery 

R 
Plan objectives were validated to the satisfaction of Service 
Provider. 

Update the Disaster Recovery Plari to incorporate issues and lessons 
R 

learned as a result of the "Table-top Exercise". 

If the "Table-top Exercise" results are not satisfactory to Province 
and Service Provider and additional assets or the services of a third 
party supplier are required, propose a change to the Disaster 

R 
Recovery Plan. Such change is to be effected in accordance with 
the Governance Process or through the Change Order Process, as 
applicable, pursuant to the provisions set out in the Agreement. 

Accept and add the Disaster Recovery Plan to the list of Service 
Provider Disaster Recovery Plans if the Disaster Recovery Plan has 
been effected in accordance with the Governance Process or R 
through the Change Order Process as applicable pursuant to the 
provisions set out in the Agreement. 

If the "Table-top Exercise" results are satisfactory to Province and 
Service Provider, accept the Disaster Recovery Plan and add the 

R 
Disaster Recovery Plan to the list of approved Service Provider 
Disaster Recovery Plans. 
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Responsibility 
I 

Acceptance of Disastet· Rcconry Plans \\'ithout Prior Sen icc 
Rcconry Exercise Results Province Provider 

Conduct the first annual Recovery Exercise within twelve (12) 
months of the Hand-Over Date, provided that resources to be 

R provided by Province (as required by the Service Provider Disaster 
Recovery Plan) are available to Service Provider. 

Act as liaison with the Province to coordinate and ensure that 
resources to be provided by the Province, as required by the Service 
Provider Disaster Recovery Plan, are communicated to the Province R 
in writing so that the required resources can be made available to 
the Service Provider. 

The table that follows immediately below identifies the Disaster Recovery Plan documents 
received from the Province for which Recovery Exercis'e results are not expected to be available. 
RTOs have been identified from the BCP documents identified in Section 2.1 (Before Hand
Over Date) above, or from the following Disaster Recovery Plan documents: 

Application or Client RTO SP RTO 
\VTS Client Serve•· Commitment Commitment DI{ Plan 

2.3.3 Disaster Recovery Obligations that are not In-Scope for Acceptance by the Service 
Provider 

The table that follows immediately below describes Disaster recovery commitments that were 
identified from the WTS BCPs for which the Service Provider has not received, before the Hand
Over Date, any Disaster Recovery Plans or the corresponding Recovery Exercise results. 
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Without documented Disaster Recovery Plans, the Service Provider cannot commit to 
achievement of the RTOs specified in the table below and will need to rely on its Commercially 
Reasonable Efforts described in Appendix C (Service Provider Efforts). 

Accordingly, it will not be possible for the Service Provider to assume the Disaster recovery 
obligations corresponding to the RTOs for applications or servers identified in the following 
table. 

Application Client RTO SP RTO 
WTS Client or SerYer Commitment Commitment DR Plan 
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Application Client RTO SP RTO 
WTS Client or Server Commitment Commitment DR Plan 

In the event the subject Disaster Recovery Plan documents are not available and the Province or 
any Client, as applicable, wishes to obtain such plans, the Service Provider will upon request of 
the Province or such Client, as applicable, provide resources to draft the Service Provider 
Disaster Recovery Plans and carry out periodic Recovery Exercises that may be in addition to 
annual Recovery Exercises, all of the foregoing will be available on a Time and Materials basis. 
The Service Provider will propose fixed pricing for all required annual Recovery Exercises for 
any Disaster Recovery Plans developed upon request of the Province or any Client to be pre-paid 
by the Province at the time the completed plan is approved and accepted by the Province or 
Client. 
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2.3.4 Ongoing 

During the term of the Agreement the Service Provider will update and maintain its initial BCP 
in respect of the Services. Additional obligations of the parties are in the table that follows. 

Rcsponsibilit~ 

Sen icc 
Ongoing Pnn incc Pnn idcr 

Maintain continuous service of a "Business Continuity 
R Representative" and an alternate representative(s). 

Maintain continuous service of a "Business Continuity 
R Representative" and an alternate representative(s); 

Notify the Province and any Client, as applicable, in writing, within 3 
Business Days of the relevant change, when the "Service Provider 

R Business Continuity Representative" or alternate( s) change, or when 
contact information specifics change. 

Notify the Service Provider, in writing, within 3 Business Days of the 
relevant change, when the "Customer Business Continuity 

R 
Representative" or alternate(s) change, or when contact information 
specifics change. 

Participate in BCP and Disaster Recovery Plan.integration with the 
R Province as the Services are transformed. 

Participate in BCP and Disaster Recovery Plan integration with the 
R 

Service Provider as the Services are transformed. 

Implement and following implementation annually test and update 
Business Continuity Plan(s) and Disaster Recovery Plan(s) for 

R continuity of the Service Provider internal service management 
systems. 

Provide written confirmation to the Province annually that the 
Service Provider has conducted an annual test and update of the 

R Business Continuity Plan(s) and Disaster Recovery Plan(s) for the 
continuity of Service Provider internal service management systems. 

Conduct an annual BIA and SRA to validate that Service Provider's 
Business Continuity Plan(s) and Disaster Recovery Plan(s) are R 
complete in the case of its internal service management systems. 

Provide written confirmation to the Province annually that; the 
Service Provider has conducted an annual BIA and SRA and 
appropriately updated the Business Continuity Plan(s) and Disaster R 
Recovery Plan(s) to reflect and address BIA findings to support the 
continuity of Service Provider internal service management systems. 

50652876.6 

- 15-
Page 730 
CTZ-2013-00110



Responsibility 

Service 
Ongoing Province Pt·ovider 

Conduct an annual BIA and SRA to validate that Service Provider 
BCP and Service Provider Disaster Recovery Plan(s) that support the R 
Services are complete. 

Provide written confirmation to the Province annually that the 
Service Provider has: conducted an annual BIA and SRA; and 
appropriately updated the Service Provider BCP and Service Provider R 
Disaster Recovery Plan(s) to reflect and address BIA findings to 
support the Services. 

Provide applicable Province Policy, standards and templates to the 
Service Provider that the Province requires the Service Provider to R 
use, if any. 

Provide clarification or interpretation of the application of applicable 
R 

Province Policy at the written request of the Service Provider. 

Manage the Service Provider's obligations in respect of business R 
continuity and disaster recovery as set out in the Agreement. 

Meet validated RTO necessary to successfully recover the Services. R 

Act as liaison with the Province to coordinate and ensure the 
integration of Service Provider BCP and Service Provider Disaster R 
Recovery Plan(s) with those of the Province. 

Participate in Business Continuity Plan and Disaster Recovery Plan 
R 

integration with the Service Provider. 

Participate in Business Continuity Plan and Disaster Recovery Plan 
R 

integration with the Province. 

Maintain a complete list of approved Service Provider Disaster 
Recovery Plans which support the restoration and recovery of the R 
Services, including dates of maintenance, approvals and exercise. 

Provide a written summary report to the Province annually detailing 
the complete list of Service Provider Disaster Recovery Plans that 

R 
support the Services, including dates of maintenance, approvals and 
exercise. 

Perform annually, a review, Recovery Exercise and update of 
Business Continuity Plan(s) and Service Provider Disaster Recovery 

R 
Plan(s) including consideration of Force Majeure Events and Labour 
Disruptions, all of which are in respect of the Services. 
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Rcsponsihilit~ 

Sen icc 
Ongoing ProYincc Pnnidcr 

Develop Recovery Exercises that include the coordination of multiple 
Disaster Recovery Plans that are activated simultaneously in order to 

R 
validate their integration and coordinated response management in 
the event of a Disaster. 

Develop a Province client guide or any Recovery Exercise related 
document references, except the Service Provider Disaster Recovery 

R 
Plan(s), that may be required by the Province to effect the 
participation of the Province in a Recovery Exercise. 

Participate with the Province to develop a Province client guide or 
any Recovery Exercise related document references that may be 
required by the Province to effect the participation of the Province in R 
a Recovery Exercise, especially where the reference information can 
only be provided or confirmed by the Service Provider. 

Coordinate the Province participation in the Recovery Exercise, as K 
may be necessary. 

Integrate and participate in the coordination of Province participation 
R 

in the Recovery Exercise, as may be necessary. 

Approve, as may be necessary, the scheduling of all Recovery 
R 

Exercises. 

After each Recovery Exercise, conduct a customer satisfaction 
R 

survey. 

Participate in the customer survey conducted by the Service Provider 
R after each Recovery Exercise. 

After each Recovery Exercise, complete and submit, within 30 days 
of the completion of the exercise, a report to the Province with 
respect to the scope, purpose, scenario, details, findings, issues, 

R 
actions and outcomes of the Recovery Exercise, and an updated copy 
of the Service Provider Disaster Recovery Plan(s) for information 
purposes, with updates clearly marked. 

Participate in the Service Provider's gathering of findings, issues 
R 

actions and outcomes after each Recovery Exercise. 

Track the assignment, progress and completion of issues and actions 
R 

after each Recovery Exercise. 
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Responsihilit~ 

Service 
Ongoing Province Pro\ idcr 

Provide to the Province a quarterly summary report of the 
assignment, progress and completion of issues and actions after each 
Recovery Exercise until all of the issues and actions of the Recovery 
Exercise have been deemed by the Province to be resolved or 
accepted. 

Conduct an awareness and training program at the following times so 
that ali" relevant Service Provider Personnel, participants or 
responders in the Business Continuity Plan(s), the Service Provider 
Disaster Recovery Plan(s), and the Operations Centre Plan are 
familiar with their roles and responsibilities in order that an effective 
and coordinated response, recovery, resumption and/or continuance 
of service may be achieved: 

(a) for all Service Provider Personnel who are newly 
assigned to participate in the Services, or who are 
assigned roles in the Business Continuity Plan(s), 
Service Provider Disaster Recovery Plan(s) and/or 
Operations Centre Plan; 

(b) when Business Continuity· Plan(s)~ Service Provider 
Disaster Recovery Plan(s), or the Operations Centre 
Plan are changed significantly; and 

(c) regularly, but not less than annually, to maintain the 
knowledge and skill levels of Service Provider 
Personnel and responders such that it will enable the 
Personnel or responders to effectively perform their 
roles if a BCP or Service Provider Disaster Recovery 
Plan is activated. 

Provide a written summary report to the Province annually detailing 
the awareness and training events conducted by the Service Provider 
to support the program related to Business Continuity and Disaster 
Recovery Services supporting the Services. 

Provide no less than ten Business Days written notice to the Service 
Provider for the Service Provider to submit any specified Business 
Continuity Plan (other than the BCP for the Data Centre Services in 
respect of which the Service Provider shall comply with the 
provisions of the Agreement) in order to demonstrate that the plan(s) 
complies with or otherwise conforms to applicable Province Policy. 
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Responsibility 

Service 
Ongoing Pnn incr Pt·o\ idcr 

Submit to the Province any BCP (other than the BCP for the Data 
Centre Services) specified in the written notice in order to 

R 
demonstrate that the plan(s) comply with or otherwise conforms to 
applicable Province Policy. 

Receive the specified Business Continuity Plan(s) for the Service 
Provider's Services (other than the BCP for the Data Centre Services) 
from time to time as deemed necessary by the Province to R 
demonstrate that it complies with and otherwise conforms to 
applicable Province Policy. 

Upon receipt of written notice from the Province, or as otherwise 
identified by the Service Provider, update and amend the BCP to the 
extent required for the BCP to be fully compliant with the applicable R 
Province Policy. 

Develop, implement and maintain a Service Provider's Operations 
Centre Plan to include the details of declaration, plan activation and 
the coordinated response and response management resulting from a 
planned or unexpected disruption to Service causing the activation of 
Service Provider Disaster Recovery Plan(s). The plan shall include 
organizational structure, and detail all response roles and R 
responsibilities, in keeping with, or integrating with, the British 
Columbia Emergency Response Management System (BCERMS), 
and shall establish and detail the communication links with the 
Province (such plan to be referred to herein as the "Operations 
Centre Plan"). 

Develop, implement and maintain a Province's Operations Centre 
Plan to include the details of declaration, plan activation and the 
coordinated response and response management resulting from a 
planned or unexpected disruption to Service causing the activation of 

R 
Disaster Recovery Plan(s). The plan shall include organizational 
structure, and detail all response roles and responsibilities, in keeping 
with, or integrating with, BCERMS, and shall establish and detail the 
communication links with the Service Provider. 

Act as the liaison with the Province to coordinate and ensure the 
integration of the Service Provider's Operations Centre Plan into 

R 
those of the Province, including notification and response contact 
information specifics. 

Participate in Operations Centre Plan integration with the Service 
R Provider. 
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Responsibility 

Sen icc 
Ongoing Pnn incc Pnn idcr 

Notify the Province and any Client, as applicable, in writing, within 3 
Business Days of the relevant change, when the Service Provider 

R 
Operations Centre Plan role assignments change or when contact 
information specifics change. 

Notify the Service Provider, in writing, within 3 Business Days ofthe 
relevant change, when the Province's or Client's (as the case may be) 

R 
Operations Centre Plan role assignments change or when contact 
information specifics change. 

Provide written confirmation to the Province annually that: the 
Service Provider has conducted an annual test and update of the 
Service Provider's Operations Centre Plan; and the updated plan has R 
been reviewed and approved by senior Service Provider management. 

Identify and inform the Province in writing of the need for Service 
Provider Disaster Recovery Plans in those situations wherein 

R 
documented plans may not exist or in those cases wherein additional 
services are subscribed for or developed. 

If the available recovery actions documented in the Service 
Provider's Business Continuity Plan(s) and Disaster Recovery Plan(s) 
are determined to be ineffective for the restoration of Services that 
are disrupted by a Force Majeure Event, then identify in the Service 
Provider Business Continuity Plan(s) that prudent and commercially R 
reasonable efforts will be taken in cooperation with the Province and 
any Client, as applicable, in support of restoration of Services that are 
requested by the Province and such Client, as described in Appendix 
C (Service Provider Efforts). 

Maintain a list of dedicated servers and dedicated storage, described 
in Section 3.3 (Service Catalogue Offerings for Continuity of 
Services) and 3.4 (Disaster Recovery Measures to Achieve RTO R 
between 24 and 72 Hours) of this SOW, and record the dates, details 
and status of all tests and validations. 

Provide the Province annually a copy of the list of dedicated servers 
and dedicated storage, described in Section 3.3 (Service Catalogue 
Offeringsfor Continuity of Services) and 3.4 (Disaster Recovery R 
Measures to Achieve RTO between 24 and 72 Hours) of this SOW, 
which records the dates and status of all test and validations. 
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Responsibility 

Service 
Ongoing P1·o\'incc Pro\'ider 

Act as the liaison with the Province to coordinate and pre-plan the 
priority of restoration of applications and Services, in support of the 

R 
Service Provider's efforts, detailed in Appendix C (Service Provider 
Efforts). 

Act as the liaison with the Province to coordinate and pre-plan which 
non-production assets could be repurposed to facilitate restoration of 

R 
services, in support of the Service Provider's efforts, detailed in · 
Appendix C (Service Provider Efforts). 

Participate with the Service Provider to pre-plan the priority of 
restoration of applications and Services, in support of the Service R 
Provider's efforts detailed in Appendix C (Service Provider Efforts). 

Participate with the Service Provider to pre-plan which non-
production assets could be repurposed to facilitate restoration of 

R 
services, in support ofthe Service Provider's efforts detailed in 
Appendix C (Service Provider Efforts). 

Develop and maintain a priority list for restoration of applications 
and Services, in support ofthe Service Provider's efforts detailed in R 
Appendix C (Service Provider Efforts). 

Develop and maintain a priority list for which non-production assets 
could be repurposed to facilitate restoration of services, in support of 

R 
the Service Provider's efforts detailed in Appendix C (Service 
Provider Efforts). 

Consult with the Service Provider's Operation Centre to determine or 
verify the priority for restoration of applications and Services, when 

R 
the Service Provider has invoked prudent efforts in support of 
Appendix C (Service Provider Efforts). 

Consult with the Province's Operation Centre to determine or verify 
the priority for restoration of applications and Services, when the 

R 
Service Provider has invoked prudent efforts, in support of Appendix 
C (Service Provider Efforts). 

The Service Provider will maintain a monthly estimation of the 
available data centre resources (e.g., floor space and power) at its 
Canadian data centres and those of its DC Subcontractor to lessen the R 
chance that in the event of a Disaster proper decisions and actions 
will be delayed, in support of Appendix C (Service Provider Efforts). 

Provide a recommendation to the Province and request approval from 
the Province to shut down some non-critical virtual guest servers, in R 
support of Appendix C (Service Provider Efforts). 
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Responsibility 

Service 
Ongoing Province Provider 

Approve in its sole discretion some non-critical virtual guest servers 
to be shut down after considering the recommendation and request 
from the Service Provider, in support of Appendix C (Service 
Provider Efforts). 

R 

In the event of a Disaster affecting the Province's systems or applications for which there is no 
effective Disaster Recovery Plan, the Service Provider will use prudent efforts, including Service 
Provider Efforts, to restore service, as described in Appendix C (Service Provider Efforts). 

3. CONTINUITY ENABLERS IN THE SOLUTION 

This section: describes services that will be available for developing new or enhanced business 
continuity treatments and provides specific examples of how they could be applied to create or 
enhance Disaster Recovery Plans for WTS services or WTS hosted Client Ministry applications 
that may require more robust business continuity and Disaster recovery treatments than are 
afforded by the Business Continuity Plans and Disaster Recovery Plans assumed as set out in 
Section 2 (Assumption by Service Provider of Responsibility for Managing the Continuity of the 
Services) of this Statement of Work. 

3.1 Business Continuity Plan and Disaster Recovery Plan Development 

The Service Provider offers, additionally to the Province and any Client, any or all specific 
components of BCP development, maintenance and exercise, for business of the Province. A 
sample Statement of Work for such additional services may be found in Appendix E (Sample 
SOW for Disaster Recovery Plan Development). 

Service Provider Disaster Recovery Plan development will be provided by the Service Provider 
for the development of new Service Provider Disaster Recovery Plans in support of additional or 
new services. A sample Statement of Work for such additional services may be found in 
Appendix E (Sample SOW for Disaster Recovery Plan Development). 

The Service Provider offers, additionally to the Province and any Client, any or all specific 
components of Disaster Recovery Plan development, maintenance and Recovery Exercise, for 
business applications and services that are supported by the Services. A sample Statement of 
Work for such additional services may be found in Appendix E (Sample SOW for Disaster 
Recovery Plan Development). 

Responsibility 

Additional BCP and Disaster Reconry Plan Development Sen·ice 
Services Pnn ince Provider 
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Responsibility 

Additional BCP and Disaster Reeonry Plan De\ clopment Service 
Sen ices Province Provider 

Provide Disaster Recovery Plan development services on a Time 
and Materials basis for the development of Service Provider 
Disaster Recovery Plans for those Services included in Section 2.33 
(Disaster Recovery Obligations that are not In-Scope for 
Acceptance by the Service Provider). 

Accept the completed Service Provider Disaster Recovery Plan(s) 
developed for those Services included in Section 2.3.3 (Disaster 
Recovery Obligations that are not In-Scope for Acceptance by the 
Service Provider), and add them to the list of approved Service 
Provider Disaster Recovery Plans. 

Provide Service Provider Disaster Recovery Plan development 
services on a Time and Materials basis for the development of new 
Service Provider Disaster Recovery Plans in support of additional or 
new services excluding those Disaster Recovery Plans identified 
and assumed as set out in Section 2.3 .1 (Acceptance of Previously 
Exercised Plans) or 2.3.2 (Acceptance of Disaster Recovery Plans 
Without Prior Recovery Exercise Results) of this Statements of 
Work, or where Service Provider Disaster Recovery Plans have 
been added to the approved Service Provider Disaster Recovery 
Plan list. 

Provide quotes for all required annual Recovery Exercises for any 
new Service Provider Disaster Recovery Plans developed by the 
Service Provider. 

Accept and add completed Service Provider Disaster Recovery 
Plan(s);, developed for additional or new services, to the list of 
approved Service Provider Disaster Recovery Plans. 

·Offer additional Disaster Recovery Plan development services on a 
Time and Materials basis for the development of Disaster Recovery 
Plans for the Province's internal business applications and services 
that are supported by the Services. 

Offer additional BCP development services on a Time and 
Materials basis for the development of BCPs for the Province's 
internal business. 

Offer additional Recovery Exercise( s) on a Time and Materials 
basis only where the Province requests Recovery Exercises of a 
specific Service Provider Disaster Recovery Plan that exceeds the 
annual required exercise for that plan. 
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Responsibility 

Additional BCP and Disaster Recont·y Plan De' clopment Sen ice 
Sen·ices Pro' ince Provider 

Offer additional ''Table-top Exercise(s)" on a Time and Materials 
basis only where the Province requests "Table-top Exercise" of a 
specific Service Provider Disaster Recovery Plan that exceeds the 
annual required exercise for that plan, excluding the "Table-top 
Exercise" described in Section 2.3.2 (Acceptance of Disaster 
Recovery Plans Without Prior Recovery Exercise Results) of this 
Statement of Work. 

3.2 Service Catalogue Offerings for Continuity of Services 

c R 

Service Provider's Services Catalogue offerings for continuity of Services are the basic building 
block concepts that can be used to provide. continuity services in the event of a Disaster. This 
Section 3.2 presents sample scenarios based on RTO and specific deliverables of such services. 

(a) To achieve RTO between 24 and 72 hours, Service Provider requires the use of 
backup services and designated capacity (servers, storage, network access, and 
power) at an alternate data centre that is either reserved or re-purposed from 
another use, such as systems development or application/system testing. 

(b) To achieve RTO between 4 and 24 hours, the Service Provider requires the use of 
backup services and reserved spare capacity (servers, storage, network access, and 
power) at the alternate data centre that is immediately ready to use. 

(c) To achieve RTO in the range of 10 minutes to 4 hours, the Service Provider 
recommends the use of the Service Catalogue offering known as "Tier 1 -
Business Priority- Geographically Distributed Cluster (with asynchronous data 
replication)", SKUs WAP-001 *, WIN-001, WDV-001, or WCS-001. 

(d) To provide ad hoc reports, documentation or submissions that are in addition to 
those required within the Statement of Work, the Service Provider offers 
Professional Services on a Time and Materials basis. 

(e) To provide "Table-top Exercise" or Recovery Exercise that exceeds the annual 
requirement for Service Provider Disaster Recovery Plan(s) within the Statement 
of Work, the Service Provider offers Professional Services on a Time and 
Materials basis. 

3.3 Service Catalogue Disaster Recovery Reserve Units 

Service Provider offers Windows Tier 1, 2 and 3 Virtual Image reserve units (SKU VWLH-
001/002/003). These reserve units are available by selecting the appropriate tier Virtual Images 
and the power from the Services Catalogue. These reserve units will be located in the recovery 
data center and will not be used for normal processing. Once 20 Windows Virtual Image reserve 
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units have been ordered, a dedicated server will be selected and placed in a standby mode outside 
of the online capacity. This server will be operationally tested monthly to validate readiness and 
will only be used for Disaster Recovery Exercises and in the event of an actual Disaster. 

Service Provider offers Solaris Tier 1, 2 and 3 Virtual Image reserve units (SKU VSH-
001/002/003). These reserve units are available by selecting the appropriate tier Virtual Images 
and the power from the Services Catalogue. These reserve units will be located in the recovery 
data centre and will not be used for normal processing. Once 20 Solaris Virtual Image reserve 
units have been ordered, a dedicated server will be selected and placed in a standby mode outside 
of the online capacity. This server will be operationally tested monthly to validate readiness and 
will only be used for Disaster Recovery Exercises and in the event of an actual Disaster. 

Service Provider offers AIX WPAR Tier 1, 2 and 3 Virtual Image reserve units (SKU V AH-
001/002/003). These reserve units are available by selecting the appropriate tier Virtual Images 
and the power from the Service Catalogue. These reserve units will be located in the recovery 
data centre and will not be used for active workload processing. Once 20 AIX WP AR Virtual 
Image reserve units have been ordered, a dedicated server will be selected and placed in a 
standby mode. This server will be operationally tested monthly to validate readiness and will 
only be used for a Disaster Recovery Exercises and in the event of an actual Disaster. 

Service Provider offers Tier 1 and 2 Storage reserve units (in Gigabytes). These reserve units are 
available by selecting the appropriate tier Storage Reserve, by the Gigabyte, from the Services 
Catalogue. These dedicated reserves will be located in the recovery data centre and will not be 
used for active storage operations. This dedicated Storage will be validated monthly and will be 
used for a Recovery Exercise and in the event of an actual Disaster. 

3.4 Disaster Recovery Measures to Achieve RTO between 24 and 72 Hours 

Disaster Recovery Scenarios to Achieve RTO between 24 and 72 Hours consists of developing 
and maintaining a plan for recovering the server operating system on an equivalent system 
platform(s) so that application recovery can be performed by the Province or any Client or its 
service provider. This recovery is typically accomplished via restore from a backup tape or 
virtual tape to the targeted system(s). The Service Provider will support the hosting of Province 
supplied infrastructure dedicated or re-purposed to providing Disaster recovery. 

Server hardware reserve components that are selected will normally be powered down and out of 
service; however, a monthly power-up test and validation will be conducted. The hardware will 
only be used in the event of a scheduled Disaster Recovery Exercise or an actual Disaster. 

The following scenarios will support RTO between 24 and 72 hours. 
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Windows DR Building Blocks - Virtual Server 

PrinarySie (i) Select Tier 1, 2 or 3 Virtual Image 
(primary site) from the Services 
Catalogue. 

(ii) Select Tier 1, 2 or 3 Storage from the 
Services Catalogue. 

(iii) Select Core Backup from the Services 
Catalogue. 

(iv) Select Disaster Recovery Plan/Test 
from the Services Catalogue. 

(v) Select Virtual Image Reserve 
(alternate site) from the Services 
Catalogue. * 

(vi) Select Storage Reserve (alternate site) 
from the Services Catalogue~ * 

*Alternately, re-purpose assets from 
designated non-essential servers. 

Reserve: For each 20 Tier 1, 2 or 3 Virtual Image reserve selected, Service Provider will dedicate 
one host server for Disaster recovery, as outlined in Section 3.3 (Service Catalogue Disaster 
Recovery Reserve Units). All Storage Reserves will be dedicated at time of order. 

Wintel DR Building Blocks - Physical Server 

PrimarySte Recovery Site (i) Select Tier 1, 2 or 3 Server (primary 
site) from the Services Catalogue. 

(ii) Select Tier 1, 2 or 3 Storage from the 
Services Catalogue. 

(iii) Select Core Backup from the Services 
Catalogue. 

Re-purposed (iv) Select Disaster Recovery Plan/Test server 

from the Services Catalogue. 
(v) Select Tier 1, 2 or 3 Server (alternate 

site) from the Services Catalogue. * 
(vi) Select Storage Reserve (alternate site) 

from the Services Catalogue. * 

UnuxServer * Alternately, re-purpose assets from ·other 
designated non-essential services. 
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UNIX DR Building Blocks - Container!WP AR 

PrinarySie 

UNIX Server 

(i) Select Tier 1, 2 or 3 Container or 
WP AR Image (primary site) from the 
Services Catalogue. 

(ii) Select Tier 1, 2 or 3 Storage from the 
Services Catalogue. 

(iii) Select Core Backup from the Services 
Catalogue. 

(iv) Select DR Recovery Plan/Test from 
the Services Catalogue. 

(v) Select Container or WP AR Image. 
Reserve (alternate site) from the 
Services Catalogue. * 

(vi) Select Storage Reserve (alternate site) 
from the Services Catalogue. * 

*Alternately, re-purpose assets from other 
designated non-essential services. 

Reserve: For each 20 Tier 1, 2 or 3 Container or WPAR Image reserve selected, Service Provider 
will dedicate one host server for Disaster recovery, as outlined in Section 3.3 (Service Catalogue 
Disaster Recovery Reserve Units). All Storage Reserves will be dedicated at time of order. 

Unix or Linux DR Building Blocks - Physical Server 

Primary Site 

Recovery S~e 

Linux Server 
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(i) Select Tier 1, 2 or 3 Server (primary 
site) from the Services Catalogue, 

(ii) Select Tier 1, 2 or 3 Storage from the 
Services Catalogue, 

(iii) Select Core Backup from the Services 
Catalogue, 

(iv) Select DR Recovery Plan/Test from 
the Services Catalogue, 

(v) Select Tier 1, 2 or 3 Server (alternate 
site) from the Services Catalogue, * 

(vi) Select Storage Reserve (alternate site) 
from the Services Catalogue, * 

*Alternately, re-purpose assets from other 
designated non-essential services. 
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VMS Systems DR- Physical Server 

Assumptions 

(i) Disaster Recovery Plan for VMS 
systems currently in place will be 
maintained until an STMS Data 
Centre becomes available. 

(ii) Staff and tapes move physically to 
recovery site. 

(iii) When an STMS Data Centre becomes 
available: 
(a) Existing Province servers that 

are held in reserve for VMS 
System (the "Recovery 
Se:rver") will be moved into an 
STMS Data Centre, racked 
and cabled when data centres 
become available. 

(b) Updated Disaster Recovery 
Plans will be prepared. 

(c) Recovery Exercise is intended 
shortly after migration. 

The following table lists responsibilities with respect to Disaster Recovery Measures to Achieve 
RTO between 24 and 72 Hours. 

Initiate a prompt declaration of Disaster if the primary data centre is 
rendered unusable and notify the Province in accordance with the 
applicable Business Continuity and Disaster Recovery Plans. 

Notify Province, in writing, of declaration and activation of the 
relevant Disaster Recovery Plan(s). 

Activate the Service Provider Operations Centre Plan and Service 
Provider Disaster Recovery Plan(s). 

Activate the Province's Operations Centre Plan. 
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Facilitate secure access to recovery hardware at an alternate location 
during Recovery Exercises and when a Disaster occurs. 

Support Service Provider secure access to recovery hardware at an 
alternate location during Recovery Exercises and when a Disaster 
occurs. 

Provide Personnel and prearrange material and resources to achieve 
RTO for designated systems and Service Provider Disaster 
Recovery Plans. 

Coordinate with Province and schedule annual Recovery Exercises 
in a manner that is functionally and operationally progressive in 
terms of varying the Disaster scenarios and varying combinations of 
different recovery strategies (such as availability of key personnel) 
to increase complexity and improve expected results. 

Coordinate with Service Provider and schedule annual Recovery 
Exercises in a manner that is functionally and operationally 
progressive in terms of varying the Disaster scenarios and varying 
combinations of different recovery strategies (such as availability of 
key personnel) to increase complexity and improve expected results. 

Perform the following: 

(i) One Recovery Exercise annually of the hardware platform 
and operating system (Service Provider Disaster Recovery 
Plan). 

(ii) Record issues and lessons learned. 

(iii) Draft Executive Summary. 

(iv) Assign and track action items. 

(v) Service Provider Disaster Recovery Plan updates. 

(vi) Maintain Service Provider Disaster Recovery Plan. 

(vii) Draft other administrative documentation to improve the 
then existing Disaster Recovery Plan. 
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In the case of Service Provider Disaster Recovery Plans accepted by 
the Service Provider, the Service Provider will provide system 
support to the Province or the Province's application(s) provider for 
one annual concurrent Recovery Exercise of the application(s), data 
and server. 

Provide Service Provider with a written list of Province's third party 
suppliers that will be required to develop Disaster Recovery Plans 
and participate in a "Table-top Exercise", a Recovery Exercise or an 
actual Disaster. 

Confirm with Province's third party suppliers that their recovery 
responsibilities are understood and their plans are consistent with 
the expectations for RTOs. 

Confirm that the Province's third party suppliers have performed 
the recovery of the application(s) and data during the scheduled 
annual Recovery Exercise and at the time of an actual Disaster. 

Maintain financial responsibility in respect of Province's third party 
suppliers in the case of agreements for Disaster Recovery Services, 
their Disaster Recovery Plan exercises, and implementation of their 
Disaster Recovery Plans. 

Maintain financial responsibility for Disaster recovery resources 
including, servers and storage, data centre power, network access. 

Securely pack, ship, stage, and return media, such as tapes, 
including reconciliation and tracking compliant with GCIO 
Information Security, at the recovery site for annual Recovery 
Exercises and at time of an actual Disaster. 

Maintain financial responsibility for all travel expenses including, 
but not limited to, air fare, hotel accommodation, food, and rental 
car incurred by Service Provider personnel and its agents where 
travel is required to perform a "Table-top Exercise", Recovery 
Exercise or at the occasion of an actual Disaster. 

Maintain financial responsibility for all travel expenses including, 
but not limited to, air fare, hotel accommodation, food, and rental 
car incurred by Province personnel and its agents where travel is 
required to perform a "Table-top Exercise", Recovery Exercise or at 
the occasion of an actual Disaster. 
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3.5 Disaster Recovery Measures to Achieve RTO between 4 and 24 Hours 

Disaster Recovery Scenarios to Achieve RTO between 4 and 24 Hours consists of developing 
and maintaining a plan for recovering the server operating system on an equivalent system 
platform(s) so that application recovery can be performed by the Client or by the Client's 
application(s) provider. This recovery is typically done via backup tape or virtual tape to targeted 
systems. 

Server hardware reserve components that are selected will normally be powered down and out of 
service; however, a monthly power-up test will 
be conducted to validate readiness. The 
hardware will only be used in the event of a · 
scheduled Recovery Exercise or an actual 
Disaster. 

Resources for Disaster recovery must be 
dedicated to Disaster recovery purposes. 
Hardware is selected from the Services 
Catalogue for the server(s). All storage for the 
servers must be on replicated storage. This 
storage can be selected in the Services 
Catalogue for the storage in question by 
ensuring that Client has selected Tier 1, DR 
Copy @ Alternative Site w/ DR Clone 

(Mirrored Primary) Or Tier 1, DR Copy @ Alternative Site w/ DR Clone (Standard). 
Alternatively data can be replicated by customer supplied software/hardware between running 
systems. 

The following scenarios will support RTO between 4 and 24 hours. 

Wintel DR Building Blocks - Virtual Image 
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(i) Select Tier 1, 2 or 3 Virtual Image 
(primary site) from the Services 
Catalogue 

(ii) Select Tier 1, DR Copy @ Alternative 
Site w/ DR Clone (Standard) Storage 
from the Services Catalogue 

(iii) Select Core Backup froni the Services 
Catalogue 

(iv) Select DR Recovery Plan/Test from 
the Services Catalogue 

(v) Select Tier 1, 2 or 3 Virtual Image 
Reserve (alternate site) from the 
Services Catalogue 
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Reserve: For each 20 Tier 1, 2 or 3 Virtual Image reserve selected, Service Provider will dedicate 
one host server for Disaster recovery. 

Wintel DR Building Blocks - Physical Server 

Primary Site 

AppDcation 
&DATA 
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(i) Select Tier 1, 2 or 3 Virtual Image 
(primary site) from the Services 
Catalogue 

(ii) Select Tier 1, DR Copy @ Alternative 
Site w/ DR Clone (Standard) Storage 
from the Services Catalogue 

(iii) Select Core Backup from the Services 
Catalogue 

(iv) Select DR Recovery Plan/Test from 
the Services Catalogue 

(v) Select Tier 1, 2 or 3 Virtual Image 
Reserve (alternate site) from the 
Services Catalogue 
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• 

Application 
&DATA 

UNIXServ 

UNIX DR Building Blocks - Container or WP AR 

(i) Select Tier 1, 2 or 3 Container or 
WP AR Image (primary site) from the 
Services Catalogue 

(ii) Select Tier 1, DR Copy@ Alternative 
Site w/ DR Clone (Standard) Storage 
from the Services Catalogue 

(iii) Select Core Backup from the Services 
Catalogue 

(iv) Select DR Recovery Plan/Test from 
the Services Catalogue 

(v) Select Container or WPAR Image 
Reserve (alternate site) from the 
Services Catalogue 

Reserve: For each 20 Tier 1, 2 or 3 Container or WPAR Image reserve selected, Service Provider 
will dedicate one host server for Disaster recovery. 

Unix or Linux DR Building Blocks - Physical Server 

Primary Site 

App6cation 
&DATA 
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(i) Select Tier 1, 2 or 3 Server (primary 
site) from the Services Catalogue 

(ii) Select Tier 1, DR Copy @ Alternative 
Site w/ DR Clone (Standard) Storage 
from the Services Catalogue 

(iii) Select Core Backup from the Services 
Catalogue 

(iv) Select DR Recovery Plan/Test from 
the Services Catalogue 

(v) Select a Tier 1, 2 & 3 Server Reserve 
(alternate site) from the Services 
Catalogue 
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Responsibilities 

The following table lists the respective responsibilities of the Province and the Service Provider 
with respect to Disaster Recovery Measures to Achieve RTO between 4 and 24 Hours. 

Responsibilit~ 

Disaster· RcconQ I\ leasurcs to Achiew RTO between 4 and 24 Service 
II ours Pr·ovincc Provider 

Initiate a prompt declaration of Disaster if the primary data.centre is 
rendered unusable and notifY the Province in accordance with the R 
applicable Business Continuity and Disaster Recovery Plans. 

NotifY Province, in writing, of declaration and activation of the 
R 

relevant Disaster Recovery Plan(s). 

Activate the Service Provider Operations Centre Plan and Service 
R 

Provider Disaster Recovery Plan(s). 

Activate the Province's Operations Centre Plan. R 

Facilitate secure access to recovery hardware at an alternate location 
R 

during Recovery Exercises and when a Disaster occurs. 

Support Service Provider secure access to recovery hardware at. an 
alternate location during Recovery Exercises and when a Disaster R 
occurs. 

Provide Personnel and prearrange material and resources to achieve 
RTO for designated systems and Service Provider Disaster R 
Recovery Plan(s). 

Coordinate with Province and schedule annual Recovery Exercises 
in a manner that is functionally and operationally progressive in 
terms of varying the Disaster scenarios and varying combinations R 
of different recovery strategies (such as availability of key 
personnel) to increase complexity and improve expected results. 

Coordinate with Service Provider and schedule annual Recovery 
Exercises in a manner that is functionally and operationally 
progressive in terms of varying the Disaster scenarios and varying R 
combinations of different recovery strategies (such as availability of 
key personnel) to increase complexity and improve expected results. 
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Rcsponsibilit~ 

Disaster Rcconr~ l\kasurcs to Achic' c RTO bch\ ern 4 and 2-t Sen icc 
Hours Pnn incc Pnl\'id('r 

Perform the following: 

(i) One Recovery Exercise annually of the hardware platform 
and operating system (Disaster Recovery Plan). 

(ii) Record issues and lessons learned. 

(iii) Draft Executive Summary. 

(iv) Assign and track action items. 

(v) Update the Service Provider Disaster Recovery Plan. 

(vi) Maintain the Service Provider Disaster Recovery Plan. 

(vii) Draft other administrative documentation to improve the 
then existing Disaster Recovery Plan. 

In the case of Service Provider Disaster Recovery Plans, the Service 
Provider will provide system support to the Province or the 
Province's application(s) provider for one annual concurrent 
Recovery Exercise of the application(s), data and server. 

Provide Service Provider with a written list of Province's third party 
suppliers that will be required to develop Disaster Recovery Plans 
and participate in a "Table-top Exercise", a Recovery Exercise or an 
actual Disaster. 

Confirm with Province's third party suppliers that their recovery 
responsibilities are, understood and their plans are consistent with 
the expectations for R TOs. 

Confirm that the Province's third party suppliers have performed 
the recovery of the application(s) and data during the scheduled 
annual Recovery Exercise and at the time of an actual Disaster. 

Maintain financial responsibility in respect of Province's third party 
suppliers in the case of agreements for Disaster Recovery Services, 
their Disaster Recovery Plan exercises, and implementation of their 
Disaster Recovery Plans. 

Maintain financial responsibility for Disaster recovery resources 
including, servers and storage, data centre power, network access. 
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Rcsponsihilit~ 

Disaster Rcconry \ kasurc~ to Achicn RTO hch\ ccn 4 and 24 Sen icc 
Hours Pnn incc Pnn idcr 

Securely pack, ship, stage, and return media, such as tapes, 
including reconciliation and tracking compliant with GCIO 
Information Security, at the recovery site for annual. Recovery 
Exercises and at time of an actual Disaster. 

Maintain financial responsibility for all travel expenses including 
but not limited to air fare, hotel accommodation, food, and rental car 
incurred by the Service Provider Personnel and its agents where 
travel is required to perform a "Table-top Exercise", Recovery 
Exercise or on the occasion of an actual Disaster. 

Maintain financial responsibility for all travel expenses including 
but not limited to air fare, hotel accommodation, food, and rental car 
incurred by Province personnel and its agents where travel is 
required to perform a "Table-top Exercise", Recovery Exercise or 
on the occasion of an actual Disaster. 

R 

3.6 Geographically Dispersed Cluster Offerings With Very High Service Level 
Commitments for Applications that Require RTO of Less Than 4 Hours 

R 

R 

To achieve an RTO in the range often minutes to four hours, the Service Provider recommends 
the use of the service catalogue offering known as "Tier 1 - Business Priority - Geographically 
Distributed Cluster (with asynchronous data replication)". 

4. FUTURE BUSINESS CONTINUITY AND DISASTER RECOVERY 
OPPORTUNITIES 

As the scale of Business Continuity and Disaster Recovery Services grows, there may be 
additional cost effective Business Continuity and Disaster recovery technologies available as a 
result of leveraging the larger scale of such services. The Service Provider, through leadership, 
will bring new opportunities to the Province that might be available in the future through 
technological advancement such as improved Virtual Server capabilities, improved storage 
capabilities, and high availability clustering advancements. This Section includes some examples 
that may be addressed as potential future service transformation opportunities (refer to the 
Transformation SOW relating to the Services). 

Shared mainframe recovery between

• Each organization to rely on the other for emergency backup capacity and eliminate third 
party provider expense associated with Disaster Recovery Plans. 
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Managed Disaster Recovery Services 

• A complete service offering for co-location Clients. 

Disaster Recovery Test Services 

• Planning and execution of Disaster Recovery Exercises in support of a Province's BCP. 

• Executive summary outcome reports. 

• Could be limited to hardware and OS or could include application recovery. 

Offsite vaulting (electronic) 

eeking a solution that would be near the backup site. 

Exchange recovery solutions 

• Shared Disaster Recovery Plan capacity for Exchange services of multiple Clients. 

Test I Dev Servers 

• Pooling the test/development resources from multiple Clients as a shared capacity reserve 
for use in Disaster Recovery Plans. 
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Appendix A -Definitions 

This Appendix includes a list of terms used within this Statement of Work including the 
Appendices attached to and incorporated therein. 

Definable Term Definition 

"Agreement" Master Services Agreement dated March 30, 2009 between Her 
Majesty the Queen in right of the Province of British Columbia and 
EDS Advanced Solutions Inc. 

"Applications" Means any software developed or licensed by the Province 
(including, for greater certainty, Clients) that provides functions that 
are required by a Client in support of its business processes 

"BCP" Business Continuity Plan, as such term is defined in the Agreement 

"Business Continuity The services described in Section 1.3 ofthis SOW. 
and Disaster Recovery 
Services" 

"Business Continuity The services described in Article 17 (Business Continuity) of the 
Services" Agreement. 

"Business Impact The Business Impact Analysis determines the effect that each type of 
Assessment" or "BIA" potential threat, identified in a risk assessment, has on various 

functions or departments within an organization. 

"Container" A Sun Microsystems technology that allows for multiple instances of 
functionally independent operating systems and application on a 
single computer systems. 

"Continuity Enablers" Modular services and technologies that the Service Provider has 
developed to offer Disaster Recovery Services to the Province. 

"DC Subcontractor" Has the meaning set out in Schedule 5 (Special Terms) ofthe 
Agreement. 

"Disaster Recovery A process by which a group of people follow a Disaster Recovery 
Exercise" Plan step by step to its conclusion to validate all components ofthe 

pre-defmed recovery plan in full-scale simulation to ensure that the 
Disaster Recovery Plan will achieve the business objectives as stated 
in the Disaster Recovery Plan. 

"Disaster Recovery Plan The plan which documents and describes the process, steps and 
(DRP)" actions that will be taken to recover and restore availability of IT 

systems in the event of a disruption, loss or Disaster. 

"Disaster Recovery Has the meaning given to it in Section 1.1 of Appendix D of this 
Planning" sow. 
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Definable Term Definition 

"Disaster Recovery Means the services described in Section 3.4 ofthis SOW. 
Measures to Achieve 
RTO between 24 and 72 
Hours" 

"Disaster Recovery Means the services described in Section 3.5 of this SOW. 
Measures to Achieve 
RTO between 4 and 24 
Hours" 

"Disaster Recovery Services for developing and rehearsing advance arrangements and 
Services" procedures that enable an organization to respond to a Disaster and 

resume critical business functions within a predetermined period of 
time, minimize the amount of loss and repair or replace damaged 
assets or facilities as soon as possible. 

"Disaster Recovery Has the meaning given to it in the introductory paragraph of 
Site" Appendix D of this SOW. 

"Disaster Recovery Has the meaning given to it in Section 1.2 of Appendix D of this 
Test" sow. 
"GCIO" Government Chief Information Officer. 

"GCIO Information The policies and procedures that the GCIO mandates that the 
Security" Province and the Province's agents adhere to. 

"IT Recovery Exercise An annual activity that exercises the Disaster Recovery Plan for the 
(ITRE)'' Managed Mainframe Services delivered by the Service Provider. The 

exercise includes the recovery of the System and a subset of Client 
Applications. 

"Labour Disruption A written plan describing the actions to take in the event of a Labour 
Plan" Disruption. 

"Mainframe System" Has the meaning given to it in the Managed Mainframe Services 
sow. 

"Mainframe System Has the meaning given to it in the Managed Mainframe Services 
Software" sow. 
"Managed Mainframe Has the meaning given to it in the Managed Mainframe Services 
Services" sow. 

"Operations Centre 
Has the meaning given to it in Section 2.3.4 of this SOW. 

Plan" 

"OS" A hardware platform Operating System. 

"Personnel" Employees and independent contractors of the Service Provider. 
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' 

Definable Tcnn Definition 

"Recovery Centre" The other data centre not housing the production workload to be 
recovered due to a Disaster. 

"Recovery Exercise" Same as "Disaster Recovery Exercise". 

"Recovery Server" Has the meaning given to it in Section 3.4 ofthis SOW. 

"Satisfactiot1 Survey" A printed form or web based interview used to collect input from 
participants and stakeholders after the completion of a Disaster 
Recovery Exercise. Each survey is designed based upon the Disaster 
Recovery Exercise scenario that is used. 

"Service Provider Refer to Appendix C attached to this Statement of Work. 
Efforts" 

"Storage Reserve" Storage purchase from the Service Catalogue to be held as reserve 
capacity in support of the requirements of Disaster Recovery Plan. 

"Strategic Risk A Strategic Risk Assessment is a formal process of identifying and 
Assessment" or "SRA" evaluating risks that pose threats to the on-going success and 

operation of the business. 

"Table-top Exercise" A desktop process walkthrough of a Disaster Recovery Plan designed 
to evaluate the logic and content of the plan. 

"WPAR" An IBM technology that allows for multiple instances of functionally 
independent operating systems and application on single computer 
systems. 

"Virtual Image" A Virtual Server purchased from the Service Catalogue to be held as 
reserve capacity in support of the requirements of a Disaster 
Recovery Plan. 

"Virtual Server" An instance of a functionally independent operating systems and 
application on single computer systems. 
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Appendix B - Reports 

Executive Summary Report 

(Recovery Exercise) Executive Summary Report to be developed in keeping with established 
format, contents and detail of existing WTS Executive Reports completed for the annual IT 
Recovery Exercise. 

Satisfaction Survey 

(Recovery Exercise) Satisfaction survey to be developed in keeping with established format, 
contents and detail of existing customer .satisfaction survey completed for the annual IT 
Recovery Exercise. 
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Appendix C - Service Provider Efforts 

In the event a Disaster is declared, Service Provider's support services includes provision for 
invocation of relevant BCPs which in turn will may result in invocation of applicable Disaster 
Recovery Plans for the recovery and restoration of Service Provider Services. Furthermore, the 
Service Provider is responsible for specific tasks in Business Continuity or Disaster Recovery 
Plans which may be supported by the Services. 

In addition to executing applicable Service Provider BCP and Service Provider Disaster 
Recovery Plans, Service Provider will use prudent and commercially reasonable efforts to 
recover and restore services that are not covered by these plans, or where the plans are 
determined to be ineffective to recover and restore the Services. For this purpose, Service 
Provider assumes that Service Provider and the Province would pre-plan the priority of 
restoration of applications and services and they would also pre-plan which non-production 
assets could be repurposed to facilitate restoration of services. The pre-planned priorities can be 
changed at the time of a Disaster, if appropriate. 

In the event there is insufficient reserve capacity for recovery of all services the response will 
include the use of prudent and commercially reasonable efforts to find suitable alternative 
facilities, engaging suppliers to manufacture replacement equipment, engaging carriers to 
provide required network connectivity, reassignm~nt and·use of Service Provider staff who are 
not normally dedicated to the provision of Services to meet the objectives of Service Provider 
Efforts. 

1. DISASTER RECOVERY MEASURES 

In respect of general Disaster recovery measures, "Service Provider Efforts" will include without 
limitation the following: 

1.1 Identify Service Provider, DC Subcontractor or Third Party Canadian Data Centre 
Capacity 

In the case when a data centre becomes inaccessible during a Disaster, arid Services are no 
longer available at that site, Service Provider will promptly attempt to procure capacity at a 
facility to house equipment to be used to recover ahd restore the Services. The Service Provider 
will consider its own facilities and those of other providers, in order of geographic preference, of 
British Columbia, Canada, and, then, the United States or other countries with permission of the 
Province. Acquiring the necessary facility and capacity will depend on what is available at fair 
market value unless the Province elects to cover incremental costs for space available facility and 
capacity at a premium to fair market value. 

1.2 Leverage Available Service Provider Resources to Support Recovery 

Service Provider has an extensive internal wide area network and a skilled workforce located 
throughout Canada. Service Provider will quickly engage skilled resources to support critical 
recovery operations if alternate workforce is needed as a result of the Disaster. 
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1.3 Leverage Relationships with Carriers to Acquire Required Network Circuits from 
SP AN/BC and Service Provider to Alternate Sites. 

Service Provider and the Province have designed their networks to be as resilient as feasible to 
eliminate impact of Disasters. In the event of failure of the Services or a move to an alternate 
data centre facility, Service Provider will engage telecom carriers to provision necessary circuits. 
These circuits may be from a Service Provider facility to a recovery site or from a recovery site 
to the SP AN/BC network. 

1.4 Support Acquisition of Replacement Equipment for Both Server and Storage 
Infrastructures. 

In the event of a Disaster, it may be necessary to replace equipment to facilitate recovery and 
restoration. Service Provider will enter into supply arrangements to have new equipment ready 
to ship within 1 0 Business Days of submission of its request, for most types of Service Provider 
equipment. Tier 1 storage equipment is expected to be supplied or ready to ship within 30 
Business Days or a shorter period, if the Disaster is of a localized nature, affecting a single 
facility and not an entire region, and the equipment is available and acquired more quickly. 

1.5 Implement Work-Arounds to Address Changes to Operations Processes, etc. 

Service Provider will use its experience in varied operational processes to achieve quick 
recovery results. As recovery and restoration efforts near completion, all operational processes 
in effect that differ from standard Province processes will be reverted to standard Province 
processes, where possible. 

1.6 Operate and Report on Services Within Limitations ofWork-Arounds 

The Service Provider's Operation Centre will report the status of the recovery and consult with 
the Province with respect to process changes in order to help ensure that the Province has a 
thorough understanding of progress and has a collaborative role in the recovery and restoration 
operations. 

2. RESERVE CAP A CITY 

In respect of reserve capacity, "Service Provider Efforts" will include without limitation the 
following: 

2.1 Electricity - VA Gap between Province Commitment and Usage 

The VA gap between the Province's VA commitment and the Province's usage of electricity 
represents the reserve capacity available to the Province and any Client at each STMS Data 
Centre that is not affected by a Disaster 

The Service Provider will maintain, in confidence, a monthly estimation of the available data 
centre resources (e.g., for floor space and power) at its other Canadian data centres and those of 
DC Subcontractor to lessen the chance that ~n the event of a Disaster proper decisions and 
actions will be delayed. 
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2.2 Virtual Hosts - Windows, UNIX and Linux 

Service Provider will operate its Virtual Servers at the Server Farm Threshold and the Physical 
Host Threshold (each as defined in the Virtual Hosting Services SOW), which is at a capacity 
utilization of approximately a 75% average. Inherent in the design of Virtual Server 
technologies is the ability to set resource limits on individual guest servers. In the event of a 
Disaster, the Service Provider will review all guest servers and modify resource limits on guest 
servers supporting non-mission critical or non-business critical workload and make 
recommendation, as necessary, to the Province identifying some non-critical guest servers to be 
shut down. With the Province's approval, such non-critical virtual guest servers will be 
temporarily shutdown. Service Provider will then recover impacted mission critical and business 
critical workloads into these physical host servers having additional. capacity available for 
utilization, including use of any available capacity that exceeds the Server Farm Threshold. In 
addition, the Service Provider will use the capacity of supplemental physical servers as soon as 
they are acquired by the Service Provider .. 

2.3 Physical Hosts Windows, UNIX and Linux 

Service Provider does not intend to, on its own, maintain a shelf supply of physical servers in the 
data centres so there is no assured reserve capacity. However, if there are any available servers 
as a result of in-process orders or decommissioning, Service Provider will use these to 
supplement its recovery capabilities until additional equipment is received from suppliers. 
Service Provider will also use any physical servers that the Province designates as able to be 
repurposed from their normal usage (such as development servers). 

2.4 Storage 

Minimum operational storage reserves are: 

• Tier 1: 3 TB 

• Tier 2: 26.5 TB 

• Tier 3:42 TB 

The Service Provider acknowledges that its supplier has committed to have up to 20TB of 
additional Tier 1 storage available for shipment within 30 days Business Days. Until delivery, 
Service Provider will substitute available Tier 2 storage. 

The Service Provider acknowledges that its supplier has committed to have up to 1 OOTB of 
additional Tier 2 and 3 storage available, in aggregate, for shipment with 1 0 Business Days. 

Service Provider will also use any storage that can be re-purposed by the Province through 
deletion of non-essential (as determined by the Province) data, and which data can be restored 
from backup at a later date. 
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2.5 Network Attached Storage 

Service Provider will not be maintaining a shelf supply of Network Attached Storage ("NAS") in 
the data centres so there is no assured reserve capacity. However, ifthere are any available NAS 
servers as a result of in-process orders or decommissioning, Service Provider will use them to 
supplement its recovery capabilities until additional equipment is received from suppliers. 
Service Provider will also use any NAS that can be re-purposed by the Province by deletion of 
non-essential (as determined by the Province) data, and which data can be restored from backup 
at a later date. 

2.6 Network Switches 

Service Provider will not be maintaining a shelf supply of network switches in the data centres. 
Most network switches are anticipated to run near full port occupancy, though a few ports may 
be available. Network switches are procured as the Province submits service orders or as 
additional capacity is required for Transformation. However, if there are any available network 
switches as a result of in-process orders or decommissioning, Service Provider will use these to 
supplement recovery capacity until additional equipment can be received from suppliers. 

Service Provider will be able to supply up to 192 additional switch ports within 10 Business 
Days, which is adequate for support of approximately 48 additional servers. Service Provider 
will be able to increase the number of additional switches if the Province believes there will be a 
need for more than 48 additional servers. 
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Appendix D - Mainframe Disaster Recovery Service 

The Mainframe Disaster Recovery Service is the planning and test of the system-level recovery 
of the operating system in the primary compute environment or at the Disaster recovery site (the 
"Disaster Recovery Site") and, is the recovery and restoration of availability of the Mainframe 
System Software in the event of a disruption, loss or Disaster. 

This service provides for: 

• the recovery and restoration of the Mainframe System Software and availability so the 
Province can proceed with the restoration of Applications and data; 

• Planning, documentation, testing the operating system recovery procedures, and restoring 
the Mainframe System Software in the or the Disaster 
Recovery Site. 

1.1 Disaster Recovery Planning 

The Service Provider will provide disaster recovery services at a level of performance which will 
allow the Province to restore and/or continue the functions of Applications after a declared 
Disaster or data centre failure. 

Disaster Recovery Planning identifies, develops, documents and supports proactive activities that 
mitigate risk and provide plans, information, tools, and coordinated procedures to appropriately 
respond to and recover the operating system in the primary compute environment or at the 
Disaster recovery centre. 

Document, test and update procedures in a Service Provider Disaster 
Recovery Plan necessary for the secure, successful and coordinated 
recovery of the Mainframe System Hardware and the Mainframe 
System Software (to be referred to herein as the "Mainframe System 
Software"). 

Define the system resources, human resources, and physical resources 
and any other resource required to securely recover the operating 
system and incorporate the resource requirements information into the 
Service Provider Disaster Recovery Plan (DRP). 
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Develop the Service Provider Disaster Recovery Plan to support and 
achieve RTOs that do not exceed: 

• 48 elapsed hours immediately from the date and time 
there has been a data centre failure to restore 1 00% of 
production function and production data and 50% of 
processing capacity; 

• 48 elapsed hours from the date and time of Disaster 
declaration by the Province to restore 1 00% of 
production function and production data and 50% of 
processing capacity; 

• 1 0 elapsed calendar days from the date and time of 
Disaster declaration by the Province to restore 100% of 
development functions and data; and 

• in 40 elapsed calendar days from the date and time of 
Disaster declaration by the Province to restore 1 00% of 
processing capacity. 

Provide Service Provider Disaster recovery awareness and training for 
Mainframe System Software and provide the Province written 
confirmation, as documented in 'STMS Hosting Services SOW 8-
Business Continuity and Disaster Recovery Services'. 

Develop and include in the Service Provider Disaster Recovery Plan 
the interactions and integration of the Service Provider Disaster 
Recovery Plan with the Service Provider Operations Centre Plan. 

Add the Service Provider Disaster Recovery Plan to the list of 
approved Service Provider Disaster Recovery Plans. 

1.2 Disaster Recovery Test 

R 

R 

R 

R 

The Disaster Recovery Test may also be known or referred to as the Information Technology 
Recovery Exercise (ITRE). The ITRE is the testing process that validates the Service Provider 
Disaster Recovery Plan ("DRP") and demonstrates successful recovery and restoration of the 
Mainframe System Software. The recovery test is used to improve the plan's state of 
preparedness, accuracy, and viability. Testing also validates the predefined time and resources to 
recover the Mainframe System Software and facilitates the improved availability of the 
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Mainframe System Software if a disruption or failure occurs. The recovery test familiarizes 
response personnel and participants by validating response activities, roles, and procedures. 
Information Technology Recovery Exercises are scheduled at least once annually and may be 
coordinated in conjunction with other operating system recoveries or DRP/BCP testing. 

The Province will be responsible for identifying Application code and Application data that is 
required for recovery and for coordinating Application testing activities. The Service Provider 
will manage the custody and secure shipment of tapes that are necessary to restore the 
Application code and Application data~ In all cases the Service Provider will provide sufficient 
operational support staff to manage and coordinate the recovery and restoration and to enable or 
assist the recovery and restoration of the Application code and Application data. A minimum 
and continuous 48-hour test block is allocated to the recovery testing of the Mainframe System 
Software, Application code and Application data. 

In the event that the Disaster Recovery Site becomes unavailable for the test, the Service 
Provider will manage the custody and secure shipment of tapes that are necessary to restore the 
Application code and Application data. 

Establish test objectives and review with the Province to ensure that 
the agreed scope of the test is understood. 

Plan, arrange and conduct an annual Mainframe System Software 
recovery test, executing the procedures as outlined in the Disaster 
Recovery Plan (DRP) at the Disaster Recovery Site. 

During the testing activities related to the Mainframe System 
Software recovery; recover, operate, maintain, coordinate and support 
the availability of the Mainframe System Software, hardware and 
related communications capability at the Disaster Recovery Site. 

Schedule the test dates with Province input. 

Approve the test dates. 

Develop a Province client guide or any Recovery Exercise related 
document references, except the Service Provider Disaster Recovery 
Plan(s), that may be required by the Province to effect the 
participation of the Province in a Recovery Exercise. 
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Participate with the Province to develop a Province client guide or 
any Recovery Exercise related document references that may be 
required by the Province to effect the participation of the Province in 
a Recovery Exercise, especially where the reference information can 
only be provided or confirmed by the Service Provider. 

Coordinate the Province participation in the Recovery Exercise, as 
may be necessary. 

Integrate and participate in the coordination of Province participation 
in the Recovery Exercise, as may be necessary, including pre and 
post test meetings with the Province. 

Establish and validate network communications from SP AN/BC to 
the Disaster Recovery Site . 

. Consult with the Province to validate the network communications 
from SP AN/BC to the Disaster Recovery Site. 

Provide WAN connectivity from the Service Provider's network to 
the Disaster Recovery Site. 

Activate functional communications network during Disaster 
Recovery Test. 

Conduct both pre and post test meetings with the Province. 

Coordinate Application recovery test activities. 

Identify, retrieve and recover the appropriate version of the 
Mainframe System Software as defined in the Service Provider 
Disaster Recovery Plan. 

Verify the Mainframe System Software at the Disaster Recovery Site 
is fully functional and available for Application recovery and testing. 

Provide experienced and qualified recovery specialists as required to 
conduct the test. This would include technical and support staff to 
assist the Province Application recovery. 

Perform and verify Application recovery. 
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At the conclusion of the test at the Disaster Recovery Site, destroy 
residual data or make it inaccessible by wiping the media in 
compliance with US Department ofDefense Standard 5220.22-M (c) 
Clearing and Sanitization Matrix, or equivalent. 

Identify and recommend procedural or technical changes that could 
expedite recovery and restoration or improve the Service Provider 
·Disaster Recovery Plan. 

Within 30 days following the completion of the annual test, provide 
the Province with: 

• written and signed confirmation that the disc media at 
the Disaster Recovery Site has successfully been 
wiped; 

• a formal and signed copy of the Mainframe Disaster 
Recovery Executive Summary and ITRE Results, 
including known recommendations, in keeping with 
the requirements and responsibilities as documented in 
the STMS Hosting Services SOW 8- Business 
Continuity and Disaster Recovery Services; 

• a post exercise ITRE Issue List (in a format to be 
agreed by the Service Provider and the Province) 
documenting issues to be remedied by the Service 
Provider and/or the Province or the Clients responsible 
for recovering the Applications and data, in keeping 
with the requirements and responsibilities as 
documented in the STMS Hosting Services SOW 8-
Business Continuity and Disaster Recovery Services; 
and 

• an updated Service Provider Disaster Recovery Plan 
for Managed Mainframe Services, including new or 
updated Appendices, in keeping with the requirements 
and responsibilities as documented in the STMS 
Hosting Services SOW 8 - Business Continuity and 
Disaster Recovery Services. 
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Receive and review the reports, evidence summaries, 
recommendations, issues list and any additional related submissions 
of updates. 

Approve or reject improvements or recommendations that require 
additional funding, policy changes, or specific approvals by others. 

1.3 Mainframe Disaster Recovery 

R s 

R I 

The Service Provider--will predetermine and establish the Disaster Recovery Site in Canada. The 
Disaster Recovery Site will include the use of shared and dedicated resources that will be 
activated for recovery and restoration. These shared resources are qualified, trained and 
equipped to successfully execute the Service Provider Disaster Recovery Plan. 

If sufficient resources at the Disaster Recovery Site are not available to the Province and the 
Service Provider during a Disaster, e.g. because the resources are being used by another user of 
the Disaster Recovery Site, the Service Provider will proactively and vigorously use prudent and 
commercially reasonable efforts to acquire alternate qualified, trained and equipped recovery 
resources. 

If the Disaster Recovery Site is not available, in whole or in part, to the Province and the Service 
Provider during a Disaster, e.g. because the Disaster Recovery Site is being used by other users 
of the Disaster Recovery Site, then the Service Provider will proactively and vigorously use 
prudent and commercially reasonable efforts to acquire alternate recovery resources in Canada, 
and, then, if no alternate recovery resources or equally adequate alternate facility is available in 
Canada, the United States or other countries with permission of the Province. 

Recover and restore the Mainframe System Software in the
or at the Disaster Recovery Site. 

Recover and restore user catalogues for the restoration of the Client 
Applications and Application data. 

Verify synchronization of the Client Applications and Application data 
with operating system files or any catalogue restore. 
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Restore the Applications and Application data. 

In the event that the Disaster Recovery Site is not available, manage the 
secure custody and shipment of tapes that are necessary to restore the 
Client Applications and Application data. 

In the event where the Disaster Recovery Site becomes unavailable, the 
Service Provider will proactively and vigorously use prudent and 
commercially reasonable efforts to acquire alternate recovery resources 
in Canada, and, then, if no alternate recovery resources or equally 
adequate alternate facility is available in Canada, the United States or 
other countries with permission of the Province. 

Provide permission to the Service Provider to acquire the alternate 
recovery resources outside of Canada, including in priority; the United 
States or other countries, in the event that the designated Disaster 
Recovery Site is not available and Service Provider efforts to acquire the 
alternate recovery resources in Canada are not successful. 

Securely ship any removable media to and from the Disaster Recovery 
Site. 
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SAMPLE 
Appendix E - Sample SOW for Disaster Recovery Plan Development 

Sample Only 
Contents and specifics are included as illustration and informational purposes only and not intended to 

preclude the negotiated development of business specific Statements of Work 

(Subject to update, as may be deemed by Service Provider and agreed by the Province to be appropriate) 

Statement of Work 

for 

Disaster Planning Services 

For 

"_application/system_" 
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SAMPLE 
TABLE OF CONTENTS 

1. Overview ..................................................................................... Error! Bookmark not defined. 

2. Scope of Work .......................•.....•................•..••.••......•..•.......... Error! Bookmark not defined. 

3. Project Management Approach •..••....•........•......................•...... Error! Bookmark not defined. 

3.1 Communications Management ....................................... Error! Bookmark not defined. 
3.2 Risk Management ........................................................... Error! Bookmark not defined. 
3.3 Issue Management ................................... ~ ...................... Error! Bookmark not defined. 
3.4 Schedule Management.. .................................................. Error! Bookmark not defined. 
3.5 Change Management Process ......................................... Error! Bookmark not defined. 
3.6 Project Management Deliverables .................................. Error! Bookmark not defined. 

4. Disaster Recovery Plan Development Process ...........•.•.......•.. Error! Bookmark not defined. 

4.1 Identify & Select Options for Vital Components ........... Error! Bookmark not defined. 
4.2 Obtain Approvals for Recovery Solutions ...................... Error! Bookmark not defined. 
4.3 Identify Components of the Disaster Recovery Plan ... , .. Error! Bookmark not defined. 
4.4 Produce the Disaster Recovery Plan ............................... Error! Bookmark not defined. 
4.5 Testing and Maintaining the Disaster Recovery Plan ..... Error! Bookmark not defined. 

4.5.1 Define Guidelines for Testing the Disaster Recovery Plan. Error! Bookmark not 
defined. 

4.5.2 Reporting ................................................................ Error! Bookmark not defined. 
4.6 Develop Recovery Plan Maintenance Process ................ Error! Bookmark not defined. 

5. Project Assumptions and Constraints .......••............................. Error! Bookmark not defined. 

6. Responsibilities ........................................................................... Error! Bookmark not defined. 

7. Project Deliverables .....................•......................•...................... Error! Bookmark not defined. 

8. Typical level of effort for Disaster Recovery Plan Development: ....... Error! Bookmark not 
defined. 

9. Project Timeline ......................................................................... Error! Bookmark not defined. 

10. Province Approval .......•.................•.............•......................•...... Error! Bookmark not defined. 

11. Service Provider Account Sponsorship •................•.....•............ Error! Bookmark not defined. 

Note: Use the "Word Find and Replace" feature to find "_application/system_" and "_RTO_" 
(including the double quotes). Replace these with the name of the application and or system that 
this SOW relates to and the specific RTO required. Then delete this note in is entirety. 
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~- ~ . . . 
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SCHEDULE7 

LANGUAGE OF SERVICES 
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SCHEDULES 

SERVICE LOCATIONS 

1. Data Centres. 

1.1 Province: Province owned or controlled data centres: 

(collectively, the "Province Data Centres") 

1.2 Service Provider: Service Provider owned or controlled data centres: 

STMS Interior Data Centre 

STMS Calgary Data Centre 

(together, the "STMS Data Centres") 

(collectively, with the STMS Data Centres, the "Service Provider Data Centres") 

The Service Provider will perform Services for the Province from the Service Provider Data 
Centres identified above (all of which data centres are leveraged facilities, within which services 
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will be provided for other entities). 

1.3 Province Remote Infrastructure Server Locations: 
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(collectively, the "Remote Infrastructure Server Locations") 

1.4 Province Remote Application Server Locations: 
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(collectively, "Remote Application Server Locations") 

1.5 Service Provider Other: 
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3. General Provisions. 

3.1 Certain Service Locations from which the Services are provided will change in accordance with 
the Transformation Plan and the Business Continuity Plan (for example, over time Province 
equipment will be moved from the Province Data Centres listed in Section 1.1 above to the 
STMS Data Centres). The Province's Approval of the Transformation Plan and Business 
Continuity Plan will constitute Approval, for the purposes of the Agreement, of any changes in 
Service Locations provided that they are completed in accordance with the Approved 
Transformation Plan and Approved Business Continuity Plan. 
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SCHEDULE9 

TRANSFORMATION SOW 
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1. INTRODUCTION 

1.1 Definitions 

Capitalized words used in this Statement of Work ("SOW") shall incorporate the meanings 
given to such words in the Agreement. In the event that a term is not defined in the Agreement, it 
shall have the meaning provided in Appendix A (Definitions) of this SOW or in the body ofthis 
sow. 

1.2 Purpose of this Document 

1.2.1 Purpose of this Document 

This SOW describes the Transformation Projects to be performed by the Service Provider under 
the Agreement .and responsibilities of the Service Provider and the Province in connection 
therewith. 

This SOW must be read in conjunction with the Transformation Plan attached as Schedule 10 
(Transformation Plan) to the Agreement. The Transformation Plan sets out the detailed schedule 
of tasks for the performance of the Transformation Projects described in this SOW. 

1.2.2 Appendices 

The following Appendices are attached to and form part of this SOW, whether or not they are 
specifically referred to in this SOW: 

1.3 

• AppendixA 
• AppendixB 
• Appendix C 
• AppendixD 

Definitions 
Intentionally Deleted 
Manual Outline 
Province Freeze Periods 

Related SOWs 

The Parties acknowledge and agree that this SOW is subject to the provisions of the Agreement 
and Schedules to the Agreement. However, the Parties have identified the following SOWs or 
Schedules to the Agreement as being important to the understanding of Services set forth in this 
SOW: 

• Data Centre Services SOW 
• Business Continuity and Disaster Recovery Services SOW 
• Security SOW 
• Service Management SOW 
• Managed Mainframe Services SOW 
• Server Management Services SOW 
• Managed Storage and Managed Backup Services SOW 
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1.4 Interpretation 

Statements or references in this SOW or the Transformation Plan to the Service Provider 
providing written notification to the Province when a deliverable or milestone (together, a 
"milestone") has been completed or achieved shall not alter the Service Provider's obligation to 
achieve the milestone by the date set out in the Transformation Plan nor require the Province to 
agree that any such milestone has been completed or achieved. 

The Parties acknowledge and agree that each milestone (whether delivered individually or along 
with other milestones) will be deemed completed or achieved once such milestone has been 
Approved by the Province, provided that, the Province shall not be required to approve the 
milestones set forth in Sections 3 and 4 ofthis SOW or milestones that are internal to the Service 
Provide and do not impact the Province. 

2. TRANSFORMATION OUTCOMES 

The Transformation Program is a group of 13 interrelated Transformation Projects described in 
the following sections of this SOW: 

Section 3 
Section 4 
Section 5 
Section 6 
Section 7 
Section 8 
Section 9 
Section 10 
Section 11 
Section 12 
Section 13 
Section 14 
Section 15 

Service Provider Business Operations Implementation 
Office Facilities 
STMS Data Centres 
Network LAN/WAN 
Service Management 
Mainframe Services Migration Project 
Server Systems Management Transformation 
Virtualization Assessment and Migration Planning 
Field Services 
Storage and Backup 
After Hours Service Desk 
Security 
Virtualization and Migration 

The Transformation Projects support the achievement of the objectives set out in Section 1.13 of 
. . 

the Agreement. The Transformation Projects will achieve the following: 

(a) 

(b) 

50652395.10 

the STMS Data Centres will be constructed in the Interior of British Columbia 
and in Calgary, Alberta in accordance with Section 5 (STMS Data Centres 
Transformation Project) of this SOW. The STMS Data Centres will comply with 
the requirements of the Agreement relating to availability, reliability and 
redundancy and will be available to provide Services to the Province in 
accordance with Data Centre Services SOW; 

the Services will be provided from facilities and using Systems that comply with 
the Security SOW attached to the Agreement; 
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(c) implementation of Service Provider software tools and processes for the 
management of . Province Systems in accordance with Section 7 (Service 
Management) ofthis SOW; 

(d) installation and implementation of network facilities linking the STMS Data 
Centres with the Province and other Service Provider Support Locations in 
accordance with Section 6 (Network LAN/WAN) of this SOW; 

(e) migration of the Province's mainframe services to a new hardware and software 
environment in the in accordance with Section 8 
(Mainframe Services Migration) of this SOW; 

(f) migration of Province Servers to new hardware and software environments in the 
STMS Data Centres, and virtualization of those Servers to the extent planned in 
accordance with Section 10 (Virtualization Assessment and Migration Planning 
Project) ofthis SOW; 

(g) migration of the Managed Storage and Managed Back-up Services to new 
hardware and software environments in the STMS Data Centres in accordance 
with Section 12 (Storage and Backup) of this SOW; and 

(h) installation and implementation of Service Provider office facilities and business 
operations to support a Transformation Program Office and other business 
activities necessary to support the Agreement in accordance with Section 3 
(Service Provider Business Operations Implementation) and Section 4 (Office 
Facilities Transformation Project) of this SOW. 

The objectives of the Transformation Program will be supported by: 

(i) an economic model, set out in Schedule 23 (Fees) of the Agreement, that 
facilitates and encourages growth by the Province and participation and 
growth by the Broader Public Sector; 

(ii) governance structure, reviews, processes and remedies that enable 
constructive discussion and collaboration, timely decision-making and the 
achievement of milestones; and 

(iii) the commitment of the Parties to the success of the Transformation 
Program. 

The Transformation Projects are presented in an order that is logical from a project management 
perspective, however, such order does not reflect the importance of one project over another. 

3. SERVICE PROVIDER BUSINESS OPERATIONS IMPLEMENTATION 

"Business Operations" refers to the underlining business processes and tools that enable the 
Service Provider to provide services to its clients. The functions typically provided by the 
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Service Provider to its customers as "Business Operations" include client care, financial 
management and program management. 

Pursuant to Business Operations Transformation Project, the Service Provider will: 

(a) establish processes and tools to operate the Service Provider Business Office and 
· Program Management Office and to manage client care; and 

(b) refine the Transformation Plan. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. · 

Service Provider 
Business 
Operations 
Implementation 

50652395.10 

Establish 
Program 
Management 
Office and 
implement 
required 
governance 
processes 
including SLA 
reporting, 
project status 
reporting, project 
phase gate 
reviews, issue and 
risk management 

- 12-

Month 1, 
April, 2009 
(processes 
available for 
Province 
review) 

Month 2, May, 
2009 (PMO 
senior 
personnel are 
assigned) 

Month 3, June, 
2009 
(governance 
processes are 
refined with 
Province input 
and fully 
operational) 

Month 7, 
October, 2009 
(for new SLA 
reporting) 
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2009 business processes 
implement are operational 
required Month 7, 
processes such as October, 2009 Business Office is 
billing (for unit organized and 

billing) senior personnel 
assigned 

Implement N/A Month 1, Communication 
Service Provider April, 2009 Plans are executed 
client care and Service 
processes Excellence Voice 

of the Client 
survey capability 
is available 

Refine the N/A Month 3, June, Transformation 
Transformation 2009 (for Plan ready to be 
Plan initial reviewed with 

refinement) Governance 
Committees 

3.1 Establish Program Management Office 

The Service Provider will establish a program management office (the "Program Management 
Office") through which the Service Provider will: 

(a) produce Service Level reports; 

(b) implement, at the Service Provider's expense, the Governance Process described 
in the Agreement; 

(c) establish and operate an issue I risk management process; and 

(d) provide project status reporting; 

in support of the Transformation Projects and the Service Provider's operations. 

The Service Provider will provide written notification to the Province when the Program 
Management Office is operational. 
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3.2 Establish Business Office 

The Service Provider will establish a business office (the "Business Office") through which the 
Service Provider will, among other things: 

(a) implement and manage the Service Provider's participation in the Change Order 
Process; and 

(b) implement and manage billing processes and finanCial reporting, 

in accordance with the Agreement. 

The Service Provider will provide written notification to the Province when the Business Office 
is operational. 

3.3 Implement Client Care Processes 

The Service Provider will prepare and implement the following client care processes: 

(a) a communications plan for internal Service Provider communications; and 

(b) a communications plan between Service Provider and the Province in accordance 
with Schedule 17 (Communications Plan and Process) ofthe Agreement. 

The communications plan will incorporate the Service Provider's "Voice of the Client" process. 
The Service Provider's Voice ofthe Client process allows the Province to participate in a Service 
Excellence survey or interview process, at least once per year. The Province may also initiate 
the survey process on its own initiative. Interviews are face-to-face discussions among an 
independent representative from the Service Provider's Service Excellence team and three to five 
representatives of the Province selected by the Province. The interviews typically last one hour 
and include open-ended questions about the Service Provider's performance, deliverables and 
service quality as well as past challenges, current expectations and future objectives. 

3.4 Refine Transformation Plan 

The Service Provider and the Province have prepared the Transformation Plan attached to the 
Agreement as Schedule 10 (Transformation Plan). 

Subject to the provisions of Article 6 (Transformation) of the Agreement, the Service Provider 
and the Province will collaborate on the initial refinement of the Transformation Plan (as refined, 
the "Revised Transformation Plan") as follows: 

(a) 

50652395.10 

the Service Provider and the Province will collaborate to identify required 
revisions to the Transformation Plan, if any, with consideration for the timing 
constraints described in Appendix D (Province Freeze Periods) and will resolve 
any conflicts with these constraints to the satisfaction of the Province; 
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(b) the Service Provider will prepare and deliver to the Province a Revised 
Transformation Plan for the Province's review; and 

(c) the Service Provider and the Province will approve the Revised Transformation 
Plan, as presented by the Service Provider or as the Parties otherwise agree to 
amend the Transformation Plan in accordance with the Governance Process. 

Ongoing refinements of the Revised Transformation Plan will also be completed as set out 
above. For greater certainty, in this SOW, "Transformation Plan" refers, at any time, to: (i) the 
Transformation Plan attached as Schedule 10 (Transformation Plan) to the Agreement; or (ii) the 
Revised Transformation Plan, whichever is in effect at such time. 

4. OFFICE FACILITIES TRANSFORMATION PROJECT 

Pursuant to the Office Facilities Transformation Project, the Service Provider will establish 
office space for the Service Provider Personnel. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

Payment 
Significant i\'Iilcstoncs (sec 

Tntnsformation Milestones (sec table abon) (if Date of Acceptance 
Project table above) applicable) Price Deliverable Criteria 

Office Facilities Service 
Transformation Provider Office 

Space 

Preparation of 
Service Provider 
office facilities 

N/A Month 3, 
June,2009 

4.1 Use ofWTS Office Facilities and Assets 

Office space 
outfitted and 
ready for 
Service 
Provider 
Personnel 

The Transitioning Employees will remain in the WTS facilities and the Service Provider will 
perform the Services from the WTS facilities until the Service Provider Office Facilities are 
prepared and ready for occupancy (provided that the Service Provider Office Facilities shall' be 
ready for occupancy and the Transitioning Employees and any Service Provider managers shall 
move from the WTS Facilities to the Service Provider Office Facilities no later than the end of 
month three of the Term). During the period until the Service Provider Office Facilities are 
ready for occupancy, the Transitioning Employees will continue to: 
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• use the same office facilities as the Transitioning Employees were using immediately 
prior to the Hand-Over Date when they were employees of the Province (collectively, the 
"WTS Office Facilities"); and 

• have use of all Province infrastructure and tools to perform the Managed Services as the 
Transitioning Employees were using immediately prior to the Hand-Over Date when they 
were employees of the Province. 

The Service Provider will cause the Transitioning Employees and all Service Provider managers 
who access the WTS Office facilities to comply with all Province Policies relating to access, 
security, safety, operations and facilities procedures relating to the WTS Office Facilities. 

The Province will: 

(a) for the three month period following the Hand-Over Date, make available: 

(b) 

(c) 

4.2 

(i) the WTS Office Facilities for the Transitioning Employees and Service 
Provider managers (approximately 100 workspaces and 9 offices); and 

(ii) the tools being used by the Transitioning Employees prior to the Hand
Over Date, the IT infrastructure and network connectivity to allow the 
Transitioning Employees and the four Service Provider managers to 
perform the Managed Services while located at the WTS Office Facilities 
in the same manner as the Transitioning Employees were performing such 
services immediately prior to the Hand-Over Date; 

for up to ninety days following the Hand-Over Date, make available the cellular 
telephones, pagers and similar communication devices provided by the Province 
to the Transitioning Employees immediately prior to the Hand-Over Date (such 
cellular telephones, pagers and similar communication devices will be provided to 
allow the Transitioning Employees to perform the Managed Services in the same 
manner as such services were being provided by them immediately prior to the 
Hand-Over Date only); and 

cause the telephone numbers of such cellular telephones, pagers and similar 
communication devices to be assigned to the Service Provider when the Service 
Provider replaces the Province supplied devices with similar devices belonging to 
the Service Provider. 

Preparation of Service Provider Office Facilities 

The Service Provider will prepare the Service Provider Office Facilities for Service Provider 
Personnel (which, for greater certainty, includes the Transitioning Employees) who will be 
involved in providing Services to the Province. The Service Provider will provide written 
notification to the Province when the Service Provider Office facilities are ready for Service 
Provider Personnel. 
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4.3 Service Provider Exit from WTS Office Facilities 

The Service Provider will: 

(a) cause the Transitioning Employees and Service Provider managers (the Service 
Provider Personnel) at the WTS Office Facilities to leave the WTS Office 
Facilities no later than the end of month three ofthe Term; 

(b) in connection with the departure of the Service Provider Personnel from the WTS 
Office Facilities, transition from the WTS Exchange mail service, personal 
computers and LAN connectivity to the Service Provider's personal computers, 
Exchange mail service and LAN connectivity; and 

(c) following the departure of the Service Provider Personnel from the WTS Office 
Facilities, leave the WTS Office Facilities in the same condition as they were 
immediately prior to the Hand-Over Date, normal wear and tear excepted. 

After the third month of the Term of the Agreement, the Province will make available to the 
Service Provider Personnel, at the WTS Office Facilities, for the Service Provider's use in the 
performance ofthe Managed Services, the following: 

5. 

• IDIR IDs and Exchange mailboxes (shared generic email boxes only) for select Service 
Provider employees as required to perform the Managed Services; and 

• Network access for Service Provider Personnel required to work at WTS facilities in 
order to perform the Managed Services (for example, to respondto incidents, to carry out 
preventive maintenance, for the delivery of new additional services). 

STMS DATA CENTRES TRANSFORMATION PROJECT 

Pursuant to the STMS Data Centres Transformation Project, the Service Provider will cause two 
data centres to be constructed, one in Calgary, Alberta and one in the interior of British 
Columbia. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 
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Sign i tic ant 
l\lilcstoncs Pa~ mcnt l\Iilcstoncs 

Transfonnation (sec table (sec table abo\C) (if Date of Acceptance 
Projl'Ct above) applicable) Price Deli' crablc Criteria 

Data Centre STMS STMS Data Centre Month 8, Customer 
Facilities Calgary Availability Date November 1, Environment for 
Transformation Data 2009 Managed Services 

Centre available to 
Service Provider 
for installation of 
Managed Services. 

Initial Production Month 10, Service Provider 
Services January, 2010 providing 

Managed Services 
to the Province 

STMS STMS Data Centre Month25, Customer 
Interior Availability Date April1, 2011 Environment for 
Data Managed Services 
Centre available to 

Service Provider 
for installation of 
Managed Services. 

Initial Production Month27, Service Provider 
Services June, 2011 providing 

Managed Services 
to the Province 

5.1 Introduction 

5.1.1 Construction of STMS Data Centres 

Under the STMS Data Centres Transformation Project, the Service Provider will cause the 
following to be completed on or before the STMS Data Centre Availability Dates set forth 
below: · 

(b) 

5.1.2 

the construction of a new data centre facility located in the Interior of British 
Columbia with a minimum initial capacity of 1,800,000 VAs and a minimum 
potential VA capacity of 3,600,000 VAs; and 

the expansion of an existing data centre facility located in Calgary, Alberta with a 
minimum initial capacity of 1,800,000 VAs and a minimum potential VA 
capacity of7,200,000 VAs. 

Requirements 

The STMS Data Centres, and each STMS Data Centre will: 
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(a) at a minimum, comply with the requirements of the Agreement including the 
STMS Data Centre requirements set out in Appendix G (Data Centre 
Requirements) of the Data Centre Services SOW (the "Specifications") of the 
Agreement; 

(b) be constructed in accordance with the time line set forth in the Transformation 
Plan, including the construction milestones identified in this SOW; and 

(c) be available for the provision of Data Centre Services by the Service Provider to 
the Province not later than as documented in Table 1 - STMS Data Centre 
Availability Dates below. 

Table 1 - STMS Data Centre Availability Dates 

STMS Interior Data Centre STMS Calgary Data Centre 

STMS Data Centre Availability STMS Data Centre Availability Date 
Date 

April 1, 2011 November 1, 2009 

5.1.3 Completion 

For the purposes ofthis SOW, the construction of each STMS Data Centre will be deemed to be 
"complete" and the STMS Data Centre Availability Date Milestone (see table above) will have 
been met wheri: 

(a) the construction of the STMS Data Centre has been completed in accordance with 
the requirements of the Specifications; 

(b) the STMS Data Centre has been built in compliance with Applicable Laws; and 

(c) the Customer Environment for Managed Services is completed and meets the 
requirements set forth in the Data Centre Services SOW. 

Note to Draft: EDS is proposing a new definition for "Customer Environment for Managed 
Services" as this term is not defined in the Data Centre Services SOW. 

The Service Provider will cause its Data Centre Services Subcontractor to certify on or prior to 
the applicable STMS Data Centre Availability Date (the "STMS Data Centre Certification") 
that the conditions set out in paragraphs 5.1.1(a) - (b) have been satisfied. The STMS Data 
Centre Certification will be signed by a senior officer of the Data Centre Services Subcontractor 
and will include, as an attachment and to the extent available, copies of any required occupancy 
certificates issued by Governmental Authorities in the locality in which such STMS Data Centre 
is located. 
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Nothing in this SOW or the Agreement will require the Province to move in to the Customer 
Environment for Managed Services of an STMS Data Centre before the applicable STMS Data 
Centre Availability Date, even if the STMS Data Centre is available as a result of the early build 
and completion of such STMS Data Centre. 

5.2 STMS Interior Data Centre 

The Service Provider will cause the STMS Interior Data Centre to be constructed in accordance 
with the Specifications, the provisions of this SOW and the Transformation Plan. 

The Province acknowledges that the STMS Interior Data Centre is a leveraged facility and that 
the Service Provider will utilize the STMS Interior Data Centre to provide services to the 
Province and other customers. 

5.2.1 Completion of Purchase 

The Service Provider will cause its·Data Centre Services Subcontractor (or an affiliate of the 
Data Centre Services Subcontractor) (the "Buyer") to complete the purchase of the land and/or 
building at the location identified in Schedule 8 (Service Locations) to the Agreement for the 
construction ofthe STMS Interior Data Centre in accordance with the Transformation Plan. 

The Service Provider will provide the Province with a certification (the "Certification") in the 
form of the Milestone Deliverable Certification attached to this SOW as Appendix E (Milestone 
Deliverable Certification) when: 

(a) 

(b) 

5.2.2 

the Buyer has entered into an agreement of purchase and sale with the seller to 
purchase the site (the "Site") for the STMS Interior Data Centre site; and 

the agreement of purchase and sale forms a binding obligation of the Buyer and 
the seller for the purchase and sale of the Site, subject to the conditions set out in 
the Milestone Deliverable Certification attached to this SOW as Appendix E 
(Milestone Deliverable Certification). 

Interior Construction Milestones and Reporting 

The Service Provider will report on the achievement of the following milestones (the "Interior 
Milestones") related to the construction of the STMS Interior Data Centre in accordance with 
Section 5.4 (Reporting and Transformation Credits) of this SOW: 

(a) Site Purchase 

(b) Conceptual Design Complete 

. (c) Earthworks 

• Earthworks permit issued 
• Start site grading and construction of access roads 
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(d) Building permits issued: 

• Building and Equipment Yard Foundation Work Starting 
• Start building foundation and major equipment pad and diesel fuel yard layout 
• Electrical and mechanical rough-in 
• Concrete formwork 
• Pour and finish Slab 

(e) Structural Steel Work 

• Start erecting structural steel for building walls and roof 

(f) Structural Framing Complete 

• Start cladding exterior walls and enclosing roof 

(g) Building Shell and Roof Complete 

• Start interior build out 
• Framing demising walls, drywall installation, electrical distribution system 

and mechanical systems rough-in 

(h) Major Equipment on Site 

• Transformers 
• UPS equipment 
• PDUs 
• Diesel generators 
• Fuel oil tanks 
• HV AC equipment 
• Interior work continuing 

(i) Major Equipment Placed 

G) Major Equipment Installation nearing completion: 

• Interior works continuing (architectural finishes, millwork, hardware) 

(k) Start Commissioning Major Equipment 

• Interior works substantially complete 
• Commissioning of security, fire alarm and building automation system and 

controls underway 

(1) Commissioning substantially complete 

• Begin Province space improvements 
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• Final Cleaning 

(m) Project complete, ready for customer move in 

The reporting to be provided by the Service Provider to the Province will identify progress of the 
construction of the STMS Interior Data Centre against the Interior Milestones above including 
whether or not such Interior Milestones are on schedule or delayed and the achievement of such 
Interior Milestones in accordance with the Transformation Plan. 

The Interior Milestones identified above are provided for information and reporting purposes 
only. The Parties acknowledge that the Interior Milestones are subject to change in the course of 
the construction of the STMS Interior Data Centre, provided that no change in the Interior 
Milestones shall be effective to change the STMS Data Centre Availability Date for the STMS 
Interior Data Centre. 

5.2.3 Availability of STMS Interior Data Centre at STMS Data Centre Availability 
Date 

The Service Provider will provide the STMS Data Centre Certification to the Province on or 
prior to the STMS Data Centre Availability Date for the STMS Interior Data Centre. 

5.2.4 Security Threat Risk Assessment for STMS Interior Data Centre 

The Service Provider will conduct a Security Threat Risk Assessment in respect of the STMS 
Interior Data Centre in accordance with Schedule 24 (Privacy Obligations) of the Agreement 
within thirty days of the STMS Data Centre Availability Date for the STMS Interior Data Centre. 

5.2.5 STMS Interior Data Centre Requirements Verification 

The Service Provider will complete the Data Centre Requirements Verification described in 
Section 5.4 of the Data Centre Services SOW to verify that the STMS Interior Data Centre meets 
the data centre infrastructure requirements described in Appendix G (Data Centre Requirements) 
ofthe Data Centre Services SOW of the Agreement. The Data Centre Requirements Verification 
in respect of the STMS Interior Data Centre will be completed in accordance with the schedule 
described in the Transformation Plan. 

5.2.6 Provision of Services 

The Service Provider will prepare the Customer Environment for Managed Services to enable 
the Service Provider to provide the Managed Services as described in Section 6 (Network 
LAN/WAN), Section 9 (Server Systems Management Transformation), and Section 12 (Storage 
and Backup) of this SOW. 

The Service Provider will provide Services from the STMS Interior Data Centre to the Province 
as follows: 
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as Applications (and their associated data) are migrated to the STMS Interior Data 
Centre in accordance with Section 15 (Virtualization and Migration Project) of 
this SOW; and 

in response to the Service Request process described in the Service Management 
sow. 

STMS Calgary Data Centre 

The Service Provider will cause an expansion to the existing STMS Calgary Data Centre in 
accordance with the requirements of the Agreement and the Transformation Plan. The STMS 
Calgary Data Centre will be available for the provision of Managed Services to the Province in 
accordance with the Transformation Plan. 

The Service Provider will utilize the STMS Calgary Data Centre in providing the Managed 
Services to the Province and for providing the Services described in the Data Centre Services 
SOW to the Province if the Province elects to receive Data Centre Services from the Service 
Provider at the STMS Calgary Data Centre. 

The Province acknowledges that the STMS Calgary Data Centre is a leveraged facility and that 
the Service Provider will utilize the STMS Calgary Data Centre to provide services to the 
Province and other customers. 

5.3.1 Calgary Construction Milestones and Reporting 

The Service Provider will report on the achievement of the following milestones (the "Calgary 
Milestones") related to the construction of the STMS Calgary Data Centre in accordance with 
Section 5.4 (Reporting and Transformation Credits) of this SOW: 

(a) Major Equipment Installation nearing completion: 

• Interior works continuing (architectural finishes, millwork, hardware) 

(b) Start Commissioning Major Equipment 

• Interior works substantially complete 
• Commissioning of security, fire alarm and building automation system and 

controls underway · 

(c) Commissioning substantially complete 

• Begin Province space improvements 
• Final Cleaning 

(d) Project complete, ready for customer move in 

The reporting to be provided by the Service Provider to the Province will identify progress of the 
construction of the STMS Calgary Data Centre against the Calgary Milestones above including 
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whether or not such Calgary Milestones are on schedule or delayed, and the achievement of such 
Calgary Milestones in accordance with the Transformation Plan. 

The Calgary Milestones identified above are provided for information and reporting purposes 
only. The Parties acknowledge that the Calgary Milestones are subject to change in the course of 
the construction of the STMS Calgary Data Centre, provided that no change in the Calgary 
Milestones shall affect or change the STMS Data Centre Availability Date for the STMS Calgary 
Data Centre. 

5.3.2 Availability of STMS Calgary Data Centre at STMS Data Centre 
Availability Date 

The Service Provider will provide the STMS Data Centre Certification to the Province on or 
prior to the STMS Data Centre Availability Date for the STMS Calgary Data Centre. 

5.3.3 Security Threat Risk Assessment for STMS Calgary Data Centre 

The Service Provider will conduct a Security Threat Risk Assessment in respect of the STMS 
Calgary Data Centre in accordance with Schedule 24 (Privacy Obligations) of the Agreement 
within thirty days of the STMS Data Centre Availability Date for the STMS Calgary Data 
Centre. 

5.3.4 STMS Calgary Data Centre Requirements Veriflcation 

The Service Provider will complete the Data Centre Requirements Verification described in _ 
Section 5.4 of the Data Centre Services SOW of the Agreement to verify that the STMS Calgary ' 
Data Centre meets the data centre infrastructure requirements described in Appendix G (Data 
Centre Requirements) of the Data Centre Services SOW. The Data Centre Requirements 
Verification in respect of the STMS Calgary Data Centre will be completed in accordance with 
the schedule described in the Transformation Plan. 

5.3.5 Provision of Services 

The Service Provider will prepare the Customer Environment for Managed Services to enable 
the Service Provider to provide the Managed Services as described in Section 6 (Network 
LAN/WAN), Section 9 (Server Systems Management Transformation), and Section 12 (Storage 
and Backup) of this SOW. 

The Service Provider will provide Services from the STMS Calgary Data Centre to the Province 
as follows: 

(a) 

(b) 
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in response to the Service Request process described in the Service Management 
sow. 

Reporting and Transformation Credits 

Construction Reviews 

The WTS Hosting Alliance Management Office Lead and the Service Provider Data Centre Lead 
(the "Designated Leads") will meet to review the construction reporting provided by the Service 
Provider in respect of each STMS Data Centre as follows: 

• the Designated Leads will meet monthly, commencing six months prior to the 
applicable STMS Data Centre Availability Date, to review the construction 
reporting; and 

• the Designated Leads will meet twice each month, commencing three months 
prior to the applicable STMS Data Centre Availability Date, to review the 
construction reporting. 

Promptly following each such construction review meeting of the Designated Leads, the 
Designated Leads will hold update meetings to review the progress on construction of the STMS 
Data Centre to which the Province and all Other Customers will be invited. 

If at any time the actual progress of construction of an STMS Data Centre has significantly fallen 
behind schedule or the Province is of the opinion that the actual progress of the construction has 
significantly fallen behind schedule or that an STMS Data Centre will not be completed by the 
applicable STMS Data Centre Availability Date, the Service Provider will be required: 

(a) within fifteen Business Days of receipt of notice from the Province, to produce 
and deliver to the Province: 

(i) . a report identifying the reasons for the delay; and 

(ii) a plan showing the steps that are to be taken by the Service Provider to 
complete such STMS Data Centre by the applicable STMS Data Centre 
Availability Date (the "Preemptive Remedial Plan"); and 

(b) to work diligently to bring completion of such STMS Data Centre back on 
schedule in accordance with the Preemptive Remedial Plan approved by the 
Province. 

The Service Provider will notify the Province if, at any time, the actual progress of the 
construction of an STMS Data Centre is significantly ahead of schedule. 

5.4.2 STMS Data Centre Delay 

Commencing three months prior to the STMS Data Centre Availability Date for an STMS Data 
Centre and continuing until the construction of the STMS Data Centre is completed in 
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accordance with this SOW, if the construction reporting provided in respect of the construction 
of the STMS Data Centre indicates that the construction of the STMS Data Centre is behind 
schedule, then: 

(a) the Designated Representatives will meet weekly to review the status of the 
construction against the timelines; 

(b) the Service Provider will review the construction of the STMS Data Centre with 
the Data Centre Services Subcontractor prior to each weekly meeting and will 
report to the Province on the measures that are being implemented in response to 
the construction delays; and 

(c) the Province and the Service Provider will cooperate to identify any actions that 
inay be taken by any of them in response to the construction delays at the STMS 
Data Centre and, as they deem appropriate, in investigating alternate sources of 
data centre capacity. 

Promptly following each such construction review meeting of the Designated Leads relating to a 
delay in construction, the Designated Leads will hold update meetings to review the delays in 
construction to which the Province and all Other Customers of the STMS Data Centre will be 
invited. 

If the delay in construction of the STMS Data Centre is, at any time determined to be, one month 
or more, then the Parties will immediately escalate the issue of the construction delays to the 
Joint Executive Committee under the Agreement. The Province and the Service Provider will 
continue to review the delay in construction at Joint Executive Committee meetings on a bi
weekly basis until such time as the delays in construction have been eliminated and the 
construction of the STMS Data Centre is back on schedule. 

If either STMS Data Centre is not complete on or before the STMS Data Centre Availability 
Date for such STMS Data Centre, then the Service Provider shall: 

(i) immediately provide the Province with a reasonable plan and schedule 
(the "Remedial Plan") to mitigate the effect of such delay, which 
schedule shall specify in reasonable detail the manner in, and· the latest 
date by which, such delay is proposed to be mitigated and the applicable 
STMS Data Centre will be available; and 

(ii) thereafter, perform its obligations to achieve all elements of the Remedial 
Plan in accordance with its terms within the time for the performance of 
its obligations thereunder. 

The Remedial Plan shall also identify options available to respond to the construction delays. 
The options documented by the Service Provider may include: (i) interim measures in respect of 
the space currently being used by the Province or Other Customers; (ii) a different delivery site 
or sites able to respond to the operational requirements of the Province and Other Customers; or 
(iii) such other measures as the Service Provider is able to identify. The Province shall not be 
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required to accept any option proposed by the Service Provider and shall accept one of the 
options proposed by the Service Provider only if it is acceptable to the Province. 

If the Service Provider fails to put forward the Remedial Plan, or the delay is not remedied 
within the requisite period, or the Service Provider puts forward a Remedial Plan and fails to 
perform its obligations thereunder necessary to achieve all elements of the Remedial Plan in 
accordance with its terms within the requisite time, or the Province does not accept any of the 
options proposed by the Service Provider in the Remedial Plan, then in each such case the matter 
will be escalated to the Joint Executive Committee under the Agreement in accordance with its 
Governance Process. 

5.4.3 Transformation Credits 

In the event the Service Provider fails to complete either STMS Data Centre in accordance with 
this SOW, then the Service Provider will pay the following Transformation Credits to the 
Province: 

• Monthly Out-of-Pocket Assistance; 
• VA Future Credits; and 
• Data Centre Delay Credits 

(collectively, the "Transformation Credits"). 

(a) Monthly Out-of-Pocket Assistance 

. For each month or any part thereof, that completion of an STMS Data Centre is delayed beyond 
the applicable STMS Data Centre Availability Date, the Service Provider will reimburse the 
Province for out-of-pocket expenses incurred in such month as a result of the unavailability of 
the STMS Data Centre (the "Monthly Out-of-Pocket Assistance"), up to the aggregate 
maximum amount in respect of such STMS Data Centre and month of delay as is set out in Table 
2 - Monthly Out-of-Pocket Assistance Cap below. The Province will provide the Service 
Provider with evidence of the out.,.of-pocket expenses incurred by it for which the Service 
Provider is to reimburse the Province, and the Service Provider will pay the Monthly Out-of
Pocket Assistance amounts to the Province within ten Business Days of receipt of such evidence. 

. r 

For the purposes of Section 5.4.3 (Transformation Credits), "out-of-pocket expenses" includes 
any costs, expenses or other amounts paid to a third party. 

Table 2- Monthly Out-of-Pocket Assistance Cap 

Month of 
Delay beyond 
STMSData 

Centre 
Availability STMS Calgary STMS Interior 

Date Data Centre Data Centre 

> or = 0 months 0 0 
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>or= 1 month 10,000 $75,000 

> or = 2 months 20,000 $100,000 

> or = 3 months 20,000 $100,000 

> or = 4 months 20,000 $100,000 

> or = 5 months 20,000 $100,000 

> or = 6 months 0 0 

(see Data (see Data 
Centre Delay Centre Delay 

Credits, below) Credits, below) 

> or = 7 months 20,000 $100,000 

> or = 8 months 20,000 $100,000 

For example, if the STMS Interior Data Centre is not completed within four months of the 
applicable STMS Data Centre Availability Date, then the Service Provider shall reimburse the 
Province in respect of the following: 

(i) for the failure to complete the STMS Interior Data Centre within one 
month of the applicable STMS Data Centre Availability Date, the Service 
Provider shall not be required to reimburse the Province for out-of-pocket 
expenses incurred by the Province in the first month i.e., the aggregate 
maximum amount will be $0; 

(ii) the failure to complete the STMS Interior Data Centre within two months 
of the applicable STMS Data Centre Availability Date, the Monthly Out
of-Pocket Assistance in respect of out-of-pocket expenses incurred by the 
Province in the second month, to an aggregate maximum amount in 
respect ofthe second month of$75,000; 

(iii) the failure to complete the STMS Interior Data Centre within three months 
of the applicable STMS Data Centre Availability Date, the Monthly Out
of-Pocket Assistance in respect of out-of-pocket expenses incurred by the 
Province in the third month, to an aggregate maximum amount in respect 
ofthe third month of$100,000; 

(iv) the failure to complete the STMS Interior Data Centre within four months 
of the applicable STMS Data Centre Availability Date, the Monthly Out
of-Pocket Assistance in respect of out-of-pocket expenses incurred by the 
Province in the fourth month up to an aggregate maximum amount of 
$100,000. 
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(b) VA Future Credits 

For each month that completion of an STMS Data Centre is delayed beyond the applicable 
STMS Data Centre Availability Date, then the Service Provider will provide the Province with a 
credit percentage (a "VA Future Credit Percentage") that will be used to calculate a credit 
against future VA Fees (the "VA Future Credit"). The amount ofthe VA Future Credit will be 
determined based on the VA Future Credit Percentages set out in Table 3 - VA Future Credit 
Calculation and Table 4- VA Future Credit Percentage, below. The VA Future Credits will be 
calculated, in each month following the completion of the STMS Data Centre in respect of which 
a VA Future Credit Percentage was provided, as follows: 

Table 3 - VA Future Credit Calculation 

VA Future Credit for = VA Fees for month X VA Future Credit 
month following following Percentage identified in 
completion of STMS completion of Table 4 -VA Future Credit 
Data Centre STMS Data Centre Percentage, below, for 

month of delay that is the 
month following 
completion of the STMS 
Data Centre 

The Service Provider will calculate the VA Future Credits for the month to which they apply and , 
will provide the Province with a credit in respect of such amount on the monthly invoice, which 
credit will be set-off against Fees in accordance with Section 15.5 (Right of Set-Off) of the 
Agreement. 

The VA Future Credit Percentages must be used in the order in which they were obtained. 

The availability of any VA Future Credits in any month shall not prevent the Province from 
claiming or obtaining any Service Level Credits in any such month to which it may be entitled 
under Schedule 11 (Service Levels). 

Table 4- VA Future Credit Percentage 

Month of STMS Calgary STMS Interior 
Delay beyond Data Centre Data Centre 
STMSData VA Future VA Future 

Centre Credit Credit 
Availability 

Date 

> or = 0 months 0% 0% 

>or= 1 month 0% 0% 

> or = 2 months 0% 0% 
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Month of STMS Calgary STMS Interior 
Delay beyond Data Centre Data Centre 
STMSData VA Future VA Future 

Centre Credit Credit 
Availability 

Date 

> or = 3 months 0% 0% 

>or=4 20% 10% 
months) 

> or = 5 months 30% 20% 

> or = 6 months 40% 30% 

> or = 7 months 50% 40% 

> or = 8 months 50% 50% 

>9 months 50% 50% 

For example, assume completion of the STMS Interior Data Centre is delayed by four months, 
then the Province is entitled to a VA Future Credit based on the VA Future Credit Percentage 
identified in Table 4 - VA Future Credit Percentage above for month 4 for the STMS Interior 
Data Centre (1 0% ). This VA Future Credit will be applied against the Province's VA charges 
for the fifth month following commencement of Services by the Service Provider. The VA 
Future Credit for the Province for such month will be the product of the VA Future Credit 
Percentage (10%) and the Province's VA Fees for such month. 

(c) Data Centre Delay Credits 

If the completion of an STMS Data Centre is delayed beyond the applicable STMS Data Centre 
Availability Date by six months, then the Service Provider will pay to the Province a Data Centre 
Delay Credit in the amount set out in Table 5 - Data Centre Delay Credits below, which Data 
Centre Delay Credit shall be payable to the Province by the Service Provider as follows: 

Table 5 -Data Centre Delay Credits 

STMS Calgary Data Centre STMS Interior Data Centre 
Data Centre Delay Credit Data Centre Delay Credit 

100,000 $250,000 

For example, if the STMS Interior Data Centre is delayed by six months, then the Service 
Provider will pay to the Province the sum of $250,000. The Province may invoice the Service 
Provider for the Data Centre Delay Credit in respect of the STMS Interior Data Centre at such 
time as completion of the STMS Interior Data Centre is delayed beyond the applicable STMS 
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Data Centre Availability Date by six months and the Service Provider will pay the Data Centre 
Delay Credit to the Province within ten Business Days receipt of the invoice therefor. 

In the event the Province elects not to terminate the Agreement under Section 5.4.3(d), then the 
Service Provider will continue to pay the following Transformation Credits to the Province: 

(i) Monthly Out-of-Pocket Assistance; and 

(ii) VA Future Credits until construction of the delayed STMS Data Centre 
has been completed in accordance with this SOW. 

(d) Termination 

. · If the completion of an STMS Data Centre is delayed beyond the applicable STMS Data Centre 
Availability Date by a period of six months (the "Build Delay Period"), then the Service 
Provider will provide the Province, within thirty days after the expiry of the Build Delay Period a 
report identifying options, in writing, available to the Province, which options may include: 

(i) interim measures in respect of the space currently being used by the 
Province; 

(ii) a different delivery site or sites able to respond to the operational 
requirements of the Province; and 

(iii) such other measures as the Service Provider is able to identify at the time, 
provided that the Province shall have no obligation to accept any option 
proposed by the Service Provider. 

If the Province does not accept any of the options proposed by the Service Provider in its report, 
then, in addition to the Transformation Credits set forth above (Sections 5.4.3(a) (Monthly Out-of 
Pocket Assistance), Section 5.4.3(b) (VA Future Credits) and Section 5.4.3(c) (Data Centre 
Delay Credits), the Province may, without limiting its other rights or remedies, and without cost, 
charge or liability, immediately terminate the Agreement for Service Provider Material Breach, 
in which case the provisions of Column 5 entitled "Termination by Province for Service Provider 
Material Breach" of Schedule 38 (Fees) shall apply. 

For greater certainty, the Transformation Credits set forth in Section 5.4.3(a) (Monthly Out-of 
Pocket Assistance) and Section 5.4.3(b) (VA Future Credits) will continue to apply until the first 
to occur of: (i) the delayed STMS Data Centre is completed; (ii) the Province elects an option 
proposed by the Service Provider under Section 5.4.3(d) (Termination) that does not include 
Transformation Credits or otherwise amends the Transformation Credits; or (iii) the Province 
terminates the Agreement in accordance with Section 5.4.3(d) (Termination). 

(e) .Agreement re Remedies 

The Province and Service Provider acknowledge and agree that: 

(i) the Service Provider will pay 
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(A) the Monthly Out-of-Pocket Assistance in 5.4.3(a) in respect of 
delays in the completion of an STMS Data Centre, unless and until 
the first to occur of: (1) the completion of the STMS Data Centre; 
(2) the Province elects an option proposed by the Service Provider 
under Section 5.4.3(d) that does not include such Transformation 
Credits or otherwise amends the Transformation Credits; or (3) the 
Province terminates the Agreement in accordance with Section 
5.4.3(d); 

(B) the VA Future Credits in' Section 5.4.3(b) in respect of delays in 
the completion of an STMS Data Centre, unless and until the 
earlier of: (1) the completion of the STMS Data Centre (at which 
point the right to accumulate further VA Future Credits expires but 
the obligation of the Service Provider to pay accumulated VA 
Future Credits survives) ; (2) the Province elects an option 
proposed by the Service Provider under Section 5.4.3(d) that does 
not include such Transformation Credits or otherwise amends such 
Transformation Credits; or (3) the Province terminates the 
Agreement in accordance with Section 5.4.3(d); 

(C) the Data Centre Delay Credits in respect of delays in the 
completion of the STMS Data Centre, unless and until the 
Province elects an option proposed by the Service Provider under 
Section 5.4.3(d) that does not include such Transformation Credits 
or otherwise amends such Transformation Credits; 

(ii) until such time as the Province terminates the Agreement in accordance 
with Section 5.4.3(d), the Province will not bring any Claims in respect of 
delays in the completion of the STMS Data Centre other than for payment 
ofthe Transformation Credits set out in Sections 5.4.3(a)- 5.4.3(c); 

(iii) if the Province terminates the Agreement under Section 5.4.3(d), the 
termination provisions of the Agreement will apply and the Province shall 
be entitled to such remedies as are available to it under the Agreement (for 
greater certainty, termination of the Agreement pursuant to Section 
5.4.3(d) is in addition to the obligations of the Service Provider to pay the 
Transformation Credits prior to termination of the Agreement); and 

(iv) if the STMS Data Centre is completed and the Province does not terminate 
the Agreement under Section 5.4.3(d), then except as provided in Sections 
5.4.3(a)- 5.4.3(c), the Service Provider will have no obligation or liability 
to and no Claims shall be made by the Province in respect of delays in the 
completion of the STMS Data Centre. 

NETWORK LAN/WAN 

Pursuant to the Network LAN/WAN Transformation Project, the Service Provider will: 
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(a) provide data communications between the Service Provider Support Locations 
and the Hosting Locations, enabling remote management and support of the 
Managed Equipment; and 

(b) provide data communications between the Province Network and the STMS Data 
Centres, enabling the Province to utilize the Managed Equipment located at the 
STMS Data Centres. 

Network LAN/WAN Transformation Project activities have been grouped under three headings: 

• Management Network; 

• STMS Calgary Data Centre Networking; and 

• STMS Interior Data Centre Networking. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

See Schedule Installed and 
23 (Fees), fully 

Transformation Appendix I operational 

Design See Schedule Month 1, 
23 (Fees), April, 2009 
Appendix I 

Order See Schedule Month2, 
23 (Fees), May, 2009 
Appendix I 

Install See Schedule Month4, 
23 (Fees), July 2009 
Appendix I 

Test and See Schedule Month4, 
Activate 23 (Fees), July 2009 

Appendix I 
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See Schedule Installed and 
Calgary Data 23 (Fees), fully 
Centre Appendix I operational 
Networking 

STMS Calgary See Schedule Month 3, 
Data Centre 23 (Fees), June 2009 
Design Appendix I 

Pre See Schedule Month 7, 
Configuration 23 (Fees), October 2009 
ofLAN & Appendix I 
WAN 
Equipment 

Installation of See Schedule Month8, 
Production 23 (Fees), November, 
Network Appendix I 2009 

LAN&WAN See Schedule Month 9, 
Testing 23 (Fees), December 

Appendix I 2009 

STMS Interior STMS Interior See Schedule Month20, Installed and 
Data Centre Data Centre 23 (Fees), November, operational 
Networking Design Appendix I 2010 

Pre See Schedule Month 24, 
Configuration 23 (Fees), March2011 
ofLAN & Appendix I 
WAN 
Equipment 

Installation of See Schedule Month 25, 
Production 23 (Fees), April, 2011 
Network Appendix I 

LAN&WAN See Schedule Month26, 
Testing 23 (Fees), May, 2011 

Appendix I 

6.2 Management Network 

The Service Provider will establish network connectivity (the "Management Network") to 
enable the Service Provider to remotely manage the Managed Equipment. The network 
connectivity to be established is between the Service Provider Support Locations and two 
connection points to the Province Network at the Province Designated Network Locations. When 
each STMS Data Centres become available, the Service Provider will also establish Management 
Network connectivity to each such STMS Data Centre. · 
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While the Management Network will be established in several phases in accordance with the 
Transformation Plan, there will be an initial, single connection between one Service Provider 
Support Location and the Province Designated Network Location at that will be 
established by the Hand-Over Date. · 

6.2.1 Early Circuit Install 

6.2.1.1 Service Provider Responsibilities 

The Service Provider will: 

. 6.2.1.2 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

establish an initial, single connection between one Service Provider Support 
Location and the Province Designated Network Location by the 
Hand-Over Date; 

prepare a detailed design for the initial single connection; 

order and install the circuit and hardware; 

provide the Province with the Service Provider's access requirements to the 
Managed Equipment and request that the Province provide the Third Party 
Gateway; 

test connectivity to the Managed Equipment in cooperation with the Province; and 

provide written notification to the Province when the Early Circuit Install 
Milestone (see table above) has been achieved (when the Management Network 
connectivity is available for use) . 

Province Responsibilities 

The Province will: 

(a) 

(b) 

(c) 

(d) 

50652395.10 

provide site contacts at the Province Designated Network Location 

approve physical access and provide directions for circuit and equipment 
installation; 

prepare, install and configure the Third Party Gateway in cooperation with the 
Service Provider; and 

test connectivity to the Managed Equipment in cooperation with the Service 
Provider and utilizing the Third Party Gateways. 
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6.2.2 Design 

6.2.2.1 Service Provider Responsibilities 

The Service Provider will: 

6.2.2.2 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

prepare a detailed design for the remaining components of the Management 
Network; 

provide the Province with the Service Provider's access requirements to the 
Managed Equipment; 

create a bill of materials for the network components required to connect the 
STMS Data Centres to SPAN BC; 

conduct peer review of the detailed design; 

obtain the approval of the Province to proceed with the installation of the 
remaining components of the Management Network; and 

provide written notification to the Province when the Design Milestone (see table 
above) has been achieved (when the Province has approved the installation of the 
remaining components of the Management Network). 

Province Responsibilities 

The Province will: 

(a) 

(b) 

6.2.3 

facilitate the review and approval for the connection of the remaining components 
of the Management Network to the Province Network and the installation of the 
Service Provider Network Equipment at Province Designated Network Locations; 
and 

prepare a design for the Third Party Gateways required at Province Designated 
Network Locations. 

Order 

The Service Provider will 

(a) order the circuits and Service Provider Network Equipment (not including any 
Third Party Gateways) required to establish the Management Network; and 

(b) provide written notification to the Province when the Order Milestone (see table 
above) has been achieved (when the circuits and the Service Provider Network 
Equipment have been ordered). 

The Province will order Third Party Gateway hardware. 
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6.2.4 Install 

6.2.4.1 Service Provider Responsibilities 

The Service Provider will: 

(a) install the Management Network circuits at the Province Designated Network 
· Locations; 

(b) install Management Network equipment at Service Provider Support Locations 
and at the Province Designated Network Locations; and 

(c) provide written notification to the Province when the Install Milestone (see table 
above) has been achieved (when the circuits and equipment are installed). 

6.2.4.2 Province Responsibilities 

The Province will: 

6.2.5 

(a) 

(b) 

(c) 

(d) 

(e) 

provide site contacts at the Province Designated Network Locations; 

provide space and power for the Service Provider Management Network 
equipment at the Province Designated Network Locations; 

approve physical access and provide directions for circuit and equipment 
installation at the Province Designated Network Locations; 

prepare, install and configure the Third Party Gateway in cooperation with the 
Service Provider; and 

support the Service Provider's installation of equipment at the Province 
Designated Network Locations. 

Testand Activate 

The Service Provider will: 

(a) 

(b) 

(c) 

50652395.10 

test connectivity to the Managed Equipment in cooperation with the Province; 

following successful completion of Management Network connectivity testing, 
activate the Management Network connectivity in accordance with the Change 
Management Process as described in the Service Management SOW; 

provide written notification to the Province when the Test and Activate Milestone. 
(see table above) has been achieved (following successful completion of the 
Management Network connectivity testing and activation of the Management 
Network); and 
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(d) operate the Management Network in accordance with the Data Centre Services 
SOW and the Service Management SOW. 

The Province will test connectivity to the Managed Equipment in cooperation with the Service 
Provider and utilizing the Third Party Gateways. 

6.2.6 Completion 

For the purposes of this SOW, the Management Network Significant Milestones (see table 
above) will be deemed to be "complete" when all of the milestones in Section 62 (Management 
Network) have been achieved. 

6.3 STMS Calgary Data Centre Networking 

The Service Provider will: 

(a) 

(b) 

6.3.2 

establish a network at the STMS Calgary Data Centre to enable it to provide the 
Managed Services and to connect to the Province Network; and 

establish network connectivity between the STMS Calgary Data Centre and the 
two Province Designated Network Locations, enabling Clients to utilize the 
Managed Equipment located at the STMS Calgary Data Centre. 

lligh Level Design 

The Service Provider and the Province will review and confirm the high level design for the 
Network connecting the STMS Data Centres and two Province Designated Network Locations as 
described in the Network section of the Data Centre Services SOW. Any changes to the high 
level design will be implemented in accordance with the Change Management Process described 
in the Service Management SOW. 

The Service Provider will provide written notification to the Province when the High Level 
Design Milestone (see table above) has been achieved (when the Service Provider and the 
Province have reviewed and confirmed the high level design for the Network connecting the 
STMS Data Centres and two Province Designated Network Locations as described in the 
Network section of the Data Centre Services SOW). 

6.3.3 STMS Calgary Data Centre Design 

The Service Provider will: 

(a) 

(b) 

50652395.10 

develop a design for the network components that are internal to the STMS 
Calgary Data Centre; 

review its design for the network components that are internal to the STMS 
Calgary Data Centre with the Province; and 
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(c) provide written notification to the Province that the Calgary Data Centre Design 
Milestone (see table above) has been achieved (when the design is complete and 
the Province has reviewed the design for the network components that are internal 
to the STMS Calgary Data Centre). 

The Province will review the design for the network components that are internal to the STMS 
Calgary Data Centre. 

6.3.4 Pre-Conti.guration of LAN & WAN Equipment 

The Service Provider will: 

6.3.5 

6.3.5.1 

(a) 

(b) 

(c) 

(d) 

take delivery, at an alternate Service Provider Support Location, of the equipment 
necessary to establish the internal network at the STMS Calgary Data Centre prior 
to the availability of the STMS Calgary Data Centre; 

configure such equipment at the alternate Service Provider Support Location; 

ship configured equipment to the STMS Calgary Data Centre; and 

provide written notification to the Province when the Pre-Configuration of LAN 
& WAN Equipment Milestone (see table above) has been achieved (when the 
configured equipment ha~ arrived at the STMS Calgary Data Centre). 

Installation of Production Network 

Service Provider Responsibilities 

The Service Provider will: 

(a) 

(b) 

(c) 

6.3.5.2 

install the circuits connecting the STMS Calgary Data Centre to the Province 
Designated Network Locations; 

install network equipment at the STMS Calgary Data Centre. The network 
equipment at the STMS Calgary Data Centre connects the Managed Equipment at 
the STMS Data Centre; and 

provide written notification to the Province when the Installation of Production 
Network Milestone (see table above) has been achieved (when the circuits and 
equipment are installed). 

Province Responsibilities 

The Province will: 

(a) 

(b). 

50652395.10 

Order and retain cost-responsibility for the circuits connecting the STMS Calgary 
Data Centre to the Province Designated Network Locations; 

provide site contacts at Province Designated Network Locations; 
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(d) 

(e) 
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provide space and power for the Service Provider Network equipment at the 
Province Designated Network Locations; 

approve physical access and provide directions for circuit installation; and 

configure the Third Party Gateway to enable the Clients to access the Managed 
Equipment located at the STMS Calgary Data Centre. 

LAN & WAN Testing 

The Service Provider will: 

(a) test connectivity to the Managed Equipment in cooperation with the Province; 

(b) following successful completion of connectivity testing, activate the network 
connectivity in accordance with the Change Management Process described in the 
Service Management SOW (if the connectivity testing is not successfully 
completed, then the Service Provider will continue to rectify the connectivity to 
the Managed Equipment until the connectivity testing is successfully completed); 
and 

(c) provide written notification to the Province when the LAN & WAN Testing 
Milestone (see table above) has been achieved (when the network connecting the 
STMS Calgary Data Centre to the Province Network is active). 

The Province will test connectivity to the Managed Equipment in cooperation with the Service 
Provider and utilizing the Third Party Gateway. 

6.3. 7 Completion 

For the purposes of this SOW, the STMS Calgary Data Centre Networking Significant 
Milestones (see table above) will be deemed to be "complete" when all of the milestones in 
Section 6.3 (STMS Calgary Data Centre Networking) have been achieved. 

6.4 STMS Interior Data Centre Networking 

The Service Provider will: 

(a) 

(b) 

(c) 

50652395.10 

establish a network at the STMS Interior Data Centre to enable it to provide the 
Managed Services and to connect to the Province Network at a single Province 
Designated Network Location; 

establish redundant network connectivity between the STMS Interior Data Centre 
and the STMS Calgary Data Centre; and 

eliminate one of the two network connections between the STMS Calgary Data 
Centre and the Province Designated Network Locations such that the STMS 
Calgary Data Centre will remain connected to one Province Designated Location 
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and the STMS Interior Data Centre will be connected to the other Province 
Designated Network Location. 

6.4.2 STMS Interior Data Centre Design 

The Service Provider will: 

(a) develop a design for the network components that are internal to the STMS 
Interior Data Centre; 

(b) review its design for the network components that are internal to the STMS 
Interior Data Centre with the Province; and 

(c) provide written notification to the Province when the STMS Interior Data Centre 
Design Milestone (see table above)' has been achieved (when the design is 
complete and the Province has reviewed the design for the network components 
that are internal to the STMS Interior Data Centre). 

The Province will review the design for the network components that are internal to the STMS 
Interior Data Centre. 

6.4.3 Pre-Cont1guration of LAN & WAN Equipment 

The Service Provider will: 

6.4.4 

6.4.4.1 

(a) 

(b) 

(c) 

(d) 

take delivery, at an alternate Service Provider Support Location, of the equipment 
necessary to establish the internal network at the STMS Interior Data Centre prior 
to the availability of the STMS Interior Data Centre; 

configure such equipment at the alternate Service Provider Support Location; 

ship configured equipment to the STMS Interior Data Centre; and 

provide written notification to the Province when the Pre-Configuration of LAN 
& WAN Equipment Milestone (see table above) has been achieved (when the 
coil:figured equipment has arrived at the STMS Interior Data Centre). 

Installation of Production Network 

Service Provider Responsibilities 

The Service Provider will: 

(a) 

(b) 

50652395.10 

install the circuit connecting the STMS Interior Data Centre to the Province 
Designated Network Location; 

install the circuits connecting the STMS Interior Data Centre to the STMS 
Calgary Data Centre; 
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remove one of the circuits connecting the STMS Calgary Data Centre to the 
Province Designated Network Locations; 

install network equipment at the STMS Interior Data Centre. The network 
equipment at the STMS Interior Data Centre connects the Managed Equipment at 
the STMS Data Centre; and 

provide written notification to the Province when the Installation of Production 
Network Milestone (see table above) has been achieved (when the circuits and 
equipment are installed). 

Province Responsibilities 

The Province will: 

6.4.5 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

order and retain cost-responsibility forth~ circuit connecting the STMS Interior 
Data Centre to the Province Designated Network Location; 

order and retain cost-responsibility for the circuits connecting the STMS Interior 
Data Centre to the STMS Calgary Data Centre; 

provide site contacts at Province Designated Network Locations; 

provide space and power for the Ser-vice Provider Network equipment at the 
Province Designated Network Locations; 

approve physical access and provide directions for circuit installation and 
decommissioning; and 

configure the Third Party Gateway to enable the Clients to access the Managed 
Equipment located at the STMS Interior Data Centre. 

LAN & WAN Testing 

The Service Provider will: 

(a) 

(b) 

(c) 

50652395.10 

test connectivity to the Managed Equipment in cooperation with the Province; 

following successful completion of connectivity testing, activate the network 
connectivity in accordance with the Change Management Process described in the 
Service Management SOW; and 

provide written notification to the Province when the LAN & WAN Testing 
Milestone (see table above) has been achieved (when the network connecting the 
STMS Interior Data Centre to the Province Network is active and the network 
connecting the STMS Interior Data Centre and the STMS Calgary Data Centre is 
active). 
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The Province will test connectivity to the in scope devices in cooperation with the Service 
Provider and utilizing the Third Party Gateways. 

6.4.6 Completion 

For the purposes of this SOW, the STMS Interior Data Centre Networking Significant 
Milestones (see table above) will be deemed to be "complete" when all of the milestones in 
Section 6.4 (STMS Interior Data Centre Networking) have been achieved. 

7. SERVICE MANAGEMENT 

Service Management comprises the processes and tools for performance of: 

(a} incident management; 

(b) change management; 

(c) problem management; 

(d) request management; 

(e) asset management; 

(f) billing; and 

(g) reporting; and 

The purpose of the Service Management Transformation Project is to establish the Service 
Provider Service Desk Tool, establish Service Management processes, integrate with Province 
Service Desk Tool, implement a Billing Module and establish a Reporting Portal. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

Significant Pa~ mcnt l\1 ilcstoncs 
Transformation !\lilcstones (sec (sec table abme) (if Date of Acceptance 

Project table abo\C) applicable) Price Deli\ erable Criteria 
Service Establish Service Process Integration See Schedule 23 Month2-4 Service Provider 
Management Provider Service Workshops (Fees), Appendix I May,2009, manages the 
Transformation Desk Tool and July, 2009 services using 

Processes integrated service 
management 

DW with Dispatch See Schedule 23 MonthS, 
processes (Service 
Provider and 

Interface for' Incidents (Fees), Appendix I August, Province), the 
2009 
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Significant Pa~ men t .\I ilcstoncs 
Transformation i\1 ilcstoncs (sec ("cc table abm c) (if Date of Acceptance 

Project table abm c) applicable) Price Deli\ crablc Criteria 
Non-Dispatch Interface See Schedule 23 Month6, Service Provider 
from Province Service (Fees), Appendix I September, Service Desk Tool, 
Management Systems 2009 the Dispatch 
to Service Provider Interface and the 
Service Desk Systems Non-Dispatch 
for Incident Interface 

First Draft of Service See Schedule 23 Month4, 

Management Section of (Fees), Appendix I July, 2009 Asset Centre is 

the Manual loaded with 

Initial Asset Centre See Schedule 23 Month4, Province data and 

Load (Fees), Appendix I July, 2009 is used to 

Asset Inventory Final See Schedule 23 Month 5, maintain an 

Reconciliation (Fees), Appendix I August, accurate and 

2009 timely Province 

Asset Inventory See Schedule 23 Month6, 
inventory 

Reconciliation (Fees), Appendix I September, 
Reporting 2009 
Service Management See Schedule 23 Month6, 
Section of the Manual (Fees), Appendix I September, 

2009 
Future Mode of See Schedule 23 Month6, 
Operation (FMO) (Fees), Appendix I September, 
Training 2009 
Service Provider See Schedule 23 Month6, 
Service Desk Tool (Fees), Appendix I September, 
Training 2009 
Go Live N/A Month6, 

September, 
2009 

Additional Prepare Billing Module See Schedule 23 Month6, Service Catalogue 
Service Provider (Fees), Appendix I September, unit price billing 
Service 2009 capability is ready 
Management Test Billing Function See Schedule 23 Month6, for Month 7 
Systems (Fees), Appendix I September, 

2009 
Activate Billing N/A Month6, 
Module September, 

2009 

Develop Reporting See Schedule 23 Month 3, Reporting 
Portal (Fees), Appendix I June, 2009 available online to 

the Province 

Reporting Portal in N/A Month6, 
Production September, 

2009 
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7.2 Establish Service Provider Service Desk Tool and Processes 

The Service Provider will implement, customize, and configure its Service Desk Tool as 
described in this section. 

Further to the phases of the Service Management Transformation Project described in Sections 
7.2.1 to 7.2.4 of this SOW, the Service Provider, with the Province's cooperation, will 
implement the Incident Management, Change Management, Problem Management and Request 
Management functions of the Service Provider Service Desk Tool and related processes (as 
described in the Service Management SOW). The Service Provider, with the Province's 
cooperation, will implement the Asset Management functions of the Service Provider Service 
Desk Tool and related processes in the phase of the Service Management Transformation Project 
described in Section 7.2.5 of this SOW. 

7.2.1 Process Integration Workshops 

The Service Provider will: 

(a) facilitate process integration workshops with the Province to identify how to 
integrate the Service Management processes of the Parties, such workshops to 
identify the necessary process elements (integration points, data sets, data 
structures) so that the configuration of the processes and tools can be completed 
as described in this section; and 

(b) provide written notification to the Province when the Process Integration 
Workshops Milestone (see table above) has been achieved (when the process 
integration workshops have been held, the necessary process elements have been 
identified and the Province has participated in the workshops). 

The Province will participate in the process integration workshops as reasonably scheduled by 
the Service Provider. 

7.2.2 DW with Dispatch Interface for Incidents 

This phase of the Service Management Transformat~on Project relates to the dispatch interface 
for Incidents (the "Dispatch Interface") between the Province Service Desk Tool and the 
Service Provider Service Desk Tool. The Dispatch Interface will allow the Province's CSC (as 
defmed in the Service Management SOW) to assign Incidents directly to the Service Provider 
and allow updates from and between the two Service Desk Tools. 

7.2.2.1 Service Provider Responsibilities 

The Service Provider will: 

(a) design and develop the Dispatch Interface in consultation with the Province; 
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(b) test the Dispatch Interface between the Province Service Management Systems 
(as defmed in the Service Management SOW) and the Service Provider Service 
Desk Tool by: 

(i) working with the Province to define test cases and acceptance test criteria 
to test the Dispatch Interface; and 

(ii) conducting the unit, integration and user acceptance testing of the 
Dispatch Interface with the Province so as to meet the agreed to 
acceptance test criteria; 

(c) develop a process for immediate notification to the Province of Priority 1 and 2 
Incidents that are detected by the Service Provider's auto-generated Incident 
process; and 

(d) provide written notification to the Province when the Service Provider Service 
Desk Tool with Dispatch Interface for Incidents Milestone (see table above) has 
been achieved (when the Province's CSC can assign Incidents directly to the 
Service Provider and allow updates from and between the two Service Desk 
Tools). 

Province Responsibilities 

The Province will: 

(a) design, develop, and integrate changes to Province systems including the Province 
Service Desk Tool to support the Service Provider's design and development 
activities for the Dispatch Interface in consultation with the Service Provider; 

(b) work with the Service Provider to: 

(c) 

(d) 

50652395.10 

(i) complete common data format templates; 

(ii) complete interface format templates; and 

(iii) define test cases and acceptance test criteria to test the Dispatch Interface; 

participate in the testing of the Dispatch Interface conducted by the Service 
Provider to meet the agreed to acceptance test criteria; and 

develop a process to receive notification of Priority 1 and 2 Incidents that are 
detected by the Service Provider's auto-generated Incident process and enter them 
into the Province Service Desk Tool. 
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7.2.3 Non-Dispatch Interface from Province Service Management Systems to 
Service Provider Management Tool for Incident 

The Service Provider Service Desk Tool supports auto-generation of Incident tickets as a result 
of operations events that are reported to it by the Service Provider's service operations tools. 
Therefore, the Service Provider Service Desk Tool will contain Incident information that has not 

·been recorded in the Province Service Desk Tool. The non-dispatch interface for Incidents (the 
·"Non-Dispatch Interface") will update the Province Service Desk Tool each day with all auto
generated tickets for Minor Incidents (as defined in the Service Management SOW) in the 
Service Provider Service Desk Tool that have not been recorded in the Province Service Desk 
Tool and that have not otherwise been sent to the Province Service Desk Tool in the previous 
batch process. The intent is to ensure that the monthly reporting that the Service Provider 
generates from the Service Provider Service Desk Tool remains consistent with the Province 
Service Desk Tool system of record for Incidents, other than Excluded Minor Incidents (as 
defined in Section 1.11.5 ofthe Service Management SOW). 

7.2.3.1 Service Provider Responsibilities 

The Service Provider will: 

(a) design and develop the Non-Dispatch Interface that: 

(i) creates an extract that identifies the auto-generated Minor Incidents (other 
than Excluded Minor Incidents) that have not been entered, but are 
required to be entered, into the Province Service Desk Tool; 

(ii) submits the extract to the Province Service Management Systems for 
updating into the Province Service Desk Tool; and 

(iii) verifies on a monthly basis that the Province Service Desk Tool and the 
Service Provider Service Desk Tool are synchronized with respect to 
Incidents, other than Excluded Minor Incidents; 

(b) test the Non-Dispatch Interface between the Province Service Management 
Systems and the Service Provider Service Desk Tool by, for example: 

(c) 

50652395.10 

(i) working with the Province to define test cases and acceptance test criteria 
to test the Non-Dispatch Interface; and 

(ii) conducting the unit, integration and user acceptance tests of the Non
Dispatch Interface with the Province's participation including verification 
of the synchronization process as well as the remediation of deficiencies 
so as to meet the agreed to acceptance test criteria; and 

provide written notification to the Province when the Non-Dispatch Interface 
from Province Service Management Systems to Service Provider Service Desk 
Tool for Incident Milestone (see table above) has been achieved (when the 
Province Service Management Systems including the Province Service Desk Tool 
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can accept the extract that identifies the auto-generated Minor Incidents, other 
than the Excluded Minor Incidents, that are required to be entered into the 
Province Service Management Systems). 

Province Responsibilities 

The Province will: 

(a) in connection with the Service Provider's design and development of the Non
Dispatch Interface: 

(i) design, develop, modify and integrate changes to the Province Service 
Management Systems including the Province Service Desk Tool to accept 
the extract that identifies the auto-generated Minor Incidents (other than 
the Excluded Minor Incidents) that are required to be entered into the 
Province Service Management Systems; and 

(ii) support the Service Provider's design and development activities for the 
Non-Dispatch Interface; and 

(b) participate in the unit, integration, and user acceptance testing of the Non
Dispatch Interface by: 

(i) performing testing for all Province Service Management Systems 
including remediation of deficiencies; and 

(ii) verifying the results of user acceptance testing on the Non-Dispatch 
Interface. 

7.2.4 Service Management Section of the Manual 

The Service Provider will develop the Service Management Section of the Manual in accordance 
with the requirements for the Manual in the Agreement and based on the Manual Outline 
attached to this SOW as Appendix C (Manual Outline) and it will describe Change Management, 
Incident Management, Problem Management, Asset Management, and Request Management 
processes (as defmed in the Service Management SOW), as refined in the process integration 
workshops. 

7.2.4.1 First Draft of Service Management Section of the Manual 

The Service Provider will: 

(a) 

(b) 

50652395.10 

complete the first draft of the Service Management section of the Manual in 
accordance with the requirements for the Manual in the Agreement and based on 
the Manual Outline attached to this SOW as Appendix C (Manual Outline); and 

provide written notification to the Province when the First Draft of Service 
Management Section of the Manual Milestone (see table above) has been 
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achieved (when the Province has reviewed the draft and provided feedback and 
verification). 

The Province will review the draft and provide feedback and verification. 

7.2.4.2 Final Draft of Service Management Section of the Manual 

The Service Provider will: 

(a) 

(b) 

7.2.5 

in accordance with the Agreement, finalize and submit the Service Management 
section of the Manual to the Province in accordance with the requirements for the 
Manual inthe Agreement; and 

provide written notification to the Province when the Service Management 
Section of the Manual Milestone (see table above) has been achieved (when the 
Service Provider has finalized and submitted it to the Province). 

Asset Centre Module 

Asset Centre is a module within the Service Provider Service Desk Tool that maintains the 
inventory of the Managed Equipment and Software managed by the Service Provider as part of 
the Managed Services. The Parties will use the Asset Centre to support the volumetric based 
billing. 

7.2.5.1 Initial Asset Centre Load 

The Province will provide to the Service Provider an inventory of the Managed Equipment and 
Software assets to be managed by the Service Provider as part of the Services within 1 0 Business 
Days of the Hand-Over Date. The Service Provider and the Province will work together to 
perform preliminary reconciliation of the inventory list as follows: 

(a) the Service Provider will identify missing information and data in the inventory 
provided by the Province; and 

(b) the Province will provide the missing information and data if available. 

The Province and the Service Provider will work together to categorize the inventory into the 
billing units described in the Service Catalogue. 

When these steps have been completed, the Service Provider will load the inventory into the 
Asset Centre. 

The Service Provider will provide written notification to the Province when the Initial Asset 
Centre Load Milestone (see table above) has been achieved (when the initial asset inventory has 
been reconciled, categorized into billing units and loaded into the Asset Centre). 
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7.2.5.2 Asset Inventory Final Reconciliation 

The Service Provider will perform a further reconciliation of the inventory initially loaded into 
the Asset Centre with the inventory discovered by the Service Provider's service operation tools. 

The Parties will review and agree as to any discrepancies between the data initially loaded into 
the Asset Centre and the inventory identified by the Service Provider's service operation tools 
prior to updating the Asset Centre. 

The Service Provider will provide written notification to the Province when the Asset Inventory 
Final Reconciliation Milestone (see table above) has been achieved (when the asset inventory 
has been further reconciled and the Service Provider and the Province have reviewed and agreed 
on the final reconciliation). 

7.2.5.3 Asset Inventory Reconciliation Reporting 

The asset inventory reconciliation report is intended to support the Province's reconciliation of 
the assets related to the Services and the assets the Province charges to the Clients through the 
Province Ordering System. 

The Service Provider will design and develop the asset reconciliation report in consultation with 
the Province. 

The Province will provide requirements for the asset reconciliation report. 

The Service Provider will provide written notification to the Province that the Asset Inventory 
Reconciliation Reporting Milestone (see table above) has been achieved (when it has designed 
and developed the asset reconciliation report, in consultation with the Province). 

7.2.6 Training 

The Service Provider will develop and conduct training for Province and Service Provider 
employees as described in this section. 

7.2.6.1 Future Mode of Operation (FMO) Training 

The Service Provider will: 

(a) 

(b) 
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develop training for Service Provider Personnel and Province Staff relating to the 
Service Management processes described in the Service Management section of 
the Manual, such training to be targeted to the specific requirements of the 
Service Provider Personnel and the Province Staff with a view to educating them 
about the functions and operations of the new processes; and 

provide written notification to the Province when the Future Mode of Operations 
(FMO) Training Milestone (see table above) has been achieved (when Service 
Provider Personnel and Province Staff have participated in the training sessions 
organized by the Service Provider). 
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The Province will identify Province Staff and facilitate the participation of such Province Staff in 
the training organized by the Service Provider. 

7.2.6.2 Service Provider Service Desk Tool Training 

The Service Provider will: 

(a) develop training in the use of its Service Desk Tool for appropriate Province 
Staff, such training to focus on the functions and operations of the Service 
Provider Service Desk Tool to enable such Province Staff to use the tool in the 
performance of their responsibilities; and 

(b) provide written notification to the Province when the Service Provider Service 
Desk Tool Training Milestone (see table above) has been achieved (when 
appropriate Province Staff have participated in the training organized by the 
Service Provider). 

The Province will identify Province Staff and facilitate the participation of such Province Staff in 
the training organized by the Service Provider. 

7.2. 7 Production Readiness 

Following the Hand-Over Date, the Province and the Service Provider will cooperate to review 
the activities described in Sections 7.2.1 (Process Integration Workshops) through 7.2.6 
(Training) of this SOW to determine the extent to which such activities must be completed prior 
to the Service Provider Service Desk Tool and related Service Provider and Province Service 
Management Systems being implemented in production. 

The Service Provider will notify the Province when: 

(a) 

(b) 

7.2.8 

the activities described in Sections 7.2.1 (Process Integration Workshops) through 
7.2.6 (Training) have been completed to the extent that the Parties agreed such 
activities needed to be completed prior to the Service Provider Service Desk Tool 
and related Service Provider and Province Service Management Systems being 
implemented in production; and 

the Service Provider Service Desk Tool, Province Service Desk Tool, Service 
Provider Service Management Systems and Province Service Management 
Systems have been integrated and are ready for use in production. 

Go Live 

Upon the Province's receipt ofthe notice from the Service Provider referred to in Section 7.2.7 
(Production Readiness), and with the agreement of the Province and the Service Provider, the 
Service Provider, with the Province's cooperation, will implement the Service Provider Service 
Desk Tool, Province Service Desk Tool, Service Provider Service Management Systems and 
Province Service Management Systems (including the Dispatch Interface and the Non-Dispatch 
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Interface) in production and thereafter the Parties will use such items in connection with the 
Services. 

7.2.9 Completion 

For the purposes of this SOW, the Establish Service Provider Service Desk Tool and Processes 
Significant Milestones (see table above) will be deemed to be "complete" when all of the 
milestones in Section 7.2 (Establish Service Provider Service Desk Tool Processes) have been 
achieved. 

7.3 Additional Service Provider Service Management Systems 

In addition to the Service Desk Tool, the Service Provider will implement its Billing Module and 
a Reporting Portal. 

7.3.1 Bming Module 

The Service Provider will configure an existing Billing Module to allow the Service Provider to 
invoice the Province for Services provided in accordance with the Agreement and the Province 
to pay such invoices in accordance with the Agreement. The Service Provider expects to have 
the Billing Module operational by Month 7 of the Term of the Agreement. The Service Provider 
will continue to rely on its manual method of producing invoices until the Billing Module is 
configured and implemented in production in accordance with Section 7.3 .1 (Billing Module). 

7.3.1.1 Prepare Billing Module 

In connection with configuring its Billing Module, the Service Provider will: 

(a) identify the sources for the volumetric based billing and other billing data; 

(b) define the processes or methods to collect the billing data from the sources 
identified by the Service Provider; 

(c) develop or modify, if necessary, tools to automate the feeds ofbilling data into the 
Billing Module; and 

(d) develop in consultation with the Province, prototype presentations of the invoices 
from the Billing Module in response to Province requirements for presentation of 
the invoices. 

The Province will provide to the Service Provider its requirements for presentation of the 
invoices from the Billing Module in order to support the Province's reconciliation of the Service 
Provider invoices with: (i) information in the Province Ordering System; and (ii) the Fees for the 
Services set out in Schedule 23 (Fees) of the Agreement. 

The Service Provider will provide written notification to the Province when the Prepare Billing 
Module Milestone (see table above) has been achieved (when the prototype presentations of the 
invoices from the Billing Module have been developed in consultation with the Province). 
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7.3.1.2 Test B.illing Function 

To support the testing of the Billing Module, the Service Provider will work with the Province to 
define test cases and acceptance test criteria to test the Billing Module and conduct the test of the 
Billing Module with the Province so as to meet the agreed to acceptance test criteria. 

The Province will work with the Service Provider to define test cases and acceptance test criteria 
to test the Billing Module and participate in the testing of the Billing Module conducted by the 
Service Provider to meet the agreed to acceptance test criteria. 

The Service Provider will provide written notice to the Province that the Test Billing Function 
Milestone (see table above) has been achieved when the testing of the Billing Module has been 
completed and the Billing Module is ready for implementation in production. 

7.3.1.3 Activate Billing Module 

The Service Provider will notify the Province following implementation of the Billing Module in 
production that it has converted from its interim manual billing process and will thereafter use 
the Billing Module to prepare invoices. 

The Service Provider will provide written notification to the Province when the Activate Billing 
Module Milestone (see table above) has been achieved (when the Billing Module is implemented 
in production). 

7.3.2 Reporting Portal 

The reporting portal is a web-based reporting repository that provides the Province with access to 
electronic copies of the reports· identified in Schedule 21 (Reporting Requirements) of the 
Agreement or in Appendix B of the Statements of Work. 

The Service Provider expects to have the reporting portal operational by Month 7 of the Term of 
the Agreement. The Service Provider will develop a contingency method for report distribution if 
the reporting portal will not be operational by Month 7. 

7.3.2.1 Develop Reporting Portal 

The Service Provider will: 

(a) develop its web-based reporting portal; and 

(b) provide written notification to the Province when the Develop Reporting Portal 
Milestone (see table above) has been achieved (when the web-based reporting 
portal has been developed and Province Staff have appropriate levels of access to 
it). 

The Province will provide the Service Provider with details of the levels of access to be granted 
to Province Staff for access to the web-based reporting portal. 
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7.3.2.2 Testing 

To support the testing of the web-based reporting portal the Service Provider will work with the 
Province to define test cases and acceptance test criteria to test the web-based reporting portal 
and conduct the test of the web-based reporting portal with the Province so as to meet the agreed 
to acceptance test criteria. 

The Province will work with the Service Provider to define test cases and acceptance test criteria 
to test the reporting portal and participate in the testing of the web-based reporting portal 
conducted by the Service Provider to meet the agreed to acceptance test criteria. 

The Service Provider will provide written notice to the Province when the testing of the web
based reporting portal has been completed and the web-based reporting portal is ready for 
implementation in production. 

7.3.2.3 Reporting Portal in Production 

The Service Provider will notify the Province that the Reporting. Portal in Production Milestone 
(see table above) has been achieved when it has implemented the web-based reporting portal in 
production and the Parties will thereafter use the web-based reporting portal for access to reports. 

7.3.3 Completion 

For the purposes of this SOW, the Additional Service Provider Service Management Systems 
Significant Milestones (see table above) will be deemed to be "complete" when all of the 
milestones in Section 7.3 (Additional Service Provider Service Management Systems) have been 
achieved. 

8. MAINFRAME SERVICES MIGRATION PROJECT 

Managed Mainframe Services comprise the stable, secure mainframe computing platform and 
application production environment operating on the Mainframe System (as defined in the 
Managed Mainframe Services SOW), which will be provided by the Service Provider to the 
Province from the in accordance with the Managed Mainframe 
Services SOW. The Province outsourced the performance of mainframe services to a third party 
(the "Current MF Provider").

The Service Provider shall be responsible for performing the Managed Mainframe 
Services described in the Managed Mainframe Services SOW upon the date that is the earlier of: 
(i) completion ofthe Mainframe Services Migration (as defined below);

The Mainframe Services Migration Project sets forth the provisions regarding the migration the 
Province's application production ~nvironment from the mainframe system being operated by 
the Current MF Provider to a new hardware and software environment installed by the Service 
Provider at the (the "Mainframe Services Migration"). The 
transformation project will take place in three phases: (1) the development of an operational 
assessment (or bridge plan); (2) the development of a detailed migration plan (the "Detailed 
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Migration Plan"); and (3) the performance of the actual mainframe migration in accordance 
with the Detailed Migration Plan. 

The Mainframe Services Migration Transformation Project is described in the following sections 
below: 

• Mainframe Operational Assessment and Plan; 

• Detailed Migration Plan; 

• Execution of the Detailed Migration Plan; and 

• Potential Future Migration Projects. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

Significant 
!\lilcstoncs Pa~ rncnt \lilcstoncs 

Transformation (sec table (sec table abo\ c) (if Date of 
Project abO\ c) applicable) Price Deli\ crablc Acceptance Criteria 

Mainframe Mainframe Mainframe See Bridge Plan from 
Services Operational Operational Schedule 23 Current MF Provider to 
Migration Assessment Assessment and Plan (Fees), Service Provider 

and Plan Appendix I 

Detailed Detailed Migration See Detailed plan and time 
Migration Plan Schedule 23 schedule with identified 
Plan (Fees), risks and mitigation and 

Appendix I back out options 

NTD: The line Execution Staff Preparation See Operating 
immediately below of the Schedule 23 documentation and 
and the line Detailed (Fees), Service Provider trained 
immediately below Migration Appendix I staff 
the cell to the right Plan 
(Execution of the 
Detailed 
Migration Plan) 
should be deleted 
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Significant 
\lilc~toncs Pa~ ment \lilcstoncs 

Transformation (sec table (see table abo\ e) (if Date of 
Project abo\ c) applicable) Price Deli' erablc Acceptance Criteria 

Mainframe hardware See New environment 
and swing gear Schedule 23 procured, installed and 
installed at (Fees), tested; ready for 

Appendix I migration of Province 
data 

Replace exits, See 
usermods, utilities Schedule 23 
and automation that (Fees), 
are not provided by Appendix I 
the Province 

Mainframe hardware See 
installed in DR site Schedule 23 

(Fees), 
Appendix I 

MockO Test See Migration test passes all 
Schedule 23 test criteria 
(Fees), 
Appendix I 

Mock 1 Test See 
Schedule 23 
(Fees), 
Appendix I 

Migration See Migration executed on 
Schedule 23 the planned schedule, 
(Fees), with no data loss 
Appendix I 

Tapes shipped from See All tapes transformed 
to Schedule 23 

Calgary (Fees), 
Appendix I 

Tape Transformation N/A 
(encryption) 

DR Recovery See Date to be Successful completion 
Exercise (Test) Schedule 23 confirmed during against DR test criteria 

(Fees), Mainframe 
Appendix I Operational 

Assessment and 
Plan 
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8.1 Mainframe Operational Assessment and Plan 

The Service Provider will conduct an operational assessment of the mainframe services being 
provided by the Current MF Provider based on information provided by the Province. Based on 
such operational assessment the Service Provider and the Province will jointly develop a bridge 
plan (the "Bridge Plan") for the migration of the mainframe services from the Current MF 
Provider to the Service Provider at th

The Service Provider will prepare and deliver to the Province the Bridge Plan, which shall: 

(a) describe the reports, documentation and custom software code that will be 
provided by the Current MF Provider; identify any reports, documentation and 
custom software code that need to be developed by the Service Provider; and 
provide specifications for the reports, documentation and custom software code 
that will be developed by the Service Provider; 

(b) be based on the Service Provider receiving the reports, documentation and custom 
software code in accordance with Schedule 23 (Fees) of the Agreement or as 
otherwise made available pursuant to the Change Order Process; 

· (c) have the Service Provider commence performing Managed Mainframe Services 
including identification of the activities necessary to develop the operational 
processes and documentation and to provide training to Province Staff and 
Service Provider Personnel on or before the Managed Mainframe Services 
Commencement Date (as such defined in the Managed Mainframe Services 
SOW); 

(d) describe any updates to hardware and software configurations defined in the 
Managed Mainframe Services SOW; 

(e) describe any system integration requirements with the Current MF Provider such 
as data replication (DASD mirroring) including therequirements for the hardware 
and network connections to the Current MF Provider DASD to support the data 
migration of the mainframe DASD environment from the Current MF Provider 
data centre at the Province Data Centre

(f) describe any transition assistance services required from the Current MF Provider 
to support Service Provider's assumption of responsibility for the Managed 
Mainframe Services; 

(g) identify in consultation with the Province any Work-in-Progress Projects 
anticipated to be underway at the time of the Mainframe Services Migration; 

(h) describe the Service Provider's testing of the migration of the Managed 
Mainframe Services that will include: 

(i) development of test cases; 
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(ii) testing the integration of mainframe hardware and software by the Service 
Provider without the use of Clients' Applications or data (the "Mock 0 
Test") including the verification of custom software code transferred to 
the Service Provider or developed by the Service Provider; and 

(iii) testing by the Service Provider and the Province of the migration of the 
mainframe services from the Current MF Provider to the Service Provider 
(the "Mock 1 Test") including Applications (and data of Clients) and user 
verification of the custom software code and network connectivity; and 

(iv) testing for the Fallback Plan; 

(i) establishment of the schedule for the exercise of the Disaster Recovery Plan for 
the Managed Mainframe Services; 

G) provision for the shipment of all tapes of the Province that are not disaster 
recovery tapes (the "Non-DR Tapes") to the and 
their transformation to encrypted media (for greater certainty, all tapes of the 
Province prior to the Managed Mainframe Services Commencement that are 
disaster recovery tapes (the "DR Tapes") will remain the responsibility of the 
Province); 

(k) description of the integration of the Mainframe Services Migration plan and the 
plan to be developed by the Province for the phase out of the Current MF 
Provider; 

(1) description of any network configuration changes required m support of the 
Mainframe Services Migration; and 

(rri) description of the activities necessary for the Mainframe Services Migration at a 
level of detail sufficient to allow the parties (including, in the case of the 
Province, Clients) to confirm: (i) the schedule for their participation; and (ii) the 
commitments with respect to such participation that they are required to make; 

8.1.2 Additional Service Provider Responsibilities 

The Service Provider will: 

(a) 

(b) 
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receive the reports, documentation and custom software code that will be 
provided by the Current MF Provider; and receive specifications for the reports, 
documentation and custom software code that will be developed by the Service 
Provider; 

prepare, in consultation with the Province, an outline for the plan for the Service 
Provider to commence performing and for the Province to receive the Managed 
Mainframe Services including identification of the activities necessary to develop 
the operational processes and documentation and to provide training to the 
Service Provider Personnel and the Province Staff, as may be applicable; 
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(c) review with the Province the security resource definitions in place at the Current 
MF Provider to identify updates required to implement the security resource 
definitions for the Managed Mainframe Services in the 

in areas that have no direct impact on Clients (for example, as may be 
required for the Service Provider storage environment or the Service Provider 
Mainframe System Software); 

(d) update the hardware and software configurations described in the Managed 
Mainframe Services SOW and Appendix C (Mainframe Hardware List) of such 
SOW in consultation with the Province; 

(e) confirm, in consultation with the Province, the plan for concurrent migration of 
Servers (Applications and associated data) (the "Mainframe Migration Waves") 
thai should be co-located with the Mainframe System to maintain the performance 
of the Applications operating on the Mainframe System and co-located Servers as 
identified in Section 15 (Virtualization and Migration Project) of this 
Transformation SOW; 

(f) 

(g) 

(h) 

(i) 

(k) 

50652395.10 

provide the system integration requirements with the Current MF Provider 
including for data replication (DASD mirroring) and for the hardware and 
network connections to the Current MF Provider DASD to support the data 
migration from the Current MF Provider data centre 

prepare, in consultation with the Province, an outline of the test plans for 
Mainframe Services Migration that will include the Mock 0 Test, the Mock 1 Test 
and the actual migration; 

identify the available dates and select a date in consultation with the Province for 
the initial test exercise of the Disaster Recovery Plan; 

prepare, in consultation with the Province, a plan for the shipment of the Non-DR 
Tapes to the and their subsequent transformation to 
encrypted media; 

prepare a draft Bridge Plan, in consultation with the Province, based on the 
activities described above and information acquired by the Service Provider, and 
provide a copy of the draft Bridge Plan to the Province its review and comments; 
and 

provide written notification to the Province when the Mainframe Operational 
Assessment and Plan Milestone (see table above) has been achieved. 
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8.1.3 Province Responsibilities 

The Province will: 

(a) provide the reports, documentation and custom software code that will be 
provided by Current MF Provider; and provide specifications for the reports, 
documentation and custom software code that will be developed by the Service 
Provider; 

(b) provide a list of all security resource definitions in place at the Current MF 
Provider for Mainframe security; 

(c) provide documentation of current operational processes and how they are 
accessed by Clients and make personnel of the Province and Clients available to 
assist the Service Provider with the development of the outline for Mainframe 
Services Migration plan; 

(d) update the Mainframe System Software described in the Managed Mainframe 
Services SOW in consultation with the Service Provider; 

(e) develop a plan, in consultation with the Service Provider, for system integration 
between the Current MF Provider and the Service Provider including for data 
replication (DASD mirroring) and for the hardware and network connections to 
the Current MF Provider DASD to support the data migration from the Current 
MF Provider data centre 

(f) facilitate the participation of the Clients currently obtaining Mainframe services 
from the Province to: (i) identify the testing and acceptance test criteria that such 
Clients will require to confirm that the Mainframe Services Migration has been 
successfully completed; and (ii) coirlirm their commitments to participate in the 
migration testing in accordance with the agreed to schedule; 

(g) identify to the Service Provider the scope and status of any work-in-progress 
projects involving the Managed Mainframe Services in sufficient detail for the 

. Service Provider and the Province to consider their impact on the Mainframe 
Services Migration; 

(h) develop a plan, in consultation with the Current MF Provider and the Service 
Provider, for the phase-out of the Current MF Provider that is integrated with the 
plans for the Mainframe Services Migration including for the destruction by the 
Service Provider of the DR Tapes at the Current MF Provider when they are no 
longer required; and 

(i) develop a plan, in consultation with the Service Provider for destruction of the 
Province's Non-DR Tapes at the after the Service 
Provider has completed their transformation to encrypted media. 
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8.1.4 Completion 

For the purposes of this SOW, the Mainframe Operational Assessment and Plan Significant 
Milestones (see table above) will be deemed to be "complete" when the milestone has been 
achieved. 

8.2 Detailed Migration Plan 

In this phase of the Mainframe Services Migration Transformation Project, the Service Provider 
will develop and deliver to the Province a detailed migration plan for the Mainframe Services 
Migration to the (the "Mainframe Services Migration Plan") that 
includes the following: 

(a) describe the activities necessary for the migration of the Managed Mainframe 
Services at a level of detail necessary to execute the migration, including the 
fallback contingency (if required), tape shipment, tape data encryption and 
Disaster recovery; 

(b) assign responsibility for each task to the Service Provider, the Province (including 
Clients) and/or the Current MF Provider; 

(c) describe the operating documentation for the Managed Mainframe Services that is 
to be developed by the Service Provider; 

(d) describe the activities to acquire, install and configure the required hardware and 
softwa,re at the and the Disaster Recovery Site. This 
will include the plan to acquire all software keys required from the software 
vendors of the Province and the · Service Provider in accordance with the 
Agreement; 

(e) 

(t) 

(g) 

50652395.10 

describe staff preparation activities including the activities required to prepare the 
Service Provider Personnel for delivery of the Managed Mainframe Services 
processes as identified in the Managed Mainframe Services SOW, the activities 
required to prepare the Managed Mainframe Services section of the Manual in 
accordance with the requirements for the Manual in the Agreement and based on 
the Manual Outline attached to this SOW as Appendix C (Manual Outline) and 
any required training of Province Staff; 

describe the activities required to update the Disaster Recovery Plan to document 
the Service Provider's response to a Disaster that prevents the Service Provider 
from continuing to deliver the Managed Mainframe Services from the 

include the integration of the Mainframe Services Migration Plan and the 
Mainframe Migration Wave to deal with concurrent migration of Servers 
(Applications and associated data) that should be co-located with the Mainframe 
to maintain the performance of the Applications operating on the Mainframe and 
co-:-located Servers, in accordance with the applicable Committed Annual Plan; 
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(h) describe the responsibilities of the Province and the Service Provider in respect of 
any Work-in-Progress Projects that will be underway at the time of the Mainframe 
Services Migration and the impact of the projects on the Mainframe Services 
Migration Plan; 

(i) describe the activities required to continue services (the "Fallback Plan") in the 
event the Mainframe Services Migration is not successful; 

G) describe the activities required to convert the BC Mail Plus channel attached 
printers located at the Province Data Centre to Internet Protocol attached printers 
connected to the Mainframe System at the

(k) describe the specific activities required to be performed to migrate the mainframe 
services, Applications and data, at the time of the transfer, from the Current MF 
Provider

(1) identify a freeze period for changes to Mainframe System hardware and software, 
during the testing and migration phases of the Mainframe Services Migration; 

(m) identify a freeze period during the testing and migration phases of the Mainframe 
Services Migration, for changes to Applica~ions operating on the Mainframe 
System; 

(n) describe the migration test plans for the Mainframe Services Migration that will 
include the following: 

(o) 

(p) 

(q) 

50652395.10 

(i) detailed documentation of all required test cases and the acceptance test 
criteria; 

(ii) detailed test plans for the Mock 0 Test and the Mock 1 Test; and 

(iii) detailed test plans for the Fallback Plan; and 

describe the processes that will be used to report on and respond to performance 
or Clients' experience issues identified by the Service Provider or the Province 
following completion of the Mainframe Services Migration; 

describe the activities required to ship the Non-DR Tapes to the
including the identification of the tapes to be shipped, the method and 

date of their shipment, and contingency plan to recreate the tapes in the event of 
their unexpected loss or destruction during the shipping process; and 

describe the plan for the encryption of data on Non-DR Tapes as they are copied 
to the Service Provider's media after they are moved to the 

and their subsequent destruction by the Service Provider. 
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8.2.2 Additional Service Provider Responsibilities 

The Service Provider will, in consultation with the Province: 

(a) prepare a plan to develop operating documentation to support the Service 
Provider's delivery ofthe Managed Mainframe Services; 

(b) prepare a plan detailing procurement, installation, and configuration of the 
required hardware and software at the and the 
Disaster Recovery Site; 

(c) prepare a training plan for delivery of the Managed Mainframe Services as 
identified in the Managed Mainframe Services SOW including training of Service 
Provider Personnel and Province Staff, as required; 

(d) provide to the Province a list of the Service Provider Personnel requiring access to 
the current mainframe system at the Current MF Provider for the purposes of the 
Mainframe Service Migration; 

(e) describe activities required for security in respect of the Managed Mainframe 
Services including: 

(f) 

(g) 

(h) 

50652395.10 

(i) identification of Service Provider Personnel requmng access to the 
Mainframe System environment for the provision of Managed Mainframe 
Services; 

(ii) back -up of the data of support personnel of the Current MF Provider; and 

(iii) the suspension and deletion of the support personnel of the Current MF 
Provider; 

prepare a Disaster Recovery Plan to document the Service Provider's response to 
a Disaster that prevents the Service Provider from continuing to deliver the 
Managed Mainframe Services from the The Disaster 
Recovery Plan will be developed following the Service Provider's Disaster 
Recovery Planning SOW published as Appendix D to the Business Continuity 
and Disaster Recovery SOW (except that there shall be no time and material 
charges applicable); 

integrate the Mainframe Services Migration Plan and the Mainframe Migration 
Wave to deal with the concurrent migration of Servers (Applications and 
associated data) that should be co-located with the Mainframe System to maintain 
the performance of the Applications operating on the Mainframe System and co
located Servers with focus on integrated testing and coordination of all concurrent 
migration requirements; 

include the consideration of Work-in-Progress Projects, if any were identified, to 
determine their impact on the Mainframe Services Migration and make any 
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necessary changes to the Mainframe Services Migration Plan or to· request that the 
Province make any necessary changes to the Work-in-Progress Project plans; 

(i) develop a plan to assume responsibility for the Service Provider's portion of any 
Work-in-Progress Projects immediately following the completion of the Managed 
Services Mainframe Migration; 

G) develop the Fallback Plan; 

(k) describe the activities required to convert the BC Mail Plus channel attached 
printers located at the Province Data Centre to Internet Protocol attached printers 
connected to the Mainframe System at the 

(1) describe the specific activities required to be performed to migrate the Managed 
Mainframe Services, Applications and associated data, at the time of transfer, 
from the Current MF Provider 

(m) determine the freeze periods that apply to changes of Mainframe System 
hardware and software and the freeze periods that apply to changes of Clients' 
Applications; 

(n) develop the migration test plans for migration of the mainframe services that will 
include the following; 

(o) 

(p) 

(q) 

50652395.10 

(i) detailed documentation of all of the required test cases and the acceptance 
test criteria; 

(ii) detailed test plan for the Mock 0 Test; 

(iii) detailed test plan for the Mock 1 Test, including the required participation 
of Clients for migration testing; and 

(iv) detailed test plan for the Fallback Plan; 

develop the processes that will be used to report on and respond to performance or 
Client experience issues identified by the Service Provider or the Province 
following completion of the Mainframe Services Migration; 

develop the activities required to ship Non-DR Tapes to the
including the identification of the tapes to be shipped, the date of their 

shipment, and the plans to identify any tapes that require contingency plans if they 
are lost or destroyed during the shipping process; 

develop the plan for the encryption of data on the Non-DR Tapes as they are 
copied to the Service Provider's media after they are moved to the
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prepare the ·Mainframe Services Migration Plan, in consultation with the 
Province, based on the activities described above and information acquired by the 
Service Provider, and provide a copy of the draft Mainframe Services Migration 
Plan to the Province for its approval; and 

provide written notification to the Province when the Detailed Migration Plan 
Milestone (see table above) has been achieved 

Province Responsibilities 

The Province will: 

(a) assign a Mainframe Service Migration leader who will be responsible for the 
Province's participation in the Mainframe Services Migration and have authority 
to direct the Current MF Provider; 

(b) identify the Province Staff who require notification or training about any aspect of 
changes to the Managed Mainframe Services that · affect how the Province 
accesses or uses the services, if any such changes are required; 

(c) communicate the freeze period for hardware, software, and Applications to the 
Current MF Provider and Clients; 

(d) obtain access for the Service Provider Personnel requiring access to the current 
mainframe system at the Current MF Provider, as identified by the Service 
Provider; 

(e) designate the Province Staff to be identified as performing the Province roles 
identified in the Disaster Recovery Planning SOW published as Appendix D to 
the Business Continuity and Disaster Recovery SOW; 

(f) identify: (i) the Province Staff accountable for Work-in-Progress Projects, if any 
were identified; (ii) who will be assigned to provide the Service Provider with 
information about the projects, including scope, commitments, plans and status; 
and (iii) who will also be authorized to agree to changes to the Province Work-in
Progress Project plans where appropriate to do so. To the extent that it is agreed 

. through the Change Order Process described in the Agreement that the Service 
Provider will accept responsibility for a Work-in-Progress Project or part thereof, 
the Province will also designate Province Staff to assist the Service Provider with 
developing its plan to assume such responsibility; 

(g) designate the Province Staff who will be assigned to Province roles in the 
Fallback Plan with respect to the testing and possible execution of the Fallback 
Plan in the event the Mainframe Ser'Vices Migration is not successful; 

(h) designate the Province Staff who: (i) will be assigned the Province roles in the 
actual transfer of the Mainframe Servers, Applications and data; and (ii) who have 
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authority and accountability to engage Clients as necessary to complete the 
Mainframe Services Migration; 

(i) designate the Province Staff: (i) who will be assigned to the Province roles in the 
Mainframe Services Migration testing; and (ii) who have authority and 
accountability to engage Clients, as necessary, to support development of the test 
cases and their acceptance criteria and to participate in executing the Mock 1 
Test; 

G) designate the Province Staff who will assist the Service Provider with designing 
the processes that will be used to report on and respond to performance or Client 
expenence Issues; 

(k) provide to the Service Provider a list of authorized Province Staff who are · 
authorized to modify batch schedule(s); 

(1) provide to the Service Provider a list of approved Persons as they relate to Client 
Removable Media Support Services (as defined in the Managed Mainframe 
Services SOW); 

(m) approve access to the Mainframe System environment for Service Provider 
Personnel requiring access for the Service Provider's provision of the Managed 
Mainframe Services; 

(n) delete the access of the support personnel of the Current MF Provider to the 
Mainframe System; 

( o) designate the Province Staff who will assist the Service Provider with 
development of the shipping plan and any contingency plans for the Non-DR 
Tapes and who have authority and accountability to engage and direct the Current 
MF Provider in support of these activities; and 

(p) designate the Province Staff who will assist the Service Provider with 
development of the plan to convert the BC Mail Plus channel attached printers 
located at the Province ·Data Centre to Internet Protocol attached printers 
connected to the Mainframe System at the

8.2.4 Completion 

For the purposes of this SOW, the Detailed Migration Plan Significant Milestones (see table 
above) will be deemed to be "complete" when the milestone has been achieved. 

8.3 Execution of the Detailed Migration Plan 
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8.3.1 Plan Execution 

The Service Provider and the Province will execute the Mainframe Services Migration Plan in 
accordance with the provisions of this Section 8. In addition, the Mainframe Services Migration 
Plan will be tracked and reported by the Service Provider as described in Section 16 
(Transformation Management and Governance) of this SOW and reported through the 
Governance Process. 

In the event that any task, phase, or deliverable from the Mainframe Services Migration Plan is 
not completed by the date specified in the Mainframe Services Migration Plan, the Parties will 
continue to work towards expediting the migration, as contemplated in this Section 8. In 
addition, either Party can make a claim against the other Party for their costs incurred due to a 
delay, if the delay is more than two months past the scheduled migration, as determined from the 
Mainframe Services Migration Plan developed. If the delay is less than two months, each Party 
shall cover their own costs resulting from such a delay. 

8.3.2 Progress Reviews 

8.3.2.1 Mainframe Operation Assessment and Plan- Progress Reviews 

The Parties will meet to review the progress of the Mainframe Services Migration project as 
follows: 

(a) the Parties will meet monthly commencing six months prior to the Bridge Plan 
deliverable date to review the status of the Mainframe Services Migration 
project and the Service Provider's progress as against the Transformation Plan;. and 

(b) the Parties will meet twice each month, commencing three months prior to the Bridge 
Plan deliverable date to review the Service Provider's progress as against 
the Transformation Plan. 

If at any time the actual progress of the Service Provider has significantly fallen behind schedule 
or the Province is of the opinion that the actual progress of the Service Provider has significantly 
fallen behind schedule or that the Bridge Plan will not be completed by the deliverable date for 
the Bridge Plan , then the Service Provider will be required: 

(c) within ten Business Days of receipt of notice from the Province, to produce and deliver to 
the Province: 

(i) a report identifying the reasons for the delay; and 

(ii) a plan showing the steps that are to be taken by the Service Provider to complete 
the Bridge Plan by the deliverable date for the Bridge Plan (the 
"Bridge Remedial Plan"); and 

(d) to work diligently to bring completion of the Bridge Plan by the deliverable date for the 
Bridge Plan back on schedule in accordance with the Bridge Remedial 
Plan approved by the Province. 
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The Service Provider will notify the Province if, at any time, the actual progress of the 
Mainframe Services Migration project is significantly ahead of schedule. 

8.3.2.2 Mainframe Migration Progress Reviews 

Commencing twelve months prior to the Managed Mainframe Services Commencement Date 
and continuing until the completion of the Mainframe Services Migration project the Parties will 
meet monthly. If the Service Provider is behind schedule for the Mainframe Services Migration 
project, then: 

(~) the Parties will meet weekly to review the status of the Service Provider's 
progress to complete and execute the Mainframe Services Migration Plan; 

(b) the Service Provider will review its progress prior to each weekly meeting and 
will report to the Province on the measures that are being implemented in 
response to the delays; and 

(c) the Province and the Service Provider will cooperate to identify any actions that 
may be taken by any of them in response to the delays and, as they deem 
appropriate, in investigating alternate solutions. 

If the delay in the Mainframe Services Migration project is, at any time determined to be, one 
month or more, then the Parties will immediately escalate the issue of the delays to the Joint 
Executive Committee under the Agreement. The Province and the Service Provider will continue 
to review the delay at Joint Executive Committee meetings on a bi-weekly basis until such time 
as the delays have been eliminated and the Mainframe Services Migration project is back on 
schedule. 

8.3.3 Countdown Review 

The Parties acknowledge and agree that the following periods are critical check points (the 
"Critical Check Points") for the Mainframe Services Migration project: 

D ten months; 

D seven months; and 

D three months 

prior to the Managed Mainframe Services Commencement Date. If the Mainframe Services 
Migration project is determined to be delayed or the Province is of the opinion that the 
Mainframe Services Migration project is delayed then the Service Provider shall prepare a 
Migration Remedial Plan as described in Section 8.3.4.3 below for review by the Parties at the 
Joint Executive Committee. 
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8.3.4 Migration Remedial Plan 

If at the Critical Checkpoints the Mainframe Services Migration project is delayed, then the 
Service Provider shall: 

(a) immediately provide the Province with a reasonable plan and schedule (the 
"Migration Remedial Plan") to mitigate the effect of such delay, which 
schedule shall specify in reasonable detail the manner in, and the latest date by 
which, such delay is proposed to be mitigated and the Mainframe Migration 
Plan will be available; and 

(b) thereafter, perform its obligations to achieve all elements of the Migration 
Remedial Plan in accordance with its terms within the time for the 
performance of its obligations thereunder. 

The Service Provider will deliver to the Province a Migration Remedial Plan that identifies 
options available to respond to the delays. The Province shall not be required to accept any 
option proposed by the Service Provider and shall accept one of the options proposed by the 
Service Provider only if it is acceptable to the Province. 

If the Service Provider fails to put forward the Migration Remedial Plan, or the delay is not 
remedied within the requisite period, or the Service Provider puts forward a Migration Remedial 
Plan and fails to perform its obligations thereunder necessary to achieve all elements of the 
Migration Remedial Plan in accordance with its terms within the requisite time, or the Province 
does not accept any of the options proposed by the Service Provider in the Migration Remedial 
Plan, then in each such case the matter will be escalated to the Joint Executive Committee in 
accordance with its Governance Process. 

8.3.5 Fall Back Contingency 

In the event the Mainframe Services Migration is not successful and the Parties elect to postpone 
the Mainframe Services Migration, the Service Provider and the Province will execute the 
Fallback Plan. 

8.3.6 Completion 

For the purposes of this SOW, the Execution of the Detailed Migration Plan Significant 
Milestones (see table above) will be deemed to be "complete" when all the milestones within the 
Detailed Migration Plan have been achieved as per the Detailed Migration Plan prepared and 
approved by the Parties. 

l 8.4 Potential Future Transformation Projects 

The Parties have identified optional Managed Mainframe Services transformation projects to be 
considered for possible implementation, following the Mainframe Service Migration, including 
the following projects (to be implemented in accordance with the Change Order Process): 

(a) Mainframe Software Rationalization; 
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(b) Mainframe Reporting Review and Rationalization; 

(c) Mainframe Storage Management Review; 

(d) Replacement of Custom 

(e) Enablement of Secure and 

(f) Consideration ofNew Mainframe Technologies. 

The potential scope of such projects is described below. The scope of such projects will be 
confirmed, following the Mainframe Services Migration but prior to implementation. 

The Service Provider and the Province will cooperate during the design phase of these potential 
projects to agree on the design in consultation with the Technology Architecture Working Group 
for review of design compliance with the Province's enterprise architecture and standards. 

8.4.2 Mainframe Software Rationalization 

If the Province elects to proceed with the Mainframe Software Rationalization project, the 
Service Provider will: 

(a) review the usage of the Software products licensed by the Province; and 

(b) make recommendations that will result in lower costs for the Province and 
Clients, including the retirement of such products or the replacement thereof with 
alternative Software products performing similar functions at a reduced cost. 

The Province will review the Service Provider's recommendations. 

8.4.3 Mainframe Reporting Review and Rationalization 

If the Province elects to proceed with the Mainframe Reporting Review and Rationalization 
project, the Service Provider will: 

(a) review the usage of the reports requested and/or being provided to the Province; 

(b) review the information contained in the reports for relevance; and 

(c) make recommendations to improve the relevance or utility of such reports for the 
Province and Clients or .to eliminate certain reports, with a view to rationalizing or 
reducing the number of such reports. 

The Province will review the Service Provider's recommendations. 

8.4.4 Mainframe Storage Management Review 

If the Province elects to proceed with the Mainframe Storage Management Review project, the 
Service Provider will: 
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(a) review the Province's current storage management procedures and policies; 

(b) review the storage management compliance, costs and ease of use for Clients; and 

(c) make recommendations for improvements. 

The Province will review the Service Provider's recommendations. 

8.4.5 Replace. Custom Network Solicitor (NETSOL) 

If the Province elects to proceed with the Replace Custom Network Solicitor (NETSOL) project, 
the Service Provider will: 

(a) review the Province's current custom developed application for Mainframe 
System access; and 

(b) make recommendations on potential commercial off the shelf (COTS) products to 
replace such application. 

The Province will review the Service Provider's recommendations. 

8.4.6 Enablement of Secure

If the Province elects to proceed with the Enablement of Secure project, the Service 
Provider will assess the Mainframe System environment and make a recommendation to the 
Province on the enablement of secur ccess for Clients. 

The Province will review the Service Provider's recommendations. 

8.4. 7 Consideration of New Mainframe Technologies 

The Parties may agree to implement, by way of a project under the Change Order Process, any 
recommendations made by the Service Provider concerning new mainframe technologies as 
defined in the Mainframe Client Technical Support Services Section of the Managed Mainframe 
Services SOW, including for example any such recommendations made by the Service Provider 
with respect to: 

9. 

(a) 

(b) 

(c) 

(d) 

applicability of ZiiP and/or ZaaP specialty engines; 

use of zLinux; 

new developer tools; or 

Service Oriented Architecture (SOA) developments. 

SERVER SYSTEMS MANAGEMENT TRANSFORMATION 

Server Systems Management is the operation support, monitoring and administration of the non
Mainframe Servers operating Windows, AIX, Solaris, Linux or Open VMS Operating Systems. 
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Pursuant to the Server Systems Management Transformation Project, the Service Provider will 
transform the Server Systems Management of the Province Servers by: 

(a) creating new Server system administration manuals for the Province Servers; 

(b) adding its Server Systems Management tools to the Province Servers; 

(c) conducting an initial virus scan of the Province Servers; and 

(d) conducting an initial security policy compliance scan of the Province Servers. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

Significant Pa~ ment 
i\1 ilestoncs i\1 ilcstoncs (sec 

T ra nsforma tion (sec table table abo\ c) (if Date of 
Project abO\ c) applicable) Price Deli\crablc Acceptance Criteria 

Server Systems Service Software and See Schedule 23 Month 1-4, April, Service Provider 
Management Provider Patch (Fees), Appendix I 2009 - July, 2009 Toolkit installed on 
Transformation Toolkit Distribution all eligible servers 

Implemented Tools 
on Servers at 

Server See Schedule 23 Month 1-6, April, 
Service Provider 

Province Data software 
Centres Monitoring (Fees), Appendix I 2009 - September, distribution and 

Tools 2009 patch management 
Backup See Schedule 23 Month 2, May, processes are 
Management (Fees), Appendix I 2009 implemented 
and Storage 
Management Service Provider 
Tools monitoring 

Server See Schedule 23 Month 2, May, 
processes 
implemented 

Administration (Fees), Appendix I 2009 (to be 
Servers confirmed) Systems 

Anti-Virus Tools See Schedule 23 Month 3, June, Administration 

(Fees), Appendix I 2009 operating 
documentation 

Security Policy See Schedule 23 Month 3, June, current for all 
Compliance (Fees), Appendix I 2009 Province servers 
Management 
Tools 
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Significant Pa~ mcnt 
\I ilcstoncs \I ilcstoncs (sec 

Transformation (sec table table abo\ c) (if Date of 
Project a bene) applicable) Price Deli\ crablc Acceptance Criteria 

Prepare Staff Server Systems See Schedule 23 Month 1-6, April, Server Management 
Management (Fees), Appendix I 2009 - September, section of the 
Operating 2009 Manual completed 
Manual and 

Support staff Server System 
Administration trained 

Manuals 

SQL Server See Schedule 23 Month 7, October, 
2008 Training (Fees), Appendix I 2009 

Virus Scan Initial Anti- See Schedule 23 Month 4, July, Service Provider 
Virus Scan for (Fees), Appendix I 2009 reports to Province 
Province Servers on results and 

remediates any 
viruses found 

Security Initial Security See Schedule 23 Month6, Service Provider 
Compliance Policy (Fees), Appendix I September, 2009 reports to Province 
Scan Compliance on security 

Scan on Servers compliance findings 

Service Software and See Schedule 23 MonthS, Service Provider 
Provider Patch (Fees), Appendix I November, 2009 Toolkit resources 
Toolkit Dist,ribution ready to support 
extended to Tools migration of Servers 
STMS 

Anti-Virus Tools See Schedule 23 Month 9, 
(Applications and 

Calgary Data data) to STMS 
Centre (Fees), Appendix I December, 2009 Calgary Data 

Centre 
Event Log See Schedule 23 Month 9, 
Collection Tools (Fees), Appendix I December, 2009 

Network Tools See Schedule 23 Month9, 
. (Fees), Appendix I December, 2009 

Backup See Schedule 23 Month9, 
Management (Fees), Appendix I December, 2009 
and Storage 
Management 
Tools 

Server See Schedule 23 Month 9, 
Monitoring (Fees), Appendix I December, 2009 
Tools 

Service Software and See Schedule 23 Month 25, April, Service Provider 
Provider Patch (Fees), Appendix I 2011 Toolkit resources 
Toolkit Distribution ready to support 
extended to Tools migration of Servers 
STMS 

Anti-Virus Tools See Schedule 23 Month 26, May, 
(Applications and 

Interior Data data) to STMS 
Centre (Fees), Appendix I 2011 Interior Data 

Event Log See Schedule 23 Month 26, May, Centre 
Collection Tools (Fees), Appendix I 2011 
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Significant Pa~ ment 
\I ilestones \lilestones (see 

Transformation (see table table abo\ e) (if Date of 
Project abo\e) applicable) Price Deli\ crable Acceptance Criteria 

Network Tools See Schedule 23 Month 26, May, 
(Fees), Appendix I 2011 

Backup See Schedule 23 Month 26, May, 
Management (Fees), Appendix I 2011 
and Storage 
Management 
Tools 

Server See Schedule 23 Month 26, May, 
Monitoring (Fees), Appendix I 2011 
Tools 

Shared File Shared File and N/A To be determined Concurrence on 
and Print Print Project . during initial project plan, 
Project refmement of the requirements, 

Transformation design, tests, and 
Plan test acceptance 

criteria. 

9.2 Install Standard Tools at Province Data Centres 

In this phase of the Server Systems Management Transformation Project, the Service Provider 
will install its Server Systems Management tools on Province Servers. 

Further to the operation of the Service Provider's standard Server Systems Management tools 
described in Section 9.2 (Install Standard Tools at Province Data Centres), the Province will 
make changes, as may be necessary, to its network environment including firewall rule changes, 
in order to allow the tools to be installed and to function. The changes are described in the 
Server Install section of the Server Management Services SOW and will be processed through 
the Change Management Process as required for the testing, deployment, and ongoing operation 
ofthese tools. 

9.2.1 Software and Patch Distribution Tools 

To implement the Service Provider's Software and Patch Distribution Tools, the Service 
Provider will: 

(a) install the Service Provider's tool Servers for the Software and Patch Distribution 
Tools in Province Data Centres; 

(b) 

(c) 

50652395.10 

test the installation of Software Agents on Province Servers; and 

deploy Software Agents on Province Servers. 
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9.2.1.2 Installation of Tool Servers 

In accordance with the procedures set out in the Server Management Services SOW, the Service 
Provider will: 

(a) install its tool Servers for the Software and Patch Distribution Tools at such 
Province Data Centre as is agreed to by the Province and the Service Provider 
promptly following the Hand-Over Date; and 

(b) connect the tool Servers via the Management Network to support the provisioning 
of Software updates and patches. 

The Province will cooperate with the Service Provider to enable the Service Provider to install its 
tool Servers at the agreed to Province Data Centre and to connect its tool Servers via the 
Management Network. 

9.2.1.3 Testing 

9.1.1.2.1 Service Provider Responsibilities 

Prior to the installation of any Software Agents for the Software and Patch Distribution Tools on 
the Province Servers, the Service Provider will test deployment of the Software Agents in the 
Province lab at the Province Data Centre The Service Provider will also 
conduct tests in the Province lab to test the removal, from the Province Servers, of any Province 
software and patch distribution technology currently operating on the Province Servers. The 
objective of these tests is to demonstrate that the Service Provider's Software and Patch 
Distribution Tools can be installed and operated safely on the Province Servers using the 
automated agent deployment technology that is part of the Software and Patch Distribution Tool. 

Following successful completion of the deployment tests in the Province lab, the Service 
Provider will conduct a "pilot" on a limited number of the Province Servers. Pilot testing will 
follow the Change Management Process described in the Service Management SOW. The 
objective of the Pilot test is to demonstrate the safe operation ofthe automated agent deployment 
technology that is part of the Software and Patch Distribution Tools in the Province's current 
Server environment. 

The Service Provider will: 

(a) 

(b) 

9.1.2.2.2 

work with the Province to define test cases and acceptance test criteria for a 
deployment test in the Province lab and for the pilot; and 

conduct the deployment test and pilot with the Province so as to meet the agreed 
to test criteria. 

Province Responsibilities 

The Province will: 
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(c) 

(d) 

(e) 

9.2.1.4 
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provide access to the Province lab located as required for the 
deployment test in the Province lab and for the pilot; 

work with the Service Provider to define test cases and acceptance test criteria for 
a deployment test in the Province lab and for the pilot; and 

accept the results of the deployment test and pilot when the results meet the 
agreed to acceptance criteria. 

Installation 

Following the Province's acceptance of the results of the deployment and pilot tests, the Service 
Provider in consultation with the Province will schedule deployment of the Software Agents for 
the Software and Patch Distribution Tools for the Province Servers. Software and Patch 
Distribution agent deployment will follow the Change Management Process described in the 
Service Management SOW. 

The Service Provider will: 

(a) inform the Province's Network operations team of network changes needed for 
the Software Agents to communicate with the Service Provider's Software and 
Patch Distribution Tools Servers; and 

(b) provide written notification to the Province when the Software and Patch 
Distribution Tools Milestone (see table above) has been achieved including when: 

(i) the deployment of the Software Agents is completed; 

(ii) the Service Provider's Software Distribution and Patch Tools are 
operational; and 

(iii) the Province's software distribution and patch technology has been retired. 

The Province will make the changes to its network environment, including firewalls, as 
necessary in order for the Software Agents to communicate with the Software and Patch 
Distribution Tools Servers. 

The Service Provider and the Province acknowledge that there will be Province Servers that are . 
incompatible with the Service Provider's Software Distribution and Patch Tools technology and 
that the Parties will cooperate to develop work arounds so that such incompatibilities do not 
prevent deployment of the Software Agents generally. 

9.2.2 Server Monitoring Tools 

To implement the Service Provider's Server Monitoring Tools, the Service Provider will: 

(a) 

(b) 
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install tool servers in the Province Data Centres; 

test the installation of Software Agents on Province Servers; and 

-76-
Page 854 
CTZ-2013-00110

S. 15



Schedule 9-Transformation 

(c) deploy Software Agents on Province Servers. 

9.2.2.2 Installation of Tool Servers 

In accordance with the procedures set out in the Server Management Services SOW, the Service 
Provider will: 

(a) install its tool Servers for its Server Monitoring Tools at such Province Data 
Centres as is agreed to by the Province and the Service Provider promptly 
following the Hand-Over Date; and 

(b) connect the tool Servers via the Service Provider's Management Network to 
support the remote monitoring of Servers from the Service Provider Support 
Locations. 

The Province will cooperate with the Service Provider to enable the Service Provider to install its 
tool Servers at the agreed to Province Data Centre and to connect its tool Servers via the Service 
Provider's Management Network. 

9.2.2.3 Testing 

9.1.2.2.1 Service Provider Responsibilities 

Prior to the installation of the Software Agents for the Server Monitoring Tools on the Province 
Servers, the Service Provider will test the deployment of the Software Agents in the Province lab 
at the Province Data Centre The Service Provider will also conduct tests in the 
Province lab to test the removal, from the Province Servers, of any Province server monitoring 
technology currently operating on the Province Servers. The objective of these tests is to 
demonstrate that the Service Provider's Server Monitoring Tools can be installed and operated 
safely on the Province Servers. 

Following successful completion of the deployment tests in the Province lab, the Service 
Provider will conduct a "pilot" on a limited number of the Province Servers. Pilot testing will 
follow the Change Management Process described in the Service Management SOW. The 
objective of the pilot t~st is to demonstrate the safe operation of the Service Provider's Server 
Monitoring Tools in the Province's current Server environment. 

The Service Provider will: 

(a) 

(b) 

9.1.2.2.2 

work with the Province to define test cases and acceptance test criteria for a 
deployment test in the Province lab and for-the pilot; and 

conduct the deployment test and pilot with the Province so as to meet the agreed 
to test criteria. 

Province Responsibilities 

The Province will: 
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(c) 

(d) 

(e) 

9.2.2.4 

Schedule 9-Transformation 

provide access to the Province lab located at lab as required for a 
deployment test in the Province lab arid for the pilot; 

work with the Service Provider to define test cases and acceptance test criteria for 
a deployment test in the Province lab and for the pilot; and 

accept the results of the deployment test and pilot when the results meet the 
agreed to acceptance criteria. 

Installation 

Following the Province's acceptance of the results of the deployment and pilot tests, the Service 
Provider in consultation with the Province will schedule deployment of the Software Agents for 
the Server Monitoring Tools for the Province Servers. Server Monitoring Tools agent 
deployment will follow the Change Management Process described in the Service Management 

. sow. 

The Service Provider will: 

(a) inform the Province's Network operations team of network changes needed for 
the Software Agents to communicate with the Software and Patch Distribution 
Tools Servers; and 

(b) provide written notification to the Province when the Server Monitoring Tools 
Milestone (see table above) has been achieved, including when: 

(i) the deployment of the Software Agents is completed; 

(ii) the Service Provider's Server Monitoring Tools are operational; and 

(iii) the Province's Server monitoring technology has been retired. 

The Province will make the changes to its network environment, including firewalls, as 
necessary in order for the Software Agents to communicate with the Server Monitoring Tools 
Servers. 

The Service Provider and the Province acknowledge that there will be Province Servers that are 
incompatible with the Service Provider Server Monitoring Tools technology and that the Parties 
will cooperate to develop work arounds so that such incompatibilities do not prevent deployment 
ofthe Software Agents generally. 

9.2.3 Backup Management Tools 

The Service Provider will use the Province's existing Software backup management tools for 
managing backup services on Province Servers. 

Any Servers installed by the Service Provider will have backup Software Agents that are 
compatible with the Province backup management tools at the Province Data Centres. 
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9.2.4 Storage Management Tools. 

Software storage management tools refer to the Software tools that are used to manage storage 
devices. 

The Service Provider will use the Province's existing Software storage management tools to 
manage Province storage devices. If necessary, the Service Provider will re-configure the 
Province's existing Software storage management tools for compatibility with the Service 
Provider's updated storage operating processes as described in the Managed Storage and 
Managed Backup SOW. 

The Service Provider will retire Province Software storage management tools that are not 
required for the Service Provider's updated storage operating processes. 

The Service Provider will install its own Software storage management tools for management of 
Service .Provider storage devices. 

To implement the Service Provider's Software storage management tools for use at Province 
Data Centres, the Service Provider will: 

(a) · install Service Provider storage management tool Servers for the Service Provider 
Software storage management tools at Province Data Centres; and 

(b) install Service Provider Software storage management tools on the Service 
Provider storage management tools Servers at the Province Data Centres. 

9.2.4.2 Installation of Storage Management Tool Servers 

In accordance with the procedures set out in the Server Management Services SOW, the Service 
Provider will install its tool Servers for the Software storage management tools at such Province 
Data Centre as is agreed to by the Parties promptly following the Hand-Over Date. 

The Province will cooperate with the Service Provider to enable the Service Provider to install its 
tool Servers at the agreed to Province Data Centre. 

9.2.4.3 Installation of Storage Management Tools 

The Service Provider will install its Software storage management tools on the storage 
management tool Servers installed by the Service Provider at Province Data Centres. 

The Service Provider will provide written notification to the Province when the Backup 
Management and Storage Management Tools Milestone (see table above) has been achieved 
(when the storage management tool deployment is complete and fully operational). 

9.2.5 Server Administration Servers 

The Service Provider utilizes administration Servers (use of Service Provider Citrix software and 
Servers is currently contemplated) to enable Service Provider system administrators to manage 
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the Servers for which they are responsible without allowing direct access to the Province's 
production Servers. 

The Service Provider will be responsible for installing the administration Servers within the, 
Service Provider network environment. 

The Service Provider will provide written notification to the Province when the Server 
Administration Servers Milestone (see table above) has been achieved (when the Servers have 
been installed within the Service Provider network environment). 

9.2.6 Anti-Virus Tools 

The Service Provider will install its anti-virus management Software on Service Provider tool 
Servers at such Province Data Centre as is agreed to by the Parties promptly following the Hand
Over Date. This Software manages anti-virus software operating on Service Provider Servers. 
The anti-virus Software operating on Service Provider Servers supports the scanning, detection, 
logging and removal of viruses, worms and similar contaminants from Service Provider Servers. 
New Servers provided by the Service Provider will be free of any known virus infections when 
they are initially put into service as described in the Server Management Services SOW. 

With respect to the Province Servers, the Service Provider will: 

(a) utilize the Province's existing anti-virus infrastructure to manage anti-virus 
activities for Province Servers; 

(b) conduct a review of all of the Province Servers to determine if the Server requires 
anti-virus software; and 

(c) for those servers requiring anti-virus Software: 

(i) if the anti-virus software is not currently installed, install the Province's 
anti-virus software as required by the Server (note: most Unix Servers do 
not require Anti-Virus software); and 

(ii) if the anti-virus Software is not up-to-date, update the Province anti-virus 
software and signature files. 

The Service Provider will provide written notification to the Province when the Anti-Virus Tools 
Milestone (see table above) has been achieved (when the anti-virus Software installed on 
Province Servers is up-to-date, uses up-to-date signature files and is operational). 

9.2. 7 Security Policy Compllance ManageHJe11t Tools 

The Service Provider's security policy compliance management tools ("PCM Tools") initiate 
security policy compliance scans on Servers, collect the results, and produce reports for analysis 
of compliance to agreed Security Policies as described in the Security SOW. 
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The Service Provider will install its PCM Tools within the Service Provider's Canadian network 
environment. 

The PCM Tools require that Software Agents be deployed on Province Servers. The Service 
Provider will test and deploy the Software Agents for the PCM Tools on the Province Servers as 
part of the testing and deployinent of the Software Agents for the Server Monitoring Tools 
described in Section 9.2.2 (Server Monitoring Tools). 

The Service Provider will provide written notification to the Province when the Security Policy 
Compliance Management Tools Milestone (see table above) has been achieved (when the PCM 
Tool deployment is co_mpleted and is fully operational). 

9.2.8 Completion 

For the purposes of this SOW, the Service Provider Toolkit Implemented on Servers at Province 
Data Centres Significant Milestones (see table above) will be deemed to be "complete" when all 
of the milestones in Section 9.2 (Install Standard Tools at Province Data Centres) have been 
achieved. 

9.3 Prepare Staff 

9.3.1 Update Operating Documentation 

The Midrange section of the Manual (referred in the Server Management Services SOW as the 
Midrange Operating Manual) sets out the specific operating procedures, processes, tasks and 
functions that are required to be performed by the Service Provider to deliver the Server Systems 
management services. 

At the Hand-Over Date, the Service Provider will utilize the Province's existing manual for the 
Server Systems management services (described in the Server Management Services SOW). 

The Service Provider will develop the Midrange section of the Manual in accordance with the 
Agreement, and based on the Manual Outline attached to this SOW as Appendix C (Manual 
Outline), as the Province procedures are revised in· connection with the implementation of the 
Service Provider's operating procedures. 

The Service Provider will provide written notification to the.Province when the Server Systems 
Management Operating Manual and Server System Administration Manuals Milestone (see table 
above) has been achieved (when the Midrange section of the Manual describes the Server 
Systems management services being provided by the Service Provider from the Province Data 
Centres). 

9.3.2 Training 

The Service Provider will train the Service Provider Personnel in the Service Provider's 
operating procedures as documented in the Midrange section of the Manual as the Provinces 
procedures are revised in connection with the implementation of the Service Provider's operating 
procedures. 
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The Service Provider will train the Service Provider Personnel who support Microsoft SQL 
Server in preparation for the use by the Province of Microsoft SQL Server 2008. 

9.3.3 Completion 

For the purposes ofthis SOW, the Prepare Staff Significant Milestones (see table above) will be 
deemed to be "complete" when all of the milestones in Section 9.3 (Prepare Staf!J have been 
achieved. 

9.4 Perform Initial Anti-Virus Scan 

When the anti-virus Software is deployed as described in Section 9.2.6 (Anti-Virus Tools) above, 
the Service Provider will utilize the anti-virus tools to schedule and execute scans on all existing 
Province Servers at a time or times that are acceptable to the Province. 

If the scans on the Province Servers detect any virus, worms or similar contaminants on any 
Province Servers, the Service Provider will notify the Province thereof and take remedial action 
through the Change Management Process described in the Service Management SOW. 

The Service Provider will provide written notification to the Province when the Initial Anti-Virus 
Scan for Province Servers Milestone (see table above) has been achieved (when the initial anti
virus scan and any resulting virus remediation is completed in respect of all Province Servers). 

9.4.1 Completion 

For the purposes of this SOW, the Initial Anti-Virus Scan for Province Servers Significant 
Milestones (see table above) will be deemed to be "complete" when all of the milestones in 
Section 9.4 (Perform Anti-Virus Scan) have been achieved. 

9.5 Perform Initial Security Policy Compliance Scan 

When the Service Provider's PCM Tools are deployed as described in Section 9.2.7 (Security 
Policy Compliance Management Tools), above, the Service Provider will utilize the PCM Tools 
to scan all existing Province Servers and assess the results to determine if they are in compliance 
with the agreed Security Policy as described in the Security SOW. 

The Service Provider will provide the Province with policy compliance reports. 

The Service Provider will provide written notification to the Province when the Initial Security 
Policy Compliance Scan on Servers Milestone (see table above) has been achieved (when the 
initial policy compliance scan activity is completed). . 

The Service Provider will scan all new servers for security policy compliance at the time of 
installation as described in the Server Management Services SOW. 
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9.5.1 Completion 

For the purposes of this SOW, the Security Compliance Scan Significant Milestones (see table 
above) will be deemed to be "complete" when all of the milestones in Section 9.5 (Perform 
Initial SecurityPolicy Compliance Scan) have been achieved. 

9.6 Install Standard Tools at STMS Data Centres 

The Service Provider will install and host at the STMS Data Centres instances of its standard tool 
Servers, which include as follows: 

(a) Software and patch distribution tools Servers; 

(b) Server monitoring tools Servers; 

(c) storage and backup tools Servers; and 

(d) anti-virus tools on the software and patch distribution tools Servers. 

These are additional instances of the Service Provider's tool Servers that were previously 
described in Section 9.2 (Install Standard Tools at Province Data Centres). 

The Service Provider will provide written notification to the Province when the Software and 
Patch Distribution Tools Milestone (see table above), the Server Monitoring Tools Milestone 
(see table above), the Backup Management and Storage Management Tools Milestone (see table 
above), and the Anti-Virus Tools Milestone (see table above) have been achieved (when each of 
such tools have been installed at the STMS Data Centres). 

The Service Provider will also install network tool Servers that support monitoring and 
management of network devices, and allow for the creation and management of VLANs and 
firewall rules. Such network tool Servers will be connected to the Service Provider's 
management network to support remote monitoring and management of the Service Provider's 
network equipment from other Service Locations in Canada. Such network tool Server will also 
be able to communicate with all tools Servers on Service Provider's network and the Province's 
network. The Province will work cooperatively with the Service Provider to complete necessary 
Province router and firewall rule changes to support the communication with all Service Provider 
tools Servers on Service Provider's network and the Province's network. 

The Service Provider will provide written notification to the Province when the Network Tools 
Milestone (see table above) has been achieved (when the network tool Servers have been 
installed and connected to the Service Provider's management network). 

The Service Provider will also install event log collection servers (more commonly known as 
"SYSLOG" Servers as described in the Security SOW) that support the event log collection from 
Servers and network devices and store them in a central repository. 
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The Service Provider will provide written notification to the Province when the Event Log 
Collection Tools Milestone (see table above) has been achieved (when the event log collection 
servers have been installed). 

9.6.2 Completion for STMS Calgary Data Centre 

The Service Provider will provide written notification to the Province when tools referred to in 
Section 9.6 (Install Standard Tools at STMS Data Centres) are fully operational at the STMS 
Calgary Data Centre). 

For the purposes of this SOW, the Service Provider Toolkit extended to STMS Calgary Data 
Centre Significant Milestones (see table above) will be deemed to be "complete" when all of the 
milestones in Section 9.6 (Install Standard Tools at STMS Data Centres) have been achieved. 

9.6.3 Completion for the STMS Interior Data Centre 

The Service Provider will provide written notification to the Province when the tools referred to 
in Section 9.6 (Install Standard Tools at STMS Data Centres) are fully operational at the STMS 
Interior Data Centre. 

For the purposes of this SOW, the Service Provider Toolkit extended to STMS Interior Data 
Centre Significant Milestones (see table above) will be deemed to be "complete" when all ofthe 
milestones in Section 9.6 (Install Standard Tools at STMS Data Centres) have been achieved. 

9.7 Shared File and Print Project 

This phase of the Server Systems Management Transformation Project will reduce the cost to 
deliver the Shared File Print (SFP) ·service, as described in the Shared File and Print Services 
sow. 

The Province and the Service Provider agree as follows: 

(a) 

(b) 

the objectives of the Shared File and Print Project are to improve the reliability of . -
the Province Shared File and Print infrastructure while permitting the Service 
Provider to reduce the costs of providing the Shared File and Print service in 
keeping with pricing assumptions; and 

the transformed Shared File and Print service must provide end client experience 
and functions that are equal to or better than the existing Shared File and Print 
service. 

9. 7.2 Joint Responsibilities 

The Province and the Service Provider, working jointly, will: 

(a) 

(b) 
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identify Province Business Requirements; 

develop functional requirements, such as: 
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(i) maintaining existing performance; and 

(ii) Server recovery time objectives; and 

(c) agree on the design. 

9.7.3 Service Provider Responsibilities 

The Service Provider will: 

9.7.4 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

(g) 

(h) 

(i) 

develop a detailed project plan in consultation with the Province including 
requirements for Province participation; 

develop such requirements and in consultation with the Province; 

develop the design in cooperation with the Province and consult with the 
Technology Architecture Working Group for review of design compliance with 
the Province's enterprise architecture and standards; 

procure, prepare, and install hardware, software, or third party services as 
required by the detailed project plan and the design; 

work with the Province to define the test cases and acceptance test criteria for the 
Shared File and Print project; 

prepare required updates for the Midrange section of the Manual in accordance 
with the requirements for the Manual in the Agreement and based on the Manual 
Outline attached to this SOW as Appendix C (Manual Outline); 

conduct the agreed testing in cooperation with the Province; 

upon . completion of the implementation and testing activities including 
achievement of all acceptance test criteria, provide notice to the Province that the 
Shared File and Print Project Milestone (see table above) has been achieved when 
it is ready to cominence deployment of the transformed Shared File and Print 
services; and 

upon approval of the Province for commencement of the deployment of the 
transformed Shared File and Print services, commence implementation of the 
transformed Shared File and Print services as described by the implementation 
plan. 

Province Responsibilities 

The Province will: 

(a) 
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facilitate the required participation of the Province and Clients as agreed with the 
Service Provider in the detailed implementation plan; 
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develop the design in cooperation with the Service Provider and consult with the 
Technology Architecture Working Group for review of design compliance with 
the Province's enterprise architecture and standards; 

work with the Service Provider to define test cases and acceptance test criteria for 
the Shared File and Print project; and 

conduct the agreed to testing in cooperation with the Service Provider. 

Completion 

For the purposes of this SOW, the Shared File and Print Significant Milestones (see table above) 
will be deemed to be "complete" when all of the milestones in Section 9. 7 (Shared File and Print 
Project) have been achieved. 

10. VIRTUALIZATION ASSESSMENT AND MIGRATION PLANNING 
PROJECT 

The purpose of the Virtualization Assessment and Migration Planning Project is to develop an 
agreed to multi-year plan (the "Multi-Year Plan") for the migration of Province Applications 
from the existing Province Servers to Virtual or Physical Servers provided by the Service 
Provider. 

For the purpose of this Transformation Program, "Virtualization" means installing multiple 
images of Servers on one Physical Server with each image maintaining the appearance and 
capabilities of the Operating System from which it was derived without being constrained by or 
dependant upon the Physical Server on which it operates. Applications that formerly were 
hosted on Physical Servers are said to run on a "Virtual Server" after they are "Virtualized". 

The Virtualization Assessment and Migration Planning Project will be performed by the Service 
Provider in the following phases: 

(a) Project Planning; 

(b) Virtualization and Migration Test Lab; 

(c) Virtualization Assessment and Migration Study; 

(d) Multi-Year Plan; and 

(e) First Committed Annual Plan. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 
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Tn1nsformation 
Project 

Virtualization 
Assessment and 
Migration 
Planning 
Project 

10.2 

10.2.1 

Significant 
iVIilestones 
(set table 

above) 
Virtualization 
Assessment 
and 
Migration 
Planning for 
all Servers 

Project Planning 

Payment 
\lilestones 
(stt tablt 
abO\e) (if 

applicable) 
Virtualization 
Assessment 
and Migration 
Planning 
Project Plan 

Virtualization 
Assessment 
and Migration 
Test Lab 

Virtualization 
Assessment 
and Migration 
Study 

Virtualization 
Assessment 
and Migration 
Planning 
Project Plan 
Approved 

First 
Committed 
Annual Plan 
for August 
2009-March 
2010 (frrst 2 
Virtualization 
and Migration 
Waves) 

Price 
See 
Schedule 
23 (Fees), 
Appendix 
I 

See 
Schedule 
23 (Fees), 
Appendix 
I 

See 
Schedule 
23 (Fees), 
Appendix 
I 

See 
Schedule 
23 (Fees), 
Appendix 
I 

N/A 

Service Provider Responsibilities 

Schedule 9-Transformation 

Date of 
Ddinrabl<.' Acceptance Criteria 
Month 1, Virtualization 
April, 2009 Assessment and 

Migration Planning 
completed for all 
Province 

Month2, 
Applications and 

May,2009 
their associated data 

Multi-Year Plan 
accepted and agreed 
to 

Month 1-3, 
April-June, Province and Service 
2009 Provider 

commitment to 
content of first 

Month 5, 
Committed Annual 

August, 
Plan 

2009 Identification of 
Applications and 
their associated data 
that must migrate 

Month 5, concurrent with 
August, Mainframe Services 
2009 Migration 

In this phase of the Virtualization Assessment and Migration Planning Project, the Service 
Provider will: 

(a) 
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develop a project plan for the Virtualization Assessment and Migration Planning 
Project (the "Virtualization Assessment and Migration Planning Project 
Plan") that will describe the phases, activities, tasks, Province participation 
requirements, milestones and deliverables required to complete the Virtualization 
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Assessment and Migration Planning Project, and identify risks associated with the 
Virtualization and Migration and methods to mitigate such risks; 

(b) clarify the scope of work for the Virtualization Assessment and Migration 
including the impact ofthe following: 

(i) constraints of the Clients; 

(ii) geographic locations; 

(iii) activities and schedule; and 

(iv) Province and Service Provider resources and availability; 

(c) identify and obtain, with the assistance of the Province, the information required 
to clarify the scope of work; 

(d) develop the Virtualization Assessment and Migration Planning Project Plan 
including the requirements for participation of the Clients; and 

(e) provide a copy of the Virtualization Assessment and Migration Planning Project 
Plan to the Province and at the same time provide written notification to the 
Province when the Virtualization Assessment and Migration Planning Project 

. Plan Milestone (see table above) has been achieved. 

1 0.2.2 Province Responsibilities 

The Province will: 

(a) 

(b) 

10.3 

communicate to the Clients information concerning the Virtualization Assessment 
and Migration Planning Project and describe the requirements for their 
participation; and 

obtain the participation of the Client m the Virtualization Assessment and 
Migration Planning Project. 

Virtualization and Migration Test Lab 

The Service Provider will establish a test lab at the with 
hardware and software to support the Virtualization Assessment. This lab will be available to 
Service Provider Personnel for small scale proof-of-concept testing in connection with the 
Virtualization and Migration. For greater certainty, the test lab is not the test facility for the 
migration ofthe Province's Applications (and associated data). 

The Service Provider will provide written notification to the Province when the Virtualization 
Assessment and Migration Test Lab Milestone (see table above) has been achieved (when it has 
been established at the
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10.4 Virtualization Assessment and Migration Study 

10.4.1 Service Provider Responsibilities 

In this phase of the project, in accordance with the Virtualization Assessment and Migration 
Planning Project Plan, the Service Provider will: 

(a) conduct an assessment of the Province Applications and data associated with the 
Province's current Server environment; 

(b) with input from the Province, identify and consider the business drivers for 
scheduling the migration of individual Applications of the Clients including: 

(i) Clients' requirements and Province freeze periods; 

(ii) Operating System end of support timing (e.g. Windows 2000 in July 
2010); 

(iii) remaining Hardware amortization or service life; 

(iv) desired STMS Data Centre; 

(v) multi-application family constraints such as transaction or data access 
latency; 

(vi) the impact of the Mainframe Services Migration on Clients' Applications 
that interact with Mainframe Applications or databases; and 

(vii) the availability of the Province and Service Provider resources; 

(c) in cooperation with the Technology Architecture Working Group, identify the 
technical criteria that must be considered in the determination of whether the 

· target Server for each Application will be a Virtual Server or a Physical Server; 

(d) deploy a data collection tool within the Province Network under the Change 
Management Procedures described in the Service Management SOW. The data 
collection tool may need to be installed in more than one location in the Province 
Network. The data collection tool will evaluate network traffic between servers 
and clients allowing the development of an "interdependency map". The data 
collection tool will not inhibit the Clients' operations or performance of their 
Applications in the Province Network and Server environment; 

(e) consult with Clients to enable the Service Provider to identify the Applications 
operating on Servers within the Province's current Server environment and 
associated data and their business criticality; 

(f) identify the data collection tool promptly following the Hand-Over Date. If the 
data collection tool requires the operation of scripts or Software Agents on the 
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Province Servers then such scripts or Software Agents will be implemented by the 
Service Provider in consultation with the Province and using the Change 
Management Procedures described in the Service Management SOW; 

(g) develop and deliver to the Province: 

(h) 

10.4.2 

(i) a reference architecture (the "Reference Architecture") document that 
details the proposed target architecture for the Applications and data of 
Clients that are associated with the Province Servers including application 
interdependencies, system performance criteria, network requirements, 
security requirements, storage requirements and backup/recovery 
requirements; and 

(ii) a source to target document (the "Source to Target Report") that maps 
the Applications and data of Clients that are associated with the Province 
Servers to a proposed future Virtual and Physical Server environment; and 

provide written notification to the Province when Virtualization Assessment and 
Migration Study Milestone (see table above) has been. achieved (when the Service 
Provider completes the Reference Architecture and Source to Target Report 
deliverables and provides copies thereof to the Province). 

Province Responsibilities 

The Province will: 

(a) 

(b) 

10.5 

assist the Service Provider with the deployment of its data colleCtion tool by 
making the required configuration changes to the Province Network including 
firewall and router changes; and 

facilitate the participation of Clients in this phase of the project. 

Multi-Year Plan 

In this phase of the project, in accordance with the findings of the Virtualization Assessment and 
Migration Study activities as described in Section 10.4 (Virtualization Assessment and Migration 
Study) above, the Service Provider and the Province will reach agreement on a Multi-Year Plan. 

The Service Provider and the Province will develop an agreed to Multi-Year Plan based on and 
giving effect to the following planning assumptions agreed to by the Province and the Service 
Provider unless otherwise agreed to by the Province and the Service Provider pursuant to the 
Change Order Process: 

(a) 

50652395.10 

the Virtualization and Migration of the Province Server environment will take 
place by multiple overlapping virtualization and migration Waves each year 
during the first five years of the Agreement based on migrating Applications 
operating on the following approximate numbers of Servers and associated data: 
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(i) 10% ofthe Servers in Year 1 ofthe Agreement; 

(ii) 20% ofthe Servers in Year 2 of the Agreement; 

(iii) 30% ofthe Servers in Year 3 of the Agreement; 

(iv) 20% of the Servers in Year 4 of the Agreement; and 

(v) 20% ofthe Servers in Year 5 ofthe Agreement; 

(b) there will be approximately 19 virtualization and migration Waves starting at 
approximately 3 month intervals as follows: 

(i) during the early Waves, hardware refresh and virtualization will be 
performed "in-place" at the Province Data Centres; 

(ii) when the STMS Data Centre in Calgary is operational, subsequent Waves 
will include the migration of Servers to the STMS Calgary Data Centre 
based upon: (A) the positioning of Servers to best enhance the disaster 
recovery capabilities of the Service Provider's solution; (B) the need to 
keep certain Servers located near the

(C) the VA commitment in each of the STMS Data 
Centres, unless application family performance constraints require 
transformation "in-place" at a Province Data Centre; and 

(iii) when the STMS Interior Data Centre is operational subsequent Waves will 
be targeted to either STMS Data Centre; 

(c) one of the approximately 19 virtualization and migration Waves will be planned 
to coincide with the Mainframe Services Migration in the. event there are 
Applications and associated data that must migrate simultaneously with the 
Mainframe System; 

(d) initial Waves will focus on lower complexity Applications and associated data. 
These Applications will require less effort and involve less risk in order to 
accelerate progress, refine the agreed procedures and build stakeholder confidence 
in the migration process through early successes; and 

(e) when both STMS Data Centres are available, the Applications operating on 
Servers that have been transformed "in place" at the Province Data Centres and 
their associated data will be migrated in a separate series of "migration only" 
Waves to the STMS Data Centres as follows: 

50652395.10 

(i) 

(ii) 

there will also be approximately seven "migration-only" Waves; 

Applications on Virtual Servers at the Province Data Centres will be 
migrated to another Virtual Server target environment at an STMS Data 
Centre; 
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(iii) Applications on Physical Servers at the Province Data Centres will be 
migrated to similar physical Servers at an STMS Data Centre; and 

(iv) after migration, the Service Provider will move any of the Service 
Provider Servers displaced as a result of the "migration only" Waves from 
the Province Data Centres to the STMS Data Centres in preparation for 
subsequent migrations. 

Additional Service Provider Responsibilities 

The Service Provider will: 

(a) 

(b) 

(c) 

(d) 

10.5.3 

based on the Reference Architecture, Source to Target Report and the business 
drivers identified in the previous phase, propose a draft Multi-Year Plan; 

consult with the Province to refine the draft Multi-Year Plan to reach agreement 
on the final Multi-Year Plan; 

cooperate with the Province to reach agreement on the final Multi-Year Plan in 
consultation with the Technology Architecture Working Group for review of 
design compliance with the Province's enterprise architecture and standards; and 

provide the Province with a copy of the Multi-Year Plan and at the same time 
provide written notification to the Province when the Virtualization Assessment 
and Migration Planning Project Plan Approved Milestone (see table ~hove) has 
been achieved. 

Province Responsibilities 

The Province will: 

(a) 

(b) 

10.6 

facilitate the participation of Clients to refine and reach agreement on the final 
Virtualization Assessment and Migration Planning Project Plan; and 

cooperate with the Service Provider to reach agreement on the final Multi-Year 
Plan in consultation with the Technology Architecture Working Group for review 
of design compliance with the Province's enterprise architecture and standards. 

First Committed Annual Plan 

The agreement of the Province and the Service Provider to the Multi-Year Plan will include the 
agreement of the Parties to the first 2 Waves described in the Multi-Year Plan (in order that 
detailed Wave planning can commence according to the Schedule in the Transformation Plan). 

The first 2 Waves described in the Multi-Year Migration Plan will constitute the first Committed 
Annual Plan. The first 2 Waves will be deemed to be Committed Waves (as such term is defined 
in Section 15 (Virtualization and Migration Project) ofthis SOW) and will be completed as part 
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of the Virtualization and Migration Project described in Section 15 (Virtualization and Migration 
Project) ofthis SOW. 

The Service Provider will provide written notification to the Province that the First Committed 
Annual Plan for August 2009-March 2010 (first 2 Virtualization and Migration Waves) 
Milestone (see table above) has been achieved when both Parties have agreed on the first 2 
Waves described in the Multi-Year Plan. 

10.6.1 Completion 

For the purposes of this SOW, the Virtualization Assessment and Migration Planning for all 
Servers Significant Milestones (see table above) will be deemed to be "complete" when all of the 
milestones in Section 10 (Virtualization Assessment and Migration Planning Project) have been 
achieved. 

11. FIELD SERVICES 

The purpose of the Field Services Transformation Project is to perform the activities necessary 
for the transfer of responsibility for the management of maintenance services and the 
performance of other related Field Services, as described in the On Site Services SOW, from the 
Province to the Service Provider on the Hand-Over Date. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

Payment 
Significant Milestones (see 

Transfonnation Milestones (see table aboYe) (if Date of Acceptance 
Project table abow) applicable) Price Oeliwrable Criteria 

Field Services Assumption of 
Transformation Responsibility 

11.1 Service Provider Field Services 

11.1.1 Service Provider Responsibilities 

The Service Provider will: 
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on the Hand-Over Date, implement the escalation processes for provision of 
maintenance services and other related Field Services, as defined in the On Site 
Services SOW; and 

manage maintenance services and perform other related Field Services for the 
Managed Equipment located at the Remote Infrastructure Server Locations and 
Remote Application Server Locations as described in Schedule 8 (Service 
Locations), as described in the On Site Services SOW. 

Province Responsibilities 

The Province will: 

11.1.3 

(a) for each Province Server, maintain the maintenance service arrangements in place 
for such Server (such maintenance service arrangements do not include services 
provided to the Province by Navigata) until the Server is refreshed with a Service 
Provider Server; and 

(b) provide the Service Provider with physical access to the Remote Sites as required 
in order to provide Field Services for the Managed Equipment managed by the 
Service Provider at such Remote Infrastructure Server Locations and Remote 
Application Server Locations. 

Completion 

For the purposes of this SOW, the Assumption of Responsibility Significant Milestones (see 
table above) will be deemed to be "complete" when the Service Provider has performed the 
activities necessary for the transfer of responsibility for the management of maintenance services 
and the performance of other related Field Services as described in Section 11 (Field Services). 

12. STORAGE AND BACKUP 

Pursuant to the Storage and Backup Transformation Project, the Service Provider will: 

(a) add the Storage Management Tool Set of the Service Provider to the Service 
Provider's tool servers at the data centres utilized to provide Managed Storage 
Services and Managed Backup Services; and 

(b) update the manuals for such services to reflect the utilization of the Storage 
Management Tool Set and any revised procedures implemented by the Service 
Provider in connection with such use. 

The Storage Management Tool Set consists of EMC (EMC Command Console) enabling the 
Service Provider to monitor and manage storage devices at data centres. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
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(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

Significant Pa~ ment \lilestoncs 
Transformation \lilestones (see (see table abme) (if Date of -\cceptance 

Project table abo' e) applicable) Price Deli\ erable Criteria 
Storage and Install Service Configure See MonthS, Service Provider 
Backup Provider Management Tool Schedule 23 August, 2009 processes for 
Transformation Storage Sets at Province Data (Fees), managing storage 
Project Management Centres Appendix I services and 

and Backup backup services 
Management 

Develop Managed See Month5, 
are implemented 

Tools at 
Province Data Storage and Managed Schedule 23 August, 2009 

Centres Backup Sections of (Fees), 
the Manual Appendix I 

Install Service Update Managed See Month 7, STMS Calgary 
Provider Storage and Managed Schedule 23 October, 2009 Data Centre 
Storage Backup Sections of (Fees), Storage and 
Management the Manual Appendix I Backup Services 
and Backup 

Configure See Month9, 
ready for 

Management application and 
Tools at the Management Tool Schedule 23 December, data migration 
STMS Calgary Sets for STMS (Fees), 2009 

Data Centre Calgary Data Centre Appendix I 

Install Service Update Managed See Month24, STMS Interior 
Provider Storage and Managed Schedule 23 March, 2011 Data Centre 
Storage Backup Sections of (Fees), Storage and 
Management the Manual Appendix I Backup Services 
and Backup 

Configure See Month26, 
ready for 

Management application and 
Tools at the Management Tool Schedule 23 May, 2011 data migration 
STMS Interior Sets for STMS (Fees), 

Data Centre Interior Data Centre Appendix I Ready for site to 
site back ups 

12.2 Province Data Centres 

12.2.1 Configure Management Tools 

The Service Provider will install and configure the Storage Management Tool Set on tool Servers 
of the Service Provider at the Province Data Centres 

as described in Section 9.2.4 (Storage Management Tools). 

The Service Provider will provide written notification to the Province when the Configure 
Management Tool Sets at Province Data Centres Milestone (see table above) has been achieved 
(when the Storage Management Tool Set has been installed and configured at the Province Data 
Centres). 
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12.2.2 Manual for Managed Storage and Managed Backup 

The Managed Storage and Managed Backup sections of the Manual set out the specific operating 
procedures, processes, tasks and functions that are required to be performed by the Service 
Provider to deliver the Managed Storage Services and Managed Backup Services. 

At the Hand-Over Date, the Service Provider will utilize the Province's existing manual for the 
Managed Storage and Managed Backup Services. 

The Service Provider will develop the Managed Storage and Managed Backup sections of the 
Manual in accordance with the Agreement, based on the Manual Outline attached to this SOW as 
Appendix C (Manual Outline) and as the Province procedures are revised in connection with the 
implementation of the Service Provider's operating procedures. 

The Service Provider will provide written notification to the Province when the Develop 
Managed Storage and Managed Backup Sections of the Manual Milestone (see table above) has 
been achieved (when the Managed Storage and Managed Backup sections of the Manual 
describe the Managed Storage Services and Managed Backup Services being provided by the 
Service Provider from the Province Data Centres at in 
accordance with the requirements of the Agreement). 

12.2.3 Completion 

For the purposes of this SOW, the Install Service Provider Storage Management and Backup 
Management Tools at Province Data Centres Significant Milestones (see table above) will be 
deemed to be "complete" when all of the milestones in Sections 12.2 (Province Data Centres) 
have been achieved. 

12.3 STMS Calgary Data Centre 

The Service Provider will also utilize the Storage Management and Backup Management Tool 
Sets to monitor and manage storage and backup devices at the STMS Calgary Data Centre. 

The Service Provider will: 

(a) 

(b) 

(c) 

50652395.10 

install and configure the Storage Management and Backup Management Tool Sets 
on the tool Servers of the Service Provider that were installed at the STMS 
Calgary Data Centre under Section 9.6 (Install Standard Tools at STMS Data 
Centres) ofthis SOW; 

update the· Managed Storage and Managed Backup section of the Manual, in 
accordance with the Agreement and based on the Manual Outline attached to this 
SOW as Appendix C (Manual Outline), to reflect the provision of Managed 
Storage Services and Managed Backup Services from the STMS Calgary Data 
Centre; and 

provide written notification to the Province when the Configure Management 
Tool Sets for STMS Calgary Data Centre and the Update Managed Storage and 
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Managed Backup Sections of the Manual Milestones (see table above) have been 
achieved (when its Storage Management and Backup Management Tool Sets have 
been installed and configured at the STMS Calgary Data Centre and the Managed 
Storage and Managed Backup section of the Manual has been updated). 

Completion 

For the purposes of this SOW, the Install Service Provider Storage Management and Backup 
Management Tools at the STMS Calgary Data Centre Significant Milestones (see table above) 
will be deemed to be "complete" when all of the milestones in Section 12.3 (STMS Calgary Data 
Centre) have been achieved. 

12.4 STMS Interior Data Centre 

The Service Provider will also utilize the Storage Management and Backup Management Tool 
Sets to monitor and manage storage and backup devices at the STMS Interior Data Centre. 

The Service Provider will: 

(a) 

(b) 

(c) 

(d) 

12.4.2 

install and configure the Storage Management and Backup Management Tool Sets 
on the tool Servers of the Service Provider that were installed at the STMS 
Interior Data Centre under Section 9.6 (Install Standard Tools at STMS Data 
Centres) ofthis SOW; 

test site to site data replication between the STMS Interior Data Centre and the 
STMS Calgary Data Centre; 

update the Managed Storage and Managed Backup section of the Manual, in 
accordance with the Agreement and based on the Manual Outline attached to this 
SOW as Appendix C (Manual Outline), to reflect the provision of Managed 
Storage Services and Managed Backup Services from the STMS Interior Data 
Centre; and 

provide written notification to the Province when the Configure Management 
Tool Sets for STMS Interior Data Centre and the Update Managed Storage and 
Managed Backup Sections of the Manual Milestone (see table above) have been 
achieved (when its Storage Management and Backup Management Tool Sets have 
been installed and configured at the STMS Interior Data Centre and the Managed 
Storage and Managed Backup section of the Manual has been updated). 

Completion 

For the purposes of this SOW, the Install Service Provider Storage Management and Backup 
Management Tools at the STMS Interior Data Centre Significant Milestones (see table above) 
will be deemed to be "complete" when all of the milestones in Section 12.4 (STMS Interior Data 
Centre) have been achieved. 
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13. AFTER HOURS SERVICE DESK (OPTIONAL SERVICES) 

If the Province elects to proceed with this optional After Hours Service Desk Transformation 
Project, the Service Provider will assume responsibility for after hours service desk coverage 
from 7:00 PM to 7:00 AM Pacific Time on Business Days and 24 hour coverage on non
Business Days. 

The Province will continue to operate the Service Desk during Business Days from 7:00 AM to 
7:00PM Pacific Time. 

There shall be no charge to the Province for the After Hours Service Desk Transformation 
Project other than the ongoing operational costs. 

The table below sets forth the name of the Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

Significant Payment 
Milestones Milestones (sec 

Transformation (sec table table abon) (if Date of Acceptance 
Project above) applicable) Price Deliverable Cl'itcria 

After Hours Process Process Integration See Month3, After hours 
Service Desk Integration Activities Schedule June,2009 service desk 
Transformation Activities 23 (Fees), function 

Appendix transferred to 
I Service Provider 

AddSTMS After Hours Service See Month 4, July, 
After Hours Desk Go Live Schedule 2009 (date to 
Service 23 (Fees), be confirmed) 
Desk Appendix 
ServiCes to I 
Existing 
Service 
Provider 
Service 
Desk 

13.1 Process Integration Activities 

13.1.1 Service Provider Responsibilities 

The Service Provider will: 

(a) train its staff on the required after hours service desk processes and on the use of 
the Province's Service Desk Tool; 
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test connectivity from the Service Provider's Service Location via the internet to 
the Province's Service Desk Tool hosted in the Province's Desktop Terminal 
Services (DTS) Citrix environment; 

configure and test the Service Provider's Automated Call Distribution tool; 

perform end to end testing through the use of simulated calls; and 

provide written notification to the Province when the Process Integration 
Activities Milestone (see table above) has been achieved (when the staff has been 
trained, connectivity has been tested and readiness of the Service Provider has 
been approved by the Province). 

Province Responsibilities 

The Province will: 

13.1.3 

(a) 

(b) 

(c) 

(d) 

(e) 

provide documentation on the required after hours service desk processes and use 
of their Service Desk Tool; 

provide "train the trainer" training to the Service Provider on the required after 
hours service desk processes and on the use of the Province's Service Desk Tool; 

provide access to the Province's Service Desk Tool testing environment; 

support the Service Providers end to end testing by providing test call scenarios 
and instructing the Service Provider how to record the test call scenarios in the 
Province's test Service Desk Tool; and 

following successful completion of end to end testing, approve the readiness of 
the Service Provider to provide the after hours service desk services. 

Completion 

For the purposes of this SOW, the Process Integration Activities Significant Milestones (see 
table above) will be deemed to be "complete" when the milestone in Section 13.1 (Process 
Integration Activities) has been achieved. 

13.2 After Hours Service Desk Go Live 

13.2.1 Service Provider Responsibilities 

The Service Provider will: 

(a) 

(b) 

50652395.10 

begin to provide the after hours service desk services at the Effective Time; and 

provide written notification to the Province when the After Hours Service Desk 
Go Live Milestone (see table above) has been achieved (when the Service 
Provider is providing the after hours service desk services). 
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13.2.2 Province Responsibilities 

The Province will: 

(a) 

(b) 

(c) 

(d) 

cause the redirection of the ex1stmg after hours service desk access phone 
numbers to the Service Provider at the Effective Time; 

provide the Service Provider with access to the Province Service Desk Tool 
hosted in the Province's Desktop Terminal Services (DTS) Citrix environment; 

decommission any Province procedures associated with existing after hours 
service desk Service Provider; and 

decommission its existing after hours service desk after the Effective Time. 

13.2.3 Completion 

For the purposes of this SOW, the Add STMS After Hours Service Desk Services to Existing 
Service Provider Service Desk Significant Milestones (see table above) will be deemed to be 
"complete" when the milestone in Section 13.2 (After Hours Service. Desk Go Live) has been 
achieved. 

14. SECURITY TRANSFORMATION 

The Security Transformation Project involves the following projects as described in this section: 

• perform Initial Security Policy Compliance Scan; 

• perform Initial Anti-Virus Scan; 

• perform Security Threat and Risk Assessments and Privacy Impact Assessments; 

• perform Privileged ID Management Improvement; and 

• Additional Services: 

• Security Information Management I Enterprise Security Event Project; 

• Payment Card Industry Data Security Standard Compliant Infrastructure Project; 

• Two Factor Authentication Project for Service Provider Privileged Access; and 

• Two Factor Authentication Project for Province Privileged Access. 

The table below sets forth the name of the Transformation Project (Column 1), each 
significant milestone to be achieved by the Service Provider under such Transformation 
Project (Column 2), all milestones to be achieved by the Service Provider that have an 
associated payment obligation (Column 3) and the price therefor (Column 4), the date that 
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such milestone must be completed or achieved by the Service Provider (Column 5) and the 
acceptance criteria or the criteria that must be met for a milestone to be considered completed 
or achieved. 

Security Virus Scan Initial Anti- N/A Month 4, July, Service Provider 
Transformation (described in Virus Scan for 2009 reports to 

Service existing Province on 
Systems Province results and 
Management servers remediates any 
section) viruses found 

Security Initial Security N/A Month6, Service Provider 
Compliance Policy September, reports to 
Scan Compliance 2009 Province on 
(described in Scan on security 
Server servers compliance 
Systems findings 
Management 
section) 

Security As required in N/A Dates and As defined in 
Threat and each applicability to Schedules 18 or 
Risk Transformation be determined 24 
Assessments Project by Month 3, 
and Privacy June, 2009 and 
Impact documented in 
Assessments the Revised 

Transformation 
Plan 
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Additional Security See To be Subject to 
Services Information Schedule determined optional security 

Management I 23 when service is services being 
Enterprise (Fees), ordered by the funded by the 
Security Event Appendix Province Province for 
Project I greater security 

14.1 Perform Initial Security Policy Compliance Scan 

The Service Provider will complete the initial Security Policy Compliance Scan pursuant to 
Section 9.5 (Perform Initial security Policy Compliance Scan) ofthis SOW. 

14.2 Perform Initial Anti-Virus Scan 

The Service Provider will complete the initial Anti-Virus Scan pursuant to Section 9.4 (Perform 
initial Anti-Virus Scan) ofthis SOW. 

14.3 Security Threat and Risk Assessments and Privacy Impact Assessments 

The Service Provider will conduct Security Threat and Risk Assessments (STRA) in respect of 
the Transformation Projects as required pursuant to Schedule 24 (Privacy Obligations). The 
Parties will document, in the Revised Transformation Plan, such other STRAs as are required in 
respect of the Transformation Projects pursuant to Schedule 24 (Privacy Obligations). 
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The Province will conduct Privacy Impact Assessments (PIA) with support from the Service 
Provider in respect of the Transformation Projects as required pursuant to Schedule 24 (Privacy 
Obligations). The Parties will document, in the Revised Transformation Plan, the PIAs required 
in respect of the Transformation Projects pursuant to Schedule 24 (Privacy Obligations). 

The Service Provider will provide written notification to the Province when the Security Threat 
and Risk Assessments and Privacy Impact Assessments have been achieved (when the Security 
Threat and Risk Assessments and Privacy Impact Assessment are completed as documented in 
each Transformation Project and the Revised Transformation Plan). 

14.3.1 Completion 

For the purposes of this SOW, the Security Threat and Risk Assessments and Privacy Impact 
Assessments will be deemed to be "complete" when all of the Security Threat and Risk 
Assessments and the Privacy Impact Assessments documented in each Transformation Project 
and the Revised Transformation Plan have been completed. 

14.4 

The Parties will review such plan in accordance with the Governance 
Process and implement it to the extent agreed pursuant to the Change Order Process. 

14.4.1 Additional Service Provider Responsibilities 

The Service Provider will: 

(a) from the Hand Over Date, manage of the Service Provider 
Personnel; 

(b) monitor, with the Software tools available to the Service Provider, 
by Service Provider Personnel and Province Staff; 

(c) · propose to the Province, in accordance with the Change Order Process, additional 
tools to enhance the Service Provider's ability, in cooperation with the Province, 
to: (i) by Service Provider Personnel and 
Province Staff; and (ii) 

(d) make recommendations to the Province on an ongoing basis on additional 
measures that may be implemented to reduce the number of Privileged IDs based 
on the need-to-know and least privilege principles; 

(e) assess, in connection with the performance of its root cause analysis of Problems, 
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(f) 

(g) 

(h) 

14.4.2 
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report to the Province the number of Prob.lems in which

after the Hand-Over Date; 

report to the Province any change in the number of
review with the Province the progress of 

the Parties in reducing the number of 
after the Hand-Over Date; and 

develop in cooperation with the Province a procedure that, when implemented, 
will provide advance notice to the Service Provider 

Province Responsibilities 

The Province will: 

14.4.3 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

continue to manage of the Province Staff; 

manage the Province's 

review the Province's policies and procedures

review, for acceptability, Change Requests submitted by the Service Provider for 
the implementation of additional monitoring tools 

review, for acceptability, recommendations from the Service Provider on 
additional measures that may be implemented

and 

cooperate with the Service Provider in the development and implementation of a 
procedure to provide advance notice to the Service Provider of

Completion 

For the purposes of this SOW, Significant Milestones 
(see table above) will be deemed to be "complete" when all of the milestones in Section 14.4 

have been achieved as described in the Revised 
Transformation Plan. 
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14.5 Additional Services 

This section refers to Additional Services that may be acquired, at the option of the Province, as 
described in the Security SOW pursuant to the Change Order Process. 

14.5.1 Security Information Management I Enterprise Security Event Project 

Further to this project, the Parties will establish the infrastructure and Security Operations Centre 
(SOC) to support the Enterprise Security Event Management (ESEM) Services as described in 
Section 8.1 ofthe Security SOW. 

14.5.1.1 Service Provider Responsibilities 

In accordance with the Change Order implementing this project, the Service Provider will: 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

(g) 

(h) 

(i) 

14.5.1.2 

develop a detailed implementation plan in consultation with the Province 
including requirements for Province participation; 

procure, prepare, and install hardware, software, or third party services as 
required by the Security SOW and specified in the detailed implementation plan; 

establish the SOC facility; 

implement the Service Provider staffing plan, training and operational procedures; 

work with the Province to define test cases and acceptance test criteria for the 
implementation of the ESEM Services; 

design the required network access for the operation of the ESEM Services 
including firewall and router changes; 

conduct the agreed to testing in cooperation with the Province; 

upon completion of the implementation and testing activities including 
achievement of all acceptance test criteria, provide notice to the Province that the 
Security Information Management/Enterprise Security Event Project Milestone 
(see table above) has been achieved when it is ready to commence delivery of the 
ESEM Services; and 

upon approval of the Province for commencement of the ESEM Services, begin to 
deliver the ESEM Services as described in the Security SOW. 

Province Responsibilities 

In accordance with the Change Order implementing this project, the Province will: 

(a) 

50652395.10 

facilitate the required Province participation as agreed with the Service Provider 
in the detailed implementation plan; 
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(b) 

(c) 

(d) 

14.5.1.3 

Schedule 9-Transformation 

work with the Service Provider to define test cases and acceptance test criteria for 
the implementation of the ESEM Services; 

implement the required network access for operation of the ESEM Services 
including firewall and router changes; and 

participate in the agreed to testing in cooperation with the Service Provider. 

Completion 

For the purposes ofthis SOW, the Security Information Management I Enterprise Security Event 
Project Milestone (see table above) will be deemed to be "complete" when all the milestones 
within the detailed implementation plan have been achieved as per the detailed implementation 
plan prepared by the Parties as described in Section 14.5.1 (Security Information 
Management/Enterprise Security Event Project). 

14.5.2 Payment Card Industry Data Security Standard Compliant Infrastructure 
Project 

Further to this project, the Parties will establish the infrastructure and services required to 
support the Payment Card Industry Data Security Standard Compliant Infrastructure Project 
(PCIIDSS) as described in Section 8.3 ofthe Security SOW. 

14.5.2.1 Service Provider Responsibilities 

In accordance with the Change Order implementing this project, the Service Provider will: 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

(g) 

(h) 

50652395.10 

develop a detailed implementation plan in consultation with the Province 
including requirements for Province participation; 

procure, prepare, and install hardware, software, or third party services as 
required by the Security SOW and specified in the detailed implementation plan; 

establish a production PCI compartment (the "Production PCI Compartment") 
at one of the STMS Data Centres; 

establish a development and testing PCI compartment at the other STMS Data 
Centre which will also be used for Disaster Recovery purposes; 

work with the Province to identify Applications and servers that are required to be 
migrated to the PCI compartment; 

document and test all ongoing operational processes (network and server log 
monitoring and review, and vulnerability testing); 

document all operational hosting procedures as required for PCI compliance; 

work with the Province to define test cases and acceptance test criteria for the 
implementation of the PCIIDSS Services; 
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(i) complete the Qualified Security Assessor (QSA) review and certification of 
environment as outlined in the Security SOW; 

G) establish a Disaster Recovery Plan to allow the production PCI facility to be 
recovered in the development and testing PCI compartment; 

(k) design and implement required network access for the operation of the PCIIDSS 
Services including firewall and router changes; 

(1) conduct the agreed to testing in cooperation with the Province; 

(m) upon successful testing, migrate the in scope application and servers to the PCI 
compartment; 

(n) upon completion of the implementation and testing activities including 
achievement of all acceptance test criteria, provide notice to the Province that the 
Payment Card Industry Data Security Standard Compliant Infrastructure Project 
Milestone (see table above) has been achieved when it is ready to commence 
delivery of the PCI/DSS Services; and 

( o) upon approval of the Province for commencement of the PCIIDSS Services, 
migrate the in-scope Applications and servers to the Production PCI Compartment. 
and begin to deliver the PCIIDSS Services as described in the Security SOW. 

14.5.2.2 Province Responsibilities 

In accordance with the Change Order implementing this project, the Province will: 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

50652395.10 

facilitate the required Province participation as agreed with the Service Provider 
in the detailed implementation plan; 

work with the Service Provider to define test cases and acceptance test criteria for 
the implementation of the PCIIDSS Services; 

assist the Service Provider with the implementation of the PCIIDSS Services by 
identifying the required firewall rules and router changes to allow the appropriate 
communication required for the application to function as intended; 

identify the authorized application administrators who will require access to the 
PCI compartment using Two Factor Authentication; 

participate in the agreed to testing in cooperation with the Service Provider; and 

upon successful test, authorize the migration of the in-scope Applications and 
servers to the Production PCI Compartment. 
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14.5.2.3 Completion 

For the purposes of this SOW, the Payment Card Industry Data Security Standard Compliant 
Infrastructure Project Milestone (see table above) will be deemed to be "complete" when all the 
milestones within the detailed implementation plan have been achieved as per the detailed 
implementation plan prepared by the Parties as described in Section 14.5.2 (Payment Card 
Industry Data Security Standard Compliant Infrastructure Project). 

14.5.3 Two Factor Authentication Project for Service Provider Privileged Access 

Further to this project, the Service Provider will establish the infrastructure to support the Two 
Factor Authentication (2F A) Project for Service Provider Privileged Access as described in 
Section 8.1 ofthe Security SOW. 

In accordance with the Change Order implementing this project, the Service Provider will: 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

14.5.3.2 

develop a detailed implementation plan in consultation with the Province; 

procure, prepare, and install hardware, software, or third party services as 
required by the Security SOW and specified in the detailed implementation plan; 

work with the Province to define test cases and acceptance test criteria for the 
implementation ofthe 2FA Project for Service Provider Privileged Access; 

manage allocation of Fobs to the authorized Service Provider administrative staff; 

conduct the agreed to testing in cooperation with the Province; and 

upon completion of the implementation and testing activities including 
achievement of all acceptance test criteria, provide notice to the Province that the 
Two Factor Authentication Project for Service Provider Privileged Access 
Milestone (see table above) has been achieved when it is ready to commence 
delivery of the 2F A Project for Service Provider Privileged Access. 

Completion 

For the purposes of this SOW, the Two Factor Authentication Project for Service Provider 
Privileged Access Project Milestone (see table above) will be deemed to be "complete" when all 
the milestones within the detailed implementation plan have been achieved as per the detailed 
implementation plan prepared by the Parties as described in Section 14.5.3 (Two Factor 
Authentication Project for Service Provider Privileged Access). 

14.5.4 Two Factor Authentication Project for Province Privileged Access 

Further to this project, the Parties will establish the infrastructure to support the Citrix Secure 
Access Gateway (SAG) and the Two Factor Authentication (2FA) services for Province Staff's 
privileged access as described in Sections 8.1 and 8.2 ofthe Security SOW. 
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14.5.4.1 Service Provider Responsibilities 

In accordance with the Change Order implementing this project, the Service Provider will: 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

(g) 

14.5.4.2 

develop a detailed implementation plan in consultation with the Province 
including requirements for Province participation; 

procure, prepare, and install hardware, software, and third party services as 
required by the Security SOW and specified in the detailed implementation plan; 

install the application administration tools identified and provided by the Province 
that are required to be hosted within the Citrix Secure Access Gateway; 

work with the Province to define test cases and acceptance test criteria for the 
implementation of the Citrix Secure Access Gateway services and the Two Factor 
Authentications services for Province Staffs privileged access; 

design required network access for the operation of the Citrix Secure Access 
Gateway services and Two Factor Authentication services for Province Staffs 
privileged access; 

execute the agreed to testing in cooperation with the Province; and 

upon completion of the implementation and testing activities including 
achievement of all acceptance test criteria, provide notice to the Province that the 
Two Factor Authentication Project for Province Privileged Access Milestone (see 
table above) has been achieved when it is ready to commence delivery of the 
Citrix Secure Access Gateway services and the Two Factor Authentication 
services for Province Staffs privileged access. 

Province Responsibilities 

In accordance with the Change Order implementing this project, the Province will: 

(a) 

(b) 

(c) 

(d) 

50652395.10 

facilitate the required Province participation as agreed with the Service Provider 
in the detailed implementation plan; 

establish procedures for the administration and 
to Province Staff; 

identify and provide the application administration tools that the Province requires 
to be hosted within the Citrix Secure Access Gateway; 

work with the Service Provider to define test cases and acceptance test criteria for 
the implementation of the Citrix Secure Access Gateway services and the Two 
Factor Authentication services for Province Staffs privileged access; 
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(e) 

(f) 

(g) 

Schedule 9-Transformation 

assist the Service Provider with the implementation of the Citrix Secure Access 
Gateway services and the Two Factor Authentication services for Province Staffs 
privileged access by making the required configuration changes to the Province's 
network including firewall and router changes; 

participate in the agreed to testing in cooperation with the Service Provider; and 

upon approval of the Province for commencement of the Citrix Secure Access 
Gateway services and the Two Factor Authentication services for Province Staffs 
privileged access, begin to manage and utilize the Citrix Secure Access Gateway 
services and the Two Factor Authentication services for Province Staffs 
privileged access as described in the Security SOW. 

14.5.4.3 Completion 

For the purposes of this SOW, the Two Factor Authentication Project for Province Privileged 
Access Project Milestone (see table above) will be deemed to be "complete" when all the 
milestones within the detailed implementation plan have been achieved as per the detailed 
implementation plan prepared by the Parties as described in Section 14.5.3 (Two Factor 
Authentication Project for Service Provider Privileged Access). 

15. VIRTUALIZATION AND MIGRATION PROJECT 

The Virtualization and Migration Transformation Project provides for the migration of Servers 
(Applications and associated data) t9 the STMS Data Centres (the "Migration") with 
Virtualization of Servers to the extent agreed in the Multi-Year Plan approved by the Parties. 
The Service Provider and the Province will develop a Multi-Year Plan for Virtualization and 
Migration of Applications to the STMS Data Centres under the Virtualization and Migration 
Planning Project described in Section 10 (Virtualization Assessment and Migration Planning 
Project) of this SOW. The Multi-Year Plan will be comprised of five annual plans (each an 
"Annual Plan"). Under the Multi-Year Plan, each of the Applications to be Migrated, and if 
agreed Virtualized, will be assigned to a specific Wave within one of the Annual Plans. 

After the Multi-Year Plan for the Virtualization and Migration Project has been approved by the 
Parties, it will be implemented in Committed Waves in accordance with the Committed Annual 
Plans agreed to by the Province and the Service Provider as contemplated in Section 15.1 
(Committed Annual Plans) of this SOW. 

There are four types of Waves that will be implemented under the Committed Annual Plans: 

• Typical virtualization and migration Waves (Section 15.3); 

• Mainframe Services Migration Wave (Section 15.4); 

• "Migration-only" Waves (Section 15.5); and 

• Migration of"unrefreshable Servers" Wave (Section 15.6). 
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The table below sets forth the name ofthe Transformation Project (Column 1), each significant 
milestone to be achieved by the Service Provider under such Transformation Project (Column 2), 
all milestones to be achieved by the Service Provider that have an associated payment obligation 
(Column 3) and the price therefor (Column 4), the date that such milestone must be completed or 
achieved by the Service Provider (Column 5) and the acceptance criteria or the criteria that must 
be met for a milestone to be considered completed or achieved. 

Pa~mcnt 

Significant l\lilcstoncs (sec 
Transfo1·mation l\Iilcstoncs (sec table abo' c) (if Date of 

Project table aboH) applicable) Price Dclhcrablc Acceptance Criteria 
Virtualization Approximately Midrange See Month 5- All Applications 
and Migration 27 Migration support for Schedule 12, August, migrated with no loss of 
Project Waves to Waves from 23 2009- data integrity. 

transfer all first Committed (Fees), March, 
Province non- Annual Plan Appendix 2010 Completion of the Second 
Mainframe I Committed Annual Plan 
Applications Storage support Month 5- - Fifth Committed 
and their for Waves from 12, August, Annual Plan 
related data to first Committed 2009-
theSTMS Annual Plan March, 
Data Centres 2010 
with Network support Month 5-
Virtualization for Waves from 12, August, 
of Servers to first Committed 2009-
the extent Anhual Plan March, 
possible. 2010 

Second Month 9, 
Committed December, 
Annual Plan for 2009 
year-ending 
March 2011 (4 
Virtualization 
and Migration 
Waves plus 
Mainframe 
Wave) 
Midrange Month 10-
support for 24, January, 
Waves from 2010-
second March, 
Committed 2011 
Annual Plan 
Storage support Month 10-
for Waves from 24, January, 
second 2010-
Committed March, 
Annual Plan 2011 
Network support Month 10-
for Waves from 24, January, 
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Pa~ment 

Significant :\Iilestoncs (sec 
Tntnsformation Milestones (sec table abm e) (if Date of 

Projt.'ct table ab<n e) applicable) PI"ice Deli' crablt.' Acceptance Criteria 
second 2010-
Committed March, 
Annual Plan 2011 
Third Month21, 
Committed December, 
Annual Plan for 2010 
year-ending 
March 2012 (4 
Virtualization 
and Migration 
Waves) 
Midrange Month22-
support for 36, January, 
Waves from 2011-
third Committed March, 
Annual Plan 2012 
Storage support Month22-
for Waves from 36, January, 
third Committed 2011-
Annual Plan March, 

2012 
Network support Month42-
for Waves from 36, January, 
third Committed 2011-
Annual Plan March, 

2012 
Fourth Month 33, 
Committed December, 
Annual Plan for 2011 
year-ending 
March 2013 (4 
Virtualization 
and Migration 
Waves and4 
"Migration-
only" Waves) 
Midrange Month34-
support for 48, January; 
Waves from 2012-
fourth March, 
Committed 2013 
Annual Plan 
Storage support Month 34-
for Waves from 48, January, 
fourth 2012-
Committed March, 
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Pa~mcnt 

Significant \lilcstoncs (sec 
Transformation Milestones (sec table abm c) (if Date of 

Project table abm c) applicable) PI"icc Deli\ crablc Acceptance Criteria 
Annual Plan 2013 

Network support Month34-
for Waves from 48, January, 
fourth 2012-
Committed March, 
Annual Plan 2013 

·Fifth Committed Month 45, 
Annual Plan for December, 
year-ending 2012 
March 2014 (4 
Virtualization 
and Migration 
Waves,3 
"Migration- ~ .. , 

only" Waves 
and the 
"unrefreshable" 
Servers) 
Midrange Month 46-
support for 60, January, 
Waves from 2013-
fifth Committed March, 
Annual Plan 2014 
Storage support Month46-
for Waves from 60, January, 
fifth Committed 2013-
Annual Plan March, 

2014 
Network support Month46-
for Waves from 60, January, 
fifth Committed 2013-
Annual Plan March, 

2014 

15.1 Committed Annual Plans 

The Parties will implement the Multi-Year Plan for the Virtualization and Migration Project in 
Waves, in accordance with five committed annual plans ("Committed Annual Plans") agreed to 
by the Province and the Service Provider. Section 15.1.1 (Committed Annual Plans and 
Committed Waves) sets out the process under which the Province and the Service Provider will 
agree to Committed Annual Plans and the Migration of Applications in Waves to Physical 
Servers or Virtual Servers under the Committed Annual Plans. Section 15.1.2 (Acijustments) sets 
out the agreements of the Province and the Service Provider with respect to adjustments to the 
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Virtualization and Migration Project, to Committed Annual Plans and to the Waves under which 
Applications are to be migrated to Physical Servers or Virtual Servers. 

15.1.1 Committed Annual Plans and Committed Waves 

The Parties will implement the Multi-Year Plan for the Virtualization and Migration Project in 
Waves, in accordance with five Committed Annual Plans agreed to by the Province and the 
Service Provider as follows: 

(a) each Committed Annual Plan will include all Waves planned for a Contract Year 
(other than in respect of the first Committed Annual Plan which will be only a 
portion of a Contract Year and will include two Waves) and will be agreed to by 
the Parties no less than six months prior to the beginning of the Contract Year; 

(b) the preparation for the first Wave of each Committed Annual Plan will commence 
3 months before the beginning of that Contract Year as illustrated in the 
Transformation Plan; 

(c) the Committed Annual Plan will set out the schedule for each of the Waves within 
such Committed Annual Plan including the time frames for all phases of each of 
the Waves; 

(d) the Province may adjust the specific Servers included in each Wave provided that 
the required percentage of Servers for Virtualization and Migration in Contract 
Years 1-5, as set forth in Section 10.4(a) (Multi-Year Plan) above, is met; 

(e) it is the intention of the parties that each Committed Wave in a Committed 
Annual Plan will require approximately the same level of effort by the Service 
Provider to complete; and 

(f) no less than three months prior to the commencement of each Wave within a 
Committed Annual Plan, the Province will identify and confirm, to the Service 
Provider, the specific Servers (Applications) that shall be included in such Wave 
(each a "Committed Wave") and whether such Servers will be migrated to a 
Physical Server or a Virtual Server (for greater certainty, once the Province has 
confirmed the specific Servers (Applications) that will be included in a Wave as 
set out in this paragraph, there will be. no adjustments to the Servers 
(Applications) that are being migrated or the Servers (Applications) that are being 
Migrated and Virtualized in the Wave except as may be agreed by the Parties. 

The Service Provider will complete the Virtualization and Migration of Servers in accordance 
with the Committed Annual Plans and Committed Waves. 

The Province will facilitate the participation of Clients in the Virtualization and Migration 
Project and the performance of the Clients' responsibilities relating thereto such that the Clients' 
Applications are Migrated and Virtualized as contemplated under the Committed Annual Plans 
and Committed. Waves agreed to by the Parties. 
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The Service Provider will provide the Joint Operating Committee with monthly reports on the 
progress of the Virtualization and Migration Project under each Committed Annual Plan and 
Committed Wave. Where the reporting provided by the Service Provider indicates that the 
Virtualization and Migration Project is behind schedule, the Parties will cooperate to identify and 
implement any actions that can be undertaken to accelerate Virtualization and Migration with a 
view to getting the project back on schedule. 

By way of example only, the table below illustrates the key dates for each Wave of the Third 
Committed Annual Plan (for the third Contract Year) where such dates are determined in 
accordance with this Section 15.1.1 (Committed Annual Plans and Committed Waves). 

Committed 
CAP Agreed Wave Agreed 

(6 months and Target 
prior to Start of Detail Environment Testing and Testing and 

Contract Year) Wave Planning Ready Migration Start Migration End 
01-0ct-201 0 1 01-Jan-2011 31-Mar-2011 01-Apr-2011 30-Jun-2011 
01-0ct-2010 2 01-Apr-2011 30-Jun-2011 01-Jul-2011 30-Sep-2011 
01-0ct-2010 3 01-Jul-2011 30-Sep-2011 01-0ct-2011 31-Dec-2011 
01-0ct-2010 4 01-0ct-2011 31-Dec-2011 0 1-Jan-20 12 31-Mar-2012 

15.1.2 Adjustments 

This Section 15.1.2 (Adjustments) sets out the agreement of the Parties with respect to 
adjustments to the Virtualization and Migration Project, to Committed Annual Plans and to 
Committed Waves. · 

In this section, "Shortfall" in respect of any Contract Year means the difference between the 
number of Servers contemplated to be Migrated to Physical Servers or Virtual Servers under the 
Annual Plan for such Contract Year forming part of the Multi-Year Plan and the number of 
Servers actually Migrated to Physical Servers or Virtual Servers in such Contract Year. 

The Province and the Service Provider agree as follows: 

(a) 

(b) 

50652395.10 

if a Server is to be Migrated to a Physical Server or Virtual Server in a Committed 
Wave and the Server is withdrawn from the Migration at the request of the 
Province, then the Service Provider will make reasonable efforts: (1)to adjust the 
Committed Wave by substituting another Server for the Server that has been 
withdrawn; and (2) if requested, to insert the Application that has been withdrawn 
into such subsequent Wave as is requested by the Province to the extent that such · 
adjustments can be reasonably accommodated by the Service Provider; 

if, at the end of any Contract Year, there is a Shortfall in the number of Servers 
that have been Migrated to Physical Servers or Virtual Servers as a result of the 
action or failure to act of the Province (including the failure of the Province to 
include in any Committed Wave the number of Servers to be included thereunder 
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in accordance with Section 15.1.1 (Committed Annual Plans and Committed 
Waves) or the withdrawal by the Province from a Committed Wave), then: 

(i) the Service Provider shall make reasonable efforts, to compensate for the 
Shortfall by including additional Servers (Applications) in subsequent 
Waves where requested to do so by the Province; 

(ii) if the Shortfall at the end of a Contract Year is greater than or equal to the 
number set out in Table 15.1 -Shortfall below for the Contract Year, and 
the Service Provider's costs for completing the Virtualization and 
Migration Project will increase as a result thereof, then the Service 
Provider will be entitled to a Change Order in respect of such increased 
costs. 

Table 15.1 - Shortfall 

End of Contract Year Shortfall 

1 90 

2 70 

3 40 

4 20 

For greater certainty, the Service Provider will not be entitled to a Change 
Order to the extent that the Shortfall is attributable to the actions or failure 
to act of the Service Provider; and 

(c) if: (i) the Multi-Year Plan will not be completed in the first five years of the Term 
(prior to March 31, 2014); (ii) the failure to complete the Multi-Year Plan within 
the first five years of the Tetm is attributable to the failure of the Province to 
perform its obligations relating to the Migration (including obligations relating to 
Virtualization where applicable); and (iii) the Service Provider's costs for 
completing the Virtualization and Migration Project under the Multi-Year ·Plan 
will increase as a result thereof; then the Service Provider will be entitled to a 
Change Order in respect of such increased costs under the Change Order Process. 

If the Service Provider is entitled to a Change Order under the circumstances contemplated in 
paragraphs (b) - (c) above, the Service Provider will not be required to wait until the 
Virtualization and Migration Project is completed before submitting the Change Request in 
respect thereof. The Service Provider may submit the Change Request at such time as the 
Service Provider is able to substantiate that the conditions required for the Change Order have 
been satisfied and the Parties will process the Change Request in accordance with the Change 
Order Process. 
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Subject to the foregoing, if the Virtualization and Migration Project: 

(d) 

(e) 

15.2 

is completed within two months of the completion date for the Virtualization and 
Migration Project set out in the Multi-Year Plan first agreed to by the Parties, then 
each of the Parties will bear any costs that may be incurred by it due to any delay 
beyond the originally scheduled completion date and neither Party will make a 
Claim of any nature whatsoever against the other Party in respect of the delay in 
the implementation of the project; and 

is not completed within two months of the completion date for the Virtualization 
and Migration Project set out in the Multi-Year Plan first agreed to by the Parties, 
then either Party can make a Claim against the other for any costs incurred by 
such Party in respect of the delay that are attributable to the act or neglect of the 
other Party. 

Migration Waves 

The Parties will implement the Virtualization and Migration Transformation Project in 
accordance with the Committed Annual Plans in Waves. There are four types of Waves, each of 
which includes the following phases: 

(a) detailed planning and design of each Wave in consultation with the Province 
Alliance Management Office and Client stakeholders; 

(b) procurement, installation and configuration of required hardware and software; 

(c) Virtualization and Migration testing; 

(d) Virtualization and Migration pilot; and 

(e) Virtualization and Migration with a fallback contingency plan in the event of 
failure. 

The four types of Waves are described in more detail in Sections 15.3 to 15.6 inclusive below. 

15.3 Plan of a Typical Virtualization and Migration Wave 

The lifecycle of a typical virtualization and migration Wave is expected to be at least six months. 
The typical virtualization and migration Wave involves the following steps: 

(a) 

(b) 

(c) 

(d) 

50652395.10 

detailed Engineering Design and Plan for the Wave; 

hardware and software order; 

hardware and software installation and configuration; 

Virtualization and Migration tests for each application in the Wave to verify the 
virtualization and migration plan, performance of the application and successful 
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integration of any necessary application or other changes in the Province's 
environment; 

Virtualization and Migration pilot tests for each application in the Wave to verify 
network configuration changes, test the data migration process, confirm timing for 
the migration, and test the fallback contingency plans; and 

Virtualization and Migration of each application with a fallback contingency plan 
in case of failure. 

Detailed Engineering Design and Plan 

Service Provider Responsibilities 

The Service Provider will: 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

(g) 

15.3.2.2 

develop the detailed engineering plans and proposed task schedule for the 
virtualization and migration Wave (the "Wave Plan") taking into account any 
virtualization contemplated for the Wave in the Multi-Year Plan; 

propose a schedule for physical and virtual Server installation, application and 
data migration testing and the virtualization and migration; 

create, as part of the Wave Plan, a detailed project plan in consultation with 
Clients; 

identify and finalize LAN requirements, storage requirements and the data 
migration plan; 

for each application that has a Disaster Recovery Plan, develop the plan to 
identify and implement changes to the Service Provider's portion of such Disaster 
Recovery Plan; 

provide a checklist of typical changes required to support the migration referred to 
in Section 15.3.2.2(e) (Province Responsibilities); and 

create, as part of the Wave Plan, the detailed engineering plan based on the 
mapping from the source Server to the target physical or virtual Server and taking 
account of source Server capacity and functionality, application 
interdependencies, business criticality and performance requirements. 

Province Responsibilities 

The Province will: 

(a) 

50652395.10 

for each Application to be migrated to a physical or virtual Server, identify 
acceptable change windows during which the migration can take place; 
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facilitate the participation of the Clients in the development of the proposed task 
schedule; 

define the process and contacts for escalating issues arising from the Wave; 

for each application that has a Disaster Recovery Plan, develop the plan to 
identify and implement changes to the Province's portion of such Disaster 
Recovery Plan; 

develop the plan to identify and implement changes to Applications or desktops 
required to support the migration of Servers (Applications and associated data); 
and 

approve the Wave Plan. 

Hardware and Software 

The Service Provider will, with input from the Province (including Clients), procure, install and 
configure ·hardware and software identified in the Wave Plan in accordance with their 
responsibilities as described in the Server Management Services SOW and the Managed Storage 
and Managed Backup SOW. 

15.3.4 Virtualization and Migration Testing 

The Province and the Service Provider will test the migration of each application and its 
associated data to a physical or virtual Server as specified in the Committed Annual Plan. 

15.3.4.1 Service Provider Responsibilities 

The Service Provider will: 

(a) 

(b) 

(c) 

15.3.4.2 

work with the Province to define test cases and acceptance test criteria to verify 
the virtualization and migration process including application user verification to 
be performed by Clients; 

provide the Client application support teams with an environment to run their 
application system and data migration tests; and 

conduct the virtualization and migration tests with the Client so as to meet the 
agreed acceptance test criteria. 

Province Responsibilities 

The Province will: 

(a) 

(b) 

50652395.10 

facilitate the Clients' application support teams' participation in the application 
system and data migration test; 

facilitate the Clients' participation in the virtualization and migration tests; 
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implement and test any changes required, as a result of a migration, to Clients' 
Applications or related environmental changes to other Client assets; and 

coordinate the Client's participation in the virtualization and migration testing. 

Virtualization and Migration Pilot 

The Province and the Service Provider will perform a pilot migration of each application and its 
associated data to a physical or virtual Server as specified in the Committed Annual Plan 
including: 

(a) a migration of each current application; 

(b) a migration of all required data, for each application; 

(c) a test of the fallback contingency plans; and 

(d) for Applications that have a defined Disaster Recovery Plan, a test of the modified 
Disaster Recovery Plan (provided that, for minor modifications to the Disaster· 
Recovery Plan, the Province and the Service Provider may agree to defer testing 
the Disaster Recovery Plan until its regular cycle). 

If the virtualization and migration pilot identifies a need for changes to Clients' Applications or 
related environmental changes to other Clients' assets, the Province will facilitate the Clients' 
completion of the required changes following which the Province and the Service Provider will 
repeat the virtualization and migration pilot testing or withdraw the application and its associated 
data from the migration Wave. The Parties will replan the Virtualization and Migration of 
Applications and their associated data that withdraw from a migration Wave as contemplated in 
the Committed Annual Planning process that is described in Section 15.1 (Committed Annual 
Plans). 

15.3.5.2 Service Provider Responsibilities 

The Service Provider will: 

(a) 

(b) 

(c) 

50652395.10 

work with the Clients to define test cases and acceptance test criteria to verify the 
virtualization and migration process, the operation of the fallback contingency 
plan and the operation of the Disaster Recovery Plan, if any, including 
verification of tests by Clients; 

provide the Clients' application support team and Clients with an environment to 
run the virtualization and migration pilot test; and 

conduct the virtualization and migration pilot test with the Province (repeating, if 
necessary) so as to meet the agreed acceptance test criteria. 
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15.3.5.3 Province Responsibilities 

The Province will: 

15.3.6 

(a) 

(b) 

(c) 

(d) 

facilitate the Clients' application support teams' participation in the application 
system and data migration pilot; 

facilitate the Clients' participation in the virtualization and migration pilot; 

implement and test any changes required, as a result of the migration of an 
application and associated data, to Clients' Applications or related environmental 
changes to other Client assets; and 

coordinate the Client's participation in the virtualization and migration pilot. 

Migration with Fallback Contingency 

The Province and the Service Provider will complete the application and data Migrations to a 
Physical Servers or Virtual Server as specified in the Committed Annual Plan in accordance with 
the Wave Plan. In the event of a virtualization and migration failure detected by either Party, the 
Parties in consultation with each other, will execute the fallback contingency plan. 

Upon successful Migration of the Applications and associated data, for Applications that have a 
defined Disaster Recovery Plan the Province and the Service Provider will activate the modified 
Disaster Recovery Plan to take account of the Migration of such applications. 

15.3.7 Decommission of Equipment 

After each Wave is successfully completed, the Service Provider will decommission any 
Province equipment that is managed by the Service Provider and that the Service Provider no 
longer requires for the performance of the Managed Services in accordance with the Services 
Management SOW or Server Management Services SOW, as applicable. 

15.3.8 Completion 

For the purposes of this SOW, each Virtualization and Migration Wave will be deemed to be 
"complete" when the activities detailed in Section 15.3 (Plan of a Typical Virtualization and 
Migration Wave) have been completed by the Parties for each Application contemplated to be 
Migrated to Physical Servers or Virtual Servers in the Committed Wave excluding any that are 
withdrawn by the Province and not substituted by the Service Provider after the Wave is 
confirmed by the Province as a Committed Wave. 

15.4 Mainframe Migration Wave 

The Parties contemplate a separate migration Wave coinciding with the planned Mainframe 
Services Migration, as reflected in the Multi-Year Plan. This separate migration Wave will 
include only those Servers (Applications) that should be co-located with the Mainframe System 
to maintain the performance of the Servers (Applications) operating on the Mainframe System 
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and co-located Servers. These Servers (Applications and their associated data) will be identified 
by the Service Provider and the Province in the Virtualization Assessment and Migration 
Planning Project described in Section 10 (Virtualization Assessment and Migration Planning 
Project) of this SOW and the Server Management Services SOW and the Managed Storage and 
Managed Backup SOW. 

The Mainframe Migration Wave will utilize the process described above for a Typical 
Virtualization and Migration Wave in Section 15.3 (Plan of a Typical Virtualization and 
Migration Wave). 

15.4.1 Completion 

For the purposes of this SOW, each Mainframe Migration Wave will be deemed to be 
"complete" when the activities detailed in Section 15.3 (Plan of a Typical Virtualization and 
Migration Wave) have been completed by the Parties for each Application contemplated to be 
Migrated to Physical Servers or Virtual Servers in the Committed Wave excluding any that are 
withdrawn by the Province and not substituted by the Service Provider after the Wave is 
confirmed by the Province as a Committed Wave. 

15.5 "Migration Only" Waves 

The Parties contemplate separate "migration only" Waves for Servers (Applications) that have 
been transformed "in place" at the Province Data Centres, as reflected in the Multi-Year Plan. 
These Servers (Applications) will be identified by the Service Provider and the Province in the 
Virtualization Assessment and Migration Planning Project. These "migration only" Waves will 
utilize the process described above for a Typical Virtualization and Migration Wave in Section 
15.3 (Plan of a Typical Virtualization and Migration Wave) except that: 

(a) 

(b) 

(c) 

15.5.2 

Virtual Servers at the Province Data Centres will be migrated to another Virtual 
Server target environment at an STMS Data Centre; 

Physical Servers at the Province Data Centres will be migrated to similar Physical 
Servers at an STMS Data Centre; and 

after migration, the Service Provider will move any of the Service Provider 
Servers displaced as a result of the "migration only" Waves from the Province 
Data Centres to the STMS Data Centres in preparation for subsequent migrations. 

Completion 

For the purposes of this SOW, each "migration only" Wave will be deemed to be "complete" 
when the activities detailed in Section 15.5 ("Migration Only" Waves) have been completed by 
the Parties for each Application contemplated to be Migrated to Physical Server or Virtual 
Servers in the Committed Wave excluding any that are withdrawn by the Province and not 
substituted by the Service Provider after the Wave is confirmed by the Province as a Committed 
Wave.· 
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15.6 Migrate "Unrefreshable" Servers 

Certain Applications are not susceptible to migration as described above because they have 
dependencies on existing Server hardware or operating systems. For example, an application that 
depends on Windows NT, wllich is no longer supported, and cannot operate on a supported 
version of Windows, will not be susceptible to migration using the process as described above. 

The Servers on which such Servers (Applications) are operating are referred to as the 
"U nrefreshable" Servers. 

If the Province requires the Service Provider to manage any "Unrefreshable" Servers after the 
end of the five year virtualization and migration period, the Province and the Service Provider 
will collaborate to develop a custom migration plan to physically transport the "Unrefreshable" 
Servers to one of the STMS Data Centres along with their data and the Servers (Applications) 
they host. The custom migration plan will contemplate that the transportation of the 
"Unrefreshable" Servers will be completed prior to the end of the five year virtualization and 
migration period. 

15.6.1 Completion 

For the purposes of this SOW, the Migrate "Unrefreshable" Servers Wave will be deemed to be 
"complete" when the activities detailed in Section 15.6 (Migrate "Unrefreshable" Servers) have 
been completed by the Parties for each Application contemplated to be Migrated to Physical 
Servers or Virtual Servers in the Committed Wave excluding any that are withdrawn by the 
Province and not substituted by the Service Provider after the Wave is confirmed by the Province 
as a Committed Wave. 

16. TRANSFORMATION MANAGEMENT AND GOVERNANCE 

The Transformation Projects defined in this Transformation Prognim are subject to the 
Transformation Program Governance Process described in this Section 16 (Transformation 
Management and Governance). It is also the intent of the Parties that future Transformation 
Projects may be proposed and considered by the Parties through the Governance Process set out 
in the Agreement and, if approved, they will also be subject to the Transformation Program 
Governance Process described in Section 16. Within sixty days following the Hand-Over Date, 
the Province and the Service Provider will review the Transformation Program Governance 
Process that is documented in this Article and confirm their agreement to the process, including 
its application to the specific Transformation Projects, either as currently documented or with 
such change as may be agreed to by the Parties in writing. 

The Service Provider has appointed a Transformation Project Manager who is responsible for 
Service Provider reporting, escalation processes and is the liaison to the Province for all 
Transformation activities. 

The Province has appointed a Transformation Project Manager who is responsible for Province 
reporting, escalation processes and is the liaison to the Service Provider for all Transformation 
activities. 
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The Service Provider Transformation Project manager will, in consultation with the Province, 
develop and manage a detailed plan that addresses Service Provider and Province roles and 
responsibilities. 

16.1 Transformation Program Governance 

All Transformation Projects are subject to the Transformation Program Governance Process 
described in this section. 

16.1.1 Introduction 

The intent of the Transformation Program Governance Process is to ensure the Transformation 
Projects follow a prescribed project management methodology and are managed consistently and 
rigorously to achieve business results in the most efficient manner. 

The project management methodology allows the Transformation Working Group to oversee 
project progress and maintain a record of findings, decisions and recommendations. 

16.1.2 Transformation Working Group 

The Service Provider and Province Transformation Project Managers will co-lead a "Joint 
Working Group" (to be known as the "Transformation Working Group") as defined in Section 
2.1 of Schedule 18 (Governance) of the Agreement. The Transformation Working Group, with 
the support of the Service Provider Program Management Office, will hold regular reviews to 
monitor the progress of the Transformation Projects and to identify issues that may affect the 
schedule for completion of the Transformation Project activities. The Transformation Working 
Group will resolve any potential delays or circumstances that may adversely affect 
Transformation Projects or they will escalate any unresolved issues in accordance with the 
Governance Process. 

The mandate of the Transformation Working Group is to ensure that project definition and 
execution are appropriately managed through oversight and defined approval events ("Project 
Gates") throughout the project life cycle. 

The five Project Gates summarized in the following chart are the "Decision Gates" that the 
Transformation Working Group will use to oversee the proper definition and execution of each 
Transformation Project. 

Initiation Planning 

50652395.10 

Design 
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16.1.3 Membership and Roles 

Dcsian ,..., 
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Go Li\c 
Assessment 

I 

Close Do\\ n 

The Transformation Working Group is comprised of representatives from both the Province and 
Service Provider. The Transformation Working Group roles consist of Transformation Working 
Group co-chairs, administrator and members. · 

Role Pmgram Area Ot·ganization 
Co-Chair 

Transformation Working Transformation Project Province 
Group Co-Chair manager 

Transformation Working Transformation Project Service Provider 
Group Co-Chair manager 

Administration 

Transformation Administrator Program Management Office Service Provider 
("PMO") 

Members 

PMOLeader Service Provider PMO Service Provider 

A&E representation Architecture and Engineering Technology Architecture Working 
("A&E") Group 

PSCO representation Office of Privacy and Security Service Provider 

("PSCO") Province 

PM Subject Matter Experts Service Provider PMO Service Provider 
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16.1.4 Transformation Working Group Responsibilities 

The Transformation Working Group reviews and validates the quality of key project deliverables 
and provides direction to the Transformation Project managers regarding improvements, 
clarifications or additional documentation requirements. 

The overall responsibilities ofthe Transformation Working Group include: 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

(g) 

(h) 

(i) 

16.1.5 

reviewing key project deliverables; 

confirming project definitions; 

confirming that projects are planned at an appropriate level of detail; 

confirming projects are adequately controlled, reporting meaningful status and 
addressing forecast performance issues or emergent problems; 

promoting continuous project management improvement by utilizing a lessons 
learned process; 

resolving escalated issues and problems; 

reviewing project status reports; 

identifying risks and developing mitigations; and 

escalating issues and problems that cannot be resolved by the Transformation 
Working Group. . 

Member Responsibilities 

Sections 16.1.5.1 to 16.1.5.6 below outline responsibilities related to the specific roles within the 
Transformation Working Group. 

16.1.5.1 Co-Chair 

The Co-Chair's responsibilities will include the following: 

(a) 

(b) 

(c) 

(d) 

(e) 

50652395.10 

lead the Transformation Working Group in fulfilling its mandate; 

maintain Transformation Working Group priorities; 

bring forth and provide information as required; 

identify project issues that require discussion and/or resolution by the 
Transformation Working Group; 

review, approve and authorize project initiation, planning, design, go-live and 
closure deliverables; and 
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review and authorize project Change Requests to proceed through the Change 
Order Process. 

Transformation Administrator 

The Transformation Administrator's responsibilities will include the following: 

(a) 

(b) 

(c) 

(d) 

16.1.5.3 

prepare agenda in consultation with the Co-Chairs; 

schedule meetings and coordinate Transformation Working Group guest 
attendees; 

create and distribute meeting agenda, project deliverables and supporting 
materials for review at least two business days prior to the meeting; and 

document and distribute meeting minutes and action items within two business 
days; 

Members 

A Member's responsibilities will include the following: 

(a) 

(b) 

16.1.5.4 

bring the viewpoints of the business function they represent to the table as well as 
keep their stakeholders informed · of Transformation Working Group 
recommendations and developments; and 

send an alternate or provide their written input to a co-Chair prior to the meeting 
if they are unable to attend a meeting. 

Guest Members 

Guest members include project managers and project sponsors who will be invited when their 
projects are on the agenda. The Transformation Working Group may extend invitations to other 
stakeholders to attend meetings where their input would be of benefit. 

16.1.5.5 Project Manager 

The Project Manager's responsibilities will include the following: 

(a) 

(b) 

(c) 

(d) 

50652395.10 

complete project initiation, planning, design, go-live and close down deliverables 
on a timely basis; 

complete Change Requests (CRs) as required; 

compile bi-weekly status reports representing the status of their projects; and 

attend meetings and provide additional information as required. 
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16.1.5.6 Project Sponsors (assigned from the Province AMO) 

The Project Sponsors' responsibilities will include the following: 

(a) 

(b) 

(c) 

16.2 

review, approval and authorization (signature) of project initiation, planning, 
design, go-live and closure deliverables; 

authorize project Change Requests pending AMO Change Order approval if 
required; and 

attend meetings as required. 

Working Group Meetings 

The working group is required to meet bi-weekly. Meeting frequency will be increased to 
accommodate Program requirements, if needed. 

16.3 Acceptance Testing 

Where required by the Parties, acceptance test requirements have been defined m each 
Transformation Project. 

16.4 Project Decision Gates 

The following chart illustrates the five project Decision Gates, their associated project 
management deliverables and acceptance criteria to be applied by the Transformation Working 
Group. 

Go Li\ e 
Initiation Planning Design Assessment Close Do" n 

Purpose Ensure that the Establish what Accept changes to Verify IT and Confmn the level 
project aligns the project will the process design, Business of performance 
with business and will not do, supporting IT Readiness, and achieved, 
strategy, defmes resource design and confmn that the confmn that the 
a clear scope requirements and implementation solution is initiative has 
statement and how and when strategy. . meeting the completed its 
ensures the work will be 

Design Documents 
defmed work, and 

appropriate completed. acceptance endorse an action 
sponsorship and 

Review/ Approval 
criteria. plan for ongoing 

resource levels. 
Planning 

Privacy and management or 
Documents 

Security 
Provide insight 

the creation of a 
Initiation Review/ 

Assessments 
into project 

new initiative. 
Documents Approval 

Review/ Approval 
execution and 

Review readiness for Provide insight 
/Approval 

Technical 
implementation into project 

Architecture in 
place Ensure 

successes and 

engineered 
opportunities 

solution follows Officially close 
approved down project 
architecture, 
standards, privacy 
and security 
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Go Lhe 
Initiation Planning Design Assessment Close Do" n 

expectations 

Required Key PM Deliverables PM Deliverables PM Deliverables PM Deliverables PM Deliverables 
Deliverables 

Project Initiation Project Plan Test Plan UAT Test Results Project 
Document (PID) containing: 

Implementation Project Solution 
Completion 

including project Statement 
objectives, 

-Scope Plan Deliverables (including 
Statement and 

affected business 
Requirements Detailed Final Solution feedback from 

/areas, roles and Requirements Delivery Lessons Learned 
responsibilities - PM Healthcheck 

Validation Report) 

Project High 
Communication 

Report 
Assessment 

Ensure any 
Level Risk 

Plan (documenting 
remaining items 

Assessment -Roles and 
Change Request (if discrepancies 

from the Final 
including initial Responsibilities 

required) between 
Solution 

privacy impact Project Solution 
implemented Delivery 

assessment - Staffmg Plan 
Deliverables 

solution and 
Assessment are 

-Cost 
Approved Design, 

assigned 
Project Solution 

Management 
Technical Design including all 

appropriately 
Deliverables Specifications required 

Plan 
Service Request Functional Design 

mitigation\follow- Project Solution 
- Quality Plan up activities) Deliverables 

or equivalent Specifications 
including - Assumptions 

Technical 
Final Technical 

funding, high and Constraints 
Architecture 

Architecture 
level objectives Issues/Decisions Document 
and timing Log 

Document 
Final Technical 

Project Schedule Detailed Privacy Design 
Assessment Specifications 

Risk 
Management 

Detailed Security Final Functional 
Plan 

Threat Risk Design 
Assessment Specifications 

Change (including full 
Management controls review); Operational 
Plan (optional) outputs ofthis Documentation 

Test Strategy 
assessment are a (as required) -
completed TRA for example, 

Project Solution document and any system 
Deliverables required deviation administration 

tracking. documents and 
Technical "run books" in 
Architecture Financial Risk & the Service 
Document Controls Review Provider. 
Initial Privacy 

(where applicable) 

and Security 
Assessments 
(high level) 

Acceptance Key An integrated Approval of Testing is Closure 
Criteria deliverables and Project Plan is Design thorough and Documents 

Project Decision approved 
Approval of PIA I 

materially reviewed 
Gate Criteria complete 
reviewed and 

Resources are TRA/FRCA Acceptance of 

approved 
secured and 

Project 
IT and business outstanding 

roles and 
performance and 

is ready for issues/ 
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Go LiH: 
lniti<Jtion Planning Design Assessment Close Dlmn 

Project funding 
allocated 

Project 
manager 
assigned 

Province OK to 
start the project 

Approval to 
proceed as a 
Project 

Project 
Dashboard 
status change 
from 
"Approved" to 
"Active" 

responsibilities 
are assigned 

Approval to 
baseline project 
plans and to 
proceed to 
Design phase 

health evaluated 
and areas for 
improvement 
addressed 

deployment 

Approval to go 
"live" 

recommendatio 
nsand 
assignment for 
action and 
logging for 
follow up 

Project 
considered 
complete 

Project 
Dashboard 
status change 
from "Active" 
to "Closed" 

During the formal review of the Project Initiation Decision Gate deliverables, the Transformation 
Working Group will confirm all project deliverables and the Decision Gate criteria that will 
apply to each project. This will permit tailoring of project deliverables as appropriate to the 
scope of the project. For example, if a Security Threat and Risk Assessment is required during 
the execution of the project, that will be confirmed during the Initiation Decision Gate. 

16.5 Completion 

For the purposes of this SOW, the Last Weekly Status Report of the Month Milestone (see table 
above), as described in Schedule 23 (Fees), Appendix I, will be deemed to be "complete" when 
the Service Provider submits to the Province the last bi-weekly status report for each and every 
month from month one through sixty of the term of the Agreement. 
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Appendix A- Def"mitions 

! 
I 

Definable Te1·m Definition 
Agreement Has the meaning attached thereto in the introductory paragraph 

ofthis SOW. 

Asset Centre Has the meaning attached thereto in Section 7.2.5 of this SOW. 

Bridge Plan Has the meaning attached thereto in Section 8.1 ofthis SOW. 

Business Office Has the meaning attached thereto in Section 3.2 of this SOW. 

Change Management Has the meaning set out in the Service Management SOW. 
Process 

Change Order Process Has the meaning set out in the Agreement. 

Customer Environment for Means the Customer Environment to be constructed by the 
Managed Services Service Provider under the Data Centre Services SOW for the 

provision of Managed Services at the STMS Data Centres 

Committed Annual Plan Has the meaning attached thereto in Section 15 .1. 

Current MF Provider The service provider performing the mainframe services 
immediately prior to the commencement ofthe Managed 
Mainframe Services as described in the Managed Mainframe 
Services SOW. 

Customer Environment Has the meaning attached to such term in the Data Centre 
Services SOW. 

Data Centre Services Has the meaning attached thereto in the Agreement. 

Data Centre Services Q9 Networks Inc. 
Subcontractor 

Decision Gates Has the meaning attached thereto in Section 16.4. 

Detailed Transformation Means Schedules 9 and 10 of the Agreement as of the Hand-
Plan Over Date. 

Disaster Recovery Plan Has the meaning attached thereto in the Agreement. 

Disaster Recovery Site Has the meaning attached thereto in the Business Continuity 
and Disaster Recovery SOW. 
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I 

Definable Term Definition 
Dispatch Interface Has the meaning attached thereto in Section 7.2.2 of this SOW. 

DR Tapes Has the meaning attached thereto in Section 8.1 of this SOW. 

Fallback Plan Has the meaning attached thereto in Section 8.2 of this SOW. 

Field Services Has the meaning attached thereto in Section 11 of this SOW. 

Governance Process Has the meaning attached thereto in the Agreement. 

Hand-Over Date Has the meaning attached thereto in the Agreement. 

Hosting Locations Means at any time, the Province Data Centres, STMS Data 
Centres, the Remote Infrastructure Server Locations and 
Remote Application Server Locations at which the Managed 
Equipment is located at such time. 

Incident Has the meaning attached thereto in the Service Management 
sow. 

Local Area Network (LAN) Has the meaning attached thereto in the Managed Storage and 
Managed Backup SOW. 

Mainframe System Has the meaning attached thereto in the Managed Mainframe 
Services SOW. 

Mainframe System Software Has the meaning attached thereto in the Managed Mainframe 
Services SOW. 

Managed Equipment Has the meaning attached thereto in the Data Centre Services 
sow. 

Managed Mainframe Has the meaning attached thereto in the Managed Mainframe 
Services Services SOW. 

Mainframe Services Has the meaning attached thereto in Section 8.1 ofthis SOW. 
Migration 

Mainframe Services Has the meaning attached thereto in Section 8.2 of this SOW. 
Migration Plan 

Managed Services Has the meaning attached thereto in the Agreement. 
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Definable Term Definition 
Management Network Has the meaning attached thereto in Section 6.2 of this SOW. 

Manual Has the meaning attached thereto in the Agreement. 

MockO Test Has the meaning attached thereto in Section 8.1 ofthis SOW. 

Mock 1 Test Has the meaning attached thereto in Section 8.1 of this SOW. 

Multi-Year Plan Has ,the meaning set out in Section 10 of this SOW. 

Non-Dispatch Interface Has the meaning attached thereto in Section 7.2.3 of this SOW. 

Non-DR Tapes Has the meaning attached thereto in Section 8.1 of this SOW. 

Other Customers Entities, other than the Province, buying only Data Centre 
Services from the Service Provider. 

PCMTools Has the meaning attached thereto in Section 9.2.7 ofthis SOW. 

Privileged ID Has the meaning attached thereto in the Security SOW. 

Program Management Has the meaning attached thereto in Section 0 ofthis SOW. 
Office 

Province Data Centres Has the meaning attached thereto in the Data Centre Services 
sow. 

Province's CSC Has the meaning attached thereto in the Service Management 
sow. 

Province Designated The Province Data Centres 
Network Locations 

Province Network SPAN-BC. 

Province Ordering System Has the meaning attached thereto in the Service Management 
sow. 

Province Service Desk Tool Has the meaning attached thereto in the Service Management 
sow. 

Province Service Has the meaning attached thereto in the Service Management 
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Definable Term Definition 
Management Systems sow. 

Province Staff Has the meaning attached thereto in Service Management 
sow. 

Reference Architecture Has the meaning attached thereto in Section 10.4 ofthis SOW. 

Province Servers Means, at any time, the Servers owned by the Province and for 
which the Service Provider is providing Managed Services at 
such time. 

Reference Architecture Has the meaning attached thereto in Section 10.4. 

Remote Infrastructure As described in Schedule 8 (Service Locations). 
Server Locations and 
Remote Application Server 
Locations 

Back-up Migration Plan A plan to reverse the progress o

Revised Transformation Has the meaning attached thereto in Section 3.4 ofthis SOW. 
Plan 

Server Monitoring Tools As described in the Server Management Services SOW. 

Server Systems Management Has the meaning attached thereto in Section 9 of this SOW. 

Servers Has the meaning attached thereto in the Server Management 
Services SOW. 

Service Provider Service Has the meaning attached thereto in the Service Management 
Desk Tool sow. 

Service Provider Network Means the routers to be installed at the Province Designated 
Equipment Network Locations as the terminating network appliances for 

the Management Network. 

Service Provider Office The facilities a Victoria, British Columbia that 
Facilities are being leased by the Service Provider in order to provide the 

Services to the Province under the Agreement. 
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Definable Term Definition 
Service Provider Support Has the meaning attached thereto in the Data Centre Services 
Locations sow. 

Services Has the meaning attached thereto in the Agreement. 

Software Agents Has the meaning attached thereto in the Server Systems 
Management SOW. 

Software and Patch Has the meaning attached thereto in the Server Systems 
Distribution Tools Management SOW. 

Source to Target Report Has the meaning attached thereto in Section 10.4.1 ofthis 
sow. 

STMS Calgary Data Centre Means the STMS Data Centre located in Calgary, Alberta. 

STMS Data Centre Has the meaning attached to such term in Schedule 23 (Fees) of 
Availability Date the Agreement. 

STMS Data Centres Means the STMS Calgary Data Centre and the STMS Interior 
Data Centre. 

STMS Interior Data Centre Means the STMS Data Centre located in the interior of British 
Columbia. 

Third Party Gateway The security mechanisms that the Province implements to 
control third party access to SPAN BC. 

Transformation Plan Has the meaning set out in Section 3.4 of this SOW. 
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Definable Term Definition 
Transformation Program · Refers collectively to all the Transformation Project set out in 

this SOW. 

Transformation Projects The projects described in Sections 4 through 16 of this SOW as 
"Transformation Projects". 

Transitioning Employees Means the employees of the Province who are transitioning to 
the Service Provider on the Hand-Over Date. 

Virtualization Has the meaning attached thereto in Section 10. 

Virtualization and Migration Has the meaning attached thereto in Section 10. 
Assessment Plan 

Virtualized Has the meaning attached thereto in Section 10. 

Wave Plan Has the meaning attached thereto in Section 15.3 .2 of this 
sow. 

Waves Cycles of Server migration described in the Plan. 

Work-in-Progress Projects Has the meaning attached thereto in Schedule 1 of the 
Agreement. 

WTS Data Centres Has the meaning attached thereto in the Data Centre Services 
Equipment sow. 

WTS Office Facilities Has the meaning attached thereto in Section 4.1 ofthis SOW. 
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9. STORAGE SERVICES 

9.1 Managed Storage Services 

9.1.1 Description 

Managed Storage Services is the management of the storage of Data in storage tiers (Tier 
1, 2, 3) based upon performance and reliability required for such Data. The storage tiers 
are distinguished by the performance of the disk and the Storage Array (the amount of 
cache memory, speed and size of the disk and the size of the RAID group) and the 
reliability of the disk and the Storage Array (the type of Storage Array with its underlying 
redundancy' components and the size of the RAID group). The Managed Storage Services 
establish the data storage foundation required to support the Province Data storage 
requirements. The Service Provider will use integrated Storage Hardware, Storage 
Software, and support solutions to provide the Managed Storage Services within the range 
of data storage tiers identified, as appropriate. 

9.1.2 Managed Storage Tier 1 Services 

9.1.2.1 Description 
Managed Storage Tier 1 Service is a class of disk storage that is the highest 
performing, highest availability and is designed with the most redundancy. The 
Managed Storage Tier 1 Service has additional redundancy through the incorporation 
of storage multipathing using Storage Multi-Path Resilience. Service Provider 
provides monitoring, configuration, control, and tuning software with continuous 
operational support for the Managed Storage Tier 1 Service. 
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9.1.2.2 How User Requests Services 

~~9""',.,.,.7"'~.,.~=~~~~~~~~~~~~~1'Lr=:;;<>;~=7=~~-~~ ~"'~~~,-~):::""'i~""~'-"~~"~"'-.-..7.'~ 

! :2 'c , "~-; ~ ~ ~.;~- '\~!\k ,.,~~~ .. ~~~·.o:;1 ~«~q-: ; ... ~~(m~?f'5JW:Ji$..i?;k4:~~-;."""~'J~~~:-~~:~j'::1~~ 4c'~":;;:~~.(~ t. .~. , ~ ~"-- -" ~ ,. : :;;- \ IJ. &""~ -1/~,;z" ~-~/~~'>- '~t ~" c-..,~j 
t.!::.....,..~,C::'...:-::..~.~0~~~ ft~ "" ~ J~~~1~~~-:J"z.~~::;_,~=:S ~J;:~ ~~ Y r,;~ 

Minor service requests for Managed Storage Tier 1 
Service 
Formal requests for Managed Storage Tier 1 
Service 

Adhoc requests 

9.1.2.3 

Storage 
Administrator 

Processes and Procedures 

WTS Service Desk (i.e. Priority 6 
tickets) 
Province's iStore system (managed 
storage requirements definition 
request) 
Emails from authorized users to group 
mailbox 

9.1.2.3.1.Configure storage infrastructure and connect servers 
Step 1 
Step 2 
Step 3 etc. 

9.1.2.3.2.Monitor storage environment 
Step 1 
Step 2 
Step 3 etc. 

9.1.2.3.3.Maintain storage environment 
Step 1 
Step 2 
Step 3 etc. 
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9.1.3 

9.1.2.3.4.Manage supplier relationships. 
Step 1 
Step 2 
Step 3 etc. 

9.1.2.3.5. Performance management 
·Step 1 
Step 2 
Step 3 etc. 

9.1.2.3.6.Capacity management 
Step 1 
Step 2 
Step 3 etc. 

9.1.2.3.7.Load balance storage infrastructure 
Step 1 
Step 2 
Step 3 etc. 

Managed Storage Tier 1 Services with Replication Services (Optional 
Service) 

9.1.3.1 Description 
Under the Managed Storage Tier 1 Services with Replication Services the Service · 
Provider will move and replicate the Province Data to a Managed Storage Tier 1 
Services at a Service Provider Data Centr~. The Service Provider will Replicate the 
Province Data using the Storage Array ba.sed technology which includes Storage 
Array specific Storage Hardware and Storage Software which synchronizes the 
primary copy of the Province Data with the secondary copy of the Province Data 
using SRDF (or other storage replication) technology (for clarity, Managed Storage 
Tier 1 Services with Replication Services is not Application based replication). The 
software managing the Replication is on the Storage Array not on an application or 
other source. If the primary copy of the Province Data is the Calgary Data Centre 
then the secondary copy of the Province Data will be Replicated to the Interior Data 
Centre and if the primary copy of the Province Data is the Interior Data Centre then 
the secondary copy of the Province Data will be Replicated to the Calgary Data 
Centre. Managed Storage Tier 1 Services with Replication Services lowers the time 

· to restore operations as it relates to making data available to a Host at the 
secondary Service Provider Data Centre. Managed Storage Tier 1 Services with 
Replication Services provides for the creation of and enablement of data content 
replication and Service Provider Data Centre site replication. 
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9.1.3.2 How User Requests Services 

Minor service requests for Replication 
Services 
Formal requests for Replication Services 

9.1.3.3 Processes and Procedures 

Storage Manager 

Storage 
Administrator 

WTS Service Desk (i.e. Priority 6 
tickets) 
Province's iStore system (managed 
storage requirements definition 
request) 

9.1.3.3.1.Evaluate bandwidth requirements for data 
Step 1 
Step 2 
Step 3 etc. 

9.1.3.3.2.Managed Storage Tier 1 services 
Step 1 
Step 2 · 
Step 3 etc. 

9.1.3.3.3.Support automated capacity adjustments 
Step 1 
Step 2 
Step 3 etc. 

9.1.3.3.4.Support relocation or reconfiguration 
Step 1 
Step 2 
Step 3 etc. 
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9.1.4 Managed Storage Tier 1 Services with Local Clone Services (Optional 
Service) 

9.1.4.1 Description 
Under Managed Storage Tier 1 Services with Local Clone Services the Service 
Provider will Mirror a copy of the Province Data in the same Storage Array at the 
Service Provider Data Centre where the primary SAN storage disk resides. Managed 
Storage Tier 1 Services with Local Clone Services provides a copy of Province Data 
that can be managed by the primary Host or the management of the copy may be 
assigned to a second Host for Backup or testing purposes. 

9.1.4.2 How User Requests Services 

Minor service requests for Local Clone 
Services · 
Formal requests for Local Clone Services 

9.1.4.3 Processes and Procedures 

Storage 
Administrator 
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storage requirements definition 
request) 
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Step 3 etc. 
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Step 3 etc. 
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Step 2 
Step 3 etc. 

-24-
Page 940 
CTZ-2013-00110



9.1.5 

9.1.4.3.4.Provide mirroring (real time or set intervals) 
Step 1 
Step 2 
Step 3 etc. 

Managed Storage Tier 2 and Tier 3 Services 

9.1.5.1 Description 
Service Provider Tier 2 and Tier 3 Managed Storage Services provides the Province 
with a leveraged, SAN based, storage platform. 

Managed Storage Tier 2 Services is a class of disk storage that has medium 
performance, high availability and is designed with a high level of redundancy. The 
Managed Storage Tier 2 Service has additional redundancy through the incorporation 
of storage multipathing through the use of Storage Multi-Path Resilience. Service 
Provider provides monitoring, configuration, control, and tuning software with 
continuous operational support for the Managed Stor~ge Tier 2 Service. 

Managed Storage Tier 3 Services is a class of disk storage that has an economy 
performing disk, lower availability than Tier 2 Service and is designed with a high 
level of redundancy. The Managed Storage Tier 3 Service has additional redundancy 
through the incorporation of storage multipathing through the use of Storage Multi
Path Resilience. Service Provider provides monitoring, configuration, control, and 
tuning software with continuous operational support for the Managed Storage Tier 3 
Service. 

9.1.5.2 How User Requests Services 

Minor service requests for Managed 
Sto · e Tier 2 and Tier 3 Services 
Formal requests for Managed Storage Tier 
2 and Tier 3 Services 
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9.1.5.3 Processes and Procedures 

Storage 
Administrator 

9.1.5.3.1.Configure storage infrastructure and connect servers 
Step 1 
Step 2 
Step 3 etc. 

9.1.5.3.2.Monitor storage environment 
Step 1 
Step 2 
Step 3 etc. 

9.1.5.3.3.Maintain storage environment 
Step 1 
Step 2 
Step 3 etc. 

9.1.5.3.4.Manage supplier relationships 

Step 1 
Step 2 
Step 3 etc. 

9.1.5.3.S.Performance management 
Step 1 
Step 2 
Step 3 etc. 

9.1.5.3.6.Capacity management 

Step 1 
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9.1.6 

Step 2 
Step 3 etc. 

9.1.5.3.7.Load balance storage infrastructure 
Step 1 
Step 2 
Step 3 etc. 

Storage Multi-Path Resilience Services 

9.1.6.1 Description 
Storage Multi-Path Resilience Services is the provisioning of additional performance 
and information availability enhancements for the Province's servers by providing 
redundant paths for a Host to access storage data so that it would take a multiple 
connectivity component failure to render a server inaccessible to its associated 
storage. Designed for open server platforms connected to Service Provider SAN 
storage systems, Multi-Path Resilience provides intelligent multi-path load balancing 
which ensures channels are utilized in the most efficient manner possible 

9.1.6.2 How User Requests Services 

Minor service requests for Storage Multi
Path Resilience Services 
Formal requests for Storage Multi-Path 
Resilience Services 

9.1.6.3 Processes and Procedures 

Storage 
Administrator 

WTS Service Desk (i.e. Priority 6 
ticketsj_ 
Province's iStore system (managed 
storage requirements definition 
request) 

9.1.6.3.1.Manage automatic load balancing 
Step 1 
Step 2 
Step 3 etc. 

9.1.6.3.2.Manage automatic path failover 
Step 1 
Step 2 
Step 3 etc. 
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9.1.7 Network Attached Storage Services 

9.1.7.1 Description 
Network Attached Storage (NAS) devices located at the Province Managed Storage 
Facilities, existing at the Hand-Over Date, will be managed by the Service Provider 
from .and after the Hand-Over Date. Network Attached Storage Service is the overall 
management of the Network Attached Storage (NAS), including monitoring, 
configuration, control, and tuning software, provided by the Service Provider. 

9.1.7.2 How User Requests Services 

Minor service requests for Network 
Attached Storage Services 
Formal requests for Network Attached 
Storage Services 

9.1.7.3 Processes and Procedures 

Storage 
Administrator 

WTS Service Desk (i.e. Priority 6 
tickets) 
Province's iStore system (managed 
storage requirements definition 
request) 

9.1. 7 .3.1. Monitor storage environment 
Step 1 
Step 2 
Step 3 etc.· 

9.1.7.3.2.Maintain storage environment 
Step 1 
Step 2 
Step 3 etc. 

9.1. 7 .3.3. Manage supplier relationships 
Step 1 
Step 2 
Step 3 etc. 
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9.1.8 

9.1.7.3.4.Performance management 
Step 1 
Step 2 
Step 3 etc. 

9.1.7.3.5.Capacity management 
Step 1 
Step 2 
Step 3 etc. 

9.1.7.3.6.Root cause analysis in the event of a degradation 
Step 1 
Step 2 
Step 3 etc. 

File System Archive Storage Services (Optional Service) 

9.1.8.1 Description 
File System Archive ("FSA") is a service that provides automated file movement of 
Unstructured File Data not under control of a specific application (such as a database 
or mail messaging) for the purpose of optimizing file storage, managing data growth, 
and optimizing Backup services by reducing the data volume which is continuously 
scanned for changes and kept as a copy on Backup media. Data contained in File 
System Archive will no longer be backed up with Backup Services as there will be 
two copies of the Data, one in the Calgary Data Centre and one in the Interior Data 
Centre. 

The File Archive Storage function moves the Province's Data from the Source File 
System to an archival repository. It is a redundant solution that replicates the 
Province's archive data to a secondary content addressable system for the purpose 
of extended data protection against component or site failures but is not a Disaster 
Recovery solution. 

Service Provider will only provide an archive storage repository for archival storage 
requirements other than File Archival Storage including, but not limited to, mail 
archive or database archive. The Province is responsible for the tools, processes, and 
people to define the archive policies and extract I retrieve email and other 
application data. 

File Archive automates file movement and retention through Province defined archive 
software policies and the mirroring of the archive data within the same content 
addressable system. 

The Managed File Archive solution requires the provisioning of specific Storage 
Hardware and Storage Software based upon the number of file servers and data 
volume installed. 
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9.1.8.2 How User Requests Services 

Minor service requests for File System 
Archive Storage Services 
Formal requests for File System Archive 
Storage Services 

WTS Service Desk (i.e. Priority 6 
tickets) 
Province's iStore system (managed 
storage requirements definition 
request}_ 

Once an assessment of requirements is complete, installation of the File System 
Archive-related Storage Hardware and Storage Software to be supported can 
commence. File Discovery Services is then performed on a server-by-server basis to: 
(i) analyse and report on file structures, (ii) report on usage and/or access of the 
Province's Data files, and (iii) provide a mechanism for the implementation of the 
Province's defined policies for the Province's Data file deletion and archiving. 

9.1.8.3 Processes and Procedures 

Storage 
Manager 

Storage 
Administrator 

9.1.8.3.1. Define policies for automated data movement and retention 
Step 1 
Step 2 
Step 3 etc. 
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9.1.9 

9.1.8.3.2.Perform file discovery services 
Step 1 
Step 2 
Step 3 etc. 

9.1.8.3.3.Monitor FSA environment 
Step 1 
Step 2 
Step 3 etc. 

9.1.8.3.4.Maintain FSA environment 
Step 1 
Step 2 
Step 3 etc. 

9.1.8.3.S.Manage supplier relationships 
Step 1 
Step 2 
Step 3 etc. 

9.1.8.3.6.Provide technical support for the FSA infrastructure 
Step 1 
Step 2 
Step 3 etc. 

9.1.8.3.7.Manage automated transparent data migration or archive 
Step 1 
Step 2 
Step 3 etc. 

Configuration Information 
The following configuration information is available in Appendix J: 

• SAN port connection spreadsheet 
• Storage allocation spreadsheet 
• Zone configuration report 
• Storage array configuration report 

9.2 Managed Backup Services 

9.2.1 Description 
Managed Backup Services is the management of the Backup and restoration of data 
structured to meet requirements of accessibility, integrity, and recoverability (for 
example, basic tape-based Backup to disk-based Backup (VTL)). The Service Provider will 
use integrated Backup Hardware, Backup Software, and services to protect the Data. 

The Province will notify the Service Provider, in writing, of the specific servers (at 
identified locations) and the Data that will receive Backup Services. If specific Data to be 
backed up is not identified by the Province, as a default position, the Service Provider will 
back up all Data on such servers. A copy this Data, as requested by the Province, is 
consolidated on a VTL or tape media to provide the ability to restore the copied Data as 
requested. 
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9.2.2 Tape Backup Services 

9.2.2.1 Description 
Tape Backup Services provides tape based Backup and recovery services for the 
servers located at the Province Data Centres, Remote Application Server locations 
and Remote Infrastructure Server locations listed on Schedule 8 (Service Locations) 
of the MSA. The Service Provider will create a copy of Data, from the primary 
server, and consolidate and store such Data on a set of magnetic tapes. The Backup 
of such Data to tape is executed to an offsite location and therefore the tape Backup 
and originating Data set, located on the primary server, are not in the same physical 
location. 

9.2.2.2 How User Requests Services 

F~n~3w:~r~~:-~t;~?)~~~~~~~~<.,tf3?:~'*-{"kEF"~"?:&~~::t';7Jff~$"·"'~~f~\ m~~?;;~~ ?~~~~~:::c.:~~"':'o/~~ 
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Minor service requests for Tape Backup 
Services 
Formal requests for Tape Backup Services 

File backup restore request 

9.2.2.3 Processes and Procedures 

Backup 
Administrator 
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9.2.2.3.1.Administer backup environment 

• Create Backup Procedures 

o Determine which files are critical to restarting a system at any 
point in time during a systems cycle 

o Determine when these critical files should be backed up 

o Determine which of these critical files should be stored off-site 

o Create procedures that puts these determinations into action 

• Create Recovery Procedures 

o Produce a job flow that shows file dependencies by job step 

o Write a description of what steps to follow to restore critical 
files to an "as of" condition. 

9.2.2.3.2.Schedule data backups and data restores 

• Schedule data backups 
o Receive user requirements 
o Analyze and validate user requirements 
o Incorporate user requirements into scheduling system 
o Obtain change approval to implement 
o Implement and verify change user scheduling requirements 

• Schedule user restores 
o Receive user requirement to restore data 
o Locate media with required data 
o Restore data 
o Confirm data restored to user's satisfaction 
o Close associated restore ticket 

9.2.2.3.3.Monitor and maintain backup processing 
Step 1 
Step 2 
Step 3 etc. 

9.2.2.3.4.Maintain backup infrastructure 
Step 1 
Step 2 
Step 3 etc. 

9.2.2.3.5. Performance management 
Step 1 
Step 2 
Step 3 etc. 

9.2.2.3.6.Capacity management 
Step 1 
Step 2 
Step 3 etc. 
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9.2.3 

9.2.2.3.7.Manage backup configuration policy 
Step 1 
Step 2 
Step 3 etc. 

9.2.2.3.8.Add, modify or remove a server from the backup configuration 
Step 1 
Step 2 
Step 3 etc. 

9.2.2.3.9.Manage offsite tape storage 
Step 1 
Step 2 
Step 3 etc. 

9.2.2.3.10. Test backup and restore processes 
Step 1 
Step 2 
Step 3 etc. 

9.2.2.3.11. Provide software maintenance on backup software 
components 
Step 1 
Step 2 
Step 3 etc. 

VTL Backup Services with Replication to Secondary Site 

9.2.3.1 Description 
VTL Backup Services with Replication to a Secondary Site provides VTL based Backup 
and recovery services for the servers located at the Service Provider Data Centres 
listed on Schedule 8 (Service Locations) of the MSA: The Service Provider will 
Replicate the Data, from the primary server, and consolidate and store a complete 
Backup set of such Data that is created and retained on Virtual Tapes in a VTL. The 
Backup Data on the VTL is then Replicated to a second VTL. For example, if the VTL 
is situated at the Interior Data Centre then the Backup Data will be copied to the 
secondary VTL situated at the Calgary Data Centre and if the VTL is situated at the 
Calgary Data Centre then the Backup Data will be copied to the secondary VTL 
situated at the Interior Data Centre. 

9.2.3.2 How User Requests Services 

~. · _- , , :~h ~:~~~~~~-· _ ~~~L1~D~.r£il~~~f!it~!-~~~~~-~~~~-~- .:C~--- __ ----~~~--- _:~~--~~~L~-~}:l@it0Jr:=~- ~~~_3.-;._~:_~ }:~~~-~_:~ 
Minor service requests for VTL Backup WTS Service Desk (i.e. Priority 6 
Services with Replication to a Secondary tickets) 
Site Services 
Formal requests for VTL Backup Province's iStore system (managed 
Services with Replication to a Secondary storage requirements definition 
Site Services request) 
File backup restore request WTS Service Desk 

-34-
Page 950 
CTZ-2013-00110



9.2.3.3 Processes and Procedures 

Backup 
Administrator 

9.2.3·.3.1.Administer backup environment 

• Create Backup Procedures 

o Determine which files are critical to restarting a system at any 
point in time during a systems cycle 

o Determine when these critical files should be backed up 

o Determine which of these critical files should be stored off-site 

o Create procedures that puts these determinations into action 

• Create Recovery Procedures 

o Produce a job flow that shows file dependencies by job step 

o Write a description of what steps to follow to restore critical 
files to an "as of" condition. 

9.2.3.3.2.Schedule data backups and data restores 
• Schedule data backups 

o Receive user requirements 
o Analyze and validate user requirements 
o Incorporate user requirements into scheduling system 
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o Obtain change approval to implement 
o Implement and verify change user scheduling requirements 

• Schedule user restores 
o Receive user requirement to restore data 
o Locate media with required data 
o Restore data 
o Confirm data restored to user's satisfaction 
o Close associated restore ticket 

9.2.3.3.3.Monitor and maintain backup processing 
Stepl 
Step 2 
Step 3 etc. 

9.2.3.3.4.Maintain backup infrastructure 
Step 1 
Step 2 
Step 3 etc. 

9.2.3.3.S.Performance management 
Step 1 
Step 2 
Step 3 etc. 

9.2.3.3.6.Capacity management 
Step 1 
Step 2 
Step 3 etc. 

9.2.3.3.7.Manage backup configuration policy 
Step 1 
Step 2 
Step 3 etc. 

9.2.3.3.8.Add, modify or remove a server from the backup configuration 
Step 1 
Step 2 
Step 3 etc. 

9.2.3.3.9. Test backup and restore processes 
Step 1 
Step 2 
Step 3 etc. 

9.2.3.3.10. Provide software maintenance on backup software 
components 
Step 1 
Step 2 
Step 3 etc. 
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9.2.4 VTL Backup to Encrypted Offsite Tape Services (Optional Service) 

9.2.4.1 Description 
VTL Backup to Encrypted Offsite Tape Service is a VTL to tape based Backup and 
recovery service for the purpose of facilitating Backup and restore capabilities for 
Servers located in the Service Provider Data Centres, Remote Application Server 
locations and Remote Infrastructure Server locations listed on Schedule 8 (Service 
Locations). Only the current Data Backup resides on the local VTL before being 
duplicated to and encrypted to tape to be stored at an offsite location. This approach 
to Data Backup will be used during the period when the Calgary Data Centre is 
[operational/Service Availability Date] but the Interior Data Centre is not yet 
[operational/Service Availability Date]. 

Upon both Service Provider Data Centres becoming [operational/Service Availability 
Date], the [standard/base/core] Data Backup service will be the VTL Backup Services 
with Replication to Secondary Site as set forth in section 9.2.3 above. Once both the 
Service Provider Data Centres are operational, the Province may continue to 
purchase VTL Backup to Encrypted Offsite Tape Service, as an economy service. 

9.2.4.2 How User Requests Services 

~~Ji!2.~jJ~ i~mL mm!f'f:fJ~£w.f.~~~~~7/~~~~:k2~7,~·~::5t~~:vJilf~ ~1~z!;: ;~;~::~s;::~_ ·:~~~: 0 1 

Minor service requests for VTL Backup to WTS Service Desk (i.e. Priority 6 
Encrypted Offsite Tape Services tickets) 
Formal requests for VTL Backup to Province's iStore system (managed 
Encrypted Offsite Tape Services storage requirements definition 

request) 
File backup restore request WTS Service Desk 

-37-
Page 953 
CTZ-2013-00110



9.2.4.3 Processes and Procedures 

Backup 
Administrator 

9.2.4.3.1.Administer backup environment 
Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.2.Schedule data backups and data restores 
Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.3.Monitor and maintain backup processing 
Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.4.Maintain backup infrastructure 
Step 1 
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9.2.5 

Step 2 
Step 3 etc. 

9.2.4.3.5.Performance management 
Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.6.Capacity management 

Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.7.Manage backup configuration policy 
Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.8.Add, modify or remove a server from the backup configuration 
Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.9. Test backup and restore processes 
Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.10. Provide software maintenance on backup software 
components 

Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.11. Manage offsite tape storage 

Step 1 
Step 2 
Step 3 etc. 

9.2.4.3.12. Provide tape librarian and handling services 
Step 1 
Step 2 
Step 3 etc. 

Extended Retention Period for Tape Services Replication Services 

9.2.5.1 Description 

For VTL Backup Services with Replication to a Secondary Site Extended Retention 
Services, the Province may request that the Data that is backed up be retained for a 
period of more than ninety (90) days. In which case, the Service Provider will 
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duplicate a copy of the Data from VTL and write the Data to tape. For Extended 
Retention Services, if the VTL is situated at the Interior Data Centre then the Backup 
Data will be copied to the secondary VTL situated at the Calgary Data Centre and 
then copied to tape (written to onsite tape robot) at the Calgary Data Centre. If the 
VTL is situated at the Calgary Data Centre then the Backup Data will be copied to the 
secondary VTL Situated at the Interior Data Centre and then copied to tape (written 
to onsite tape robot) at the Interior Data Centre. 

9.2.5.2 How User Requests Services 

Minor service requests for VTL Backup 
Services with Replication to a Secondary 
Site Extended Retention Services 
Formal requests for VTL Backup Services 
with Replication to a Secondary Site 
Extended Retention Services 

9.2.5.3 Processes and Procedures 

Backup 
Administrator 

WTS Service Desk (i.e. Priority 6 
tickets) 

Province's iStore system (managed 
storage requirements definition 
request) 

9.2.5.3.1.Administer backup environment 
Step 1 
Step 2 
Step 3 etc. 

9.2.5.3.2.Monitor and maintain backup processing 
Step 1 
Step 2 
Step 3 etc. 

9.2.5.3.3.Maintain backup infrastructure 
, Step 1 

Step 2 
Step 3 etc. 

9.2.5.3.4.Create a duplicate copy of data on tape at opposite data centre 
Step 1 
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Step 2 
Step 3 etc. 

9.2.5.3.S.Provide software maintenance on backup software components 
Step 1 
Step 2 
Step 3 etc. 

9.2.6 Configuration Information 
The following configuration information is available in Appendix L: 

• Run books describing the scheduling of the backups by CA Workload to the 
NetBackup server 

9.3 Installation, Configuration and Testing Services 

9.3.1 Description 
Installation, Configuration and Testing Services for the Province Managed Storage 
Facilities and Province Managed Backup Facilities is the planning for the any new Storage 
Hardware, Backup Hardware, Storage Software or Backup Software (due to hardware 
refresh or to support growth) in the Province Managed Storage Facilities or Province 
Manage Backup Facilities, and includes installation, configuration, integration and testing 
services for such new hardware and software. Using the test plan and with support from 
the Province, Service Provider will validate the connectivity and access to the provincial 
data centre and test the agreed to services, including the storage and Backup equipment. 

Installation, Configuration and Testing Services for the Service Provider Data Centres is 
the planning for the any new Storage Hardware, Backup Hardware, Storage Software or 
Backup Software (due to hardware refresh or to support growth) in the Service Provider 
Data Centres, and includes installation, configuration, integration and testing services for 
such new Storage Hardware, Backup Hardware, Storage Software or Backup Software. 

9.3.2 How User Requests Services 

Minor service requests for Installation, 
Configuration and Testing Services 
Formal requests for Installation, Configuration 
and Testing Services 
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9.3.3 Processes and Procedures 

Implementation 
Manager 

Storage 
Administrator 

9.3.3.1 Plan implementation 
Step 1 
Step 2 
Step 3 etc. 

9.3.3.2 Manage implementation 
Step 1 
Step 2 
Step 3 etc; 

9.3.3.3 Manage supplier relationships 
Step 1 
Step 2 
Step 3 etc. 

9.3.3.4 Install connectivity requirements 
Step 1 
Step 2 
Step 3 etc. 

9.3.3.5 Conduct final installation review 

Step 1 
Step 2 
Step 3 etc. 

9.3.3.6 Conduct production readiness testing 

Step 1 
Step 2 
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Step 3 etc. 

9.4 Common Service Delivery 

9.4.1 Description 
Service Delivery is the operational process required to maintain resource capacity, 
availability, continuity and committed service levels. Service Provider will provide the 
following recurring activities: patch management and Storage Hardware, Backup 
Hardware, Storage Software and Backup Software maintenance of Service Provider 
managed equipment; and the monitoring of such hardware and software or other 
recurring activities as agreed to in the Change Management process. 

9.4.2 How User Requests Services 

Minor service requests for non-automated 
support such as tape loads, mounts, creation, 
destruction, retrieval and shipping, returning 
tapes to the scratch pool, and any other that 
are within scope of the contracted service · 
Adhoc support requests 

9.4.3 Processes and Procedures 

Storage 
Administrator I 

Backup 
Administrator 

WTS Service Desk (i.e. Priority 6 
tickets) 

Emails from authorized users to group 
mailbox 

9.4.3.1.1.Monitor storage and backup environments 

Step 1 
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Step 2 
Step 3 etc. 

9.4.3.1.2.Perform basic diagnostics in response to electronic alerts 
Step 1 
Step 2 
Step 3 etc. 

9.4.3.1.3.Maintain storage and backup infrastructure 

Step 1" 
Step 2 · 
Step 3 etc. 

9.4.3.1.4. Provide tape management services 
Step 1 
Step 2 
Step 3 etc. 

9.4.3.1.5.Manage hardware disposal 
Step 1 
Step 2 
Step 3 etc. 

9.4.3.1.6. Provide reporting 
Step 1 
Step 2 
Step 3 etc. 

9.4.3.1.7.Liaise with Province's facilities management group 
Step 1 
Step 2 
Step 3 etc. 

9.5 Storage Connectivity Services 

9.5.1 Description 
Storage Connectivity Services is the management of the conneCtivity equipment (such as 
switches, fibre cables) that connect Storage Arrays and Tape Libraries to Servers in such a 
way that the Storage LUN's and Tape Drives appear as though they are locally attached to 
the Server. 

9.5.2 How User Requests Services 

Minor service requests for Storage Connectivity 
Services 
Formal requests for Storage Connectivity 
Services 
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Adhoc requests Emails from authorized users to group 
mailbox 

9.5.3 Processes and Procedures 

Storage 
Administrator 

9.5.4 

9.5.3.1.1.Perform and install storage connectivity 
Step 1 
Step 2 
Step 3 etc. 

9.5.3.1.2.Monitor and manage the managed SAN networks 
Step 1 
Step 2 
Step 3 etc. 

Configuration Information 
A connectivity diagram showing the connections between Storage Arrays, Tape Libraries 
and Servers may be found in Appendix J. 
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10.NETWORK MANAGEMENT 

10.1 Description 

10.2 How User Requests Services 

10.3 Processes and Procedures 

10.4 Monitoring 

10.5 Tools and Templates 

10.6 Configuration Information 

11.SHARED SERVICES 

11.1 Description 

11.2 Shared File/Print 

11.2.1 Server Deployment 

11.2.1.1 Description 

11.2.1.2 How User Requests Services 

11.2.1.3 Processes and Procedures 

11.2.2 Operating System (0/S) Management 

11.2.2.1 Description 

11.2.2.2 How User Requests Services 

11.2.2.3 Processes and Procedures 

11.2.3 Image Fault Monitoring 

11.2.3.1 Description 

11.2.3.2 

11.2.3.3 

How User Requests Services 

Processes and Procedures 

11.2.4 Image Fault Management 

11.2.4.1 Description 

11.2.4.2 How User Requests Services 

11.2.4.3 Processes and Procedures 

11.2.5 Print Services 
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11.2.5.1 

11.2.5.2 

11.2.5.3 

Description 

How User Requests Services 

Processes and Procedures 

11.2.6 Facilities Management 

11.2.6.1 

11.2.6.2 

11.2.6.3 

Description 

How User Requests Services 

Processes and Procedures 

11.2.7 Remote Server Support (Uplift) 

11.2.7.1 Description 

11.2.7.2 

11.2.7.3 

How User Requests Services 

Processes and Procedures 

11.2.8 Image Performance Management (Uplift) 

11.2.8.1 Description 

11.2.8.2 

11.2.8.3 

How.User Requests Services 

Processes and Procedures 

11.2.9 Cluster Management (Uplift) 

11.2.9.1 Description 

11.2.9.2 

11.2.9:.3 

How User Requests Services 

Processes and Procedures 

11.2.10 Server Based Disaster Recovery (Uplift) 

11.2.10.1 Description 

11.2.10.2 

11.2.10.3 

How User Requests Services 

Processes and Procedures 

11.2.11 Configuration Information 

1.1..3 Shared Web 

11.3.1 

11.3.2 

Description 

Web Hosting 
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11.3.2.1 

11.3.2.2 

11.3.2.3 

Description 

How User Requests Services 

Processes and Procedures 

11.3.3 Web Site Monitoring 

Description 11.3.3.1 

11.3.3.2 

11.3.3.3 

How User Requests Services 

Processes and Procedures 

11.3.4 Web Site Reporting 

11.3.4.1 Description 

11.3.4.2 

11.3.4.3 

How User Requests Services 

Processes and Procedures 

11.3.5 Local Load Balancing 

11.3.5.1 Description 

11.3.5.2 

11.3.5.3 

How User Requests Services 

Processes and Procedures 

11.3.6 SSL Certificates· 

Description 11.3.6.1 

11.3.6.2 How User Requests Services 

11.3.6.3 Processes and Procedures 

11.3. 7 Configuration Information 

11.4 Shared Database 

11.4.1 

11.4.2 

Description 

Database Monitoring 

Description 11.4.2.1 

11.4.2.2 How User Requests Services 

11.4.2.3 Processes and Procedures 

11.4.3 Database Management 
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Description 11.4.3.1 

11.4.3.2 

11.4.3.3 

How User Requests Services 

Processes and Procedures 

11.4.4 Database Performance Management 

11.4.4.1 

11.4.4.2 

11.4.4.3 

Description 

How User Requests Services 

Processes and Procedures 

11.4.5 Configuration Information 

12.DATA CENTRE CO-LOCATION SERVICES 

12.1 Description 

12.2 Transition Services 

12.2.1 

12.2.2 

12.2.3 

Description 

How User Requests Services 

Processes and Procedures 

12.3 Facilities Management 

12.3.1 

12.3.2 

12.3.3 

Description 

How User Requests Services 

Processes and Procedures 

12.4 Data Backup and Restore (if required) 

12.4.1 Description 

12.4.2 How User Requests Services 

12.4.3 Processes and Procedures 

12.5 Network Management 

Description 12.5.1 

12.5.2 How User Requests Services 

12.5.3 Processes and Procedures 

12.6 Monitoring and Reporting 
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Description 12.6.1 

12.6.2 

12.6.3 

How User Requests Services 

Processes and Procedures 

12.7 Security Management 

Description 12.7.1 

12.7.2 How User Requests Services 

12.7.3 Processes and Procedures 

12.8 Requesting Changes in Services 

Description 12.8.1 

12.8.2 

12.8.3 

How User Requests Services 

Processes and Procedures 

12.9 Billing Procedures 

12.9.1 Description 

12.9.2 

12.9.3 

How User Requests Services 

Processes and Procedures 

12.10 Shipping Procedures 

12.11 Equipment Removal 

12.12 Onsite Access 

12.13 Audits 

12.14 Configuration Information 

12.15 Communications 

13.DISASTER RECOVERY 

13.1 Description 

13.2 Scope 

13.3 How User Requests Services 

13.4 Processes and Procedures 

13.5 Tools and Templates 
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13.6 Configuration Information 

13.7 Contacts 

14.SECURITY 

14.1 Description 

14.2 Data Security 

14.2.1 Description 

14.2.2 Scope 

14.2.3 Account Standards 

Accounts 14.2.3.1 

14.2.3.2 

14.2.3.3 

Password for User Accounts 

Generic Accounts 

14.2.3.4 Shared Accounts 

14.2.3.5 Privileged Accounts 

14.2.4 Audit Support 

14.2.5 Access Monitoring 

14.2.6 Policy Compliance Management Services 

14.2.7 

14.2.8 

14.2.9 

14.2.10 

How User Requests Services 

Processes and Procedures 

Tools and Templates 

Authorized Contacts 

14.3 EndPoint Security (Anti-Virus, Spyware, & Personal Firewall) 

14.3.1 Description 

14.3.2 

14.3.3 

How User Requests Services 

Processes and Procedures 

14.4 Security Incident Response 

14.4.1 

14.4.2 

Description 

How User Requests Services 
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14.4.3 Processes and Procedures 

14.5 Vulnerability Management Testing 

14.5.1 Description 

14.5.2 

14.5.3 

How User Requests Services 

Processes and Procedures 

14.6 Physical Security 

14.6.1 Description 

14.6.2 

14.6.3 

How User Requests Services 

Processes and Procedures 

14.7 Regulatory Compliance 

14.7.1 Description 

14.7.2 

14.7.3 

14.7.4 

14.7.5 

Process Deliverables 

Processes and Procedures 

Tools and Templates 

Communications 

15.AUDIT 

15.1 Description 

15.2 Conditions 

15.3 Processes and Procedures 

15.4 Tools 

15.5 Communications 

15.6 Pre-Audit Planning Procedures 

15.6.1 Audit Procedures 

15.6.2 

15.6.3 

Ad Hoc Audit Procedures 

Post Audit Procedures 

15.7 Authorized Contacts 

16.QUALITY MANAGEMENT 
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16.1 Description 

16.2 Process Deliverables 

16.3 Processes and Procedures 

16.4 Tools 

16.5 Communications 

APPENDIX A- GLOSSARY OF TERMS AND DEFINITIONS 

. APPENDIX B- FORMS 

APPENDIX C- RELATIONSHIPS AND AUTHORIZED CONTACTS 

APPENDIX D- SUPPORTED SITES 

APPENDIX E - NETWORK CONFIGURATION AND DIAGRAMS 

APPENDIX F- MAINFRAME CONFIGURATION 

APPENDIX G - SERVER CONFIGURATIONS 

APPENDIX H - SUPPORTED SERVERS 

APPENDIX I - STANDARD SOFTWARE 

APPENDIX J- STORAGE CONFIGURATIONS 

SAN Port Connection Spreadsheet and Storage Allocation Spreadsheet 

SAMPLE SAN 
PORT CONNECTIC 

Zone Configuration Report 

a 
SAN 

_FABRIC_ZONE C< 

Storage Array Configuration Report • fYA 
CONFIGURATION 

Connectivity Diagram 

N/A 

APPENDIX K- TAPE HANDLING PROCESS 

APPENDIX L- SAMPLE BACKUP RUNBOOK 
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BUR Derro 
Run book. doc 

APPENDIX M - ESCALATION TIME LINES 

APPENDIX N- SCHEDULED MAINTENANCE CHANGE WINDOWS 

APPENDIX 0 - JOB SCHEDULING PROCEDURES 

APPENDIX P - MEETING SCHEDULES 

APPENDIX Q - CHANGE REQUEST FORMS 

APPENDIX R- SECURITY FORMS 

APPENDIX S - VOLUMETRICS 

APPENDIX T- PROVINCE ORGANIZATION CHART 
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Schedule 9-Transformation 

Appendix D - Province Freeze Periods 

This table represents the periods during which the Province has designated restrictions on 
changes to their Applications, as identified, during the first three years of the term of the 
Agreement. It is the intent of the Parties that these constraints are considered during the initial 
refinement of the Transformation Plan and that any conflicts are resolved by the Parties before 
the plan is approved. 

This constraint will also be considered during the initial refinement of the Transformation 
Plan and conflicts will be resolved by the Parties before the plan is approved including the 
scheduling ofthe Mainframe Service Migration fo

Hosting Freeze 
Client Conditions Platform Freeze Timeframes 

UNIX 

Windows 

UNIX 

Windows 

UNIX (co-lo 
hosting) 

MVS 

Windows 

MVS 

Open VMS 

Windows 

50652395.10 - 139-
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Hosting Freeze 
Client Conditions Platform Freeze Timcframcs 

Open VMS 

Windows 
UNIX 

Windows 
UNIX 
MVS 

Open VMS 

Windows 
UNIX 

UNIX 
Windows 

Windows 
VMWare 

Windows 
UNIX 

MVS 

MVS 

Windows 
UNIX 

Windows 
UNIX 

50652395.10 -140-
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Hosting Freeze 
Client Conditions Platform Freeze Timcframes 

MVS 

Windows 
UNIX 
MVS 

MVS 

MVS 

UNIX 
Windows 

Windows 
UNIX 
MVS 

VMWare 

MVS 

Windows 
MVS 

UNIX 

50652395.10 - 141-
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Hosting Fn:eze 
Client Conditions Platform Freeze Timeframes 

UNIX 

Windows 
MVS 

UNIX 
MVS 

Windows 

Windows 
UNIX 

Windows 
UNIX 

50652395.10 - 142-
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50652395.10 

Schedule 9-Transformation 

Appendix E- Milestone (see table above) Deliverable Certification 

See attached. 
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SCHEDULE 10 

TRANSFORMATION PLAN 

See attached. 
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V0.8.4_STMS Schedule 10 -Transformation Plan 

ID Start Duration Finish Predecessors Constraint Date I Task Name 

r-~-1--- NA: V0.8.4 STMS Schedule 1o=--""'T""r-an-s-=f:-o-rm-a-=t7lo-n-=P"'I,..an------------- _______ -...J __ -:F'"ri'"'o'"'s'"'s""e-p-=•c=o=-8+--,1-,46"'o'""d""'a-y-s""?+---,M=-o-n"""'3'"'1'"'M"'a-r"""''714"+----
Resource 
Names 

... . NA ' .. i<eji DailiS ··········i 
Contract Sign Man 30 Mar '09 . 

................................................................... L................ l 
. ......... i 

; ······· ············· · Haiid:Ovar Daie ······ ... ~ ....... 
Man 30 Mar '09 ' 

·· sr'officeFaCifiiYreaayi'oisiaff· Man 01 Jun '09 i .......... 44 

SP Service Management Tool and Process Go live Sun 27 Sap '09 . 0 days i 
0 days: 
0 days • 

240; 
.......... .......... ............... siT ......................... ! STMS Calgary Data Centre Availability Date.(ta·r· S.P.sei::Upj . . ..... . ....... ............. ............... .......... ............ .. ...... su·n .. Cif"i\iov ;ag·:·· 

si'MscaiiiaiYDaia ceniiaR"eaii\ilori>ioduciioiiOileraiions 
Niainfiamese<Vicas Niiiiraiioiibaie 
stMs inieiioi oaia caiiireAvaiiai:lifi!YDaie (larsi>seiuilf 

· ··•····· ··········· siino2Jaii •ff, 
........... i=ii iifAiir •if 

--~·-· 0 days i 
~--. 0 days; 

• "163;471; 00 0 0 mOl 

285' .. J 
81: 

...... ] 
! 

~-··· .. 186,487' sfMs iriiiiifoi Daia ceniraRead)ilorProduciiiin 6ileriiifiiiis ··· ··· ·tu831iViay 'ff ········ ···· odaY:s i ········ Ti:.ii3fNiav ·11 

............................................ :~~~ .. · ...... · .. · ........... · .. ::s::e::iV~iEs";c"=""t""a"~pb";r,o~l .. s;,;""hid~ .. pe~ .. rr .. =·oeg=iira=s=imn=em·=;;e·=s~oo~·fflii~ec .. ='e"=ii='o=n=s=lm::"""""=ii='e=m=e=n=ia::i::io::n!............ ..................................... ... ...... . ............................ .. • MMoa· nn 33 .. 00. MM"""""aarr .... ';0099 :, 11···33: 88 dd. aayyss ' .. ' Thu o10ci ;ii9 . . ' I, 
ihiJ .. o10ci;os i 

iiiA 
iiiAi 

......................... riiA' 

rniilieirieiiiai service i>roviiier Goiiarnaiice firacesses iiesciibed iii A9iaeiri9iit 
inipieirieniprojeCt issues, risk managemeniiaoi&process ... 
EsiablishTianstormaiiori ProjeCistaius reporting 
implemenisLA R"eiliiiiin9 lorcNio 

Men 30 Mar '09 ; 
Man 30 Mar '09 ; 
Man 30 Mar '09 

············;;;;c;n3oWiai ;os ' 

2s days.··· 
2s da\is' · 
2s days, 

fhu3i.iAiii'a9 ·· s: . SPl 
·s• sPi 
s:· ···si>l 

·········· 5, ··········sF>! 

NA' · ·· esiailiisili="MOsiAR"&ilariill9···· ······ ····························· ·· Mon3oNiar;o9' · 

· thu36Aiii ;a9 · · · 
.. Thu36Ar)i'a9· 

25 days ; . .... filu 36 Apr ;69 . 
138 days .. '·· · · Tiili"o1 oci ;iiii 

....... s ... P ... ·.,i ·········· ;;;;c;;:; ao Wiai •os : ············ 46 Ciays i'ri 29 May ;as · · ··· · 5 
........... L... Ma·n·ofji:iii;osi 46 days! ...... "ihiJ"3(ijiJjii)g; .. ..... . ............ 2()T ....... .....sfi·! 

. i 
; ·········· i=ii":Hjlir;a9:· 46days;··· Thu01 oct'09• ·······21 '·· ~Pi 

····· ···· · · ········· · .... ······· ·· i.iiJii iioi.iar'iiii· ·········· TiliJo10ct;oiiT · 

NA! ·oaiermirie.souiceiifsLA·reiloiiin9Ciat..·lc;;··f'rJio 
············ NAT · ············ ·· ············ oaveioiliiiocessia·coilecisi:Aiiiaiiics ·· 

... t.. 
imillemeiii so>: R"eiliiiiiii!icaiiabil~ytor i=t.iio ···· 

· ················esiailiisil.slisiness··oiiic:e····· I 
··········································· 4'. sF>! 

..................................... f 02 Apr '09 i .................................................. s·: SP ! 
li30Apr;o9l"""""""" ............. - . om ·g:. ... SP I 

:· · ·· ······ ·2s;1il" sfil,! 
Mon 30 Mar '09 i 138 days Thu 01 Oct '09 i 

riiF D9i9iiiiiiiasauiceofiliiiiii9daia rJioii3ciWiar·osT · 3silays. tlieisN!ay;asi 5 ............... sF>j 
NA: tieveioiiiirocessiocoiiecii>iriinii Ciaia . W8Ci2oMay ·as. 54 days: Thu 3o Jul ·o91 29 sP! 

.... ... .. NA··········································· impie.menisiead;isiaieFM6i:lfiliii9cailatiiiiiY. ···························································································· '· Fri31JiJPo9i 46days!. ihuilf6ci;osl 3o:··························si>l 

NA' lmPi·em·ent··cMnent Care Processes ................................................. ············· ............... ...... M •••• ············ ················· · Mon3oiiiar;or 2s days'·· tiliJ3iiAiii'iis!· .... ........... ······ '········ ··· ········· ' 
··········· sPI ························tiiAj liiipieiiianfiiiiiiafiiiiarnaisa<Vfce firoiiider cciiriiiiuiiicationPiaii ··· 

·· ··· ··········· ················ ·· · ··NA··; ········· ·············· ··············p·;:epare·antnmpie·mennnitrarse·rvice··p·roMv·icrer ·ta···prov·ince··co·m·municaTion··Fiifin · ·········· ·· ·· ········ ·· ·~······ 
·············· ······· ··· ··· ·· riiA • ······ · ·· · ··· · · · fireiiaieaiiCi iiiiiliemeiiilriiiiafseiVice F>rovi!:iei io Province coiTimunicaiion fiiari ·· ·· 

· ·····················N"A:·:······ ·· ················keiiliiiitraliiiformaiion.fiiali· 
······································rii"A ·············· ··························oeveioiiiniHai.R"eiinemeiitiittraristormaHoiifiian···· · 

iiiA 
. N'A; .. 

......... rili\: 

· Desi9n siCiiYtioard session to Revie;,\ifiriiilosed R"efineiiieriis a tiansloimaiioii Pian 
·· · ··· Aiii>riive iiiiiiai RefiiieiiieniOi fiaiisformaiioii Pian · 

Approveiiiiiiai Reiiiiirieniciii'iansloiinaiion rlan 

· ········;;;;c;r;3oWiar ·os: -~·-·· 25 days i 
Mo·n .. 3CYMar .. i6e·t ................. 25 ·aays· t· 

··Man osJLin ·Ofl' 
····1o days: 

10 days; 
···· · · · · riiA office l'aciiiliesfransiarmalion ···························· . .. ........................... ... ......... ...... ...... .. ... Mon3oNiar ;oii ... 7oCiaysT 

····· riiA order tOE Equiiiiiieiiifiii siaif ········· Fiib3Aiir ·o9T ·········· 5 days' 

Thu 30 Apr '09 

f:ri19Jun'ii9 :· 
Fri 19 Jun '09 i 

-~···· 

Tue 30 Jun '09 i 
fhlici9Ailr ;59j 

........... 5 

·············· 33ss•·· i>iovl 
........................ 3388' 

5' 

37" 
..... :is' 

39SS i 

25' 

............................. i 

.. SP 

SP 
F>rov 

·---... ---... --.. -· -·---·--·--------·--.. -------···--··--···--·--·--000--·---M---·---'--OOO----·--oo--oo--·---·.:-..-.---··•-ooo--O•OM..__ ___ OOO--OOO--OOO-• -·--·-·---···-' 
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V0.8.4_STMS Schedule 10-Transformation Plan 

JD Constraint Date I Task Name 

NA ! Order MOS Equipment for Office Facility 
NA Preparation of Office Facilities (at VITP) 

i'ua·a2Ji:iii;a9' ·· si'"Eixii"rroiiiwrs .. oiiice.i'aCii~ies(iiioiieriCirii-siiymauriCi\iii'ill 

Start 

Fri 03 Apr '09 · 
Mon 30 Mar '09 : 

····· i'ueo2Jliil;o9·: 

Duration Finish 

5days! Thu 09 Apr '09 ! 
47 days ! Mon 01 Jun '09 ; 

····2s·aa;,;;;·! ················tliiiaiiJuil···as·!···· 
·· ················ ·······················NA···· ···········oaiii.ceiiirefi.aciiiilesi'rail·sf"ormaiion······ ··········· ····· · · · · · ··· ·· ·- ·········· ····· ····· · · ···· • ··· ·· · F'iio!fsep ·os . 721.1:1ays? i tiJe 31 Mav'11-j 

i\iA:i ········ si'Ms caii:iaiY oaia centre eliiiii oiit 
t:JA • ··· coiisirliciii:iii Progress Rei>ciriiiig ······ 

Mon 15 Jun '09 [ Major Equipment Installation Nearing Completion (date to be confirmed) 
Sat 15 Aug '09: ············ siaii coiiimissioiiiilgMa)or eiiuiilriieiiiiCiaie io tiecoiiiirmect). ·· 
Tue 15 sep ·o9 ································· cCiiiiriiissiailin9si:ibsiaiiiiiiiivcoiiiilie(Ciaieioiieconiiriiie<if. 
Thu 15 Oct '09: 

NA' 

iiiA 
iiiA! 

i'rojecicomiliete: ieaiiY:rar cusioriier io move iii (date io be coniiiiiiedf 
oesf9n si' Managed siiiiiices cage 
keviseCiJiiiiiafliAcaiiadl)rreseiVaiio·n········ 

· · · ······ i'inaicai9iiiYCii9EiCiiisi9n <:<>riiiiieiectanCi acceiiteCi ti;; si' ·· 
Builds lntlial Cage, Wiring Trays & Jnsta s acks 

·· si'Ms caigar)ID>Iiacel"lireAiiailabii~Daiiiiiorsi' ·sei~upf ·· ··· 
···· coiiducisecliiiiY tfireaianl:l RiskAssessriieilt · · 

stMs cai9aiY Data cEiriiiEi keady far i'r6dudf6ii operations 
srr.1s caJ\iaiY ·oat a Centre Requiremenis veriiicaiiCiri 

············· smsiil!eiioroaiaceiliresliiiiiolii 
cCiniilietioii Cit Purchase (Miiesione Ciescriiltiiiilia · lle CC:riiiiriieCif 
constri:iciion Progress Reilaiiing iia be caiiiiriiiedf 

ciiiiceiliuafoesiiiii comiilete (date iii be coiiiiimed) 
··········· Eaiihwori<s(Ciaieiailecoiiiiiiiiiieif 

Tue os May ·o9T · · · 218 C:lays ! ·· ······ fiii 26 F'eii '1o ' 
Mon 1s Jun •os: 91 days;········· iiiu15oi:i'og j·· 
Mon 15 Jun '09 · 0 days [ 

: · · saiislliJ9'os · 
Mon 15 Jun '09 j 

·· ······•········ tliaisseii'6si· 
..... ... tfiu 1s6ct •69· 
·········· tuao5 May ;as'· 
····· ····· tlie 36 JiJn '69 · 

Mon 05 Oct '09 . 
Sun 01 Nov '09 ; 
Sun 01 Nov '09 ' 

. .; .. 
Thu 31 Dec '09. 

· ······Moii22F'Eii> ·io' 
········ ·i'ri osslij)'oii' 

w6Ci15/\pi ·69 .. 
·· Moii1sJi:iii'asr· 

···········Moii1sJ.:.n·6s' 

0 days! Sat 15 Aug '09! 
o days' tiJeiS"seil;asl · 

;.... .. .. ; . 
0 days! Thu 15 Oct '09; 

20days; 

2o ciays: 
····· ociaysj·· 

5 days! 
. .;. ..... 

721 days?· 
· ·· ol:lays 
421 days?; 

· Odays' 

Wed 15 Apr '09; 

"MailisJliii;as: · ·· a Ciays: 
· sai15Ali9;o9! ······· ············· sliiidingiieiiiiiisissuel:l(l:laieiailecoiiiiiiiiaar·· ·············· -H·m+ sat15Aug'o9 ······· ·aeiiiys! siiii5i\li9'69[· 
···········n;u·1soi:i'as·· ······· ·· ············· ········m· siiiJCiliraisieeiwori<.(Ciaieia .. beconiiriiiedi. 

"fi:ie is··oec 'as • · ···· · · ············ siiiJCiliiai F'raiiiiniicoiiii>ieie(diiieia bEi"c!iiiiirmiieij · 

siii15 Jan •i f 

sliiidii19 sheii and R:CiofciiiiiiliEiia{daie to be coniiiiiieeif 
Major equipment on Site (date to be confirmed) 
Majoi equipmeni filaceci (daie io 6e Ci:iriiiimeCii ·· 
Major equipment iristaliatian nearing eompletiari ( daie to tie confirmed) 

·· stait commissioning Major eCiliii>meni(Ciaieiotie coiiiirmeCij ·· ··· 
· · · · ·············· ciiiiiriiissianin9 subsiaiitrail¥ coiiii>iefi:tate ia be CCiiiiiriiieCif · 

Project complete, ready lor cusiomedo move in(dateto tie confirmed) 

. . ·························Y .................... ThU''1'5'0Ci''iQ9T··· ········a··aays··: .................... 'ThU''1'5"6CfiQ9··; 
.................................... : ............. .... Tue···f!foe·c··;ag·i·..... . ... ..... lfdays .. J···················:rue·"1'S"'b·ec··;o~f+ .. . 

······ "Moi11sF'eh;1a··· · ·adaysj Moii11fi=eb'io! 
Thu 15 Apr '10 

··rue 1sJun ·io ·· 
··MaiiisAu9'1a' 

......... Fri156ct•1ii" 
··········tJiaii isiiiali'16 

58115 Jan '11 

1 day?' 
~ .. 

1 day?' 
1 day?! 
0 days [ 

....... ~ .... 
0 days; 
0 days; 

Thu 15 Apr '10! 
Tue 15 Jun '10' 

Mon 16 Aug '10! 
Fri 15 Oct '10; 

Mon 15 Nov '10' 
Sat15Jan'11; 

Predecessors Resource ! 
Names I 

25! SP! 
4; sPI 

·· ······ 44' · ··· siil 
. . ............ ~ 

..... : ................. i 

SPi 
.......... .............. . si>! 

······················· i 
SPJ 

.. ~~~ 

. p~:VI 
·············· si'J 
.... S.pl 

SP 1 
. gpj 

············ 1sa:4tf' ······.:.·.. ::J 
I 

·······! 

SPI 
oooooooooo •••••••••••••••••• m s.<\ 

SP• 
; I .............. ········ sPi 

·············! SP, 
siil 

: S.~/ 
SPI 
SP! 

i SP, 

········••• ~~I SPi 
···········sill 

J 

· · ri:ie30Juii'i:i9······ ······ReiiisediniiiaivllcailaCiilireseiiiation · ····· ·················· Tue3aj;;r;;os·· oaa;;s: ········ · Tue3oJlin'as: · ········ i'iaiil 
i\iA • oesigri si>Maiiai:iedseiiiicescage Fri o1 oct ·1o: 2odays: iiili2a Oci'iot 7sss-8sCiaY:s si'l 

.............. i\iA m - 6esi9nco~ioCiiiiOiica9esi'oiili's .... ···················. Friossei);oa 26days i thu"626ci'oii! ·······•···················· si'·J 

. NA .. ··:;~~c~f~:7~~~:~;,~~~~~::~~;s:~~~::~~~Cibysi' .......... • . ~~;::~:::~~; ~~::t:• ······ Fri01Aili;11 i 
81 ss:Ss~a1a;;-: ········· ::I 

FritifAiii'f1 . st"Ms lnterioitlatacentieAvaiiaiiilityi5aie(ior5P set~iii .. ... Fri01 Apr '11' b days ······· f:ri01 Apr'11 .. SP j 
NA • cCiriCilicisecuriiY'fhreaial"lct kisi<Assessiiieiii F'iioiAii< ·11 • 20 days: i'fiiJ2allilr ;i 1! s1 : ·········· siil 

························Nil; ··············· si'MsiilteriOrDataceniieReactyiari'roctuciiCiiiOileiiiiioiiS··· ·············· i'ue3iMai/'if,· ············ 6Cia;,;s: ·· rlie31May;11' ias::<~si ·· sill 

__ Mon 22 ~-~n ·o9~-----~i'Ms lnieiiaioaiaceiliie R~Ciuiie~eiiisVei~catioil ________________ ___j___ Mo~22 Ji:in ·o~L_ ___ 5_days.L_ __ ___2rl2sJ_iin ;a~\ -------·--·----~j 
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VO.B.4_STMS Schedule 10-Transformation Plan 

ID 

85 

Constraint Date I Task Name 

NA: Netw:::o:;rk"!"LA=N'"tw=A'N"l"'T;::ra=n=s:.:fo=r=m=a~ti=o=n-------------· 

NA , Install Management Network Project 

Finish _j_ Predecessors 1 Resource ! 
----·--+- NameL..~ 

Tue 10 May '11 ! ' i 
Mon 13Jui'09; • I 

Start Duration 
·-~i'--..=-:;p;;:::-::;;;;;;-'--=-:--+ Men 15 Dec '08 635 days 

Mon 15 Dec '08' 155 days! ................................... NA .. , .... Early circuit order to relieve Mld:Rangecrilicaipaiil - ...... . .... ";.:i()i1"15 Dec '08: . 'iilliays' 'iue31'Mar'ii9 1 . • I 
··· ··· si:iiliTiiHcARioreai'ii/dicliiioider ························································································ ' Men 15 oec·oa; fda;; I... iliian15oec'as! ····· ' · · sfii 

......................... r.:iA: 

.. i\iAT 

NA! 

· ········· ···· ············ ·· firei>are olisi!iii fiioi>osilisiJiilmaiY Tue 16 Dec ·o8 ' ·· ···· ··· 11 days : ·········· iile 3obec ;os '··· ·········· ·J 

siiei=irewaiis· rue1soec'o8: :ldays'···· thu18Dec'a8: as' ···si>l 
SON Connectivity Fri 19 Dec '08 : 4 days ! Wed 24 Dec '08 i 90 : SP ! 

thli2soec'os' 3aa;;sr iliion29Dec'Osr ······· · sr; sfii .. ............. ... .. . .......... NAY' . . .. . . .... .. ... . .................... wAr.:i connectivitY . 

NA • ········· si9n:OffCiiDfis ··· 
Men 05 Jan '09 ! 

NA: 
NA. 

Early Circuiiorilei · 
······ · · · Eaiiy hardware order 

Requesfia 'Piaviiice tiir tfiird iiiiitY 9aieway firewaupiei>aiiiiians · 
insiaii anti coniiiiure ihiici i>aiiy 9aiewa;;iiiewaii ·· 

···················iliA·: ················································ sliili>oiiii'isiaiiaiionanllconii9uriiiiCinofiiliia··i>aii;,t·r,r;;w:iiif9aiewa;,;····· 
. iliA earlY drcuiiieiminaiions compleieCi i:ly carrier .. 

NA 
NA 

... NA 
........................ NA 

NA' 
...................... iliA' 

NA; 
iliA' 

· · · · tesi coniiectillii)r 
Tesi con'iiectiv;iy . 
Early Circuilior initial conneci oimanagement rieiwoik'ieadi/ to use 

···aalance.cii.l.'iana!iemeni:.r.:ieiwork'ins!aiiioa<:iiieve tiJii&aiiaci!V···· 
i>repare o.>5i9i1 i'ioiiosai siliiimiiiY 

··········· isiiei=iiewaiis · 
sON' cciiirieC:iiiiiiY · 
WAN canneciiviiY ··· 

l'iA' ... . ...... ........... .. Sign:Oiioitii>s 
• ·w ••• wiliA; ········· · ············ ··············· OrCierCiicuiis · 

········· ...... tli93aoec'oa! ···············raay~ ····· tlie30Dec'aa1 · 92, ········ sf' I 
.... iliioii o5Jan ·as ,·· 

·········Mono5Jan •as ,. 
· ·· Miin as Jan ·69 , 

1 day! 
fda;,;r 

. Men os j.in ·59 
··· ·· Mono5Jan 'as · 

Tue os Jan ·os' · "si:idaysJ· · i'iii3 Mar '09 
Fri 13 Mar '09: Fri.13'i\iiar'o9 

··iliion36iV1ai'iig;··· fue3fi\iiar'o9 
·· iliion 36 Mai 'd9- Tue 31 i\iiar '69 

fue31Mar •as' Tue 31 Mar '09: 
· ;.;c;r;3oiiiar;os· Men 13 Jul '09 

Mon 13 Apr '09: 

...•.•......•. · s~l 
. ........ 96: . 

SP) 

··········p .... rSoPv·····\
1 

SP 
sP

1 

Piovi 
sP! 
. ...... ! 

SPl ......... ! 
' I 

i\iion30Mar ·as 3 days : ···· ··· ·· ·· ············ 5ss : · · sfi I 
iiiu o2 Apr •69 ' 4 days ~ 155 . SP I 
weCioiiAili'o9 ·· 3Cia;;5! i'ri1o 1os' ~~J 
Men 13 Apr '09 1Ciaiif Mon13Aj)r'b9( 1oi' SP! 
Tue 14Apr'09: 45Ciays, Fii12Jlii'i'o9f ... 'ioa: ············· sfil 

.. . ... ........ . ............ .. iiiA : ························ . Requesf'io'firovinceloiiiiiidpaii;; gatewayiirewaiiiii·e····P····a····i·ai':io···;:;···.···················· : ..•...••.••••.•••.•••••.•••.•••..•••. r····················~·~'~ ~·~·~~~'.;' 
............................... iiiA: ············· oiCieriiaiCiW:aia· 

2 days! 
23 days Install & configure 

Firewaiis 
· soili (seiiiice tieiiveiY ilieiwciii<f 

· ··· ·············· ·· ·· ······· wAili :raiiieiscarrier. 
···············lnsiaii&conii9lii6·cc;n;ilieie···· 
Design third partY gateway tosupportconnedion ofmanai;iemeni network···· 

·······Moii1sjiJTi'asT 
· ···· Man 2ZJliri ·as 

· ····Tdays, 
7 days! 

Mon 13 Jul '09 i 
··········· slinz1 Jun 'a9t 

Tue 30 Jun '09 ! 
········· ' ... WeCib'fjiJi•os' 8Ciay5·:·· Fri10Jul'o9r· 

Man i3Jlii'as: 1 day' M'on13Jlii'o9; 
······· ··· fiiu 16 Apr ·as , 23Ciays F'ri1s May 'osl 

Men 18 May ·09'... 2 days i ·· 'flie"19 May'a9·(· 
· · · · ······ ·· ···· ···· si9ii:Oiioneri9ineerin9 Ciesi9ii ti:Y'Pro\iini::e. ····· ......................... ,...... Man 1a May ·oe1 ············z·ciBYS :· ................ Tue···ftfMay·;'Qg·~···· 

•••• m ·- w6Ci"26i\iiay '69 ; . . 14 days! Mon'58Jun''as+ ·· · ············ ·············· iiiA: ························· fiiacliiEii'iard'waie anCisoiiWBia· 
.. ........... .. ............ -iliA Procure hardware aiitisoi\Waie 

jij}l,' 

NA 
r.:iA': 

. NA 
.. .J .. 

NA' 

· ·· ·· insiaifariei ciiriii9ure 3ra part;,; 9atewali iiie\vaiis 
· suliiiaii 3ra partY gateway firewaifinsiails ·· ·· 
Test Ciinneciiliiiy ···· 

·· · · ·· ···· st:iiiiloii sfi wii'fi coniieciivi\Y iesi 
iliiaiiaiieiiieniilieiwoil< ciliiiP'iete ·· 

.; .... 
Tue 09 Jun '09 ; 

· ttie'osJun'o9·; 
w;;a24Ji:iii·os' 

········ iliiaii13Jul'os' 

13 days' 
'13days. 

5 days: 

·-iliian·aaJLiii'as' 
· ·· tue23 Jun '69 ·'····· 
· · tuei 23 Juri' '59 i 

.t. 
Tue 30 Jun '09 ! 

T~~.30J~n '?~J 
Men 13 Jul '09! 

sfii 
.! 

109,110; 
113! SP i 

....... H4' ·~~.! 

115' SP i 
............................... ! 

111 i Prov! 
···········11T s~>l 

.. .............. 1.1'~r; ··········· ........... p·rov .. \ 

'''''1'19:1'18'' ·························~~~ ........................... 12ilsifi Prov ! 
·· ······· 121;120f ··· · ~~v j 

122ss' sP 1 

122,109,110! . ~~~ 
124SS ! Prov ! 

.................... j 
125,116' SPj ___ , __ , __ .. ; ____________________________ ,, __ , __ , _______________ ,, _____ , ___ , ___ , _, __ , ____ ,,_, ___ , __ . _____ ,_, ____ .;.._ ____ , ___________ __,__ ______ ..; 
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V0.8.4_STMS Schedule 10-Transformation Plan 

ID Constraint Date J Task Name 

127 · ---·~ Design & Engineer STMS Data Centre Networks (LAN & WAN) 
128- Man 20 Apr '09 ; Submn ICAR 
·-129"' ·················· lilA'······················· AsseiTit>ieEiliiiiieeri'eaiTi 
--T3a····· ··· ························ lilA'···················· ReviewanCicaiiiiiiiiAi9hLeveroesi9ii 

NA. 
NA. 
NA 

... !iii\'. 
... ............... jijj\T 

lilA 
NA 
lilA 

....... NA 

NA 
NA; 

········· i>reilare oesiiin l>roilosai=cili!liliY oc 
· ·· Firewau oeiaiieCi besi9ri 

IPS Detailed Design 
· ·························· LAiiiDeiaiieCiDesiiiii 

··········· ········· W.i\liiDeiaiieaoesi9il 

si9n-Oifili bl>s 
·· Prepare Desi!iri l>roposai ~interior De 

i=iiewaifoeiaiied oesi9n······ 
· ··········· it>sDeiaiie<ibesi9i1 
....... · .. · ......... LA.t:roetan·ecroesJgn ............................... ... 

iNA iii Deiaiieci oesiiin ·· 
· ···· si9ii-Ofl ofops 

1iisia11 stPils ciii9ar;; oa!a celi!re Ne!Wori<s(LAN& wAiii)fiioieci 
· oil!ering ·· 

·ardei.Circliiis···· 

············ cCiiiiiiiliiei:AiiicorasiNiiciles 
· ········· coiiiiiiliie L:AiiitOi'fsiNiiC:iles 

Configure Firewal s 
········ ·············· !iii\! ··········· ············ ··· ···caiifriiuieii>s 

Finish j Predecessors Resource j' 
---,Th=-u-=04'"'"'N""o__J_v '10 ',·. ---'-""N,a,_m,.e,_s_. 

1
• 408 days! 

Start Duration 

Mon 20 Apr '09 . 
1 day: Mon20Apr'09i SP I 

Tue 21 Apr '09 • · ·· · ···· fCiay : fue 21 Aj)i '69! ········ · ·············· 128 ' ········ · ···· sP 1 
Men 20 Apr '09 , 

· WeCi22Aili'as · ·· raa;;• We<i22Ai>i'69i ·· 1211: · s~>j 
Thu 23 Apr ·o9 • 33 Ciaysi Moiio8Jilii'o9 [ · 1 

thti23i\j)r'69) ii days' Men o4 May '09: 1:lo · sP i 
Tue OS May '09. Thu 14 May '09! 132: SP i 

Fri 15 May 133 • 
·wed27May '69 · 8 days , 134 · 

· ····· Mon··aa·Jun 16if: ·· · ··· · ..... 1 .. dayt · 1ss ~····· 

Tile 21 sell ·1o • · 
········tiie:hsei> ·1o :· 

33 days: 
8 days • 

Thu 04 Nov '10: 
Thu 30 sep '10 • ···· i3o:a1i=F~132Ciays, 

··· f:rio1oci'1ii: s days ' ....... Tue··~ff6Ci·1·1cf ........... 1.3'8"! ........ s·p .. j 
. ................................. j . 139! SP i 

. 146; SP i 
sPJ 

................... ~ ................. W8Cf1'3"0(£i1'0 

··· Wiari2soC:i'1o 
Fri 22 Oct '10 

· · · wedos Nov ·io • 
····a days··:······· 

aiiavs: 
tfiuo4iliilv'1af ···1a;,;;:········· tfiuMNCiv'io' 

Mori oaJui1'o9· 135 <iays I ····· ttie osoti<:'o9 i 
·· PitoiiosJi:iii·osT s71!aysr ········ F'if21Ali!i'osj 

.... 141' 

o days' ················Wiili16a:Juii'ast 25,136 ··· i'roili 

··· ·Moiiaa·jiJ(, ·as: o days· Men 08 Jun ·mil 2s, 136' .... . ......... ssPP.i:
1 ···· ········F'd21"iili9'0s·: a days! Fri21 Aug'09: ·········· ·146i=s+siCiavs: 

·········· : Mon24i.u9•os! ····· sodays~ i'ii3ooct'osl ! 
························ ··························· rviili124Ali9'as· ········ awi<si ··········· i=ii1sOci'os! 147: ············· si>l 

Men 24 Aug '09' ················siNks i .... . .. ··Fri166ci'69T 149ssT· . sfi\ 
• • ·······················s····P 1,· rviiii124Ali9.'o9: awi<s · Fii1soct'6s;,' · · 149ss t.. . 1 

···········Maiiaeji:iil'os' ·· 

............................. , ............................................ . 
NA ; caiiiiiii:iieWAf·r 
NA• 

·Milii24.Ai:i9.'69i ····· ·a·wks 1 ·i=idsocFos' 149ss> si>j 
. ...... ...................... ............. ............................... • ···:::~~:u!:~;· .... -~~ad~:: . ·:;:::~~;:~; .... 153,14~,1~~.~~~~:~·. ··;:J 

······· siliio1 liiav'o9T ···18<iays ···· 'rile241iio¥ ········j 
Ship configured equipment to Calgary DC 

~-·· 

NA' 
..................... NAT 

instatiLAN core siNiicties 
········ · ········ ·· ···· ······ ··· ·· iiisiaifLAiii tOi'fsiNiiC:fies 

•························· ............... ,.,., ...•... ················ ···························· ··iiisiaifi=irewaiis···· 

tnsiaiilt>s · 
· ···· ··· ······ · ·············· !iii\' ········ ·· ·········· ·· ············ ·· · insiaiiwilt\i ECii:iii>iTieiii · 

················ ········ iiisiaiiaiiiiiiciiiiii>iele 
!iii\' ··i'aslciiiiileCiiViiY 

······························· liiA' ···················· sliiiaiisi'wiihcoiiniiCiivi\Yiest 
!iii\' · · ··· baia cenire riieiWiii'kcamiliele 

sliiliifliiov ·o9' 3 days( l'lieo31iiov s7,154: ··········· sfij 
··· WeCio41iioli'o9 i · 3 day~; ·············· Fn os Nov '09: ·· · 156 ·· .•.••.•.•.••.••.. ~~~ 

········· ·········Man .. iiiff.lov'"i'is·•·· 3 days' Wed 11 Nov '09 157 · SP! 
Thu12Nov 'OS, 3 daysj Men 16 Nov •o9I 1581 ........ st>l 

........... · ................ ,.... Tue 17 Nov ·as ' ......... 3 ·aays .. ! ......... ···· ... ThU"1'9"'NOV"iQ9"1.... .. ........ 1'59"i" · .......... · · ........ SP"\ 
··· · ··· ······· ·· · Fri 20 Nov •o9 : · ···· ·· 3 Ciays ' · ······ ·· Tu824 Noli 'iis t · · · · ········ ··· 166 ·· ·· ········ sf' I 

·········································· ·························································································· - we;a2sf.lov'as. ········ iOdaysi · tlieoaoac'6s+ ·· · ···················· ··st:isir· ~~~ 

........................ · ............. '" ............... WSCf25"NOv '09 : ................ 1.6"d'BYS"~ .................. fUG"OffiS'liC'i(j§"l""""""""""""""""'"""' ...... 1"62·s·s ....... · Prov ' 

. ·····s····p· .•. i Tue o8 Dec ·o9 • ····a days;·········· ··· fua·aa·bac·•a9t · ········ 163 ' 
lilA 
NA! 

· · ·· lnsialfstMsililerior oiliacliilire t\ieiWariis ((AN &wAt:.ifl>roiei:l Tfii.o4iilov'1o• · 135 .lays' · tlie 1oMay'11! j 

··········································f\ip:;:········ 

NA' 

·····ordering··· 
· oidei dicliiis 

oi<ieiiiardware · 

liiuii4 .. Nov •1ii' · 57 days • Thu 20 Jan '11·1· i 
···· fhi:ia41iiov'iDT D<iaysT Ttilii541iiav'i6+ ····························· 2s;142· i>rovl 

lliliii41iio¥·ia' o days' tiilio4iilov '1ol 21';:142 s~>i 
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VO.B.4_STMS Schedule 10- Transformation Plan 

Constraint Date I Task Name ID 
~,~r-------~N~A~,---

NA 
......................... iiJAi 

Hardware received at an aHemate SP location 
Configure Equipment (at an alternate SP location) 

·· ···· ·coniiiiure LAN core switciies · 
·· ································· ii1A .. , ·····························m·················conii9ure.LAN"tok·switciies··· 

......... NA 

lilA 
NA 

••••••••••• omNA: 

NAO 
... ''rill\: 

riliC 
NAo 

· ············ · coiifiiiliie i=iiewaiis 
·· · Coriii9lireii>s···· 

Configure WAN 
· · · · siiip conii9lired eCiuipmaiii to tnteiioitic 

· · ··· ······ ilisiaiieCiLiipilieiii tWi\siilst.ili & c<iiifi9u<ei 
irisian LAN core switcties 
iiisiali · LAril tOR switches 

·· · iiisialii=iiewaiis ·· 
· iiiA ' · · ··· ···· iiistaii ffis 

NA' ······· ············· ·· iiistaiiW.A:iileCiliii'miiini · 
iiiA, 
lilA' 
lilA[ .. 

riiA; 

··· ··· instaiiaiiciii ccimilieie 
· · test cciriiieciivii;, 
········· sliiJaitsi'wifflconiieciiViii/iesr · 

···oateiCeiitre.N"eiWoikcampieie 
m·············m················ NA····· . serviceManagement.Traiisiormation·· 

NA : · · sii..Vice i.lailii9i!ilii.ili i'iioi & firocess siarti:ii> firojeci ··· 
···· ········ · ············ sliiViceili9iliii'reila<aiioilAcii¥iiil!s 

ciiiitiiiiibWimi>iiiiiiiariiaiiimbaie ··· 
· · ·· esiailiishiiieiiioiihe service fVi9iiii ream······ 

·· ··················· iiililieilieiitsiiserviceNiaila91iliiliilitCiCii!oWf · 
.. ........ . .. .. ..... .. .. .... NA"i ..................................................... BUii'C:f&"t'eStiriQ"Of"D.iQit81"WO.fkfiOW .. .. 
...... Mo·n··oerA·pr··iog··; ......... ........................................................ 0\i\i'KfCk'Off........ . .. .. . ............................................. .. 

tue 14Aiii •esT · ··· · ··········· ················ DiiiaGaiheifii9 {coiieciioii&iiaisiii9 iiiCiiiiiiritiiiaiia!iiiiiieiitiiiiiaj 
NA ' Data Cut-off (OW templates are complete and approved and locked) 

.. ~ .. 
····· · ·· ciiiiiiit iii'iircivaftowieiiiiliatesl NA' 

·· sriapsiioiot itlfvis iiata ioai:leiiio owtesiRe9ioii 
.. ] .. NAO 

Start 

Thu20Jan'11' 
Fri 21 Jan '11' 

. . ··········· ··· ·································· i=ii21Jan·;i1···.····· 

Duration 

0 days [ 
50 days: 

Finish 

Thu 20 Jan '11. [ 
Thu 31 Mar '11' 

i'ii21Jaii;i1T · awi<s: ·· thii17Mai'11' 
Fri21 Jan'11: 
Fri 21 Jan '11 ° 

. Om············· Fii18Mai•11' 
············ ·· Om i'rio1i\ilr;11' ··· 

· ·· · l'ii oi ft:iir-1 fj 
·······weaosft:i>r'1T'. 

· awks' 
Swks I 

3 days i 
.; .... 

3 days: 

· Tiiu17Mar'11 I 
Thu 17 Mar'11 I 

· ··· ··· fue as 1\iir ;i 

FrioeiAilr'f 

17188' . 
··fi'1ss· 

171SS' 

81,176 
178 

..... ! 

....... j 
SP! 

............. .! 
SPj 

Mori 1 fAiir •if[ 3 eia;is; ··· we.a 13Ailr ·1 179 sf> I 
··· fiilli41\l'i'if! ······ 3days' ·· N!cin1siiiii'1 , isa: ·· ········· si> l 

fue i91\pi'11 1 .......... 3days[ ............. fiiu21Aiii'1il .. .m 181' si'! 

Fri 22 Apr '11 ' 3 days i · l'ue 26Aiir'11 T 182 ° • ·• sP I 
Wecf27Aili;i1·; iociays: flie1t:ifv1ay'11! sf;18F sP! 

........ .l 
Prov l 

.............................. mOm Mon3iiiliar 'o9: 
. . 

··········· · r.ioil3oiliar ·o9: 

··· ··· tlie 1Dfv1ay'11 I 
· · · oiiaysT Tue io May '1i 0 

211 days?··t····· ............ TUB"13 .. A.Pi- i10.f. 

· sLir. 27sl!i> 'o9 
... 

134 days?: 
"ili<iii3iiiliar'o9' 10 days' 

........... M·an·3b"'Miir 'O~fl'" 1 dayT". 

.. FriioApi;69: ........ mo days[··· Fii10 
Monos Apr ·o9' ····· 121i:iiivii? I········· 'Tlie15seil;o9T 

............................... .... Mon··oifAp·r··•o·s·r ............ 9li'diiYS? .. ; ................. TUe .. 1·1 .. AUii .. ~·og .. \ .. .. 
· · · ·· ··········· rv;·oiiosAili'OsT·· 4iiays! ··tiiuosAiii'os' 

-~ ........ 
Tue 14 Apr '09 

Fri 12 Jun '09: 
···· i'ri12Jun ·oiiT 
· ··· ····· fvloii 1sJur. ·os 

. . 

45 days [ 
0 days i 

< .... 

0 days' 
1 day?[ 

· ··· o.. tlleisJLiri'Dii' ·············3idavs:·· 

i'ii12Jun 
Men 15 Jun '09! 

Fri 24 Jul '09 ' 

oooo •• oomoo.! ... 185 i SP i 
i 
! 

197: 
................... 198; . ··· · ·m······· ················································Mi9raiesiiaiisiioidaia.inio··owiiiisiiiii1vironiiieiit······· 

·· t'esioisilaiciiiiiieiiiicii.¥ioiii itiMsiiioW · · · Moii 13 jiJFos: · "fa days+ ·· Fri 24 Jul ·as+· 199FF ' ······ ············ sf> l 
fesiin9eiiviioiimeriiioaaea · i'ri24Jlil'os: odaysl Fri24Jul'osl 2oo s~>l 

......... N"A 

i=ii1afi8stin9Citowaiid iiiieiiaC:eio rrirvis (wiiiioliiaiaiiiisi ··· Man 21 Jul ·o9 t · s days : ··· ··· ·· · f:ii3fjlii 'as! ··· ···· · ·· 261 ; ···· ······ · ··· · sfi ! 
........ : : .............................. j ·· l'iiiafie5tin9oitiwaiiiiiiiieiiaceiorrirvis(wiiiioliiaiamisj · Mon27 Jui'09' · Kiia}ls: ········· · f:ii3fjlif'o9T ····· · ··········· 2o2f''Fo Provi 

.... 'ciieiii concurreiiceoii.Production readiness .. m . .............. . m . . . .. .. - . i=ri3i :ful '09 7 i'idays [ i=ii 3fjlii'o9 ! .. . 2o2FF : . .. . si' j 
Sat 01 Aug •69' idaysj . MoiiioAliij'os! ..... .. . .. '2ii4T.. . . sfi! .. · ... .. .. ................ ·R·eioacfWHh·currenr-pro·aucifon .. tnci·aenrm·an·ag·eme·nraata .. .. 

VerifY proper 6i:iiiiaiioii a¥ tiisi:iaidiiniiiiiiice iiom ITiMs lo ow 
oiita 9ollve (oisiiaicfiiiiieiiace is i<eej)iri9 ow s;iiidiiiiei wiih ifiMs) 

flie 1fAu9 ·os· 1 day? ' -tue 11 llu9''69 ' 2os , sP I 

NA' ·Adii;iioil.ot.ii'Msto tiW.inon::ciisilaiC:il!.iilieifac.i&·;;.;r:ificaiioil.tiiil<:i;oiis··· 
NA · · · ··· ···· ············ ·· ·· ··· ·· · ·· ··· D9si9ii itiMs io oWiiiieifaC:iiiinon:<:iisiiaichiiiiusveifficaiioiituiiCiiCiiis 

rue 11 Aug '09 ' 6 days fue 1fALi9 •os 266 Y ~~ J 

···· iliioi11sJliil·09'.. 7odays: fliii15seii 
·· Moii1sJuii'OsT · ·· ···· 10iiavsC 

.. ,, .. 
NA · · ····· fhli 2sJuri ·os : · .. .i .... 

50 days' 
1----'--... - ... -·-'--·-.. ·--·-·-------·-----------------------··-' _ .. ________ , _ .. _____ o ------... 
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V0.8.4_STMS Schedule 10- Transformation Plan 

ID 

211 

Constraint Date Task Name Start Duration Finish 

NA! 
NA 

I Predecessors I Resource ! 
. ___ ___L__Names ! 

-----nu~ATT~te=s~ti=ng~of~I~TuiM"S"-to~D~VV~I=nt=eJrta=c=e~(=no=n~~Ji=sp=a~tc~h~)------------~---.. VV~Bd~0~2~S~e~p~'~09~--~10~d~a~y=s+j----~T~u=e~1~5~S~e~p"'0~9'-!~------- 210• SPj 
Support and Participation in UAT testing of ITMS to DVV interrace (non~ispatch) VVed 02 Sep '09 10 days; Tue 15 Sep '09 i 211SS . Prov i 

···· · si>sEiiViC:EiiY1aiia9emenifooiiDWiisi>iodliciionkea·Ciy : ····· tli81ss8i''as:· oCia\is: fua1sseii'osi ······················· · 2o1.212: ......... .. NA •. 
.............................. NA: 

·· ··· · · ······· ··· · · ············· · fiartiCiiiaieiii i>iocess iiiie9iaiicnWari<sFioiJ 

; 

NAj 
... . ....... NA;······· 

······ ······ support si>aiiiiiiartidj)aie in Piacessiiiiegiaiiori Workiifiop 
Operations Manual Outline- First Full Draft 
oi)Eiraiioiis.M"aiiuaii'iisiiliiiiiiaii 

NA' ··············· ·· oi)eiaiionMani:iafcomi>iei& 
NAT ........... ··FutUrfd~Od9'0f operaHOi1.{FWIO) trS"IiiiriQ ....... . 
NA• 

..•.. 
NA 

·sr·siiiVice .. ManaiiemeiiitaCiftiaiiiing. · 
Assei centre PlioCiliie 

··· ······· ·· ········· NA' ·································· iiiiiiaii\ssaicEiiiiiaLoaCi 

· · "Ni\ : · i'iriai'A&s.aiinvenioiYirlie::tiii 
···· NA ·· suiiiiort sf'wiii1ii18F'iiiati\sseiii1\iei1ioiY iiiJe:up·· 

'NA 
NA 

......... NA: 

NA 
........ NAT 

••m•••momNA''''''' 

beveiop asseiiiiveriioiY recondiiaiioii reporting . 
·· ·· ···· si' service iiiaiiaiiemeni tooi and Processes are Production Realiv · 
· ·········· aiiiini!iiioduie 

············ coiifi9liiEi ,;r;at85tviiiliiiietiicsmiiii!iniilii5 · 
· · ····· caiifigliie ai1ilteslsiiiiii9 i=LiiiCiiOn · 

Reviawi.iiici approve tiiiiiri9 ouii'i.it · 
siiiing iY1oiilite is ready lor ProCiliCiioii · · 

·· ········· ·· · i!eiioitinii l'oiial· 
·································caiPoiaiiii.esCR.insiancein·caiiaCiareaCiYio .. iEiveia!ie······ 

· sai1sAi>i'os~ 114da\is 1 i'ii1ssiii:l'os! 
Men 27 Apr '09 · ·· ···· · ·· 5 days : · · ···Fii !H'Ma)i.'09r 

iY1iiri27fi.iii'6s' 
Sat 18 Apr'09. 

·· i=rf1ssei> ·os' 
···· ····tileisJilil'o9T 

1 day! 
, ... 

61 days! 

.... FriofMay'as· 
VVed 03 Jun '09 

......... ;. 
Fri 18 Sep '09 i 

ti:iEi isJlii1'as
1 

· ·· · aiCiays : · 
.. ·····'··· ...... ....... WeCf2ifJiJ"f"iQg···: ....... .......... Hfdays··!·· .. ·· . 

Wed 29 Jul '09 i 
Mon 10 Aug '09, 

.~ .... 
Mon 27 Jul '09 

· · · i=ii1 a set> 'osi 

·····io days:··· ··Men 1oAliii'os!· 
· o Ciays :·· · · Mcn1ofi.li9'o9 i 

···· 36 days:·········· Tliuo3siii>;o9T 
o·Ciaysi Fri 18 Sep '09 i 

. . ........................... ; .. · ···· ············ilion 27Ji:ii ;ii9: 42 days ' Man 21 Sep '09 ! 
... ; . 

. sfi1 
......... l 

................................. j 
SP! 

215SS' i'iovl 
5FS+15 days SP ~ 

············ ······················· 217' ··········· sf'! 
· 2is ··· sl'j 
. ''219 

.. ~~~ 
SPl 
...... , ········22of:i= 

. 1 99i=i'T. ······· ~~:1i 2iiSFFT . SP; 

223:'. 
....... 221:226:213 

fiiov\ 
·········· i SP; 

sP\ 
· sl'i 

I 
.J · · ··· · flioii 21 Jut ·as : ········· 32 daysJ Man 07 Sep '09) 223 i SP i 

....... fue'.1fAiJ9;·asr· 30days: Mon21sep ............ 224 ·····sl'i 
tlie 11 Alig ·as: 3o days; iJICi!i 2fsei:i ·o9 2:hss . ?io\i ! 

, · r;;;c;r;21 sail'os , · ··· 6 days : Nian2isei> 'os · ··· ·· ·· · ·· 232 • · · ········ sF> J 

··· · •· Man3oMar•ii9' '132daysl ·· Wi>Ci23si!i).'oii ······· ·• J 

~ .. . I 

.. ····~:~-:~ ~:; :~:; ········s~ .. ::t:·~····················~~·~~~;~.;~: ...... ···········~~:••, ::·:.::::::::::: :;;
1
1 

······ ·· • · · · ThuisJliii'o!r····· · ·ssdaysj wed23sail;os! · 236' sP I 
I 

Review and Approve Test Reports 
Reiioiiin9 fiCirtai Ready lor i>rilCiliciioii 

·· · ·· ·· · sf' service iiiaiiaiiemeriitooi andProcessGo Live 
······e&!ilt>ii&tisi:Aeaseiineiiiioiilti·i:12i······ 

Thu o1 oct ·o9 ·· · stx moiiiti:Pioviiiceiiitil:raiiiie seiiiei siabiiiiYassessmeiii tic be caiifiiiiieai ··· 
·· ······ liili M oci ·as : six riiaiiifi i>ioviiice stoia9& siabiiifYassessnieiii tic be coiifirmedi 

· ·········· · · NA: . ··········· ············ inieiface iie!Weilii isloie & ow iili receiviiiiiiil<iliesiS (At::oEA"fi'iiliilcl 
············ · ······NA·'········ · ········tiiOiEid.ioile.iiefinedan<lCiaies.to.beiieieimiiiati··· 

·· ·· ... .... "'iliA: iiiaiiiirame.s&iVices .. Niiaralioilfiiiliec£ ·· ·· 
···· ··· NAr iiiaiilrrame.iiiiiiraiioiifiio]ect 

t:.iA' i.'laiiilrameoili!raiioiiai·Assessmentanli .. l'iaii···· 
beiveioi> iFie siiiige riaii iroiii sl'io sf' 

NA' oeveiop iliasrii:lile F>iaiiiarm sF> iosi> ··· 
··········· NA ········································· ·· sciiEiCiliieDR:tesiYiislinGuarli 

NA' 

Thu 25 Jun '09 ! 66 days VVed 23 Sep '09 ! 237SS : Prov ! 
·· oCiays weii23sei:i'osj 238 • · ···· sfii 

···········slii12is9i> •as·· odaysT ······sliiiiisEii:i 'o9T · · ··· ........................... ~~~~ 
Thu 01 Oct iQg··~· ............. 1.41l"diYST ... · ...... ······fUe"1'3"AP'f"i1'ift···· 

······· ············· · · ·wed146CI'osr· 
· ······ ···· tfiliofoct ·as; 

131 days 
1:Hdays 

Sun 01 Nov'09' ······· · "'1d.ay?( ... 
Sun 01 Nov '09 : .... ·· ·1 Cia;;? ' · 
Sun 01 Nov '09 • 437days i 

.................................. ! 
5SS+146 days,377 · SP l 

.......... ·······i 

s~-l 
........................ ! · :22aF's+3ociays · ··· sP 1 

············ j 
.......... ] 

J 
····· ····· ··· · sliiio1 Nov'o9-' iiidaysT · · i=rio7Jaii·;·i1 : · 

sliiio1ili<ili'o9j. 
······· slinofNov'69' 

···· IYioiioiDEic·os 

ss days; 
··· oo i:iays:·· 

4•• .. 

40 days! 
· i=ii29Jail'ioT ···· ···· oCia\isT 

· ·· ········ P.ioilii1 i'eb ;io: ; ... 
86 days' 

.... 1 
S{! 

.......... ········i 
249FF i Prov j 

..................................... 256 ························sf'! 

----·----------' ---··---.. --.. ------------------------------·-·----.. ----------·-' ___ , ______ MO-· _______ ,;. ____________ _ 
i 
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V0.8.4_STMS Schedule 10- Transformation Plan 

ID 

Create the detailed plan for Mainframe Services Migration 
Create the detailed plan for Mainframe Services Migration 

·· ·········siilff.i>ri!i>aiaiiili'i(i>iaiiiili>ecilnfiriTieilanll.aiJ!imeiliei:iili/.Deiaiilill .. i>iai'iiiiii91 
·· ··· ··········· frafnfn9·:·;,;anCiar ilradlid 
······················tiainin9·=iiiiiiraliiii1ai··· 

·· ··· bocuiiieiiiaiioi1 of i:iJirenfoperaiioiiai processes 
Knowledge transfer of client requirements 

.......... f .... 

Start 

Mon 01 Feb '10 ; 

Mon 01 Feb '10! 

Duration 

86 days 
86 days! 

Finish I Mon 31 May '10' 
Mon31 May'10! 

i'lie.o1 .. Jlii'i;1o1 ·m······1s1ilays··: ··············i'i:ii!2srilic'"1ol· 
Tue.6f"Jiin '1 o ···········144Ciai/s .. i 
Tue 01 Jun '16"t··· ·· · ·····144· d8YS .. l ....................... Fifffb'BC'·i·1·Q"t· · 

144 Ciays ' ··· ······ Fri fibec ;1 o : 
Fri 17 Dec '10 i 

supi>oii i<iiawieCi9Ei.iran!iferana eioclim!iniaiianoi cliireiiteii>!iraiionaiiliacesses Tue ofji:ii1;·1·o· :m··········1; Fri 17 Dec '10 ,.. 
iliA' ····························· ··········· upCiaieAuiliiii'izaikiiiMaifices ·· ... L ..... 

Tue 28 Dec '10' 
······~--NA; 

NAj 
· · ·· · · i>iei>areiiari:iwar& eiivirciiimeiit iiiiaii ioi>e confirmei:iaiici ali9miinieCi ily oelaiieli i>1iii : ··········· i'lie o1 :ii:iii ·1 o : ·· Pilon o1 iliov '-iii i · 

···· ···· tlie a1 Jun ·16' ····· ······ tue of Jun ·1 oj 

Predecessors Resource j 
Names~~~ 

249: 

250; 

is ass: 
··2sass:· 

· 282Fi=;f2Ciays'·· 

SPi 
Prov! 

········j 
·si'l 

I 

·· sF>l 

sF> I 
258SS i SP I 

.................................. ; 
258SS ! Prov i 

282SS-S days , ·· ········F>ra;;·l 
; 

... 253 
........... W~iif13.tiCf'1'tf'j 1 day~ Wed 13 Oct '10+ 

... ··········· .. iiiui40ci'i0' ········ 13CiaysT iiii:i2i0Ci;ioi ...... ·m·············· 264:· 
Mainliaiiie eiiuipmeiii receiilaCi 

· · · J.JAi · · Maiiiirailia iiaiCiwareiiis!aiieCiincai9iiiY ii1CiuCiin9swii1ii"C3eai 
· "N;a;··: ·························· ··············· ·········Maiiiiiame-iiaiCiwareii'lsiBiieCiinDksiie···· .......... ~ Thu 14 oct ·1o: ·········1·:raays·r· ·············MonM·a·rN·ov··i·1"6"·i ·····················································2s4··r 

Mon o1 Feb '1o: 241 .lays: ····· 5ato1Jan ;11 I 
NAi 
NA 

................. NA. 

NA 
NAT 

Prepare sonwaie & ilietworkEnvironments (pian ii:ibe confirmeli and augmenieii by i:! 
............. Replace existing exits; usermoi:ls; U!iiiiiiis and auiiiiiiaiian thai are noi provilieidby incui ! .. 
··········· LoaCiMinf:sysieili oiisi' caiiiaiYmiiiiiiiaiiie ·· 

Cieaieii>L.:Sbie sDMPLPARs 
· · ··· · ··· ······ cCiiiiieiiiiieiWoikileiweenTE:Lus oAsDio cai9aiYDAso 

support sfi with connection neiWOrk6eiWeen tt::Lus olisoio CiiigaiY bAsb 
............... miliA! ................................ iiiiiiaiemirrodngbeiWeenfsbcDAsbai1iicai9aiYi5Asb 

......... iliA: 

Support SP with Mock 1 Migration 
................................................. MOCk-·1···s·ig·n::o·ff .. bY··g·p···· 

. ..NAT .. 

NA-
NA' 

Sun 02 Jan '11! tv1Cii:k2 Mi9raiiori 
·· ···· ··· ···· ············ ··········· ·· suiiiloiisfiwitfitiiiiici< 2fiiii9iai!aii 

··+·· ....................... ··················Ga··LiV8/M·ock"·2·s·ign:otrbY··gp .. ·· .. . 

i3Cilive/Mcicl<2 si9i1.0iiilii Province 
· · · · ··· · · iriiiiaia Mirroring t>eiWeeencal!iaiY DLm aiiCi oifsiieo[iii 

·· ....................................... ,.,, ... , ........................................... · ·········s"iiiii iaiies irom io cai!iaiY 

·········································· ··sliiliiaiisi'wiiii.iiie.sfiiilmeni.ai.iaiies!fomse

·· iliA : · · · ·· ·· ···· ·· liiaiiitrlime t&ile fransiormatioii i>rolei:t · 

Monbf"i='e6;1o'·· ·16o days:··· ·· ······ f:ri18Juii;1o i 
Fri220ct'1o~ · 11 days:····· Fri65illiiv'ioi 

···· rJianosNov'iti\ 
. i=ii22 Oct ;iti! 

.. i=ii22 oct ;iti' 
·· · ·waa27.6Ci;i·a-

6 days; Mon 15 Nov '10; 

1 day; Tue 04 Jan '11. 
···········1 aa;.:··· tiie64Jaii ;11 : ·· · 
128 claiis: · i'iiu 3o Jun •11 : 

..... "256' .. 
........ 265! 

269 , ... 

265 

282' SP 
p·rov_l 

.......... . ..... .! 
Mlgraiedatairomiape mediate VSM fuiiiiJ4Jan •11 128 days; .......... Thu3ciJLin 'ii 282,265 SP I 

·······iliA ·············· si9ii:::Oiit>;;sfiCiiiMi9iaiedoaia&MediabesiriJC:iiOii. ·········iiili30Ji:ii1'ii: 6Cia;;&r ··· i'iiu30"Jliii'ii ·· 292 ··· ···················· sfij 

----·-·-- ~~--_____ yr9ri:O~bYi'~viii~e on~Migra~ed b~ia & Media.~~~~ciio~-------------·--·-'--~ ih~~J.un ·i~j_ ___ odays;~-~u 30_~':_':_2~1_____ ____ 29!.~~----~~~j 
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V0.8.4_STMS Schedule 10-Transformation Plan 

ID Constraint Date I Task Name Start Duration Finish Predecessors Resource 
. Names NAj M~a~i~n7k_a_m_e~D~is_a_s~re-r~R~e-c_o_v_e~~T~e-s7t~P-ro~je-c~t~(d~a~t-e7to~b-e_c_o-nfi~,r-m_e_d~)----------------~----~M~o-n~2~8~F~e7b~'711~.----4~0~d7a_y_s+-----~F~ri~22~A~p-r~'1~1~---------------4- l 

NA: DR Test Mon28 Feb '11 j 282FS+40 days,251 : SP Oper I 
............................ Suport SP with DR Test 

+ ................................... .,.,, . .:.......... p 

··· ···· · ···· · · · · oR"tesfsi9n:<iilbliP'ii:iliince ··· 
.. lilA. : · · · serversvsieiiis Maila9emeiiltraiistciriiiation 

NA ! Assumption of Services Projects 
NA' · ··· ··· ·············· Tiii!:la'!eOiieiaiiii!ioocliiTieiiiaiioii 
NA' ·· · ··· cieafiii'siiiVeisi'sieiiisiViana9emeiiioi)Eiraiin9f.i\aiii.iai(ffie"rViani.iah · 
NA: liilrtoriTi ;iliiial li:nii virus scan tilrexislin9c3overiiineiiiserve..S · · 
NA : Ensureffie iiiifi~virus softWare is up io ciafe (signature files and scan engines) 

Mon 11 Apr'11: 
Mon 11 Apr 'fft· ............. {6 d8YS f . 

Fri 05 Sep '08 : 
Fri 05 Sep '08 j 

·· · 'i=ri iissiiii 'os : 
....................... Fii65seii•6si 

. . Fii 24 Apr '69 
tfili 1 f Jlin ·esT 

'113 days, ... 

261 days i 
125 days: 

...... ~ .... 
125 days 

5 days' 
...... 

5 days; 

· · 2ooss : · · riovl 

............... ! 
·········· sPI 

; 

sciieCiliie scans iarali Province seiVers{as appiicalliej 
sciie!iuie scans iar i>roviiiceseiVers ias ai'iiiicatiie) · ·· · ·· · ···· · · ······ · · ··· · ·· ··· · ··········· ··· ····· · ········· rfiLi ii Juii 'o9T · ···· s days : ............ pi:l 

··· sotr ·········· l 

iiiP., 
iiiA' 
lilA 

iiiii' 

··········· ············· ················ Ei<ecliie scans onaiii3overnmeni saiVerasseis 

Pertorm iniiiai SecuritY (Policy compliance Managemeiif)scan ori aii servers 
····· .. sciiedule scans lor aiiProviiiceServers (as ajlpiicable j .... 

scheclule scans ioi aifProliince servers t as ajlpilcabie) 
scan servers 

················· ···· · R'ei'oiisacuriiYPcrVi scanresliiisioi>rovince ·· 
··Add siaiiilai<ltC.c.is iirojecis 

· ····························· sel:ui>si'foaisiilr.Proliiilce.oata··c:eiiiies··· 
Eaiiy aider i'ai bilswaieHWtsW · 

Thu 1a Jun '09 : 26 days ! 
Mon 30 Mar '09 : 114 <lays , 

·· Man 36 rViar ;69 : .. ·so ciays : 
Mcn3orViai'os 

··· i'iill11 J.:.r. ·o9'. 
· ···· · · tlie 21 'Ji.i1'6s ; 

· · iiie :i1 Niar ·o9, 
··········· iili!:ifiliai·oii' 

flie 3frViar ·as: 
129 days: 

~ ... 1 day; 

· · · Frl 2ii P.Li!i ;o9 · ······ 
i'iiu oiMaY'b9 .·. 

·· Thu 67 May ''6g i 
Mon 20 Jui'09 : 

...... 
Fri 28 Aug '09' 

Thu 19 May '11 j 
Mon 21 Sep '09 ; 
Tue 31 Mar '09 ' 

::I 
! 

· fifQv'j 

311,336,162; §pi 
············ 312 ···········sPi 

·······I 
................................. ! 

i 
....... i 

·· oideriiaianceOiHwaiidsw····· ······································· ·············· i=ii63Aili'os ··· ··········s days: 
24 

............. 25!' ~PI 
SPi 
si>l · · · · ·· · · cA& Oi>swaieHwiswdeiivered ·· · 

························· ····················saiaiiceoi'Rwiswor!lerdeiivered. · 

Set-up SP software distribution infrastructure for Opsware 
che k personnel 

Open Change Management Records 
· · ········· Rack aniistiick oiiswaie saieiiiia servers · 

si.iiicl opsware saleliiie servers ··· 
············ · ···· · ··· · ······ · ···· ············· oilswaie inirasiruCii.ire sefliii is comilieie ·· 

sili~Lii''si> iTioiii!oriiiiiiiiirasiiliC!ilre i'orcA····· 
·· Scfieduleiinie witfl i=adiiiY and ile!Waf1<';)Eiisoniiei 

open cfiai19e f.i\aiiaiiameniRecorCis 

Mon 27 Apr '09 

Fri 10 Apr '09 j 
Fri 10 Apr '09 ............... 2.days·: 

Tue 14 Apr '09 1 day 
· ·· · · ·· i'ue 28 Apr ·69 ' 

. iliei2M8y ;69 
·...... WeCii3Ma'Y '6si 

········· ············i=ri1oAi'i'of 

, .... 
2 days j 
0 days: 

30 days: 

r;;;c;;:;T3Apr'6sf 
Tue 14 Apr '09 i 

Mon 11 May'09' 
Wed 13 May '09: 
Wed 13 May '09 i 

·.... ..... sfi · 

.............. j ....... 31'7'' SP' 

sPI 
! 

321 
31a 
323: 

.. .. . ..... 324: 

......... si'i 
. sP! 

.. ········sp! 
.................................. ! 

i=ii16Apr'6s: 2daysT Maiihiii)r•osl · 317 ~P~ 
Tuei4Aili'o9' ·· ······· 1!ia;;: ········ tU614.A.iir;6sl 327 · sP ~ 

.. ...... R8Ck .. ~irid .. St8CkCOm·putEif ASSOdSt9S .. fCA)"i.Off8StiUCtUf8 .. S8iV8·r~i . ................................ ~ .. .. Tue2BApr'o9 ··iodaiis········ iViiiilHMa'Y'osi ·········sis'· ··sPi 
· tliEii2f.i\a;;;os ···· s!iiiY:s: ··· rViaiiisf.i\aY:'6sl ········ :i29;1ii2! si>·l ······ ········ ciliifiEicifosi'canadaNeiWoik 

· · .......................... · ...... s·p··c·anaaa .. TOO'is·~r-eam··tti.bUHd"CA .. intra·st"ructur·e .. s·erv·ers ............................................. H ••• 

·· cA. inirasiilii:iure setliil is C:onipleie · 
··· · F>rciviniie bata·cantie ~Build server Adininistraiion seriieis 

! 

Tue 19 May;6s· 2dai's! W8d20f.i\ay;69J ······· 336T sfi! 
Wail 26 May ·o9 ~ ··· · o daiis ; Wed :2o May 'ogl ·· · · 331 sP ! 

sPI 
·Province oaiaceiiiie.·: ili.ii1d ·tiackuii & 5iora9e toolset · ········· Tfiuo7May ·as'· 10 days: Wed 20 May '09 : 

.. 5,319' 
.. 5,319! ::I Province Daia ceiiira·~ sei::Ui)si>Anii virus iriiiasiruciure Tfiu i 4 iViaii '69: 26 Cia lis , w;;a 10 JLiii •os l 5,325:319 

iiiA' Province Daiaceiltre :sei..Ui)sP ficM (POiiC:;tcCiniililanceMaiia!iement)Hardware · TfiiJ i4May ·osT 20 days: wed 10 Jun ·o9, 5,3:25:319 ·········· sP i 
·-·_, ____ ,, __ ,_.:..__, ___ ,,_ .. ______ ,_,, ________ .. , _________ ,_·--··-·----·-.. -----·-· ----.. ·----·-·--------;----·-· .. --...:----··--··---··--·-.--... --... .1 
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V0.8.4_STMS Schedule 10-Transformation Plan 

ID Start Duration Finish Predecessors 1 Resource ! Constraint Date I Task Name 
r-"'";--t- NA~,------------~R~o"ll~ou~t~S"P~To~o~I~A~g~e~n7m~t~o-a~II~M~·~,d~-R~a~n~g~e-s-e~N-e~~--------- ·---;;--:-=-,.-c-;;:::.-f-----------·--__J_ Names___) 

:~ ~~ ~:~ :::'- 1:: ::~:! ::: ~: ~:: :~:: . ············ ... J NA : Conduct Opsware Agent Rollout Test 
NA ' Deiei'inine and Ciocuiilei1ioiiswara a9eni ii1siaiiaCiiviii85iiJiocesses 

········ NA ·········································· i>reiiaieifle-iabsysiemsasiY:picaiaianis 
. N'A 

NA 
NA 

····· ·· · coordinate with ailsiakefioideiS 
·· ··· ·· · slipiioii si> i6 cii6idiciaie wiifiarr 5iai<efioiders 

Perform Tests 

Thu23Apr'o9. i'sdays' ·········-w6Ci13MaY:;o9' ··· ············ 325i=i='. sP i 
Thu 14 May ·a~r .................. 1·o-·aays·r· .. ·· ........ WeCf27"M8Y"iQffj··· .. ·· · · ····· ...... ·· ···339·~·1'02~319··~· .......................... ~~fP"l 

Fri17Apr'09' 3bdaysi . Weii2 ....... 34oi''F' si>! 
Fri 17 Apr'09' 

Thu 28 May '09 • 
·· 3b days •··· 

10 days i 
341ss' 'i>iovl 

Wed 10 Jun '09 i 342,325 ' SP i 
"344"" ............ ························ iiiA ···········AiiaiY:Z.eifie.iesuits··· 5 days: Wed 17 Jun '09: ... ... 343 · · sr>l 

--345-· .. 
""'346-" . 

347 
348-
"""349 
·-350"'''''' 

NA 
NA: 
filA 
filA. 

·····NA' 

············· ············· sliiiii6iisi>vliiflilnaiY:zin9Resilii5 · 

TesiResu~s accepted biSP 
·· ·· · Tesi R.esuiis accepted by i>rovini:e 

············ coi1illici cAA.9iii1iR.oirCiut tesi 
·· ···· ····· ·· Dei ermine and CiaC:Liiiieiii c/\ a9eni ii1siaifaciiviiiesiiiiocesses 

············ N'Ai ········································· · i>ieilaieiilaiailsY:siamsas\Yi>iC:aidieniseiVeis 
··· IliA · · ···· · · · coordinate with ail stai<eilciiCiers ·· 

iilA .. Support sfiwittiiiie coaidinailanOistai<efioideis .... 

344ss · · · i>i'ov i ...... ~ .... 
5 days ··········· tflli 1 fJlii1 ;os : Wed 17 Jun '09' 

thli 18Jlin ·o9 · 
thu 1aJlii1 ·69' 

s'days 
· 5 days 

tfiu i:i:Ai>r ;o9 · 5o ilays · 

Moii 22 Jlin ·as i 345 ... spj 
· · lvi'oii 22Jlin ;a9 346SS 

ihu3o/\iJi;as····· ···· isCia;;sr 
· Miiii 2s Jun ;os 
Wed 2aiJiav;osi ....... 

········Provi 
I 
1 

332FF' ·········· sr>' 
i ············ ihli21iVia?ae· ········· i'iiCiays! ·········· wedo3Juii;as: ··· ·········1o2;349;319T 

Thu 23 Apr •o9 3o days weci 03 Juii ·69 : 35or'i= , 
tf.u 23 Apr ;69 ' . 36 days . . Wed 63 Juii ·69 + 351 ss ' 

Wed17Jun'09 :·· ... 352,3321 

SP, 
I 

si>j 
i>iiivl 

.. sPl 
.. Anaiyze 'tfie resuits . Thu 1s Jun •69 : 5 days : Mon 22 Jun '09' 353 

.. ;.... . ........ i ... . ~~I ·········· NA ··············· sliilii6fisi>:WiiflanaiYziii9ci\'A9eiiiROiioliit65i R.eslilis ··· ············· ············· · ·· · ··· ihli18Jlii1 ·as s days· Man 22 Jun ·o9 • · ·· ········· 354ss 
NA[ TesiR.esuitsaccepiedbySP i'ue23Jun·os: 5ctays lvion29:JiJii•69T 355 . si'! 

·························· NA ·· tiii5iR.esliiisaccepiad5ifi>ro\iince ·········· · til923Jlii1;os' · 5 cays: riiion29Jiln;o9T ·· · ···· ···· ····· 356ss' · i'rovl 
NA . ··· ······· coni:tlici Rollout i'iioi · tilii 11 Jlii1 ·os' 21 days; · ···· ···· tlie ofJur ·os+ ···· ! 

· ·· ····· N'A: iCi9i1iifiii'iiCii9iolii>iaiiesiii19auroiTiatica99niiieiiiayiTiei1i · · · .· ... · ··· tfiu11Juii;o9; · 1oCiaY:si Maii22Jliii;a!i+ 33ai=F ·· ······· ·· sPl 
····· ··········· Nii:r ··············· sliiiilofisr>ioideiiiiiYi>iiaiiiiauiiioi'ia5iii19a9e•iiiiei>lai/iileiii · ·· ····· ········· • Thu 11 Jun ·o9 · ··· iodails:. Maii22Jlii1;ost 359ssf ··········· r>iov I 
................................ i. .............................. H ' ' ·-ssT· ·· NA • ·········· · · scfieCiliieiiiepiioi ················ • Tue 23 Jun ·o9T KCiays: ········ Maii29'Jlin;o9t··· ···· ····· ············· 366; ··············· · ·si>l 

-·aar· .. ··· ··········· NAi .. ·· ...... r>iiC epioY:iTieiiiiliocass ·········································································· tli93aJLiii;o9 .. :·· ·· sdays: ········· Monosjlifbsi···· ·· ···· ············· 3611 · ·· ··· ssPPj;. 
'363" ··· · N'A: · ·· · .... · ··········· · - iinaii/zeiileresuiis '·· Tue o7 Jur ;59" fllavi · ... til967J'liPas+ ··· · · ······ 362• 

'364-.. NA: Support SP to Analyze results Tue 07 Jul '09: 1 day 1 Tue 07 Jul '09 i 363SS Prov I 
365 ........ NA. Approvaiio use technoiogy for production rolloc Ttle oijiJI 'OS • OCiays : TueiliJul ;ii9t . 364 "~''I 

·-·366-- · iii/\' ······ .iiiiout fiiioi tfili1s Juil ·os' 21 days: Tue 14Jur·os: 
············ iCieniiiY i>iioi9iolii> lor ie5iiii9 a9eiii ilefi!Oi/meiii ······•······ · ··········· ihli 1aJLii1 ;as : 1aday~T Mon 29 Jun ·o9: ...... ······· · 34af'F= , ~~~ 

· · .. .... · · ...... slifiii6i'fsfiwiiil'iCieiiiii}iin9 r>iiiii9ralifil6rie51ii19·ai;iei1idepioY:meiii · tfili 18Jlii1;o§T · 1o days Mon 29 Jun ·o9: 3s7ss · Prov 
····· sC:fleiJuieiiliii)iiot·· 368 

···· ··· · i>iioi Ciepioymeni processes · 
· NA ·' ······ · · · Aiiaiyze iiie resuiis · ........................................................................................ . 

............................. , ... , 

·· NA·: ········· ············ · ··············································· ·s·ui>P'oiis-Fi'wiifi.AnaiY:Z:inii.Resliiis······ ::·.·:·:·::··:·:··:::··.:.:: :::.:·:::::.::::::.:·.::·::.:::.::.::· .... :·: :c.:·::·::·· .::~~~~~;~ !.i~i:~~~;:: .... :::·:: ::i}a.Y.! : ::~~ 
· ·· NAT····· ······· ························ clifililicf iRaiiCilitioi>ra!lilciilifi. 

N'A ··· ··· · ··· ····· · Aliiciffiaied dei>loY:meniOI s'P iiioiiiiiirinii a9enis foi wed os Jur •o9 ; · · sP i 
·········· .! ·· riiA ············ slippiiiisPwiitialiiomaied Ciei:irci)iiiieniofsP ffi6iiiiorin9a9eiiisior Weiios :iiJPo9: · · · · 15 days: 374ss : · Prov! 

NA • ············ conillici koiioilt ioi>raCit.i:iion ···········weCi15Jili ·oii·· 5o days; : 
. . i .. . ..;..... . .............. ..\ NA· ·········· · iiisiaiisr>iTiaiiiioriiiiia9ei1i5ia ············· ············· ' WeCiisJliPoe' · · sodaY:s ······Mon2fsaii;ii9 ··· 126,366 sP: 

NAt SupportSP wiiilinsiaiioimonioiingagentsfor Wed 1SJul ·o9T 50 days! Mon 21 Sep '09 377SS' Provl 
---··--···----;___·-----·------·--··--.. ---.. ---.--.. ------.. - ---·----·-·---·-.. -' --·-----------·-------'------·---.. ---'--·------... ----·-'-, RO-Ro ___ ,..J 
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VO.B.4_STMS Schedule 10- Transformation Plan 

Start Duration Finish Predecessors ! Resource j ID Constraint Date .I Task Name 
~3~7~9~---- NA Remove existing Province monitoring agents as necessary--------·-- Wed 15 Jul 'OS i --------~--j_~· Nam..!L._.J 

"SS"days r-Mori21Sep •o!i! 326,320,377SS,374SS : SP I 

........................... NAT 
.,..~ .... 

NA 
·······NAT 
······NA: 

Support SP with the removal of existing Province Agents as necessary 
· ········s;;i:;:;fi·si'Taois forsi'M'scal!iafY'oalacenire···· 

o6iain aili>iavaiioilrocurefiaiCJWaieisaiiWare tcANf 
············· oraeiHwisw· 

Hwtsw beiiveieCi 
Set-up Opsware Infra • STMS Calgary 

·· ···················sc:tie<iuiaiimew~hi=aCiiiiYanaiieiWCiii<.ileisoiinei ··· 
···· ···· ····················· Oi>Eiiiciian9EiiV1ai1a9emenikecords 

··· ·· ·· · ············ beilioy Oilsware saiiiuiie servers · 
······ ·· · ei:iiid oiisware siirv:ers ··· · 

Wed 15 Jul '09 
········· M'alio7seil'iiiiT 

Mon 07 Sep '09 , 
Mon 14 Sep '09 : 
·sun ofNav 'b9 : 
Sun 01 Nov '09 : 

·· · Wed o4 Nov ·o9 ; 
........ Wed 18 Nov ·oe ' 
···········n;i:i1ef.lov ·as' 

· · 1o.days 
2days: 
0 days' 

· tueiiNov 
TfiliisNiiv ·o9 

···········n,u19Nov 'as oi)swaie infiasiruCii:iie seiup is corriiliete 
·· ········· sei:ur; cAiiioiliiaiiii!i int=ra: si'M'sC'aiiiaiY · .................................. ·; .. ·· ...... ...... SUO .. Of'NOV''09 .. i ....... ..... 3S"d8YS l ......... ...... Th.U"17 .. De·c .. •os f ........... . 

.. · ........... ...... sun 01 Nov ·as ; .................... 2"d'ays .. :_: ................. Mo·n··o~fNOV"iQ§"\ .... · · scfieduiii iiiiiewiiii.l'adiiiY ;;;:;a neiWCiiki>ersonnei 
open change iV1aiia9eiiieiiiRecoids ·· 

· i'iepiiiY:coiiiiluierAssodaies
ciiriiiect iii si> canada Network 
si> canada i'oolsi'eam to build cA inirasiructuie servers 

··········· · cA iriirasiiliciui!i 58iiiil is camiiieie 
si'Ms calgary ~ sili:Uil sfi Anii viius iniiasiiliciure 

ti:ia a:ff..ioii 'os f 
Wed a4 f..iov'b9 ' · 

' · ···· ··· 1 day : ··· · ·· · · rlie.o:i Nov 'as: 

1 a days '·· · · tlie fiNciv ·69 ! 
···· s days 1······ · · ti:ie15bec'o9 i 

2 days: Thu 17 Dec '09: 
0 days ' Thu 17 Dec '09 

20 days : .......... Thu ii bee 'o9 r 

379SS Prov! 

··········· si" sr>i 
.............. 3Bfr,.··· ................ SP"I 

, ................... i 
387: SP i 

... 393'''' 

394,162' 

.. ~~\ SP; 

1 
·~pl 

SP; 
sP! . s~J 

39s,·........ ~~~ 
•• w 396' SP i 

:i9o.s7 sr>\ 
·-399-- ········· ···························· NA'. ············· sfMscai9ary:sei:UiJE'veiiiio9coiieciianiooisei 

Wed 09 Dec '09 , 
···· wed1soe.e: ·a9: 

··· Tiiu 1 toe;c; ·o9 
l'ri2o f.liiv ·o9 

····· ····· f'ii2af.lov'os' 20days: Thu 17 Dec '09: ............. :iso:st:w ....... sr>i 
sriVls calgary~ ei:iikt NeiWoii<iooiset · 
si'iiiis caiiJary : sliiiCi 5iora9e-& i'iaci<liil iooisei : 

................ N'AL · · · · ·o6iaii1 aili>iovaiia iliocuie.haiCJWaieisoiiWaie tcANi ··· · 

· · ·Fi'io4 bee •69 i 
·· !=ii64oec'09-

Fri 04 Feb '11' 
Fri 04 Feb '11 : 

. .; .... 
10 days, Thu 17 Dec '09: 57FS+25 days , 
iii CiaysJ········ Tfiiiiibec'o9T. ············ s7F's+25Ciays: 

· 7sliiil's ,··· 

··· ······ NA: · ·············· ················· ordei'Hwisw · .......................................... 

................ ;. 

4Ciays: o~~:;;:;~j .......................... :;;~~::~:~;::- ............... , ........ ~::1 ··· i=irifl'eb.'fi , ..... ···· ·····wsaa;;s·:· ·········· Tfilii: 
....... f.lAT 

NA-

NAL .. 

NA 
NA! 

NA-

NA' 

· ······ HWisWbeiiveieCi 
Set-up - STMS Interior 

sctiedule time witfi i=aciiiiy arid netwoi'k· j)EiiSannei 
············ Oi>en ch!in9eiVlaiiaiiemeni Records · 

bailioy · 
···············auiid aiVEiis········ 
····· ···· · oi>swar!i lnfrasiruciuia seiup iiicorriiliaie · 

· ············· ·· s&i:ur; ~si'r.:isliiierior 

·············· ··························· ····· scfieiiliieiiiiiawiih l'adiiiY'aiiCii'ietwoi'kiieisaniiei··· · 
• m • •••• ••••••• open change iiiianagem.eni Records ..... 

. .. ·············O'e~l'iOY··c·ompUt;ir·As·s·oCiat ..................................... . 

carinect io sP canada Network · 
· sf> canaCiatooisteaiiiiobliildcAiritiaiiiriJCii:ireseiVEiis ·· 

··· ··· ··· cA iniiasiiliciliie seilip Ts comilieie · 
········ ··········· · sriVIs ii1ieriar:sei:Uilsi'Aniiviilisiniiasiilicilii8 · 

stiVls iiiierior: siift.i> Evenilo9 Ciiiiection iooiset · 

FiiafAj)i'ii : . fCiayJ Friofi\j)i'Tii 
Fri 01 Apr '11 i 15 days; Thu 21 Apr '11 

81 sF'j 
· ··· fi:i8i:l5Aiir·11 1 day i ···· ···· fuiibsiilir '11 

· WedosAiii·Hr · 1adaysr ········· rue19Aili'fi, 
2 days 1 . mom 'TfiiJ'2fAJ)r 'H +·· 

407' wow ~~~ 
omom 

0 468 :• SP; 
················469' sfil 

· tiCiays Thu21 Apr'11 i 410; sF' 

Fri 01 Apr '11 : ...... 2 days· l 
· ··· ·· i'ue65Aili 'if; ··· ............ 1,, ... d.,.a .... y-... ,,, ..................... "', .... .. 

weCi·asAili'ff. 16Ciaysi ·i'ua19Aiii'HT ·· ······ ·· 414; '•••••••mOmo•l 

SP1 
. ... sPI wect 11 May '11: ···· · 5 days'····· flieT7May'i1 ·· 415;184 

Tfiu19May'111 
. ·········· Tfiui9May ·11' o days: 

...... '··············· Fii22Aiir•1iT ............ 2odaysT 
······· i=ii22Ailr •ff; ..... 

20 days' 

i. 
Thu 19 May '11: 
Thu 19 May '11 
Thu 19 May'11: 

417' 
.... ·····s~J 

SPI ...... I 
SP1 

. sF> I ___ , __ , ___ ;..:__ ___ , __ ,, ___ , _____ ,, __ ., __ ,, __ , _____ .. __ , __ ,_, ______ ,,_, __ ,_,] _______ ,_,._·_ , _____ _._, ___ , __ , ____ . ----.. -------.. ------·-· .. --... ..; 
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V0.8.4_STMS Schedule 10-Transformation Plan 

ID 

STMS Interior- Build Network toolset
STMS Interior- Build storage toolset 

m m Shared File and Print Redesign ProJect 
······iii/.\··: ·· ············fiioJecffiiaii·;:;c;tyefCieveiaiiecf!Hmlii9io.iJecon!irmear 

fiiAT ViitiJiiZ:aiioii P:ssesmeritaiia iliiaiaiioii Plaiiliiiiii Proie<:t 
III:A' · esiabiisli server test L:ali torketresh ·· 
NAi 

················jljp;C 

NA' 
.......... NAf 

.... NA: 
............ iiiAT 

Establish lab space in Victoria BC 
· ····· oiaaiHariiwaie ·· ·· 

.. Build si> siandaid server Eiillironment .. 
toniiim 1ab build io ineeipro)ect requiremenis si9ii::Ofi 

···· estiliJii5fiViltiiaiizailoi1 Asseiiielii alidl.1i9raiioii !lialis 
· ·· · · · viiiiiaiizaiiaili\sseiTieiii a-;:;a Mi9iaiiaii Piaiinin9 siaii:Uil 

iiii\'i ········ ····················m·mViituaiiiaiialiAssemeni'aiidilii9iai'ialisiiJCiv ·· 
·· iiiA ·· · ·· · oeiiiveiaille: Reierence Aicii~eCiure · 

NA 
NA 

..... j\j)i.; 

· ·· ·· Deiiveiaili&: Reciimmeiicied source iii tilr9eiReiioi1 
·· viitilanZaiionalic:filii!iriliiiiri iliuiiJ-vear Pian o&veloilli ... ilit 

Deiiverab'le: Mulii:vear virtuaiization and Migration Pian . 

Start 

Fri 06 May '11 · 
Fri 06 May '11 

Tue 06 Oct '09 ' 

Finish I Predecessors Resource j 
+·------~~-~~--~~N~a~m,es ! Thu 19 May '11 i 81 FS+25 days SP l 

Thu 19 May '11 ! 81 FS+25 days SP I 
ed 19 Jan '11' 

Tueo6oct'o9 iiffiaiisi ····· Weii19Jaii;1fi · ·· ······ sss+?iiions! ··· sfi\ 
········· 1.1iiii3of.lili'os: ·····1oifdiiy5T ·· ···iliaii1oAiiii;o!lT. ................ • ............. .. ! 

Thu o7 May ·os: 24 days ' tue ii9 Juri ;o9 ' 319' 
Tue 02 Jun '09 · 5 days i Man 08 Jun '09 ! 44 

······· "· tiilioiMay;os'·· ··············1eiay: th'i:iai'iVia;;;a!lt ········ 44i's:ao days\ 
. ... Man OfJi:in ;09 . . .. fi:iay· .. . .. Man ofJun ;ii9T ..... . 44FF 
······ ···· tuEi o2 Jun ·tis ; 
· ··· · · tlie os Jiir. ·o9 .. 

sdays 
1 day: 

········r,aii3oiliar•o9i ······1oifiiays· 

Man 08 Jun '09 ! 
Tue 09 Jun '09 

........ .l 

SPi 
·············sP .. ! 

spi 
SPI 
si>i 
····! 

man 
Man 10 Aug '09 : 
i'ili:i23Aiir;os! s: sPi 

· · · i=ri24.A.iir ;ii9 i 
···· Fri 24.A.iii;ii9: 

'Fri i!lJuii'o!i 

· ... :!'mons'· 
·· 2niciiisi 

·· thu iaJlin;os 
· tl1ii1aJuii;o9 

· 4o ciays r ·· ·· · Moil 1oAci!i ;o9 

2 mons Mon1ilAug ;<i9T 

. 433: 
'433'' 

. ....... ~PI 

SP 1 

SPj 
sPI 
st>! 

NA' 
NA! 

Diiiii!Eiiaiiia:··;ae;;;iiiicaiioii.oiAiliis·a:·oaia'itiai'ITii:i5i'ili'i9iaie.witiiMaiiiiiame.seiVicas 
DEiiiveraiJie: cancurieiiceariiii5i camniliiea·Aiinuilifiiari (2Mi9rationWailesi 

· i=iiisJun ·as: 
··········· · i'iiisj;:;r,;as: 
···· ··· · i=riisJun ;as 

. . 2 mons! 
40 days: 

.....•. · ... · ::1 
I 

Man 10 Aug '09' 
' ..... ~ .... 

· ··· ··········· iiiP:T ···· ··· ·········· ··· viitiiaiizaiiaiiaiidMi!iialialiililiiiPieiari'iaiioeveiai>ili'iliii ···· ········· i=ri19Ji:iii;o9' · · 
NA i=ii1!l Jun •as ... 

· ········· NAr ············ ····· · oeiilleiatiie:cCinclirrenceonA"iiiis&Daiaiiiaimi:isinii9raiewiiiiiViaiiiirame services ······ i'ii19Jliii;as··· 
··· 2iiiaris: 

2ili'Ciiis' 
· · ···· · NA : ··· ·· · · ·· ···· ··· · beiiveiailie: cCincliirence onifrstciiiiiiii.iiiea·;o;;;iii:iai i'ian (2Mi9raii0ri Waliesf · ·· · ··········· ' Fri 19 Jun ·o9 · 2ili'oiis , ..... . 
. ....... NA . Fieiii'servicesi'raiisiormaiioii .. . . .. m . Mon 30Mar'o9l . ·········fllav:· 

· Tiiavi ············iliA··: ········ ·················F>iovfiiii'si'wiihwaiTani\iiiiioriiiaiioiitCii'ii)dsiiiiii··sc:··Governiiientserviiis .. ·· 
''''''iiii-\!'''' Assume responsibility tci'i provisian·Ot ma'intance and other related Field Services 

NA • Storage Management & Back-up Management Transformation 
NA·t · ·· "i"nstaJrservi·ce .. p·rovJder TOOi'kit .. o·n··proVirlCtdntrastn.~ctu·re .... 
NA, tooisTraiiiln9 <i:e: Ecc:Reiioliiii9;9icT 

········· iiiA ··················· ·;o;ddsi>siiii1Ciaidiaais ··· 
NA·t··· ···································R·emove··ex·istin·g·"too·is··as··re·qu·irea···· 

iiiA r ·· sf' sact<uii and siora9e i>iocesses iuny lmpiemenieei 

NA 
NA' 

bevel ail Managed sioia9e ailei Maiiaiieii saci<uii oiieiaiiiig iVianuai 
···siMs oaiaceiiiri!s 

·················m·stilis·o;;!a·ceiiire··~··c:;ai!laiYsili'ril!ia·&-·aai:iiliii .. ilisiaii'Proli!ci 
HW/ W ordered 
Upiiaie Diieraiiii!i Wiaiiuaifoicai9aiY 

··· HWisw oeiiveiaii 

insiaiiiiew si\iii sw~cfies ·· 

···········r;;c;n·aoiVi;;r;oe'··· 

Mon 30 Mar '09 ' 587days 
· ········ ·· ···· Pilaii 3il iliar ·o9T · 11 ii Clays 

......... Man··sci"Mfi'r •0'9 .. :.. 56 days 'f". 
··· · i=ii 24'Aiir ·as · 90 days ' 
· · 'flie'14JiJPOs:· 31 days' 

... :... Moii24Au9·os' .~ .... 0 days i 
.................... ,........ Mon 30 Mar '09 ~ · · ... '1"1'6"dSYS"i ·· 

Mon 21 Sep •os : · 458 days·' 
·····Niaii21si!il'o!l:···· 

ep'09' 

. ~ .... 
11 days i 

....... l .... 
21 days: 

...... J .... 
10 days' 

Fri12Jun ·osT 
""""'""'""'' Man 24 Aug '09 : 
......... .; ....... 

Man 24 Aug '09 i 
Man 24 Aug '09 

.j. ..• 

Fri 01 Jan '10: 
Man 3il'Nov '09 ' 
Man 14 Dec '09: 

............................ ! 

Provj 
438SS • ~r~vj 

·· ·········· · 439sii'' Prov 1 

· · ·· ·············· · · 440Ssi · Piov! . ..... l 
mgt .......... fiiov ! 

·I 
s! .... s~l ........................ 452FF .. ,... SP , 

126' sF>i 
· ···· 4s2F=i= ~pj 
..... "si SP 1 

4s7Fs+22 Ciays,s?' 
155,401,57 ' 

'459 
461 

i 
l 

........... { 

······ ·.··········-~~~ SP, 
········ sPi 

·-------·---HO;.. __ ,H __ ,,.---.. ---·--·--.. --·----H-OH---OOo---000---···---·------·-----·j--··--···---···-·--·--· .. ---.,:. ____________ H,.:._ ___________ _;,_ __ HO--OO...J 
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V0.8.4_STMS Schedule 10- Transformation Plan 

ID Constraint Date i Task Name Start Duration Finish I Predecessors i Resource i 
1 __ J__ __ , __ ._,_L Nam~ 

f-46=3,..-1f- NA i Install new backup EDL's Mon 02 Nov 'OS 1 day t Mon 02 Nov '09 i 459 ' SP ! 
NA · Install new backup master & media servers Mon 02 Nov '09 1 day : Mon 02 Nov '09 t 459 : SP i 

·· iliA · 'iiisiaiiiiewiliici<liP'iai'eiiilraiY ·· · ·· · ········· · ·········· · Moiia2Nov'as· ····· iaii;;' i.iiCiiio2i\iav·;a9 1 ··· ·········· 459 ··sfi! 
·································· "NA: ··························· caiifi9liiebackliP'ioils · ················ ········································ ····· ········· ·· ················ ······················· ···························· • wed o9 Dec 'o9 ········· 2 days: iiili 1obec;o9 ············ si> i 

··· t:lA' fiisiEDC&fiiiP'eLibiiii,Y;sANswiiches, sAi'isioiiiigeAria)is Fri 11 Dec ·o9' ··· s Clays' ··· fhuiitiec;ti9 · sfil 
i\iA' tesisii8iiisiieRepiicatian Fri18tiec;o9: · 3days' ········ fiie22tiec;ti9 461' ···· sPJ 
NA i Sign-off by SP that Infrastructure is ready to receive data Wed 23 Dec '09 . 1 day : Wed 23 Dec '09 i 468,467 : SP 1 

····· ····· ·mNA' · · siiiii:Oiiilyfiio\iiiiceihaiiiiirasiiiiciliieisreaCi;;ioreceiiieCiaia ·· ·· w;;a23DEic;o9' 1 day: · weCi23oeC:'ool 469ss' ·········· rrov! 
NA'' . .... Coniingencyiime . fhli245ec;o9' 6 days; Thu 31 Dec ·os1 470' .......... sf' I 
NA • str.isoaiiiceritre~ lnterior.sioraii·e &saci<i:iil iii&t..lii>roject F'ri 1sF'eil ·11, as days! Fri 11 Jun ·11! i 

. ;. . ..... s··.·p·.·.·.··.·.·,!.i NA: ······ ···· HWisWorderei:i ·· i'ii1si'iiib'if' 1iJa;;r f:iiisf:eb;11 s1Fs~of:iays 
.L. NA • UpiiaieOperalingMaiiiiiiifof'iiiieiior ·········tfii.io3Mar'H: 1 mon • ........... Tiiii31Mar;11 .. 4i55F~fiiay, SP i 

··· t:lAi · ··· RwisWDEiiiveiaa· ············ ········································ · ····· F'rio1Aili'11i········ iaa;;!·················F'iiiifAiii;irl········473i's+23aa;;s:ar'·· sfii 

i'iAJ ·····iiisiaiissMsmoiiiioiii19&maria9eii1EinteiiviroiiiiiEini ' Fri2oMay'11, iiida;;s: ttilia2Jun·;ii: 422:177;91: s
8

····Pi>
1
\, 

mliiA•···· insiaiiiiewsANswiiCties Men04Apr'11 i ii days:········ Mori18Apr'ii/· 475 
'fJA' ··················insiaiiiiewstiiia9ei\rrays. FnoaJun'11i 1iiiays 1 f:ri17Jliii;111 ·47s' ···sPi 

NAI insiaiiiiewbackupEDL's'' t Mon04Apr'11: ''''''''''fiiay '''Mano4Apr;111 ''''''''475T ..... · sPj 
············ ·········· liiAi iiisialinewbadiui'masiei'&mel:iiaseiVeis·· ·········· ············M'Ciiio4iiiir·11: 1 day, · ········Maiio4Apr'11 t ·· 475 .... sP i 

1·--:::c:-·+....... . ........ i. . -~·-·· !.. i NA · ············································· iiisiaiinewiliiciiliP'fai'e'LiiliaiY ····························· ············i.iianii4Aiir;11. 1 day' ··· i.iioi1i:i4A:i'i'1i ···· ··· ············ 475·.····· ······· si>i 
········•·· cCiiifi!ilire backup]oils Wedhi.iiaY' ·11 : 2i:iays Tiilii2Mav ;11 , 479,480, 1e4, ·········· si>l 

tE>siEDC&fiiiia U6rar;;: sAt:iswiicties&si\i'i si'OraiieiiiTays · ···· ··· · '····· we;a 11 Ma)l'i1+ s days , · tliEi 17May ;11 i 4ts:48a;4s1:184 ···· ········ · ············ sf'·! 
NA' ··········· fe5\sii8\cisiieReiilicaHCiri Wed18May•if' adai/si Fri2DMay'11: 483. sf>! 

·· ···························· fJ'A: ························ si9i1:QiiilllsfiiiiatlnlrasirliciureisieaCii/ioi'eC:eivei:iaia ······ iJioii23Ma)i;iiT ····1aa;;: ····· · Moii23i.iiai/;iiT. ··· 4841.. ~fil 
· · · ····· NAT ················· si9ii::Oiiti\i'ProvfiiceiiiiiiiiiliasirliCiiireisieaaYioieCEiive<iaia· Men 23 May ·11' ······· ·············· faiiY:··· Moii23M'a\i;i1T ··· 4asss: Prov: 

................................. t:iii: · ·caiiiii19eiicY'iiiiie · ··· ·· ' i'liEi24"Ma;;;1i"i ·saa;;s: ········· i'ue31iJia?1fi ·· ········ 4Bs: ··············· sill 
!.~. . : ........................ ·' ................................. J 

NA! iifieiHoiiiS'siO'rvicepesktiansfOrmationioj)tionaiPioiecii ·········•m mm . "r.1on30Mar'ii9!' m 81daysi ...... Wed15Jiii'o9T i 
···································· 'fJA: fiiiC(FiraCEiss'iiile9iiiiiionAciiviiiEisj ······ · ······························· Mon3o Mar'a9· · tii923Juii;o9! · ··sr· ·········· si>] 

NA • Support SP with P.I.A (Process Integration Activilies) Men 30 Mar '09; Tue 23 Jun '09! 489SS Prov i 
NAt ············· ei<rVisirri!iiemeiiiaiiciii i.ili:in13Ji.iii·os' ·· ttiu23Ai'r'oiil · sFs+ioaa;;s ······sf' I 

' ···A9eiiiiiaiiiiii9coiiiiileie ·········· 'i'iiii1May'as' i'ii2sJiin;os1 ·· ····· sfi! 
••m•• Acb imiii'emenied' . . m iJii:iii"oi"jiJii 'osi .. 22 days: Fri 26 Jun '09: .. SP I 

.................. t... ...... cusfome·r·Acce·pi'ance .... · · · ............ Mon .. tffJ'lin·io~rr · 22 days·:.... . ..... · ..... .. .......... · ............. , ......... ·· ............ "S'F~ .. I 
···AfleiHauisseiVice oesl< Golive(daieia beconiiimedf.. ······· w;;a 1s.JiJ1 •iig ;· ··rCI;;;;j· sfi I Wed 15 Jul '09 i 

. mNA i ........ SecuritY fraiisf'omatioii . 
·~ .. .. 

NA 

NA:. 

NA 
NAt 

..... Review .. p·rovince .. privaegecnrrM~inage·m·enrp·oncy .. & .. proced'ure·s· .. · .. ·· · ......... · ............ .. .......... ................ ! .... .. 
· ··· Deveiar> a iiian ia imiiroveP'riviie9ediD rviaiia9ement 

beveiaii ;; iiiaii tc;· improve priviie9ed lo Management 

· r.1oii3or.1ar'o9' ··· · 'is41iaY's! 

Tue 09 Feb '10: 
fueosf:eb;io' 

··· ···rViaiiiiii'eb;i1' 

261 dai/s; 
261 days! · 
262 days: 

· · ········ fJA:i ············· ······ imiiieiiieiiia9reediai:li'rovedeiemeiiis'Oiitie imilrovemeiiiiiian ········ ·············· ······················································· ········ iVi'OiiiiiF'Eit>;iiT ·· 262 days i 
... ,i .... 

NA' Odays 
, ___ , ___ ,, __ .,.;,._., __ ,. __ ,, ______ , ____ ,, __ .,,_, __ ,. __ , __ ,. _____ ., __ , __ ~,-- .. i-__ ,., __ , ____ ,_,,..:..._, .. __ ,_ .. \ __ , __ ,, _____ , 

CONFIDENTIAL 

SP 
··············· fiioiij 

··········499:· ... sf' I 
sooss' Prov i 

500,501 : ...................... ~~~ 
· 5ii2ss · Prov i 

• ................. 1 

--.. --···---.. -~-·--... --..J 
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VO.B.4_STMS Schedule 10 -Transformation Plan 

ID Constraint Date j Task Name Start Duration Predecessors Resource i 
Names I 

Thu 31 Dec '09'! Security Information Management I Enterprise Security Event Project (to be ccnfirmed by Pr ~ Thu 31 Dec '09 , 0 days i 

Finish 

Thu31DeC'09 j 
Thu 31 Dec '09 

SP 
SP Thu 31 Dec '09 · Payment Card Industry Data Security Standard Compliant Infrastructure Project (to be ccnfir! Thu 31 Dec '09; Odays: 

·········riii:i'3f·oe;;:•as·:··· ······················· ·· ''fwoi'aCiais"/\i:iiileiiiiCiiiianfiiajiiCiiiii'sliiVice.i>iiiviiieii>iiviiii9edAccessiiailecanfiiiTied·; Tiili3foe-c:•asf iictaY:s' tilli31bec'oe' 
Thu 31 Dec •o9. ·· ·a days I · i'hL..3fbec;os-!"· · · ttili3'fo9c'osl "Two FaCiiirs Autheniicalion .. Project for Province Privileged Access (to be confirmed by Pro' 

· · · '··········· tu& 11Ail!i'osT 121i<iiiY:sT ····· IV\i:iii31iiiar;14: i ........... iiiii.T 

iiiii.' 
NA! 

viituaiizatioii & Miariitioil Project .. · 
.......... ·ci:iilimitted' Aiiiiuaii>taiif~ 1a%· seiVeril ... 

Committed Annual Plan1 Wave 1 (Pilot Wave) 
············· ······················ NA' ······· ··· ·· · or:dai'Rwiswtaiiiiiava·· 

NA·:··· ·············· ······························· ···D"ev·eto·p··oet"ai·iecr·i:;-ian·tor··m·igrat~or,-·wave···· 

NA: AiJprove beiaiieci fiiari ioi mi9raiianwave 
NA' iiiskriaiiil conliglir6HwisWileloremi9ialiaii wave ·· ·· 

E:xecliie migration iiiaiiia Province tics 
··············· iiiA.T · ········· ···· coiTimiitilllA.iiiiiiiiii>iaii1wavli2 .. · 

· ·ciie.iiicansuiiaiioii iai'e:coiiiiiiTiwave·c-oiiieni 
f.iA' 
NA 
NA:·· 

. Nl\: 

NA' 
NA) 

Re::Ciiriiimi waveconierit ··· 
orderHWisWiorwave 
beileioi> tieiaiiedfiiiiii iariTiiiiratioii wave · 
AiJprove Deiaiieci fiiari ioi mi9iaiicinwave 

····· ···· instaiianct corifi9liiEiRwiswiletare-iiii9iaiiaiiwaliii 
Execute mi9iaiioniiiaiiia cai9aiy oi firiivince Des 

······· ·· NA.: coilii1iiiteCiAniiuiiti>iiiiii:2o%otse·iV&ril··· 
tL.aoi bei: ·as Refine a nil AiJpiove secoiiCi comiiiiiiedAnnliafi>lan of !fie Muiii~vear Plan···· 

Tile 1fii.ll!i'ii!li 168 days' Wed31Niiifi1o I I 
A •og 1 4d ' Thu 31 Dec •ogl ! 

. Tue 11 ug : 0 ays f ....................... S .... P ....... ,i · · · ····· · · tile 111\li!i'oa : · · 1 day : · Tlieifi\liii •asT · ··············· ············· ················ 444 : 

. . ........ .;...... ..;....... r .... Wedi2Aug;o9T 1 man: Tue08Sep'09i ............ 512' .. ~~! 

Tlie68s9J>•o9i odays! ··-ri.ieiissiiii>'iisT· 513: Prov: 
Wed b9Sep ·as' 1 mont Tue 06 Oct •miT 512FS+fmi:in ........... sPI 

............. Wedb'tbcdl9T 63 days: Thu 31 Dec'OS; 51.(515' . sfi! 
··· ········ ··························· · iV\ori12ocl'o!lT 124daY:& • ··········· we;a31Niar'1oi·· ······· · '················ I 

Moni26Ci'as··· 1 mon: iiiliiisf.ii:iv'oai .. 524ss=3moiis'T ... si>j 
tfiuii5N6v'69T odaysj fi1u65111ov'ii9T sis Pri:ivl 
Fri06Nov'09! 1cta;;:··· ·· Fri6ifllliiv;o9i · 51sf············· ·sPj 
FriOONov '69T 1 mon thu63bec'09 I 524ss-2mons SPj 

······ ···· ttili o3 Dec ·os : a CiaysT ·· · Tiili o3 oe<: • · · s21 
·· · · ···· ····· ·· · Man oiDiic ·as : 

· ·· · i'iioi Jan ·ia ; 
····················· ' ·file .. ofoec:;o9·'· 

······~······ 1 man 
··· ·· s4days 

350 days! 
2 mons, 

............ ····s2liFS+1··mon ~ ... 

············ ·· ············ ··· NA.i ········· R:ilfinil&ileiAiiiiioliesecoileicommiit8ctA:i1ili:iili i>i&ilotiililililiiii~v;;~, i>ian · 
· ······ ·· ti:ieih bee ·os r 

i'i:ieo1oi!c'os, 
··························· iiiAT caiTiiliiiti!CiA:iiiiuafi>taii2w&vii1 .. 

··· iiiA. ......... ·oraa·r"Hwiswraiwii\ie ·· 
OOOO 0 OOOo OOOOOiiiAi OOOOOOOOOOOOOOOOOOOOOOOOOOO 00 OOooooobeveioii''beiiliied''pj8n''ioi"migraiioi1'wiive'''•OOOOOOOOOOOoo000000000000000000000000000000000000000000000000000oooooooo•oooooooooooooooo00••oooooooOOOOoOOOOOooOOOOOOOOOOOOOOO 

·················· iJA1 ··········· AiJilioveoetaiiedfiiiiiiiarmiiiiaiio·;:,v:;;;;;;; ·· 

NA: 
NA' 

"""""" NA 
............ ········· f.iA' 

.NA 
. iii.A. 

lilA 
NA 

Install and ccnfigure HW/SW before migration wave 
Execute mi!iraiion iiiaiiiacai9ary aii>iavincebcs·· · 

···e:omiiiiiieli.A.iliiilai Pianiwave2···· 
···ciierii<:Cinsliiiiiiion .. iore::confimiwava··c:ariieiii···· 
·Ra::COniiiiii.waveiXiriieni···· 
brciei HWiSWior wave 

· ·········· ···· DeileiiiiiDeiaiieii Plan iaimi9rationwalie 
Approve betaiiactfiiaiiloi miiiiaiiaii wave··· 

········iiisiaii .. ana·c:aiifi9lire"Hwisw·ilaioie.iiii9raiian·wava··· · 
· · ··· · · ExecliieiTii9ialiiiii ilian iii cai9iiiY oi firovinc8Dcs 

····· coinmitteil .A.iii1u.iifiiaii2wave3 
Crienfconsu~atiori torici:iriiiim waveconteni 
ReK:arifiim wave conieiii 
order Rwiswiaiiiiiave · 
l:ieveioii beiailedi>iariloiini9raiion wave ·· 

1 man' 
.. ..i .... · ······· ·····s24 •····· ······ WeiiscijiJn;ia.· ········ thli oii\iJr ·ia: 65 days' 

. iiili iniA.ilr;1ii ····· 126'eiays · Tiili3os9i> "ioT 
·························· Tiiii'osAiii;i·a·: ·· · 1miiii'. wed os May ·1o: ·s41ss:::lmons 

........ J .... 

thi:i oo Wia}t ;1 o 
•"'····· Thu 06 May '10' 

0 days' 
· ·· fdai/r 

···· 1iTiari' 

·········~···· Wed 05 May '10 i 
Triu 66 May "ibi 

535. 
536: 

wed 02 Jun '1 o • · · ·· a days Weii02Jlin 'io : · ·· ·· ···· 538 : • ~~~V.J 
·········· i'rio4Ji:iii'io 1iTian! n;;:;·o-iJiJiiia! ............. s37i=s+imiiii' sP ~ 

· rt.lio1jlif'1o ·· ssdaysT·· ····· Tiiu36seii;1Di ···· ········ ·· · ··········· 533: ·········· · si>l 

f:rio9jili'1o: 125 days' f:ii 31Dec '1o! 
Fii69Ji:ir';1o:···· 

···thlios.A.i:i9·1o···· 
·············i=iiosA.i:iii·iDi 

'i=iib6Ai:i9·1o:· 

·· ·· 1 men. 
0 days i 

··· fi:ta;;: 
. .s ... 

1 mon' 

· thub5Aug;1o i 
.... 

Thu 05 Aug '10! 
Fri 06 Aug '10! 

..i .. 
Thu 02 Sep '10' 

..... s49ss:S mons ;· sPI 

• ... Pr~~~ 
SP! 
sf> I 

~---·-···--···--···--··-·----···--···---·--·---·--------·-----------···--···--···--·-------·---·-·-···---·-·--·-·-··-- ··--·----... ...L. __________ _; __ ·--·-------·...L..-·-----------·-......;_ ___ , ___ .J 
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V0.8.4_STMS Schedule 10-Transformation Plan 

ID 

547 

Conslraint Dale Task Name Start 

Approve Detailed Plan for migration wave Thu 02 Sep '10 
Install and configure HW/SW before migration wave Mon 06 Sep '10' 1 mon: 

Finish 

Thu 02 Sep '10; 
' Fri 01 Oct '10! 

Predecessors 
546

1 

545FS+1 mon · 

Resource ; 
Names l 

Prov! 

sPI 
l .......................................... ,., ..... ~ ............................................................ "Ex···a···c···u ... t, .. e····;nr9raii'iiii.i>iaii.io·cai9aiY·iir:i'·iovii1c9··ocs· Fri o1 oct ·1o • ·· 66 Ciays: · ······ ·541' · ·· sPi F=ii31.oec'1o'1 ·· 

· slii1o2Jan'11+ 

NAi 
...... NAT 

NA· 

rliA 
iJAi·· 
rliA! 

NAi 
NA 
NAi 

NA 
rliA: 

Wed 14.Jul'10, 125 days: 
wed14Jul'1o• 1iTioii•····· flie1oALi9'1oi s57ss::3iiionsT · si>l 
Tiiei6Au9"10: .. iliia)is; fue1oAuii'io: . ssf: ..... Provl 

Mainframe ·mi'!;j'ratton·wave .. ·· 
·· ····· ciieiiiC:OiisliriaHoiiiare::Coiiiirmwailecariieiir . ·······························i····· 

.... : ...................................... ! 

Order HW/SW for wave Wed 11 Aug '1 0 · 1 day i Wed 11 Aug '1 0 i 552 ; SP i 
.. ······················ DeveiopDetaiiedPianformigration'waiie . m••·········································· ................................................ :...... Wedifiiug'ia' 1 mon' Tue 07 Sep'10 i .... 557ss:2mons ···················· sf>'i 

o days'·· Tue o7 Sep '10'1'.. .. ....................... 554 '· .......... Provl ·iii>ii<ai!Ei'oEitaiiea·F>ianioriiiiiiiaiionwava··· ·············· · ·····················tl.i667Seii.'1a······· 

1 nion we; a iis bet '16 sf' I iii'sta:liaiict ciii'ifi9i.ire liwtswberore ii'ii9raiiariwave · i'hi:i a9seii ·1o .· 
&eC:liiemi9ratioriiiiariiacaiiiar¥bc (toCMici:RaiiiieseiVers tfiatiiii.isiiiiiiiiaiewitii iii;' Wed as oct '16' 65 days r Sun 02 Jan '11.0: ......... SP . 

·· · ····· ciinimiit&ii Aiuiliai Piaii 2Wave 4 ··· 
· · ······ ·· Ciieiiiaiiiisi:iiiaiioi1 to ;e::caniiiiii.wave.conteni 

·· · · ·· ·· ·· ····· Re::coniiiiii wave content 
· ··· orderHwisviiiorwave · · 
· · tieve!Oi> Oeiaiied Plan ioriiii9raiiaii wave · 
·Approve Deialiect Pianloi iiiiiiriiiiaii wave 
insialfanC:t configure HWisvii iieiore iii igraiion wave 

·· · ··· ·· · ········ ·· · · ········ · · &ecuie iiiigraiian iiiai1iocaiiiaiY or F>rovii'ice oc5 

ci:mimitteCI Annual Pian 3 ~ :lo'Ki>i servers 
···· ·· ···· · ReiineaniiAP'iliovei'ilird carilmiiied Annuaff'iaii oiiile MLili~vear Pian ·· 

. Refine and Approve Tiiird i::oinmiiteC!Anriuafi>iari oiiileMulti-Year Plan 
· ·········· ci>mmilti!Ci Annual F>iai13Wave 1···· 
·············· · ordeii-iwisWior wave · 

·· ·· Mori1foci·1oT 126 days; Thu 31 Mar '11: 
Moniiot:t'1or iiTion:······ i=riasiiCiv'1aY ············sssss:3moris sp 
Fri 05 Nov '10 . . 6da)isT om • "i=r''i" o';'5'"',N'"'o""v'"';,··1·o"+,· ....................................................... ,5,.5.'"'s"'""'""""''"""""''p"r''o""v'"i 

Mon 08 Nov '10 · ········1 day · · Men 68 Nov'io ! ... L 566 sF' 
Monoiiiliov"io' 1 mon Frib3bec'ib i s65ss-2mons SP 

··· ss2f · i'rov l · ··Fri 63bec'1o 
····ti.iea7 oeC: ·1or 

· 6 days 
· saiiif:ian 'ii 

············ ··············· ··· ·· ·········sati:iiJan'if 66 days' ······ ···n;i:i31Mai '11 t···· 

Fri:lo Mar '12! w!!d ii1 bei: ·1o 3so days ; 
· ······ •···· Weciofoea'ia: 2iiiori5T 

··· we<t o1 iiec ·io • 
j .... ··2mons 

Fri 21 Jan '11 ! 

Fri 21 Jan '11 ' 
114tiaysi· ....... ''illu3iiJun'i1 r 

·· ······11laiii · Mon 24 Jan ·iff 

' 561 f's+fmon , .. sf> ' 
54s ············sF>! 

······I 
....... sF>! 

··ss7ss i'ravl 
j 

····· ············ · ·············· rliA : · ···· ··· ······ ·· ·· · ··· · ····· ·· beveioiibetaiied F>iaii ioi iiii9raiion wave · 
·········ssi' .. . .~~~ 

f.'iia4F'eil'ii ······ Tiiion' ········· iiilio3Mar'ir:·· ············ s74ss:2mons: sP, 
. ' 

rliA' Ai>i>rovetieiaiielli'iaii ioriiiiiiiaiionwave ···· ································· ····· tiilio3Mai'11··· 6aa;;s: ········· iiili63Mai'H! · sifT ··········· Prali! 
··· rliAT ·· · · ··· ··· ······ ········ iiistaiianiiconiiguieHWisWbeioie iiiiiiiaiiaii wave ····· ·················· tlie22F=eti;:fr · ··· frilan i Moii2fMai'f1 .. ··· ······· s76i=s+friion: ················ sP] 

NA; 
NA' 
NA' 

····················rliAi 

NA' 
······rliA' 

.............. iii'.i. 

Execule migralion plan to Calgary DC or Province DC or Interior DC 
carrimiiteli Aniiuai Piiiii 3Wave 2 

clienicoiisuilaiicin Iii re::Coritirm wave content ... 
......................... .... R8::COi1fYfiTl"·wave··contenr·· 

·· ··········· · or'derHWiswioi'wave 

oeveiail beiaiieci Pian lor migration wave 
·· ·· · ·· · Aiiilrove o8iaiiedt>iiii1 ror ffii9ratioii wave 
········· · · iiisiaiiaii'Cici:iniiiii:ireHwiswheiCiie miiiraiiori wave · 

Fri01 Apr'11 
iirioa Apr ;11 • · 

· · FribBiipr 'if 
···········rfil.i'osMay'iT' .. · 

.... . ·.... .. F'ii66MaY'1f 

65 days' 
··126<lays r 

1 mon! 
0 days! 

.. .,; ... 
1 day' 

............... fmon 

02 Jun '11' 
Mon06Jun'11: 

. mo days! 
·· 1rilaii'··· 

Thu 30 Jun '11 
iiri:iosei> ·11 

·· i'iii:iasMay 
.. Tiii:i65May 

EXecute··migration···pian .. to .. caig·ary .. O"c .. or··i·nter·ior··D"c··· · ...................... · .............. ~···· ........... FrrorJur .. fr; ................. SG··aays··~· .... · · Fri 3o sep '11 l 
·······commi"ttecrAnnuaf'Pian·3··wave .. f.. . ...... · ............. ..................................... Mon 11 Jul '11 , 12s days i .... Frr3·o·be·c··i+f1 

565' 

·· 58255-3 mons j · 
. 576i 

•••••••• 577 'm 

· ss2ss:2 mons 
............ 579'' 

· ·········· · s7si=s+fmoi1 : · 

SPi 
; 

I 
sF>! 

........................ ..! 
Prov l 
. sF> I 

cuiiniC:onsu~aiioi'i tore:Ciiiiiiiiii wave content Mon 11 Jul ·11r 1 men·· i'rio5Ali9'11 ! 5soss:3irioiis: sF> I 
········· 'NA' · Re:.CiiiitirmwiiveCCiiiieiit. F'ri65Au9'11T odays Fri05Ali9"11! 5a·fi ······· Piiiv.\

1 

NA • orderHwtsw!orwave Men iisilli9 ·11 ' 1 day t Mon o8 Aug '11l 585 ·········· sf> , 
·········· ··············· NA;.. · ·· ·· beveiai>Deiaiiellfiian·riirmigrationwave · ·· · ··········· ··m ' Mon6siiug•i'ii ··iffioi'iT Fri o2 sep ·1iT ······ ······ ssOss::imoriS ··· sF>·I 

NA ' Approve betaiied Pian iormigraikinwave ... Friil2Sep ·H T .. 6 days! Fri62Sep 'H 1 587 r .. . . Pro\i i 
··--·--.. ·--···;_·~--... --.. --... --·----··---------.. ·--···--~----- .. --.. --.. ·-----' - .. --·-----'----·---· ----.. ·---·--J.__·---·-----··--··-·--·-·-·---' 
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V0.8.4_STMS Schedule 10- Transformation Plan 

ID 

589 

Constraint Date IT ask Name Start Duration Finish L 
Install and configure HW/SW before migration .;;ay;;----·-----·----'---,.Tc:u::e· 06 Sep '11 1 man·!-: ---:M"'o-n-=o3~0~c7t '"''1"'1. j 

Predecessors Resource j 
Names · 

. NA 
.... NA' 

NA .. 
.NA 

NA 
.. . ... ... . .. riik 

NA. 
NA' 
NA' 

rtiuoi bec'11··.· 
NA' 

riiA. 
NA 

... NA 

NA: 
..................... Nii_ 

NA! 
......... NA' 

NA, 

.... rilii'l 
... f.JA! 

NA' 
., ... 

SPi 
Execute migration plan to Calgary DC or Interior DC Man 03 Oct '11 · 65 days : Fri 30 Dec '11 i 

586FS+1 man 
582. sPI 

.................... { 
· · commiitedi(ilili:iilii>iilil3Wilve4 
············ ············ciieiii'ciiiisuliaiiiiii.iore::COiiiiiili'waveciiiiiEiiii···· · 
··········· ·· R.e::Ciiniiiiii wave caiiieiii ···· · 

··order i-iwiswiorwave 
Develop Detailed Plan for migration wave 

··· ·············· iiili>roveDeiaiiecir>iaiiiarmi9raiianwalie · 
··· ··········· iiisiaiiiiiiicfcaiifi9ureHWisWbelaremi9iaiioiiwave 

Execute migration j)ianio Calgaiy be adnterior be . 
committeci Annual Plan 4: zii% ot servers +4 "Migraiion::Only'' waves 

Refine iinci Approve Fouriti CommiiieciAiiiiual Pliui oiuie Mufii:vearPian 
· · ·· · ········· R.efine aiiii"i>:pprove Foliith commiite.i ~>:iliii:iilii'>lan of ihe Nii:iiii: vear Pian 

Order Hwisw ior wave 
beveiai>· o!iiailed Plan ioimi\iraiion wave 

... Approve beiaiied Pian.foi migration wave 
lnstalfanct configure liwiswbetore m igraiion wave 

············ &ecuie mi9raiiciiiiJiaiiiocai9airoc or iiiieiiaibc · · 
cC.mmlited'.ii'nnliai Pian 4Wavii2(iriciild.is"i.ii9ratian:oriiy" wave 2, 

······························ciienicoiisi:iiiiiiioiiiii.re:::COnfiiiiiwaveci:iiiieiii···· ·· 
Re.:Coiiiiim wave C:i:iiiieiii 

········· OrCieiHwiswii:irwa\ia····· 
· ················ oeveiaiibeiaiieli r>ianiarmiiiiaiian wave··· 

Approve Detailed Plan for migration wave 
··················-iiisiaii.and.coiifiiilire.RWisWtieiaiemiilraiionwave·· · 

Piioi11iiOC'i'11 125 liays+ Fri3iiiliar'1i+ ! 
· ............ , .... · Man 10 Oct '11. .. ........ f=m:=a·:n '! ....................... ,F'r~'i·;:o;·4, ... ,N,;a::v·: ... ;::;·;, ... , ......................... ,,,.<><><>::;; .. ::::·:;;; .. ·i· ........................... s,;·<pi'!, 

· i'iio4Nov'1f. · oda\is' fiiov! 
Man 67 riiav ·11 · 1 clay : Mono? Noli '11 • 593 ' SP I 
Man 07 Nov '11 1 man i Fri 02 Dec '11 \ 598SS-2 mons SP i 

· Frib2bec·iT· ··· oCial/sf Frio2oeC:·iiT ············ sss: ·· i'ravl 
............... tu·e··ast5eC i'1T·;.. 1 moit... . ·········'M·an··o:fJiin··i1'2·t· ...... 594·F~~f+fm·o;; .............. s·p .. j 

..;. .. ..... i 
.. Moiib2Jan'i2 65 days: Fri 30 Mar'12: 59b SP i 

.. ···ih'U .. 01 .. 0e·c '1·.;·· 347 .. days Fif 29"Mii'r i13+ · ... 1 

tt1uo1 bee ·11: Wed 25 Jan'12: . 'sPI 
ihiio1Dec'11: wi.Ci2sjiii1'12' siioss: P'rovi 

. ihii26Jan'12 112Ciaysj ...... Fii29Jun;iz1"· ...... mo .... I 
ttiu26 Jan '12 

· Men b6Feb '12: ·· 
Fri 62'Mar '12 · 
i'd24 Feb '12' 

······· ·········· iVioiiil2A[)r ·12 

· i.iiin os i>:iir ·12; 
··· ·-··············iViano9.Aiir.·i2' 

Fii64May •12' 
·· MoiioiiViay'12i 

i'man: 
·~ .... 65 days' 
.~ ... 

125 days j 

1 man 
Odays: 

····iaay\ 

ihu 2s Jan ·12 , 666 ·· · · sPl 
Fri62Mar'i2:. s6?ss::2 mons' SP i 

··· Fri62Mar'i2 
Thu 22 Mar '12: 

... L 
Fri 29 Jun '12' 

iiri 2s sel> '12 \ 

..... ! 
664: Prov i 

· s·a3·Fs+rmon ... s·p I 
···········. 598 ········· sr>l 

·l 

. s .... P ....... ,I ··········· sisss:3moiis··· · 

· sii9: i>ravl 
· · sio:·· · · spl 

· ··· ·· si sss:2 mans ' · · · ···· sf> l 
s12: r>iovl 

... +.rm·on ... i"' .. .... ................. S.Fd 
·· E:xecliie.iiiiiiiaiioiiiJiai'itocaiiiaiY"Dc·a;iiiierioi-oc .......................................................................................... + ...................... , . ., ·· · 6oi' ·sfij 

Committed Annual Plan 4 Wave 3 (includes "Migration-only" Wave 3) 126 days: 
ciierilconsuiiaiioiiia ie:::Conliiiiiwavecoiiierit . 1 man+ Friii3Au9 ·12. 623ss:J mons spi 

NA' Re::coiiiirm wavecoiiteiii . Friii3iiug •12 0 daysf Friii3Au9'12i 617: Prov I 
. .. rilii': ...... ·ord"eiRWisW!oiwave .... ' mm··Mon 66ii'uii'12'l 1 day : Man 06 Aug '12[ s·i·a : SP ! 

NA' 

. . . . rilii' 1 . ... ........................ beveiaj).tieiaiiedPiaii!aimigraiioiiwave Maii66Ali9'i21 1 mon 1 . Fri3fAu9'121 ·s23ss:2moiis. sr>i 
NA: Aiiiirovebeiaiieil'i>iiiri!oimi9iaiicinwave 'i=iia1ii'iJ9 ·12: ··· · oCiays Fri 31 Aug ·12: 62b i'ravl 

· rilii: insiaiiaiidcoiiii9lii9RWisWi>9iai6mi9iaiioiiwave ' Tueo4sep'12~ · Tiii'iin' MoiioioCi'i21 sisi=s+imoii: sPI 
Nii' ·········· ExecliieiiiiiiraiiiiiiiiiaiiiacaiiiaiYDciiiiiiierii:irDc Mano1 oct'12: · ooail;;si fvli:iii3f6EiC''12; ······· s1s'········· si>i 

········ · ·commiitiill'i>:ililllilii>iail4Wave4(1iiCililies ''Piii!irlilioil:oiiiy"wai/94\.. . . :fueiisOC'i'12 ··124daysi Fri 2s Mar ·1:ir·· ··· : : :J 
............. m.NAi ··········ciieiiiconsuliaiiiiiiioie::coiiiiiiiiwavecoiiieni fue696ci'12 filion: Mon65Nav'i2T ... 63i"ss:jiii6iis' SP: 

riiA' Re::Ciiiiiirmwavecoiiieiit Mon65riiav'12; belays: Mon65Nav'12 625 Firovl 
f.JA: orderi-iWisWrciiviave tiJeosriiCiv'12: 1day: · tueosi116\i'i2i 6:26: sPI 

628 NA: Oeveiaiibeiaiiecifiiariloimiiiraiiciiiwave rlie osf.liiv ·i:i imcii11 lv1ano3oec '121 s31ss:z mons: si> i 
! ' : ; ; .............................. ! 

-629-- · NA. ··········· iiiliiravei'ieiaiieCii>iaiiiCiimi9iaiianwave ·· ' · Moiio3o!ic'i2'· ·· ·· oCiiii"Ysi Maiia3·o;;c:•:;2r · · s2if Prov 1 

6sa··· ---... -- .!::_~--- .. -- ~sialiaiia c~iifi9ureliWiswbEitar~miiii~~~~ave -----·-·---.. ------~- Wed~bsb~~2l __ _:man[_ __ Tu~~:~2~! ----~~~+f~Cin ·---··-~j 
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V0.8.4_STMS Schedule 10 -Transformation Plan 

ID 

'643 .... .. 
--644 .... . 

'645 
-·646 ..... 
--··w--. 

Constraint Date I Task Name Duration 1 Finish I Predecessors j R;source -
1
• 

---------------;---""'"'.---""',.-,--:='-· : _J___ ~ames . Tue 01 Jan '13, -----s4 days~-- Fri 29 Mar '13 i · 623' - SP I 
Start 

NAi 
NA, 

NA 
·········NAT 

NA, 
NAJ 

................ t:iA:' 
i. 

NA; 
. ... i\iAi. 

. ............. i\iAi 

i\iA;· 
r:JA' 

.... NA:· 
········t:iA: 

NA 
NA' 

...... t:iAC 

NA. 
············i\iAt 

........ NAT. 

NA. 

NA' 
NA; 

................... iiiAi 

NA' 
NA! 

Execute migration plan to Calgary DC or Interior DC 
Committed Annual Plan 5 • 20 % of servers + 3 "M-0" Waves + "Unrefreshable" Servers Mon 03 Dec '12! 346 days : Mon 31 Mar '14! 

······Refiiie-a:iiCiiiiliira\iei=iiiiicCimmiiieCiAniiuaii'lanOitii·a;:;;i:iiii:ve;ai·i'iaii···· 
R:efiile aiiCiAiiiirove i'ifiil commiiteCiAnnliaiiiiailaf'iiieNiulii:v;;a:;i>lan 

· · commiiti!Ci P:ilili.iafiiiailsWalie 1 iiiicluiies ''Niiiiriiiiail.:Oiiiy''Wave s) ·· ··· 
·· orCieiHwisWtorwave 

Develop Detailed Plan for migration wave 
·· ·············-~~iliiravebetaiieCi.fiiaiiiCirmi9ia!ioil-walia····· 

·········· · insiBiiaiiCiconfi9liieHWisWtiEiloiamiiiia!ionwave 
Execuie migration plan toi::algaiy be oilnierioi be .. 

coriimi!teCi Annuai fiiai15Wave 2(iriciuCies"Migration:Oriiv" Wave sf 
ciienfconsuiiaiicin to re:<:iintirm wave content .. 

·········· · Re:COriiiiiii wave cailient ··· 
·· · ·· ·aiCieiHwiswtorwalie 

· beveiCii>oeiaiii:iCii>laiiformi9raiiCiii wave · 
·· ApiJi!ivebeiaiieCiF>iantoimigratioiiwave · 

· · insiaiiaridronfi9ure HwtsWbe!Oie miiiraiiDn i.vave 
execuie migration iiianili caigaiy oc oiinieriar oe 

·· ·· commi!teCiAiinliai··i>iaii··i;wa:;;a·3iiiiciuCies·••r.ii9raiioii:.Oiiiv''Wave·ii··· 
ciienicoruiuliation to re:COriiirm wave content 

··· · ····· ············· ke::caniiim wave coniiint · 
oiderRWtsWiorwava····· 

······ ··········· Deilaioiibetaiiaiii>lanioimi!iiaiioii wave·· 
iliiiliove DeiaiiaCi fiianfoi migiaiioii wave·· 
Install and configure HW/SW before migration wave 

Client consultation to re-confirm wave content 
Re::Coiitiim wave content 
oiCied-iWtsWioiwave ·· 

··········· ······ ···· Diilieioi:>oe!aiiedfiiaiilaimigiatiaiiwave 
····iiililiolieoiiiaiieifi'iaiiiarmigiafion.walie 

inslatland confi9liiii HWisviitieioie migia!ionwaite ··· 
·· &Eici:itemi9iaiian.iliaiiioca:tgaiY··oc:·o;·l,:;teriar·oc:·· ·· 

· ··· · i.iiigiaie iliiY:sicaF'Liiiiiiiiesiiatiie''servais (iliaii assumes tiiere are iioiief ·· · 

Moni:i3oec'12 ··· ·· :imoiis' ······ i=ri"2sJan'i3+ · •··················· sfiJ 

Mon 03 Dec '12, Fri 2 
.. l 

Prov 
············ Moil 2s:Jail'13:··· · 1io<iays ! ... 

· Men 2ifJan '13 • 
Men 04 Feb '13: 

····· · i=iiafi-iiai'i3' 
·· tlie:isi=eb ·13'. 

··········;:;;oiiof.A:I'r'i3: 

··1aa;,;' ·· Mori28Jan'13 
1 men i Fri 01 Mar '13 
0 days: Fri 01 Mar '13 • 
1 mori[ . Moii25'Mar'13t 

65 days : i=ii:is Jlin '13: 
riloiiiuiii:iir'13' 126'days Mon 30 Sep '13! 

.. ; ···Miinil8Aiir'13 fmon: Fri 03 May '13: 

s:l4 ·· sPI 
640SS-2 mons SP l ........................ ! 

637 Prov i 
' ··················sf> I 

sf' I 
I 

·· s~>i 
·· ············ i=rio31i.1aY'"i3T oaa;;s: .. i=iii:i3May'13i· ............................... J 

Prov1 
Mono6May'1:i' 1Cia;;T 'Moni:i6i.iiay'i3!· ····· ·5431 ················sfil 

Mon06May'13' .. 1 moii:''' .... Fri31'May'13T .. s4iiss~2 mons ; SP ! 
! 

· Fri31.Mav'13' 
Tue 04 Jun '13 

·· Wioiioi Jul ·13'· 
·· ············· ··········· flieosJlii'if · ··· 126<iavs 

fiJe oii Jui ·13; fmon' 
··········· i.iioiiasAug'i3' Odays 

fi:lay; 
···1 iiiani 

' 

··· tliEiasAuii ·131 
········'fc.eo6Aug'13' 

Men 02 Sep '13 · 

· ········ ti:ie as Nov ·13 · 
·· wr.a a6 Nov ·13 ··· 

1 men' 
·a·dayS •·· 

i .. 
1 dayi 

····· wediiSr:Jiili ·i3' ·············· fiiicin: 

···· · ···· tiili as oec ·1:1: 

Fri 3'fivlaY:'13: 
·····Mciriaf JLil'13 !· 

Men 30 Sep '13! 
Tue 31 Dec '13 : 
Maiiil5Ai.i9 '13T 

·645' ... Prov·j 
sPi 

····· · si>l 

~~I 
Men o5 Aug '13: ..... 6.56 ......... fiiCili'\ 
Tue 06 Aug '13' 651 ' .... SP·i 

·· Mano2 seii '13 ! · · · 6s6ss~2 mons : · ········ ·· · si' I 

Tue 05 Nov '13' 
. .L 

Tue 05 Nov '13 \ 
Wed 06 Nov '13: 

............... J 

:.r.~v~ 
SP, 

·-oc·,,~-·'·--........................ ,s"'Pi 
I 

1 
664SS-3 mons ' SPj 

658. ····· F>roili 
. ..! 

659: SP! 
Tue o3 Dec '13T ·· · ······· · 664ss:2'moiis : ···· ~~~ 

Tue 03 Dec '13 661 • Prov: 
; 

SPj 
··········· ss6' ······ ·· ·· sfil ·········· Wedoi Jiiri'i4t s4davst ·· 

Mon30Dec'13) '66days' . Man: .. ~-,, ..... :·;;·····!··""""""'' .......... 664FF''''' . sfil ···········\"···· 
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SCHEDULE 11 

SERVICE LEVELS 

(Section 8.9) 

1. Purpose. This purpose of this Schedule is to describe the Service Levels that the 
Service Provider will achieve in performing the Services. 

2. Appendices. The following Appendices attached to this Schedule are 
incorporated into this Schedule by reference: 

(a) Appendix 11-A (Service Level Measurements), which sets forth the quantitative 
measurements associated with SLA's and SLOs. The Service Provider shall 
perform the Services at or above the levels of performance indicated in 
Appendix 11-A (Service Level Measurements); 

(b) Appendix 11-B (Service Level Descriptions and Definitions), which sets forth the 
descriptions and definitions for the SLAs and SLO' s identified in Appendix 11-A 
(Service Level Measurements); and 

(c) Appendix 11-C (Data Center Service Levels), which provides the Service Levels, 
Service Level Credits and associated terms and conditions for the STMS Data 
Center Services. The Service Provider shall perform the STMS Data Center 
Services at or above the levels of perfomiance described in Appendix 11-C (Data 
Center Service Levels), but subject to the provisions of Section 7 (STMS Data 
Centre Services) below. 

3. Definitions. Where used in this Schedule, the following words will have the 
meanings set forth below, and any other words defined in this Schedule will have the meanings 
so given to them: 

(a) "Actual Uptime" means the measurement of time· that a particular Supported 
Infrastructure or any other part of the Services is actually available during the 
applicable Measurement Window, calculated by subtracting Downtime from the 
Scheduled Uptime; 

(b) "Availability" means the Actual Uptime expressed as a percentage of the 
Scheduled Uptime for a particular item or group of items within the Supported 
Infrastructure (i.e., Availability % = ((Actual Uptime)/(Scheduled Uptime)) x 
100); 

(c) "Downtime" means the time that a particular item or group of items within the 
Supported Infrastructure is not available during the applicable Measurement 
Window, and for purposes of calculating such "Downtime", the period of time 
that is outside of the Service Provider's control, as determined .by a root cause 
analysis for the Incident, will not be applied to the SLA or SLO impacted by the 
Incident. 
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(d) "Measurement Window" means the time during, or frequency by, which a 
Service Level is measured, and is calculated as the Support Hours less the 
Scheduled Downtime; 

(e) "Scheduled Downtime" means that period of time (measured by hours and 
minutes of the day) during which a particular item or group of items in the 
Supported Infrastructure is scheduled to be unavailable for maintenance and other 
similar purposes, and includes any of the following that may occur during the 
Support Hours: 

(i) scheduled change windows, for the particular item or group of items in the 
Supported Infrastructure, that are used by the Service Provider to perform 
maintenance or other scheduled downtime activities; 

(ii) and other downtime that is agreed to through the Change Management 
Process; and 

(iii) Client initiated downtime including operational reboots. 

(f) "Scheduled Uptime" means that period of time (measured by days of the week, 
and hours and minutes of the day) during which a particular item or group of 
items in the Supported Infrastructure is expected to be available during the 
Measurement Window, calculated as the Support Hours less the Scheduled 
Downtime; 

(g) "Service Level" means the desired level of performance set forth in Appendix 
11-A (Service Level Measurements) and Appendix 11-B (Service Level 
Descriptions and Definitions); 

(h) "Service Level Agreement" or "SLA" means those Service Levels established 
under this Schedule for which a Service Level Credit may be payable; and 

(i) "Service Level Objective" or "SLO" means those Service Levels established 
under this Schedule for which no Service Level Credit is payable 

G) "Support Hours" means that period of time (measured by days of the week, and 
hours and minutes of the day) during which a particular item or group of items in 
the Supported Infrastructure is supported by the Service Provider, as set forth in 
the "Support Hours" column of Appendix 11-A (Service Level Measurements), 
calculated as follows: 

(i) 5x9 is from 8:00AM to 5:00PM during each Business Day; 

(ii) 5x12 is 7:00AM to 7:00PM during each Business Day; 

(iii) 7x24 is all day every day. 
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4. Commencement of Obligations. The Service Levels set forth in Appendix 11-A 
(Service Level Measurements) and Appendix 11-B (Service Level Descriptions and Definitions): 

(a) for all Service Level categories except Mainframe shall commence on the dates 
specified in Appendix 11-A (Service Level Measurements) as set referenced in 
the column titled "CD + mos" as applicable, where the numbers used in that 
column are in the format X, where "X" represents the number of months after the 
Hand-Over Date when the Service Provider will be responsible to provide the 
Province with measurement data in support of the SLAs, for achieving the SLAs, 
and for any SLA Failures; and 

(b) for the Mainframe Service Level categories shall commence on the dates 
specified in Appendix 11-A (Service Level Measurements) as set referenced in 
the column titled "MF + mos" as applicable, where the numbers used in that 
column are in the format X, where "X" represents the number of months after the 
Mainframe Transformation (which must occur by January 31, 2011), and when 
the Service Provider will be responsible to provide the Province with 
measurement data in support of the Mainframe SLAs, for achieving the 
Mainframe SLAs, and for any Mainframe SLA Failures. 

5. Existing Equipment. During the first six (6) months following the Hand-Over 
Date, the Service Provider will review the Imtial Supported Infrastructure (as defined in the 
Security SOW) to determine whether there are any existing technical design issues in respect of 
such Initial Supported Infrastructure that would prevent the Service Provider from achieving the 
SLAs or SLOs (as applicable) in respect of such Initial Supported Infrastructure. 

If the Service Provider establishes to the reasonable satisfaction of the Province that such 
technical design issues exist which will prevent the Service Provider from achieving any 
applicable SLA and SLOs (the "Subject Service Levels") on specific components of the Initial 
Supported Infrastructure (the "Restricted Infrastructure"), then the Subject Service Levels 
shall not apply to the Restricted Infrastructure. The parties will work together to determine the 
manner in which they will address the Restricted Infrastructure and any remedies that the 
Province may wish to apply to such Restricted Infrastructure, and if they are unable to agree, 
then either Party may refer the matter to Governance for resolution. Except as set forth above 
regarding the Restricted Infrastructure and the Subject Service Levels, the Service Levels shall 
apply to all Initial Supported Infrastructure commencing in the seventh (7th) month following 
the Hand-Over Date. 

The time period in which the Service Provider may determine that there is Restricted 
Infrastructure to which the Subject Service Levels do not apply is not limited to the first six (6) 
months after the Hand-Over Date. For greater clarification, if the Service Provider establishes 
that there is additional Restricted Infrastructure (the "Additional Restricted Infrastructure") 
after such six (6) period (the date upon which it is so established being referred to as the 
"Delayed Restriction Date"), then the Additional Restricted Infrastructure shall still be subject 
to the Service Levels from the seventh (7th) month following the Hand-Over Date until the 
Delayed Restriction Date. 
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6. Service Levels Measured by Percentage. Some Service Levels are expressed as 
achieving a level of performance over a percentage of items occurring during a Measurement 
Window. If the number of items occurring during a given Measurement Window is less than or 
equal to 100, then the following algorithm will be used to determine the number of compliant 
items that the Service Provider must successfully complete to achieve the applicable Service 
Level (the "Minimum Compliant Items"): 

(a) the number of items occurring during the Measurement Window shall be 
multiplied by the Service Level Target; and 

(b) if the product of that multiplication is not a whole number, then such product shall 
be truncated to a whole number. 

For example, if a Service Level requires the completion of 95% of incidents within 4 hours to 
achieve the Service Level, then: 

(i) if the number of incidents is 100, then the Minimum Compliant Items is 
95 incidents in a 4 hour period (100 incidents x 95% = 95 incidents); 

(ii) ifthe number of incidents is 99, then the Minimum Compliant Items is 94 
incidents in a 4 hour period (99 incidents x 95% = 94.05 incidents, 
truncated to 94); and 

(iii) if the number of incidents is 9, then the Minimum Compliant Items is 8 
incidents in a 4 hour period (9 incidents x 95% = 8.55 incidents, truncated 
to 8). 

7. STMS Data Centre Services. The Service Provider will perform the STMS Data 
Centre Services in accordance with the Service Levels set forth in Appendix 11-C (Data Center 
Service Levels). The calculation of any DC Service Level Credits in respect of the Data Centre 
SLAs will be made in accordance with the provisions of Appendix 11-C (Data Center Service 
Levels). 

8. Reporting. Commencing in the seventh (7th) month after the Hand-Over Date, 
the Service Provider will provide the Province with monthly reporting on the Service Levels 
described in Appendix 11-A (Service Level Measurements) and Appendix 11-B (Service Level 
Descriptions and Definitions), on a Client Organization basis (as defined in the Services 
management SOW), using the format specified in Appendix 11-D (Reports) of this Schedule. 
The Service Provider will provide the Province with reporting on the Service Levels described in 
Appendix 11-C (Data Center Service Levels) at the times and in the manner set forth in 
Appendix 11-C (Data Center Service Levels). 
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APPENDIX 11-A 

SERVICE LEVEL MEASUREMENTS 

This Appendix 11-A (Service Level Measur(!ments) sets forth the following: 

(a) for Service Level Agreements (SLAs): 

(i) the numeric measurements for each SLA; 

(ii) the basis for the numeric measurement (such as Average, Percentage, Per 
Cluster); 

(iii) the Weighting associated with the SLA; 

(iv) the timing for when the Service Provider's obligations in respect of the 
SLA, and reporting on the SLA, commence; and 

(v) cross references to Appendix 11-B (Service Level Descriptions and 
Definitions) where the qualitative description of the SLAs can be found; 
and 

(b) for Service Level Objectives (SLOs): 

(i) the numeric measurements for each SLO; 

(ii) the timing for when the Service Provider's obligations in respect of the 
SLO, and reporting on the SLO, commence; and 

(iii) cross references to Appendix 11-B (Service Level Descriptions and 
Definitions) where the qualitative description of the SLOs can be found. 

In the SLO Table below, the following apply: 
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TSO Transaction Classes 
Target 

Class Volume Resource Objective 
1 80% 98% completed in 2 seconds 
2 10% 98% completed in 3 seconds 
3 8% 98% completed in 5 seconds 

Batch Completion Rates 
Class Resource Ob.iective 
5 100% completed by 07:00 the next business day 
6 99.9% completed by 07:00 the next business day if submitted between 18:00-21 :00 
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1.2 Tier 1 - Business Priority - Geographically 6 99.90% 99.99% Per Cluster MR-A Monthly 7x24 0.0% 
Distributed Cluster Availability (asynchronous 
data 

1.3 Tier 1 - Business Priority - Clustered Server 6 99.90% 99.95% Per Cluster MR-A Monthly 7x24 20.0% 
Datacentre Located Availability 

1.4 Tier 2 - General Business - Province Datacentre 6 99.70% nla Average MR-A Monthly 7x24 (4) 15.0% 
Server Availability 

1.5 Tier 2 - General Business - SIMS Datacentre 6 99.70% nla Per Server MR-A Monthly 7x24 (4) 15.0% 
Server Availability 

2.1 Tier 1- Mission Critical Storage Availability 6 99.999% nla Average SB-A 7x24 

2.2 Tier 2&3 -Business Priority Storage Availability 6 99.95% nla Average SB-A Monthly 7x24 15.0% 

2.3 Backup - Successful Completion of Backups 6 95.00% nla Percentage SB-B Monthly 7x24 5.0% 

2.4 Restores- Time to Initiate Restore within 30 6 90.00% nla Percentage SB-B Monthly 7x24 5.0% 
minutes (when tape is in silo) 
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3.1 Responses to Priority 1 Incident within target 6 90.00% n/a Percentage n/a Monthly 7x24 5.0% 

3.2 Responses to Priority 2 Incident within target 6 90.00% n/a Percentage n/a Monthly 7x24 5.0% 

3 99.80% ::;2 Average MF-A Monthly 7x24 20.0% 

4.2 Mainframe A vail ability - OS - System I 3 99.80% ::;2 Average MF-A Monthly 7x24 20.0% 

4.3 Mainframe Availability- CICS 3 99.80% :S 1 per Per MF-A Monthly 7x24 20.0% 
region Region (5) 

4.4 Mainframe Availability - DB2 3 99.80% ::;2 Per MF-A Monthly 7x24 20.0% 
Region (5) 

4.5 Mainframe Availability - IMS 3 99.80% :S2 Per MF-A Monthly 7x24 20.0% 
Region (5) 
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4.6 Mainframe Availability - MQ 3 99.80% :S2 Per MF-A Monthly 
Region (5) 

4.7 IMS Class 2 Performance 3 99.50% n!a Percentage MF-B Monthly 

4.8 Batch Class 7 Performance 7 99.50% n!a Percentage MF-B Monthly 

(1) See Schedule 12- Service Level Failures for the definition ofWeightings 

(2) Number of months after Commencement Date when the Service Provider is responsible for Service Level performance and Service Level 
Credits due for Service Level Defaults. 

(2A) Number of months after Mainframe Transformation when the Service Provider is responsible for Service Level performance and Service 
Level Credits due for Service Level Defaults 

(3) If a Maximum SLA Target is specified then, the Service Level Target is to be reviewed annual, starting at month 1, and raised by one-half the 
distance between the then current target and the actual achievement to a maximum of the Maximum SLA Target 

(3A) Ifthe number of interrupts is exceeded then the Service Level Target is considered as not achieved 

(4) Some Servers in this group may have 5x9 or 5x12 Support Hours 

(5) 1 region in every 10 allowed 2 hours 54 minutes outage time 
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5.2 Tier 3 - Remote Server Availability 6 99.70% Average MR-B (6A) Monthly 7x24 

5.3 Midrange Provisioning- Standard Physical Server (within 4 6 80.00% Percentage n/a Annually 5x9 
weeks) 

5.4 Midrange Provisioning- Custom Physical Server (within 8 6 80.00% Percentage Annually 5x9 
weeks) 

5.5 Midrange Provisioning- Standard Virtual Server (within 3 6 80.00% Percentage n/a Annually 5x9 
Days) 

7.2 Response to Priority 4 Incident within target 6 90.00% Percentage n/a Monthly 5x8 

7.3 Update to Priority 1 Incident within target 6 90.00% Percentage n/a Monthly 7x24 

7.4 Update to 2 Incident within target 6 Percentage n/a Monthly 7x24 

7.5 Change Management - Successful Changes 6 75.00% Percentage MR-B (6A) Monthly 7x24 
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3 99.50% 

TSO transaction classes 3 98.00% 

8.4 Batch complettion rates per defined batch job classes 3 
Class 5 (weekend) 100% 
Class 6 (overnight) 99.9 
Class 7 (see SLAs) see SLAs 
Class 8 ( 12 minutes) 90.0 
Class 9 (6 minutes) 96.2 

9.2 Service Desk Incident Creation within target 6 90.00% 

(6) Service Level Target to be re-evaluated after 12 months 

(6A) SLAGroup promoted to SLA; SLOs do not count towards an SLA Termination Event 
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(7B) is responsible for Service Level 
performance 

(8) Excludes IMS class 2 (see Critical Service Levels) 

(SA) The Mainframe SLOs currently include production regions only. 

(9) Some servers in this group may have 5x9 or 5xl2 Support Hours 
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APPENDIX 11-B 

SERVICE LEVEL DEFINITIONS AND DESCRIPTIONS 

SERVICE LEVEL AGREEMENTS (SLA) 

This Section sets forth qualitative descriptions of the Service Level Agreements (SLAs). The 
numerical Service Level Targets, Measurement Windows, Support Hours and commencement of 
obligations associated with such SLAs are set forth in Appendix 11-A (Service Level 
Measurements). 

1. PERFORMANCE CATEGORY- MIDRANGE AVAILABILITY 

Midrange Availability Calculation Summary. 

The general approach for midrange measurements is described in this Section 1. 

The Supported Infrastructure for the Midrange SOWs are considered available when their 
Operating System is available to the user network (at the Service Provider network demark). 
Responsibility for Application recovery resides with the Province. 

The calculation for clustered Server systems availability is based on availability of the network 
Operating System from a system that is made up of many server nodes. The entire clustered 
system is considered available once the network operating system of the system is available to 
the user network regardless of the status of any individual server node. 

1.1 Tier 1 - Business Priority - Geographically Distributed Cluster Availability 
(Synchronous Data Replication) 

This Tier synchronously replicates data between two or more data centres for the purpose of 
maintaining an active clustered server and associated data. Synchronously replicated data 
essentially maintains identical datasets concurrently. A geographically distributed cluster is a 
group of linked servers (nodes) located in two or more geographically distributed datacentres. 
The linked servers (the cluster) act as a single system. Servers in this Tier can be virtual or 
physical servers but not mixed. All nodes in the cluster have to be identical servers (i.e. the same 
operating system and hardware of comparable performance). 

Notes: 

(a) This Tier requires the Tier 1 Storage and Optional services Local Clone and 
Replication from the Storage Services for the application and application related 
data. 

(b) Application maintenance, recovery, performance and general availability 
responsibilities reside with the Province. Therefore the time or effort to recover 
Application services is not calculated in this SLA. 
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(c) If the Parties are unable to agree on the manner in which any Tier 1 Restricted 
Infrastructure will be handled on a case by case basis, then the default approach 
will be to demote the Tier 1 Restricted Infrastructure to Tier 2. 

(d) This SLA requires that the network latency meets or is better than the level 
required for synchronous data replication as recommended by the storage 
replication vendor. 

(e) Availability Percentage Calculation: Please see the "Midrange Availability 
Calculation Summary" summary under Section 1 (Midrange Availability 
Calculation); 

(f) Compliance Calculation: The Availability will be calculated on each Cluster in 
this Tier 1 category separately. The SLA will be achieved if all Clusters have an 
Availability greater than or equal to the Service Level Target. 

1.2 Tier 1 - Business Priority - Geographically Distributed Cluster Availability 
(asynchronous data replication). 

This Tier asynchronously replicates data between two or more data centres for the purpose of 
maintaining an active clustered server and associated data. Asynchronously replicated data 
essentially maintains identical datasets with some time lag. The time lag is typically measured in 
seconds or minutes. A Geographically distributed cluster is a group of linked servers (nodes) 
between two or more geographical data centres (i.e. two or more data centers). The linked 
servers act as a single system. Servers in this Tier can be virtual or physical servers but not 
mixed. All nodes in the cluster have to be identical servers (i.e. the same operating system and 
hardware of comparable performance). 

Notes: 

(a) This Tier requires the Tier 1 Storage and Optional services Local Clone and 
Replication from the Storage Services for the application and application related 
data. 

(b) Application maintenance, recovery, performance and general availability 
responsibilities reside with the Province. Therefore the time or· effort to recover 
Application services is not calculated in this SLA. 

(c) If the Parties are unable to agree on the manner in which any Tier 1 Restricted 
Infrastructure will be handled on a case by case basis, then the default approach 
will be to demote the Tier 1 Restricted Infrastructure to Tier 2 .. 

(d) Availability Percentage Calculation: Please see the "Midrange Availability 
Calculation Summary" summary under Section 1 (Midrange Availability 
Calculation); 
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(e) Compliance Calculation: The Availability will be calculated on each Cluster in 
this Tier 1 category separately. The SLA will be achieved if all Clusters have an 
Availability greater than or equal to the Service Level Target. 

1.3 Tier 1-Business Priority- Clustered Server Datacentre Located Availability. 

A single site cluster is a group of linked servers in a single data center. The linked servers 
(nodes) act as a single system. Servers in this Tier can be virtual or physical servers but not 
mixed. All nodes in the cluster have to be identical servers (i.e. the same operating system and 
hardware of comparable performance). 

Notes: 

(a) This Tier requires the Tier 2 Storage from the Storage Services for the application 
and application related data. 

(b) Application maintenance, recovery, performance and general availability 
responsibilities reside with the Province. Therefore the time or effort to recover 
Application services is not calculated in this SLA. 

(c) If the Parties are unable to agree on the manner in which any Tier 1 Restricted 
Infrastructure will be handled on a case by case basis, then the default approach 
will be to demote the Tier 1 Restricted Infrastructure to Tier 2. 

(d) Availability Percentage Calculation: Please see the "Midrange Availability 
Calculation Summary" summary under Section 1 (Midrange Availability 
Calculation); 

(e) Compliance Calculation: The Availability will be calculated on each Cluster in 
this Tier 1 category separately. The SLA will be achieved if all Clusters have an 
Availability greater than or equal to the Service Level Target. 

1.4 Tier 2- General Business- Province Datacentre Server Availability. 

This Tier is a single server (i.e. non-clustered) in a Province Data Centre (as defined in the 
Server Management SOW) that either: (1) is part of the Initial Supported Infrastructure at the 
time of the Hand-Over Date; or (2) is deployed after the commencement of the Committed 
Annual Plan 1 Wave 1 (Pilot Wave) as more particularly described in of the Transformation 
SOW (the "Tier 2 Deployment Date"). Servers in this Tier can be virtual or physical servers. 

Notes: 

(a) Application maintenance, recovery, performance and general· availability 
responsibilities reside with the Province. Therefore the time or effort to recover 
Application services is not calculated in this SLA. 
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(b) Availability Percentage Calculation: Please see the "Midrange Availability 
Calculation Summary" summary under Section 1 (Midrange Availability 
Calculation); 

(c) Compliance Calculation: The Availability will be calculated by aggregating the 
results of all Servers in this Tier 2 category together to arrive at an average (e.g. 
the sum of all Actual Uptimes divided by the sum of all Scheduled Uptimes 
expressed as a percentage). The SLA will be achieved if the average Availability 
of all Servers is greater than or equal to the Service Level Target. 

1.5 Tier 2- General Business- STMS Data Centre Server Availability. 

This Tier is a single server (i.e. non-clustered) in: (1) an STMS Data Centre, or (2) in a Province 
Data Centre that is deployed after the Tier 2 Deployment Date. Servers in this Tier can be 
virtual or physical servers. 

Notes: 

(a) Application maintenance, recovery, performance and general availability 
responsibilities reside with the Province. Therefore the time or effort to recover 
Application services is not calculated in this SLA. 

(b) b: Please see the "Midrange Availability Calculation Summary" summary under 
Section 1 (Midrange Availability Calculation); 

(c) Compliance Calculation: The Availability will be calculated on each Server n 
this Tier 2 category separately. The SLA will be achieved if 98% of Servers have 
an Availability greater than or equal to the Service Level Target. 

2. PERFORMANCE CATEGORY- STORAGE 

Storage Availability Measurement. 

Storage availability measures the availability of the SAN fabric and Storage frames. 

2.1 Tier 1- Mission Critical Storage Availability. 

(a) Compliance Calculation. The Availability will be calculated by aggregating the 
results of all Storage frames in this Tier 1 category together to arrive at an average 
(e.g. the sum of all Actual Uptimes for the Storage frames divided by the sum of 
all Scheduled Uptimes expressed as a percentage). The SLA will be achieved if 
the average Availability of all Storage frames is greater than or equal to the 
Service Level Target. 

(b) Exclusions: Incidents will be excluded from the Downtime where it is 
determined on a root cause analysis that the Province has not implemented (or 
approved the implementation of) relevant EMC or third-party recommended 
patches or firmware. 
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2.2 Tier 2 & 3- Business Priority Storage Availability. 

(a) Compliance Calculation. The Availability will be calculated by aggregating the 
results of all Storage frames in this Tier 2&3 category together to arrive at an 
average (e.g. the sum of all Actual Uptimes for the Storage frames divided by the 
sum of all Scheduled Uptimes expressed as a percentage). The SLA will be 
achieved if the average Availability of all Storage frames is greater than or equal 
to the Service Level Target. 

(b) Exclusions: Incidents will be excluded from the Downtime where it is 
determined on a root cause analysis that the Province has not implemented (or 
approved the implementation of) relevant EMC or third-party recommended 
patches or firmware. 

2.3 Backup - Successful Completion of Backups. 

(a) Compliance Calculation: Compliance shall be calculated for a given 
Measurement Window as the ratio of successful backup jobs completed, divided 
by total number of backup jobs submitted in that Measurement Window with the 
result expressed as a percentage, and then comparing this percentage to the 
Service Level Target for this SLA: 

2.4 Restore- Time to Initiate Restore within 30 Minutes (when tape is in silo). 

(a) Time to Initiate Restore shall be measured as the time a Priority 1 restore ticket is 
created to the time data starts to transfer to the target server. 

(b) For shared file and print full image restores Time to Initiate Restore shall be 
measured as the time a Priority 1 restore ticket is created to the time data starts to 
transfer to the target nearline storage server (being the replicated copy of the 
production shared file server data). 

(c) Compliance Calculation: Compliance shall be measured by dividing the number 
of Priority 1 restore tickets, where the tape is in the silo, with a Time to Initiate 
Restore less than or equal to 30 minutes, by the total number of Priority 1 restore 
tickets, with the result expressed as a percentage, and comparing this percentage 
to the Service Level Target for this SLA. Any non-backup application related 
problem, preventing the restore from initiating will be removed from 
measurement. Time to Initiate Restore within Target is calculated as: 
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Number of Priority 1 restore tickets (where the tape is in the silo) with a 
Time to Restore less than or equal to 30 minutes I Total Priority 1 restore 
tickets (where the tape is in the silo). 

- 11-
Page 1013 
CTZ-2013-00110



3. PERFORMANCE CATEGORY- CROSS FUNCTIONAL 

3.1 Response to Priority 1 Incident within Target. 

(a) Response means the acknowledgement by Service Provider of a Priority 1 
Incident assigned by the Province Service Desk. The Service Provider 
acknowledgement shall be the earlier of: 

(i) a verbal acknowledgement recorded by the Province Service Desk; or 

(ii) the time that an incident is created in ITIMS in response to notifications 
about a previously auto-generated and assigned incident. 

(b) Target means: 

(i) fifteen (15) minutes during the hours of 8 AM to 5 PM on Business Days; 
or 

(ii) thirty (30) minutes during the hours of 5 PM to 8 AM during the Support 
Hours. 

(c) Compliance Calculation: For any Measurement Window, compliance shall be 
calculated as the number of Priority 1 Incidents allocated to Service Provider by 
the Province Service Desk that are responded to within Target, divided by the 
number of Priority 1 Incidents allocated to the Service Provider, with the result 
expressed as a percentage to two decimal places, and comparing this percentage 
to the Service Level Target for this SLA. The SLA is considered achieved if the 
percentage is greater than or equal to the Service Level Target. 

(d) Exclusion: For Priority 1 incidents, communication of the Priority 1 assignment 
from the Province Service Desk to the Service Provider is expected to be 
completed within a period of time that is equal to 10% of the Target. Incidents 
where communication is interrupted or delayed by the Province Service Desk will 
be excluded from compliance calculations. 

3.2 Response to Priority 2 Incident within Target. 

(a) Response means the acknowledgement by Service Provider of a Priority 2 
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Incident assigned by the Province Service Desk. The Service Provider 
acknowledgement shall be the earlier of: 

(i) a verbal acknowledgement recorded by the Province Service Desk; or 

(ii) the time that an incident is created in ITIMS in response to notifications 
about a previously auto-generated and assigned incident 
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(b) Target means: 

(i) thirty (30) minutes during the hours of 8 AM to 5 PM on Business Days; 
or 

(ii) thirty (30) minutes during the hours of 5 PM to 8 AM during the Support 
Hours. 

(c) Compliance Calculation: For any Measurement Window, compliance shall be 
calculated as the number of Priority 2 Incidents allocated to Service Provider by 
the Province Service Desk that are responded to within Target, divided by the 
number of Priority 2 Incidents allocated to the Service Provider, with the result 
expressed as a percentage to two decimal places, and comparing this percentage 
to the Service Level Target for this SLA. The SLA is considered achieved if the 
percentage is greater than or equal to the Service Level Target. 

(d) Exclusion: For Priority 2 incidents, communication of the Priority 2 assignment 
from the Province Service Desk to the Service Provider is expected to be 
completed within a period of time that is equal to 10% of the Target. Incidents 
where communication is interrupted or delayed by the Province Service Desk will 
be excluded from compliance calculations. 

4. PERFORMANCE CATEGORY- MAINFRAME 

4.1 Mainframe Availability- OS- System A. 

(a) System Availability measurement is from the presentation to the user network at 
the Service Provider network demark. 

(b) Compliance Calculation: Mainframe Availability - OS - System A is the 
Actual Uptime expressed as a percentage of the Scheduled Uptime for the System 
A Operating System. The SLA is achieved if the Availability is greater than or 
equal to the Service Level Target for this SLA. 

4.2 Mainframe Availability- OS- System I. 

(a) System Availability measurement is from the presentation to the user network at 
the Service Provider network demark. 

(b) Compliance Calculation: Mainframe Availability - OS - System I is the Actual 
Uptime expressed as a percentage of the Scheduled Uptime for the System I 
Operating System. The SLA is achieved if the Availability is greater than or 
equal to the Service Level Target for this SLA. 

4.3 Mainframe Availability- CICS. 

(a) Region Availability means the proportion of time a production CICS region is in a 
functioning and accessible state. 

50653525.3 
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(b) Calculation: 

(i) Extended Outage Targets: one production CICS region in every 10 is 
allowed an Extended Outage Target instead of the Service Level Target. 
The Extended Outage Target is calculated by dividing Scheduled Uptime 
less 2 hours and 54 minutes by Scheduled Uptime as follows: 

(Scheduled Uptime- 2 hours 54 minutes)/ Scheduled Uptime. 

(ii) Number of Extended Outage Targets: The number of Extended Outage 
Targets is calculated by rounding up to the nearest whole integer. For 
example, applying the standard of 1 production CICS region in every 10 
would yield 1 Extended Outage Target for between 1 and 10 regions, 2 
extended outages for between 11 and 20 regions, and 3 extended outages 
for between 21 and 30 regions. 

(iii) Compliance Calculation: the entire SLA will be considered to have been 
achieved if each production CICS region achieves an Availability greater 
than or equal to the Service Level Target or to one of the allowed 
Extended Outage Targets 

4.4 Mainframe Availability- DB2. 

(a) Region Availability means the proportion oftime a production DB2 region is in a 
functioning and accessible state. 

(b) Calculation: 
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(i) Extended Outage Targets: one production DB2 region in every 10 is 
allowed an Extended Outage Target instead of the Service Level Target. 
The Extended Outage Target is calculated by dividing Scheduled Uptime 
less 2 hours and 54 minutes by Scheduled Uptime as follows: 

(Scheduled Uptime- 2 hours 54 minutes)/ Scheduled Uptime. 

(ii) Number of Extended Outage Targets: The number of Extended Outage 
Targets is calculated by rounding up to the nearest whole integer. For 
example, applying the standard of 1 production DB2 region in every 10 
would yield 1 Extended Outage Target for between 1 and 10 regions, 2 
extended outages for between 11 and 20 regions, and 3 extended outages 
for between 21 and 30 regions. 

(iii) Compliance Calculation: the entire SLA will be considered to have been 
achieved if each production DB2 region achieves an Availability greater 
than or equal to the Service Level Target or to one of the allowed 
Extended Outage Targets 
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4.5 Mainframe Availability- IMS. 

(a) Region Availability means the proportion of time a production IMS region is in a 
functioning and accessible state. 

(b) Calculation: 

(i) Extended Outage Targets: one production IMS region in every 10 is 
allowed an Extended Outage Target instead of the Service Level Target. 
The Extended Outage Target is calculated by dividing Scheduled Uptime 
less 2 hours and 54 minutes by Scheduled Uptime as follows: 

(Scheduled Uptime- 2 hours 54 minutes)/ Scheduled Uptime. 

(ii) Number of Extended Outage Targets: The number of Extended Outage 
Targets is calculated by rounding up to the nearest whole integer. For 
example, applying the standard of 1 production IMS region in every 10 
would yield 1 Extended Outage Target for between 1 and 10 regions, 2 
extended outages for between 11 and 20 regions, and 3 extended outages 
for between 21 and 30 regions. 

(iii) Compliance Calculation: the entire SLA will be considered to have been 
achieved if each production IMS region achieves an Availability greater 
than or equal to the Service Level Target or to one of the allowed 
Extended Outage Targets 

4.6 Mainframe Availability- MQ. 

(a) Region Availability means the proportion of time a production MQ region is in a 
functioning and accessible state. 

(b) Calculation: 

50653525.3 

(i) Extended Outage Targets: one production MQ region in every 10 is 
allowed an Extended Outage Target instead of the Service Level Target. 
The Extended Outage Target is calculated by dividing Scheduled Uptime 
less 2 hours and 54 minutes by Scheduled Uptime as follows: 

(Scheduled Uptime- 2 hours 54 minutes)/ Scheduled Uptime. 

(ii) Number of Extended Outage Targets: The number of Extended Outage 
Targets is calculated by rounding up to the nearest whole integer. For 
example, applying the standard of 1 production MQ region in every 10 
would yield 1 Extended Outage Target for between 1 and 10 regions, 2 
extended outages for between 11 and 20 regions, and 3 extended outages 
for between 21 and 30 regions. 
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(iii) Compliance Calculation: the entire SLA will be considered to have been 
achieved if each production MQ region achieves an Availability greater 
than or equal to the Service Level Target or to one of the allowed 
Extended Outage Targets. 

4.7 IMS Class 2 Performance. 

(a) Transaction Response Time means the time it takes an IMS production region to 
process a transaction but does not include the time to deliver the transaction to or 
from the IMS production region. 

(b) Compliance Calculation: For each Measurement Window, compliance shall be 
measured by calculating the percentage of IMS Class 2 transactions completing in 
3 seconds divided by total number IMS Class 2 transactions submitted, with the 
result expressed as a percentage and then comparing this percentage to the Service 
Level Target for this SLA. The SLA is considered achieved if the percentage if 
greater than or equal to the Service Level Target. 

(c) Compliance Calculation is an aggregated of all Class 2 transactions by group. 
Class 2, 12, 22, 32, 42 are all Class 2 transactions but each group is specific to 
individual Clients . 

(d) A Class 2 transaction has the following attributes: Is limited to 1.0124 CPU 
seconds Is limited to 25 DLI calls per scheduling Is limited to 12 physical I/Os. 

4.8 Batch Class 7 Performance. 

(a) Batch performance means that a submitted batch job read into the system, queued 
for processing and processes. 

(b) Compliance Calculation: For each Measurement Window, compliance shall be 
measured by calculating the percentage of Class 7 batch jobs with a Job 
Turnaround Time less than or equal to the Turnaround Target divided by total 
number Class 7 batch jobs submitted, with the result expressed as a percentage, 
and then comparing this percentage to the Service Level Target for this SLA. 
The SLA is considered achieved if the percentage if greater than or equal to the 
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. Service Level Target. Where: 

(i) Job Turnaround Time is the sum of: (1) the queue time between the last 
card image read and the start of the job execution, plus (2) the job elapse 
time between the start of job execution and job termination; 

(ii) Turnaround Target is the sum of 30 minutes queue time plus execution 
target time, where execution target time equals the sum of (Task Control 
Block (TCB) time * 8) plus ((Service Request Block (SRB) time + 
Integrated Cryptographic Service Facility (ICSF) time)* 240) plus 
(number of tape mounts * 120). 
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SERVICE LEVEL OBJECTIVES (SLO) 

This Section sets forth qualitative descriptions of the Service Level Objectives (SLOs). The 
numerical Service Level Targets, Measurement Windows, Support Hours and commencement of 
obligations associated with such SLOs are set forth in Appendix 11-A (Service Level 
Measurements). 

5. PERFORMANCE CATEGORY- MIDRANGE 

5.1 Tier 2- General Business- Aged Infrastructure Availability. 

This Tier is for single servers (i.e. non-clustered) in a data centre that are more than five (5) years 
old. Servers in this Tier are physical servers. 

Notes: 

(a) Application maintenance, recovery, performance and general availability 
responsibilities reside with the Province. Therefore the time or effort to recover 
Application services is not calculated in this SLO. 

(b) Availability Percentage Calculation: Please see the "Midrange Availability 
Calculation Summary" summary under Section 1 (Midrange Availability 
Calculation). 

(c) Compliance Calculation: The Availability will be calculated on each Server in 
this Tier separately. The SLO will be achieved if all Servers have an Availability 
greater than or equal to the Service Level Target. 

5.2 Tier 3- Remote Server Availability. 

Servers in this Tier are physical servers located in the Regional Network Centres and Remote 
Sites (as defined in the Server Management Services SOW). 

Notes: 

(a) Application maintenance, recovery, performance and general availability 
responsibilities reside with the Province. Therefore the time or effort to recover 
Application services is not calculated in this SLO. 

(b) Due to the varying distances that a technician may have to travel to service the 
Server and related equipment, all required travel time, including multiple trips if 
required, will be omitted from the Service Level calculation, provided that the 
Service Provider complies with the provisions of Appendix D (Supported 
Customer Locations) of the On Site Services SOW. 

(c) For this Service Level the Remote Sites will be configured as described in the 
Data Center SOW. 
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(d) Availability Percentage Calculation: Please see the "Midrange Availability 
Calculation Summary" summary under Section 1 (Midrange Availability 
Calculation). 

(e) Compliance Calculation: The Availability will be calculated by aggregating the 
results of all Servers in this Tier category together to arrive at an average (e.g. the 
sum of all Actual Uptimes divided by the sum of all Scheduled Uptimes 
expressed as a percentage). The SLO will be achieved if the average of all servers 
have an Availability greater than or equal to the Service Level Target. 

5.3 Midrange Provisioning- Standard Physical Server (within 4 weeks). 

A "Standard Physical Server" is a server defined in the approved Service Catalogue 

Notes: 

(a) Time spent during the process waiting on the Province task is not included in this 
Service Level (such as ICTR form approval). 

(b) Calculation Notes: The time to provision a server for this calculation starts from 
the point in time that financial approval for the provisioning of a Standard 
Physical Server for is received by the Service Provider through the Province 
Ordering System. The time to provision a server ends when the server is 
available to Province for its application/use. The Province may have to perform 
activities (such as install Applications, load data), these activities are not part of 
the time to provision a server. 

(c) Compliance Calculation: The compliance calculation shall be the number of 
Standard Physical Server requests provisioned within the Service Level Target 
divided by the total number of Standard Physical Server provisioning requests 
whose provisioning timeframe ends within the Measurement Window. 

5.4 Midrange Provisioning- Custom Physical Server (within 8 weeks). 

A "Custom Physical Server" is a server that is not defined in the approved Service Catalogue. 

Notes: 

(a) Time spent during the process waiting on the Province task is not included in this 
Service Level (such as ICTR form approval). 

(b) Calculation Notes: The time to provision a server for this calculation starts from 
the point in time that financial approval for the provisioning of an additional 
Custom Physical Server is received by the Service Provider through the Province 
Ordering System. The time to provision a server ends when the server is 
available to Province for its application/use. The Province may have to perform 
activities (such as install Applications, load data), these activities are not part of 
the time to provision a server. 
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(c) Compliance Calculation: For a given Measurement Window, the compli~ce 
calculation shall be the number of Custom Physical Server requests provisioned 
within the Service Level Target divided by the total number of Custom Physical 
Server provisioning requests whose provisioning timeframe ends within the 
Measurement Window. 

5.5 Midrange Provisioning- Standard Virtual Server (within 3 days). 

A Standard Virtual Server is a virtual server defined in the approved Service Catalogue. 

Notes: 

6. 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

Other than in an STMS Data Centre, this SLO will be suspended where a 
Province does not provide the Service Provider with the necessary server 
configuration information (such as server name, IP address, Operating System 
particulars) either as part of the virtual server request or within 4 business hours 
of a request for such information from the Service Provider, in which case, the 
SLO shall be suspended for any excess delay beyond such 4 hour period. 

Time spent during the process waiting on the Province task is not included in this 
Service Level (such as ICTR form approval). 

Procurement activities are from 8:00AM to 5:00PM on Business Days. 

Implementation services may be performed outside of 8:00AM to 5:00PM on 
Business Days. 

Calculation Notes: The time to provision a server for this calculation starts from 
the point in time that financial approval for the provisioning of an additional 
Standard Virtual Server is received by the Service Provider through the Province 
Ordering System. The time to provision a server ends when the server is 
available to Province for its application/use. The Province may have to perform 
activities (such as install Applications, load data), these activities are not part of 
the time to provision a server. 

Compliance Calculation: For a given Measurement Window, the compliance 
calculation shall be the number of Standard Virtual Server requests provisioned 
within the Service Level Target divided by the total number of Standard Virtual 
Server provisioning requests whose provisioning timeframe ends within the 
Measurement Window. 

PERFORMANCE CATEGORY-STORAGE 

· 6.1 Time to Provision Storage. 

(a) The time to complete an allocation is measured from the point in time that 
financial approval for the provisioning of a storage device is received by the 
Service Provider through the Province Ordering System until the point that the 
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storage is provisioned and ready for use by the Province. For the Significant and 
the Major Allocation Types, prior to providing an approved request to the Service 
Provider, Province will confirm with Service Provider that the hardware resources 
are available to provide the allocation within the Provisioning Timeframe. 

(b) "Provisioning Timeframe" shall be set by the type of request as follows: 

Allocation Type Allocation Size Provisioning Timeframe 
Level 1 (Major) 3TB-10TB 15 Business Days 
Level2 (Significant) (300GB - 3TB) 5 Business Days 
Level3 (Minor) 1 Business day (300GB) 1 Business Day 
Level4 (Emergency) 4-8 hours (300GB) 8 hours 

(c) Compliance Calculation: For a given Measurement Window, the compliance 
calculation shall be the total number of storage allocation requests completed 
within the Provisioning Timeframe, divided by the Total number of storage 
allocation requests whose provisioning timeframe ends in the Measurement 
Window, with the result expressed as a percentage and then comparing this 
percentage to the Service Level Target for this SLO. The SLO is considered 
achieved ifthe percentage greater than or equal to the Service Level Target. 

7. PERFORMANCE CATEGORY- CROSS FUNCTIONAL 

7.1 Response to Priority 3 Incident within target. 

(a) Response means the acknowledgement by Service Provider of a Priority 3 
Incident assigned by the Province Service Desk. The Service Provider 
acknowledgement shall be the earlier of: 

(i) a verbal acknowledgement recorded by the Province Service Desk; or 

(ii) the time that an incident is created in ITIMS in response to notifications 
about a previously auto-generated and assigned incident; or 

(iii) the time that the Service Provider assigned the Incident to be worked as 
recorded on the bridged incident record. 

(b) Target means: two (2) hours during the hours of 8 AM to 5 PM on Business 
Days. 

(c) Compliance Calculation: For any Measurement Window, compliance shall be 
calculated as the number of Priority 3 Incidents allocated to Service Provider by 
the Province Service Desk that are responded to within Target, divided by the 
number of Priority 3 Incidents allocated to the Service Provider, with the result 
expressed as a percentage to two decimal places, and comparing this percentage 
to the Service Level Target for this SLO. 
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(d) Exclusion: For Priority 3 incidents, communication ofthe Priority 3 assignment 
from the Province Service Desk to the Service Provider is expected to be 
completed within a period of time that is equal to 10% of the Target. Incidents 
where communication is interrupted or delayed by the Province Service Desk will 
be excluded from compliance calculations. 

7.2 Response to Priority 4 Incident within target. 

(a) Response means the acknowledgement by Service Provider of a Priority 4 
Incident assigned by the Province Service Desk. The Service Provider 
acknowledgement shall be the earlier of: 

(i) a verbal acknowledgement recorded by the Province Service Desk; or 

(ii) the time that an incident is created in ITIMS in response to notifications 
about a previously auto-generated and assigned incident; or 

(iii) the time that the Service Provider assigned the Incident to be worked as 
recorded on the bridged incident record 

(b) Target means: Two (2) hours during Regular the hours of 8 AM to 5 PM on 
Business Days 

(c) Compliance Calculation: For any Measurement Window, compliance shall be 
calculated as the number of Priority 4 Incidents allocated to Service Provider by 
the Province Service Desk that are responded to within Target, divided by the 
number of Priority 4 Incidents allocated to the Service Provider, with the result 
expressed as a percentage to two decimal places, and comparing this percentage 
to the Service Level Target for this SLO. 

(d) Exclusion: For Priority 4 incidents, communication of the Priority 4 assignment 
from the Province Service Desk to the Service Provider is expected to be 
completed within a period of time that is equal to 10% of the Target. Incidents 
where communication is interrupted or delayed by the Province Service Desk will 
be excluded from compliance calculations. 

7.3 Update to Priority 1 Incident within Target. 

(a) Update means the status update by Service Provider of a Priority 1 Incident 
during the period from when an Incident is allocated to the Service Provider until 
the Incident is resolved. 

(b) Target means: 
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(i) sixty (60) minutes during regular the hours of 8 AM to 5 PM on Business 
Days 
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(ii) Sixty (60) minutes during the hours of 5 PM to 8 AM during Support 
Hours. 

(c) Compliance Calculation: For any Measurement Window, compliance shall be 
calculated as the number of Priority 1 Incidents allocated to Service Provider that 
have an Update within Target, divided by the number of Priority 1 Incidents 
allocated to the Service Provider, with the result expressed as a percentage to two 
decimal places, and comparing this percentage to the Service Level Target for this 
SLO. The SLO is considered achieved if the percentage if greater than or equal to 
the Service Level Target. 

7.4 Update to Priority 2 Incident within Target. 

(a) Update means the status update by Service Provider of a Priority 2 Incident 
during the period from when an Incident is allocated to the Service Provider until 
the Incident is resolved. 

(b) Target means: 

(i) ninety (90) minutes during regular the hours of 8 AM to 5 PM on Business 
Days 

(ii) Ninety (90) minutes during the hours of 5 PM to 8 AM during Support 
Hours. 

(c) Compliance Calculation: For any Measurement Window, compliance shall be 
calculated as the number of Priority 2 Incidents allocated to Service Provider that 
have an Update within Target, divided by the number of Priority 2 Incidents 
allocated to the Service Provider, with the result expressed as a percentage to two 
decimal places, and comparing this percentage to the Service Level Target for this 
SLO. The SLO is considered achieved if the ratio if greater than or equal to the 
Service Level Target. 

7.5 Change Management- Successful Changes. 

(a) Successful Change means an approved change, through the Change Management 
System, implemented without negative impact to the Client in the agreed 
timeframe. It excludes Emergency Changes. 

(b) Compliance Calculation: For any Measurement Window, compliance shall be 
calculated as the number of Successful Changes divided by the total number of 
changes scheduled to be completed during the Measurement Window, with the 
result expressed as a percentage, and comparing this percentage to the Service 
Level Target for this SLO. The SLO is considered achieved if the percentage is 
greater than or equal to the Service Level Target. 
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8. PERFORMANCE CATEGORY- MAINFRAME 

8.1 CICS Transaction Speed measured by customer application summary set 
completion. 

(a) Transaction speed or transaction response time means the time it takes a CICS 
region to process a transaction but does not include the time to deliver the 
transaction to or from the CICS region. 

(b) Compliance Calculation: as calculated by vendor tools using the Service Level 
Target for this SLO. 

8.2 IMS Transaction Speed per defined IMS transaction classes. 

(a) Transaction Speed or transaction response time means the time it takes an IMS 
region to process a transaction but does not include the time to deliver the 
transaction to or from the IMS region. 

(b) Compliance Calculation: as calculated by vendor tools using the Service Level 
Target for this SLO. 

8.3 TSO Transaction Speed per defined TSO transaction classes. 

(a) Transaction Speed or transaction response time means the time it takes an TSO to 
process a transaction but does not include the time to deliver the transaction to or 
from the LP AR. 

(b) Compliance Calculation: as calculated by vendor tools. 

8.4 Batch Completion Rates per defined batch job classes. 

(a) Batch completion rates is the success rates of completing the processing of all 
jobs by class by a given time of day. 

(b) Compliance Calculation: as calculated by vendor tools using the Service Level 
Target for this SSLO. 

9. PERFORMANCE CATEGORY- SERVICE DESK 
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After Hours Service Desk Hours of Operation 

The Hours of Operation for the Customer Service Centre ("CSC") After Hours 
Service Desk hours are: 

• Monday 7:00PM to Tuesday 7:00AM 
• Tuesday 7:00PM to Wednesday 7:00AM 
• Wednesday 7:00PM to Thursday 7:00AM 
• Thursday 7:00PM to Friday 7:00AM 
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• Friday 7:00PM to Monday 7:00AM 
• Statutory holidays, in effect as of the Hand-Over Date, applicable to the 

British Columbia Public Service 
• CSC Monthly Staff Meetings (1 hour per calendar month) 

9.1 Service Desk Speed to Answer. 

(a) Speed to Answer shall mean the time an end user has to wait for a live Service 
Desk agent to answer a telephone inquiry. 

(b) Data Capture: Speed to answer is monitored via the applicable Automated Call 
Distribution (ACD) system. 

(c) Compliance Calculation: For any Measurement Window, during the Hours of 
Operation, the total number of calls answered by a live Service Desk agent within 
60 seconds after a request for a live Service Desk agent is made through the 
automated call distribution system during the CSC Hours of Operation divided by 
the total number of calls where a request for a live Service Desk agent is made via 
the automated call distribution system during the CSC Hours of Operation, with 
the result expressed a percentage and comparing this percentage to the Service 
Level Target for this SLO. The SLO is considered achieved if the percentage if 
greater than or equal to the Service Level Target. 

9.2 Service Desk Incident Creation Within Target. 

(a) Incident Creation within Target shall mean the time an Incident is created within 
Incident Management and dispatched to Second Level support. 

(b) Target shall mean 8 minutes with the exception of B.C. Ambulance. All B.C. 
Ambulance contacts will be dispatched within 5 minutes. 

(c) Data Capture: Time of dispatch is captured from the Province Incident 
Management System. 

(d) Compliance Calculation: The total number of Incidents created within target 
within the Measurement Window, during the CSC Hours of Operation, divided by 
the total number of incidents during the Measurement Window, with the result 
expressed as a percentage, and comparing this percentage to the Service Level 
Target for this SLO. The SLO is considered achieved if the percentage if greater 
than or equal to the SLO. · 
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APPENDIX 11-C 

DATA CENTER SERVICE LEVELS 

1. Definitions. For purposes of this Appendix, the following words shall have the following 
meanings: 

"7/24 Basis" means seven days/week, 24 hours/day. 

"Business Hours" means Monday through Friday between the hours of 6 AM and 8 PM, local 
data centre time. 

"Controllable Event" shall have the meaning assigned to such term in Section 10 below. 

"Cooling Availability" means cooling capacity to the Customer Environment at the STMS Data 
Centres, where the cooling capacity has been provisioned to effectively cool Customer Provided 
Equipment that consumes an average of 100 watts per square foot. 

"Cooling Outage" means the failure of any cooling systems resulting in a failure to provide 
Cooling Availability within the Customer Environment, except a failure of any cooling system 
as a result of the improper distribution, installation or operation of Customer Provided 
Equipment. 

"Customer Environment" has the meaning given to it in the Data Centre Services SOW. 

"Customer Provided Equipment" has the meaning given to it in the Data Centre Services 
sow. 

"Emergency Escalation List" means a contact list of representatives of the Customer identified 
in the STMS Data Centre Control Panel. 

"Emergency Maintenance" means maintenance that must be performed by the Service 
Provider, because of an imminent risk to the operation of the STMS Data Centre, prior to the 
next Standard Maintenance Window where there is insufficient time for the Service Provider to 
include maintenance in a Non-Standard Maintenance Window. 

"Interruption" means a situation where the Customer has encountered a apparent interruption of 
service that may be as a result of services provided by the Service Provider. 

"Major Cooling Outage" means a complete failure to provide Cooling Availability within the 
Customer Environment. 

"Major Power Loss" means the complete failure to provide Power Availability within the 
Customer Environment. 

"Non-Standard Maintenance Windows" means non-standard maintenance windows which 
may be scheduled by the Service Provider, in its sole discretion, Monday through Friday during 
Business Hours or outside of Business Hours. 
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"Potential Deficiency" means a situation where the Customer is encountering performance 
issues within its Customer Environment that may be as a result of services provided by the 
Service Provider. 

"Power Loss" means the failure to provide Power Availability of any duration to one or more 
racks or cabinets contained within the Customer Environment, excluding a power loss caused by 
Customer Provided Equipment failure or Customer power circuits overloading. 

"Power Availability" means continuous power to at least one of the Customer's power circuits 
for each rack or cabinet (as applicable) contained within the Customer Environment in a STMS 
Data Centre(s), where power has been provisioned to the Customer's power circuits within the 
Customer Environment from independent power sources. 

"Standard Maintenance Windows" means standard maintenance windows scheduled between 
2 AM and SAM local data centre time on Sundays and Thursdays. 

2. Purpose. The purpose of this Appendix is to describe the Service Levels applicable to 
the Services provided by the Service Provider to the Customer. The Service Provider is required 
to meet or exceed the Service Levels, failing which, the Service Provider shall be subject to DC 
Service Level Credits (as defined in Schedule 12 (Service Level Failures) of the Agreement. The 
Service Provider's failure to meet any Service Level shall result in the Customer being entitled to 
apply (or set-off) the amount of the Service Level Credit in accordance with the terms of this 
Schedule against the monthly VA Fees owing by the Customer to the Service Provider under the 
Agreement. 

3. Service Levels Agreements and DC Service Level Credits. The Service Provider 
agrees to meet or exceed the following Service Levels for the Services set out in the Agreement 
and shall be liable for any failure in such Service Level and for the DC Service Level Credits set 
forth in the table below. 
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Service Level Metric Scope Process DC Service Level Credit 

1. Power 100% Power The Service Provider In the event of a Power Loss, the In the event of a Power Loss, for each 
Availability at Availability on will provide Power Service Provider or Customer shall hour (or any partial hour) of a Power 
the STMS a 7/24 Basis. Availability to the trigger the opening of a trouble Loss, a DC Service Level Credit 
Data Centres. Customer Environment. ticket, attributable to the power loss equivalent to 1/30th ofthe Customer's 

event. monthly VA Fees for that portion of 
the Customer's Capacity Reservation 

Within 45 minutes of the opening affected by the Power Loss, which 
of a Power Availability trouble amount will be set-off by the Service 
ticket, the Service Provider will Provider against the VA Fees payable 
determine the cause of the power by the Customer to the Service 
loss (whether the power loss is Provider, and reflected in the Service 
caused by Customer Provided Provider's next monthly invoice to the 
Equipment or otherwise) and notify Customer. 
the Customer of such cause. 

In the event that there are multiple 
On a monthly basis the Service incidents of power loss within a single 
Provider will provide the Customer one-hour period, such intermittent 
with a report of any and all Power power losses shall constitute a single 
Loss during the month including Power Loss event for the purposes of 
the details of such Power Loss the DC Service Level Credit. 
(including, without limitation time 
of Power Loss, duration of Power 
Loss and such other relevant 
information). 

The length of a Power Loss is 
calculated by the Service Provider 
and will commence upon the earlier 
of: (a) the opening of the trouble 
ticket by the Service Provider or 
the Customer (see Section 5 below) 
and; (b) the time that the STMS 
Data Centre Control Centre first 
records the Power Loss (through 
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Service Level Metric Scope Process DC Service Level Credit 

the automated monitoring system 
records, trouble tickets opened by 
the Customer or other affected 
customers, or otherwise); and 
ending when the Service Provider 
makes its initial attempt to notify 
the Customer of restoration of 
100% Power Availability by 
calling the first name on the 
Customer's Emergency Escalation 
List. 

2. Cooling at the 100% Cooling The Service Provider In the event of a Cooling Outage, In the event of a Cooling Outage, for 
STMS Data Availability. will provide Cooling the Service Provider or Customer each hour (or any partial hour) of a 
Centre(s). Availability to the shall trigger the opening of a Cooling Outage, a DC Service Level 

Customer Environment. trouble ticket, attributable to the Credit equivalent to 1/30th of the 
cooling outage event. Customer's monthly VA Fees for that 

portion of the Customer's Capacity 
Within 45 minutes of the opening Reservation affected by the Cooling 
of a Cooling Availability trouble Outage, which amount will be set-off 
ticket, the Service Provider will by the Service Provider against the VA 
determine the cause of the cooling Fees payable by the Customer to the 
failure (whether the cooling failure Service Provider, and reflected in the 
is caused by the Customer Provided Service Provider's next monthly 
Equipment or otherwise) and notify invoice to the Customer. 
the Customer of such cause. 

On a monthly basis the Service 
Provider will provide the Customer 
with a report of any and all Cooling 
Outages during the month 
including the details of such 
Cooling Outage (including, without 
limitation, time of Cooling Outage, 
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Service Level Metric Scope Process DC Service Level Credit 

duration of Cooling Outage and 
such other relevant information). 

The length of a Cooling Outage is 
calculated by the Service Provider 
and will commence upon the earlier 
of: (a) the opening of the trouble 
ticket by the Service Provider or 
the Customer (see Section 5 below) 
and; (b) the time that the STMS 
Data Centre Control Centre first 
records the Cooling Outages 
(through the automated monitoring 
system records, trouble tickets 
opened by the Customer or other 
affected customers, or otherwise); 
and ending when the Service 
Provider makes its initial attempt 
to notify the Customer of 
restoration of 100% Cooling 
Availability, by calling the first 
contact on the Customer's 
Emergency Escalation List. 

3. STMS Data STMS Data The Service Provider An STMS Data Centre CC must Each failure to respond within the time 
Centre Control Centre CC will maintain the STMS respond to any CC Notification periods specified for a Customer CC 
Centre will be in Data Centre CC so that confirming receipt either by Notification will entitle the Customer 
("CC"). continuous it continuously operates, telephone·or electronic mail within to a DC Service Level Credit 

operation. on a 7/24 Basis, and 20 minutes for telephonic notices, equivalent to 1/30th ofthe Customer's 
monitor various STMS and 60 minutes for e-mail notices, monthly VA Fees for the affected 
Data Centre Services in following delivery of the Service, which amount will be set-off 
order to promptly detect Customer's CC Notification. by the Service Provider against the VA 
any Potential Fees payable by the Customer to the 
Deficiencies or Service Provider, and reflected in the 
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Service Level Metric Scope Process DC Service Level Credit 

Interruptions in the Data Service Provider's next monthly 
Centre Services and invoice to the Customer. 
initiate corrective action 
as appropriate. In 
addition, the STMS 
Data Centre CC 
continuously accepts, 
reviews and responds to 
Customer notifications 
(see Section 5 below) of 
Potential Deficiencies or 
Interruptions (a "CC 
Notification"). 

50653525.3 

-30- Page 1032 
CTZ-2013-00110



4. Maintenance Windows. The STMS Data Centres are designed to operate on a 
continuous basis; however, the Service Provider requires the ability to perform maintenance on 
the STMS Data Centre Systems, from time to time, during the Term of the Agreement. 

(a) Planned Maintenance: In order to allow the Service Provider and the Customer 
to more effectively plan their operational requirements in advance, this Section 4 
describes the times during which the Service Provider may perform planned 
maintenance ("Planned Maintenance") as described below, including a 
mechanism by which the Customer will be notified in advance of maintenance 
that may impact one or more Services. Planned Maintenance may be performed 
by the Service Provider either during a Standard Maintenance Window or a Non
Standard Maintenance Window provided that: 

(i) Notice of Service Impacting Maintenance: The Service Provider will 
provide the Customer with prior notice describing the specific service 
potentially impacted and the expected nature and extent of the reduction or 
other effect on the applicable service (a "Potential Service Impact 
Notice") if the Service Provider intends to perform Planned Maintenance 
that may impact one or more services ("Service Impacting 
Maintenance") d11ring either a Standard Maintenance Window or a Non
Standard Maintenance Window; 

(ii) Standard Maintenance Windows: The Service Provider will, where 
reasonably possible, perform Service Impacting Maintenance during 
Standard Maintenance Windows. 

(iii) Non-Standard Maintenance Windows: 

50653525.3 

(A) During Non-Business Hours Service: The Service Provider may 
schedule a Non-Standard Maintenance Window to perform 
Planned Maintenance outside of Business Hours by providing the 
Customer with a Potential Service Impact Notice 48 hours prior to 
the Service Provider commencing performance of Service 
Impacting Maintenance; 

(B) During Business Hours: The Service Provider may request a Non
Standard Maintenance Window to perform Planned Maintenance 
during Business Hours by giving five (5) Business Days prior 
Potential Service Impact Notice to the Customer, in which case, 
the Customer has the right to object to such Service Impacting 
Maintenance by providing the Service Provider with notice within 
two (2) Business Days of the date of the Potential Service Impact 
Notice, including reasons for the objection to enable the Service 
Provider to assess an alternate time to perform such Planned 
Maintenance. Upon receipt of such objection, the Service Provider 
shall reschedule such proposed Non-Standard Maintenance 
Window. If the Customer does not provide an objection to the 
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Service Provider within the two (2) Business Days, the Service 
Provider shall have the right to perform such Planned Maintenance 
during the Non-Standard Maintenance Window scheduled by the 

- Service Provider in accordance with its original notice. 

(iv) DC Service Level Credits During Standard Maintenance Windows and 
Non-Standard Maintenance Windows: In the event of a Service Level 
failure occurring during a Standard Maintenance Window or a Non
Standard Maintenance Window where the Service Provider: 

(A) has provided the Customer with a Potential Service Impact Notice, 
then the Customer shall not be eligible for DC Service Level 
Credits for Service Level failures occurring during such Standard 
Maintenance Window or Non-Standard Maintenance Window; and 

(B) has not provided the Customer with a Potential Service Impact 
Notice, then the Customer shall be eligible for DC Service Level 
Credits in accordance with the terms of this Appendix 11-C for 
Service Level failures occurring during such Standard 
Maintenance Window or Non-Standard Maintenance Window. 

(b) Emergency Maintenance: 

(i) Notification of Customer: If the Service Provider performs Emergency 
Maintenance, it will, to the extent reasonably possible in the 
circumstances, notify the Customer prior to performing such Emergency 
Maintenance. 

(ii) DC Service Level Credits During Emergency Maintenance: Where any 
Service Level failure arises as a result of Emergency Maintenance 
required to be performed due to circumstances outside of the Service 
Provider's reasonable control, the Customer shall not be entitled to DC 
Service Level Credits. If, however, the Emergency Maintenance was 
required as a result of circumstances which could have reasonably been 
anticipated by the Service Provider and avoided through the scheduling of 
Planned Maintenance, then the Customer will be eligible for DC Service 
Level Credits in respect of any such Service Level failure resulting from 
such Emergency Maintenance. 

(c) Limits on Relief of DC Service Level Credits: Notwithstanding the provisions of 
Section 4(a)(iv)(A) or 4(b)(ii), the Service Provider shall pay the DC Service 
Level Credits for any Service Level failures in a given consecutive 12-month 
period that follow: (i) three (3) Service Level failures in such consecutive 12-
month period; or (ii) one Service Level failure per 100,000 VA's of Capacity 
Reservation or Adjusted Capacity Reservation, as the case may be, in such 
consecutive 12 month period, whichever is greater. 

50653525.3 
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5. Notification by Customer. In the event the Customer believes that: (a) a failure has 
occurred in connection with or relating to the Customer Environment; or (b) Potential 
Deficiencies or Interruptions may occur, the Customer should contact the Service Provider (in 
accordance with the method of contact recommended and communicated to the Customer by the 
Service Provider, in writing, as contemplated under the Data Centre Service SOW) and request 
that a trouble ticket specific to the event be opened. Once a ticket has been opened (either at the 
request of the Customer, another customer or through the Service Provider automated monitoring 
system), the Service Provider will promptly initiate diagnostic testing and trouble isolation to 
determine the nature of the service quality or availability event. If the trouble is diagnosed as 
one that may be within the scope of coverage, responsibility and management of the trouble 
ticket will be assumed by the Service Provider. The Service Provider has no obligation to issue 
a DC Service Level Credit where no trouble ticket has been opened by either the Service 
Provider or the Customer and further has no obligation to issue a DC Service Level Credit where 
the Customer has not formally requested a DC Service Level Credit within 30 days of an eligible 
event if the Customer believes a DC Service Level Credit is due. 

6. Single Incident/Multiple DC Service Level Credits; Service Level Requirements. If 
a single incident results in the failure of the Service Provider to meet more than one Service 
Level, the Customer shall have the right to select any one of such multiple Service Levels for 
which it will be entitled to receive a DC Service Level Credit. (The Customer shall not be 
entitled to a DC Service Level Credit for each missed Service Level.), Furthermore, for purposes 
of clarification, any and all references in Section 8.9 (Service Level Failures) of the Agreement 
to the failure of the Service Provider to meet a Service Level Agreement, or such similar 
references, shall mean the Service Provider's complete failure to provide or otherwise perform 
the Service Level metric to which the Service Level Agreement applies. 

7. Maximum DC Service Level Credit. The aggregate amount of DC Service Level 
Credits payable by the Service Provider to the Customer under this Appendix 11-C (Data Center 
Service Levels) in respect of any one month shall not exceed the sum of (i) the Customer's 
monthly VA Fees for such month plus (ii) an amount equal to any DC Service Level Credits 
which may apply under Section 10 and are attributable to Controllable Events which occur in 
such month. 

8. Conduct Permitting Relief from Service Levels. The Service Provider shall not be 
considered to have failed to meet a Service Level to the extent that the Customer's acts, 
omissions or instructions to Service Provider cause the failure. 

9. Steps for Relief. To obtain relief from any Service Level in the case of the events 
described in Section 8: 

(a) the Service Provider must provide specific notification to the Customer that 
describes to the Customer in writing the specific Service Level impacted and the 
expected nature and extent of the reduction or other effect on the applicable 
Service Level, including any significant additional unanticipated costs; and 
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(b) the Service Provider must in each instance have used all commercially reasonable 
efforts to perform the affected Service or resolve the incident or problem in 
accordance with the applicable Service Levels despite such events. 

10. Service Level Termination Event. Subject to any conduct permitting relief from Service 
Levels or other exceptions to service delivery as set forth in this Appendix 11-C or the 
Agreement, a Service Level event (an "Event") will be considered to have occurred upon any of 
the following: 

(a) a Major Power Loss for more than 10 minutes; or 

(b) a Major Cooling Outage for more than 10 minutes; or 

(c) at least three hours or more of any combination of Power Loss or Cooling Outage 
within any consecutive three month period, where any Power Loss contributing to 
such three hour period affected at least ten percent (1 0%) of the Capacity 
Reservation or Adjusted Capacity Reservation, as the case may be, in the 
Customer Environment and any Cooling Outage contributing to such three hour 
period affected at least twenty percent (20%) of the Capacity Reservation or 
Adjusted Capacity Reservation, as the case may be, in the Customer 
Environment; 

provided that, notwithstanding the length or quantity of such failures, no combination of failures 
of the Service Provider to attain a Service Level in any consecutive twenty four (24) hour period 
will be considered as more than a single Event. 

Upon the occurrence of an Event, the Service Provider will promptly carry out a root cause 
analysis for the purpose of identifying the cause of such Event. If the Event is determined after a 
root cause analysis to be due to events or circumstances within the reasonable control of the 
Service Provider acting as a prudent operator of a data center facility which is similar or 
substantially similar to the STMS Data Centre, having regard to the Service Provider's 
responsibilities under the Agreement (a "Controllable Event"), then the Customer shall have the 
following remedies, in addition to the DC Service Level Credits set forth in Section 3 above: 

50653525.3 

(i) on the first occurrence of a Controllable Event within any given 
consecutive 12 month period, a DC Service Level Credit in an amount 
equal to the then current monthly VA Fees, which amount will be set-off 
by the Service Provider against the VA Fees payable by the Customer to 
the Service Provider and reflected in the Service Provider's next monthly 
invoices to the Customer; 

(ii) on the second occurrence of a Controllable Event within any given 
consecutive 12 month period, a DC Service Level Credit in an amount 
equal to two (2) times the then current monthly VA Fees, which amount 
will be set-off by the Service Provider against the VA Fees payable by the 
Customer to the Service Provider and reflected in the Service Provider's 
next monthly invoices to the Customer; and 
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50653525.3 

(iii) on the third or greater occurrence of a Controllable Event within any given 
consecutive 12 month period, the Customer may either: 

(A) elect to receive a DC Service Level Credit in an amount equal to 
four ( 4) times the then current monthly VA Fees , which amount 
will be set-offby the Service Provider against the VA Fees payable 
by the Customer to the Service Provider and reflected in the 
Service Provider's next monthly invoices to the Customer; or 

(B) declare the Controllable Event to be a Service Level Termination 
Event by providing written notice thereof to the Service Provider 
no later than thirty (30) days following such third or greater 
Controllable Event, and such Service Level Termination Event 
shall constitute a Material Breach by the Service Provider under 
Section 28.1 of the Agreement; provided, however, that if the 
Customer decides to terminate the Agreement as a result of a 
Service Level Termination Event, the Customer must include 
written notice of termination with its declaration of a Service 
Level Termination Event. 
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SCHEDULE 12 

SERVICE LEVEL FAILURES 

(Section 8.9) 

1. Purpose. Further to Section 8.9 (Service Level Failures) of the Agreement, the purpose 
of this Schedule is to describe the consequences of failure of the Service Provider to achieve the Service 
Levels. 

2. Definitions. Where used in this Schedule, the following words will have the meanings 
set forth below, and any other words defined in this Schedule will have the meanings so given to them: 

(a) "Data Center SLAs" means those Service Levels designated as such in Appendix 11-C 
(Data Center Service Levels); 

(b) "Managed Services SLAs" means those Service Levels designated as such in Appendix 
11-A (Service Level. Measurements); 

(c) "Monthly Fees" means the total Fees invoiced by the Service Provider in any month for 
Services provided to the Province, excluding (a) Fees for Transformation Services, (b) 
Fees for the STMS Data Center Services; (c) annual Capital Payment, (d) Fees for 
projects (excluding credit bearing performance measures that can be established per 
project related requests submitted through the Change Order Process), (e) Fees for 
standard Time and Materials Services, (f) Taxes, (g) Pass Through Expenses, and (h) any 
other Out-of-Pocket Expenses that are reimbursable to the Service Provider by the 
Province in accordance with the Agreement; provided that for purposes of calculating the 
Maximum At Risk Amount based upon the 12.5% factor, the "Monthly Fees" will be the 
greater of the amount calculated according to the above definition and $3,500,000; 

(d) "SLA Failure" means Service Provider's performance against a Service Level 
Agreement, as measured in accordance with the provisions of Appendix 11-A, has not 
achieved the stated level. 

3. Managed Services: Service Level Credits. A Managed Services SLA Failure shall 
result in the Province being entitled to apply service level credits ("Service Level Credits") against the 
Monthly Fees owed by the Province to the Service Provider under this Agreement, commencing on the 
seventh (7th) month following the Hand-Over Date, as follows: 

(a) Service Level Credits may only be earned in the event of a failure by the Service Provider 
to achieve a Managed Services SLA; 

(b) the monthly maximum Service Level Credits to which the Province shall be entitled shall 
not exceed the following: 

50652123.4 

(i) for the period commencing with the seventh (7th) month and ending with the 
twelfth (12th) month following the Hand-Over Date (the "SLA Ramp-up 
Period"), an amount equal to six and one-quarter percent (6.25%) of the Monthly 
Fee for the month in which such SLA Failure occurs; and 
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(ii) for any month after the SLA Ramp-up Period, twelve and one half percent 
(12Y2%) of the Monthly Fee for the month in which such SLA Failure occurs; 

(the "Maximum At Risk Amount"); 

(c) the Province has assigned percentage points of multipliers ("Weightings") to the 
Managed Services SLAs as set out in Appendix 11-A (Service Level Measurements). 
The Province may change the Weightings attached to the Managed Services SLAs in 
accordance with Schedule 13 (Changes to Weightings) of the Agreement, provided that: 

(i) the aggregate Weightings attached to the Managed Services SLAs may not 
exceed two hundred and fifty percent (250%), 

(ii) the Weighting attached to any one Managed Services SLA may not exceed 
twenty percent (20% ), and 

(iii) the Weighting attached to a Managed Services SLA may be zero percent (0%), 

(d) commencing with the seventh (7th) month following the Hand-Over Date, and for all 
Managed Services SLAs other than the Midrange Server SLA (defined in paragraph (e) 
below), if the Service Provider fails to achieve any Managed Services SLA in any given 
month, then subject to Section 7 (Earnback Credits) below, the Province shall earn a 
Service Level Credit in respect of such missed Managed Services SLA in an amount 
equal to the product of: 

(i) the Weighting attached to the missed Managed Services SLA, and 

(ii) the applicable Maximum At Risk Amount; 

(e) commencing with the seventh (7th) month following the Hand-Over Date, and for the 
Managed Services SLAs for the Tier 1 Midrange Servers (the "Midrange Server SLA"), 
if the Service Provider fails to achieve the Midrange Server SLA in any given month, 
then subject to Section 7 (Earnback Credits) below, the Province shall earn a Service 
Level Credit in respect of such missed Midrange Server SLA in an amount equal to the 
product of: 

(i) the Weighting attached to the missed Midrange Server SLA; 

(ii) the applicable Maximum At Risk Amount; and 

(iii) the applicable Midrange Tier 1 Factor, as indicated in the Table below. 

1 to 10 clusters 1.0 

11 to 20 clusters 0.5 

21-33 clusters 0.33 

31 - 40 clusters 0.25 
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(f) if the Service Provider fails to achieve more than one Managed Services SLA in a given 
month, then the Province shall earn an aggregate amount equal to the sum of the Service 
Level Credits corresponding to such failed Managed Services SLAs; provided that the 
Province may not earn more than the applicable Maximum At Risk Amount in Service 
Level Credits in any one month. 

4. Data Center Service Level Credits. The Service Provider's failure to achieve any Data 
Center SLAs shall result in the Province being entitled to apply service level credits ("DC Service Level 
Credits") as set forth in Appendix 11-C (Data Center Service Levels). 

5. Single Problem, Multiple Occurrences. Upon the occurrence of a single Problem that 
causes a failure in multiple SLAs (including multiple Managed Services SLAs and/or Data Centre SLAs), 
the Province may only earn one ( 1) Service Level Credit in respect of one (and not all) of such affected 
SLAs (the "Single Problem SLA"), which Service Level Credit shall be selected by the Province in its 
sole discretion and for greater clarification, the Downtime caused by the occurrence of that Problem shall 
only be calculated against the Single Problem SLA for which the Province elects to receive a Service 
Level Credit, and not against the other SLAs affected by that same Problem. 

6. Performance Obligation. Notwithstanding the foregoing, and for greater clarification, 
the Service Provider shall use commercially reasonable efforts to achieve all Service Levels, whether or 
not such Service Levels are subject to Service Level Credits. 

7. Earnback Credits. The Service Provider shall be entitled to earn back credits 
("Earnback Credits") for each Managed Services SLA where the Service Provider achieves or exceeds 
that same Managed Services each month during a period of six (6) consecutive months (the "Earnback 
Period"). The Earnback Credits may be applied by the Service Provider to offset against Service Level 
Credits for that same Managed Services SLA as set out in this Section 10 (Earnback Credits) below. The 
Earnback Credits shall be subject to the following: 

(a) if the Service Provider consistently achieves or exceeds the same Managed Services SLA 
in each month during the Earnback Period, then the Service Provider shall earn one 
Earnback Credit for that specific Managed Services SLA; 

(b) if the Service Provider fails to achieve a Managed Services SLA in any month, then the 
Earnback Period for that Managed Services SLA shall be reset and shall start again; and 

(c) the Service Provider may accumulate up to a maximum of one (1) Earnback Credit for 
each specific Managed Services SLA at any given time; provided that, upon reaching the 
maximum, the Service Provider shall not earn any further Earnback Credits for that 
Managed Services SLA until such time as the accumulated Earnback Credit is utilized by 
the Service Provider and applied against a Service Level Credit for such Managed 
Services SLA in accordance with this Section 10 (Earnback Credits). 

If the Service Provider accumulates Earnback Credits for a particular Managed Services SLA, then 
notwithstanding that the Province may have earned a Service Level Credit in respect of that same 
Managed Services SLA failure in any given month, the Service Provider shall be released from the 
obligation to pay the Service Level Credit by setting off the Earnback Credit against the Service Level 
Credit for such Managed Services SLA. 

8. Global Credits. As of the Effective Date, the Service Provider shall have three (3) 
banked Earnback Credits (the "Global Credits"), which Global Credits may be applied by the Service 

-3-
50652123.4 

Page 1043 
CTZ-2013-00110



Provider to offset Service Level Credits for the failure of any Managed Services SLA, provided that any 
unused Global Credits shall expire and be of no force or effect as of May I, 2014. 

9. Monthly Reconciliation. In conjunction with the monthly invoicing of the Fees to the 
Province (as specified in Schedule 23 (Fees) of the Agreement), the Parties shall make all necessary 
adjustments to the Service Level Credits as described in Section 10 (Earnback Credits), and any Service 
Level Credits remaining after such adjustment shall be set-off against the Fees owing by the Province to 
the Service Provider in accordance with Section 15.5 (Right of Set-Off) of the Agreement. Any 
discrepancies that are subsequently discovered regarding the Service Level Credits will be reconciled in 
the following invoices to be provided by the Service Provider to the Province. If the Parties are unable to 
agree on all necessary adjustments regarding the Service Level Credits, then either party can raise the 
issue through the Governance Process for resolution. 

10. 

(a) 

Managed Services SLA Termination Events. 

Subject to the provisions of paragraphs (b) to (d) below, and or the purposes of Article 28 
(Default and Termination) of the Agreement, a "Service Level Termination Event" 
means the failure by the Service Provider to achieve or exceed the Managed Services 
SLAs set forth below, provided, however, that upon the occurrence of a single Problem 
that causes a failure in multiple SLAs, only the Single Problem SLA selected by the 
Province under Section 5 (Single Problem, Multiple Occurrences) above shall be used in 
to determine whether a Service Level Termination Event has occurred: 

(i) the occurrence of SLA Failures (that are not subject to an Eamback Credit with 
respect to the same Managed Services SLA) in each month during any "X" 
consecutive months, as "X" is designated in the Table below; or 

(ii) the occurrence of "Y" SLA Failures (that are not subject to an Eamback Credit 
with respect to the same managed Services SLAs) within an SLA Group as 
designated in the Table below within any rolling 12-month period. 

(~.~~~~:.:.;f:~#~t::P~~~i~~ti~~:.~Y;~~t~:~~y;:§lj~i~f~~p;;·!:~;}.\· :: .•. ; ... 
i:~~(~g~rY>·:pYT<c.·{v.: . ·~#A tir(;W[.~ : :f :.i; :·~>·;.Jf .. ·."\;· · ·;. : 
Mid Range MR- A 3 14 

Mid Range (If one SLA MR-B 3 9 
in SLA Group) 

Mid Range (If two MR-B 4 12 
SLAs in SLA Group) 

Mainframe MF-A 3 16 

Mainframe MF-B 4 12 

Storage and Backup SB-A 3 8 

Storage and Backup SB -B 4 12 
* SLA's are associated with SLA Groups (if applicable) in Appendix 1 1-A (Service Level 
Measurements). 

(b) If the Service Provider is relieved from an SLA Failure by another provision of this 
Agreement, then such SLA Failure shall not be included for the purposes of determining 
whether a Service Level Termination Event has occurred. 
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(c) An SLA Failure for which the Service Provider is not required to pay a Service Level 
Credit because the Service Provider had earned and applied an Eamback Credit against 
such SLA Failure, is not and will not be deemed to be, counted for purposes of 
determining whether a Service Level Termination Event has occurred. 

(d) Where a single Problem causes the Service Provider to fail more than one Managed 
Services SLA, then only one SLA Failure shall be deemed to occur as a result of the 
single Problem for the purposes of determining whether a Service Level Termination 
Event has occurred. 

(e) For clarification, any and all references in Section 8.9 (Service Level Failures) of the 
Agreement to the failure of the Service Provider to meet an SLA, or such similar 
references, shall mean the Service Provider's complete failure to provide or otherwise 
perform the Service to which the SLA applies. 

11. Data Center SLA Termination Events. Data Center SLA Termination Events are as 
described in Appendix 11-C (Data Center Service Levels). 

12. Remediation Plan. In addition to the obligations otherwise set forth in Article 8 (Service 
Levels) ofthe Agreement and in this Schedule 12 (Service Level Failures), in the event of an SLA Failure 
the Service Provider shall promptly prepare a remediation plan to cure the SLA Failure (the 
"Remediation Plan"), the Service Provider will deliver the Remediation Plan to the Province once 
available. 
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SCHEDULE 13 

CHANGES TO WEIGHTINGS 

(Section 8.9/Schedule 12) 

1. Purpose. The purpose of this Schedule is to describe the Province's right to change the 
Weighting attached to the Managed Services SLAs, as contemplated in Section 3(c) of Schedule 12 
(Service Level Failures). 

2. Changes to Weightings. The Province shall have the right, once in each Contract Year 
quarter, and upon 90 days prior written notice to the Service Provider, to adjust the Weightings allocated 
to the Managed Services SLAs, subject to the following: 

(a) except as set forth in Section 3 (Change of SLO to SLA) below, the Province shall not be 
entitled to make any changes to the Weightings during the period commencing on the 
Hand-Over Date and expiring eighteen (18) months after the Hand-Over Date; 

(b) the aggregate Weightings attached to the Managed Services SLAs shall not exceed two 
hundred and fifty percent (250%); 

(c) the monthly Maximum At Risk Amount shall not be increased; 

(d) no Weighting attached to any one Managed Services SLA shall be increased by more 
than ten percent (10%) at any one time; and 

(e) the maximum Weighting attached to any one Managed Services SLA shall not exceed 
twenty percent (20%). 

By way of illustration, below is an example of an absolute change of 10% to a single 
Managed Services SLA: 

Name Weighting Change New Weighting 
SLA 1 10% +10% 20% 
SLA2 20% 20% 
SLA3 20% 20% 
SLA4 20% -5% 15% 
SLA5 20% -5% 15% 
SLA6 20% 20% 
SLA 7 20% 20% 
SLA8 20% 20% 
SLA9 20% 20% 
SLA 10 20% 20% 
SLA 11 20% 20% 
SLA 12 20% 20% 
SLA 13 20% 20% 
Total 250% 250% 

3. Change of SLOs to SLAs. Notwithstanding the provision if Section 2(a) (Changes to 
Weightings) above, the provisions of this Section 3 below shall apply in respect of the following Managed 
Services Service Levels: (i) Update to Priority 1 Incident within Target; (ii) Update to Priority 2 Incident 
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within Target; (iii) Tier 3 Remote Server Availability Service Levels; and (iv) Change Management
Successful Changes: 

50652124.4 

(a) such Managed Services Service Level shall initially be and be deemed to be an SLO; 

(b) commencing with month six (6) following the Hand-Over Date, if there should be three 
(3) or more Failures in respect of such Managed Services SLO in any rolling six (6) 
month period, then upon fifteen ( 15) days written notice to the Service Provider, the 
Province may: 

(i) promote such Managed Services Service Levels from being SLOs to being 
Service Level Agreements (SLAs) commencing with the next following month; 
and 

(ii) allocate Weightings thereto in accordance with the provisions of Sections 2(b) to 
2( e) above (except that the 90 day notice period referred to therein is not 
applicable); and 

(c) if after having been promoted to a Managed Services SLA, the Service Provider achieves 
such promoted Managed Services SLA in each month for six consecutive months, then: 

(i) such promoted Managed Services SLA will revert back to an SLO in the 
following month without any further act or formality of the Parties; and 

(ii) the Province will rebalance the Weightings attached to the managed Services 
SLAs. 

For greater clarification, if the Service Provider does not achieve such promoted 
Managed Services SLA in a particular month, and as result applies an Earnback Credit 
against a Service Level Credit in respect of such failed Managed Services SLA, then the 
Service Provider will still have failed to achieve that promoted Managed Services SLA 
during that particular month for purposes of this Section 3(c). 
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SCHEDULE 14 
NON-DISCLOSURE AGREEMENT 

(See attached) 

This Schedule 14 (Non-Disclosure Agreement) comprises two forms of non-disclosure agreements for 
use as follows: 

• Schedule 14A- for use in connection with third parties (excluding Province employees) who 
will have access to Service Provider Confidential Information, as contemplated under the 
Agreement. 

• Schedule 14B- for use in connection with any Benchmarking where the Benchmarker will 
have access to Service Provider Confidential Information and Province Confidential 
Information. 

- 1 -

50650706.1 
Page 1048 
CTZ-2013-00110



SCHEDULE 14A 
NON-DISCLOSURE AGREEMENT 

THIS AGREEMENT, dated as of is between EDS 
ADVANCED SOLUTIONS INC. ("EDS") and------------- (the 
"Contractor"). 

WHEREAS, pursuant to the terms and conditions of a Master Services Agreement (the "Master 
Services Agreement") dated between EDS and Her Majesty the Queen in 
right of the Province of British Columbia, as represented by the Minister of Labour and Citizens' 
Services (the "Province"), EDS is providing managed services and data centre services to the 
Province (collectively the "Strategic Transformation and Mainframe Services Project"); 

AND WHEREAS, as contemplated in the Master Services Agreement, EDS is providing or may 
provide managed services, co-location services and data centre services to members of the Broader 
Public Sector (as defined below) (which services, as provided by EDS to the Broader Public Sector, 
shall be deemed to be part of the Strategic Transformation and Mainframe Services Project for the 
purposes of this Agreement); 

AND WHEREAS the Province has requested EDS to provide the Contractor with access to certain 
confidential, proprietary, or trade secret information of EDS in connection with the Strategic 
Transformation and Mainframe Services Project for [insert purpose of access to confidential 

· information, e.g. performing an audit of [name of Ministry], etc.] (the "Business Purpose"); 

AND WHEREAS, in consideration of the disclosure of EDS' confidential, proprietary or trade secret 
information to the Contractor, EDS requires that such information be retained in confidence in 
accordance with the terms and conditions set forth in this Agreement, and the Contractor agrees to 
keep such information confidential in accordance with such terms; 

NOW, THEREFORE, for good and valuable consideration, the receipt and sufficient of which is 
hereby acknowledged, EDS and the Contractor hereby agree as follows: 

1. Definition. In this Agreement: 

(a) "EDS Confidential Information" means any technical, business, financial, personal, 
employee, operational, scientific, research or other information or data of: (1) EDS; (2) EDS' 
subcontractors, suppliers or customers; or (3) the affiliates of EDS or its subcontractors, 
suppliers or customers; in whatsoever form or media, whether in writing, electronic form or 
communicated orally or visually that, at the time of disclosure or within ten days thereafter is 
designated as confidential (or like designation) and including: 

(i) computer programs in any format whatsoever including the object and source 
therefor, all related documentation, any modifications to such computer programs 
and documentation and all draft or development versions of such programs, 
documentation or modifications; 

(ii) personal information of EDS employees, subcontractors, suppliers, agents or 
representatives; 

(iii) information relating to the business or affairs of EDS including: 
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(1) financial information, purchasing and cost information, price and cost data, 
price and fee amounts, margins and overheads and quoting, pricing and 
billing policies, practices, processes and procedures; 

(2) EDS forecasts, EDS future plans, EDS potential strategies, EDS budgets and 
EDS investment opportunities; and 

(3) marketing techniques, marketing and development plans, methods of 
obtaining business and business plans; and 

(iv) information relating to EDS' products, services and business processes including 
information relating to: 

(1) research and development projects or plans; 

(2) information technology, business process or other infrastructures, 
environments, networks or security including architectures, configurations, 
topologies, products, logs, parameters and controls; 

(3) EDS' business policies, practices, processes and procedures including all 
policies, practices, processes and procedures relating to security; and 

(4) EDS development tools, know-how, methodologies, templates, processes, 
technologies or algorithms; 

whether communicated before or after the date hereof and whether provided or disclosed, 
directly or indirectly, by EDS or to which the Contractor obtains access, directly or indirectly, 
through EDS and including any such information disclosed by the Province or the Broader 
Public Sector. EDS Confidential Information includes documents, working papers, notes, 
observations, summaries, explanations or other material prepared by any person and derived 
from the EDS Confidential Information. 

(b) "Broader Public Sector" means crown corporations or agencies that are owned directly or 
indirectly by the Province, and all other levels of government within British Columbia 
including, without limitation, all municipalities, cities, towns, counties or other political 
jurisdictions of British Columbia, or any agency, board, council, department, authority, 
tribunal or commission of the Province or of any of the foregoing, and includes any 
universities, colleges, schools, school boards, hospitals and health authorities in British 
Columbia. 

2. Confidentiality. 

(a) Protection. The Contractor agrees to hold the EDS Confidential Information in strict 
confidence, and agrees that it will not disclose, distribute or disseminate the EDS 
Confidential Information, or documents or information derived therefrom, in any way to any 
third party. Without limiting the generality of the foregoing, the Contractor agrees that it shall 
treat such information as confidential and with a degree of care no less than the degree of care 
that the Contractor employs for the protection of its own confidential information of a similar 
nature. The Contractor will not use the EDS Confidential Information for its own benefit or 
the benefit of others, except in connection with the Business Purpose as expressly authorized 
in this Agreement. 
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(b) Restriction. The Contractor also agrees not to copy EDS Confidential Information which is 
in documented form except with the written consent of EDS. The Contractor shall not 
disclose or give access to the EDS Confidential Information to any persons other than the 
Contractor's employees who have a need to know and are identified on Schedule A. Each 
such employee of the Contractor shall confirm that he or she has read this Agreement and 
agrees to be bound by the terms of this Agreement as though such employee were a party 
hereto and shall indicate such agreement in the manner set forth in Schedule A. Any failure 
of Contractor's employees to comply with the provisions of this Agreement shall be deemed 
to be a failure of the Contractor to comply with the provisions of this Agreement and the 
Contractor shall be liable to EDS in respect thereof. 

(c) Exception. Section 2(a) {Protection) and Section 2(b) (Restriction) shall not prevent the 
Contractor from disclosing information that belongs to the Contractor or that the Contractor 
can reasonably demonstrate: 

(i) was, at the time of disclosure to the Contractor, in the public domain; 

(ii) after disclosure to the Contractor, is published or otherwise becomes part of the 
public domain through no fault of the Contractor; 

(iii) was in the possession of the Contractor at the time of disclosure to the 
Contractor, and was not the subject of a pre-existing confidentiality obligation; 

(iv) was disclosed independently to the Contractor by a third party (other than the 
Province or a member of the Broader Public Sector receiving services from 
EDS) who, insofar as the Contractor was aware, was not subject to any 
confidentiality obligations in respect thereof, and in any event, provided that 
such information was not of a nature that had it been the confidential information 
of the Contractor, the Contractor would have required that it be kept confidential; 

(v) was independently developed by the Contractor without the use of any EDS 
Confidential Information; or 

(vi) is disclosed with the prior written approval of EDS, but only to the extent 
approved by EDS. 

This Agreement shall not prevent the Contractor from disclosing EDS Confidential 
Information which is required to be disclosed pursuant to the applicable law of Canada 
(including pursuant to a requirement of a governmental agency or law of Canada, or any 
governmental or political subdivision thereof), so long as the Contractor provides EDS with 
prompt written notice of such requirement and takes steps sufficient to allow EDS an 
opportunity to object to such disclosure. Any such disclosure pursuant to applicable law of 
Canada will only be to the extent legally required and only for the purpose of compliance 
with applicable law and not for any other purpose. 

(d) Disclosure to the Province. Section 2(a) (Protection) and Section 2(b) (Restriction) shall 
not prevent the Contractor from disclosing EDS Confidential Information to the Province in 
connection with the Business Purpose. 

(e) Notification of Unauthorized Use of EDS Confidential Information. The Contractor shall 
(i) promptly notify EDS of any unauthorized possession, use or disclosure, or attempt to 

-3-

50650706.1 
Page 1051 
CTZ-2013-00110



effect the same, of EDS Confidential Information ("Unauthorized Disclosure"), (ii) 
promptly furnish EDS with details of such Unauthorized Disclosure, and assist EDS in 
investigating or preventing any recurrence, (iii) cooperate with EDS in any litigation and 
investigation against third parties deemed necessary by EDS to protect the EDS Confidential 
Information, as such litigation or investigation is related to the Unauthorized Disclosure, and 
(iv) promptly use reasonable efforts to prevent a recurrence of any Unauthorized Disclosure. 

(f) Canadian Institute of Chartered Accountants. If the Contractor is a member in good 
standing of the Canadian Institute of Chartered Accountants and is acting in such capacity 
with respect to the EDS Confidential Information disclosed to the Contractor in connection 
with the Business Purpose, then the Contractor may also disclose EDS Confidential 
Information to the extent such disclosure is required under any professional standards 
promulgated by the Canadian Institute of Chartered Accountants. Any such disclosure 
pursuant to any professional standards promulgated by the Canadian Institute of Chartered 
Accountants will only be to the extent required under such standards and only for the purpose 
of compliance therewith and not for any other purpose. In such event, the Contractor shall 
also be entitled to retain such copies of EDS Confidential Information as is necessary to 
comply with the professional standards described above with respect to the documentation of 
work performed, which EDS Confidential Information shall continue to be subject to the 
provisions of this Agreement. 

3. Return of EDS Confidential Information. The Contractor shall be entitled to retain one 
copy of the EDS Confidential Information and any working papers of the Contractor related 
thereto in its files, which EDS Confidential Information shall continue to be subject to the 
provisions of this Agreement. Subject to the foregoing, upon the completion of the 
Business Purpose or at the request of EDS, the Contractor shall return all copies of the EDS 
Confidential Information, and all derivatives thereof, to EDS or, at EDS' option and 
direction, shall certify in writing that all copies of the EDS Confidential Information have 
been destroyed. The Contractor may return the EDS Confidential Information, or any part 
thereof, to EDS at any time. 

4. No Warranty. EDS makes no representation or warranty, express or implied, with respect to 
the EDS Confidential Information and accepts no responsibility for any expenses, losses, or 
actions incurred or undertaken by the Contractor as a result of the receipt or use of the EDS 
Confidential Information. 

5. No Further Rights. Nothing contained in this Agreement shall be construed as granting or 
conferring any rights by license or otherwise in the EDS Confidential Information except as 
expressly provided herein. 

6. Injunctive Relief. The Contractor acknowledges and agrees that the EDS Confidential 

50650706.1 

Information is the confidential, proprietary and trade secret information of EDS or its 
subcontractors, suppliers or customers or of its or their affiliates and that the unauthorized 
use or disclosure of the EDS Confidential Information could cause irreparable harm and 
significant injury to EDS for which EDS would have no adequate remedy at law. Therefore, 
EDS shall have the right, in addition to any other rights EDS may have at law or in equity, 
to seek immediate injunctive relief enjoining any breach or potential breach of this 
Agreement by the Contractor. The Contractor hereby waives the necessity of the posting 
any form of bond relating to the issuance of injunctive relief. 
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7. Media Releases. No media releases, public announcements or disclosures relating to this 
Agreement, its subject matter or the EDS Confidential Information shall be issued by the 
Contractor without the prior written approval of EDS. 

8. Miscellaneous. 

(a) Each of the parties hereto will promptly do, make, execute or deliver, or cause to be 
done, made, executed or delivered, all such further acts, documents and things as the 
other party hereto may reasonably require from time to time for the purpose of giving 
effect to this Agreement and will use reasonable efforts and take all such steps as 
may be reasonably within its power to implement to their full extent the provisions of 
this Agreement. 

(b) No delay or omission by EDS to exercise any right or power hereunder shall impair 
such right or power or be construed to be a waiver thereof. All remedies provided for 
in this Agreement shall be cumulative and in addition to and not in lieu of any other 
remedies available at law, in equity or otherwise. 

(c) Any notices required by this Agreement shall be given in hand or sent by courier, to 
the applicable address set forth below the names of the parties on the signature page 
of this Agreement. Either party may from time to time specify as its address for 
purposes of this Agreement any other address upon giving written notice thereof to 
the other party. 

(d) Subject to the express limitations set out in this Agreement, this Agreement shall 
enure to the benefit of and be binding upon the parties and their respective successors 
and permitted assigns. 

(e) The word "includes" and words derived from the word "include" are used for 
illustrative purposes only and are not meant to be limiting. 

(f) This Agreement (i) is the complete and exclusive statement between the parties with 
respect to the protection of the confidentiality of the EDS Confidential Information, 
(ii) supersedes all related discussions and other communications between the parties, 
(iii) may only be modified in writing by authorized representatives of the parties, and 
(iv) shall be governed by the laws of the Province of British Columbia. 

(g) This Agreement may be signed in counterparts and each of such counterparts will 
constitute an original document and such counterparts, taken together, will constitute 
one and the same instrument. 

IN WITNESS WHEREOF, EDS and the Contractor have each caused this Agreement to be signed 
and delivered as of the date first set forth above. 

EDS ADVANCED SOLUTIONS INC. 
[Print Name of Contractor] 
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By: ____________________ __ 

Name: 

Title: 

EDS Advanced Solutions Inc. 
Vancouver Island Technology Park 
2200-4464 Markham Road 
Victoria, British Columbia 
V8Z 7X8 

Attention: Vice-President, Finance and 
Administration 

Telephone: 250-405-2500 
Telecopier: 250-405-2563 
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By:, __________________ _ 

Title: 

Name: 

Address: 

Attention: 

Telephone: 
Telecopier: 
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SCHEDULE A 

Contractor employees granted access to EDS Confidential Information 

Designated Persons: 

NAME 

1. John Smith- ABC Inc. 

50650706.1 
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INITIALS 

(For the purpose of acknowledging that the 
Designated Person has read and understands 
the restrictions contained in the Agreement 
and agrees to be bound by such restrictions) 
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SCHEDULE 14B 
NON-DISCLOSURE AGREEMENT 

THIS AGREEMENT, dated as of is among EDS 
ADVANCED SOLUTIONS INC. ("EDS"), Her Majesty the Queen in Right of the Province of 
British Columbia as represented by the Minister of Labour and Citizens' Services (the 
"Province") and (the "Contractor"). --------------------------------
WHEREAS, pursuant to the terms and conditions of a Master Services Agreement (the "Master 
Services Agreement") dated between EDS and Her Majesty the Queen in 
right of the Province of British Columbia, as represented by the Minister of Labour and Citizens' 
Services (the "Province"), EDS is providing managed services and data centre services to the 
Province (collectively the "Strategic Transformation and Mainframe Services Project"); 

AND WHEREAS, as contemplated in the Master Services Agreement, EDS is providing or may 
provide managed services, co-location services and data centre services to members of the Broader 
Public Sector (as defined below) under a separate agreement directly with such Broader Public Sector 
entity (the "BPS Services Agreement"), which services, as provided by EDS to the Broader Public 
Sector, shall be deemed to be part of the Strategic Transformation and Mainframe Services Project for 
the purposes of this Agreement; 

AND WHEREAS the Province has requested EDS to provide the Contractor with ·access to certain 
confidential, proprietary, or trade secret information of EDS in connection with the Strategic 
Transformation and Mainframe Services Project for the purpose of performing a benchmarking of the 
services and fees under the Master Services Agreement and [insert appropriate details regarding 
the benchmarking] (the "Business Purpose"); 

AND WHEREAS, in consideration of the disclosure of EDS' and the Province's confidential, 
proprietary or trade secret information to the Contractor, EDS and the Province requires that such 
information be retained in confidence in accordance with the terms and conditions set forth in this 
Agreement, and the Contractor agrees to keep such information confidential in accordance with such 
terms; 

NOW, THEREFORE, for good and valuable consideration, the receipt and sufficient of which is 
hereby acknowledged, EDS, the Province and the Contractor hereby agree as follows: 

1. Definition. In this Agreement: 

(a) "EDS Confidential Information" means any technical, business, financial, personal, 
employee, operational, scientific, research or other information or data of: (1) EDS; (2) EDS' 
subcontractors, suppliers or customers; or (3) the affiliates of EDS or its subcontractors, 
suppliers or customers; in whatsoever form or media, whether in writing, electronic form or 
communicated orally or visually that, at the time of disclosure or within ten days thereafter is 
designated as confidential (or like designation) and including: 

(i) computer programs in any format whatsoever including the object and source 
therefor, all related documentation, any modifications to such computer programs 
and documentation and all draft or development versions of such programs, 
documentation or modifications; 
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(ii) personal information of EDS employees, subcontractors, suppliers, agents or 
representatives; 

(iii) information relating to the business or affairs ofEDS including: 

(1) financial information, purchasing and cost information, price and cost data, 
price and fee amounts, margins and overheads and quoting, pricing and 
billing policies, practices, processes and procedures; 

(2) EDS forecasts, EDS future plans, EDS potential strategies, EDS budgets and 
EDS investment opportunities; and 

(3) marketing techniques, marketing and development plans, methods of 
obtaining business and business plans; and 

(iv) information relating to EDS' products, services and business processes including 
information relating to: 

(1) research and development projects or plans; 

(2) information technology, business process or other infrastructures, 
environments, networks or security including architectures, configurations, 
topologies, products, logs, parameters and controls; 

(3) EDS' business policies, practices, processes and procedures including all 
policies, practices, processes and procedures relating to security; and 

(4) EDS development tools, know-how, methodologies, templates, processes, 
technologies or algorithms; 

whether communicated before or after the date hereof and whether provided or disclosed, 
directly or indirectly, by EDS or to which the Contractor obtains access, directly or indirectly, 
through EDS and including any such information disclosed by the Province or the Broader 
Public Sector. EDS Confidential Information includes documents, working papers, notes, 
observations, summaries, explanations or other material prepared by any person and derived 
from the EDS Confidential Information. 

(b) "Broader Public Sector" means crown corporations or agencies that are owned directly or 
indirectly by the Province, and all other levels of government within British Columbia 
including, without limitation, all municipalities, cities, towns, counties or other political 
jurisdictions of British Columbia, or any agency, board, council, department, authority, 
tribunal or commission of the Province or of any of the foregoing, and includes any 
universities, colleges, schools, school boards, hospitals and health authorities in British 
Columbia. 

(c) "Confidential Information" means the EDS Confidential Information and the Province 
Confidential Information. 

(d) "Province Confidential Information" means any technical, business, financial, personal, 
employee, operational, scientific, research or other information or data of the Province, and 
any other information regarding the Province's business, plans and markets, information of or 
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relating to the Province, the Broader Public Sector or of any person that has disclosed such 
information to the Province or its agents, in whatsoever form or media, whether in writing, in 
electronic form or communicated orally or visually that, at the time of disclosure is 
designated or within ten days thereafter is designated as confidential (or like designation), 
whether communicated before or after the date hereof and whether provided or disclosed, 
directly or indirectly, by the Province or the Broader Public Sector or to which the Contractor 
obtains access, directly or indirectly, through the Province or the Broader Public Sector and 
including any such information disclosed by the Province or the Broader Public Sector. 
Province Confidential Information includes documents, working papers, notes, observations, 
summaries, explanations or other material prepared by any person and derived from the 
Province Confidential Information. 

2. Confidentiality. 

(a) Protection. The Contractor agrees to hold the Confidential Information in strict confidence, 
and agrees that it will not disclose, distribute or disseminate the Confidential Information, or 
documents or information derived therefrom, in any way to any third party. Without limiting 
the generality of the foregoing, the Contractor agrees that it shall treat such information as 
confidential and with a degree of care no less than the degree of care that the Contractor 
employs for the protection of its own confidential information of a similar nature. The 
Contractor will not use the Confidential Information for its own benefit or the benefit of 
others, except in connection with the Business Purpose as expressly authorized in this 
Agreement. 

(b) Restriction. The Contractor also agrees not to copy Confidential Information which is in 
documented form except with the written consent of the Province and EDS. The Contractor 
shall not disclose or give access to the Confidential Information to any persons other than the 
Contractor's employees who have a need to know and are identified on Schedule A. Each 
such employee of the Contractor shall confirm that he or she has read this Agreement and 
agrees to be bound by the terms of this Agreement as though such employee were a party 
hereto and shall indicate such agreement in the manner set forth in Schedule A. Any failure 
of Contractor's employees to comply with the provisions of this Agreement shall be deemed 
to be a failure of the Contractor to comply with the provisions of this Agreement and the 
Contractor shall be liable to the Province and EDS in respect thereof. 

(c) Exception. Section 2(a) (Protection) and Section 2(b) (Restriction) shall not prevent the 
Contractor from disclosing information that belongs to the Contractor or that the Contractor 
can reasonably demonstrate: 
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(vii) was, at the time of disclosure to the Contractor, in the public domain; 

(viii) after disclosure to the Contractor, is published or otherwise becomes part of the 
public domain through no fault of the Contractor; 

(ix) was in the possession of the Contractor at the time of disclosure to the 
Contractor, and was not the subject of a pre-existing confidentiality obligation; 

(x) was· disclosed independently to the Contractor by a third party (other than the 
Province or a member of the Broader Public Sector receiving services from 
EDS) who, insofar as the Contractor was aware, was not subject to any 
confidentiality obligations in respect thereof, and in any event, provided that 
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such information was not of a nature that had it been the confidential information 
of the Contractor, the Contractor would have required that it be kept. confidential; 

(xi) was independently developed by the Contractor without the use of any 
Confidential Information; or 

(xii) is disclosed with the prior written approval of the Province, for the Province 
Confidential Information, and EDS, for the EDS Confidential Information, but 
only to the extent approved by those parties. 

This Agreement shall not prevent the Contractor from disclosing Confidential Information 
which is required to be disclosed pursuant to the applicable law of Canada (including 
pursuant to a requirement of a governmental agency or law of Canada, or any governrilental 
or political subdivision thereof), so long as the Contractor provides the Province and EDS 
with prompt written notice of such requirement and takes steps sufficient to allow the 
Province and EDS an opportunity to object to such disclosure. Any such disclosure pursuant 
to applicable law of Canada will only be to the extent legally required and only for the 
purpose of compliance with applicable law and not for any other purpose. 

(d) Disclosure to the Province. Section 2(a) (Protection) and Section 2(b) (Restriction) shall 
not prevent the Contractor from disclosing Confidential Information to the Province and EDS 
in connection with the Business Purpose. 

(e) Notification of Unauthorized Use of EDS Confidential Information. The Contractor shall 
(i) promptly notify the Province and EDS of any unauthorized possession, use or disclosure, 
or attempt to effect the same, of Confidential Information ("Unauthorized Disclosure"), (ii) 
promptly furnish the Province and EDS with details of such Unauthorized Disclosure, and 
assist the Province and EDS in investigating or preventing any recurrence, (iii) cooperate 
with EDS in any litigation and investigation against third parties deemed necessary by EDS 
to protect the EDS Confidential Information, as such litigation or investigation is related to 
the Unauthorized Disclosure, and (iv) promptly use reasonable efforts to prevent a recurrence 
of any Unauthorized Disclosure. 

3. Return of EDS Confidential Information. The Contractor shall be entitled to retain one 
copy of the Confidential Information and any working papers of the Contractor related 
thereto in its files, which Confidential Information shall continue to be subject to the 
provisions of this Agreement. Subject to the foregoing, upon the completion of the Business 
Purpose or at the request of the Province or EDS, the Contractor shall return all copies of the 
Province Confidential Information and the EDS Confidential Information to the Province and 
EDS, respectively, and all derivatives thereof, or, at the Province's or EDS' option with 
respect to their own confidential information, the Contractor will certify in writing that all 
copies of the Confidential Information have been destroyed. The Contractor may return the 
Province Confidential Information and the EDS Confidential Information, or any part thereof, 
to the Province or EDS, respectively, at any time. 

4. No Warranty. Neither the Province nor EDS makes any representation or warranty, express 
or implied, with respect to their Confidential Information and neither the Province nor EDS 
accepts responsibility for any expenses, losses, or actions incurred or undertaken by the 
Contractor as a result of the receipt or use of the Confidential Information. 
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5. No Further Rights. Nothing contained in this Agreement shall be construed as granting or 
conferring any rights by license or otherwise in the Confidential Information except as 
expressly provided herein. 

6. Injunctive Relief. The Contractor acknowledges and agrees that the Confidential 
Information is the confidential, proprietary and trade secret information of EDS (or its 
subcontractors, suppliers or customers or of its or their affiliates) and the Province and that 
the unauthorized use or disclosure of the EDS Confidential Information or the Province 
Confidential Information could cause irreparable harm and significant injury to EDS and the 
Province, respectively, for which neither EDS nor the Province would have no adequate 
remedy at law. Therefore, each of the Province and EDS shall have the right, in addition to 
any other rights they may have at law or in equity, to seek immediate injunctive relief 
enjoining any breach or potential breach of this Agreement by the Contractor. The Contractor 
hereby waives the necessity of the posting any form of bond relating to the issuance of 
injunctive relief. 

7. Media Releases. No media releases, public announcements or disclosures relating to this 
Agreement, its subject matter or the Confidential Information shall be issued by the 
Contractor without the prior written approval of the Province and EDS. 

8. Miscellaneous. 

(a) Each of the parties hereto will promptly do, make, execute or deliver, or cause to be 
done, made, executed or delivered, all such further acts, documents and things as the 
other party hereto may reasonably require from time to time for the purpose of giving 
effect to this Agreement and will use reasonable efforts and take all such steps as 
may be reasonably within its power to implement to their full extent the provisions of 
this Agreement. 

(b) No delay or omission by the Province or EDS to exercise any right or power 
hereunder shall impair such right or power or be construed to be a waiver thereof. 
All remedies provided for in this Agreement shall be cumulative and in addition to 
and not in lieu of any other remedies available at law, in equity or otherwise. 

(c) Any notices required by this Agreement shall be given in hand or sent by courier, to 
the applicable address set forth below the names of the parties on the signature page 
of this Agreement. Either party may from time to time specify as its address for 
purposes of this Agreement any other address upon giving written notice thereof to 
the other party. 

(d) Subject to the express limitations set out in this Agreement, this Agreement shall 
enure to the benefit of and be binding upon the parties and their respective successors 
and permitted assigns. 

(e) The word "includes" and words derived from the word "include" are used for 
illustrative purposes only and are not meant to be limiting. 

(f) This Agreement (i) is the complete and exclusive statement between the parties with 
respect to the protection of the confidentiality of the Confidential Information, (ii) 
supersedes all related discussions and other communications between the parties, (iii) 
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may only be modified in writing by authorized representatives of the parties, and (iv) 
shall be governed by the laws of the Province of British Columbia. 

(g) This Agreement may be signed in counterparts and each of such counterparts will 
constitute an original document and such counterparts, taken together, will constitute 
one and the same instrument. 

IN WITNESS WHEREOF, EDS, the Province and the Contractor have each caused this Agreement 
to be signed and delivered as of the date first set forth above. 

EDS ADVANCED SOLUTIONS INC. 

By: __________ _ 

Name: 

Title: 

EDS Advanced Solutions Inc. 
Vancouver Island Technology Park 
2200-4464 Markham Road 
Victoria, British Columbia 
V8Z 7X8 

Attention: Vice-President, Finance and 
Administration 

· Telephone: 250-405-2500 
Telecopier: 250-405-2563 

HER MAJESTY THE QUEEN IN RIGHT OF 
THE PROVINCE OF BRITISH COLUMBIA, 
as represented by the Minister of Labour and 
Citizens' Services: 

By: ________ ~----
Name: 
Title: 

[Print Name of Contractor] 

By: _________ _ 

Name: 

Title: 

Name: 

Address: 

Attention: 

Telephone: 
Telecopier: 
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AND: 

Her Majesty the Queen in Right of the 
Province of British Columbia 

Ministry of Labour and Citizens' 
Services 
Workplace Technology Services 
4000 Seymour Place 
Victoria, British Columbia 
V8X 1W5 

PO Box 9412 Stn. Prov Govt 
Victoria, British Columbia 
V8W9Vl 

Attention: Executive Director, Alliance 
Management Office 

Telephone: 250-
Telecopier: 250-

50650706.1 
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SCHEDULE A 

Contractor employees granted access to EDS Confidential Information 
and Province Confidential Information 

Designated Persons: 

NAME 

1. John Smith- ABC Inc. 

50650706.1 - 8-

INITIALS 

(For the purpose of acknowledging that the 
Designated Person has read and understands 
the restrictions contained in the Agreement 
and agrees to be bound by such restrictions) 
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SCHEDULE 15 

CONDITIONS OF USE OF PROVINCE MARKS 

(Section 10.2) 

The display or use by the Service Provider of the Province Marks shall conform to the following, 
to the extent applicable to such display or use: 

(a) the applicable provisions of this Agreement and the Transaction Documents, 

(b) the Province Symbols and Honours Act 
(http:llwww.qp.gov.bc.ca/statreg/stat/P/96380_01.htm), to the extent applicable; 

(c) the Visual Identity and Graphic Standards for B.C. Government Websites, 
provided that the impact on the Service Provider's display or use of the Province 
Marks as a result of any changes to the Visual Identity and Graphic Standards for 
B.C. Government Websites shall be implemented in accordance with the Change 
Order Process; and 

(d) any relevant Province policies as directed by the Province in accordance Section 
11.4 (Province's Right to Issue Directives) of the Agreement. 
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SCHEDULE 16 

PROVINCE MARKS 

(Section 10.1) 

The Province hereby consents to the Service Provider providing, and the Service Provider 
shall provide, the Data Centre Services and the Managed Services under the Province 
Mark set forth below (or such other Province Mark as may be requested by the Province 
from time to time through the Change Order Process), in accordance with Section 12.1 
(Province Marks) and Schedule 15 (Conditions of Use of Province Marks). For greater 
clarification, and notwithstanding the foregoing, the Service Provider shall also identify 
itself in all communications and correspondence with Clients and Stakeholders in the 
manner required pursuant to the provisions of the Business Practices and Consumer 
Protection Act (British Columbia). Other than Broader Public Sector entities, the 
Province agrees that it will not authorize or license any other third Person to use the 
Province Mark during the Term (provided that the Province has not required the Service 
Provider to use another Province Mark in substitution for such mark) in connection with 
the Services. Such agreement shall not restrict the Province's rights to use the Province 
Mark or to license or use any other Province Mark including marks similar thereto. 

Province Mark 

"Hosting Solutions BC" 
"Hosting Solutions B.C." 
"Hosting Solutions of British Columbia" 
"Hosting Solutions British Columbia" 
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SCHEDULE 17 

COMMUNICATIONS PLAN AND PROCESS 

(Section 10.5) 

1. Definitions. Capitalized terms used in this Schedule 17 (Communication Plan and Process) that 
are not defined within this Schedule will have the meanings given to such terms set forth in Schedule 1 
(Definitions) to the Agreement. 

2. Purpose of Schedule. This Schedule defines and describes the approach the Parties will use to 
facilitate the effective communications necessary to the success of this Agreement. 

3. Communication Principles. 

3.1 General- The Parties agree that effective communications are a key component to the success of 
the arrangement with respect to the Agreement. The communications approach will: 

(a) provide clear direction to the Parties as to the responsibilities and key processes for 
comprehensive communications; 

(b) outline the communication process and activities that will occur during t~e Term; 

(c) identify the respective Parties responsible for each type of communication; 

(d) recognize the importance of mutual understanding and respect for the lines of authority of 
each Party; 

(e) adhere to the governance structure described in Article 11 (Relationship Management 
and Human Resources) and Schedule 18 (Governance) of the Agreement; and 

(f) be consistent with the terms of this Agreement. 

3 .2 Communications between Parties - Communication between the Parties will take place at 
various levels within the respective organizations through formal, informal, and ad hoc arrangements and 
will: 

(a) ensure knowledge ofrelevant activities, issues, and problems is shared by both Parties; 

(b) ensure proper discussion, resolution and escalation of issues; 

(c) ensure reasonable responses are provided within reasonable timeframes; and 

(d) facilitate issue resolution at the lowest appropriate level of the governance model. 

3.3 Written Communications - The Parties agree that, at a minimum, those communications that 
have the potential to result in changes related to policy, scope, contract terms, or approvals should be in 
writing and otherwise be in accordance with the terms of the Agreement. 
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3.4 Direction of the Province- The Service Provider will follow the Province's prescribed policies 
and direction regarding development, content and distribution of verbal and written communications in 
connection with this Agreement with the Clients and Stakeholders, and the public and the media. 

3.5 Resources- Both Parties will: 

(a) provide the appropriate staff resources necessary to communicate on a regular basis 
through routine meetings and written documentation of meeting outcomes as required; 
and 

(b) work collaboratively to ensure that any review and approval processes do not unduly 
delay development, completion or distribution of communications. 

The Communication Plan may be modified and supplemented during the course of the Term pursuant to 
the Change Order Process to better facilitate the effective communications necessary to the success of this 
Agreement. 

4. Communications between the Province and the Service Provider. The Parties will engage in 
ongoing communication with each other to establish communication roles, including defining authority, 
functions and process, all governed in accordance with the terms set forth in Schedule 17 
(Communication Plan and Process) ofthis Agreement. 

5. Service Provider Communication with Stakeholders. 

5.1 Communications Plan- The Parties will: 

(a) prepare and implement a detailed form of the Communications Plan, with preparation and 
implementation of the Communication Plan to start March 30, 2009; 

(b) amend and supplement the detailed Communications Plan within three months after the 
Handover Date; and 

(c) amend and supplement the Communications Plan annually thereafter, or more frequently 
as may be appropriate. 

5.2 Stakeholders - Notwithstanding anything herein to the contrary and despite any delegation of 
responsibilities, the Province will retain control over communications with Clients and Stakeholders. 
Communications with Stakeholders, which are Broader Public Sector entities that have not entered into a 
BPS Services Agreement with the Service Provider, will be conducted in accordance with the provisions 
of Schedule 26 (Growth and Marketing). 

6. Public Communications. The Parties will jointly develop a communication strategy to deal with 
the public. The Parties acknowledge and agree that press releases issued individually or jointly shall be 
issued in accordance with Section 10.4 (Publicity) of the Agreement. The Service Provider will refer any 
inquiries from the public or governmental bodies related to this Agreement to the Province's Business 
Relationship Executive, Strategic Infrastructure, or as otherwise directed by the Province. 

7. Media Contact. The Service Provider will not initiate or respond to calls from the media 
concerning any aspect of the Agreement or the Services, unless specifically authorized by the Province in 
writing to do so. The Service Provider will immediately refer any calls from the media to the Province's 
Business Relationship Executive, Strategic Infrastructure, or as otherwise directed by the Province. 
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8. Branding. See Article 10 (Branding and Communications) of the Agreement. 
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SCHEDULE18 

GOVERNANCE 

(Section 11.1) 

1. General 

1.1 Purpose. This Schedule 18 (Governance) sets forth the overarching governance 
framework for the effective implementation of the Agreement, which will be facilitated 
by the Province and the Service Provider through joint direction and control and joint 
management through a defined areas of responsibility and authority. The intent of the 
governance framework is to facilitate: 

(a) the achievement and monitoring of the objectives of the Parties as set 
forth in Section 1.13 (Objectives of the Parties) ofthe Agreement; 

(b) the effective implementation of the Agreement, including the growth of 
participation by the Broader Public Sector; and 

(c) the development of productive organizational relationships, including 
relationship management, through processes that support "best practice" 
joint governance. 

1.2 Objectives of the Governance Framework. The primary objectives of the governance 
framework are to continually ensure that: 

(a) the value proposition derived from the Agreement is consistent with the 
expectations of the Province and the Service Provider; 

(b) the strategies and plans of the Province and the Service Provider, to the 
extent that such strategies and plans will have an impact on the 
Agreement, are understood by all; 

(c) effective contract and service management processes exist, including, 
change, problem, and crisis management, request for service and 
contract amendment; and 

(d) an effective relationship management process exists including 
communication, decision making, reporting, measurement, issue 
resolution and dispute resolutions processes. 

1.3 Guiding Principles. The Parties agree to adhere to the following guiding principles: 

(a) 

(b) 

50642946.7 

proactively identify sources of disagreement and discord and take timely 
action before they become matters of dispute; 

endeavor to be sensitive to activities that may be of concern to the others, 
providing early notice that it wishes to pursue such activity and will 
engage in consultation about such activity; 
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(c) where possible, resolve issues through a process of cooperative and 
amicable negotiations; 

(d) ensure that the governance framework enables the Province and Service 
Provider to: 

(i) understand and execute their responsibilities and accountabilities 
under the Agreement; 

(ii) subject to the specific rights of a Party set out in the Agreement, 
work co-operatively together over the entire Term of the 
Agreement; 

(iii) subject to the specific rights of a Party set out in the Agreement, 
make decisions guided by what is best for the on-going 
management and delivery of high quality Services; 

(iv) subject to the specific restrictions set out in the Agreement, have 
access to the information necessary to fulfill their obligations 
under the Agreement; 

(v) subject to the specific rights of a Party set out in the Agreement, 
develop and maintain high quality relationships; 

(vi) effectively identify and resolve difficult issues; 

(vii) accommodate the lifecycle of the Agreement; 

(viii) allow the Province and Service Provider to acknowledge and act 
in ways that are consistent with their complex and varied roles 
and responsibilities pursuant to the Agreements; 

(ix) clarify and facilitate ongoing relationships with Province, 
Clients, Buyers and Stakeholders; 

(x) ensure that the Province's and Service Provider's detailed 
know ledge about the Services is retained; and 

(xi) end a relationship responsibly when appropriate. 

1.4 ParticipatiQn in Governance Process. The Province and the Service Provider agree that 
they will each utilize the Governance Process in accordance with the provisions of this 
Schedule including by requiring its representatives to attend meetings and to participate 
in the activities of the committees of which they are members in accordance with this 
Schedule. 

50642946.7 - 2-
Page 1070 
CTZ-2013-00110



l 

2. Governance Framework 

The overall governance framework is depicted as follows: 

Joint Executive 
Committee 

Joint Operational 
Committee 

I I 
Joint Working Groups I Joint Working Groups I Joint Working Groups 

2.1 Authority and Decision Making. The following table outlines, at a high level, the scope 
of authority and decision making of the various committees, teams and project working 
groups described in the governance framework. Any decision made by a governance 
committee, that is within the operating mandate of that committee will be: 

(a) made by the mutual consensus of the Province committee members on 
the one hand, and the Service Provider committee members on the other 
hand; and 

(b) binding upon the Parties (unless decided otherwise by a committee 
having authority to do so). 

Decisions that extend beyond the mandate of the committee will be escalated to the next 
appropriate committee as indicated in this Schedule, and where no such committee is 
indicated, to the Joint Executive Committee. All decisions made by the committees will, 
where appropriate, follow the Change Order Process. All decisions will be recorded in 
meeting minutes and a notice of decision will be sent to all committee members. 
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GOVERNANCE COMMITTEE AUTHORITY TO MAKE DECISIONS 

Joint Executive Committee Issues that significantly impact: 
- the relationship of the Parties 
- scope of the Services 
- transition and transformation under the 

Transition Plan and the Transformation 
sow 

- financial matters 

Issues impacting the Parties including: 
- Legislative 
- Policy 
- Privacy and security 

Issues escalated from the Joint Operations 
Committee. 

Joint Operations Committee Issues that impact: 
- scope, including changes to SOW 

Documents and new projects 
- time frames 
- budget management 
- Client relations 
- performance and Service Levels 
- resource sufficiency and availability 
- human resources/change management 

issues 

Issues escalated from Joint Working Groups 

Joint Working Groups Day to day decisions and issue resolution for 
items within the scope of their respective 
mandates as defined in their charters (no 
decision making authority unless delegated). 

2.2 Continuing Obligations of the Parties. Notwithstanding any other provision of this 
Schedule, the purpose of the governance framework set forth in this Schedule is to 
facilitate communications between the Parties regarding the ongoing Services under the 
Agreement and dispute resolution. Nothing in this Schedule nor any action or omission 
of the Parties pursuant to this Schedule shall alter or amend the Parties' respective 
responsibilities regarding the Services as set forth in the Agreement or the applicable 
Schedules. 

3. Joint Governance Structure 

The Province and the Service Provider have the responsibility to govern all aspects of the 
Agreement including the provision of the Services to the Province as contemplated under the 
Agreement. This responsibility will be executed through three levels of joint committees: Joint 
Executive Committee, Joint Operations Committee, and Joint Working Groups. 
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3.1 Joint Executive Committee (JEC). The executive committee ("Joint Executive 
Committee" or "JEC") will function as the executive level governance body for the 
Agreement and for the provision of the Services to the Province under the Agreement. 
The JEC will have responsibility for oversight of the Agreement and the relationship 
between the Province and the Service Provider and will ensure that the Agreement 
continues to be aligned with and enable such strategies and plans. 

50642946.7 

(a) Composition of the JEC. 

(i) Province (4 members): Deputy Minister, MLCS (Chair); ADM, 
Strategic Infrastructure; ADM, Alternative Service Delivery 
Secretariat; ADM, WTS 

(ii) Service Provider (4 members): Vice-President and General 
Manager, EDS Canada; Vice-President, Public Sector, EDS 
Canada; Vice-President, Public ·Sector, B.C., EDS Canada; 
President, EDS Advanced Solutions 

Other employees, consultants, or advisors of the Province and the Service 
Provider may attend meetings of the JEC at the invitation of either Party to the 
extent reasonably necessary to sufficiently address matters for discussion on the 
agenda of a JEC meeting. The JEC may also invite Buyers and industry and 
government leaders to participate in such meetings to facilitate information 
exchange and increase the value of the strategies discussed. 

(b) 

(c) 

(d) 

(e) 

(f) 

Chair of the JEC. The Chair of the JEC meetings shall be a 
representative of the Province, who is a member of the JEC. 

Changes in Composition of the JEC. Each of the Parties may from time 
to time change its respective representatives on the JEC by providing 
written notice to the other Party of such change. Notwithstanding such 
right to replace individuals, the parties agree that such replacements 
shall be of a similar or greater authority unless otherwise agreed by the 
other Party. 

Meetings of the JEC. The JEC shall hold meetings or telephone or 
video conferences at least four times per year, with at least two of such 
meetings in each contract year being face-to-face meetings. The JEC 
may meet more frequently, as the members of such committee may 
determine in their reasonable discretion. 

Special Meetings of the JEC. Notwithstanding the foregoing, the chair 
of the JEC may call a special meeting to consider any relevant issue 
upon reasonable prior notice to the other members of the JEC, such 
notice shall set forth the matters to be discussed or determined at such 
special meeting. A special meeting of the JEC, once called, shall be 
convened as soon as reasonably practical. 

Quorum. A quorum for any meeting of the JEC shall be four members 
comprising at least two representatives of each Party. 
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50642946.7 

(g) Roles of the JEC. The responsibilities of the JEC are to: 

(i) provide oversight for the Agreement and the relationship 
between the Province and the Service Provider as parties to the 
Agreement; 

(ii) provide leadership on behalf of all of the Buyers by: 

(A) consistently encouraging the shared services strategy and 
the outsourcing relationship, 

(B) clarifying accountabilities, and 

(C) addressing barriers and issues that are beyond the ability 
of management to resolve. 

(h) Responsibilities of the JEC. The activities of the JEC will include, 
without limitation: 

(i) 

(ii) 

(iii) 

(iv) 

(v) 

(vi) 

(vii) 

(viii) 

sharing and understanding the strategies and plans of the 
Province, Buyers and the Service Provider as they relate to the 
Agreement, 

identifying potential upcoming changes that will need to be 
managed, reviewing and refreshing the strategic goals for the 
alternative service delivery relationship consistent with those 
changes, and discussing strategies to leverage the relationship of 
the Buyers and the Service Provider to provide increased value 
and to solve business problems, 

reviewing performance (for example, Services, Service Levels, 
transformation, growth, and relationship) against plans, 

approving the following on an annual basis with respect to WTS: 
joint annual objectives, Committed Annual Plan, JMC Business 
Development Plan, 

ensuring that there is sufficient transparency of the financials, 

ratifying and where appropriate recommending changes to the 
Agreement and how it is being managed, 

addressing matters that were escalated to it within the time 
period set forth in Section 27.1 (Informal Dispute Resolution) of 
the Agreement; 

addressing matters expressly referred to the JEC under the 
Agreement, including: 
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• Mandatory Change Requests; 

• Approval of a Material Subcontractor; 

• changes in Service Provider Key Positions; 

• removal of a Material Subcontractor or Access 
Subcontractor under Section 12.13 (Removal of 
Subcontractor); and 

• such other matters as may be referred to the JEC in the 
Agreement; 

(ix) pursuant to Section 12.11 (Consent to Use of Material 
Subcontractors) of the Agreement, where the Province does not 
Approve a Material Subcontractor submitted by Service Provider, 
provide the rationale for such non-Approval to the Service 
Provider during the next JEC meeting and such rationale shall be 
included in the minutes of the appropriate JEC meeting. 

(i) Decisions and Approvals of the JEC. The decisions and approvals of 
the JEC will be made in accordance with the decision and approval 
rights set out in the Agreement. Decisions or approvals specifically 
assigned in the Agreement to the JEC, or other decisions which may 
come to the JEC, will, to the extent possible, be made by consensus. 
When consensus cannot be achieved, the parties will have the option to 
strike a Special Joint Committee (see below) or to pursue other dispute 
resolution mechanisms set out in Article 27 (Dispute Resolution) of the 
Agreement; and 

G) Rules of Procedure and Protocols. In addition to the provisions of this 
Schedule 18 (Governance) and subject to the provisions of the 
Agreement, the JEC may develop its own rules of procedures and 
protocol. 

3.2 Committees ofthe JEC. The JEC shall have the discretion to form a joint committee for 
any purpose it deems appropriate, taking into consideration its mandate and any 
applicable terms, conditions or restrictions set out in the Agreement. As of the Hand
Over Date, the following joint committees are contemplated under the JEC, and with 
respect to paragraph (b), such committees shall be established as of the Hand-Over Date: 

(a) 
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Special Joint Committee. The JEC may, on an ad hoc basis, form a 
special joint committee (the "Special Joint Committee") to ensure 
objective review of areas of specific concern, including when a 
difference or dispute cannot be resolved within the governance structure. 
Depending on the subject under consideration, the Special Joint 
Committee will be composed of members of senior management of the 
parties, JEC members, Buyers, and/or specialists on the topic (for 
example, financial officers or information technologists), and if the 
Parties wish, a mediator or facilitator with a knowledge of the subject. 
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The costs for the mediator or facilitator will be shared equally between 
the parties. The JEC will appoint a chair of the Special Joint Committee, 
define the scope of its deliberations, and request a time for the Special 
Joint Committee to report back to the JEC with its recommendations. 

(b) Joint Marketing Committee (JMC). The JEC will establish a joint 
marketing committee (the "Joint Marketing Committee" or "JMC") 
which will report to the Joint Executive Committee for the general 
purpose of ensuring that there are adequate and appropriate resources 
and processes in place to ensure the growth of the data centre and 
managed services provided under the Agreement. 

(i) Composition of the JMC. 

(A) Province: ADM, SI; Business Relationship Executive, 
SI (Chair); Executive Director, Client Service, WTS; 
Executive Director, AMO, WTS 

(B) the Service Provider: EDS Advanced Solutions STMS 
Project Lead; Client Sales Executive; Head, BAS 
Advanced Solutions CRM Team 

(ii) Chair of the JMC. The Chair of the JMC shall be a 
representative of the Province, who is a member of the JEC. 

(iii) Meetings of the JMC. The JMC shall hold meetings or 
telephone or video conferences monthly, or more frequently as 
the members of the JMC may determine in their reasonable 
discretion. 

(iv) Responsibilities of the JMC. The responsibilities of the JMC 
are to: 

(A) 

(B) 

(C) 

(D) 

(E) 

ensure that the marketing and onboarding interests of the 
parties are aligned; 

develop an annual joint marketing plan, including goals 
and targets, and budgets for approval by the JEC; 

agree on principles and practices for sharing information 
about the market and prospects; 

establish, and modify when appropriate, marketing and 
onboarding processes including the qualification of 
prospects, leveraging the Service Provider processes to 
the extent possible; 

establish, and modify when appropriate, standards for 
proposals, leveraging the Service Provider standards to 
the extent possible; 
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(F) monitor progress against tactical marketing and 
onboarding plans and activities ; 

(G) ensure that the benefits of gainsharing are applied 
consistent with the terms of the contract; 

(H) approve joint communications; 

(I) approve and undertake major marketing events as 
appropriate; 

(J) escalate issues to the JEC in the event of conflict or 
dispute; 

(K) prepare annual progress reports on marketing and 
onboarding activities; 

(L) monitor relationships with key stakeholders in the 
success of Hosting Solutions BC, including those 
stakeholders that deliver the Services; 

(M) monitor the reputation of Hosting Solutions BC and its 
services. 

3.3 Joint Operations Committee (JOC). The operations committee ("Joint Operations 
Committee" or "JOC") will function as the operational level governance body for the 
Agreement and for the provision of the Services to the Province under the Agreement. 
The JOC will have responsibility for the day-to-day relationship between the Province 
and the Service Provider and the delivery of the Services to the Province under the 
Agreement. 

(a) Composition of the JOC. 

(i) Province: STMS AMO Lead 

(ii) Service Provider: Service Provider STMS Lead 

Other employees, consultants, or advisors of the Province and the Service Provider may attend 
meetings of the JOC at the invitation of either Party to the extent reasonably necessary to 
sufficiently address matters for discussion on the agenda of a JOC meeting. The JOC may also 
invite Buyers and industry and government leaders to participate in such meetings to facilitate 
information exchange and increase the value of the strategies discussed. 

(b) 

(c) 

50642946.7 

Chair of the JOC. STMS AMO Lead 

Changes in Composition of the JOC. Each of the Parties may from time 
to time change its respective representatives on the JOC by providing 
written notice to the other Party of such change. Notwithstanding such 
right to replace individuals, the parties agree that such replacements 

-9-
Page 1077 
CTZ-2013-00110



50642946.7 

shall be of a similar or greater authority unless otherwise agreed by the 
other Party. 

(d) Meetings of the JOC. The JOC shall hold meetings or telephone or 
video conferences at least monthly, or more frequently, as the members 
of the JOC may determine in their reasonable discretion. 

(e) Special Meetings of the JOC. Notwithstanding the foregoing, the chair 
of the JOC may call a special meeting to consider any relevant issue 
upon reasonable prior notice to the other members of the JOC, such 
notice shall set forth the matters to be discussed or determined at such 
special meeting. A special meeting of the JOC, once called, shall be 
convened as soon as reasonably practical. 

(f) Quorum. A quorum for any meeting of the JOC shall be one 
representative of each Party. 

(g) Responsibilities of the JOC. The responsibilities of the JOC are to: 

(i) 

(ii) 

(iii) 

(iv) 

(v) 

(vi) 

(vii) 

(viii) 

(ix) 

(x) 

(xi) 

(xii) 

(xiii) 

. prepare an Annual Operating Plan; 

review the current status of the Annual Operating Plan; 

manage the Change Order Process; 

on an annual basis propose improvements and additions to the 
Service Levels; 

review the findings of benchmark or other studies as may be 
agreed to; 

summarize and present findings to the JEC on any significant 
changes that need to be made to objectives, strategy, the 
Agreement, or the relationship between the Parties; 

identify risks and barriers to success and ensure there are plan to 
mitigate; 

identify and address and resolve any conflict escalated to it; 

identify and manage impending change; 

continuously assess how the parties are working together, and 
plan steps to improve the relationships; 

continuously look for new ways to deliver business value; 

proactively seek advice on and sharing "best practices"; 

make recommendations to the JEC and escalate issues that 
cannot be solved within current administrative practice; 
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(xiv) provide leadership by championing the objectives of the 
Agreement and identify any systemic contractual or 
management problems; 

(xv) establish and manage the activities and results of permanent and 
ad hoc Joint Working Groups; and 

(xvi) conduct annual review of reporting requirements set forth in 
Schedule 21 (Reporting Requirements) of the Agreement. 

(h) Dispute Resolution. In the event issues are raised which either or both 
parties do not consider have been appropriately addressed after 
reasonable efforts by the JOC, such issues may be escalated to the JEC. 

3.4 Joint Working Groups. The following Joint Working Groups will commence as soon 
as practical after commencement of the agreement. 

(A) Client Services (WTS} Working Group- governing principles to be determined 
by the Client Services (WTS} Working Group and approved by the JOC; 

(B) Technology Architecture Working Group - governing principles as set forth in 
the attached Appendix A (Principles of the Technology Architecture Working 
Group); 

(C) Privacy and Security (WTS) Working Group - governing principles to be 
determined by the Privacy and Security (WTS} Working Group and approved by 
theJOC; and 

(D) Transformation Working Group - governing principles to be determined by the 
Transformation Working Group and approved by the JOC. 

3.5 Province Change Advisory Board. The Service Provider will be invited to participate 
in the Province Change Advisory Board meetings to consider changes to the technical 
aspects of the Services or the delivery of the Services by the Service Provider to the 
Province, including, without limitation, Ordinary Course Changes contemplated in 
Section 7.1 and 7.2 (Change Order Process) of the Agreement. 

4. Meeting Protocols. 

The Parties acknowledge and agree that, to the extent possible, all governance meetings should 
follow the following standard business practices for meeting etiquette: 

(a) 

(b) 

50642946.7 

to the extent possible, the governance committee will establish a pre
determined schedule of meeting dates, which will be communicated to 
the members by the chair; 

any unscheduled meeting dates, and changes to any scheduled or 
unscheduled meeting . dates, will be communicated in writing (or by 
email) by the chair to the committee members at least five Business Days 
in advance, where possible, unless the five Business Day notice period is 
waived by all members of the committee, and except for unexpected or 
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50642946.7 

(c) 

(d) 

(e) 

(f) 

(g) 

(h) 

(i) 

emergency situations that do not permit such five Business Days notice 
period to be given; meetings shall start at the stated time on the 
circulated agenda; 

meetings shall start at the stated time on the circulated agenda; 

meeting invitees will indicate their ability to attend the meeting at least 3 
Business Days prior to the meeting and, if unable to attend, to send an 
appropriate delegate with decision-making authority; 

where attendance of committee members is mandatory, meeting notices 
will indicate such mandatory attendance; 

any member of a committee may call a meeting of such member's 
committee outside of regularly scheduled meetings by sending a request 
to the chair of such committee that the meeting be called, and stating the 
purpose of the meeting and the details of the matters to be considered or 
discussed at the meeting; · 

meeting agendas and meeting materials will be established by the 
committee chair and will be circulated by the chair to the committee 
members with as much prior notice as is reasonably possible, but in any 
event not less than 24 hours before any meeting; 

unless the meeting notice indicates that attendance must be in-person, to 
the extent possible the meetings of committees will be held in-person, 
provided that the members of a committee may hold their meetings by 
way of video conference, telephone conference or any other 
communication facility where all persons participating in the meeting 
can hear each other and make themselves heard; and 

minutes of all meetings of the committee will be taken by the chair of the 
committee or an individual appointed by the chair and circulated to all 
members of the committee as soon as practicable following the 
conclusion of a meeting but in any event, within five Business Days after 
the meeting. The members of the committee will have five Business 
Days to provide their comments on the minutes or object to the minutes 
by notifying the chair of such comments or objection, in writing. Where 
no comments or objection is received within the 5 business Day period, 
the minutes will be deemed to be accepted. The chair will circulate the 
final copy of all minutes of the meetings of the committee to the 
members orr a timely basis. · 

- 12-
Page 1080 
CTZ-2013-00110



APPENDIX A 

PruNC~LESOFTHETECHNOLOGY 

ARCHITECTURE WORKING GROUP 

With respect to the Technology Architecture Working Group, the Parties acknowledge and agree 
to adhere to the following guiding principles when performing their activities: 

1. The Province will develop and set the technical service architecture standards governing the 
Services provided to Province; 

2. Service Provider will deliver the Services and Transformation Projects set forth in Schedule 9 
(Transformation SOW) using the technology platforms agreed to by the Parties as of the 
Effective Date; 

3. Service Provider will identify new or evolving hardware and software opportunities and 
prepare opportunity analyses that address Service impacts, benefits and costs; 

4. The Province will identify Province requirements for new hosting services and will approve 
the introduction of new or evolved services prior to implementation of the new services; 

5. Service Provider and the Province will work cooperatively and jointly to: 

• determine which new services should be considered; 

• determine enhancements to the current Services; and 

• develop orderly migration paths for new services and maintain hardware and software 
currency; 

6. The Province will approve aspects of the architecture and design of the Services which 
directly affect the architecture, design or cost of the external Province IT infrastructure; 

7. Service Provider will approve aspects of the internal architecture and design of the Services 
which do not directly affect the architecture, design or cost of the external Province It 
infrastructure; and 

8. Service Provider will implement new services in accordance with the Change Order Process. 
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SCHEDULE19 

KEY POSITIONS 

The following Service Provider positions are designated as Key Positions and are subject to the 
provisions of Article 11 of the Agreement: 

Strategic Transformation and Mainframe Services (STMS) lead 

Managed Services lead 

Transition and Transformation lead 

Security & Privacy lead 

Business Continuity/ Disaster Recovery lead 

Data Centre Lead 

Mainframe Services Lead 

The Province acknowledges that several of the Service Provider Key Positions shall initially be 
filled by individuals seconded from an Service Provider Affiliate, and that these individuals may 
be required to return to the Affiliate within 2 years of the Hand-Over Date. 

With respect to the Service Provider Key Positions in Table 1 below, Service Provider shall use 
reasonable efforts to maintain the initial incumbent for the minimum initial periods of the 
Agreement from the Hand-Over Date specified in Table 1 (subject to the occurrence of any 
unforeseen events/circumstances). For greater clarification, after the expiry of such minimum 
initial period, any replacement appointments in any such Service Provider Key Positions shall not 
be required to remain in such Service Provider Key Position for any minimum period. 
Notwithstanding the foregoing Service Provider shall use reasonable efforts to maintain 
continuity in such positions as contemplated under Article 11 ofthe Agreement 
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Service Provider Key Position Minimum Initial 
Period 

Strategic Transformation and Mainframe 18 months 
Services (STMS) lead 

Managed Services lead 18 months 

Transition and Transformation lead 18 months 

Security & Privacy lead 18 months 

Business Continuity I Disaster Recovery lead 18 months 

Data Centre Lead 24 months 

Mainframe Services Lead 24 months 

Table 1. Minimum Initial Periods for Service Provider Key Positions 
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SCHEDULE20 

SUBCONTRACTOR MATTERS 

Material Subcontractors Access Subcontractors 

Any Subcontract entered into by the Service Provider for thtJ pt:Jrfonnance of any part of the Services by a 
Subcontractor, where the Subcontractor has an annual dollar value from service of $1,500,000 or more in 
respect of the Services, shall constitute a "Material Subcontract" to which the provisions of Section 12.9 
(Additional Material Subcontract Terms), in addition to the provisions set forth in Section 12.3 (General 
Contract Terms (Subcontractors)), shall apply, but excluding there from the following, none of which 
shall constitute "Material Subcontracts": 

(a) Contracts with Suppliers; 

(b) corporate personnel agencies who are Canadian Entities and whose External Personnel 
who may have access to Personal Information have signed External Personnel 
Agreements, and where such External Personnel do not use the Systems or premises of 
such corporate personnel agency in the performance of the Services but instead use those 
of some other Person and provided that all provisions of this Agreement relating to 
Systems and premises shall continue to apply with respect to the Systems and premises 
used by the External Personnel; and 

(c) a Subcontract that is not a "Material Subcontract" when originally entered into, but 
through inadvertence subsequently has an annual dollar value in excess of the amount set 
forth above, provided that the Service Provider gives notice thereof to the Province as 
soon as possible through the Governance Process, and uses all reasonable efforts to 
subsequently cause such Material Subcontract to comply with the requirements of this 
Section. 
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SCHEDULE21 

REPORTING REQUIREMENTS 

1. Purpose of Schedule. 

This Schedule outlines the general reporting requirements for the Service Provider during the Term of the 
Agreement. 

2. Definitions. 

Capitalized terms used in this Schedule will have the meanings set forth in this Schedule 21 (Reporting 
Requirements) and capitalized terms not defined herein will have the meanings set forth in Schedule 1 to 
the Agreement. 

3. General. 

At all relevant times during the Term, the Service Provider will prepare or cause to be prepared and will 
provide to the Province in accordance with the provisions of this Schedule 21 (Reporting Requirements) 
all reports and other deliverables as contemplated herein. The Service Provider will prepare and provide 
to the Province updates of such reports at such times as reasonably requested by the Province in 
accordance with the Change Order Process. 

4. Guiding Principles to Reporting. 

The Service Provider acknowledges and agrees that the Province expects the reporting and informational 
requirements of the Province under this Agreement will evolve during the Term, that reporting and 
informational requirements are intended to achieve the best value for reports to the Province in light of 
the circumstances applicable from time to time. Ordinary course changes to reporting and informational ~""-,, 

requirements, where the work effort for the Service Provider may be accommodated in the ordinary 
course of the Services, will not require a Change Request and will not increase the Fees; all other changes 
to the reporting and informational requirements will required a Change Request. In addition, the Service 
Provider will, from time to time, as the circumstances may render necessary or desirable, provide 
suggestions to the Province as to improvements, enhancements and changes to the reporting and 
informational requirements, for the Approval of the Province. 

The Service Provider acknowledges and agrees that all planning, budgeting and reporting required 
pursuant to the terms of this Agreement will: 

(a) 

(b) 

(c) 

(d) 

50645866.3 

be in accordance with any specific requirements as to timing, format and content set out 
herein; 

be timely, comprehensive and will contain accurate and complete information; 

contain such information as is reasonably necessary to allow the Province to fully 
monitor the Service Levels and the provision of the Services; 

be consistent with plans and budgets from time to time adopted by the Province; and 

- 1 -

Page 1085 
CTZ-2013-00110



(e) updated from time to time as set forth in this Schedule 21 (Reporting Requirements) and 
the Agreement (including, for greater certainty the Schedules to the Agreement). 

5. Support for the Production of Province Reports. 

The Service Provider will provide support to the Province for the Province's production of reports that are 
required to be delivered by the Ministry, internally within the Province. The Service Provider will support 
the gathering of the information for design and production of Province reports, up to sixty ( 60) man-hours 
per calendar quarter. The Province reports known at the Effective Date include the following: 

(a) Office of the Comptroller General reporting obligations as set out in relevant policies 
standards including: 

(i) Financial Administrative Act (British Columbia), and 

(ii) Core Policy Manual (includes budgeting forecast requirements); 

(b) Auditor General Act (British Columbia) reporting obligations as set out in relevant 
policies standards; 

(c) privacy reporting obligations as set out in related legal, regulatory and policy (e.g., 
Freedom of Information and Protection of Privacy Act (British Columbia)) including: 

(i) adherence to security standards, 

(ii) freedom of information reporting requirements; 

(d) CIO policies and standards; 

(e) Risk Management Branch polices and standards; 

(f) reporting on the success of the relationship and realization of benefits for the following: 

(i) Treasury Board, 

(ii) Cabinet, 

(iii) Office of the Auditor General, 

(iv) Office of the Comptroller General, 

(v) the public, 

(vi) the Ministry, and 

(vii) the Joint Executive Committee. 

6. Production of Standard Reports by Service Provider. 

The Service Provider will provide reports as required: 

(a) by the Agreement; 
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(b) by any statement of work contemplated under the Agreement; 

(c) as set out in Table 1 below; and 

(d) in conjunction with Service Level reporting. 

7. Monthly Reporting - Performance. 

With respect to the performance of the System in production, Service Provider will submit a standard set 
of reports to the Province by the tenth business day of each calendar month. This standard set of reports 
will consist of those reports identified in Section 9 as being produced monthly. 

8. Monthly Reporting - Change Requests. 

With respect to Change Requests (proposed, approved, active and resolved), the Service Provider will 
submit a report to the Province by the tenth business day of each calendar month. These reports will 
provide a status update in a format to be agreed to by the Parties and will reflect the progress, issues and 
resolutions relating to change requests active in the prior month. 

9. Annual Operating Plan. 

The Service Provider will, with the co-operation and assistance of the Province, prepare and provide to 
the Province the Annual Operating Plan in accordance with Sections 13.5 (Annual Operating Plan) to 
13.7 (Annual Confirmation) ofthe Agreement. 

10. Required Reports, Plans and Other Documentation 

Table 1 -Reporting Requirements 

To the extent the reports listed in the table below are produced by WTS as of the Effective Date, the 
Service Provider will produce such reports in a form substantially similar to the same reports produced by 
WTS prior to the Effective Date and at the frequency set forth in the table below. 

Report Name Report Contents Frequency1 

*Services A plan defining the steps required to recover Annually, updated 
Continuity Plan one or more of the Services. The plan will also quarterll or as 

identify the triggers for invocation, people to be material changes are 
involved, communications etc. The Services made to Services. 
Continuity Plan should be part of a Business 
Continuity Plan. 

Service A plan to implement improvements to a process Annually, updated 
Improvement Plan or the Services. quarterly or as 

material changes are 
made to Services. 

*Root Cause A report that summarizes the Service Provider's As Problem is 

1 The date for the delivery of a report, plan, document, etc., under this Schedule 21 (Reporting Requirements) shall 
be ten (1 0) Business Days following the expiration of the date set forth under the column "Frequency" unless the 
Parties agree otherwise in writing. 
2 "quarter" or "quarterly" means the period of three (3) months ending on the last day of March, June, September or 
December in each calendar year. 
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Report Name Report Contents Frequency1 

Analysis Report assessment ofthe re~ults of any root-cause identified. 
analysis conducted for all Problems and 
includes a remediation plan for the error and a 
mitigation plan for avoiding the Problem in the 
future. 

*Asset Register Inventory of assets, including, a summary of Quarterly 
changes made to the assets during the period. 

*Asset Registry Summary of changes made to the assets during Monthly 
Changes the period. 
*Service Outage A report that identifies underlying causes of an As service outages 
Analysis Report unplanned Service interruption; includes the are incurred. 

remediation actions taken for the outage and a 
mitigation plan for avoiding the outage in the 
future. The Service Outage Analysis Report 
identifies opportunities to improve the Service 
Provider's processes and tools, as well as the 
infrastructure. 

*Incident A report containing a list of key information for Monthly 
Summary Report all incidents recorded in the period including the 

status of each incident, monthly trends (total 
opened, total closed, month-to-month open, etc.) 
and the information required pursuant to the 
Managed Services Statement of Work. 

*Severity 1 and 2 A report containing a list of key information for Weekly 
Incident Report all Severity 1 or Severity 2 incidents recorded in 

the period. 
*Outstanding A report containing a list of key information for Monthly 
Incident Report all incidents outstanding as of the end of the 

period. 
*Problem/Known A report containing the details of an outstanding Monthly 
Error Report Problem/known error or a Problem/known error 

that has been resolved and closed during the 
period. 

**Service Level A report reporting achievement against Service Monthly 
Report Levels for the most-recent reporting period plus 

previous periods. A report containing details of 
one or more key performance indicators or other 
important targets that have exceeded or are 
forecast to exceed defined thresholds. Examples 
include SLA targets being missed or at risk to 
be missed, and a performance metric indicating 
a potential capacity Problem. 

*Security Incident A report listing key information for all security Monthly 
Report incidents reported during the period. 
*Software Plan A list of adaptive, corrective, preventative and Monthly 
Change Report perfective fixes undertaken for each application 

including date and time of correction, 
description of correction, corrective action 
taken, and root-cause analysis that is required. 
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Report Name Report Contents Frequency1 

*Hardware Plan A list of adaptive, corrective, preventative and Monthly 
Change Report perfective fixes undertaken for each application 

including date and time of correction, 
description of correction, corrective action 
taken, and root-cause analysis that is required. 

*Capacity Plan A Capacity Plan is used to manage the resources Quarterly 
required to deliver the Services. The plan 
contains scenarios for different predictions of 
business demand, and costed options to deliver 
the agreed Service Levels. 

*Capacity Application usage, performanc~ and database Monthly 
Utilization Report capacity report including capacity forecast 

based on historical trends and other known 
information. 

*Availability Plan A schedule of planned system maintenance and Quarterly 
planned outages. 

*Change Plan A plan that lists all requested or approved Weekly 
changes and their requested and planned 
implementation dates. 

*Projected Service A report that identifies the effect of planned Weekly 
Availability changes on agreed Service Levels, based on the 
Report Change Plan. 
See SOWs Reports as identified in or attached as an In accordance with 

Appendix to the SOWs (and for greater the terms of the 
certainty, including without limitation, SOW 2- SOWs 
Data Centre Services, SOW 3 - Security 
Services, SOW 4 -Managed Mainframe 
Services, SOW SA- Server Management 
Services, SOW SB - Shared File and Print 
Services, SOW SC- Web Hosting Services, 
SOW SD- Virtual Hosting Services, SOW SE-
Onsite Support Services, SOW SF- Citrix 
Based Computing Services, SOW SG- Shared 
Database Services, SOW SH- Application 
Enabling Services, SOW 6- Storage and 
Backup Services, SOW 7 - Services 
Management Services, SOW 8 -Business 
Continuity and Disaster Recovery Services and 
Transformation SOW (see Schedule 9)) 

*The Parties agree that during the Transformation Program (defined in the Transformation SOW), this 
report will be retired as new reports identified in the Statements of Work in Schedule 6 of the Agreement 
are introduced to replace them. 
**The Parties agree that during the Transformation Program, this report will be retired as a new report 
identified in Schedule 11 of the Agreement is introduced to replace it. 

S0645866.3 - 5-

Page 1089 
CTZ-2013-00110



SCHEDULE22 

RECORDS PROTOCOLS 

This Schedule identifies the responsibilities among the Parties to meet the records management 
requirements set out in Article 14 (Maintenance of Records) of the Agreement. 

With respect to Section 14.1 (Maintenance of Records) of the Agreement, physical Province Records that 
are transferred to, created by, or in the custody of the Service Provider will be managed in accordance 
with the Roles and Responsibilities Matrix below. From and after the Hand-Over Date, the Records that 
are identified in Appendix A to Schedule 22 (Records Protocols), and that are transferred to, created by, 
or in the custody of the Service Provider will be managed in accordance with the Roles and 
Responsibilities Matrix below. 

Further, any material amendments, modifications, or supplements to the practices and procedures 
identified in the Roles and Responsibilities Matrix below and impacting the Service Provider 
responsibilities under the Agreement including, to achieve compliance with respect to electronic records, 
shall be implemented in accordance with the Change Order Process. 

Notwithstanding Section 14.1 of the Agreement, the Service Provider will maintain the following access, 

50646066.3 
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ROLES AND RESPONSffiiLITIES SERVICE PROVINCE 
PROVIDER 

1. Establish Province-wide polices and standards for X 
recorded information management practices. 

2. Establish standards for the development of ARCS and X 
ORCS for all administrative records and operational 
records of the Province. (see: 
h!!Q://www.bcarchives.gov.bc.ca/arcs/index.htm) 

3. Establish standards for secure and confidential X 
destruction of records; monitor records destruction 
operations; identify inadequate procedures or processes. 

4. Establish recorded information management program; X 
designate a records officer responsible for administering 
the program, including the development and 
implementation of Ministry policies and procedures for 
recorded information management. 

5. Adopt and maintain recorded information management X 
policies, including policies and procedures for the 
management of electronic records. 

6. Propose records retention schedules and recommend final X 
dispositions in consultation with the Province's Corporate 
Records Management Branch. 

7. Provide appropriate documentation for final dispositions X 
of recorded information. 

8. Identify changes in the business process that may require X 
the creation, addition or modification to Province records 
retention schedules. 

9. Coordinate storage with records centres for semi-active X 
records. 

10. Establish records management processes responsibilities X 
for Personnel and External Personnel (e.g., classifying 
documents according to established schedules). 

11. Maintain active files of recorded information on-site; use X 
appropriate labels to identify file descriptions and 
retention schedules. 

12. Maintain records scheduled for return to the Province X 
distinctly from those scheduled for off-site storage. 

13. Box records in accordance with instructions from the X 
Province for transfer to the Province designated Records 
Officer for review and approval. 
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ROLES AND RESPONSffiiLITIES SERVICE PROVINCE 
PROVIDER 

14. Box records in accordance with disposition status, (e.g. X 
"destruction", "selective" or "full" retention); prepare 
appropriate records management forms for transfer to off-
site facilities; send completed forms documentation to the 
Province designated Records Officer for review and 
approval. 

15. Review submitted forms; forward as required approved X 
forms to the Province's Corporate Records Management 
Branch for processing; return completed approved forms. 
Update access authorizations for boxes in off-site storage. 

16. Schedule transfer of records to off-site storage; pick-up X 
boxed records. 

17. For retrieval of records from off-site storage: authorized X 
person contacts off-site facility; storage company delivers 
records. 

18. Retention and disposal of inactive records in off-site X 
storage according to appropriate schedules. 

19. Secure disposal on-site of records not sent to off-site X 
storage if approved in accordance with the process set 
forth in item number 15 above. 

21. Litigation Coordinator - coordinate between Crown X 
Counsel, Ministry of Labour and Citizens' Services and 
the Service Provider regarding litigation actions. 

22. Provide Service Provider training regarding recorded X 
information management, new policies and procedures. 

23. Provide training to Service Provider trainers regarding X 
recorded information management, new policies and 
procedures. 

24. Representative on Ministry Records Officer Council, X 
ARCS Review Committee and other cross-government 
committees or meetings related to records management 
policy and procedures. 
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APPENDIX A 

1. RECORDS TRANSFERRED TO THE SERVICE PROVIDER 

1.1 Disaster Recovery Plans. All Province disaster recovery plans provided to the 
Service Provider prior to the Hand-Over Date. 

1.2 Capacity Planning and Trending. Province capacity planning and trending for 
the three server groups: 

1.3 

(a) 

(b) 

(c) 

(a) 

(b) 

(c) 

Open VMS - tool (Command Central); 

Windows - trend documents for shared file and print only (rolled up into one year 
reports); and 

Open Systems - snapshot information. 

Service Profiles/Service Descriptions. 

Service Descriptions; 

Status of Work in Process Projects; and 

Explicit Agreements. 

1.4 Asset Inventories. Asset inventory lists including equipment, hardware and 
software used in connection with the Services provided at the Province Data Centres, the 
Regional Network Centres and the Remote Sites. 

1.5 

2. 

Windows Server Install Records. Province server configuration details. 

RECORDS CREATED BY THE SERVICE PROVIDER FROM AND 
AFTER THE HAND-OVER DATE 

2.1 Disaster Recovery Plans. The Service Provider will create specific disaster 
recovery plans for: 

(a) enhancements to the Province's disaster recovery plans; 

(b) the Services being performed at the STMS Data Centre; and 

(c) Ministry Clients as requested by them as part of the optional Services. 

2.2 Capacity Planning and Trending. Province capacity planning and trending for 
all servers and the mainframe. 

2.3 Service Profiles/Service Descriptions. 

(a) Statements ofWork; 

(b) Services Catalogue; 
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(c) the Manual; and 

(d) any other manuals referred to in the SOWs. 

2.4. Asset Inventory Lists. Monthly asset inventory lists including equipment, 
hardware and software used in connection with the Services after the Hand-Over Date. 

2.5 System and Security Logs from the Supported Infrastructure. The Service 
Provider will provide log information in accordance with the provisions of the Security SOW. 

2.6 Server Install Records. Server configurations as described in the Midrange 
SOWs (as defined in Schedule 23 (Fees)). 

3. 

3.1 

• 

SYSTEMS THAT PRODUCE RECORDS 

Information Technology Incident Management System (ITIMS) 

Records of incident and problem diagnosis and resolution (break and fix data), 
and Records produced from the Change Management Process - to the extent 
records are transferred to, created by, or in the custody of the Service Provider 
(including records produced through ITIMS). 

3.2 Digital Workflow- records supporting billing (including records received form 
the Province's Remedy System. 

3.3 Service Provider Billing System 

• Monthly invoices . 

• Records supporting billing (excluding Digital Workflow covered above) . 

3.4 STMS Data Centre 

• Power consumption reports . 

• STMS Data Centre physical access logs . 

• STMS Data Centre video logs . 

3.5 SOW Records 

• Any other Records referred to in the SOWs . 
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1. OVERVIEW 

1.1 Terms 

Capitalized terms used in this Schedule without definition have the meanings attached to such 
terms in the Agreement. Article 11 (Definitions) below contains a list of defmitions or terms 
defined elsewhere in this Schedule. 

1.2 Summary 

This Schedule 23 contains all the Fees payable by the Province to the Service Provider for 
delivery of Services under the Agreement, including the fees for the Managed Services and the 
Data Centre Services provided under the Agreement. 

1.3 Appendices 

The following Appendices are attached to this Schedule: 

Appendix A (VA Price Tables) 

Appendix B (STMS Data Centre Price Table) 

Appendix C (Managed Services Price Table) 

Appendix D (Volume Band Adjustments) 

Appendix E (BC CPI and Data Centre CPI Instructions) 

Appendix F (Pro-Ration of Margin Cap For Annual Growth) 

Appendix G (Margin Cap Example And Margin Cap Adjustments) 

Appendix H (Optional Security Services) 

Appendix I (Transformation Deliverables (with Transformation Fees)) 

Appendix J (Services Catalogue) 

Appendix K (Intentionally Left Blank) 

Appendix L (Intentionally Left Blank) 

Appendix M (Hourly Rates) 

Appendix N (Termination Services Time And Material Rates) 
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1.4 Currency 

All amounts in this Schedule 23 are in Canadian dollars unless otherwise stated. 

2. UNIT PRICES 

2.1 Overview 

The pricing tables attached as Appendix C (the "Managed Services Price Table") include unit 
pricing that applies in each Contract Year of the Initial Term based upon the SOWs. A "Unit 
Price" is a monthly price, and where indicated is a one-time price, for a service unit within each 
category of the Managed Services Price Table. 

The Managed Services Price Table is adjusted each Contract Year in accordance with 
Section 6.3 (Managed Services Inflation) below; and the Unit Price's will be adjusted as required 
in accordance with Section 3 (Volumes and Volume Banding) below. 

Table 1 below contains a summary of the various types of Unit Prices found in the Managed 
Services Price Table . 

Table 1 - Summary of Managed Services Unit Prices 

50652262.11 

Managed 
Mainframe 
Services 

Midrange physical Hardware and 
Software and Software Maintenance 
Midrange Virtual Hosting Services 

Portion of Host Server Support and 
Host Service Hardware 
Shared services (Shared File Print, 
Shared Web, Shared Database) 

Other midrange services (Citrix, 
Middleware, Server Installation) 

Per Server per month or 
Server one-time 

Per virtual Server per 
month 
Per virtual Server per 
month 
Various per month (e.g. 
per user for SFP, per 
instance for Shared 
Database, per site for 
Shared W 
Various per month or 
one-time (e.g. per 
Server, per instance, per 

Page 7 ofllO Page 1101 
CTZ-2013-00110



Managed 
Storage and 
Backup 
Services 

2.2 Midrange Services 

SCHEDULE23 

The following provides additional information on the characteristics of the various midrange 
Unit Prices, which are all monthly prices, unless otherwise indicated. The Services to which 
these Unit Prices apply are more particularly described in the following SOWs (collectively, the 
"Midrange SOWs"): 

• SOW 5A- Server Management Services 

• SOW 5B - Shared File and Print Services 

• SOW 5C- Web Hosting Services 

• SOW 5D - Virtual Hosting Services 

• SOW 5E- Onsite Support Services 

• SOW 5F - Citrix Based Computing Services 

• SOW 5G- Shared Database Services 

• SOW 5H - Application Enabling Services 

2.2.1 Midrange Server Management Services 

The Unit Price for the Server Management Services of a physical Server is based upon the 
different types of physical Servers and Operating Systems, as set forth below: 

Production Servers: 

• Application Server - Server that operates Applications in support of Province business 
processes. For example, Province owned/licensed and operated custom developed or 
COTS based Applications (such as MS Exchange, ERP applications, HealthNet, Citrix, 
Sharepoint); 
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• Database Server - Server that operates a Province Database Management System 
(DBMS) (such as Oracle, SQL Server); 

• Web Hosting Server- Server that runs a web engine for a Province websites (such as 
Apache, Tomcat and liS); 

• Infrastructure Server - Server that does not require Applications, such as Active 
Directory, File Transfer Protocol (FTP) Servers. Infrastructure Servers do not run 
Province-facing applications, but run services that allow Province-facing and other 
applications to operate. 

Development I Test Servers: 

• Development I Test Server - Server that is used solely for developing and testing 
purposes and is not used for in the production environment. Any of the Servers referred 
to above may have an associated development/test Server. 

2.2.2 Server Tiers 

The physical Servers have been categorized into Tiers as set out below. For Virtual Servers, 
there are no Tiers as the Virtual Servers are offered at the equivalent of a Tier 2 level (with 
available optional services as described in the Managed Services Price Table. The Tier depends 
on the services provided and the Server location. 

• Tier 1 
o Available as a cluster within a single Province Data Centre or STMS Data Centre 
o 7x24 support 
o Cluster Management - Requires at least two Servers 

• Tier 2 
o Single hosted Server 
o Province Data Centre or STMS Data Centre locations only 
o 5x9 support 
o 3 month commitment on Virtual Servers 
o There are different support hours Unit Price options available: 5xl2, 7x24 

• Tier 3 
o Single hosted Server 
o Remote locations and Regional Network Centre (non-Data Centre locations) 
o 5x9 support 
o There is an optional Unit Price for 7x24 support hours 

2.2.3 Midrange Physical Hardware and Software 

Refer to Section 2. 7 (Hardware) below for the treatment of hardware. 

The hardware Unit Price in the Managed Services Price Table is based upon the hardware 
configurations described in the SOWs. Any upgrades to these configurations that are requested 
50652262.11 
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by the Province (such as additional RAM or hard drives) are on a time and materials basis using 
the Service Provider's Hourly Rates. 

The software Unit Price in the Managed Services Price Table is based upon software for which 
the Service Provider is responsible on the Service Provider Owned hardware. 

2.2.4 Midrange Virtual Hosting Services 

The Unit Price for the Virtual Hosting Services of a Virtual Server is based upon the type of the 
Virtual Server and its Operating System. There are Unit Prices for the following types of Virtual 
Servers: 

• Application Server 

• Database Server 

• Web Hosting Server 

• Infrastructure Server 

• Development I Test Server 

The description of the different types of Virtual Servers is the same as set forth above in 
Section 2.2.1(Midrange Server Management Services) for a physical Server. 

2.2.5 Host Server Support 

Each Virtual Server is charged a portion of the cost of the Host Server support for the physical 
Host Server on which it resides, by way of a separate monthly Unit Price, as more particularly 
set forth in Managed Services Price Table. 

2.2.6 Host Server Hardware

Each Virtual Server is charged a portion of the cost of the Host Server hardware on which it 
resides where the total cost ofthe physical Host Server is less than by way of a separate 
monthly Unit Price, as more particularly set forth in Managed Services Price Table. 

2.2. 7 Host Server Hardwar

Where the total cost of the physical Host Server is more than then: 

(a) except as set forth in paragraph (b) below, the cost of a physical Host Server will 
be paid for by the Province as a one-time Unit Price, as more particularly set forth 
in Managed Services Price Table, to be paid by the Province to the Service 
Provider in the manner described in Section 2. 7 (Hardware) below; 
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(b) the number of Host Servers included in the Capital Payment for any Contract 
Year will be based upon the number of Virtual Servers and the "Virtual Ratios" as 
set forth in SOW 5D (Virtual Hosting Services); and 

(c) if the Service Provider does not meet the Virtual Ratios and is required to 
purchase an additional Host Server (the "Extra Host"), then the Service Provider 
will fund the cost of the Extra Host and will not charge the cost of the Extra Host 
to the Province; 

(d) if in any following Contract Year: 

(i) the Service Provider exceeds the Virtual Ratios and does not require all of 
the Capital Payment Estimate to purchase Host Servers in that Contract 
Year, then 

(ii) the Service Provider may use that Contract Year's Capital Payment to pay 
for the remaining value of the Extra Hosts bought in a prior year, where 
the remaining value is the Unit Price of the Extra Host pro-rated for the 
remaining life of the Extra Host. 

2.3 Midrange Shared Services 

2.3.1 Shared File and Print Services 

The Shared File and Print Services (SFP) Unit Price is a monthly per user fee for access to the 
Shared File and Print Services and includes the support of the SFP environment, hardware 
associated with the environment (other than storage, back-up and retention hardware), and 
support for storage, backup and retention for· each user based upon 1.5 GB of allocated Tier 2 
storage per month, as more particularly described in Schedule 5B (Shared File and Print SOW) 
(the "SFP Base Unit Price"). 

Where a Client Ministry exceeds the 1.5 GBs per user per month of storage calculated on an 
aggregate basis for all of the SFP users in the Client Ministry, a Unit Price for additional SFP 
GBs (that covers the same elements as listed above for the SFP Base Unit Price) will apply as per 
the Managed Services Price Table (the "SFP Incremental Unit Price"). The Fees for the 
additional SFP GBs of storage used by the Client Ministry, in the aggregate in any one month, 
will be based upon SFP Incremental Unit Price and will be calculated as follows: 

(a) actual aggregate Tier 2 SFP storage volumes measured in GBs for the Client 
Ministry; 

(b) less an amount equal to 1.5 GBs multiplied by the number of SFP users in the 
Client Ministry (being the 1.5 GBs per user that are covered under the SFP Base 
Unit Price); and 

(c) where (a) less (b) is a positive number, then such positive number multiplied by 
the SFP Incremental Unit Price; or 
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(d) where (a) less (b) is negative number, the SFP Incremental Unit Price does not 
apply, and accordingly, only the SFP Base Unit Price will apply. 

As described in the Schedule 9 (Transformation SOW), the SFP Base Unit Price includes a 
Transformation of the Province's current SFP environment. The Unit Price also includes the 
operational benefit of the project via reduced monthly Unit Prices. 

2.3.2 Shared Database Services 

The monthly Unit Price for the Shared Database Services is based upon a Shared Database. and 
includes the support of the Shared Database environment, hardware associated with the 
environment (other than storage, backup and retention hardware), and support for storage, 
backup and retention for each Shared Database based upon 5 GBs of allocated Tier 2 storage per 
month. The Shared Database Services are as more particularly described in Schedule 5G 
(Shared Database Services SOW). 

If a Shared Database requires more than 5 GBs of Tier 2 storage per month, then additional GBs 
of Tier 2 storage may be purchased in increments of 1.0 GBs for a Unit Price (that covers the 
same elements as listed above for the monthly Unit Price) as set forth in Managed Services Price 
Table. 

2.3.3 Shared Web Hosting Services 

The monthly Unit Price for the Shared Web Hosting Services is based upon a website hosted on 
a Shared Web Hosting Server, and includes the support of the Shared Web Hosting Server 
environment, hardware associated with the environment (other than storage, backup and 
retention hardware), and support for storage, backup and retention for each website on the 
Shared Web Hosting Server based upon 0.5 GBs of allocated Tier 2 storage per month. The 
Shared Web Hosting Services are as more particularly described in Schedule 5C (Web Hosting 
Services SOW). 

If a website on a Shared Web Hosting Server requires more than 0.5 GBs of Tier 2 storage per 
month, then additional GBs of Tier 2 storage may be purchased in increments of 0.5 GBs for a 
Unit Price (that covers the same elements as listed above for the monthly Unit Price) as set forth 
in the Managed Services Price Table. 

2.3.4 Initial Server Installations 

The one-time Unit Price for the installation and setup of a Server (including a physical Host 
Server) or a Virtual Server applies; (i) for the replacement of Province Owned Equipment with 
Service Provider Owned Equipment, (ii) new Service Provider Owned Equipment that is 
purchased for a net new purpose other than a Server refresh referred to in Section 2.3.5 (Refresh 
Server Install) below; and (iii) a Virtual Server that is hosted on a Host Server under (i) or (ii). 
The one-time Unit Prices are as set forth in the Managed Services Price Table and are based 
upon the following types of Servers, Host Servers and Virtual Servers: 
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Servers and Host Servers 

• Wintel and Linux 

• Solaris and AIX 

• Open VMS 

Virtual Server 

• VMWare (Window and Linux) 

• Solaris (Solaris and AIX) 

2.3.5 Refresh Server Installations 

The one-time Unit Price for the refresh installation and setup of a Server (including a physical 
Host Server) or a Virtual Server applies for the replacement of Service Provider Owned 
Equipment with new Service Provider Owned Equipment for refresh purposes. The one-time 
Unit Prices are as set forth in the Managed Services Price Table and are based upon the 
following types of Servers, Host Servers and Virtual Servers: 

Servers and Host Servers 

• Wintel and Linux 

• Solaris and AIX 

• Open VMS 

Virtual Server 

• VMWare (Window and Linux) 

• Solaris (Solaris and AIX) 

2.3.6 CitrixServer Support 

The monthly Unit Price for Citrix Based Computing Services (as described in Schedule SF 
(Citrix Basec! Computing SOW)) applies to the LOB Application Servers on a per Server basis 
and is in addition to the monthly Unit Price under Section 2.2.1 (Midrange Server Management 
Services). This Unit Price is set forth in the Managed Services Price Table. 

For greater clarification, the monthly Unit Price for Citrix Based Computing Services does not 
apply to the Citrix Infrastructure Servers, but the monthly Unit Price under Section 2.2.1 
(Midrange Server Management Services) for Application Servers does apply to the Citrix 
Infrastructure Servers on a per Server basis. 
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2.3. 7 Dedicated Web Services- Optional 

The monthly Unit Price for the optional Dedicated Web Services (as described in Schedule 5C 
(Web Hosting Services)) is based upon the web hosting software (Apache, Tomcat and liS) that 
is used on the Dedicated Application Server, or on a Dedicated Application Server operating as a 
Virtual Server, as set forth in the Managed Services Price Table. For greater clarification, the 
Dedicated Web Services apply in addition to the monthly Unit Price under Section 2.2.1 
(Midrange Server Management Services) or Section 2.2.4 (Midrange Virtual Hosting Services) 
as applicable. 

2.3.8 Optional Midrange Services 

Various optional midrange Services (the "Optional Midrange Services"), as more particularly 
described in the Midrange SOWs, may be purchased in connection with a Server or a Virtual 
Server. The monthly Unit Prices for the Optional Midrange Services are based upon the type of 
Server or Virtual Server (Wintel/Linux or Solaris/ AIX): 

• Applications Monitoring Services 
• Batch Monitoring Services 
• Database Management Services 
• Cluster Management 
• Image Performance Management 
• Server Capacity (planning) 
• Extended Support Hours- 5 x 12 
• Extended Support Hours - 7 x 24 
• Extended Support Hours - remote field services - 7 x 24 

The Extended Support Hour services are the only Optional Midrange Services that are subject to 
minimum volume requirements, as described more fully in Section 3 (Volumes and Volume 
Banding) below. 

Batch Scheduling and DR Recovery Plan/Test are other Optional Midrange Services available to 
the Province. The Unit Price for each of these other Optional Midrange Services is dependent 
upon the environment in which the optional service is performed and will be determined at the 
time the optional service is requested by the Province. For example, the Batch Scheduling Unit 
Price is dependent upon the number and frequency of batch jobs scheduled, the Application to 
which the batch job applies, and so on. A request for Batch Scheduling or DR Recovery 
Plan/Test will be made through the Province Ordering System. 

2.3 • .9 Retiring Platforms (HPUX and Tru64) 

The Managed Services Price Table provides Unit Prices for the following Operating Systems: 
Windows, Linux, Unix, Solaris, AIX and Open VMS. The Province is in the process of retiring 
HPUX and Tru64 Operating Systems (the "Retiring Platforms") by transitioning the 
Applications on the Retiring Platforms to a supported Operating Systems as listed above. The 
Parties expect that some of the Retiring Systems will still be in operation at the Hand-Over Date. 
The Parties acknowledge that Service Provider does not have Unit Prices for the Retiring 
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Platforms, or for transitioning the Applications from a Retiring Platform to a supported 
Operating System .. 

The Service Provider will support the Retiring Platforms based upon the Unix Server 
Management Services "small" Unit Price in the Managed Services Prl.ce Table. In the event the 
Service Provider cannot support the Retiring .Platform in a similar manner as the Unix Server 
(for example, if a different monitoring agents or management tools are required), then the 
Service Provider will submit a Change Order to the Province for the additional cost to support 
the Retiring Platforms. 

2.4 Managed Mainframe Services 

Set forth below are the descriptions of the Unit Prices for the Mainframe Services and Optional 
Mainframe Services comprising the Managed Mainframe Service, all of which are more 
particularly described in Schedule 4 (Managed Mainframe Services SOW). The Unit Prices for 
the Managed Mainframe Services are all monthly charges unless otherwise indicated. 

2.4.1 Managed Mainframe Services- Start Date 

The Mainframe Services are expected to start on Until that date, Service 
Provider will not provide any Managed Mainframe Services or charge the Province for the 
Managed Mainframe Services, other than charges for the Mainframe Services Migration Project 
(as described more fully in Schedule 9 (Transformation SOW)) that are provided by the Service 
Provider to the Province prior to The Managed Services Price Table for the 
Managed Mainframe Services will be adjusted by inflation on in accordance with 
Section 6.3.5 (BC CPI Inflation) below. · 

If there are changes to the Managed Mainframe Services prior to their commencement on 
then the Parties acknowledge that there may also be a related changes to the 

Managed Services Price Table for the Managed Mainframe Services, all of which will be made 
through the Change Order Process. 

2.4.2 Mainframe Processing 

The Unit Price for Mainframe Services (other than for Non-Standard Software, DASD, Tape and 
hardware costs as discussed below) is charged on a per MIPS basis for the aggregate installed 
volume of MIPS per month (and for greater clarification, the Province will be charged for the 
total installed volume of MIPS per month regardless of its actual MIPS usage). 

2.4.3 Non-Standard Software 

The monthly Unit Price for the Non-Standard Software and related support is set forth in the 
Managed Services Price Table. Each Party is responsible for the ongoing license fees and 
maintenance support fees to the applicable third party software vendors for the Non-Standard 
Software for which each Party is the licensor (as set forth in Appendix D.2 (Non-Standard 
Software) attached to Schedule 4 (Managed Mainframe Services SOW)). 
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The Use Rights granted to Service Provider under the Master Transfer Agreement for the Non
Standard Software licensed to the Province are at no charge to Service Provider. 

Any increases or decreases to the Unit Price for the Non-Standard Software will be made 
through the Change Order Process and pursuant to the Mainframe Software Plan to address the 
following: 

(a) the addition or removal ofNon-Standard Software used to provide the Managed 
Mainframe Services; and 

(b) increases or decreases to the license or maintenance fees paid to third party 
vendors for the Non-Standard Software licensed to the Service Provider. 

For greater clarification, the Unit Price for the Non-Standard Software will not be increased for 
inflation under the provisions of Section 6.3 (Managed Services Inflation) below. 

2.4.4 DASD 

The Unit Price for Direct Access Storage Device (DASD) services (excluding hardware costs) is 
charged on a per GB basis for the aggregate installed GBs for DASD per month (and for greater 
clarification, the Province will be charged for the total installed GBs for DASD per month 
regardless of its actual GB usage). The Unit Price for DASD is set forth in the Managed 
Services Price Table. 

2.4.5 Tape 

The Unit Price for the tape storage services (excluding hardware costs) provided under the 
Mainframe Services is charged on a per GB basis for the actual GBs of tape storage used per 
month. The Unit Price for the tape storage is set forth in the Managed Services Price Table. 

2.4.6 Mainframe Hardware 

The Unit Prices for the hardware associated with the Mainframe Processing, DASD and tape 
services are one-time costs for the initial hardware, as more particularly described in Section 2. 7 
(Hardware) below. 

Any increases to the DASD or the tape storage required by the Province will be made through 
the Change order Process, based upon the following: 

(a) increases from the initial DASD volume of 3,525 GBs, which may be increased 
by increments of 250 GBs at a cost of approximately for each 250 GB 
increment; and 

(b) significant increases from the initial tape storage volume of 145,000 GBs, which 
will be determined at the time the change is requested (such as doubling the 
volume of tape storage which is at a cost of approximately . 
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2.4. 7 Optional Mainframe Services 

The Unit Prices for the different Optional Mainframe Services are either one-time, monthly or 
hourly fees as described below and as more particularly set forth in the Managed Services Price 
Table: 

Monthly Unit Price 

• Form/Print/end user Support - monthly fixed fee based upon the level of support as 
described in the Managed Mainframe Services SOW, subject to a minimum 12 month 
subscription for this Optional Mainframe Service. 

One-Time Unit Prices 

• SAS 70 Audit- A per occurrence fee for conducting a SAS 70 Audit of the mainframe. 

• Extra DR Test- A per occurrence fee for conducting an extra disaster recovery test of the 
mainframe. 

Hourly Unit Prices 

• Database Administration - hourly rate based on a minimum of one day's support (8 
hours). 

• Database Production Support - hourly rate based on a minimum of one day's support (8 
hours). 

• Database Consulting Services - hourly rate based on a minimum of one day's support (8 
hours). 

50652262.11 

o The hourly rates are consulting rates and will be calculated every two years for 
inflation and market conditions. 

o The hourly rate do not include the following: 

• Project Management 

• Hardware specific to a project (the rate does include the Service Provider 
Personnel's PC and MS office suite used to provide the consulting 
services) 

• "Special requirements of a project 

• Travel and living expenses 
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2.4.8 BC Mail Plus support 

The Parties agree Service Provider will not support the BC Mail Plus requirements delivered pre
Service Provider contract by the current service provider of mainframe services. 

2.5 Managed Storage and Managed Backup Services 

Set forth below are the descriptions of the Unit Prices for the Managed Storage Services, the 
Managed Backup and Restore Services, the Extended Retention Services and other optional 
services comprising the Managed Storage and Managed Backup Services, all of which services 
are more particularly described in Schedule 6 (Managed Storage and Managed Backup Services 
SOW). The Unit Prices for the Managed Storage and Managed Backup Services are all monthly 
charges as set forth in the Managed Services Price Table, and such Unit Prices: 

(a) exclude hardware, software and installation costs (see Section 2.7 (Hardware) 
below for the treatment of hardware associated with the Managed Storage and 
Managed Backup Services); and 

(b) in the case of Extended Retention Unit Price for the Province Owned Equipment, 
includes tape media. 

2.5.1 Managed Storage (Tier 1, 2, 3, and NAS) 

The Unit Price for Managed Storage Services is charged differently in respect of the Province 
Owned Equipment and the Service Provider Owned Equipment, and is also charged differently 
for each particular Tier of service purchased, as described below. The Unit Price for Managed 
Storage Services does not apply to the storage in support of the "Midrange Shared Services" 
which is addressed separately in Section 2.3 (Midrange Shared Services) above. 

The Managed Storage Services Unit Price for both the Province Owned Equipment and the 
Service Provider Owned Equipment is based upon a GB allocation requested by Client 
Ministries through the Province Ordering System, where the requested GB storage allocation is 

·reserved for a particular Server or Network Attached Storage (NAS) and is charged based upon 
the allocation (regardless of actual use of that allocation). Increases to a particular GB storage 
allocation may be purchased in increments of 50 GBs through the Province Ordering System, 
other than for GBs for "NAS" which may be purchased in increments of20 GBs. 

• Tier 1 - is a class of disk storage that is the highest performing, highest availability and 
is designed with the most redundancy. 

• Tier 2 - is a class of disk storage that has medium performing, high availability and is 
designed with a high level of redundancy. 

• Tier 3 - is a class of disk storage that has an economy performing disk, lower availability 
than Tier 2 Service and is designed with a high level of redundancy. 

• NAS -is file-level computer data storage connected to an IP network providing data 
access to heterogeneous network clients. 
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2.5.2 Managed Backup and Restore Services 

The Unit Price for Managed Backup and Restore Services is charged differently in respect of the 
Province Owned Equipment and the Service Provider Owned Equipment. The Unit Price for 
Managed Backup and Restore does not apply to the backup in support of the "Midrange Shared 
Services" which is addressed separately in Section 2.3 (Midrange Shared Services) above, and is 
charged based upon the GBs actually used each month in performing the services. 

2.5.3 Extended Retention Services 

The Unit Price for Extended Retention Services is charged differently in respect of the Province 
Owned Equipment and the Service Provider Owned Equipment. The Unit Price for Extended 
Retention Services does not apply to the retention in support of the "Midrange Shared Services" 
which is addressed separately in Section 2.3 (Midrange Shared Services) above, and is charged 
based upon the GBs actually used each month in performing the services. 

2.5.4 Optional Storage Services 

The Unit Prices for the following Optional Storage Services are all monthly charges as set forth 
in the Managed Services Price Table, and such Unit Prices exclude hardware, software and 
installation costs (see Section 2.7 (Hardware) below for the treatment of hardware associated 
with the Managed Storage and Managed Backup Services): 

• Tier 1, Mirrored Primary. 

• Tier 1, with Local Clone Services, Mirrored Primary - Available when the STMS 
Calgary Data Centre is available. 

• Tier 1, with Local Clone Services, at Same Site - Standard -Available when the STMS 
Calgary Data Centre is available. 

• Tier 1, with Replication Services and Local Clone Services, Mirrored Primary -
Available when both of the STMS Data Centres are available. 

• Tier 1, with Replication Services and Local Clone Services, Standard - Available when 
both of the STMS Data Centres are available. 

• Tier 2, Mirrored Primary. 

• Tier 1, with Replication Services, Standard - Available when both of the STMS Data 
Centres are available. 

• Tier 1, with Replications Services, Mirrored Primary - Available when both of the STMS 
Data Centres are available. 

• Archive Storage Repository - Available when both of the STMS Data Centres are 
available (may be purchased without FSA described below). 
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• Files System Archive (FSA) - Available when both of the STMS Data Centres are 
available (may only be purchased when an equal amount of Archive Storage Repository 
described above is also purchased). 

• VTL Backup to Encrypted Offsite Tape Service - Available when the STMS Calgary 
Data Centres are available. 

The Tier 1 and Tier 2 Optional Storage Services listed above can be requested by the Client 
Ministries through the Province Ordering System, where the requested storage is charged based 
upon the allocation (regardless of actual use of the storage). The storage may be on an aggregate 
basis, or individually, depending upon the Optional Storage Service, as more particularly 
described in Section 3 (Volumes and Volume Banding) below. 

2.6 Service Delivery Ops and Governance 

The Service Delivery Ops and Governance (SDO&G) is included as a component in several of 
the Unit Prices in the Managed Services Price Table, and is indicated in each Unit Price where it 
is so included. The SDO&G includes the following:_ 

• Management and operations support. 

• Office space. 

• Network; 

Network support and hardware less than (where network hardware greater than 
is part of the Capital Payment) and the network circuits are provided by the 

Province. 

• Tool and Lab Servers: 

Service Provider has a number of tool and lab Servers that support the Managed Services. 

• as described in the Schedule 3 (Security SOW), which will be available when 
the STMS Data Centres are available for use in the Managed Services. 

• BC Hydro rebate (see Section 5.6 (BC Hydro Rebate) below for more details). 

Changes to the SDO&G component of the Unit Price will be addressed through the Volume 
Banding or through the Change Order Process, as applicable. 

2. 7 Hardware 

Set forth below is a description of the treatment of hardware, and in the case of storage, backup 
and retention also software and installation by the Service Provider in providing the Managed 
Services under the Agreement. There are no charges for hardware where the Managed Services 
are delivered using Province Owned Equipment. Charges for hardware will commence upon the 
earlier of the refresh of existing Province Owned Equipment and the purchase ~f Service 
50652262, 11 
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Provider Owned Equipment for a net new purpose. The hardware, and also the software and 
installation for storage, backup and retention, will be charged to the Province in the following 
two ways: 

(a) as a capital payment made by the Province to the Service Provider in of 
each Contract Year, as more particularly described in Section 2.7.1 (Capital 
Payment) below (the "Capital Payment"); or 

(b) as a monthly Unit Price for hardware. 

Hardware cannot be purchased as a stand-alone item without any associated Managed Services 
to be provided by the Service Provider. 

2. 7.1 Capital Payment 

The Province will make a Capital Payment to Service Provider in of each Contract Year 
based upon the estimated capital requirements for the following as determined by the Parties 
each year in the Annual Operating Plan (each a "Capital Payment Estimate"), except that for 
the 2009 Capital Payment the Capital Estimate will be the capital amount set forth in the 
Man~ged Services Price Table for 2009/10, which does not include any growth for that period. 
The Service Provider will use the Capital Payment to purchase the following for use in delivery 
of the Managed Services: 

(a) network hardware greater than 

(b) Server hardware greater than (excluding Service Provider tool Servers); 

(c) mainframe hardware (processors, DASD and tape); 

(d) storage, backup and retention hardware, software and installation (including for 
Optional Storage Services). 

2. 7.2 Annual Planning Process 

As part of the Annual Operating Plan process, referenced in Section 13.5 of the Agreement, the 
Parties will update the capital amount set forth in the Managed Services Price Table for the 
applicable Contract Year to determine the following year's Capital Payment Estimate based 
upon: 

(a) procurement plan for the hardware covered under the Capital Payment which 
includes the refresh plan, and growth for Servers, storage, mainframe and network 
hardware; 

(b) the Server and storage hardware Unit Price from the Managed Services Price 
Table for the applicable Contract Year; and 

(c) the mainframe and network capital amounts from the Managed Services Price 
Table. 
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2. 7.3 Tracking of Capital Payment 

Service Provider will track the application of the Capital Payment against capital purchases for 
hardware listed in Section 2.7.1 (Capital Payment) above (the "Capital Purchases") and report 
to the Province on a quarterly basis detailing the assets the Capital Payment funded. 

The quarterly Capital Payment tracking will include a projection of the capital assets that are still 
to be purchased during the remainder of the Contract Year, and will compare the projections for 
the capital assets still to be purchased with the remaining Capital Payment for that Contract Year 
to forecast whether a surplus or shortfall is expected. 

2. 7.4 Treatment of Capital Payment Surplus or Shortfall 

Where the Capital Payment less the amount of the Capital Purchases for any Contract Year is 
greater than zero (the "Capital Payment Surplus"), then the amount of the Capital Payment 
Surplus will be applied against the next Contract Year's Capital Payment, and will therefore 
reduce the amount of ti).e Capital Payment to be paid to Service Provider in the next Contract 
Year. 

Where the Capital Payment less the Capital Purchases (or planned Capital Purchases) for any 
Contract Year is less than zero (or expected to become less than zero) at any point before the 
expiry of the Contract Year (the "Capital Payment Shortfall"), then the Parties will work 
together through the Governance Process to determine a revised plan that addresses the Capital 
Payment Shortfall by one or both of the following: 

(a) slowing down the planed Capital Purchases for that Contract Year to stay within 
the amount of the Capital Payment; or 

(b) increasing the amount of the Capital Payment for that Contract Year (if approved 
by the Province). 

2. 7.5 Inability for Province to Fund Capital Payment 

If the Province is unable to fund the Capital Payment, then all future equipment that would have 
been the subject of a Capital Purchase (the "Future Hardware Purchases") will be charged to 
the Province based upon a monthly hardware Unit Price, in which case, the annual Capital 
Payments referred to above will cease and be replaced with the monthly hardware Unit Price. 
The hardware Unit Price will be determined by multiplying the one-time Unit Price set forth in 
the Managed Services Price Table for the applicable Future Hardware Purchases by a lease 
factor. The Parties will move from the annual Capital Payments contemplated above to the 
monthly hardware Unit Prices through the Change Order Process and the Governance Process. 

Service Provider will not be responsible for paying any Service Level Credits associated with 
delays caused by the Province not funding the Capital Payment in April of the Contract Year in 
which the Province moves from the annual Capital Payments to the monthly hardware Unit 
Prices. 
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2. 7.6 Equipment not Included in the Capital Payment 

For greater clarification, the following equipment is not included in the Capital Payments and is 
part of the monthly Unit Prices set forth in the Managed Services Price Table: 

(a) Servers less than (monthly hardware Unit Price) ("Non-Capital 
Servers"); 

(b) Service Provider tool and lab Servers, regardless of value (SDO&G component); 
and 

(c) network less than (SDO&G component). 

2. 7. 7 Reduction of Non-Capital Servers 

If a Client Ministry wishes to cancel a Non-Capital Server from the Managed Services after it 
has been procured by the Service Provider on behalf of the Client Ministry, then: 

(a) the Client Ministry will provide a notice of cancellation to the Service Provider 
through the Province Ordering System (the "Cancellation Notice"); 

(b) the Client Ministry will pay a one-time cancellation fee to the Service Provider in 
an amount that is equal to: 

(i) the monthly hardware Unit Price, multiplied by 

(ii) the number of months that is equal to: 

(A) . 60 months, less 

(B) the number of months the Client Ministry has been paying the 
monthly hardware Unit Price for the Non-Capital Server; and 

(c) the Service Provider will invoice the Client Ministry for such cancellation fee in 
lieu of the continuing monthly hardware Unit Price for the Non-Capital Server; 

(d) the Non-Capital Server will become Available Inventory under the Schedule SA 
(Server Management Services SOW); 

(e) any Available Inventory that is redeployed will be subject to a one-time Refresh 
Install Unit Price at the time of redeployment, as more particularly described 
under Section 2.3.5 (Refresh Server Installations) above. 

2. 7.8 Ownership of Hardware 

All hardware, funded by the Capital Payment hardware and the non-capital payment Unit Price, 
is owned by Service Provider during the Term. Refer to Schedule 38 (Termination Fees) for 
ownership of the hardware following the expiry or earlier termination of the Term. 
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2. 7.9 Disposal of hardware 

Service Provider is responsible for managing the process of hardware disposal, both Capital 
Payment hardware and the non-capital payment hardware. 

2. 7.10 Treatment of Hardware for Broader Public Sector 

The Parties will work together to determine the hardware treatment for the Broader Public Sector 
that meets the needs of both Service Provider and the Broader Public Sector entities. Such 
treatment may include a capital payment program similar to the Capital Payments to be made by 
the Province under this Schedule, or may be based upon a monthly Unit Price for the hardware. 
If the hardware treatment for the Broader Public Sector entities is based upon a monthly Unit 
Price, then the hardware prices in the Managed Services Price Table will be updated through the 
Change Order Process to change one-time capital Unit Prices to monthly Unit Prices, as 
applicable (and any such monthly Unit Prices will include any applicable leasing costs). 

2. 7.11 Credit Rating Adjustment to Monthly Unit Prices 

If the Service Provider provides a Broader Public Sector entity with hardware based upon a 
monthly Unit Price, then the monthly Unit Price for that Broader Public Sector entity will be 
adjusted to reflect that entity's credit rating where that Broader Public Sector entity's credit 
rating is not as good as the Province's (unless the Province provides a guarantee to the Service 
Provider for the payment of the monthly Unit Price for the hardware for as long as such 
payments are required to made by the Broader Public Sector entity). 

3. VOLUMES AND VOLUME BANDING 

3.1 Summary 

The purpose of this Article is to: 

(a) establish baseline volumes for when volume banding, and mtmmum and 
maximum quantities apply; 

(b) establish how the Unit Prices in the Managed Services Price Table change as 
volumes increase and decrease; and 

(c) set forth the process to be followed when the minimum or maximum of the 
volume band ranges are achieved. 

3.1.2 Volume Band Ranges 

Where volume banding applies to the Unit Prices in the Managed Services Price Table (the 
"Volume Banding"), the Parties have agreed to volume bands within specified minimum and 
maximum volumes for each unit or service being measured (the "Volume Band Ranges"), as 
more particularly described in the Table under Section 3.2 (Baseline Volumes & Volume Banding 
Table) below (the "Volume Banding Table"). Where a Volume Band Range is indicated for a 
particular unit or service in the Volume Banding Table (such that a minimum and maximum 
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volume is listed), the Parties have not priced the unit or service for volumes outside of the 
Volume Band Range so noted, and will do so through the Change Order Process if required. 
Where the volumes are less than the minimum volume in the Volume Band Range, the new Unit 
Prices that are required as a result will take into account: 

(a) diseconomies of scale to the "Service Management" component of the Unit Price; 
and 

(b) any potential changes to SDO&G while taking into account fixed costs that 
Service Provider may not be able to reduce or redeploy. 

3.1.3 Individual Volume Bands 

The Volume Band Range for each particular unit or service being measured is broken down into 
individual volume bands that are expressed as ranges (each, an "Individual Volume Band"). 
Each Individual Volume Band for a particular unit ·or service has a different Unit Price 
associated to it, as described below. When the actual volumes of that unit or service cross from 
one Individual Volume Band to another, then all of the volume for that unit or service will be 
subject to the Unit Price applicable to that Individual Volume Band. 

3.1.4 Individual Volume Bands and Unit Prices 

The Unit Prices applicable to any particular Individual Volume Band are expressed as an 
increase or decrease (each, a "Volume Band Adjustment") to a base price for the unit or service 
in question (the "Base Unit Price"). The Base Unit Prices are set forth in the Managed Services 
Price Table for each unit or service being measured, on an annual basis by Contract Year, and 
represent the price for the unit or service in question at the "Baseline Volume" set forth in the 
Volume Banding Table below. For example, the Volume Band Adjustment for a particular 
Individual Volume Band may be expressed as "+$1.1 0" or "-$0.95", which is the increase or 
decrease to be applied to the Base Unit Price to arrive at the Unit Price for that Individual 
Volume Band. 

Notwithstanding any other provision of this Schedule, any reference in this Schedule to the "Unit 
Price in the Managed Services Price Table" means: 

(a) where Volume Banding applies, the Base Unit Price, as adjusted for inflation 
pursuant to Section 6.3 (Managed Services Inflation) below, and as adjusted by 
the applicable Volume Band Adjustment; and 

(b) where Volume Banding does not apply, the Unit Price as adjusted for inflation 
pursuant to Section 6.3 (Managed Services Inflation) below. 

The Figure below provides a generic illustration ofthe Volume Banding. 
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3.2 Baseline Volumes & Volume Banding Table 

The Volume Banding Table below sets forth the baseline volumes used to determine the Base 
Unit Prices. 

Physical Servers and 1,312 1,811 Servers 3,660 
Virtual Servers 

Physical Server NIA NIA N/A N/A N/A 
hardware 

Virtual Server N/A N/A N/A N/A N/A 
hardware and hardware 

60 NIA 

Shared File Print 30,001 37,000 users 46,999 
Services 

Shared Databases 111 150 Database 300 
Services 

Services 

Dedicated Web 200 NIA 300 N/A N/A 
Services (no. of 
instances of web 

software) 
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Initial and refresh 
install 

Optional midrange 
services 

Extended support 
hours 5X12 or 
7X24 

Mainframe Processing 
(MIPs) 

Mainframe- Non-
Standard Software 

Optional mainframe 
servtces 

Form/print/end user 

Database hourly 

N/A 

Nl A except for 
extended 

or 

100 Unix 
Servers 

260 MIPs 

NA 

12 Months 

8 hours in a 1 
day 
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N/A N/A N/A N/A 

N/Aexcept N/ A except for N/Aexcept N/Aexcept 
for extended extended for extended for extended 

support 

325 Windows N/A N/A 
Servers 

or 

100 Unix 
Servers 

617 MIPs 2,519 

1 N/A NA 

N/A N/A N/A N/A 

Optional storage 
services 

See Optional Storage Service table below for additional details 

Archive Storage 9,216 GB 50,176 GB 91,136 GB 

3.3 Unit Prices for Different Individual Volume Bands 

The Unit Price for the different Individual Volume Bands changes as a result of the following: 

(a) in the case of volume increases: 
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(i) a higher SDO&G cost is spread over a higher volume; 

(ii) the "Service Management" component of the Unit Price remains constant 
as volumes increase; and 
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(iii) the unit price adjustment (UPA) (as described below) is spread over a 
higher volume; and 

(b) in the case for volume decreases: 

(i) the same SDO&G cost is spread over a lower volume; 

(ii) the same unit price adjustment (UP A) (as described below) is spread over 
a lower volume; and 

(iii) in the case ofthe shared services (SFP, Shared Web and Shared Database) 
the same fixed costs are spread over a lower volume. 

3.4 Cost of Ownership Reconciliation 

The Parties acknowledge and agree that the Fees in Contract Years 1 to 3 are reduced to provide 
the Province with a total cost of ownership for the Managed Services that is similar to the 
Province's budget to perform such services internally, immediately prior to the Hand-Over Date. 
As a result, the Unit Prices in Contract Years 4 to 12 have been increased to partially offset the 
Contract Years 1 - 3 reductions described in this Section. The Parties agree to ensure the 
Province achieves the reductions in Contract Years 1 to 3 and the increases in Contract Years 4 
to 12 as planned in the Baseline Fees (as set forth in the Baseline Fees Table in Appendix C), 
despite adjustments to baseline volumes in Appendix C. The Parties have attempted to set the 
Volume Banding of the Unit Prices associated with volume increases and decreases to 
accommodate this dynamic. The Baseline Fees for each Contract Year and the components that 
make up the Baseline Fees are presented in the Baseline Fees Table in Appendix C. 

Within 30 days after the Effective Date, the Parties will create a report (the "Reconciliation 
Report"), in the form and level of detail of the Baseline Fees Table in Appendix C. The Service 
Provider will, on a semi-annual basis, deliver to the Province the Reconciliation Report, based on 
monthly tracking, that demonstrates that the expected reductions and increases included in the 
Baseline Fees have occurred. The Service Provider will provide a copy of the Reconciliation 
Report to the Province: 

(a) on or before October 31st in each Contract Year, containing the information from 
April 1st to September 30th ofthat same Contract Year, and 

(b) on or before April 30th containing the information from April 1st to March 31st 
of the previous Contract Year. 

Any adjustment as a result of the April 30th Reconciliation Report will occur on the next 
mvmce. 

After the Effective Date, the Parties will work together to develop a simplified form of the 
Reconciliation Report, having regard to the time and effort required by the Service Provider to 
prepare such a Reconciliation Report in the form and level of detail as in the Baseline Fees Table 
in Appendix C. 
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3.5 Volume Band Adjustments to Unit Price 

3.5.1 General 

The Volume Band Adjustment to the Base Unit Price as a result of increases and decreases to 
volumes are applied to all the volumes of the unit or service measured within the Individual 
Volume Band. For greater clarification, the Volume Band Adjustment does not only apply to the 
incremental volume or the number of decreased units. 

Once a higher Individual Volume Band is reached, the Volume Band Adjustment is applicable so 
long as the volumes remain at the required volume level for that band. If volumes reduce and 
cross into a lower Individual Volume Band, then the Volume Band Adjustment will be updated 
to reflect the change to the Unit Price for the revised volumes. 

3.5.2 Timing of Updates for Volume Band Adjustments 

The Volume Band Adjustment is set for the following month's invoice on approximately the 
20th of each month. Service Provider Will notify the Province if an Individual Volume Band has 
been crossed and that the Volume Band Adjustment will be applied to the Unit Price on the next 
month's invoice. The monthly invoice will be based upon the actual volumes (as per 
Section 7.3.5 (Volumes for Invoicing) and the Unit Price as set during the Volume Band 
Adjustment determination in the prior month. 

For example, on August 20, volumes are reviewed and if an Individual Volume Band has been 
crossed, then a Volume Band Adjustment is made for the September 15 invoice. The September 
15 invoice is based on actual volumes at that time multiplied by the Unit Price as adjusted for the 
Volume Band Adjustment determined on August 20. If the volume changes between August 20 
and September 15, cross an Individual Volume Band, then the associated Volume Band 
Adjustment occurs the following month. 

3.6 Midrange- Volume Band Adjustment 

3.6.1 Server Management Services 

The Server Management Services Unit Price will change as the total number of physical Servers 
and Virtual Servers, taken together, varies from the total Server baseline volume in the Volume 
Banding Table, and as Individual Volume Bands are crossed. 
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If the number of Virtual Servers increase by and the number of physical Servers decrease by 
then the total volume of Servers has increased by resulting in the number of Servers 

crossing an Individual Volume Band, then a Volume Band Adjustment applies and the Unit Price 
will change. 

Appendix D (Volume Band Adjustments) includes the Volume Band Adjustments applicable to 
all Servers, regardless of Server type, for Individual Volume Bands for the Servers based upon 
decrements of and increments of the baseline volume for the Servers set 
forth in the Volume Banding Table. Although the Individual Volume Bands for the Servers is 
based upon he Province may change Server volumes one 
Server at a time. 

The Parties expect that the 50 unit Individual Volume Bands will result in the Server Unit Prices 
changing twice a year. If the Province crosses over to a new Server Individual Volume Band 
more than twice in a Contract Year, then the Parties may discuss changing the Individual 
Volume Bands from to a higher number of units through the Change Order Process. 

The following are examples of how the Server Volume Band Adjustment applies to volume 
increases and volume decreases. 

50652262.11 

Example 1: 

Total Server count above total baseline Server volume in December 2013 

Midrange physical and Virtual Server volume at December 2013 billing 
date 

Baseline total Server volume - physical and Virtual Servers 

Variance to baseline total Server volume [A- B] 

Application of midrange Volume Band Adjustment to specific Server type: 

December 2013 monthly Unit Price : Server Management Services -Tier 
2 for small Windows Application, Database, or Web Server 

2013/14 per unit decrease to monthly Unit Price for Individual Volume 
Band applicable to Server increase (Appendix D) 

December 2013 monthly Unit Price: Server Management Services -Tier 2 
for small Windows Application, Database, or Web Server 

Example2: 

Total Server count below total baseline Server volume in December 2013 

Midrange physical and Virtual Server volume at December 2013 billing 
date 

Baseline total Server volume - physical and Virtual Servers 

Variance to baseline total Server volume [A- B] 

Application of midrange Volume Band Adjustment to specific Server type: 

December 2013 monthly Unit Price: Service Management -Tier 2 for 
small Windows Application, Database, or Web Server 

2013/14 per unit increase to monthly Unit Price for Individual Volume 
Band applicable to Server decrease (Appendix D) 

December 2013 monthly Unit Price: Service Management -Tier 2 for 
small Windows Application, Database, or Web Server 

A 
1 ,911 Servers 

1,811 Servers B 

+ 100 Servers 

A 
1 ,462 Servers 

1,812 Servers B 

(3 50) Servers 
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3.6.2 Server Hardware 

There is no Volume Band Adjustment required for Server hardware (including for physical Host 
Servers used to host Virtual Servers): 

(a) as volume increases use the same hardware Unit Price as in the Managed Services 
Price Table associated with the applicable Contract Year whether the hardware is 
greater than and part of the Capital Payment or less than nd part 
of a monthly hardware Unit Price. 

(b) as volume decreases are addressed through: 

(i) a Cancellation Fee for Servers (excluding physical Host Servers) where 
the monthly Unit Price applies (refer to Section 2.7.7 (Reduction of Non
Capital Servers); 

(ii) the hardware was part of the Capital Payment and the Province has fully 
funded the purchase of the hardware; or 

(iii) the Service Provider is responsible for decreases to the physical Host 
Servers that are not included in a Capital Payment. 

3.6.3 Physical and Virtual Server Installation 

There is no Volume Band Adjustment required for Server installations as volume increases use 
the same Unit Price as in the Managed Services Price Table associated with the applicable 
Contract Year. 

There is no Volume Band Adjustment required for Server installations as volume decrease, since 
the Server installation Unit Price is paid for by the Province in the month the installation occurs 
(the cost of installation is not spread over a period oftime). 

3.6.4 Shared File and Print Services 

The Share File and Print Services (SFP) Unit Price will change as the actual user volume varies 
from the baseline user volume set forth on the Volume Banding Table, and as Individual Volume 
Bands are crossed. Appendix D (Volume Band Adjustments) includes the Volume Band 
Adjustments applicable to the number of SFP users based upon and 

the baseline volume for the SFP users. Although the Individual 
Volume Bands for the SFP users is based upon the Province 
may change SFP user volumes one user at a time. 
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Example4: 

Total SFP user count below total baseline SFP volume in January 2012 

Total SFP Services user volume at January 2012 billing date _ 

Baseline SFP Services user volume 

Variance to baseline total SFP Services user volume [A- B] 

Aoplication of Volume Band Adjustment to SFP Services: 

January 2012 baseline monthly Unit Price: SFP Services 

2012/13 per unit increase to baseline monthly Unit Price for Individual 
Volume Band applicable to SFP Services user decrease 
(Appendix D) 

January 2012 adjusted baseline monthly Unit Price SFP Services user 

3.6.5 Shared Web Services 

34,655 users A 

37,000 users B 

(2,34 5 users) 

The Shared Web Service Unit Price will change as the actual number ofwebsites varies from the 
baseline website volume set forth in the Volume Banding Table, and as Individual Volume 
Bands are crossed. 

Appendix D (Volume Band Adjustments) includes the Volume Band Adjustments applicable to 
the number of websites based upon the 
baseline volume for the number of websites. Although the Individual Volume Bands for the 
number of websites is based upon the Province may change 
website volumes one website at a time. 

Refer to the SFP example above for how to apply Volume Banding to Shared Web. 

3.6.6 Shared Database Services 

The Shared Database Service Unit Price will change as the actual number of Databases varies 
from the baseline Database volume set forth in the Volume Banding Table, and as Individual 
Volume Bands are crossed. 

Appendix D (Volume Band Adjustments) includes the Volume Band Adjustments applicable to 
the number of Databases based upon the 
baseline volume for the number of Databases. Although the Individual Volume Bands for the 
number of Databases is based upon the Province may change 
Database volumes two Databases at a time (because there must be a production and a 
development/test Database in each instance). 

Refer to the SFP example for how to apply Volume Banding to Shared Database. 

3.6. 7 Other Midrange Services and Optional Midrange Services 

For other Server Management Services and Optional Midrange Services not mentioned in this 
Article, there are no Volume Band Adjustments required as volumes increase or decrease. The 
same Unit Price as in the Managed Services Price Table for the applicable Contract Year will 
apply to all volumes for the other Server Management Services and Optional Midrange Services. 
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The 5X12 and 7X24 Extended Support Hours both require minimum volumes in order for the 
Extended Support Hours service to be available for the Server Management Services. The 
minimum volumes apply on a per Server category, as indicated in the Volume Banding Table 
above. 

3. 7 Mainframe Processing Services 

3. 7.1 Mainframe Processing Service Support 

The Mainframe Processing Services Unit Price will change as the installed number of MIPS 
varies from the baseline MIPS volume set forth in the Volume Banding Table, and as Individual 
Volume Bands are crossed. 

Appendix D (Volume Band Adjustments) includes the Volume Band Adjustments applicable to 
the Mainframe Processing Services based upon 

the baseline volume of 617 MIPS. Although the Individual Volume Bands for the 
Mainframe Processing Services is based upon the 
Province may change the MIPS volumes by If the Province crosses an 
Individual Volume Band for the Mainframe Processing Services more than once in any 12 month 
period, then Service Provider will be entitled to include an additional change fee in respect 
thereof as part of the Change Order Process. 

For greater clarification the Unit Price in the Managed Services Price Table for the Mainframe 
Processing Services applies equally to the IBM Z9 and Z10 processing hardware. 
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ExampleS: 

Total MIPS volume above total baseline MIPS volume in September 
2014 

Total MIPS volume at September 2014 billing date 

Baseline total MIPS volume 

Variance to baseline total MIPS volume [A- B) 

Apolication of Mainframe Processing Volume Band Adjustment: 

September 2014 monthly Unit Price: Mainframe Processing 

2014/15 per unit decrease to monthly Unit Price for Individual Volume 
Band applicable t ncrease (Appendix D) 

September 2014 monthly Unit Price: Mainframe Processing 

687MIPs A 

617 MIPs B 

+ 70 MIPs 
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Example6: 

Total MIPS volume below total baseline MIPS volume in September 
2014 

Total MIPS volume at September 2014 billing date 

Baseline total MIPS Volume 

Variance to baseline total MIPS volume [A- B] 

Application of Mainframe Processing Volume Band Adjustment: 

September 2014 monthly Unit Price: Mainframe Processing 

2014/15 per unit increase to monthly Unit Price for Individual Volume 
Band applicable to decrease (Appendix D) 

September 2014 monthly Unit Price: Mainframe Processing 

~7.2 AfmnkameDASDandTapeSe~k~ 

497MIPs A 

617 MlPs B 

(120) MIPs 

Mainframe DASD Services and Tape Services do not require Volume Band Adjustments as 
volumes increase or decrease. The same Unit Price as in the Managed Services Price Table for 
the applicable Contract Year will apply to all volumes of the Mainframe DASD Services and 
Tape Services. 

There may be additional hardware requirements for DASD and Tape volume increases, as more 
particularly described in Section 2.4.6 (Mainframe Hardware) above. 

3.8 Managed Storage and Managed Backup Services 

3.8.1 Afanaged Storage 

The Managed Storage Unit Price (Tier 1, 2, 3 and NAS) will change as the total number of 
allocated storage GBs, taken together, varies from the total storage GB baseline volume in the 
Volume Banding Table, and as Individual Volume Bands are crossed. For greater clarification, 
the storage GB volume excludes the storage volumes in support of the "Midrange Shared 
Services" which is addressed separately in Section 2.3 (Midrange Shared Services) above. 

If the total Managed Storage volume for Tier 1 increases by GBs and the Tier 3 
decreases by GBs, then the total volume of storage GBs has increased by GBS 
crossing an Individual Volume Band. A Volume Band Adjustment will therefore apply and the 
Unit Price will change. 

Notwithstanding the aggregating of the Tier 1, 2 and 3 storage for purposes of determining 
Individual Volume Bands, it there is a material decrease in any one Tier of storage (in the 
aggregate), then a cancellation fee for that Tier of storage may apply through the Change Order 
Process to address any annually prepaid maintenance for that Tier of storage. 

Appendix D (Volume Band Adjustments) includes the Volume Band Adjustments applicable to 
the storage GBs, regardless of storage type (Tier 1, 2, 3 and NAS), for the Individual Volume 
Bands based upon decrements of GBs below, and increments o GBs above, the 
baseline GB volume set forth in the Volume Banding Table. Although the Individual Volume 
Bands for the storage GBs is based upon increments and decrements o the Province may 
change the Tier 1, 2 and 3 storage by volumes at a time through each Province 
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Ordering System request, and the NAS storage by volumes of GBs at a time through each 
Province Ordering System request. 

Example7: 

Total Managed Storage volume above total baseline Managed Storage 
volume in November 2011 

Total Managed Storage volume at November 2011 billing date 

Baseline total Managed Storage volume - Tier 112/3/NAS 

Variance to baseline total Managed Storage volume [A- B) 

Application of Managed Storage Volume Band A adjustment to specific 
storage type: 

November 20 II monthly Unit Price: Tier 2 Managed Storage - Service 
Provider Owned 

2011/12 per unit decrease to monthly Unit Price Individual Volume Band 
applicable to Managed Storage increase 
(Appendix D) 

November 2011 monthly Unit Price: Tier 2 Managed Storage - Service 
Provider Owned 

ExampleS: 

Total Managed Storage volume below total baseline Managed Storage 
volume in November 2011 

Total Managed Storage volume at November 2011 billing date 

Baseline total Managed Storage volume -Tier 1/213/NAS 

Variance to baseline total Managed Storage volume [A- B) 

Application of Managed Storage Volume Band Adjustment to specific 
storage type: 

November 2011 monthly Unit Price: Tier 2 Managed Storage - Service 
Provider Owned 

2011/12 per unit increase to monthly Unit Price for Individual Volume 
Band applicable to GB Managed Storage decrease 
(Appendix D) 

November 2011 monthly Unit Price: Tier 2 Managed Storage - Service 
Provider Owned 

3.8.2 Managed Backup and Restore Services 

939,720 gigs A 

855,720 gigs B 

+ 84,000 gigs 

760,720 gigs A 

855,720 gigs B 

(95,000) gigs 

The Managed Backup and Restore Services Service Unit Price will change as the actual number 
of backup GBs varies from the baseline backup GB volume set forth in the Volume Banding 
Table, and as Individual Volume Bands are crossed. For greater clarification, the backup GB 
volume excludes the backup volumes in support of the "Midrange Shared Services" which is 
addressed separately in Section 2.3 (Midrange Shared Services) above. 

Appendix D (Volume Band Adjustments) includes the Volume Band Adjustments applicable to 
the backup GBs for the Individual Volume Bands based upon decrements of GBs below, 
and increments of GBs above, the baseline backup GB volume set forth in the Volume 
Banding Table. Although the Individual Volume Bands for the backup GBs is based upon 
increments and decrements of GBs, the Province may change the backup volumes GB 
at a time. 
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Refer to the Managed Storage example for how to apply Volume Banding to backup. 

3.8.3 Extended Retention 

The Extended Retention Services Unit Price will change as the actual number of retention GBs 
varies from the baseline retention GB volume set forth in the Volume Banding Table, and as 
Individual Volume Bands are crossed. For greater clarification, the retention GB volume 
excludes the retention volumes in support of the "Midrange Shared Services" which is addressed 
separately in Section 2.3 (Midrange Shared Services) above. 

Appendix D (Volume Band Adjustments) includes the Volume Band Adjustments applicable to 
the retention GBs for the Individual Volume Bands based upon decrements of GBs 
below, and increments of GBs above, the baseline backup GB volume set forth in the 
Volume Banding Table. Although the Individual Volume Bands for the retention GBs is based 
upon increments and decrements of GBs, the Province may change the retention 
volumes GB at a time. 

Refer to the Managed Storage example for how to apply Volume Banding to Extended 
Retention. 

3.9 Hardware, Software and Installation (Storage, Backup and Retention) 

The Province will fund all storage, backup and retention hardware, software and installations 
(including for the Optional Storage Services described below) through the Capital Payments. 
There may be additional hardware, software and installations required for volume increases, 
which will be funded through the Capital Payment. 

3.10 Optional Storage Services 

3.1 0.1 File System Archive Storage Services 

Archive Storage Repository 

The Archive Storage Repository Unit Price will change as the actual number of storage GBs 
varies from the baseline storage GB volume set forth in the Volume Banding Table, and as 
Individual Volume Bands are crossed. 

Appendix D (Volume Band Adjustments) includes the Volume Band Adjustments applicable to 
the archive storage GBs for the Individual Volume Bands based upon decrements of GBs 
below, and increments of GBs above, the baseline archive storage GB volume set forth in 
the Volume Banding Table. Although the Individual Volume Bands for the archive storage GBs 
is based upon increments and decrements of GBs, the Province may change the archive 
storage volumes GBs at a time. 

Refer to the Managed Storage example for how to apply Volume Banding to Archive Storage 
Repository. 
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File Archive Storage (F AS) 

The File Archive Storage Repository can be purchased in addition to the Archive Storage 
Repository, and must be purchased in corresponding volumes to the Archive Storage Repository 
(as the Archive Storage Repository increases or decreases). The File Archive Storage Repository 
monthly Unit Price is set forth in the Managed Services Price Table, and is not subject to 
Volume Banding. The File Archive Storage must be subscribed for a 12 month period, and any 
early termination of such 12 month service may be subject to cancellation fees for fixed annual 
costs (such as for the cost of Server access fees). 

3.1 0.2 Other Optional Storage Services 

Optional Storage Services Comments/Notes 

Tier 1, Mirrored Primary No minimum volume required to obtain 
service 

Tier 2, Mirrored Primary No minimum volume required to obtain 
service 

Tier 1, with Local Clone Services, See Note 1 and 3 below 
Mirrored Primary 

Tier 1, with Local Clone Services, at Same See Note 1 and 3 below 
Site - Standard 

Tier 1, with Replication Services and Local See Notes 1, 2 and 3 below 
Clone Services, Mirrored Primary 

Tier 1, with Replication Services and Local See Notes 1, 2 and 3 below 
Clone Services, Standard 

Tier 1, with Replication Services, Standard See Note 2 and 3 below 

Tier 1, with Replications Services, See Note 2 and 3 below 
Mirrored Primary 

Archive Storage Repository See Section 3.1 0.1 (File System Archive 
Storage Services) above 

Files System Archive (FSA) See Section 3.10.1 (File System Archive 
Storage Services) above 

VTL Backup to Encrypted Offsite Tape Any volumes will count as backup volumes 
Service as described in Section 3.8.2 (Managed 

Backup and Restore Services) above 
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Note 1: The other Optional Storage Services that include Local Clone Services must be 
acquired in multiples of All Optional Storage Services that include Local 
Clone Services aggregate towards increments. 

Note2: 

Note 3: 

The other Optional Storage Services that include Replication Services must be 
acquired in multiples of All Optional Storage Services that include 
Replication Services aggregate towards the increments. 

The other Optional Storage Services must be subscribed for as a 12 month 
service, and any early termination of such 12 month service may be subject to 
cancellation fees for fixed annual costs (such as for the cost of annual 
maintenance fees). 

3.11 STMS Data Centre Services 

The VA Price Table (defined below) contains the changes to the VA Unit Price as a result of 
changes in the VA volumes at the STMS Data Centres, applicable to both the Province and the 
Broader Public Sector. Section 4 (Data centre unit prices (VAs)) describes how the VA Unit 
Price changes as VA volumes increase and decrease. · 

3.12 Costs not Addressed Through Volume Banding- Network 

The Volume Band Adjustments to the Unit Prices do not include special network requirements 
for the Province (for example, as of the Hand-Over Date,

Changes to the network architecture (for 
example, if a Ministry other than wishes to be in a separate compartment, 
or has other special network requirements) will be handled through the Change Order Process. 

The network infrastructure has a finite capacity and when the capacity is reached, additional 
infrastructure and support is required. When Province network capacity requirements increase, 
beyond the network infrastructure capacity, a Change Order is required. 

3.13 Unit Prices and the Broader Public Sector 

The Unit Prices and Volume Band Adjustments will apply to BPS Services Agreements. Each 
Broader Public Sector entity may contract for all of the Services or some combinations of 
Services (such as storage or Servers), but the Broader Public Sector entity may not: 

(a) separate the storage, backup and retention services; 

(b) select Optional Midrange Services or Citrix Server Support without contracting 
for Server support under the Server Management Services. The shared services 
(Shared File Print, Shared Database and Shared Web) are available separately 
from the Server support under the Server Management Services; and 

(c) select hardware without the associated support services. 
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The Unit Prices and Volume Band Adjustments do not include the following costs which will be 
determined at the time the Broader Public Sector entity enters into a BPS Services Agreement: 

(d) Transformation - migration of the Broader Public Sector entity's existing 
equipment, applications and data to the STMS Data Centres; integration and 
transformation of the Broader Public Sector entity's current environment to the 
Managed Services described in the SOWs; and incremental operating costs 
required to support the existing Broader Public Sector infrastructure until the 
Transformation is complete ; 

(e) changes to the Services described in the SOWS, or special requirements (both 
technical solution and business requirements),that impact the Unit Prices. For 
example, a unique request by the Broader Public Sector entity that requires 
changes to how the Services are delivered such as security, reporting, invoicing, 
service management, or higher CRM effort; 

(f) Network- Unless provided by the Broader Public Sector entity, the following 
network components will be required to connect the Broader Public Sector entity 
to the Managed Services: 

(i) circuits from the Broader Public Sector location into the STMS Data 
Centres; 

(ii) circuits between the STMS Data Centres; 

(iii) incremental network hardware within the STMS Data Centres; or 

(iv) changes to existing network hardware in the STMS Data Centres; and 

(g) if the Broader Public Sector entity chooses to provide its own network 
components, then the Broader Public Sector entity will pay for the Service 
Provider to support the network. 

In the case where the BPS Services Agreement is for one of the Storage Services or Server 
Management Services, there will be additional transformation and operating costs associated 
with connecting the two Managed Services. 

The Parties will determine the appropriate manner for adjusting the Unit Prices in the Managed 
Services Price Table to account for the fees described above. These fees may be dealt with as 
one-time fees or may be added as a new component to the Unit Prices in the Managed Services 
Price Table, as determined by the Parties. 

The Unit Price for a Broader Public Sector entity will not include the "unit price adjustment 
component" of the Unit Prices in the Managed Services Price Table as this component is unique 
to the Province. 
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4. DATA CENTRE UNIT PRICES (VAS) 

4.1 Summary VA Fees 

The "VA Unit Price" is the monthly unit pricing within each of the STMS Data Centres as set 
forth in Appendix A - VA Price Tables (the "VA Price Tables"), and is based upon the Volt 
Amps ("VA") unit pricing for the Province VA Commitment (defined below) for each of the 
STMS Data Centres. The VA Unit Price includes payment for such things as space, power and 
cooling, fire systems, security, onsite amenities and certain support, all as more particularly 
described in Schedule 2 (Data Centre Services SOW) (the "Data Centre SOW"). The VA Unit 
Price for each STMS Data Centre multiplied by the Province VA Commitment for each STMS 
Data Centre will determine the monthly "VA Fees" payable by the Province to the Service 
Provider. 

For greater clarification, the Province VA Commitment will be available within two data centres 
that comprise the STMS Data Centres: (a) the STMS Interior Data Centre, which is a new data 
centre construction project that will start after the Effective Date; and (b) the STMS Calgary 
Data Centre, which is a new data centre construction project already under construction. 

4.2 Summary of Province VA Commitment 

The Province Initial VA Commitment (defined in Section 4.4 (Availability Dates and Province 
Initial VA Commitment) below) in each STMS Data Centre at the Effective Date may be 
increased on or before June 30, 2009 to the Province Revised Initial VA Commitment (defined in 
Section 4.6 (Increases to the Province Initial VA Commitment by June 30, 2009) below). The 
Province Initial VA Commitment or Province Revised Initial VA Commitment, as applicable, 
may be increased from time to time (the "Province Additional VA Commitment") in 
accordance with Section 4.9 (Increases to the Province VA Commitment) below, and the 
resulting increased commitment may be decreased from time to time in accordance with Section 
4.10 (Reduction to Province Additional VA Commitment)below (the resulting aggregate VA 
commitment, taking into account all such permitted increases and decreases is referred to as the 
"Province Adjusted VA Commitment"). 

For purposes of this Schedule, all references to the "Province VA Commitment" means the 
Province Initial VA Commitment, the Province Revised Initial VA Commitment, or the Province 
Adjusted VA Commitment, as applicable, for each STMS Data Centre. For greater clarity, each 
STMS Data Centre has its own Province VA Commitment. 

4.3 Summary of VA Price Tables 

There are three STMS Data Centre VA Price Tables in Appendix A- VA Price Tables: 

(a) Table A: STMS Calgary Data Centre- VA Price Table; 

(b) Table B: STMS Interior Data Centre- VA Price Table (where expansion of the 
data centre results from a request of the Province); and 
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(c) Table C: STMS Interior Data Centre- VA Price Table (where expansion of the 
data centre results from Service Provider initiative). 

Table B STMS Interior Data Centre in the VA Price Tables contains a number of cells that are 
shaded 'grey' with no VA Unit Price. These 'grey' shaded cells indicate onsite expansion 
limitations of the overall size of the STMS Interior Data Centre. The prices in Table B are based 
on: 

(i) securing a site suitable to support a data centre of at least 3,600,000 VAs 
in size to be built in two 1,800,000 VAs phases; 

(ii) having the first 1,800,000 VA phase fully reserved before the second 
1,800,000 VA phase is built; and 

(iii) having at least 600,000 VA of Province VA Commitment in the second 
phase prior to it being built. 

As a result of paragraphs (i) to (iii) above, the 'grey' cells in Table B indicate the second phase 
which may not be available to meet a Province request for Province VA Commitment unless 

· there is sufficient demand for the Service Provider to initiate the second phase. If the Service 
Provider initiates the second phase build of STMS Interior Data Centre, then the pricing shown 
in the 'grey' cells in Table C STMS Interior Data Centre. 

In both Table B and C the STMS Interior Data Centre site is based on a maximum of 3,600,000 
VA in size and as such any cells in Tables B and C that correspond to 3,600,000 VA or greater 
do not contain a VA Unit Price and are shaded 'black'. 

4.4 Availability Dates and Province Initial VA Commitment 

The monthly VA Fees for the Province Initial VA Commitment or Province Revised Initial VA 
Commitment, as applicable, at each STMS Data Centre will commence once: 

(a) the Availability Date for such Province VA Commitment occurs; and 

(b) the WTS Customer Environment is ready and available for use by the Province. 

For greater clarity, when the WTS Customer Environment is ready, the monthly VA Fees for the 
Province Initial VA Commitment or Province Revised Initial VA Commitment, as applicable 
will commence. Where the monthly VA Fees invoiced to the Province have been reduced by the 
number ofVAs allocated to a Broader Public Sector entity under a BPS Services Agreement. 

The Service Provider may (at its sole discretion) provide an earlier Availability Date than set 
forth in the table below (the "Early Availability Date") for some or all of the Province Initial 
VA Commitment or Province Revised Initial VA Commitment for a particular STMS Data 
Centre, which may be subject to a stated minimum number of VAs (the "Early Capacity"), and 
the Province may elect (at its sole discretion) to take advantage of such Early Availability Date 
through the Change Order Process, in which case: (i) the Service Provider will make the Early 
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Capacity for the applicable STMS Data Centre available to the Province; and (ii) the monthly 
VA Fees for the Early Capacity will commence on the Early Availability Date. 

The "Province Initial VA Commitment" is the amount of VA capacity that has been reserved 
by the Province in a given STMS Data Centre at the Effective Date. 

The following table shows the Province Initial VA Commitment at the Effective Date for each of 
the STMS Data Centres and the respective expected Availability Dates for the Province. 

4.5 Allocation and Reallocation of the Province VA Commitment 

Within the Province VA Commitment, the Province will allocate (or reallocate) VAs to Broader 
Public Sector entities who enter into BPS Services Agreements with the Service Provider (each, 
a "JJPS Customer"). Any such allocation (or reallocation) of VAs out of the Province VA 
Commitment are not additive but are part of the Province VA Commitment Throughout the 
Term the Province: 

(a) will manage and be responsible for the total Province VA Commitment; and 

(b) through an allocation (or reallocation) process, may allocate (or reallocate) some 
of that VA capacity to BPS Customers through the Change Order Process (and 
subject to there being a corresponding Change Order from the BPS Customers to 
accept such allocation, as more particularly described in the BPS Services 
Agreements). 

The process for reallocating VAs is described in the Data Centre SOW. A reallocation that 
requires changes to the Customer Environment may result in one-time charges, as described in 
Section 4.13.4 (Customer Environment Fees- BPS Customers) to implement the changes. 

4.6 Increases to the Province Initial VA Commitment by June 30, 2009 

The VA Price Tables set forth the VA Unit Prices based on the different possible Province VA 
Commitments where each price column (the "VA Price Column") is specific to a given 
Province Initial VA Commitment or Province Revised Initial VA Commitment (as applicable). 
After the Effective Date (but on or before June 30, 2009), the Province may increase the 
Province Initial VA Commitment at either or both of the STMS Data Centres. An increase to the 
Province Initial VA Commitment must be for a minimum of 5,000 VAs, where the minimum 
may be increased by increments of 100 VAs. Once the Province has finalized the quantity of 
VAs, any increase will be added to the Province Initial VA Commitment, the "Province Revised 
Initial VA Commitment". Based on the Province Revised Initial VA Commitment, the 
particular VA Price Column associated with the Province Revised Initial VA Commitment will 
be used to determine the VA Unit Price applicable to the Province for the Term. For example, if 
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the Province Revised Initial VA Commitment is 1,300,000 VAs in the STMS Interior Data 
Centre, then the VA Price Column in the VA Price Tables will be the column with the volume 
range of 1,200,000 to 1,499,999 with a starting VA Unit Price o

Different VA volume bands and prices are indicated in the rows of the VA Price Column (each, a 
"VA Price Row"). For greater clarification, some VA Price Rows do not have a "price" 
indicated for the VA volume band in question, and those "prices" will be determined in the 
manners more particularly described in Section 4.3 (Summary of VA Price Tables). 

After the Province Revised Initial VA Commitment is set, if the Province crosses into the next 
VA Price Row as a result of Province Additional VA Commitment, then the VA Unit Price is 
adjusted as per the VA Price Table. For example (continuing with the example from above): 

• if the Province Additional VA Commitment is 350,000 VAs (with a resulting Province 
Adjusted VA Commitment of 1,650,000 VAs), then the VA Price Row for this Province 
Additional VA Commitment will be the row with the volume range of 300,000 to 
599,999; 

• the VA Unit Price in the VA Price Row with the volume range of 300,000 to 599,999 is 
and 

• the VA Unit Price for all of the Province Adjusted VA Commitment of 1,650,000 VAs 
will change fro

4. 7 Phase-in of Province VA Commitment 

"Data Centre Month" refers to the number of full calendar months after the Availability Date 
for each of the STMS Data Centres. For greater clarification, the first Data Centre Month will be 
on a different date for each of the STMS Data Centres as a result of the different Availability 
Dates for each ofthem. 

The Province Initial VA Commitment or Province Revised Initial VA Commitment at each 
STMS Data Centre will be phased in over a five (5) year period commencing on the Availability 
Date of the STMS Data Centre according to the following schedule (the "Capacity Phase-in"): 

(a) Data Centre Month 1 to 12 = 60% ofProvince VA Commitment; 

(b) for the STMS Calgary Data Centre, if the Province VA Commitment for Year 1 
exceeds 600,000 VAs, then the Service Provider may require at least 18 months 
notice for delivery of capacity in excess of 600,000 VAs. It is anticipated that the 
Parties will determine a suitable solution once the Province Initial VA 
Commitment or Province Revised Initial VA Commitment has been determined; 

(c) Data Centre Month 13 to 24 = 70% of Province VA Commitment; 

(d) Data Centre Month 25 to 36 = 80% ofProvince VA Commitment; 

(e) Data Centre Month 3 7 to 48 = 90% of Province VA Commitment; and 
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(f) Data Centre Month 49 to end of Term= 100% of Province VA Commitment. 

If the Province agrees to commence the Early Capacity upon the Early Availability Date, then 
the Early Capacity will form part of the capacity that is phased-in according to the percentage 
phase-in of the Province VA Commitment described above (for example, if the Early Capacity is 
40% of the total Province VA Commitment for the STMS Interior Data Centre, then this 40% 
will form part of, and is not in addition to, the 60% Province VA Commitment for Data Centre 
Months 1 to 12). 

4.8 Accelerated Phase-in of Capacity 

The Province may request, through the Change Order Process, an acceleration to the Capacity 
Phase-in schedule described above for the STMS Data Centres, in which case: 

(a) ifthere is additional VA capacity available at the applicable STMS Data Centre to 
accommodate the acceleration, then the additional VAs associated with the 
acceleration of the Capacity Phase-in will be made available to the Province 
within 90 days; or 

(b) if the additional VA capacity is not available at the applicable STMS Data Centre 
to accommodate the acceleration, then the additional VAs associated with the 
acceleration of the Capacity Phase-in will be made available to the Province at a 
date agreed to between the Service Provider and the Province in the Change Order 
Process. Such an acceleration of the phase-in schedule will not change the 
Province VA Commitment for that STMS Data Centre, nor will it change the VA 
Unit Price. 

Each request for an acceleration to the Capacity Phase-in must be for a minimum of 5,000 VAs 
up to a maximum of the total Province VA Commitment, where the minimum may be increased 
by increments of 100 VAs. By way of illustration, in Data Centre Months 1 to 12 the Capacity 
Phase-in at the STMS Interior Data Centre is 720,000 VAs. Accordingly, for Data Centre 
Months 1 to 12, the accelerated phase-in must be for at least 725,000 VAs of total capacity, 
increased by increments of 100 VAs (725, 100 VAs, 725,200 VAs and so on) up to a maximum 
1,200,000 VAs of total capacity, subject to availability. 

Once an accelerated phase-in of capacity is requested, the Province cannot revert back to the 
original Capacity Phase-in until the original Capacity Phase-in catches up with the accelerated 
capacity phase-in. Once the original Capacity Phase-in has caught up with the accelerated 
capacity phase-in, the Province may revert back to the original Capacity Phase-in schedule. For 
example, if in Data Centre Months 13 to 24 the Province requests an accelerated phase-in to 90% 
(instead of the original Capacity Phase-in of 70% ), then the Province cannot request a reduction 
back to the original Capacity Phase-in of 70% or any other percent less than 90%. The Province 
is not required to then accelerate the capacity phase-in beyond 90% until Data Centre Month 49, 
as per the original Capacity Phase-in schedule. 
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4.9 Increases to the Province VA Commitment 

The following sections describe: 

(a) increases to the Province VA Commitment after June 30, 2009 and up to and 
including Data Centre Month 60; and, 

(b) increases to the Province VA Commitment during or after Data Centre Month 6I. 

4.!J.l Increases after June 30, 200!) and up to and including Data Centre Month 60 

A Province Additional VA Commitment requested after June 30, 2009 and with an Installation 
Date up to and including Data Centre Month 60, is at the VA Unit Prices. A Province Additional 
VA Commitment must be for a minimum of 5,000 VAs, where the minimum may be increased 
·by increments of I 00 VAs. The date on which the Province Additional VA Commitment is 
available to the Province and the VA charges for such capacity will commence, (the 
"Installation Date"). 

If the applicable STMS Data Centre has the available capacity for the Province Additional VA 
Commitment, then the Service Provider will deliver the Province Additional VA Commitment 
within 90 days following receipt of a Change Order therefor from the Province. This Change 
Order must be received by the Service Provider by Data Centre Month 57 for a particular STMS 
Data Centre in order for the Installation Date to be on or before Data Centre Month 60. 

If the applicable STMS Data Centre does not have the available capacity for the Province 
Additional VA Commitment, and if financing on commercially reasonable terms is available to 
the Service Provider, then the Service Provider will deliver the Province Additional VA 
Commitment within I8 months after receipt of the Change Order therefor from the Province. 
This Change Order must be received by the Service Provider by Data Centre Month 42 for a 
particular STMS Data Centre in order for the Installation Date to be on or before Data Centre 
Month60. 

If financing on commercially reasonable terms is not available to the Service Provider, as 
contemplated above, then the Service Provider shall provide reasonable evidence thereof to the 
Province. 

If at the Installation Date of the Province Additional VA Commitment there is not at least II 
years remaining in the Term, then: 

(a) a contract extension is required for the STMS Data Centre Services so that there is 
at least II years remaining in the Term as it relates to the Province Adjusted VA 
Commitment; or 

(b) a VA Unit Price with an increase added to it will be applicable to the Province 
Additional VA Commitment, where the increase takes into account the remaining 
Term (being less than II years). The Province VA Commitment for the VAs in 
place before Data Centre Month 60 will continue to be charged the VA Unit Price 
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and the Province Additional VA Commitment will be charged the VA Unit Price 
with the increase added. 

For example, if the Installation Date of the Province Additional VA Commitment is before 
contract month 48, then there is 11 years remaining in the Term and no extension is required. If 
the Installation Date of the Province Additional VA Commitment is during or after month 49, 
then there is less than 11 years remaining in the Term and the Province must select one of 
paragraph (a) or (b) above. 

Where the Province Additional VA Commitment causes the next VA Price Row to be engaged, 
then the VA Unit Price applicable to the Province Adjusted VA Commitment is as per the 
applicable VA Price Row, and in the case where the Province selects paragraph (b), the Province 
Additional VA Commitment will be charged the VA Unit Price with an increase added. 

For example: 

• Based on Province Initial VA Commitment of 300,000 VA in the STMS Calgary Data 
Centre; 

• and the Province Adjusted VA Commitment IS 600,000 VA (therefore a Province 
AdditionaLV A Commitment of 300,000 VA); 

• then the VA Unit Price for all 600,000 VAs of Province Adjusted VA Commitment goes 
from the VA Unit Price of and the Province Additional VA 
Commitment of 300,000 VAs will be charged the with an increase added. 

4.9.2 Increases during or after Data Centre Month 61 

Where the Installation Date for a Province Additional VA Commitment occurs during or after 
Data Centre Month 61, the VA Unit Prices for the Province Additional VA Commitment in the 
VA Price Tables are indicative and directional only. The Service Provider shall establish, to the 
reasonable satisfaction of the Province, the reasons why such VA Price Tables should not apply 
for any such Province Additional VA Commitment after Data Centre Month 60, with regard to 
market conditions affecting financing, facility construction, operational costs and the remaining 
Term. The Parties will work together to determine an acceptable VA Unit Price which will be 
applied to all the VAs in the applicable Change Order. 

If capacity is available at the associated STMS Data Centre to meet the request for the Province 
Additional VA Commitment, then the Service Provider will deliver the Province Additional VA 
Commitment within 90 days after the Change Order. If the VA capacity is not available to 
accommodate the Province Additional VA Commitment and financing on commercially 
reasonable terms is available, then the VAs will be available within 18 months after the Change 
Order. 

4.9.3 Phase-in of Province Additional VA Commitments 

For Change Orders of less than 300,000 VAs of Province Additional VA Commitment within a 
STMS Data Centre, there will be no phase-in of the Province Additional VA Commitment. For 
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greater clarification, the Province will be invoiced for the monthly VA Fees for the Province 
Additional VA Commitment starting on the Installation Date therefor and continuing until the 
expiry or earlier termination ofthe Term. 

For Province Additional VA Commitment of 300,000 VAs or more within a STMS Data Centre, 
the Province Additional VA Commitment will either (at the option ofthe Province): 

(a) commence at 100% of the Province Additional VA Commitment on the 
Installation Date; or 

(b) be phased-in at 50% of the Province Additional VA Commitment for months 1 
through 6 following the Installation Date, and increased to 100% of the Province 
Additional VA Commitment at month 7 following the Installation Date. 

The option selected by the Province will be described in the Change Order for such Province 
Additional VA Commitment. 

4.10 Reduction to Province Additional VA Commitment 

Once per Contract Year, with at least 90 days prior written notice and delivered to the. Service 
Provider in accordance with the notice provisions of Section 33.1 (Notice) of the Agreement, the 
Province Additional VA Commitment may be reduced in a given STMS Data Centre subject to 
the following conditions: 

(a) the reduction can only be applied to the Province Additional VA Commitment for 
a given STMS Data Centre and cannot reduce the Province VA Commitment to 
below either the Province Initial VA Commitment or the Province Revised Initial 
VA Commitment, as applicable, for that STMS Data Centre. The reduction cannot 
be made to any of the Province VA Commitment that is allocated to New Data 
Centre Space (and accordingly, there must be sufficient VAs in the Province 
Additional VA Commitment that is not allocated to New Data Centre Space to 
account for the requested reduction); 

(b) the reduction for the STMS Interior Data Centre in any one Contract Year cannot 
reduce the Province VA Commitment for the STMS Interior Data Centre below 
the greater of: 
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(i) the maximum Province VA Commitment previously achieved at the 
STMS Interior Data Centre up to the time of reduction, less 300,000 VAs; 
or 

(ii) the Province Initial VA Commitment or the Province Revised Initial VA 
Commitment (as applicable) for the STMS Interior Data Centre. 

For example in the STMS Interior Data Centre: 

• the Province VA Commitment is 1,200,000 VAs; 
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• in Contract Year 8 the Province Additional VA Commitment is 
400,000 VAs for a Province Adjusted VA Commitment of 
1,600,000 VAs; 

• in Contract Year 9 the Province reduces the Province Adjusted VA 
Commitment by 300,000 VAs, reducing the Province Adjusted VA 
Commitment to 1,300,000 VAs; 

• in Contract Year 1 0 the Province Additional VA Commitment is 
200,000 VAs for a Province Adjusted VA Commitment of 
1,500,000 VAs; 

• in Contract Year 11 the Province can only reduce the Province 
Adjusted VA Commitment by up to 200,000 VAs, reducing the 
Province Adjusted VA Commitment to 1,300,000 VAs; 

(c) the reduction for the STMS Calgary Data Centre in any one Contract Year cannot 
reduce the Province VA Commitment for the STMS Calgary Data Centre below 
the greater of: 
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(i) the maximum Province VA Commitment previously achieved at the 
STMS Calgary Data Centre up to the time of reduction, less 100,000 VAs; 
or 

(ii) the Province Initial VA Commitment or the.Province Revised Initial VA 
Commitment, as applicable, for the STMS Calgary Data Centre. 

For Example in the STMS Calgary Data Centre: 

• the Province VA Commitment is 300,000 VAs; 

• in Contract Year 8 the Province Additional VA Commitment is 
50,000 VAs for a Province Adjusted VA Commitment of 
350,000 VAs; 

• in Contract Year 9 the Province reduces the Province Adjusted 
VA Commitment by 50,000 VAs, reducing the Province 
Adjusted VA Commitment to 300,000 VAs; 

• in Contract Year 10 the Province Additional VA Commitment is 
200,000 VAs for a Province Adjusted VA Commitment of 
500,000 VAs; 

• in Contract Year 11 the Province can reduce the Province 
Adjusted VA Commitment by up to 100,000 VAs, reducing the 
Province Adjusted VA Commitment to 400,000 VAs; 
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(d) a reduction will not be permitted until twelve months after the full phase-in of the 
Province Adjusted VA Commitment. 

(e) where the reduction to the Province Adjusted VA Commitment results in the new 
Province Adjusted VA Commitment falling below a VA Price Row volume band, 
the VA Unit Price for the new Province Adjusted VA Commitment VAs will 
adjust to the VA Unit Price associated with the VA Price Row new volume band. 
For example: 

• the Province Adjusted VA Commitment at the STMS Interior Data Centre 
is 1,750,000 VAs and the VA Unit Price is

• the Province reduces its Province Adjusted VA Commitment to 1,450,000; 

• the VA Unit Price for the new Province Adjusted VA Commitment of 
1,450,000 VAs will increase to

If the Province requests the Service Provider to expand the STMS Interior Data Centre to 
accommodate a Province Adjusted VA Commitment of 2,400,000 VAs, then upon acceptance of 
a Change Order therefor by the Service Provider, the Province Initial VA Commitment or 
Province Revised Initial VA Commitment, as applicable, will be, and be deemed to be, 
2,400,000 VAs for the purposes of any reductions requested by the Province under paragraphs 
(a) to (e) above in this Section. 

If the Service Provider initiates an expansion to the STMS Interior Data Centre without being 
requested to do so by the Province, then the Province will be entitled to increase its Province 
Adjusted VA Commitment within the volume range of 1,800,000 to 2,399,999 (and for greater 
clarification the Province Initial VA Commitment or Province Revised Initial VA Commitment, 
as applicable, will not be, or be deemed to be, changed to 2,400,000 VAs for purposes of any 
reductions requested by the Province under paragraphs (a) to (e) above in this Section). 

Any reduction to Province Additional VA Commitments must be requested through the Change 
Order Process. If the Change Order requires changes to Customer Environment(s), then one
time charges to implement the changes, as defined in the Customer Environment Fees section 
below will apply. 

4.11 Extraordinary Reduction to Province VA Commitment 

During the periodic reviews set out in the Section 7.2 ofthe Data Centre SOW, and if requested 
by the Province through the Change Order Process, the Service Provider may, at its sole 
discretion, agree to a reduction in the Province VA Commitment to a level below the Province 
Initial VA Commitment or the Province Revised Initial VA Commitment, as applicable. If such 
reduction in the Province VA Commitment is approved by the Service Provider, then the VA 
Unit Price for the new Province Adjusted VA Commitment will be the VA Unit Price associated 
with the new volume level in the applicable VA Price Row, or such other amount as may be 
agreed to in the Change Order. 
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The extraordinary reduction will be requested through the Change Order Process and if it 
requires changes to the Customer Environment, may result in one-time charges to implement 
such changes. 

4.12 New Data Centre Technology & Impact to Co-location Capacity Reservation 

This Section applies to BPS Customers who only purchase STMS Data Centre Services, as 
described in the Data Centre SOW. If the BPS Customer wishes to make use of new technology, 
as identified in Section 5.5 (Data Centre Future Proofing) of the Data Centre SOW, either 
because it becomes available at either of the STMS Data Centres as a result of a request made by 
the BPS Customer or has been initiated by the Service Provider ("New Technology"), then: 

(a) the Service Provider will provide the BPS Customer with a Change Order, 
coordinated through the Administrator, that sets forth: 

(i) any increase to the existing VA Unit Price related to the use of the New 
Technology (the amount of the increase to the VA Unit Price being 
referred to as the "Unit Price Increase"), and for greater clarification the 
Unit Price Increase will be paid by the BPS Customer in addition to the 
VA Unit Price; and 

(ii) either (as determined by the Service Provider): 

A. the one-time cost of retro-fitting the BPS Customer's existing 
Customer Environment (the "Existing Data Centre Space") with 
the New Technology, or 

B. the one-time cost of relocating the BPS Customer's Capacity 
Reservation (or the Adjusted Capacity Reservation, as applicable) 
from the Customer's Existing Data Centre Space to an area in the 
same STMS Data Centre with the New Technology (the "VA New 
Technology Transfer"), and any additional costs associated with 
specific New Technology requested by the BPS Customer that is 
not otherwise being made available by the Service Provider (the 
"New Data Centre Space"); 

(b) the VA New Technology Transfer will not increase or decrease the Capacity 
Reservation (or the Adjusted Capacity Reservation, as applicable) of the BPS 
Customer, and such Capacity Reservation (or Adjusted Capacity Reservation) will 
be transferred from the BPS Customer's Existing Data Centre Space to the New 
Data Centre Space; 

(c) notwithstanding the above, and subject to agreement in the Change Order, the 
BPS Customer may maintain a portion of its Capacity Reservation (or Adjusted 
Capacity Reservation) at the BPS Customer's Existing Data Centre Space and 
only move a portion of its Capacity Reservation (or Adjusted Capacity 
Reservation) to the New Data Centre Space (a "Partial VA New Technology 
Transfer"); 
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(d) the BPS Customer will continue to be charged for the full Capacity Reservation 
(or Adjusted Capacity Reservation, as applicable) at the BPS Customer's Existing 
Data Centre Space until the Customer Environment is vacated, or partially 
vacated in the case of a Partial VA New Technology Transfer, as applicable; 

(e) the Unit Price Increase for the use of the New Technology (either in the Existing 
Data Centre Space or the New Data Centre Space, as applicable) will commence 
on the Installation Date of the New Technology. 

For greater clarification, if the Province increases its Province VA Commitment, then only the 
VA Unit Price will be decreased and the Unit Price Increase will remain unchanged. 

The VA Unit Price will remain unchanged, however a VA technology increase may apply to the 
VAs that are part of the VA New Technology Transfer and such increase at each VA band will 
be part of the Change Order. 

The Province VA Commitment will still be used to determine when the next VA band is crossed 
as an Province Additional VA Commitment is added. 

4.13 STMS Data Centre Rates 

This Section describes the STMS Data Centre VA Unit Prices, the Customer Environment Fees 
and the Optional Data Centre Services. 

4.13.1 VA Unit Prices Summa.ty 

The VA Price Tables details the VA Unit Prices based on the various Province Initial VA 
Commitment or Province Revised Initial VA Commitment scenarios as described in Section 4.6 
(Increases to the Province Initial VA Commitment by June 30, 2009). 

Shortly after the Province finalizes the Province Revised Initial VA Commitment, the Parties 
will update the VA Price Tables (Tables A, B and C) to include only the VA Price Column 
associated with the fmal Province Revised Initial VA Commitment. 

The revised tables will resemble Table B(i) where the appropriate range for the VA Price 
Column header and the Province Adjusted VA Commitment in each VA Price Row will be based 
on the Province Revised Initial VA Commitment. 

4.13.2 Discounted VA Rates for Managed Services 

The VAs used in the delivery of Managed Services to the Province will use the VA Unit Prices, 
discounted by 5% (the "VA Discount"). 

If the BPS Customer purchases any Managed Services from the Service Provider, then the VA 
Discount will apply only to the VAs reserved by the BPS Customer for the Managed Services so 
purchased. For greater clarification, the VA Discount will not apply to the VA Unit Price for the 
VAs reserved by the BPS Customer under its Capacity Reservation (or Adjusted Capacity 
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Reservation, as applicable) for the "co-location services" purchased by the BPS Customer, as 
more particularly described in the Data Centre SOW. 

4.13.3 Undiscounted VA rates for co-location clients 

VAs used for a BPS Customer who only purchase STMS Data Centre Services, as described in 
the Data Centre Services SOW, uses the VA Unit Prices without the VA Discount applied. 

4.13.4 Customer Environment Fees- BPS Customers 

This Section applies to BPS Customers. The Customer Environment Fees are for the following 
(but without duplication of the costs to retro-fit Existing Data Centre Space or to move to New 
Data Centre Space in connection with the use of New Technology as described in Section 4.12 
above): 

(a) the Customer Environment set-up and installation during the Capacity Phase-in 
period; 

(b) changes to the Customer Environment required as a result of Additional Capacity 
Reservations made by the BPS Customer; 

(c) changes to the Customer Environment required as a result of any reductions to 
Adjusted Capacity Reservation made by the BPS Customer; or 

(d) reconfigurations to the Customer Environment as requested by the BPS Customer. 

There is a one-time Customer Environment Fee for the set-up and installation of the Customer 
Environment, which is based upon the BPS Customer's requirements for its Customer 
Environment (such as cage dimensions, cabling trays, fibre builds, network cross connections, 
cabinets, racks and power circuits). The Customer Environment Fees for the matters referred to 
in paragraphs (a) to (d) above will be based upon the fees set forth in Appendix B- STMS Data 
Centre Price Table, some of which will be quoted to the BPS Customer at the time of the 
Change Order for the particular services, and may depend upon custom elements requested by 
the BPS Customer. 

4.13.5 Customer Environment Fees- Province 

The one-time Fees for the Customer Environment for the Province are based on: 

(a) the Customer Environment set-up and installation during the Capacity Phase-in 
period; 

(b) changes to the Customer Environment required as a result of Province Additional 
VA Commitment; 

(c) changes to the Customer Environment required as a result of any reductions to 
Province Adjusted VA Commitment; or 
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(d) reconfigurations to the Customer Environment as requested by the Province. 

The Service Provider will define and build the Customer Environments for the delivery of the 
Managed Services to the Province. The Customer Environment Fee is based upon the 
requirements for the Customer Environment (such as cage dimensions, cabling trays, fibre 
builds, network cross connections, cabinets, racks and power circuits). The Customer 
Environment Fees for the matters referred to in paragraphs (a) to (d) above will be based upon 
the fees set forth in Appendix B- STMS Data Centre Price Table, some of which will be quoted 
to the Province at the time of the Change Order for the particular services, and may depend upon 
custom elements requested by the Province. 

For budgeting purposes, the Province can multiply the total VAs for a particular Customer 
Environment by with one rack per 25 square feet and a single overhead basket 
tray suitable for copper distribution cabling and with one rack per 25 square 
feet and two overhead basket trays, each suitable for copper distribution cabling or for fibre 
distribution cabling. The Where the Customer 
Environment Fee is more than the for one overhead basket tray or 
for two overhead basket trays, the Service Provider shall explain to the Province the reasons for 
the differences, and together with the Province will determine a configuration that balances the 
Customer Environment Fee against the Province requirements. 

4.14 Monthly Invoicing 

All of the Fees payable by the Province to the Service Provider for the STMS Data Centre 
Services will be invoiced by the Service Provider to the Province on a monthly basis in 
accordance with Section 7.3 (Invoice Timing) below. 

The first month for which the monthly VA Fees will be invoiced to the Province for a given 
STMS Data Centre will be the month of the Availability Date (as more particularly described in 
Section 4.4 (Availability Dates and Province Initial VA Commitment) for the Province Initial VA 
Commitment or Province Revised Initial VA Commitment within that STMS Data Centre that 
has not been allocated to a BPS Customer. For greater clarification, all VAs that are allocated to 
a BPS Customer will be invoiced directly to the BPS Customer and not to the Province. 

The references to the VA Unit Price and to the VAs are based upon a single VA unit, but the 
Service Provider will invoice the Province on a kVA basis. To convert a volume from VAs to 
kV As, and a VA Unit Price to a kVA Unit Price: 

(a) VA volumes are divided by 1,000; and 

(b) The VA Unit Price is multiplied by 1,000 (the "kVA Unit Price"). 

For example: 

VA Commitment 
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1,000 

Multiply by 
1,000 

During the phase-in of the Province Initial VA Commitment or Province Revised Initial VA 
Commitment (or a Province Additional VA Commitment, as applicable), the monthly invoice 
will be based on the applicable Province VA Commitment multiplied by the applicable phase-in 
percentage at a given STMS Data Centre, converted to kVAs, multiplied by the applicable kVA 
Unit Price for that STMS Data Centre. 

For example, where the phase-in has reached 70% at the STMS Interior Data Centre, and the 
Province VA Commitment is 1,200,000 VAs, then the monthly invoice during that year of the 
phase-in will be as follows: 

• 1,200,000 VAs divided by 1,000 (to convert to kVAs); 

• multiplied by 70% = 840.0 kV As; 

• VA Unit Price multiplied by 1,000 (to convert to kVA Unit Price)= kVA 
Unit Price; 

• 840.0 kV As multiplied by the V A Unit Price = monthly VA Fees of for 
the relevant phase-in period. 

Once the Province is at 100% of its Province VA Commitment, the monthly invoice will be 
based upon the applicable Province VA Commitment at the given STMS Data Centre, converted 
to kV As, multiplied by the applicable kV A Unit Price for that STMS Data Centre. 

For example, where the Province is at 100% ofthe Province Initial VA Commitment or Revised 
Initial VA Commitment, or Province Adjusted VA Commitment, as applicable, at the STMS 
Interior Data Centre, and the Province Initial VA Commitment or Revised Initial VA 
Commitment (or Province Adjusted VA Commitment) is 1,200,000 VAs, then the monthly 
invoice for the VA Fees in that year of the phase-in will be: · · 

• 1,200,000 VAs divided by 1,000 (to convert to kVAs); 

• multiplied by 100% = 1,200 kVAs; 

• VA Unit Price multiplied by 1,000 (to convert to kVA Unit Price)= kVA 
Unit Price; 

• 1,200 kVAs multiplied by th kV A Unit Price= monthly VA Fees of
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4.15 Optional Data Centre Services 

The BPS Customers purchasing STMS Data Centre Services from the Service Provider may also 
purchase the Optional Data Centre Services as described in the Data Centre SOW. 

The Service Provider will make available to the Province, as a Managed Services Customer, the 
following Optional Data Centre Services as described in the Data Centre SOW: 

(a) Media destruction- tape; 

(b) Media destruction - disk; and 

(c) IT equipment disposal. 

Appendix B- STMS Data Centre Price Table sets forth the Unit Prices for the Optional Data 
Centre Services. 

4.16 WTS Co-location Clients 

Within WTS, the Province has a number of Broader Public Sector entities (who are not otherwise 
BPS Customers) that purchase co-location services from the Province. If these entities remain 
clients of WTS, then they may purchase STMS Data Centre Services and Optional Data Centre 
Services through WTS but provided by the Service Provider. The Service Provider will invoice 
the Province for the STMS Data Centre Services that these Broader Public Sector entities 
consume. 

5. OTHER FEES 

The following provides additional information on the characteristics of the other fees not 
expressly part of midrange, mainframe or storage Unit Prices. 

5.1 Milestone Payment 

The Province will pay the Service Provider a milestone payment of (the "Milestone 
Payment") upon the Service Provider's achievement of the Milestone Deliverable. Refer to 
Schedule 9 (Transformation SOW) for details regarding the Milestone Deliverable. 

This Milestone Payment will provide funding for both the purchase of the Site (as defined in the 
Transformation SOW) and for preparing the Site as a data centre for delivery of the STMS 
Interior Data Centre Services. 

When the Milestone Deliverable is achieved, the Service Provider will provide the Province with 
the Certification (as defined in the Transformation SOW) to confirm that the Milestone 
Deliverable has been achieved. The Certification will be presented to the Province as part of the 
invoice for the Milestone Payment on or before March 31, 2009. The invoice is due and payable 
by the Province in 10 Business Days. 

50652262.11 

Page 55 ofllO Page 1149 
CTZ-2013-00110

At issue for Inquiry



SCHEDULE23 

5.2 Month 1 to 6 Fee 

The billing from Service Provider to the Province during month 1 to 6 of the Term will not be 
based on Unit -Prices, but instead be based on a fixed monthly charge for the delivery of the 
Managed Services: 

TOTAL 

For reporting purposes between the Service Provider and the Province, the March 30 to 31 Fees 
will be considered part of Contract Year 1. 

Material increases to volumes during the month 1 to 6 period shall be invoiced in addition to the 
month 1 to 6 fee based on the incremental volume multiplied by the applicable Unit Price for the 
2009/2010 Contract Year. 

5.3 Transformation 

5.3.1 Transformation Summary 

The Fees for the Transformation Services described in Schedule 9 (Transformation SOW) shall 
be billed to the Province as described in Section 7.3.2 (Invoicing for the Transformation Fee). 
The Fees for the Transformation Service include: 

(a) network installation and setup (excluding hardware which is part of the Capital 
Payment); · 

(b) mainframe migration and the temporary hardware (but excluding the balance of 
the mainframe hardware which is part of the Capital Payment); 

(c) storage and backup and retention migration; 

(d) transformation project management; and 

(e) midrange transformation (excluding Initial and Refresh Installs). 
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5.3.2 Transformation Deliverables 

The Managed Services Price Table contains the Fees for the Transformation Services. The 
Service Provider will perform the Transformation Services, and will complete the deliverables 
described in Appendix I, at the times set forth in the Transformation SOW; however the Fees for 
the Transformation Services will be invoiced monthly until the expiry of the Initial Term 
Managed Services (as defmed in the Agreement). See Appendix C- Managed Services Price 
Table for the monthly Fees for the Transformation Services. 

5.4 Application Enabling Services (AES) 

The Service Provider will provide the Application Enabling Services (AES) if requested by the 
Province and in accordance with the Application Enabling Services SOW. The Service Provider 
will invoice the Province for the Application Enabling Services in accordance with the 
provisions set forth below (including during months 1 to 6 of the Term, as applicable). 

5.4.1 AES Level of Effort 

The Province agrees to a minimum commitment of 3,900 billable hours per Contract Year for the 
Application Enabling Services (the "AES Minimum"). The AES Minimum may be increased as 
agreed to by the Parties as part of the Annual Operating Plan. Notwithstanding the foregoing, 
under no circumstances shall the Service Provider claim for any additional costs set forth in 
Sections 5.4.2(a) or 5.4.2(b) relating to an increase beyond 11 Service Provider Personnel where 
the Application Enabling Services have not been increased beyond the AES Minimum. 

The Transferred Employees who are performing the Application Enabling Services as Service 
Provider Personnel previously performed other services and work for the Province, prior to the 
Effective Date, that was not described in the Application Enabling Services SOW (the "Non
AES Work"). The Parties acknowledge that from and after the Effective Date, the Application 
Enabling Services shall not include any Non-AES Work and the Non-AES Work shall not be, or 
be deemed to be, the services described under Section 4.2 (Included or Inherent Services) of the 
Agreement. 

5.4.2 AES Hourly Rates 

The Province will pay hourly rates for the Application Enabling Services (the "AES Hourly 
Rates") for services provided during regular business hours between 08:00 and 17:00 each 
Business Day, but based on a 7 hour day (which 7 hours day does not include the time taken for 
a lunch break), as follows: 
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The AES Hourly Rates are built-up from salary and include other employee- related costs. The 
AES Hourly Rates do npt include the following: 

(a) an allocation of work space for more than 11 Service Provider Personnel to 
provide the Application Enabling Services (and if more than 11 Service Provider 
Personnel are required, then it will be subject to a Change Order for the additional 
work space); 

(b) an allocation for Service Provider management personnel if the number of Service 
Provider Personnel who provide the Application Enabling Services grows beyond 
11 people; 

(c) an allocation for project management if the number of Service Provider Personnel 
who provide the Application Enabling Services is involved in a project with a 
need for project management; 

(d) Travel and Living expenses required in conjunction with the Application Enabling 
Services; and 

(e) additional hardware required for a specific Application Enabling Services project 
(the rate does include the Service Provider Personnel's PC and MS office suite 
used to provide the Application Enabling Services). 

Service Provider acknowledges that the AES Hourly Rates (and AES Hourly Overtime Rates set 
forth below) may be published in a catalogue that the Province uses with the Client Ministries. 

5.4.3 AES Hourly Overtime Rates 

Where Service Provider Personnel providing the Application Enabling Services is required to 
work overtime to complete the services, then the following rates (the "AES Hourly Overtime 
Rates") shall apply: 

Where the Service Provider Personnel are eligible for the following rates of pay as per the 
Service Provider Advanced Solutions Collective Agreement, then the following shall apply: 

(a) in respect of double time pay as, the AES Hourly Overtime Rates used, and set 
forth above, are based upon a 50% premium to the regular AES Hourly Rates; and 

(b) in respect of time and a half pay, the AES Hourly Overtime Rates used, and set 
forth above, are the same as the AES Hourly Rates, and no premium will apply. 
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5.4.4 Changes to the AES Hourly Rates 

Service Provider will adjust the AES Hourly Rates and the AES Hourly Overtime Rates every 
year as per the Section 6.3.1 (BCGEU Collective Agreement Inflation). 

5.4.5 AES Time Reporting 

The Service Provider Personnel performing the Application Enabling Services will enter actual 
time worked into the Province's "Remedy" electronic time sheet system or other such 
replacement tool as may be notified by the Province to Service Provider (the "Time Sheet 
System"). The Province will provide the applicable Service Provider Personnel with access to 
the Time Sheet System where access is available from a Service Provider location. Time entered 
into the Time Sheet System will be in increments of 30 minutes. Service Provider will be 
granted the ability to generate reports from the Time Sheet System in order to invoice the 
Province for the Application Enabling Services provided. Service Provider will have at least two 
Service Provider Personnel who are able to generate the required reports from the Time Sheet 
System. 

The Province will provide ongoing training for the use of the Time Sheet System as may be 
reasonably required to enable the Service Provider Personnel performing the Application 
Enabling Services and the Service Provider Personnel who are generating the reports to enter 
time into the system and generate the reports. 

If the Province is unable to provide the Service Provider with access to the Time Sheet System, 
then the Parties will work together to determine an alternate means by which the Service 
Provider will report the actual time spent by the Service Provider Personnel in performing the 
Application Enabling Services (such as a monthly Excel report that provides the details on the 
daily hours worked for each resource by project). 

5.4.6 AES Invoicing 

Service Provider will invoice the Province for the Application Enabling Services at 
approximately the same time that Service Provider provides invoices for other services to the 
Province under Section 7.3 (Invoice Timing). The invoices for the Application Enabling 
Services will be based upon the time worked from mid-month to mid-month and entered into the 
Time Sheet System (and where the Province is unable to provide the Service Provider with 
access to the Time Reporting System, then as supported by the reporting detailed above). The 
Province will pay such invoice within I 0 Business Days following receipt. 

For example, the June invoice would be provided to the Province mid-June for the hours worked 
from mid-May to mid-June. 

5.4. 7 AES Minimum Invoicing 

At the end of each Contract Year the Parties will calculate the difference between the AES 
Minimum and the number of hours worked by the Service Provider Personnel in performing the 
Applicable Enabling Services during that Contract Year (the "Actual AES Hours"). If the 
Actual AES Hours is less than the AES Minimum, then the difference (the "AES Shortfall") 
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will be invoiced by the Service Provider to the Province on the first invoice of the next Contract 
Year, calculated as follows: 

• AES Shortfall (hours) X AES Hourly Rate for a Senior Analyst for the Contract 
Year in which the AES Shortfall occurs. 

5.5 After Hours Service Desk (Optional) 

The After Hours Service Desk is a service available to the Province through the Change Order 
Process. 

The monthly Unit Price for the After Hours Service Desk services (which are more particularly 
described in the Schedule 7 (Service Management SOW)) is set forth in Managed Services Price 
Table. These After Hours Service Desk services will be delivered from the Service Provider 
Help Desk center in Winnipeg, Manitoba. 

The monthly Unit Price for After Hours Service Desk set forth in the Managed Services Price 
Table is based upon a call volume of 430 calls per month. If the actual call volumes received by 
the After Hours Service Desk as part of the services are consistently above 430 calls per month, 
then the fees payable by the Province to the Service Provider for such increased call volumes 
will be addressed in a Change Order to cover the costs to the Service Provider to adequately staff 
the After Hours Service Desk. 

The Service Provider will invoice the Province for a one-time After Hours Service Desk setup 
Fee, as set forth in the Managed Services Price Table, when the After Hours Service Desk 
deliverables that are set forth in Schedule 9 (Transformation SOW) are achieved or completed by 
the Service Provider. 

5.6 BC Hydro Rebate 

5.6.1 BC Hydro Rebate- Summary 

Under the BC Hydro Power Smart Program (which provides subsidies for reducing the power 
consumption of Server hardware under certain circumstances), the Service Provider will engage 
a third party to perform an energy study that the Service Provider will submit to BC Hydro for 
evaluation under the Power Smart Program (an "Energy Report"). The Province engaged a 
third party to prepare an Energy Report on the Wintel Server environment and will share the 
fmdings and the Energy Report with the Service Provider after the Effective Date. The Service 
Provider will use the same or similar third party to prepare the Energy Reports on the other 
Server environments. The Parties expect that: 

(a) the Energy Report will include the power consumption reduction impacts of both 
the refresh of physical Servers and the virtualization of Servers, and may be 
prepared in phases through the applicable transformation projects (such as Server 
virtualization); 
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(b) BC Hydro will determine the amount of power reduction that is attributable to the 
Service Provider's transformation plan for Server refresh and Server 
virtualization; and 

(c) where BC Hydro determines that a rebate may be granted, the Service Provider 
will continue to work with BC Hydro to try to achieve the BC Hydro rebate 
described below. 

5.6.2 Sharing of BC Hydro Rebate 

The table below shows the annual expected BC Hydro rebate included in the Service Provider 
SDO&G (the "Expected Rebate"). The annual BC Hydro rebate received by the Service 
Provider is referred to as the "Actual Rebate". The Actual Rebate will fund the cost that the 
Service Provider incurred for the Energy Report (such cost being offset by any amount of the 
Energy Report that may be funded by BC Hydro), and the balance of the Actual Rebate (the "Net 
Rebate") will be shared between the Parties as set forth below. The Service Provider will share 
the BC Hydro decision regarding the Actual Rebate with the Province. 

Where the Service Provider receives a Net Rebate that is less than the Expected Rebate, then the 
Service Provider and the Province will share any shortfall on a 50% I 50% basis. The Service 
Provider will invoice the Province for half of any such shortfall at the beginning of Contract 
Year following the year in which the shortfall applies. 

Where the Service Provider receives a Net Rebate that is greater than the Expected Rebate, then 
the Service Provider and the Province will share any excess amount on a 50% I 50% basis. The 
Service Provider will provide the Province with a credit for half of any such excess at the 
beginning of Contract Year following the year in which the excess applies. 

5.6.3 Annual Report 

Commencing in the Contract Year 2012113, the Service Provider will provide an annual report to 
the Province that summarizes the Energy Reports produced in the prior Contract Year, 
submissions to BC Hydro, the BC Hydro Actual Rebate received and variances to the Expected 
Rebate. 
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5.7 Other Optional Services (Not Part of Unit Prices) 

5. 7.1 Optional Security Services 

The Province may purchase the following optional security services (which are more fully 
described in the Schedule 3 (Security SOW)) through the Change Order Process: 

(a) Two-Factor Authentication (2FA) for Service Provider Privileged Access for 
Service Provider Personnel providing Services under the Agreement; 

(b) Two-Factor Authentication (2F A) for Province Privileged Access for Province 
Personnel; 

(c) Payment Card Industry Data Security (PCI I DSS) compliance services; and 

(d) Security Information Management (SIM) I Enterprise Security Event (ESEM) 
services. 

See Appendix H (Optional Security Services) for pricing for the optional security services 
referred to above. 

5. 7.2 Disaster Recovery and Business Continuity Planning 

Disaster Recovery (DR) Plans that are identified in the BCP SOW and that are accepted by the 
Service Provider as described in Schedule 8 (BCP SOW) will continue to be supported by 
Service Provider. Service Provider will not invoice the Province additional Fees to accept the 
existing DR plans or to perform the Annual Recovery Exercise except as stated in the BCP 
sow. 

Development of new DR Plans and Annual Recovery Exercise of the new DR Plans, or 
enhancing existing DR Plans, will be invoiced on a Time and Material basis as described in the 
BCPSOW. 

Storage Reserve Options for Tier 1, 2 and 3 storage are referenced in Schedule 8 (BCP SOW). 
Unit Prices for these options will be provided through the Change Order Process. 

Mainframe DR is included through a third party vendor, as more particularly described in the 
Mainframe SOW. 

5.8 Hourly Rates 

Appendix M to Schedule 23 contains a list of hourly rates for the Managed Services being 
delivered under the Agreement (the "Hourly Rates"). These Hourly Rates apply to Managed 
Services provided by EDS Advanced Solutions Inc.'s employees. The purpose of the Hourly 
Rates is to provide a basis for the Parties to use when the Province or Broader Public Sector 
procure Managed Services under the scope of the Agreement that do not otherwise have a Unit 
Price under the Managed Services Price Table. 
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The Hourly Rates exclude the AES Hourly Rates, the AES Overtime Hourly Rates and the 
mainframe hourly rates, each of which are discussed above in this Schedule. 

5.8.1 Confidential Rates 

The Hourly Rates are for use under the Agreement with the Province and the Broader Public 
Sector entities who purchase Managed Services under a BPS Services Agreement and are not 
meant for general publication or distribution outside of the Province (EHS) or similar 
organization of the applicable Broader Public Sector entities. The Province will treat the rates as 
confidential and limit the distribution to a "need to know" basis, informing Service Provider 
before providing the rates to anyone outside the Broader Public Sector entities who have a need 
to know in connection with the Services. 

5.8.2 Hourly Rate Build-Up 

The Hourly Rates are built-up from salary and include other employee- related costs. The 
Hourly Rates do not include the following, which will be included through the Change Order 
Process, as applicable: 

(a) an allocation of work space in the event that additional space is required by 
Service Provider to deliver a project; 

(b) an allocation for Service Provider management personnel and project 
management for a project; 

(c) Travel and Living expenses required in conjunction with the project; and 

(d) additional hardware required for a specific project (the rate does include the 
Service Provider Personnel's PC and MS office suite used in the project). 

5.8.3 Changes to the Hourly Rates 

Service Provider will calculate rates every two Contract Years to account for inflation and 
market conditions. 

5.9 

5.10 Cost Responsibilities 

Set forth below are the responsibilities of the Province and the Service Provider for certain cost
related matters related to the Managed Services to be provided under the Agreement 
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5.1 0.1 Security Compliance on Initial Supported Infrastructure 

The Service Provider will implement remediation plans to address security compliance on the 
Initial Supported Infrastructure, as requested by the Province pursuant to the provisions of 
Section 2.1 (Security Policy Control Standards Compliance) of the Security SOW, in accordance 
with the Change Order Process. 

5.10.2 Mainframe IP 

The mainframe migration transformation fee set forth in the Managed Services Price Table 
includes establishing some Service Provider Intellectual Property (IP), and the Province 
providing some ofthe existing mainframe IP to Service Provider. 

Service Provider will receive the following mainframe IP from the Province for use in delivering 
the Mainframe Services to the Province: 

(a) 100% of
applications that Service Provider will manage 

(b) 50% of reporting code, where the number of reports is 103 out of a total of 207 
(as listed in Appendix B of Schedule 4 (Managed Mainframe SOW)) 

Service Provider will produce the following mainframe IP for use in delivering the Mainframe 
Services to the Province: · 

(c) 50% of reporting code, where the number of reports is 104 out of a total of 207 
(as listed in Appendix B of Schedule 4 (Managed Mainframe SOW)) and where 
Service Provider's Fee is based on the receipt of copies of the existing reports and 
any specifications for unusual calculations from the Province by June 2010. 

(d) 175 tasks for software exits and user mods for Mainframe System Software as 
defined in the Mainframe SOW. Service Provider's Fee is based on the receipt of 
specifications from the Province by June 2010 and the following breakdown of 
complexity, where complexity is determined by specification verification, coding, 
testing and integrated testing. 

(i) 7 5% of tasks will be simple - average of 8 hours to complete 

(ii) 16% of tasks will be easy - average of 40 hours to complete 

(iii) 6% of tasks will be medium difficulty- average of 80 hours to complete 

(iv) 3% of tasks will be complex- average of 160 hours to complete 

The Parties will discuss changes to the development of the mainframe IP requirements and where 
the Parties determine that the effort required to develop the mainframe IP is different than as set 
forth in paragraphs (c) and (d) above, or where changes to paragraphs (c) or (d) occur after June 
2010, the Parties will discuss a Change Order. 

50652262.11 

Page 64 of llO Page 1158 
CTZ-2013-00110

S15

S15



SCHEDULE23 

5.1 0.3 Service Provider lise of Province Assets 

The Province will allow Service Provider the use of the following Province assets, without 
charge to Service Provider, solely for the purpose of providing the Managed Services under the 
Agreement: 

(a) the Province Data Centres, Regional Network Centres and Remote Sites (all as 
defined in the Server Management Services SOW); 

(b) the Initial Supported Infrastructure (as defined in the Security SOW); 

(c) all of the Use Rights granted to Service Provider under the Master Transfer 
Agreement (which includes the software licenses, software support agreements, 
hardware maintenance agreements listed in, a Schedule to the Master Transfer 
Agreement in respect of the Supported Infrastructure); 

(d) the software listed in Schedule 14 (Software Responsibility Table) as being the 
responsibility of the Province; 

(e) all network circuits used for Service Provider to deliver the Managed Services are 
the responsibility of the Province. Specifically, the network circuits are expected 
to be: 

(i) STMS Data Centre; and 

(ii) STMS Data Centres; 

(f) the Province may request the Service Provider to procure the network circuits into 
the STMS Calgary Data Centre and the STMS Interior Data Centre through the 
Change Order Process

The Change Order will indicate the cancellation notification period required by 
the Province. 

(g) any Network carrier installation cost (commonly referred to as "last mile" cost) 
that may be required for the· network carrier to connect the circuits the STMS 
Data Centres (refer to Schedule 2 (Data Centre SOW) for details on Service 
Provider' responsibility to manage the network circuits) is the responsibility of 
the Province; 

(h) until such time that the Transferred Employees relocate from the Province 
facilities to the Service Provider facilities, which is expected to occur on or about 
June 30, 2009, the Province shall continue to be responsible for the following 
costs associated with Service Provider providing the Managed Services from the 
Province premises: 
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(i) office facilities, including lease cost, facilities operating cost, furniture, 
maintenance of building access cards and keys, access to photocopiers and 
printers, and other similar office equipment; 

(ii) computer equipment with continued access to the appropriate tools and 
software to provide the Managed Services; 

(iii) telephones with access to outbound calling for local and long distance 
calls; and 

(iv) any other premises costs associated with having the Transferred Employee 
on the Province premises; 

(v) the matters referred to in clauses (i) to (iv) above as they apply to the 
Service Provider Personnel hired to provide the Managed Services to the 
Province who are temporarily located in the Province facilities. 

The Parties acknowledge that with the exception of the Microsoft premier support agreement 
referred to in the Server Management Services SOW, and the software listed in Schedule 43 
(Software Responsibility Table) as being the responsibility of the Service Provider, the Service 
Provider is not required to obtain and pay for software support unless otherwise agreed to 
through the Change Order Process. The Service Provider is not responsible for obtaining and 
paying for hardware maintenance agreements on the Initial Supported Infrastructure (as defined 
in the Security SOW), unless otherwise agreed to through the Change Order Process. For greater 
clarification, it is the responsibility of the Service Provider to pay for any maintenance 
agreements determined necessary by the Service Provider on any new hardware purchased by the 
Service Provider after the Hand-Over Date in order for the Service Provider to perform the 
Managed Services under the Agreement and to otherwise achieve the Service Levels. 

(i) Secure Shipment of Media 

The Province will continue to be responsible for the cost of secure shipment of replacement parts 
for break/fix activities and media to be destroyed to or from WTS Remote Sites. The Parties will 
establish an annual cap on the service of The Province will notify Service Provider 
when the cap is reached and the Parties will discuss the matter through Governance. 

Service Provider will make the shipping arrangements directly with the Province's selected 
vendor, currently BC Mail Plus. 

5.1 0.4 Basic Infrastructure Credit 

As per Section 20.10 (Basic Infrastructure Credit Payment) of the Agreement, if Service 
Provider is required to pay a Basic Infrastructure Credit, then there will be a Change Order 
issued which will account for changes in Service Provider's cost, if applicable. 
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6. FEE ADJUSTMENTS 

6.1 Work-in-Progress Projects 

The Parties acknowledge that the Service Provider established the Fees for the Managed Services 
to be provided under the Agreement on the basis that there would be no one-off work-in-progress 
(WIP) projects that exist as of the Hand-Over Date (and for greater clarification, the WIP does 
not include the ordinary course cycles of Managed Services that are specifically described in the 
SOWs). 

Any WIP that the Service Provider is required to complete will be handled through a Change 
Order. Any material changes to the scope of work handled by the Transitioning Employees or to 
the manner that the services are delivered by Service Provider to the Province as a result of the 
WIP projects will be handled through a Change Order. 

6.2 Project work 

Project work that is not part of the Transformation Fees will be handled through the Change 
Order Process (and for greater clarification, services that can be ordered through the Province 
Ordering System is not considered by the Parties to be "project work"). 

6.3 Managed Services Inflation 

The Unit Prices in the Managed Services Price Table are valid until March 31, 2010. The first 
application of inflation will take place on April 1, 2010. This section describes how inflation 
will be applied to the Unit Prices in the Managed Services Price Table. 

6.3.1 BCGEU Collective Agreement Inflation 

The Province's BCGEU Collective Agreement inflation (as described more fully below) shall be 
applied to the following Unit Prices (or components of the Unit Prices) in the Managed Services 
Price Table (and for Unit Prices not listed below, if the support is primarily provided by EDS 
Advanced Solutions Inc., then the Parties agree that BCGEU Collective Agreement inflation will 
apply): 

(a) Server Management Services Unit Price components (for both physical Servers 
and Virtual Servers) 

(i) Management Services, 

(ii) Pager Support, 

(iii) Cluster Management, 

(iv) Remote field services; 

(b) other midrange Unit Prices: 
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(i) Shared File and Print Services, 

(ii) Shared Database Services, 

(iii) Shared Web Hosting Services, 

(iv) Initial Server Installations, 

(v) Refresh Server Installations, 

(vi) Citrix Server Support, 

(vii) Dedicated Web Services - Optional, 

(viii) Optional Midrange Services (see Section 2.3.8 (Optional Midrange 
Services), 

(c) Managed Storage, Backup and Extended Retention Unit Price for the support 
component; 

(d) Optional Storage Services Unit Prices (see Section 2.5.4 (Optional Storage 
Services); 

(e) AES Hourly Rates and AES Hourly Overtime Rates. 

6.3.2 Application of the Province's BCGEU Collective Agreement Inflation 

Service Provider shall be entitled to receive increases in the above listed Unit Prices (and 
components of the Unit Prices) set forth in the Managed Services Price Table as a result of the 
application of the Province's BCGEU Collective Agreement inflation as follows: 

(a) the provisions of this section shall apply with respect to each increase in 
compensation agreed to by the Province and the BCGEU under the Province's 
Collective Agreement. For the purposes of this section, "increase in 
compensation" includes salary increases, including TMA (Temporary Market 
Adjustment) increases, one-time or on-going bonus payment, or other payments 
made by the Province to the employees who are members of the BCGEU, wage 
adjustments, increases in fringe/benefits (such as dental, medical), pension 
increases or other increases given in lieu of salary increases that impacts total 
compensation or payments made by the Province to the employees who are 
members of the BCGEU (but without duplication of Section 6. 7.2 (Pension 
A4iustment) below). For the purposes of the inflation calculation, increases to 
vacation entitlement, or other such paid leave, shall also be considered an 

. "increase to compensation"; 

(b) with respect to each such increase referred to in paragraph (a) above (the 
"BCGEU Inflation"), the Parties shall agree on the calculation of the percentage 
increase (the "Percentage Increase") to be made to the Unit Prices (and 
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components of the Unit Prices) referred to in Section 6.3.1 (BCGEU Collective 
Agreement Inflation) above to account for the BCGEU Inflation. See below for 
guidance on calculating the Percentage Increase; 

(c) if there is no BCGEU Inflation, or if there is negative BCGEU Inflation, then 
there shall be no decrease in the Unit Prices (and components of the Unit Prices) 
referred to in Section 6.3.1 (BCGEU Collective Agreement Inflation) above. If 
negative BCGEU Inflation occurs, see Section 6.3.4 (Negative BCGEU Inflation) 
below for additional information.; 

(d) once the Percentage Increase has been calculated, the Percentage Increase so 
c~;tlculated shall be applied to the Unit Prices (and components of the Unit Prices) 
referred to in Section 6.3.1 (BCGEU Collective Agreement Inflation) above by 
multiplying the then-current Unit Price or Unit Price component as applicable 
with (1 +Percentage Increase): 

• For example, if the Unit Price is $85.46, and if the Percentage Increase is 
2.4%, then $85.46 * (1+.024) for a new Unit Price of$87.51. 

6.3.3 Guidance on Calculating the Percentage Increase 

The Parties acknowledge that the BCGEU Inflation may be based upon one or more of the 
following inflationary components: 

(a) a percentage change to base salary, referred to below as (the "Percentage Salary 
Change"); 

(b) a base salary increase (where expressed as a dollar amount and not a percentage); 

(c) a non-base salary impact (such as bonus, Temporary Market Adjustment); and 

(d) A non-salary impact (such as vacation allowance, pension, dental and medical). 

Step 1: To convert (b) to (d) to a percentage ofbase salary, the Service Provider will determine a 
salary baseline based upon the following: 

(a) the current Service Provider Personnel providing the Managed Services under the 
Agreement who are members of the BCGEU (the "BCGEU Employees"); and 

(b) the monthly salaries of the BCGEU Employees (excluding any TMA) as of 
March, annualized for a 12 month period (the "Salary Baseline"). For example, 
if inflation is being calculated for Province fiscal year 2011/2012, the Salary 
Baseline is based on salaries at March 2011. 

Step 2: For each component of the BCGEU Collective Agreement, (the "Component"), the 
Service Provider will calculate the annual impact for the effected BCGEU Employees. 
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Step 2a: Where the Component is a non-salary change, then the Service Provider 
will determine if the Component has a material impact to Service Provider. If 
Service Provider determines the impact to be material, Service Provider will 
estimate the annual cost impact of each Component. If Service Provider 
determines the impact of the Component to be immaterial, then the Service 
Provider will not include the Component in that Contract Year's inflation. If 
Service Provider determines that the Component is immaterial in one Contract 
Year, that does not preclude Service Provider from including an estimated impact 
in a subsequent Contract Year's inflation calculation. 

Step 3: For each Component, take the results of Step 2 and divide by the Salary Baseline (each a 
"Percentage Component Change"). 

Step 4: To calculate the Percentage Increase, add the Percentagt:? Salary Change plus all of the 
Percentage Component Changes. 

6.3.4 Negative BCGEU Inflation 

The Parties agree that in Contract Year's where the BCGEU Inflation is negative then future 
Contract Years BCGEU Inflation must offset the negative BCGEU Inflation before the Service 
Provider is entitled to an increase to the Unit Prices (and components of the Unit Prices) referred 
to in Section 6.3.1 (BCGEU Collective Agreement Inflation) above. 

For example, 

• if in Contract Year 4, the BCGEU Inflation is -1.4%, then the Percentage Increase 
is zero, and 

• if in Contract Year 5, the BCGEU Inflation is +2.1%, then the Contract Year 5 
BCGEU Inflation is +2.1%- 1.4% = 0.7% and the Percentage Increase is 0.7%. 

6.3.5 BC CPI Inflation 

The Province of British Columbia Consumer Price Index ("BC CPI") inflation shall be applied 
to the following Unit Prices (or components ofthe Unit Prices) in the Managed Services Price 
Table (and for Unit Prices not listed below, if the support is primarily provided outside of the 
Service Provider's organization, or if the rate is primarily non-support/effort based, then the 
Parties agree that BC CPI inflation will apply): 

• Hardware, Software and Installation (including maintenance) 

• Mainframe (processing, DASD, tape and mainframe optional services) 

• Transformation (excluding financing costs) 

• After Hours Service Desk 
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• Service Delivery Ops and Governance component of (i) the Unit Prices and (ii) the 
Volwne Band Adjustment. For greater clarification, inflation is not applied to the 
unit price adjustment component of either the Unit Price or the Volwne Band 
Adjustment 

6.3.6 Application of the BC CPI 

Service Provider shall be entitled to receive increases in the Unit Prices (and components of the 
Unit Prices) referred to in Section 6.3.5 (BC CPI Inflation) above as follows: 

I. If the BC CPI is at December 3I in any year higher (the "Current Index") than 
the BC CPI one year prior thereto (the "Base Index") then the Service Provider 
Fees shall be increased by: 

Multiplying the then-current Unit Price with (I +percentage increase), where the 
Current Index less the Base Index is the percentage increase. 

• For example, if the Unit Price is $51.40 per unit per month, and if the BC CPI 
has increased by 2.I %, then $5I.40 * (I +.02I) for a new Unit Price of $52.48 
per unit per month. 

2. If the BC CPI in paragraph I above is negative, there shall be no decrease in 
Service Provider's Fees. 

3. BC CPI is located through the Statistics Canada web site (as at February 2009: 
http://www40.statcan.ca/101/cst01/econ09k-eng.htm). Refer to Appendix E to 
Schedule 23 for screen shot of the website. 

If this index should be discontinued or significantly altered, the Service Provider working with 
the Province will select the replacement index or a suitable, similar index which address British 
Colwnbia inflation. Refer to Appendix E (BC CPI and Data Centre CPI Instructions) for the 
Statistics Canada report nwnbers. 

6.3. 7 Optional Security Services InDation 

The optional services pricing described in Section 5. 7.1 (Optional Security Services), like the 
Managed Services Price Table, includes 2009 inflation. For optional services that start after 
April1, 20IO, the inflation from April1, 2010 up to the point in time that the project starts shall 
be applied to the price and continue as per Section 6.3 (Managed Services Inflation) for the 
balance of the project or Term, as applicable. 

6.4 STMS Data Centre Inflation 

Appendix A- VA Price Tables and Appendix B- STMS Data Centre Price Table set forth the 
prices for STMS Data Centre Services (the "STMS Prices") for the period ending March 31, 
2012. Inflation will be applied to the STMS Prices commencing in contract month 37 (April 
2012). 
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6.4.1 Data Centre Consumer Price Index 

The Consumer Price Index applied to the STMS Prices ("Data Centre CPI") is as follows: 

(a) for the STMS Interior Data Centre, the percentage change in the Consumer Price 
Index (Vancouver, B.C., All Items) for the preceding year will apply to STMS 
Prices applicable to the STMS Data Centre Services provided at or from the 
STMS Interior Data Centre; and 

(b) for the STMS Calgary Data Centre, the perceJ;J.tage change in the Consumer Price 
Index (Calgary, Atla, All Items) for the preceding year will apply to STMS Prices 
applicable to the STMS Data Centre Services provided at or from the STMS 
Calgary Data Centre. 

6.4.2 Application of Data Centre CPI 

The Service Provider shall be entitled to receive increases in the STMS Prices as follows: 

(a) if the applicable Data Centre CPI is a positive number on December 31 in any 
year, then the applicable STMS Prices will be increased, with effect as of the 
following April 1, by: 

(i) multiplying the then-current STMS Prices for the applicable STMS Data 
Centre by (1 +the applicable Data Centre CPI), and rounding the resulting 
number to the same precision (of two or three decimals, as applicable) as 
the then-current price. For example: 

• If the VA Unit Price is and the Data Centre CPI for the STMS 
Interior Data Centre is 2.4%, then (1 +.024) =the new VA Unit 
Price of$0.661. 

(ii) for greater clarification, the first adjustment to the STMS Prices will take 
place using the Data Centre CPI at December 31, 2011 and the adjustment 
will be effective as of April1, 2012; 

(b) if the Data Centre CPI is negative on December 31 in any year, then there will be 
no adjustment to the STMS Prices; and 

(c) the Data Centre CPI is available at the Statistics Canada web site (as at February 
2009: http://www40.statcan.ca/101/cst01/econ45a-eng.htm). Refer to Appendix D 
-Data Centre CP I for screen shot of the website. 

If these Data Centre CPis are discontinued or significantly altered, then the Service Provider 
working with the Province will select the replacement index or a suitable, similar index which 
address the Vancouver, British Columbia inflation and the Calgary, Alberta inflation. Refer to 
Appendix E (BC CPI and Data Centre CPI Instructions) for the Statistics Canada report 
numbers. 
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6.4.3 Annual Inflation Estimates and Final Inflation Calculation 

The Parties will estimate inflation that will apply to the next Contract Year ( up to two times a 
year (the "First Inflation Estimate" and the "Second Inflation Estimate") with the final 
inflation calculation happening for April of each year (the "Final Inflation Calculation"). 

6.4.4 First Inflation Estimate 

In May of each year, Service Provider will submit a First Inflation Estimate which will estimate 
the inflation for the following fiscal year (i.e. if the date is May 2010, then the First Inflation 
Estimate is for the April2011 to March 2012 period). 

Step 1: The First Inflation Estimate will be based on the available information (existing 
Province BCGEU Collective Agreements as described in Section 6.3.1 (BCGEU Collective 
Agreement Inflation), if available, or an estimate of upcoming Province BCGEU Collective 
Agreements if the Province BCGEU Collective Agreement is scheduled for renewal, or the 
appropriate CPI index as described in Section 6.3.5 (BC CPI Inflation). 

Step 2: The Parties will discuss the inflation percentage collected from the various sources in 
Step 1 and determine if an adjustment upwards or downwards is required to more accurately 
estimate the inflation in the next April to March period. 

Step 3: For purposes of Province budgeting, the Service Provider will provide the Province with 
an updated Managed Services Price Table and VA Unit Price Tables with the estimate of 
inflation for the upcoming Contract Year. 

6.4.5 Second Inflation Estimate (Optional) 

The Second Inflation Estimate is an optional estimation exercise and the Parties will determine at 
the beginning of the year whether the Second Inflation Estimate will be required. If the inflation 
indices seem to be stable, the Parties will agree that the Second Inflation Estimate is not required. 
If the Second Inflation Estimate is required then, in September the Service Provider will submit a 
Second Inflation Estimate which may revise the First Inflation Estimate for the upcoming 
Contract Year. To conduct the Second Inflation Estimate, repeat the same Steps 1 to 3 from 
above. 

6.4.6 Final Inflation Calculation 

In February of each year, Service Provider will submit a Final Inflation Calculation which will 
be used to update the following for the upcoming Contract Year: 

(a) Managed Services Price Table; 

(b) VA Price Tables; 

(c) AES Hourly Rates and AES Overtime Hourly Rates; 

(d) Volume Band Adjustment Tables; and 
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(e) STMS Data Centre Price Table. 

For greater clarification, neither the BCGEU Inflation or the BC CPI Inflation is added to the 
unit price adjustment component of certain Unit Prices. 

Step 4: The Final Inflation Calculation will be based on the same information sources as Step 1 
above, updated for the prior January to December period (if the date is February 2011, then the 
period of January to December 2010 is used for CPI based indices). 

Step 5: Service Provider will use the Final Inflation Calculation to update (a) to (e) above for the 
remaining Contract Years and the Unit Prices will apply for the next Contract Year. The updated 
tables in (a) to (e) will replace any previously published price tables and will become effective 
on April 1 of the upcoming Contract Year. 

6.4. 7 Summary of Inflation Estimates and Final Inflation Calculation 

6.5 Price Table Changes 

Changes to the VA Price Tables, STMS Data Centre Price Table, the Managed Services Price 
Table (other than changes resulting from inflation as described above) will be made pursuant to 
the Change Order Process. 

6.6 Services Catalogue 

The current year's Unit Prices from the Managed Services Price Table, VA Price Table and Data 
Centre Price Table, as adjusted for inflation, are used to create the annual Managed Services and 
STMS Data Centre Services Catalogues for the Broader Public Sector entities. The Services 
Catalogues will be updated by March 1st of each Contract Year. For the first Contract Year, the 
Services Catalogue will be completed by April 15. A draft of the Services Catalogue is attached 
as Appendix J (Services Catalogue). 

6. 7 Other Fee Adjustments 

6. 7.1 Ministry Explicit Agreements 

The Managed Services Price Table does not include any consideration for the Ministry Explicit 
Agreements. Ministry Explicit Agreements not described in the Managed Services SOWs shall 
be addressed through the Change Order Process. 
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6. 7.2 Pension Adjustment 

When the next actuarial valuation of the Public Sector Pension Plan is performed (currently 
scheduled for March 2011, and such valuation will come into effect March 2012), any 
adjustment to the employer contribution rate (the components of the current employer 
contribution rate being set out in the table below), either by way of lump sum or by month, shall 
result in an adjustment to the Midrange Service and Managed Storage Services Unit Price, more 
specifically the "Management Services" component of the Unit Price. For the purposes of 
determining the amount of the adjustment to the Unit Prices, (i) the employer contribution rate 
used to calculate the adjustment shall be the employer contribution rate resulting from the March 
2011 actuarial valuation; (ii) the adjustment shall be determined with respect to all Service 
Provider employees who are members of the Public Sector Pension Plan and deliver the 
Managed Services under the Agreement; and (iii) the adjustment shall be applied to the period 
from the effective date of the new employer contribution rate to the end of the Term. 

Pension changes that result from actuarial valuations, other than the actuarial valuation 
scheduled for March 2011, shall not result in any further adjustment to the Unit Prices. 

For example, the current employer contribution rate is 8.78% of earnings up to the YMPE 
($44,900 in 2008) plus 10.78% of earnings in excess of the YMPE. If the employer contribution 
rate increases by 1% for earnings up to YMPE and 1.5% for earnings in excess of YMPE, as a 
result of the next valuation, then the Unit Prices are increased by the amount of the monthly 
PSPP increase. The monthly PSPP increase is calculated based on the actual monthly earnings at 
the point in time that the Public Sector Pension Plan implemented the change in the employer 
contribution rates through to the end of Term. 

A sample calculation at the time of a change in the employer contribution rate is set out below. 
Sample amounts (other than with respect to the current employer contribution rates which are 
actual rates at the Effective Date) have been used. 

Monthly Earnings $1,000,000 $450,000 

Current Employer 8.78% 10.78% 
Contribution Rate 

New Employer 9.78% 12.28% 
Contribution Rate 

Employer Contribution 1.0% 1.5% 
Rate Change 

Increased Monthly $10,000 $6,750 $17,750 
Cost 

If at the next actuarial valuation described above the employer contribution is decreased, then the 
same exercise will occur, but a decrease to the Unit Prices as indicated above will result. 
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7. METHODOFPAYMENT 

7.1 Province Payments 

The Province will pay invoices within 10 Business Days of receipt of the invoice from the 
Service Provider. The Province may dispute any invoice within the times referred to in Section 
15.6 of the Agreement. 

Subject to the provisions of Section 15.6 of the Agreement, for payments received after the 10 
Business Day period, the Province will pay interest on the outstanding amount for the entire 
month(s) in which payment is delayed at a rate equal to Prime plus 1.5% per annum, where 
Prime is defined as the prime rate of the Province of British Columbia's principal banker, 
currently CIBC, compounded as set forth below. For example, if a payment is received 5 days 
after the expiry of the 10 Business Day due date, the first month's interest calculation is: 

• Amount of invoice not paid multiplied by interest rate divided by 12 months. 

Subject to the provisions of Section 15.6 of the Agreement, if the overdue amount is still 
outstanding 30 days after the due date, then interest is calculated on the amount of the invoice 
not paid plus outstanding interest. Interest is calculated for each 30 day period that the overdue 
amount is outstanding until the invoice and interest is paid in full. 

7.2 Payments from the Broader Public Sector 

The Managed Services Price Table, VA Price Tables and the STMS Data Centre Price Table are 
based on the method of payment described in this Section. If a Broader Public Sector entity does 
not wish to follow the payment terms as described, then: 

(a) the Parties shall attempt to agree to different payment terms so long as the 
payment terms are no longer than (i) Service Provider invoicing at the beginning 
of the month following delivery of services and (ii) the Broader Public Sector 
paying such invoice in no more than 30 calendar days; and 

(b) the Managed Services Price Table, VA Price Tables and STMS Data Centre Price 
Table being increased to include a 1.5% price increase as a result of the extended 
payment terms described in paragraph (a). 

7.3 Invoice Timing 

7.3.1 Invoicing for the Month 1 to 6 Fixed Fee 

The invoices from the Service Provider to the Province will be mid-month (approximately the 
15th of the month) for the month in which services are provided and will be based on the month 
1 to 6 fees in Section 5.2 (Month 1 to 6 Fee). The first invoice shall also include the fees 
associated with March 3Oth and 31st. Therefore the first invoice shall be for the period March 3 0 
- April30 and be invoiced approximately mid-April. 
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7.3.2 Invoicing for the Transformation Fee 

Service Provider shall invoice the Province for the Transformation Fee approximately the 15th of 
each month starting the first month for which Managed Services are provided and will be based 
on the monthly Transformation Fee in the Managed Services Price Table. The Transformation 
Fee will continue for the Initial Term Managed Services. 

7.3.3 Invoicing for Balance of Contract (Month 7 Onward) 

Commencing contract month 7 onward, the Service Provider will invoice the Province for 
Managed Services based on volumes and Unit Prices on approximately the 15th of each month 
for the Fees for that month. 

The Service Provider will invoice the Province on approximately the 15th of each month for the 
Fees for that month associated with the STMS Data Centres subject to Section 4.14 of Schedule 
23. 

7.3.4 Invoicing and Payment Terms for Change Orders 

The invoicing and payment terms for Change Orders not based on the Managed Services Price 
Tables, the VA Price Tables or the Data Centre Price Table shall be: 

(a) if the Change Order is deliverable based and the deliverable approval from the 
Province is attached to the invoice, the invoice shall be paid in 10 Business Days; 

(b) if the Change Order is T&M based, the Province shall pay in 30 calendar days; 
and 

(c) anything not identified above, the Province shall pay in 30 calendar days. 

7.3.5 Volumes for Invoicing 

Through the inventory process defined in Schedule 7 (Service Management SOW) section of the 
Transition SOW, the Parties will work together to determine the quantities, types and other 
services required for the invoicing of the Managed Services. The monthly invoicing from 
contract month seven and onward shall be based upon the Unit Prices multiplied by the 
applicable quantities and taking into account volumes changes processed through the Province 
Ordering System. 

7.3.6 Midrange Services Invoicing 

Midrange Services invoicing will be based on the volumes in service on the 15th of the month in 
Service Provider's Asset Centre. There shall be no pro-ration of a unit put into service after the 
1st ofthe month, but before the 15th, just as there shall be no pro-ration on the next invoice for a 
unit that was put into service after the 15th of the month. For a unit put into service after the 
15th ofthe month, the first month of invoice for such unit shall be on the next invoice. 
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For a unit removed from service prior to the 15th, the unit shall not appear on the invoice and 
there shall be no pro-ration of the unit on the invoice. For a unit removed from service after the 
15th, there shall be no pro-ration of the unit and a full month of service shall be invoiced for the 
removed unit. The first month that the removed unit is no longer on the invoice from Service 
Provider to the Province is on the following invoice. 

By way of example: 

Service Date of unit 

X Yes Yes X No No 

X No Yes X Yes No 

The Parties agree that the purpose of using the unit in service at the 15th of the month is to avoid 
the administrative burden of pro-rating billable units. The Parties agree not to attempt to add or 
remove units in a way that systematically benefits one Party to the detriment of the other. The 
expectation is that additions and removals will occur throughout the month with no pre
disposition to being at any particular point in the month. 

Shared Database Services and Shared Web Hosting Services volumes may not reside in Service 
Provider's Asset Centre in which case the repository will be determined in the month 1 to 6 
period. The invoicing will detail the unique identifier of each Shared Database instance and 
Shared Web site. 

Shared File Print Services volumes are based on the users of SFP Services in the Province's 
Corporate Accounting System (CAS) (more specifically, the records reside within the "Install 
Base" at the Hand-Over Date). Service Provider will use the Province's information from CAS 
to determine the number of SFP users. The Province will provide Service Provider with the SFP 
volumes on the 14th of each month which will appear on that month's invoice. If the Province 
does not provide the Service Provider with the SFP volumes by end of day of the 14th, then 
Service Provider will use the previous month's SFP volumes for the current invoice and 
reconcile any difference on the following invoice once the actual volumes are received. 

Where there is incremental SFP storage above the 1.5 GB such incremental SFP storage does not 
appear in CAS. The Service Provider will provide a SFP storage report that shows the actual 
Tier 2 storage volume on which the invoice for the incremental storage is based. Refer to 
Section 2.3.1 (Shared File and Print Services) for additional information regarding SFP. 

7.3. 7 Storage, Backup and Extended Retention Invoicing 

Refer to Section 2.5.1 (Managed Storage (Tier 1, 2, 3, and NAS}), for Managed Storage 
invoicing volume information. Managed Storage is invoiced based on a volume of allocated GBs 
in place on the 15th of the month. The invoice will include the allocated GB by Server name. 

Backup and Extended Retention volumes are based on actual usage based on the number of GBs. 
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The Managed Backup invoicing will be based on the GBs written between the 14th and the 13th 
each month and such total volume will appear on the invoice generated approximately the 15th 
of the month. A Managed Backup report will detail the actual usage for that period. The invoice 
is based on the total backup GBs multiplied by the then-current Unit Price. 

The Extended Retention invoicing will be based on the GBs retained on the 13th of each month 
and such total volume will appear on the invoice generated approximately the 15th of the month. 
An Extended Retention report will detail the retained GB for that period. The invoice Is based 
on the retained GBs on the 13th multiplied by the then-current Unit Price. 

7.3.8 Invoicing of Managed Storage and Managed Backup Services in Thousands of GB 

The references to the Storage, Backup and Extended Retention Unit Prices and volumes are 
based on GBs, but the Service Provider will invoice the Province in thousands of gigabyte ('000 
GB). This conversion is solely for the purpose of facilitating the invoicing. 

To convert a volume from GBs to '000 GBs, and a GB Unit Price to a '000 GB Unit Price: 

•. GB volumes are divided by 1 ,000; and 

• The GB Unit Price is multiplied by 1,000 (the "'000 GB Unit Price"). 

For example: 

Storage Volume 157,287 Divide by 157.287 
1,000 

GB Unit Price/'000 GB Unit Price Multiply by 
1,000 

Monthly Storage Fees example 

(volume* Unit Price) 

7.3.9 Mainframe Invoicing 

As discussed in Sections 2.4.2 (Mainframe Processing) and 2.4.4 (DASD), MIPS and DASD 
volumes are invoiced based on an installed volume basis. 

Tape volume is based on actual usage for the number of GBs written per the "tape management 
catalogue" controlled by the Province's third party provider "removable media manager" 
software, or other such product as determined by Service Provider. 

The monthly invoice volume will be based on: 

(a) the sum of the daily, actual GB tape volume per the tape management catalogue 
from the 14th to the 13th of each month; 
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(b) the sum in (a) divided by the number of days used in the sum in (a); and 

(c) the result of (b) is the average daily GB usage for tape as is multiplied by the 
then-current Unit Price for tape to produce the amount to invoice. 

7.3.10 Province Verification of Service Provider Invoices 

The Province will compare the Service Provider's invoice with records

Where the Province records do not match the Service Provider's invoice, 
the Parties will work together to determine the reason for the discrepancy between the 
records and Service Provider's billing records. For example, a unit recently put into service may 
not yet be reflected in the records, or vice versa (a timing difference). Where the difference 
is more than a timing difference, the Parties will work together to resolve the mismatch by either 
updating the records or Service Provider's billing records based on the outcome of the 
investigation. 

Where the Parties, working cooperatively, are not able to determine the reason for the record's 
mismatch prior to processing the Service Provider's invoice, the Province may reduce the 
amount paid to the Service Provider by only by the amount of the mismatch. The Service 
Provider's invoice is still due in 10 Business Days as described in Section 7.1 (Province 
Payments) above. 

The Parties will have a designated person whose responsibility it is to work with the other Party 
in resolving these billing differences. If the designated persons cannot resolve the issue within 
15 Business Days, they will escalate the issue through the Governance process. 

The following volumes are not part of the records (see the section above for information on 
the invoicing backup): 

• Shared File Print incremental storage (storage above the 1.5 GB per use on an aggregate 
Ministry basis) 

• Backup 

• Extended Retention 

• Mainframe -MIPS Processing, DASD and Tape 

For details, see the relevant sections above. 

8. MARGIN CAP 

The point at which the Parties will share the Service Provider profit above a certain Service 
Provider Margin is (the "Margin Cap"). The Margin Cap is expressed as a percentage and 
changes based on the Annual Growth in Fees in the current Contract Year. 

50652262.11 

Page 80 ofll 0 Page 1174 
CTZ-2013-00110

S15At issue for Inquiry



SCHEDULE23 

8.1 Service Provider Margin Calculation 

The "Service Provider Margin" is calculated on a cumulative basis from the Effective Date as 
follows: 

(cumulative Service Provider Revenue- cumulative Service Provider Cost) I cumulative 
Service Provider Revenue 

The Fees invoiced to the Province and any Broader Public Sector entity for both Managed 
Services and STMS Data Centre Services, regardless of Service Provider accounting treatment, 
is (the "Service Provider Revenue"). 

The costs associated with the Agreement and any BPS Services Agreement for both Managed 
Services and STMS Data Centre Services, regardless of Service Provider accounting treatment, 
is (the "Service Provider Cost"). The Service Provider Cost may include corporate allocations 
(for example, office space, computers used by Service Provider Personnel), where such 
allocation are related to the delivery of the Services under the Agreement and will be without 
duplication. 

8.2 Annual Growth 

The percentage by which the Fees have increased over the Baseline Fee plus Data Centre Fees 
collectively the Total Fees is (the "Annual Growth"). The Annual Growth is calculated as 
follows: 

(Service Provider Revenue- Total Fees) I Total Fees. 

The Baseline Fees (from Appendix C) plus the Data Centre Fees at the Effective Date are 
adjusted on an annual basis for inflation based on BC CPl. The Parties acknowledge that this is 
different from the inflation in Section 6.3 (Managed Services Inflation) and Section 6.4 (STMS 
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Data Centre Inflation), but have selected to apply only BC CPI to facilitate a less complex 
calculation. 

The Baseline Fees will be pro-rated to match the Service Provider's fiscal year period. For 
example, the Service Provider's fiscal year is November 1 to October 31. Therefore, for the 
Margin Cap calculation at October 31, 2014, the Baseline Fees will be based on 5 months from 
Contract Year 13/14 and 7 months from Contract Year 14/15. 

8.4 Profit Sharing Calculation 

Based on the Annual Growth, the associated Margin Cap and the Service Provider Margin for the 
Service Provider's fiscal year, if the cumulative Service Provider Margin is greater than the 
Margin Cap percentage, then the Service Provider profit above that allowed at the Margin Cap 
percentage is shared by the Parties based on: 

• 50% Service Provider; and 

• 50% Province. 

8.4.1 Timing of Margin Cap Calculation 

If the Margin Cap was reached in the annual period 
for which the calculation is being performed, the Service Provider will credit the Province's 
share of the Margin Cap on the Province invoice following the calculation. The credit will not 
be an adjustment to the Unit Prices, but a credit given on the total invoice to the Province. 

8.4.2 No Retro-Active Application of Margin Cap Sharing 

At no time will prior year's revenues, which may or may not have involved a sharing of the 
Service Provider profit with the Province, be used in the current year's calculation except for the 
calculation of the cumulative Service Provider Margin. 
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Where there is a year of profit sharing followed by a year that has a cumulative Service Provider 
Margin below the Margin Cap percentage, the Province does not return any of the profit sharing 
from the prior year. 

8.4.3 Example Margin Cap application 

Refer to Appendix G for an example of how the Margin Cap is applied. 

8.5 Financial Review of Margin Cap 

8.5.1 Financial Monitor 

The Province shall appoint a third party Financial Monitor who shall: 

(a) validate the Service Provider Margin calculation as it relates to the Margin Cap, 
and to provide the Province an opinion that the Service Provider's calculation is 
correct, thereby determining if the Margin Cap as described in Section 8 (Margin 
Cap) has been reached; and 

(b) confirm to the Province that the application of profit sharing above the Margin 
Cap has been treated correctly and in accordance with the provisions of this 
Section, where applicable. 

The Province shall use reasonable efforts to engage the Financial Monitor on a long-term basis in 
order to provide the Province with the necessary information while minimizing the cost to 
Service Provider. 

The Financial Monitor may not be a Competitor as listed in Schedule 5. 

8.5.2 Financial Report 

Service Provider shall provide the Financial Monitor with a financial summary of the Service 
Provider Revenue and Service Provider Cost, and calculated Service Provider Margin (the 
"Financial Report"). 

8.5.3 Service Provider Confidential Information 

The Province acknowledges that the information contained in. the Financial Report constitutes 
Service Provider Confidential Information. The Financial Report shall not be disclosed to any 
person except the Financial Monitor. 

8.5.4 Access to the Financial Report 

Service Provider shall provide access to the Service Provider Confidential Information 
(including the Financial Report) to the Financial Monitor and such employees thereof as require 
access to Service Provider Confidential Information in connection with the performance of their 
duties, and which employees have been approved by Service Provider acting reasonably, having 
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regard to the reputation of such individuals and their skills and experience in light of their job 
responsibilities (the "Financial Monitor Team"). 

Such individuals shall sign the Non-Disclosure Agreement at the time that the Financial Monitor 
Team is engaged. 

8.5.5 Contract Roles for the Individuals with Access to the Financial Report 

No individual who is a member of the Financial Monitor Team may be involved in the analysis 
of any Service Provider proposal to WTS during the period such individual is a member of the 
Financial Monitor Team and for a period of two years thereafter. If, as a result of a government 
reorganization, WTS is merged or combined with another Ministry, part or agency of the 
Government of British Columbia, then the above restriction relating to Service Provider 
proposals to WTS shall apply only to proposals submitted to the branch or division of the merged 
entity that is responsible for managing the Agreement, and shall not apply to the merged entity as 
a whole 

If the Ministry hires any member of the Financial Monitor Team, then such individual shall not 
have any operational role in connection with the Agreement or provide any information or advice 
to the Ministry in conjunction with the Agreement or services provided by Service Provider to 
the Ministry for a period of two years after such individual is hired by the Ministry or such 
shorter period of time as is two years after the individual ceased to be a member of the Financial 
Monitor Team (the "Restriction"). If, as a result of a Government reorganization, the Ministry is 
merged or combined with another ministry, part or agency of the Government of British 
Columbia, then the Restriction shall apply only to the branch or division of the merged entity 
that is responsible for managing the Agreement and will not apply to the merged entity as a 
whole. 

8.5.6 Frequency of Financial Reporting 

The Financial Report, certified by the Service Provider CFO shall be provided by Service 
Provider to the Financial Monitor on an annual basis, when the Financial Monitor is engaged by 
the Province. 

8.5. 7 Audits of the Financial Reporting 

The Financial Monitor may request further information from Service Provider in order to 
validate and confirm the accuracy of the Financial Report and such other information as may be 
required to validate the Service Provider Margin. The request for information may take the form 
of annual audits of the Service Provider financial system data. The following shall apply to the 
Financial Monitor: 

(a) the Province shall cause all such audits to be performed during normal business 
hours and upon reasonable prior notice to Service Provider; 

(b) the Province shall, and shall cause its representatives to: 
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(i) respect the scope and content of this Agreement in performing the audit of 
the Financial Report, 

(ii) use reasonable efforts not to hinder or interfere with the performance of 
the Services by Service Provider, and for greater certainty, the Province 
acknowledges that to the extent any such exercise of rights directly 
hinders or interferes with Service Provider' ability to deliver the Services, 
then Service Provider shall not be responsible for any resulting Service 
Provider Service Level failures in respect thereof, and 

(iii) comply with all security and other similar policies of Service Provider 
while at its premises, provided that Service Provider provides the Province 
with reasonable prior notice thereof; 

(c) Service Provider shall be given the opportunity to respond to the audit results 
before they are finalized. 

(d) The Financial Monitor will not have direct access to any Service Provider 
systems. 

The Financial Monitor may request Service Provider data that would typically be part of an audit 
verification. Service Provider data requested by the Financial Monitor shall be provided by 
Service Provider on a timely basis. The audit is of Service Provider financial data related to the 
Agreement and does not allow the Financial Monitor access to financial data of Service Provider 
sub-contractors or data for other contracts. This section does not preclude the Financial Monitor 
from accessing sufficient Service Provider data to verify Service Provider' cost allocation 
processes. 

8.5.8 Access to Detailed Audit Information 

The Financial Monitor may not share the detailed or summary audit information with the 
Province. The Financial Monitor may provide an opinion to Service Provider and the Province 
as to the correctness of the Service Provider Margin calculation and application of the Margin 
Cap sharing. 

The Province personnel with access to the opinion are: 

(a) Deputy Minister, Ministry of Labour and Citizens' Services; 

(b) ADM, Workplace Technology Services, Ministry of Labour and Citizens' 
Services; 

(c) ADM, Executive Financial Officer of Ministry of Labour and Citizens' Services; 
and 

(d) Executive Director, Enterprise Hosting Services (EHS), Ministry of Labour and 
Citizens' Services. 
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9. Refresh Schedule For Assets Used in the Provisioning of the Managed Services 

Although Service Provider is responsible for determining the appropriate refresh schedule for 
Supported Infrastructure used in the provisioning of the Managed Services, it is anticipated that 
the refresh schedule for assets will be: 

The parties acknowledge that from time to time an asset may be older than the equipment life in 
the table above, due to the planning and scheduling around the refresh cycle. The Parties agree 
that the life of an asset will not exceed the equipment life by more than 3 months. 

9.1 Support of legacy Servers 

A "Legacy Server" is a Server that exceeds life, due to a restrictions or 
limitations of the application running on the Server, or some other requirement from the 
Province that prevent the Server from being refreshed. The Province has some Legacy Servers 
today, and other Servers may become Legacy Servers over the Term. 

The following will apply to Legacy Servers: 

(a) The SLA schedule addresses service levels for Legacy Servers. 

(b) If the Legacy Server needs to be shipped to one of the STMS Data Centres, the 
Province is responsible for shipping costs. 

(c) Service Provider will continue to support the Legacy Server at the then-current 
Midrange Services Unit Price so long as Service Provider's processes and tools 
are able support the Server. 

(d) When support for the Legacy Server becomes more effort than Servers within 
their equipment life, Service Provider will inform the Province that the Legacy 
Server is unsupportable under the Managed Services Price Table rates (for 
example, the agents fail to report activity to the monitoring Servers, or the tools 
vendors no longer have software for the Legacy Server). 
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(e) Service Provider and the Province will agree, through the Change Order Process, 
that: 

(i) the Province will make the required changes to the application or 
underlying reason why the Legacy Server cannot be refreshed, in order to 
make the refresh possible, or 

(ii) a special Legacy Server support rate or a T &M support, whichever is most 
appropriate. 

- 10. Termination Services Time and Material Rates 

Appendix N - Termination Services Time and Material Rates sets forth a list of Standard Time 
and Materials Rates and Cost-Only Time and Materials Rates that apply to the Termination 
Services provided to the Province, which will be applied as described in Section 29.4 of the 
Agreement (Charges for Terminations Services). 

The Province will treat the rates as Confidential and will only use and disclose the rates in 
accordance Section 16.7(b) (Permitted Disclosure and Use of Corifidential Information) of the 
Agreement. 

The Service Provider will calculate the Standard Time and Materials Rates and the Cost-Only 
Time and Materials Rates every two years taking into account inflation and changes in market 
conditions. 

11. Definitions 

"000 GB Unit Price" has the meaning given to it in Section 7.3.8. 

"Actual AES Hours" has the meaning given to it in Section 5.5. 

"Actual Rebate" has the meaning given to it in Section 5.6.2. 

"Additional Capacity Reservation" means an increase to the Capacity Reservation of a BPS 
Customer in a given STMS Data Centre and may or may not increase the Province VA 
Commitment. 

"Adjusted Capacity Reservation" means the sum of the Capacity Reservation of a BPS 
Customer in a given STMS Data Centre and any Additional Capacity Reservation of a BPS 
Customer in a given STMS Data Centre and may or may not increase the Province VA 
Commitment. 

"AES Hourly Overtime Rates" has the meaning given to it in Section 5.4.3. 

"AES Hourly Rates" has the meaning given to it in Section 5.4.2. 

"AES Minimum" has the meaning given to it in Section 5.4.1. 
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"AES Shortfall" has the meaning given to it in Section 5.5. 

"Annual Growth" has the meaning given to it in Section 8.2. 

"Base Unit Price" has the meaning given to it in Section 3.1.4. 

"BCGEU Employees" has the meaning given to it in Section 6.3.3. 

"BCGEU Inflation" has the meaning given to it in Section 6.3.2. 

"BPS Customer" has the meaning given to it in Section 4.5. 

"Cancellation Notice" has the meaning given to it in Section 2.7.8. 

"Capacity Phase-in" has the meaning given to it in Section 4.7. 

"Capacity Reservation" means the total quantity of reserved VAs by a BPS Customer in a 
given STMS Data Centre and is a subset ofthe Province VA Commitment. 

"Capital Payment Estimate" has the meaning given to it in Section 2. 7 .2. 

"Capital Payment Shortfall" has the meaning given to it in Section 2.7.5. 

"Capital Payment Surplus" has the meaning given to it in Section 2.7.5. 

"Capital Payment" has the meaning given to it in Section 2.7.1. 

"Capital Purchases" has the meaning given to it in Section 2.7.4. 

"Component" has the meaning given to it in Section 6.3.3. 

"Data Centre Months" has the meaning given to it in Section 4.7. 

"Early Availability Date" has the meaning given to it in Section 4.4. 

"Early Capacity" has the meaning given to it in Section 4.4. 

"Energy Report" has the meaning given to it in Section 5.6.1. 

"Existing Data Centre Space" has the meaning given to it in Section 4.12. 

"Expected Rebate" has the meaning given to it in Section 5.6.2. 

"Final Inflation Calculation" has the meaning given to it in Section 6.4.4. 

"Financial Monitor Team" has the meaning given to it in Section 8.5.4. 

"Financial Report" has the meaning given to it in Section 8.5.2. 
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"First Inflation Estimate" has the meaning given to it in Section 6.4.4. 

"Future Hardware Purchases" has the meaning given to it in Section 2.7.6. 

"Hourly Rates" has th~ meaning given to it in Section 5.8. 

"Individual Volume Band" has the meaning given to it in Section 3.13. 

"Installation Date" has the meaning given to it in Section 4.9.2. 

"kVA Unit Price" has the meaning given to it in Section 4.14. 

"Legacy Servers" has the meaning given to it in Section 9.1. 

"Managed Services Price Table" has the meaning given to it in Section 2.1. 

"Margin Cap" has the meaning given to it in Section 8. 

"Midrange SOWs" has the meaning given to it in Section 2.2. 

"Milestone Payment" has the meaning given to it in Section 5.1. 

"Net Rebate" has the meaning given to it in Section 5.6.2. 

"New Data Centre Space" has the meaning given to it in Section 4.12. 

"New Technology" has the meaning given to it in Section 4.12. 

"Non-AES Work" has the meaning given to it in Section 5.4.1. 

"Non-Capital Servers" has the meaning given to it in Section 2.7.7. 

"Optional Midrange Services" has the meaning given to it in Section 2.3.8. 

"Partial VA New Technology Transfer" has the meaning given to it in Section 4.12. 

"Percentage Component Change" has the meaning given to it in Section 6.3.3 

"Percentage Increase" has the meaning given to it in Section 6.3.2. 

"Percentage Salary Change" has the meaning given to it in Section 6.3.3. 

"Province Adjusted VA Commitment" has the meaning given to it in Section 4.2. 

"Province Initial VA Commitment" has the meaning given to it in Section 4.4. 

"Province Revised Initial VA Commitment" has the meaning given to it in Section 4.6. 

"Province VA Commitment" has the meaning given to it in Section 4.2. 
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"Reconciliation Report" has the meaning given to it in Section 3.4. 

"Retiring Platforms" has the meaning given to it in Section 2.3.9. 

"Salary Baseline" has the meaning given to it in Section 6.3.3. 

"Second Inflation Estimate" has the meaning given to it in Section 6.4.4. 

"Service Provider Cost" has the meaning given to it in Section 8.1. 

"Service Provider Margin" has the meaning given to it in Section 8.1. 

"Service Provider Revenue" has the meaning given to it in Section 8.1. 

"SFP Base Unit Price" has the meaning given to it in Section 2.3.1. 

"SFP Incremental Unit Price" has the meaning given to it in Section 2.3.1. 

"STMS Prices" has the meaning given to it in Section 6.4. 

"Time Sheet System" has the meaning given to it in Section 5.4.5. 

"Unit Price Increase" has the meaning given to it in Section 4.12. 

"Unit Price" has the meaning·given to it in Section 2.1. 

"VA Discount" has the meaning given to it in Section 4.13.1. 

"VA Fees" has the meaning given to it in Section 4.1. 

"VA New Technology Transfer" has the meaning given to it in Section 4.12. 

"VA Price Column" has the meaning given to it in Section 4.6. 

"VA Price Row" has the meaning given to it in Section 4.6. 

"VA Price Tables" has the meaning given to it in Section 4.1. 

"VA Unit Price" has the meaning given to it in Section 4.1. 

"Volume Band Adjustment" has the meaning given to it in Section 3.1.4. 

"Volume Band Ranges" has the meaning given to it in'Section 3.1.2. 

"Volume Banding Table" has the meaning given to it in Section 3.1.2. 

"Volume Banding" has the meaning given to it in Section 3 .1.2. 
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APPENDIXE 
BC CPI and DATA CENTRE CPI INSTRUCTIONS 

DIAGRAM I 
Screen Shot ofBC CPI website (current at February 2009) 
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DIAGRAM2 

Screen shot of Data Centre CPI website (current as at February 2009) 
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CPI REPORT NUMBERS AND INSTRUCTIONS TO ACCESS THE CPI WEB SITES 
(CURRENT AS AT FEBRUARY 2009) 

Statistics Canada, Consumer price index (CPI), 2005 basket, monthly (2002=100 unless 
otherwise noted) is Table 326-0020 

• v41692924 Calgary, Alberta [48825]; All-items (2002=100) (monthly) 

• v41692462 British Columbia; All-items (2002=100) (monthly) 

• v41692930 Vancouver, British Columbia [59933]; All~items (2002=100) (monthly) 

BC CPI can be access by: 

• www.statcan.gc.ca 

• Selecting "English" 

• Select link on left-hand side of web site for "Summary Tables" 

• Select link on left-hand side of web site under "Tables by" for "Province or Territory" 

• Select link for "British Columbia" 

• Select link for "Consumer Price Index, by province" 

• The percentage inflation for BC CPI is the "% change from prior year" 

Data Centre CPI can be access by: 

• www.statcan.gc.ca 

• Selecting "English" 

• Select link on left-hand side of web site for "Summary Tables" 

• Select link on left-hand side of web site under "Tables by" for "Metropolitan Area" 

• Select link for "Vancouver (B.C.)" or "Calgary (Alta.)". Both links take the user to the 
same location. 

• Select link for "Consumer Price Index, by city" 

• Locate "Vancouver (B.C.)" and "Calgary (Alta.)" on the table. 

• The percentage inflation for Data Centre CPI is the difference between the previous year 
and the year before the previous year, divided by 100. For example, at February 2009, 
the difference between 2008 and 2007 for Vancouver is (112.8-110.2)/100 = 0.026 or 
2.6%. 
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STMS Hosting Services 

JSRFP No.: SATP- 231 

Author: - EDS Ca.nada I!lc. 
Status: FINAL 
Release -Date: May 8, 2009 · 

... · .. 

File Name: Combined Service Catalogue 

Statement of Confidentiality 

This Service Catalogue is prepared in connection with the Due Diligence and 
Negotiation Phase of the Joint Solution Request for Proposal, JSRPF # SATP-
231, for Strategic Transformation and Mainframe Services Project ("STMS 
Project"). This Service Catalogue contains confidential and proprietary 
information of the Her Majesty the Queen in Right of the Province of British 
Columbia, as represented by the Minister of Labour and Citizens' Services 
("Ministry") and EDS Canada Inc. {"EDS"). This Service Catalogue is 
intended for use by the Ministry, and EDS for the STMS Project, and their 
respective authorized representatives. A separate Service Catalogue exists 
for use with broader public sector entities. 

This draft Service Catalogue contains confidential and proprietary information of the Ministry & EDS. 1 
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~General 

This version of the Service Catalogue includes Unit Prices that are valid for 
the Province fiscal year 2009/2010. 

The Unit Prices are those for the baseline volumes and the Service Catalogue 
does not address changes to the Unit Price(s) related to increases or -
decreases in volumes. Refer to Schedule 23, Volume Banding to understand 
how the Unit Prices change as volumes change. 

- The Unit Prices apply to the Province and an updated Service Catalogue will 
be created for use with Broader Public Sector entities. 

This draft Service Catalogue contains confidential and proprietary information of the Ministry & EDS. 3 
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fl Server Management Services 
The Server Management Services provides for the deployment and daily 
delivery of Server hosting and management services to the Province (and 
Clients) consisting of procuring, installing, configuring, maintaining, 
upgrading, decommissioning and disposing of Servers and Server-related 
hardware, firmware, Operating Systems, backup and restore software, 
security software and monitoring software (such as anti-virus software, 
Server availability monitoring, patch management, Server performance 
monitoring), standard Server configuration, anti-virus, patch management 
and policy compliance. Server Management Services are available on a per 
month Unit Price and I or a one-time Unit Price basis. And the Unit Price is 
based on 'the Server size, Tier service level, type of operating system and 
function of the Server. 

The Tier level of a Server indicates the Service Level that is applicable to the 
Server. Tier 1 indicates a clustered Server in a data centre with 7X24 
support, Tier 2 indicates a single Server in a data centre and Tier 3 indicates 
a Server in a non-data centre location. 

Production Servers: 

• Application Server - Server that operates Applications in support of 
Province business processes. For example, Province owned/licensed 
and operated custom developed or COTS based Applications (such as 
MS Exchange, ERP applications, HealthNet, Citrix, Sharepoint); 

• Database Server - Server that operates a Province Dat.abase 
Management System (DBMS) (such as Oracle, SQL Server); 

• Web Hosting Server - Server that runs a web engine for a Province 
websites (such as Apache, Tomcat and IIS); 

• Infrastructure Server - Server that does not require Applications, such 
as Active Directory, File Transfer Protocol (FTP) Servers. · 
Infrastructure Servers do not run Province-facing applications, but run 
services that allow Province-facing and other applications to operate. 

Development I Test Servers: 

• Development I Test Server - Server that is used solely for developing 
and testing purposes and is not used for in the production 
environment. Any of the Servers referred to above may have an 
associated development/test Server. 

This draft Service Catalogue contains confidential and proprietary information of the Ministry & EDS. 4 
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/~.1 

·1: Detailed Server Management Service Descriptions 

--------- -- ~--------- ------~-- -~------- -------------------------------------------

Server Description Specifications Benefits 
Management SKU# 

Services ' 
Tier 1 Windows WAP-001 Windows Application, Clustered server (two or more nodes), highest level of 
Application, Database or Web engineered for delivering high levels of availability. 
Database or Server designed to availability. Tier 1 Clusters are available Intended for critical 
Web Server have the highest level in a data centre or as geo-clusters business applications 

of availability (across multiple data centres) 
Iii Data Centre based clusters target 

99.95% availability 
fit Asynchronous Geo-clusters target 

99.99% availability 
Iii 7 x 24 support 
• Cluster Management 
• Requires two physical Servers (min) 
Iii Leverages EDS' Data Centre tools 

and availability 
• SAN connectivity as needed 

Tier 2 Windows WAP-002 Windows Application, Single hosting server for the delivery of Can be Physical 
Application, Database or Web Business Priority service 5x9, 5x12 or Server(s) or Virtual 
Database or Server designed to 7x24 support 
Web Server have business priority • Data Centre Location only 

level of availability • SAN connectivity where necessary 
• 3 month commitment on Virtual 

Servers 
• Virtual Server hosted in a VMware 

farm 
• Target for Virtual Servers to 

automatically recover upon host or 
image failure 
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Server Description Specifications Benefits 
Management SKU# 

Services 
Tier 3 Windows WAP-003 Windows Application, Single hosting Server for the delivery of Dedicated server not 
Application, Database or Web Business Priority service 5x8 or 7x24 located in a Province or 
Database or Server designed to support Service Provider Data 
Web Server have business priority • Remote location Centre 

level of availability and 
are not located in a 
Province or Service 
Provider Data Centre 

Tier 1 Windows WIN-001 Windows Infrastructure Clustered server (two or more nodes), highest level of 
Infrastructure Server designed to engineered for delivering high levels of availability. 
Server have the highest level availability. Tier 1 Clusters are available Intended for critical 

of availability in a data centre or as geo-clusters infrastructure 
(across multiple data centres) 

• Data Centre based clusters target 
99.95% availability 

• Asynchronous Geo-clusters target 
99.99% availability 

• 7 x 24 support 
• Cluster Management 
0 Requires two physical Servers (min) 
• Leverages EDS' Data Centre tools 

and availability 
• SAN connectivity as needed 

Tier 2 Windows WIN-002 Windows Infrastructure Single hosting server for the delivery of Can be Physical 
Infrastructure Server designed to Business Priority service 5x9, 5x12 or Server(s) or Virtual 
Server have business priority 7x24 support 

level of availability • Data Centre Location only 

• SAN connectivity where necessary 
• 3 month commitment on Virtual 

Servers 
• Virtual Server hosted in a VMware 

farm 
Ill Target for Virtual Servers to 

automatically recover upon host or 
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Server Description Specifications Benefits 
Management SKU# 

Services 
image failure 

Tier 3 Windows WIN-003 Windows Application, Single hosting Server for the delivery of Dedicated server not 
Infrastructure Database or Web Business Priority service 5x8 or 7x24 located in a Province or 
Server Server designed to support Service Provider Data 

have business priority • Remote location Centre 
level of availability and 
are not located in a 
Province or Service 
Provider Data Centre 

Tier 1 Windows WDV-001 Windows Development Clustered server (two or more nodes), Offers flexibility to 
Development I I Test Servers are engineered for delivering high levels of configure, develop and 
Test Server engineered to the same availability. Tier 1 Clusters are available test client applications 

configuration as in a data centre or as gee-clusters as deemed necessary. 
production Windows (across multiple data centres) It is not intended to 
Tier 1 Servers, without • 7 x 24 support host client production 
Service Levels and '" Cluster Management applications. 
reduced support • Requires two physical Servers (min) 

• Leverages EDS' Data Centre tools 
and availability 

• SAN connectivity as needed 
• Support effort is based on 

commercially reasonable 
expectations 
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Server Description Specifications Benefits 
Management SKU# 

Services 
Tier 2 Windows WDV-002 Windows Development Single hosting server for the delivery of Offers flexibility to 
Development I I Test Servers are Business Priority service 5x9, 5x12 or configure, develop and 
Test Server engineered to the same 7x24 support test client applications 

configuration as • Data Centre Location only as deemed necessary. 
production Windows • SAN connectivity where necessary It is not intended to 
Tier 2 Servers, without • 3 month commitment on Virtual host client production 
Service Levels and Servers applications. Can be 
reduced support • Virtual Server hosted in a VMware physical server(s) or 

farm virtual 
• Target for Virtual Servers to 

automatically recover upon host or 
imaqe failure 

Tier 3 Windows WDV-003 Windows Development Single hosting server for the delivery of Offers flexibility to 
Development I I Test Servers are Business Priority service 5x8 or 7x24 configure, develop and 
Test Server engineered to the same support test client applications 

configuration as • Server located external to Provincial as deemed necessary . 
production Windows or Service Provider Data Centre It is not intended to 
Tier 2 Servers, without host client production 
Service Levels and applications. 
reduced support 

Tier 1 Solaris I UAP-001 Solaris I Linux I AD< Clustered server (two or more nodes), Highest level of 
Linux I AIX Application, Database engineered for delivering high levels of availability. 
Application, or Web Server designed availability. Incorporates: Intended for critical 
Database or to have the highest • 7 x 24 support business applications 
Web Server level of availability • Cluster Management 
Support • Requires two physical servers (min) 
Services • Data Centre Location only 

• SAN connectivity where necessary 
• Province to supply the required 

clustering software 
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Server Description Specifications Benefits 
Management SKU# 

Services 
Tier 2 Solaris I UAP-002 Solaris I Linux I AIX Single hosting server for the delivery of Can be physical 
Linux I AIX Application, Database Business Priority service 5x9, 5x12, or server(s) or virtual 
Application, or Web Server designed 7x24 support 
Database or to have business QO Data Centre Location only 
Web Server priority level of • SAN connectivity where necessary 
Support availability • 3 month commitment on virtual 
Services servers 
Tier 3 Solaris I UAP-003 Solaris I Linux I AIX Single hosting server for the delivery of Dedicated server in 
Linux I AIX Application, Database Business Priority service 5x8 or 7x24 non-Data Centre 
Application, or Web Server designed support location 
Database or to have business • Server located external to Provincial 
Web Server priority level of or Service Provider Data Centre 
Support availability for non-Data 
Services Centre locations 
Tier 1 Solaris I UIS-001 Solaris I Linux I AIX Clustered server (two or more nodes), Highest level of 
Linux I AIX Infrastructure Server engineered for delivering high levels of availability. 
Infrastructure designed to have the availability. Incorporates: Intended for critical 
Server Support highest level of • 7 x 24 support business applications 
Services availability Ill Cluster Management 

• Requires two physical servers (min) 
• Data Centre Location only 
• SAN connectivity where necessary 
• Province to supply the required 

clusterinq software 
Tier 2 Solaris I UIS-002 Solaris I Linux I AIX Single hosting server for the delivery of Can be physical 
Linux I AIX Infrastructure Server Business Priority service 5x9, 5x12, or server(s) or virtual 
Infrastructure designed to have 7x24 support 
Server Support business priority level • Data Centre Location only 
Services of availability II SAN connectivity where necessary 

• 3 month commitment on virtual 
servers 

Tier 3 Solaris I UIS-003 Solaris I Linux I AIX Single hosting server for the delivery of Dedicated server in 
Linux I AIX Infrastructure Server Business Priority service 5x8 or 7x24 non-Data Centre 
Infrastructure designed to have support location 
Server Support business priority level • Server located external to Provincial 
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Server Description Specifications Benefits 
Management SKU# 

Services 
Services of availability for non- or Service Provider Data Centre 

Data Centre locations 

Tier 1 Solaris I UDV-001 Solaris I Linux I AIX Clustered server (two or more nodes), Offers flexibility to 
Linux I AIX Development I Test engineered for delivering high levels of configure, develop and 
Development I Server designed to availability. Tier 1 Clusters are available test client applications 
Test Server have the highest level in a data centre or as gee-clusters as deemed necessary. 

of availability (across multiple data centres) It is not intended to 
host client production 

• 7 x 24 support applications. 

• Cluster Management 
• Requires two physical Servers (min) 
• Leverages EDS' Data Centre tools 

and availability 
• SAN connectivity as needed 
• Support effort is based on 

commercially reasonable 
expectations 

• Province to supply the required 
clustering software 

Tier 2 Solaris I UDV-002 Solaris I Linux I AIX Single hosting server for the delivery of Offers flexibility to 
Linux I AIX Development I Test Business Priority service 5x9, 5x12 or configure, develop and 
Development I Server designed to 7x24 support test client applications 
Test Server have business priority • Data Centre Location only as deemed necessary. 

level of availability 0 SAN connectivity where necessary It is not intended to 
• 3 month commitment on Virtual host client production 

Servers applications. Can be 
• Virtual Server hosted in a VMware physical server(s) or 

farm virtual 
• Target for Virtual Servers to 

automatically recover upon host or 
image failure 
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Server Description Specifications Benefits 
Management SKU# 

Services 
Tier 3 Solaris I UDV-003 Solaris I Linux I AIX Single hosting server for the delivery of Offers flexibility to 
Linux I AIX Development I Test Business Priority service 5x8 or 7x24 configure, develop and 
Development'/ Server designed to support test client applications 
Test Server have business priority as deemed necessary. 

level of availability for • Server located external to Provincial It is not intended to 
non-Data Centre or Service Provider Data Centre host client production 
locations applications. 

Tier 1 OpenVMS OVAP-001 OpenVMS Server Clustered server (two or more nodes), highest level of 
Application designed to have the engineered for delivering high levels of availability. 
Server Support highest level of availability. Incorporates: Intended for critical 
Services availability • 7 x 24 support business applications 

• Cluster Management 
• Requires two physical servers (min) 
• Data Centre Location only 
• SAN connectivity where necessary 

Tier 2 OpenVMS OVAP-002 OpenVMS Server Single hosting server for the delivery of Can be Physical 
Application designed to have Business Priority service 5x9, 5x12, or Server(s) or Virtual 
Server Support business priority level 7x24 support 
Services of availability • Data Centre Location only 

• SAN connectivity where necessary 
• 3 month commitment on Virtual 

Servers 
Tier 3 OpenVMS OVAP-003 OpenVMS Server Single hosting server for the delivery of Dedicated server in 
Application designed to have Business Priority service 5x8 or 7x24 non-Data Centre 
Server Support business priority level support location 
Services of availability for non- • Server located external to Provincial 

Data Centre locations or Service Provider Data Centre 

Tier 1 OpenVMS OVDV-001 OpenVMS Server Clustered server (two or more nodes), highest level of 
Development I designed to have the engineered for delivering high levels of availability. 
Test Server highest level of availability. Incorpqrates: Intended for critical 
Support availability • 7 x 24 support business applications 
Services • Cluster Management 

• Requires two physical servers (min) 
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Server Description Specifications Benefits 
Management SKU# 

Services 
• Data Centre Location only 
• SAN connectivity where necessary 

Tier 2 OpenVMS OVDV-002 OpenVMS Server Single hosting server for the delivery of Can be Physical 
Development I designed to have Business Priority service 5x9, 5x12, or Server(s) or Virtual 
Test Server business priority level 7x24 support 
Support of availability • Data Centre Location only 
Services • SAN connectivity where necessary 

• 3 month commitment on Virtual 
Servers 

Tier 3 OpenVMS OVDV-003 OpenVMS Server Single hosting server for the delivery of Dedicated server in 
Development I designed to have Business Priority service 5x8 or 7x24 non-Data Centre 
Test Server business priority level support location 
Support of availability for !)on- • Server located external to Provincial 
Services Data Centre locations or Service Provider Data Centre 
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~,:.~ 

~1 Detailed Infrastructure Descriptions 
It_~ 

Note: All hardware server configurations below are based on a point in time, and will be 
continually updated with new specifications. 

Server 
Hardware
Application 
>$10K 

Server 
Hardware
Application 
Remote 
>$10K 

Server 
Hardware
Development I 
Test> lOK 

WLAPHW 

WLAPHW-
003 

WLDVHW 

Windows I Linux 
Application Server on 
EDS supplied 
hardware 

Windows I Linux Non 
Data Centre 
Application Server on 
EDS supplied 
hardware 

Windows I Linux 
Development I Test 
Server on EDS 
supplied hardware 

Sun Fire X4240 server 
• Highly available server with 

redundant internal storage and 
power supplies 

• Multiple network connections 
dedicated for user data traffic 

• x64 Capable 
• 2 AMD quad core processors 
• 8GB RAM 
o 2x146GB disks (Raid 1) 
• 2 Power Su ies 

Sun Fire X4240 server 
• Highly available server with 

redundant internql storage and 
power supplies 

• Multiple network connections 
dedicated for user data traffic 

• x64 Capable 
• 2 AMD quad core processors 
• 8GB RAM 
• 2x146GB disks (Raid 1) 

2 Power Su lies 
Sun Fire X4240 server 

• Highly available server with 
redundant internal storage and 
power supplies 

• Multiple network connections 
dedicated for user data traffic 

• Redundant Multi-port SAN 
connections 

• x64 Capable 
• 2 AMD quad core processors 
• 8GB RAM 
• 2x146GB disks (Raid 1) 
• 2 Power Supplies 

2x4GB HBAs 
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Server WLDVHW- Windows I Linux Non Sun Fire X4240 server 
Hardware- 003 Data Centre .. Highly available server with 
Development I Development I Test redundant internal storage and 
Test Remote > Server on EDS power supplies 
10K supplied hardware • Multiple network connections 

dedicated for user data traffic 
• Redundant Multi-port SAN 

connections .. x64 Capable 
• 2 AMD quad core processors 
• 8GB RAM 
• 2x146GB disks (Raid 1) 
• 2 Power Supplies 
• 2x4GB HBAs 

Server WLDBHW Windows I Linux Sun Fire X4240 server 
Hardware- Database Server on • Highly available server with 
Database> EDS supplied redundant internal storage and 
10K hardware power supplies 

• Multiple network connections 
dedicated for user data traffic 

• Redundant Multi-port SAN 
connections 

• x64 Capable 
• 2 AMD quad core processors 
• 8GB RAM 
• 2x146GB disks (Raid 1) .. 2 Power Supplies 

2x4GB HBAs 
Server WLWBHW Windowsllinux Web Sun Fire X4140 server 
Hardware- Server on EDS • Highly available server with 
Web> 10K supplied hardware redundant internal storage and 

power supplies 
• Multiple network connections 

dedicated for user data traffic 
• x64 Capable 
• 1 AMD quad core processor .. 4GB Memory 
• 2x73GB disks (Raid 1) 

2 Power Su ies 
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Server 
Hardware
Infrastructure 
>$10K 

Server 
Hardware
Citrix >$10K 

WLINHW 

WLCXHW 

Windows/Linux 
Infrastructure Server 
on EDS supplied 
hardware 

Windows/Linux Citrix 
Server on EDS 
supplied hardware 

Sun Fire X4140 server 
" Highly available server with 

redundant internal storage and 
power supplies 

• Multiple network connections 
dedicated for user data traffic 

• x64 Capable 
• 1 AMD quad core processor 
• 4GB Memory 
" 2x73GB disks (Raid 1) 

2 Power Su lies 
Sun Fire X4140 server 

" Highly available server with 
redundant internal storage and 
power supplies 

" Multiple network connections 
dedicated for user data traffic 

" x64 Capable 
" 1 AMD quad core processor 
e 4GB Memory 
" 2x73GB disks (Raid 1) 
• 2 Power Su lies 
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Server 
Hardware
Solaris
Application 
>$10K 

Server 
Hardware
Solaris
Application 
>$10K 

SAPHW-S 

SAPHW:..M 

Solaris Application 
Server on EDS 
supplied hardware 

Solaris Application 
Server on EDS 
supplied hardware 

Sun SPARC T2000 server 
• Enterprise Class Server 
" Coolthreads technology 

(extremely power efficient 
while maintaining high 
throughput) 

• Highly available server with 
redundant internal storage 
and power supplies 

• Multiple network connections 
dedicated for user data traffic 

" 4 core 1.2GHz UltraSparc T2 
processor 

" 8GB Memory 
• 3x146GB disks (Raid 1, hot 

spare) 
" 2 Dual Port 4Gb HBAs 
" 2 Power Supplies 

Sun T5220 server 
• Enterprise Class Server 
• Coolthreads technology 

(extremely power efficient 
while maintaining high 
throughput) 

" Highly available server with 
redundant internal storage 
and power supplies 

• Multiple network connections 
dedicated for user data traffic 

• 8 core 1.2GHz UltraSparc T2 
processor 

• 32GB Memory 
• 3x146GB disks (Raid 1, hot 

spare) 
• 2 Dual Port 4Gb HBAs 
• 2 Power Su ies 
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Server SAPHW-L Solaris Application Sun SPARC Enterprise M4000 
Hardware- Server on EDS server 
Solaris - supplied hardware 8 Optimized for 24x7 mission 
Application critical computing and large 
>$10K shared memory applications 

.. Includes 4*2.4GHz SPARC64 
VII four-core Processors (2 
CPU boards with 2 *CPUS 
each & 5MB on-chip L2 cache) 

.. 32GB system memory on (2 
memory modules with 8 * 
2GB DDR2 DIMMs) 

.. 2 * 146GB SAS hard disks 
• 1 DVD-ROM 
• 2*Gb ethernet ports 
• 1 IIO tray with 4 PCI-E and 1 

PCI-X slots 
.. 2 power supplies (110V or 

220V with N+N redundancy) 

Server SDVHW-S Solaris Development I Sun SPARC T2000 server 
Hardware- Test Server on EDS 611 Enterprise Class Server 
Solaris- supplied hardware .. Coolthreads technology 
Development I (extremely power efficient 
Test >$10K while maintaining high 

throughput) 
.. Highly available server with 

redundant internal storage 
and power supplies 

.. Multiple network connections 
dedicated for user data traffic 

.. 4 core 1.2GHz UltraSparc T2 
processor 

"' 8GB Memory 
.. 3x146GB disks (Raid 1, hot 

spare) 
• 2 Dual Port 4Gb HBAs 
.. 2 Power Supplies 

Server SDVHW-M Solaris Development I Sun T5220 server 
Hardware- Test Server on EDS • Enterprise Class Server 
Solaris- supplied hardware • Coolthreads technology 
Development I (extremely power efficient 
Test >$10K while maintaining high 

throughput) 
• Highly available server with 

redundant internal storage 
and power supplies 

• Multiple network connections 
dedicated for user data traffic 

.. 8 core 1.2GHz UltraSparc T2 
processor 

• 32GB Memory 
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.. 3x146GB disks (Raid 1, hot 
spare) 

• 2 Dual Port 4Gb HBAs 
2 Power Supplies 

Server SDVHW-L Solaris Development I Sun SPARC Enterprise M4000 
Hardware- Test Server on EDS server 
Solaris- supplied hardware • Optimized for 24x7 mission 
Development I critical computing and large 
Test >$10K shared memory applications 

• Includes 4*2.4GHz SPARC64 
VII four-core Processors (2 
CPU boards with 2 *CPUS 
each & 5MB on-chip L2 cache) 

• 32GB system memory on (2 
memory modules with 8 * 
2GB DDR2 DIMMs) 

• 2 * 146GB SAS hard disks 
.. 1 DVD-ROM 
• 2*Gb ethernet ports 
.. 1 IIO tray with 4 PCI-E and 1 

PCI-X slots 
.. 2 power supplies (110V or 

220V with N+N redundancy) 

Server SDBHW-S Solaris Database Sun SPARC T2000 server 
Hardware- Server on EDS • Enterprise Class Server 
Solaris- supplied hardware • Coolthreads technology 
Database (extremely power efficient 
>$10K while maintaining high 

throughput) 
• Highly available server with 

redundant internal storage 
and power supplies 

• Multiple network connections 
dedicated for user data traffic 

• 4 core 1.2GHz UltraSparc T2 
processor 

• 8GB Memory 
• 3x146GB disks (Raid 1, hot 

spare) 
.. 2 Dual Port 4Gb HBAs 
• 2 Power Supplies 
.. 
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Server SDBHW-M Solaris Database Sun T5220 server 
Hardware- Server on EDS • Enterprise Class Server 
Solaris- supplied hardware .. Coolthreads technology 
Database (extremely power efficient 
>$10K while maintaining high 

throughput) 
• Highly available server with 

redundant internal storage 
and power supplies 

• Multiple network connections 
dedicated for user data traffic 

• 8 core 1.2GHz UltraSparc T2 
processor 

• 32GB Memory 
• 3x146GB disks (Raid 1, hot 

spare) 
• 2 Dual Port 4Gb HBAs 
• 2 Power Supplies 

Server SDBHW-L Solaris Database Sun SPARC Enterprise M4000 
Hardware- Server on EDS server 
Solaris- supplied hardware .. Optimized for 24x7 mission 
Database critical computing and large 
>$10K shared memory applications 

.. Includes 4*2.4GHz SPARC64 
VII four-core Processors (2 
CPU boards with 2 *CPUS 
each & 5MB on-chip L2 cache) 

.. 32GB system memory on (2 
memory modules with 8 * 
2GB DDR2 DIMMs) 

.. 2 * 146GB SAS hard disks 

.. 1 DVD-ROM 

• 2*Gb ethernet ports 
• 1 I/0 tray with 4 PCI-E and 1 

PCI-X slots 
• 2 power supplies (110V or 

220V with N+N redundancy) 
.. 

Server SWBHW-S Solaris Web Server on Sun SPARC T2000 server 
Hardware- EDS supplied .. Enterprise Class Server 
Solaris - Web hardware • Coolthreads technology 
>$10K (extremely power efficient 

while maintaining high 
throughput) 

.. Highly available server with 
redundant internal storage 
and power supplies 

.. Multiple network connections 
dedicated for user data traffic 

• 4 core 1.2GHz UltraSparc T2 
processor 

• 8GB Memory 
• 3x146GB disks (Raid 1, hot 
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spare) 
II 2 Dual Port 4Gb HBAs 

2 Power Supplies 

Server SWBHW-M Solaris Web Server on Sun T5220 server 
Hardware- EDS supplied .. Enterprise Class Server 
Solaris - Web hardware II Coolthreads technology 
>$10K (extremely power efficient 

while maintaining high 
throughput) 

II Highly available server with 
redundant internal storage 
and power supplies 

• Multiple network connections 
dedicated for user data traffic 

.. 8 core 1.2GHz UltraSparc T2 
processor 

II 32GB Memory 
II 3x146GB disks (Raid 1, hot 

spare) 
.. 2 Dual Port 4Gb HBAs 

2 Power Supplies 
Server SWBHW-L Solaris Web Server on Sun SPARC Enterprise M4000 
Hardware- EDS supplied server 
Solaris - Web hardware .. Optimized for 24x7 mission 
>$10K critical computing and large 

shared memory applications 
• Includes 4*2.4GHz SPARC64 

VII four-core Processors (2 
CPU boards with 2 *CPUS 
each & 5MB on-chip L2 cache) 

• 32GB system memory on (2 
memory modules with 8 * 
2GB DDR2 DIMMs) 

.. 2 * 146GB SAS hard disks 

.. 1 DVD-ROM 
• 2*Gb ethernet ports 
II 1 I/0 tray with 4 PCI-E and 1 

PCI-X slots .. 2 power supplies (110V or 
220V with N+N redundancy) 

Server AAPHWM AIX Application, IBM System p550 
Hardware - AIX Server on EDS .. six 146 GB 15k hard drives 
- Application supplied hardware .. 32GB RDIMMs 667 MHz 
>$10K 512Mb DRAM .. 6 dual-core 3.5 GHz POWER6 

Processors ( 4 activated) 
II 2 Dual port HBA 
.. 4 dual port GB PCI-X NIC 
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Server AIX Database Server IBM System p550 
Hardware - AIX ADBHW-M on EDS supplied • six 146 GB 15k hard drives 
-Database hardware • 32 GB RDIMMs 667 MHz 
>$10K 512Mb DRAM 

• 6 dual-core 3.5 GHz POWER6 
Processors ( 4 activated) 

• 2 Dual port HBA 
4 dual port GB PCI-X NIC 

Server AIX Development I IBM System p550 
Hardware- AIX ADVHW-M Test Server on EDS • six 146 GB 15k hard drives 
- Development supplied hardware • 32 GB RDIMMs 667 MHz 
I Test >$10K 512Mb DRAM .. 6 dual-core 3.5 GHz POWER6 

Processors ( 4 activated) 
• 2 Dual port HBA 

4 dual port GB PCI-X NIC 
Server OpenVMS Application HP rx3600 
Hardware- OVAPHW Server on EDS • 2x1.42GHzi12MB 9120N 
OpenVMS- supplied hardware .. 8GB DDR2 (2x1GB) 
Application Memory 
>$10K .. 2 x HP Integrity 36GB 15k 

SAS Drive 
• HP Integrity DVD-ROM 

Drive 
• 2 x HP PCI-X 2.0 1Port 4Gb 

Fibre Channel HBA 
.. 2 x HP Integrity Redundant 

Power Supply 
• HP Integrity Upgraded Core 

IIO with VGA 

Server OpenVMS HP rx3600 
Hardware- OVDVHW Development I Test 0 2x1.42GHzi12MB 9120N 
OpenVMS- Server on EDS • 8GB DDR2 (2x1GB) 
Development I supplied hardware Memory 
Test >$10K • 2 x HP Integrity 36GB 15k 

SAS Drive 
• HP Integrity DVD-ROM 

Drive 
• 2 x HP PCI-X 2.0 1Port 4Gb 

Fibre Channel HBA 
• 2 x HP Integrity Redundant 

Power Supply 
• HP Integrity Upgraded Core 

IIO with VGA 
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Server Software 
& Software WLAPSW 
Maintenance -
Application 

Server Software 
& Software WLDVSW 
Maintenance -
Development I 
Test 

Server Software 
& Software WLDBSW 
Maintenance -
Database 

Server Software 
& Software WLWBSW 
Maintenance -
Web 

Server Software 
& Software WLINSW 
Maintenance -
Infrastructure 

Server Software 
& Software WLCXSW 
Maintenance -
Citrix 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Server Provided software such as; 
EMC PowerPath 
Antivirus 

Server Provided software such as; 
EMC PowerPath 
Antivirus 

Server Provided software such as; 
EMC PowerPath 
Antivirus 

Server Provided software such as; 
EMC PowerPath 
Antivirus 

Server Provided software such as; 
EMC PowerPath 
Antivirus 

Server Provided software such as; 
EMC PowerPath 
Antivirus 
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Server Software 
& Software SAPSW 
Maintenance -
Solaris-
Application 
>$10K 

Server Software 
& Software SDVSW 
Maintenance -
Solaris-
Development I 
Test >$10K 

Server Software 
& Software SDBSW 
Maintenance -
Solaris 
Database 
>$10K 

Server Software 
& Software SWBSW 
Maintenance -
Solaris Web 
>$10K 

Server Software 
& Software AAPSW 
Maintenance -
AIX Application 
>$10K 

Server Software 
& Software ADBSW 
Maintenance -
AIX Database 
>$10K 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Monthly rate for the 
Service Provider 
provided software per 
Server 

Server Provided software such as; 
EMC PowerPath 

Server Provided software such as; 
- EMC PowerPath 

Server Provided software such as; 
- EMC PowerPath 

Server Provided software such as; 
- EMC PowerPath 

Server Provided software such as; 
- EMC PowerPath 

Server Provided software such as; 
- EMC PowerPath 
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Server Software Monthly rate for the Server Provided software such as; 
& Software ADVSW Service Provider EMC PowerPath 
Maintenance - provided software per 
AIX Server 
Development I 
Test >$10K 

Server Software Monthly rate for the Server Provided software such as; 
& Software OVAPSW Service Provider EMC PowerPath 
Maintenance - provided software per 
OpenVMS- Server 
Application 
>$10K 

Server Software Monthly rate for the Server Provided software such as; 
& Software OVDVSW Service Provider EMC PowerPath 
Maintenance - provided software per 
OpenVMS- Server 
Development I 
Test >$10K 
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Virtual Server Windows . Description- - ·· -· ·-- - · · - · 
Services 
Windows Guest Application Virtual VWGAP 
Server 
Windows Guest Web Virtual VWGWB 
Server 

Windows Guest Database Virtual 
Server 

Windows Guest Infrastructure 
Virtual Server 

Windows Guest Development I 
Test Virtual Server 

VWGDB 

VWGIN 

VWGDV 

Windows Virtual Application Server for 
Tier 1 or Tier 2 Services 
Windows Virtual Web Server for Tier 1 or 
Tier 2 Services 

Windows Virtual Database Server for 
Tier 1 or Tier 2 Services 

Windows Virtual Database Server for 
Tier 1 or Tier 2 Services 

Windows Virtual Database Server for 
Tier 1 or Tier 2 Services 
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~ 

Virtual Server LINUX Services i 
- . 

Description 
t 

Linux Guest Application Virtual VLGAP Linux Virtual Application Server for Tier 
Server 1 or Tier 2 Services 

Linux Guest Web Virtual Server VLGWB Linux Virtual Web Server for Tier 1 or 
Tier 2 Services 

Linux Guest Database Virtual VLGDB Linux Virtual Database Server for Tier 1 
Server or Tier 2 Services 

Linux Guest Infrastructure Virtual VLGIN Linux Virtual Infrastructure Server for 
Server Tier 1 or Tier 2 Services 

Linux Guest Development I Test VLGDV Linux Virtual Infrastructure Server for 
Virtual Server Tier 1 or Tier 2 Services 
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, Solaris Container & AIX WPAR Description 
:Virtual Server Services 
Solaris Container Application SCAP Solaris Virtual Application Server for Tier 
Virtual Server 1 or Tier 2 Services 

Solaris Container Web Virtual SCAP Solaris Virtual Web Server for Tier 1 or 
Server Tier 2 S,ervices 
Solaris Container Database Virtual SCDB Solaris Virtual Database Server for Tier 
Server 1 or Tier 2 Services 

Solaris Container Development I SCDV Solaris Virtual Development I Test 
Test Virtual Server Server for Tier 1 or Tier 2 Services 

AIX WPAR Application Virtual AWAP AIX Virtual Application Server for Tier 1 
Server or Tier 2 Services 

AIX WPAR Database Virtual Server AWDB AIX Virtual Database Server for Tier 1 or 
Tier 2 Services 

This draft Service Catalogue contains confidential and proprietary information of the Ministry & EDS. 41 
Page 1439 
CTZ-2013-00110



AIX WPAR Development I Test AWDV AIX Virtual Development I Test Server 
Virtual Server for Tier 1 or Tier 2 Services 

- " ~-- - - ~ -- . . -
PORTION OF HOST SERVER Description 

HARDWARE EDS OW~ED >$1()K SKU# '. 

Windows I Linux Host Server Hardware VWLHS Portion of a Physical Host Server 
Support for the support and delivery of a 

virtual server 
Solaris Host Server Hardware Support VSHS Portion of a Physical Host Server 

for the support and delivery of a 
virtual server 

AIX Host Server Hardware Support Portion of a Physical Host Server 
for the support and delivery of a 

VAHS virtual server 
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INITIAL Description specifications 
INSTALL SKU# ,, 

Windows or WIN-LIN- Services necessary for Perform the following tasks such 
Linux (physical INST the implementation of as; 
Server or Host a physical Windows or - Assign a Server Name 
Server) Install Linux Server - Assign a IP address 

- Perform security scan 
- Perform compliance scan 
- Install the Server into a 

Server rack 
- Plug in the server to the 

appropriate network ports 
and power feeds 

- Provide the Client access to 
the Server 

Solaris/ AIX SOL-AIX- Services necessary for Perform the following tasks such 
(physical Server INST the implementation of as; 
or Host Server) a physical Solaris or - Assign a Server Name 
Install AIX Server - Assign a IP address 

- Perform security scan 
- Perform compliance scan 
- Install the Server into a 

Server rack 
- Plug in the server to the 

appropriate network ports 
and power feeds 

Provide the Client access to the 
Server 

Open VMS OVMS-INST Services necessary for Perform the following tasks such 
(physical the implementation of as; 
Server; N/A a physical OpenVMS - Assign a Server Name 
Host Server) Server - Assign a IP address 
Install - Perform security scan 

- Perform compliance scan 
- Install the Server into a 

Server rack 
- Plug in the server to the 

appropriate network ports 
and power feeds 

Provide the Client access to the 
Server 

VMware VM-INST Services necessary for Perform the following tasks such 
(Physical Host the implementation of as; 
Server) Install a physical VMware - Assign a Server Name 

Server - Assign a IP address 
- Perform security scan 
- Perform compliance scan 
- Install the Server into a 

Server rack 
- Plug in the server to the 

appropriate network ports 
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and power feeds 
Provide the Client access to the 
Server 

Solaris I AIX SOLV-AIXV- Services necessary for Perform the following tasks such 
(Virtual Server) INST the implementation of as; 
Install a virtual Solaris or AIX - Assign a Server Name 

Server - Assign a IP address 
- Perform security scan 
- Perform compliance scan 

Provide the Client access to the 
Server 
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~Detailed Mid=Range Optional Service 
IDescriptions 

~ - . - - - . - - ' - ~ -
OTHER MID- · 
RANGE SKU# 

. .SERVICES Description Specifications Benefits 

Citrix Server 
Support 

MIDDLE-WARE 
·suPPORT 

Apache 

Tomcat 

liS (Internet 
Information 
Server) 

CTX-
100 

SKU 
# 
APA-
100 

TOM-
100 

IIS-
100 

An uplift charge for 
the installation and 
operation of Citrix 
services, a 
necessary charge 
for establishing a 
Citrix server. 

Description 

An uplift service 
for the installation, 
operation and 
support of a 
dedicated Apache 
web server on a 
Client Application 
Server. 
An uplift service 
for the installation, 
operation and 
support of a 
dedicated Tomcat 
web server on a 
Client Application 
Server 
An uplift service 
for the installation, 
operation and 
support of a 
dedicated IIS web 
server on a Client 
Application Server 

Install Citrix to 
the farms 
current level 
(i.e. Version 4.5) 
integrate into 
Province farm 

Specifications 

Includes a 
supported 
version of 
Apache on Linux. 

Includes a 
supported 
version of 
Apache on Linux. 

Includes a 
supported 
version of IIS on 
a support 
version of 
Windows. 

Allows application 
publishing 

Benefits 
-

Provides management 
services for web 
services support 

Provides management 
services for web 
services support 

Provides management 
services for web 
services support 
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Application WLAM- Service for EDS Standard Leverages the Service 
monitoring 100 adding monitoring Provider's monitoring 
services application agent set to infrastructure and 

monitoring to a monitor client support 
server specified 

measures and 
thresholds. 
Provides 
notifications to 
Clients based on 
con uration. 

Batch WLBS- Services for Work with the Leverages the Service 
scheduling 100 adding batch Client to Provider's monitoring 
service scheduling to a determine their infrastructure and 

server Batch support 
scheduling 
needs and add 
the resultant 
schedule to 
EDS' standard 
batch 

tool 
Batch WLBM- Service for Leverages the Service 
management 100 adding batch job Provider's monitoring 
services monitoring for a monitoring infrastructure and 

server agent support 
established for 
the monitoring 
of application 
batch schedules 
notifications 

Database WLDB- Service for the System DBA Optional database 
management 100 installation and support for support 
services operation of Oracle or SQL 

Relational Server 
Database 
Management 
Softwa 

Cluster WLCM- Service for the Cluster Solution can be 
management 100 installation and management applied to Tier 2, Tier 

management of software 3 servers. 
Cluster software operation and 
on a server su rt 

Image WLPM- Service for EDS Standard Enhanced reporting 
performance 100 adding image monitoring and monitoring 
man ement erformance ent set to service. 
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management monitor the 
software and performance of Client defined 
support to a Client thresholds and 
server applications. reporting. 

Thresholds and 
measures are 
specified by the 
Client and the 
services 
provides 
enhanced 
reporting 
ca bilities. 

Server Capacity WLCP- Service for EDS Standard Enhanced 
planning 100 adding capacity monitoring understanding of 

management software capacity requirements 
software and monitors server and enables 
support to a capacity and projections of future 
server provides requirements. 

trending reports Identifies potential 
on resources performance 
including CPU, challenges in a 
memory, and preventive fashion 
disk usa 

Disaster WLDR- Service for As to be Scales to Client needs. 
Recovery 100 adding Disaster determined by 
Plan/Test Recovery the Client this 

Planning and service can 
Testing to a define, test and 
server. Cost for maintain Clients' 
this service is Disaster 
quotable per Recovery Plan 
engagement. documents for 

hosting related 
elements 
(hardware, IP 
addressing, 
server name1 

Extended WL5x12- Service for Pager support Extended hours of 
Support Hour - 100 increasing server for additional support 
5 X 12 management hours 7AM-

hours from 5 x 9 7PM 
to 5 x 12 

Extended WL7x24- Service for Pager support Extended hours of 
Support Hour- 100 increasing server for additional support 
7 X 24 management hours. 

hours from 5 x 9 
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Extended 
Support Hour 
Uplift - remote 
field services -
7 x24 

WL7x24R-
100 

Service for 
increasing 
remote (i.e. Non
data centre 
locations) server 
management 
hours from 5 x 9 
to 7 x 24 

Pager support 
for additional 
hours. 

Field support for 
additional 
hours. 

Extended hours of 
support 

This draft Service Catalogue contains confidential and proprietary information of the Ministry & EDS. 48 

Page 1446 
CTZ-2013-00110



SOLARIS 1: AIX ''' " - - .. 
~ ~·-- ~- - - p • -

OPTIONAL SERVICES SKU# Description . , Specification$_ Benefits· 
Application monitoring SAAM- Service for EDS Standard 
services 100 adding monitoring 

application agent set to 
monitoring to monitor client 
a server or specified 
servers measures and 

thresholds. 
Provides 
notifications to 
Clients based 
on 
configuration. 

Batch monitoring SABM- Service for Work with the 
services 100 adding batch Client to 

job monitoring determine their 
to a server Batch 

scheduling 
needs and add 
the resultant 
schedule to 
EDS' standard 
batch 
monitoring tool 

Batch scheduling SABS- Services for EDS Standard 
services 100 adding batch batch 

scheduling to a monitoring 
server agent 

established for 
the monitoring 
of application 
batch 
schedules 
notifications 

Database Management SADB- Service for the System DBA 
Services 100 installation support for 

and operation Oracle or SQL 
of Database Server 
software 
services 1 a 
necessary 
charge for 
establishing an 
database 
server 

Cluster Management SACM- Service for Cluster 
100 adding Cluster management 

Management software 
to a server or operation and 
servers support 
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, SOLARIS I AIX ... -· 
OPTIONAL SERVICES SKU # Descriptign Spe~ifications· .. B~m!fits 
Image Performance SAPM- An uplift EDS Standard 
Management 100 Service for monitoring 

adding agent set to 
Performance monitor the 
Management performance of 
and Reporting Client 
to a server or applications. 
servers Thresholds and 

measures are 
specified by 
the Client and 
the services 
provides 
enhanced 
reporting 
capabilities. 

Server Capacity SACP- An uplift EDS Standard 
Planning 100 Service for monitoring 

adding software 
Capacity monitors 
Planning & server capacity 
Reporting to a and provides 
server or trending 
servers reports on 

resources 
including CPU, 
memory, and 
disk usaqe. 

DR Recovery Plan/Test SADR- An uplift As to be 
100 Service for determined by 

adding DR the Client this 
Recovery service can 
Planning and define, test 
Testing to a and maintain 
server or Clients' 
servers Disaster 

Recovery Plan 
documents for 
hosting related 
elements 
(hardware, IP 
addressing, 
server name, 
0/S, etc) 

Extended Support Hour SA5x12- Service for Pager support 
- 5 X 12 100 increasing for additional 

server hours 7AM-
management 7PM 
hours from 5 x 
8 to 5 x 12 
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_- SOLARIS l AIX 
' . 

' ' 

~sen~tits -
- ·;. 

OPTIONAL SERVICES SKU# Description - Specifications -

Extended Support Hour SA7x24- Service for Pager support 
-7 X 24 100 increasing for additional 

server hours. 
management 
hours from 5 x 
8 to 7 x 24 

Extended Support Hour SA7x24R- Service for Pager support 
- remote field - 7 x24 100 increasing for additional 

remote (i.e. hours. 
Non-data 
centre Field support 
locations) for additional 
server hours. 
management 
hours from 5 x 
8 to 7 x 24 
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•':', 

~ Detaile~ Mid-Range Shared Service Descriptions 

SHARED SKU # Description Specifications Benefits 
SERVICE 
Shared File and 
Print Service -
Base Unit 

SFP-
001 

A cross-government 
file and print queue 
hosting service 

FILE SERVICES 

" Client access to shared 
network folders for storing 
data files 

" Definition, support, and 
maintenance of file access 
control standards, including 
file and folder security to a 
maximum of three levels 

" Basic reporting and 
management tools for file 
services are available to Client 
LAN Administrators 

PRINT SERVICES 

" Access to shared network 
printers for printing user data· 
files 

" Definition, support and 
maintenance of print queue 
access control standards 

• Basic reporting and 
management tools for print 
services to Client 
LAN Administrators 

SERVER STORAGE 
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SHARED SKU # Description Specifications Benefits 
SERVICE 

• A base allocation of server 
storage to a Client 
organization for the use of 
home drives and group shares 

• The Client organization's total 
base allocation is calculated 
using the number of SFP users 
multiplied by 1.5 gigabytes 
(GB) 

• Additional incremental storage 
over the client organization's 
total base allocation is 
available 

DATA BACKUP AND RESTORE 

SFRVICES 

• Daily backups of user data 
files and folders are made in 
order to minimize data loss in 
the event of a system outage 
or accidental deletion. 

• File retention 

• Sixty-day retention on 
all files existing more 
than one day 

• Two-year retention on 
all files existing more 
than one month 

• For individual files 
requiring longer 
retention, please see 
the Data Backup 
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SHARED SKU # Description Specifications Benefits 
SERVICE 

Shared File and 
Print Queue 
Service 

A cross-government 
print queue hosting 
service 

Service 

• Restore Services 

• File restores can be 
performed upon 
request1 when 
necessary. 

INFRASTRUCTURE MANAGEMENT AND 

SUPPORT 

• Installation and management 
of server hardware and 
software 

• System level testing of new 
printer drivers on SFP servers 1 

and maintenance of an 
"Approved SFP Printers// list 

• Configuration and 
management of print queue 
and software driver 
installation on SFP servers 

Access to shared network printers for 
printing user data files 
Definition 1 support and maintenance 
of print queue access control 
standards 
Basic reporting and management 
tools for print services to client LAN 
Administrators 
Print queue management for 
Workstation Services clients (see 
Related Services) 
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SHARED SKU # Description Specifications Benefits 
SERVICE 
Dedicated SFP 
Server 

Shared File and 
Print Services 
Incremental 
1.0GB 

Shared 
Database 
Services 

DSFP-
001 

ISSFP-
100 

SDBS-
001 

A dedicated Shared 
File/Print server to a 
single client 

A charge for use for 
storage consumption 
beyond 1.5 
gigabytes (GB) I 
User 

A cross-government 
optional shared 
database hosting 
service 

D~dicated SFP servers can be placed 
at the Client's site to meet business 
requirements. This is a quotable 
service and will be priced on a case
by-case basis. 
Consumption is measured on a 
aggregate basis for each Client 
organization. Incremental storage 
fees are for storage exceeding the 
Client organizations SFP allocation. 
Service includes storage management 
services and backup restore services. 
One instance of a database, 
management environment and 
standard backup for each instance. 
Instances can be used for any 
environment such as production, test 
or development. 
Maintenance of a database 
environment that supports 
applications developed using ODBC 
and a wide variety of tools (Visual 
BASIC, C, Oracle Forms, Java, Visual 
Interdev, Excel, SQL *Net) 
An evaluation of requirements and 
technology to determine whether the 
Shared Database Service meets the 
needs of the application 
Agreement based on the required 
disk space, backup and service 
requirements 
Enabling of the desktop application 
through reconfiguration, modification 
or re-writing with a compliant 
development tool. 
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SHARED SKU # Description Specifications Benefits 
SERVICE 

Shared 
Database 
Services
Incremental 1.0 
GB 

Shared Web 
Hosting 
Services 

ISDBS-
100 

SWHS-
001 

A charge for use for 
storage consumption 
beyond 5GB I 
Database 

A cross-government 
web server hosting 
service 

Creation of the database environment 
(additional hardware, data store, 
database objects1 management 
directories, and data backup/restore 
procedures). 
Clients are required to purchase an 
additional shared database (test or 
development) to go along with the 
production database at the same cost 
as the production database. If a client 
does not have a test or dev database 
on the Shared Database Service, 
their production database will be 
considered a test database. 
Consumption is measured per 
database, and incremental storage 
fees are calculated for storage usage 
exceeding the 5GB per database 
allocation. Service includes storage 
management services and backup 
restore services. 

This service is for IIS web services 
and includes the creation of one 
website (top level folder) with a 
unique IP address and a domain 
name within the government 
namespace. 

Service also includes website 
configuration, FTP site, single 
network share, FrontPage extensions, 
indexing service c;atalogue, and initial 
file system security configuration that 
allows .Clients full control over 
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SHARED SKU # Description Specifications Benefits 
SERVICE 

Shared Web 
Services
Incremental 0.5 
GB 

ISSWHS-
001 

A charge for use for 
storage consumption 
beyond 500 MB 
allocation per 
website 

content. 

Dynamic websites require a test or 
development shared web hosting site 
in addition to the dynamic production 
site .. 

Consumption is measured per 
website, and incremental storage fees 

· are calculated for storage usage 
exceeding the 500MB per website 
allocation. Service includes storage 
management services and backup 
restore services. 
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iManaged Storage & Managed 
~Backup Services 
t"! 

Managed Storage Services 
Managed Storage Services is the management of the storage of Data in 
storage tiers (Tier 1, 2, 3) based upon performance and reliability required for 
such Data. The storage tiers are distinguished by the performance of the disk 
and the Storage Array (the amount of cache memory, speed and size of the 
disk and the size of the RAID group) and the reliability of the disk and the 
Storage Array (the type of Storage Array with its underlying redundancy 
components and the size of the RAID group). The Managed Storage Services 
establish the data storage foundation required to support the Province Data 
storage requirements. The Service Provider will use integrated Storage 
Hardware, Storage Software, and support solutions to provide the Managed 
Storage Services within the range of data storage tiers identified, as 
appropriate. All storage volumes are priced in allocated ·gigabytes. 

Managed Backup Services 
Managed Backup Services is the management of the Backup and restoration 
of data structured to meet requirements of accessibility, integrity, and 
recoverability (for example, basic tape-based Backup to disk-based Backup 
(VTL)). The Service Provider will use integrated Backup Hardware, Backup 
Software, and services to protect the Data. 
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Pages 1457 through 1463 redacted for the following reasons:
- - - - - - - - - - - - - - - - - - - - - - - - - - - -
At issue for Inquiry



~~ 

~Managed Storage Service Descriptions 

Storage D . t" S ·t· t" B f"t Service SKU # escr1p 10n pec1 1ca 1ons ene 1 s 
Managed 
Storage 
Management 
Services Tier 1 

SAN-001 Managed Tier 1 Storage is • Highly scalable enterprise • 
designed for increased 
scalability and 
performance over the • 
other SAN tiers. The 

storage platform 

RAID 5 

package enables additional • 
value by allowing volume 
adjustments, reallocation, 

Monitoring, configuration, • 
control, and 
tuning software 

or. reconfiguration as 
needed supporting growth • Storage solution design with 

reliability, manageability, and 
scalability 

provisioning within 24 
hours. 
Application profiles for this 
service include simple • Increased ability to 

dynamically increase 
key service attributes 
(options) 

business applications, 
databases, and static 
presentation layer 
requirements. 

• Continuous operational 
support (24x7x365) 

• Volume adjustments, 
reallocation, or 
reconfiguration· as needed 
supporting growth 

• 

• 
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A storage foundation able 
to take advantage of 
Information Lifecycle 
management 

Reduced provisioning time 
to meet business demands 

World-class managed 
services that satisfy your 
unique requirements 

Consistent delivery, cost 
efficiency, operations 
service excellence, and 
peak technological 
innovation 
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Storage 
Description Specifications Benefits Service SKU# 

provisioning within 24 hour 

• Information availability of 
99.999 percent 

• Client multi-path services 

• Inherent technology refresh 
services 

Managed SAN-002 Managed Tier 2 SAN • RAIDS • A storage foundation able 
Storage Storage brings scalability, to take advantage of 
Management reliability, and • Monitoring, configuration, Information Lifecycle 
Services Tier 2 performance in an control, and tuning software management 

economical entry point 
into a sophisticated SAN. • Storage solution design with • Utility reduces provisioning 
This service targets your reliability, manageability, and time to meet business 
midrange environment, scalability demands 
offering availability to 
support non-critical data. • Increased ability to • World-class managed 
Tier 2 addresses business dynamically increase key services that satisfy your 
needs with mid-level service attributes (options) unique requirements 
performance and a cost-
effective solution • Continuous operational • Consistent delivery, cost 

support (24x7x365) efficiency, operations 
service excellence, and 

• Volume adjustments, peak technological 
reallocation, or innovation 
reconfiguration as needed 

This draft Service Catalogue contains confidential and proprietary information of the Ministry & EDS. 67 
Page 1465 
CTZ-2013-00110



Storage Description Specifications Benefits Service SKU# 
supporting growth 
provisioning within 24 hours 

• Information availability of 
99.99 percent 

• Client multi-path services 

• Inherent technology refresh 
services 

Managed SAN-003 Tier 3 SAN Storage brings ill RAID 5 • A storage foundation able 
Storage scalability, reliability, and to take advantage of 
Management performance in an .. Monitoring, configuration, Information Lifecycle 
Services Tier 3 economical entry point control, and tuning software management 

into a sophisticated SAN. 
This service targets your • Storage solution design with • Utility reduces provisioning 
midrange environment, reliability, manageability, and time to meet business 
offering availability to scalability demands 
support non-critical data. 
Tier 3 Addresses your • Increased ability to • World-class managed 
business needs with basic dynamically increase key services that satisfy your 
performance and a very service attributes (options) unique requirements 
cost-effective solution 

• Continuous operational • Consistent delivery, cost 
support (24x7x365) efficiency, operations 

service excellence, and 
• Volume adjustments, peak technological 

reallocation, or innovation 
reconfiguration as needed 
supporting growth 
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Storage Description Specifications Benefits Service SKU# 
provisioning within 24 hours 

.. Information availability of 
99.9 percent (if using client 
multi-path services) 

• Inherent technology refresh 
services 

Network SAN-004 NAS (Network Attached & Network addressable RAID 5 .. A storage foundation able 
Attached Storage) brings scalability, to take advantage of 
Storage (NAS) reliability, and '" Monitoring, configuration, Information Lifecycle 

performance with storage control, and tuning software management 
volumes that can be 
connected to over the IP • Storage solution design with • Utility reduces provisioning 
network·. This service reliability, manageability, and time to meet business 
targets your file shares or scalability demands 
where fibre channel 
connections aren't possible .. Continuous operational • World-class managed 
or practical and support (24x7x365) services that satisfy your 
availability to support non- unique requirements 
critical data. NAS • Volume adjustments, 
addresses your network reallocation, or • Consistent delivery, cost 
storage needs with basic reconfiguration as needed efficiency, operations 
performance and a very supporting growth service excellence, and 
cost-effective solution provisioning within 24 hours peak technological 

innovation 
• Information availability of 

99.0 percent 
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Storage D . t" S "f" t" B f"t Service SKU # escnp 1on peel 1ca 10ns ene 1 s 

Optional 

• Inherent technology refresh 
services 

Storage SKU # Description Specifications Benefits 
Service 

Managed ST-100 Managed Storage Tier 1 is • Highly scalable enterprise $ A storage foundation able 
Storage Tier 11 designed for increased storage platform to take advantage of 
Mirrored scalability and Information Lifecycle 
Primary performance over the • RAID 0 + 1 management 

other SAN tiers. The 
package enables additional • Monitoring/ configuration, • Reduced provisioning time 
value by allowing volume control 1 and tuning software to meet business demands 
adjustments 1 reallocation/ 
or reconfiguration as " Storage solution design with • World-class managed 
needed supporting growth reliability/ manageability, and services that satisfy your 
provisioning within 24 scalability unique requirements 
hours. 
Application profiles for this • Increased ability to • Consistent delivery1 cost 
service include business dynamically increase key efficiency, operations 
applications and databases service attributes (options) service excellence, and 
where higher performance peak technological 
is required. • Continuous operational innovation 

support (24x7x365) • Added redundancy and 
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Mirrored primary offers performance compared to 
enhanced performance • Volume adjustments, standard Managed Storage 
and redundancy to the reallocation, or Tier 1 
Service. reconfiguration as needed 

supporting growth 
provisioning within 24 hours 

• Information availability of 
99.999 percent 

• Client multi-path services 

0 Inherent technology refresh 
services 

Managed ST-101 Managed Storage Tier 1 
Storage Tier 1, with Local Clone Services, • RAID 0 + 1 primary disk, • Enhanced protection up to 
with Local Mirrored Primary is for RAID 5 local clone last synchronization point 
Clone Services, mission-critical information in case of loss of primary 
Mirrored and allows for continuous • Integrated software, storage pool 
Primary protection by means of hardware, and managed 

non-disruptive Backup and services to provide the • Interval replication 
Restore, that minimizes appropriate level of provides for a significant 
the impact of data information protection by reduction of restore time 
protection on application allowing for non-disruptive through restore from 
availability and atthe backups for database, recent disk replicas 
same time allows for application, and user data 
better Recovery Time Use of an alternate host (client 
Objectives (RTO) and • Installation of system specified) provides for a 
Recovery Point Objectives management and backup tool minimum impact of backup on 
(RPO) thus meeting the agent software as required production processing through 
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needs .of the most 
demanding business 
applications. Data is 
replicated to separate • 
primary storage at set 
intervals where the data is 
used for recovery 
purposes in case of 
hardware failures, or for • 
additional backup and 
restore processing using a 
separate backup server for 
data movement. Through 
the use of additional 
business continuity volume 
(BCV) copies the non
disruptive solution in this 
sense does not use or 
impact production servers 
or data and provides 
information protection 
without causing an 
interruption to production. 
Non-disruptive backup 
services provide a LAN-
less restore capability that 
leaves application hosts 
free to run your business. 
This service is available 
only within the Service 

for the administrative server 
environment 

Scheduling and management 
of local data replication 
processes for protection and 
recovery purposes 

Support of custom scripts to 
enable non-disruptive 
backups to be performed 
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use of disk-based data 
replication to a separate 
device and storage pool 
• Added redundancy and 

performance compared to 
standard Managed Storage 
Tier 1 
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Description Specifications Benefits Service SKU# 

Provider managed Data 
Centres 

Managed ST-102 Managed Storage Tier 1 • RAID 5 primary disk, RAID 5 • The service enables you to 
Storage Tier 1, with Local Clone Services, local clone replicate with a storage 
Local Clone Standard is for mission- array, providing 
Services, critical information and • Integ rated software, redundancy and minimize 
Standard allows for continuous hardware, and managed performace impacts 

protection by means of services to provide the 
non-disruptive Backup and appropriate level of • Enhanced protection up to 
Restore, that minimizes information protection by last synchronization point 
the impact of data allowing for non-disruptive in case of loss of primary 
protection on application backups for database, storage pool 
availability and at the application, and user data 
same time allows for • Interval replication 
better Recovery Time • Installation of system provides for a significant 
Objectives (RTO) and management and backup tool reduction of restore time 
Recovery Point Objectives agent software as required through restore from 
(RPO), thus meeting the for the administrative server recent disk replicas 
needs of the most environment 
demanding business • Use of an alternate host 
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applications. Data is • 
replicated to separate 
primary storage at set 
intervals where the data is 
used for recovery 
purposes in case of a 

hardware failures, or for 
additional backup and 
restore processing using a 
separate backup server for 
data movement. Through 
the use of additional 
business continuity volume 
(BCV) copies the non
disruptive solution in this 
sense does not use or 
impact production servers 
or data and provides 
information protection 
without causing an 
interruption to production. 
Non-disruptive backup 
services provide a LAN-
Iess restore capability that 
leaves application hosts 
free to run your business. 
This service is available 
only within the Service 
Provider managed Data 
Centres 

Scheduling and management 
of local data replication 
processes for protection and 
recovery purposes 

Support of custom scripts to 
enable non-disruptive 
backups to be performed 
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(client specified) provides 
for a minimum impact of 
backup on production 
processing through use of 
disk-based data replication 
to a separate device and 
storage pool 
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Managed ST-103 Managed Storage Tier 1, • RAID 0 + 1 primary, RAID 5 • The service enables you to 
Storage Tier 1, with replication and local local clone (in both Data replicate to a single target 
with replication clone, Mirrored Primary is Centres) site, providing the 
services1 and for mission-critical foundation for disaster 
local clone information and allows for • Integ rated softwa re 1 recovery where geographic 
services continuous protection by hardware, and managed separation is a 
(Mirrored means of non-disruptive services to provide the requirement. 
Primary) Backup and Restorer that appropriate level of 

minimizes the impact of information protection by 
data protection on allowing for non-disruptive 
application availability and backups for database1 

at the same time allows application/ and user data 
. for better Recovery Time 
Objectives (RTO) and 
Recovery Point Objectives • Installation of system 
(RP0) 1 thus meeting the management and backup tool 
needs of the most agent software as required 
demanding business for the administrative server 
applications. Data is environment 
replicated to separate 
primary storage within a • Scheduling and management 
secondary data centre at of local data replication 
set intervals where the processes for protection and 
data is used for recovery recovery purposes 
purposes in case of 
hardware failures 1 or for • Support of custom scripts to 
additional backup and enable non-disruptive 
restore processing using a backups to be performed 
separate backup server for 
data movement. Through • Replication of data from 
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the use of additional 
business continuity volume 
(BCV) copies the non
disruptive solution in this 
sense does not use or 
impact production servers 
or data and provides 
information protection 
without causing an 
interruption to production. 
Non-disruptive backup 
services provide a LAN
Iess restore capability that 
leaves application hosts 
free to run your business. 
This service is available 
only within the Service 
Provider managed Data 
Centres 

Service Provider Primary Site 
to Service Provider 
Secondary site via 
SRDF/ Asynchronous 
replication 
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Managed 
Storage Tier 1, 
with replication 
services and 
local clone 
services 
(standard} 

ST-104 Managed Storage Tier 1, 
with replication and local 
clone, standard is for 
mission-critical information 
and allows for continuous 
protection by means of 
non-disruptive Backup and 
Restore, that minimizes 
the impact of data 
protection on application 
availability and at the 
same time allows for 
better Recovery Time 
Objectives (RTO) and 
Recovery Point Objectives 
(RPO), thus meeting the 
needs of the most 
demanding business 
applications. Data is 
replicated to separate 
primary storage within a 
secondary data centre in 
real time or at set 
intervals where the data is 
used for recovery 

• 

• 

• 

purposes in case of • 
hardware failures, or for 
additional backup and 
restore processing using a 
separate backup server for • 

RAID 5 primary, RAID 5 local 
clone (in both Data Centres) 

Integrated software, 
hardware, and managed 
services to provide the 
appropriate level of 
information protection by 
allowing for non-disruptive 
backups for database, 
application, and user data 

Installation of system 
management and backup tool 
agent software as required 
for the administrative server 
environment 

Scheduling and management 
allows for local and remote 
data replication processes for 
protection and recovery 
purposes 

Support of custom scripts to 
enable non-disruptive 
backups to be performed 

Replication of data from 
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• The service enables you to 
replicate to a single target site, 
providing the foundation for 
disaster recovery where 
geographic separation is a 
requirement. 
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5tor~ge SKU # Description Specifications Benefits 
ervtce 

data movement. Through 
the use of additional 
business continuity volume 
(BCV) copies the non
disruptive solution in this 
sense does not use or 
impact production servers 
or data and provides 
information protection 
without causing an 
interruption to production. 
Non-disruptive backup 
services provide a LAN
Iess restore capability that 
leaves application hosts 
free to run your business. 
This service is available 
only within the Service 
Provider managed Data 
Centres 

Service Provider Primary Site to 
Service Provider Secondary site 
via SRDF/Asynchronous 
replication 
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Managed ST-105 Managed Storage Tier 1, • RAID 5 primary, RAID 5 in 
Storage Tier 1, with replication services is secondary Data Centre • The service enables you to 
with replication for mission-:critical replicate to a single target 
services information and allows for • Integ rated software, site, providing the 
(Mirrored continuous protection by hardware, and managed foundation for disaster 
Primary) means of replication that services to provide the recovery where geographic 

allows for better Recovery appropriate level of separation is a 
Time Objectives (RTO) and information protection by requirement. 
Recovery Point Objectives allowing for non-disruptive 
(RPO), thus meeting the backups for database, 
needs of the most application, and user data 
demanding business 
applications. Data is • Installation of system 
replicated to separate management and backup tool 
primary storage within a agent software as required 
secondary data centre at for the administrative server 
set intervals where the environment 
data is used for recovery 
purposes in case of • Scheduling and management 
hardware failures. This allows for remote data 
service is available only replication processes for 
within the Service Provider protection and recovery 
managed Data Centres. purposes 

Mirrored primary offers • 
enhanced performance 
and redundancy to the • Support of custom scripts to 
Service. enable non-disruptive 

backups to be performed 
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• Replication of data from 

Service Provider Primary Site 
to Service Provider 
Secondary site via 
SRDF/ Asynchronous 
replication 

Managed ST-106 Managed Storage Tier 1, • RAID 5 primary, RAID 5 in 
Storage Tier 1, with replication services is secondary Data Centre II The service enables you to 
with replication for mission-critical replicate to a single target 
services information and allows for 10 Integrated software, site, providing the 
(Standard) continuous protection by hardware, and managed foundation for disaster 

means of replication that services to provide the recovery where geographic 
allows for better Recovery appropriate level of separation is a 
Time Objectives (RTO) and information protection by requirement. 
Recovery Point Objectives allowing for non-disruptive 
(RPO), thus meeting the backups for database, 
needs of the most application, and user data 
demanding business 
applications. Data is II Installation of system 
replicated to separate management and backup tool 
primary storage within a agent software as required 
secondary data centre at for the administrative server 
set intervals where the environment 
data is used for recovery 
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purposes in case of • Scheduling and management 
allows for remote data 
replication processes for 
protection and recovery 
purposes 

hardware failures. This 
service is available only 
within the Service Provider 
managed Data Centres 

• 

• Support of custom scripts to 
enable non-disruptive 
backups to be performed 

• Replication of data from 
Service Provider Primary Site 
to Service Provider 
Secondary site via 
SRDF/ Asynchronous 
replication 
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Archive 
Storage 
Repository 

ST-107 Archive Storage • 
Repository Services are for 
Application specific • 
archives (e.g. mail archive 
or database archive). The 
archive Storage Repository • 
Services are designed to 
provide customers with 
ready access to archive • 
storage. Management of 
the movement of data to 
the archive storage device 
includin.g tools, processes, 
and people to define the 
archive policies and 
extract and retrieve of 
Data are the responsibility 
of the Province. Service 
Providers responsibilities 
are for the allocation of 
the storage and 
maintenance of the 
storage hardware. 

Secure environment 

Continuous operational 
support (24x7x365) 

Hardware availability of 99.7 
percent 

Inherent technology refresh 
services 
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• A storage foundation able 
to take advantage of 
Information Lifecycle 
Management 

• Data protected by 
replication of data in two 
geographically dispersed 
Data Centres 

• 
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File System ST-108 File System Archive • Automation of transparent • A storage foundation able 
Archive Storage Services is a data migration or archiving to take advantage of 
Storage compliment to Managed from primary storage to Information Lifecycle 
Services Storage Tier 1, Tier2 or tiered archive storage Management 

Tier 3 for Windows 
Servers. The data • Continuous monitoring of file • Data removed from 
contained in user home service environments and primary storage and 
directories and group alerts on critical storage backup cycles 
shares is a key area of usage levels to proactively 
focus. Basically, any data resolve capacity management .. Data protected by 
that is unstructured - issues replication of data in two 
meaning not under direct geographically dispersed. 
control of an application or • Automated file restores for Data Centres 
database - is an area this files 
service addresses. 
File System Archive • Search capabilities for 
Storage Services will authorized users to locate, 
provide a secure and cost- view, and retrieve archived 
effective solution that files based on indexing 
reduces ongoing costs of 
file storage, improves file • Secure environment 
server management, 
optimizes backup/recovery • Continuous operational 
cycles, and makes sure support (24x7x365) 
information can be 
retained and retrieved II Information availability of 
quickly and efficiently to 99.7 percent 
meet compliance and 
managemef!t • Inherent technology refresh 
requirements. The service services 
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requires analysis of the 
storage environment for 
data classification and 
policy definition purposes. 
Data is then targeted 
according to the Province 
policies for retention, and 
archived to the repository. 

Managed ST-109 Managed Storage Tier 2, Ill RAID 0 + 1 • A storage foundation able 
Storage Tier 2, Mirrored Primary provides to take advantage of 
Mirrored scalability, reliability, and • Monitoring, configuration, Information Lifecycle 
Primary performance at an control, and tuning software Management 

economical entry point for 
SAN storage. This service • Storage solution design with • Utility service that reduces 
targets midrange reliability, manageability, and provisioning time to meet 
environments, offering mid scalability business demands 
tier availability for 
Province data. • Continuous operational • World-class managed 

support (24x7x365) services that satisfy your 
Mirrored primary offers unique requirements 
enhanced performance • Volume adjustments, 
and redundancy to the reallocation, or • Added redundancy and 
Service. reconfiguration as needed performace compared to 

supporting growth standard Managed Storage 
provisioning within 24 hours Tier 2 
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• Information availability of 
99.99 percent 

• Client multi-path services 

• Inherent technology refresh 
services 
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Backup SKU # Description Specifications Benefits 

Services 
VTL Backup 
Services With 
Replication to. 
Secondary 
Site 

BK-001 Backup to local EDL, 
then replicate EDL at 
secondary site 

• A complete backup set is created 
and retained on Virtual Tapes in a 
Virtual Tape Library (VTL) with a 
copy created at a secondary Data 
Centre. 

• Integrated software, hardware, and 
managed services to provide the 
appropriate level of information 
protection by providing centralized 
backups to a disk-based library for 
servers located in the two Data 
Centres. 

• Hardware, software, and 
Gonnectivity required to attach local 
servers to centralized backup 
storage infrastructure, consisting of 
installation of system management 
and backup tool agent software as 
required for the administrative 
server environment 

• Provides information protection for 
direct attached, SAN and NAS 
connected primary storage 
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• 

li 

• 

• 

li 

• 

Data is protected in two 
Data Centres 

Enhaced speed for for 
backup and restore data 
transfers due to disk 
technology 

RAID protected storage 
for virtual tape images 
providing improved data 
integrity 

Improved RTO because of 
avoidance of physical 
tape mount and 
positioning delays 

Enhanced reliability of 
disk-based data 
protection processes and 
storage. Facilitates 
improved availability of 
backup data 

Reduced application 
downtime through an 
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Backup SKU# Description Specifications Benefits , 

Services, - _, , 
e Automated scheduling of backup 

requirements, through Netbackup 
internal scheduler 

• 'Basic backup, and restore 
monitoring 

• NetBackup database agents to allow 
backups to run while databases 
remain up 

• Technology refresh services to 
maintain technology currency 

o Maximum of 2 Business Hour restore 
initiation of data 
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enhanced restore 
capability 
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Backup SKU # Description Specifications Benefits 

Services 

VTL 
Backup To 
Encrypted 
Offsite 
Tape 

BK-100 
Virtual Tape Backup to • 
tape is a backup and 
recovery service that 
provides for enhanced 
data protection for 
Province Servers. Only 
the current Data 
Backup resides on the 
local VTL before being 
duplicated to and 
encrypted to tape to be • 
stored at an offsite 
location. This 
approach to Data 
Backup will be usedas 
the standard service 
during the period when 
only the Calgary Data 
Centre is Operational. 

A complete backup set is • 
created and retained on 
Virtual Tapes in a Virtual 
Tape Library (VTL) with a • 
physical encrypted tape 
copy created and sent 
offsite for Disaster 
Recovery and long term • 
retention. 

Integrated software 1 

hardware 1 and managed 
services to provide the 
appropriate level of 
information protection by 
providing centralized 
backups to a disk-based 
library for servers located in 
the two primary centres. 

• Hardware1 software 1 and 
connectivity required to 
attach local servers to 
centralized backup storage 
infrastructure/ consisting of 
installation of systern 
management and backup 
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Disk speed for backup 
data transfers 

RAID protected storage 
for virtual tape images for 
improved data integrity 

Enhanced reliability of 
disk-based data 
protection processes and 
storage make sure of 
availability of backup 
data 
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Backup SKU# Description Specifications Benefits 

Services · 
tool agent software as 
required for the 
administrative server 
environment 

• Provides information 
protection for direct 
attached, SAN and NAS 
connected primary storage 

• Automated scheduling of 
backup requirements, 
through NetBackup internal 
scheduler 

• Basic backup, and restore 
monitoring . 

• Tape media to meet backup 
requirements for a single, 
physical copy of backup 
data offsite. 

• Encryption on write to 
tapes, which are then 
stored Off-site 

• NetBackup·database agents 
to allow backups to run 
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Backup SKU# Description Specifications Benefits 

Services 
while database remain up. 

• Technology refresh services 
to maintain technology 
currency 

BK-101 Retention of backup • After a complete backup set • Provides secure data 
tapes greater than 90 is created and retained on retention option for 
days. Retention term Virtual Tapes in a Virtual Clients who wish to retain 
defined by Client. Data Tape Library (VTL) a data for Ianger than 90 
is duplicated on to physical encrypted tape days 
physical tape and is copy is created for Disaster 
stored onsite at the Recovery and long term • Mirrored primary offers 
secondary Data (greater than 90 days) enhanced performance 
Centre. retention. and redundancy to the 

Service. Restore times 
• Integ rated with both minimized having tape at 

optional and base backup Service Providers 
Extended solutions secondary Data Centre 
Retention 
Services • Hardware software and 
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Backup SKU# Description Specifications Benefits 

Services " 
connectivity required to 
attach local servers to 
centralized backup storage 
infrastructure, consisting of 
installation of system 
management and backup 
tool agent software as 
required for the 
administrative server 
environment 

• - Tape media to meet backup 
requirements for a single, 
physical copy of backup 
data offsite. 

• Encryption on write to tapes 

• Technology refresh services 
to maintain technology 
currency 

This draft Service Catalogue contains confidential and proprietary information of the Ministry & EDS. 91 
Page 1489 
CTZ-2013-00110



N. 

~Managed Mainframe Services 
~~~ 

Managed Mainframe Services comprise monitoring, maintaining and managing the 
Mainframe Hardware and Mainframe System Software configurations, including 
acquisition, installation, configuration, management, testing support and disposal of 
all such hardware and system software. As per the SOW, the Province is 
responsible for the license fees and maintenance support fees to the applicable third 
party software vendors for the Non-Standard Software for which the Province is the 
licensor. 
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!~Mainframe Services 
t::: 

Mainframe Services include those services that are not listed as optional mainframe 
services. 

one- I 
. . 

MAINFRAME t"m , Monthly 
SKU# Unit of Measure Type I e U "t 

SERVICES u ·t nl m . P. 
. . 

,Price , rice 
Mainframe MFMIP-
Processing 001 
Services Per MIPS Monthly N/A N/A 
Mainframe MFSW-
Non-Standard 001 
Software Fixed Monthly N/A N/A 
Mainframe MFDASD-
DASD Storage 001 Per GB Monthly N/A N/A 
Mainframe MFBKUP-
Tape Storage 001 Per GB Monthly N/A N/A 

Pricing Example: 

Mainframe Services based on 617 MIPS with 3,525 gigabytes of DASD and 145,000 
gigabytes of tape would generate the following pricing configuration. 

617 MIPS - Mainframe Processing Services MIPS 
3,525 GBs - Mainframe DASD 
1 - Mainframe Non-standard Software 
145,000 GBs- Mainframe Tape 
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!~Managed Mainframe Services 
~Optional Services 
~~r 

Form/Print/end user Monthly Monthly N/A N/A Support 
SAS 70 Audit Each 

Fixed Fee N/A N/A Occurrence 
Extended Database 

Hourly Rate Hourly N/A N/A Management Services 
Database Administration MFDB-

Hourly Rate Hourly N/A N/A 100 
Database Production MFDB-

Hourly Rate Hourly N/A N/A Support 200 
Database Consulting MFDB-

Hourly Rate Hourly N/A N/A Services 300 
Extra Disaster Recovery MFDRT- Each 

Fixed Fee N/A N/A Test 100 Occurrence 
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SCHEDULE24 

PRIVACY OBLIGATIONS 

(Section 16.1) 

1. General Purpose 

The purpose of this Schedule 24 (Privacy Obligations) and Appendix A hereto, is to set forth the 
obligations of Service Provider relating to the protection of Personal Information to ensure that the 
Personal Information is not collected, used or disclosed other than as may be permitted under the 
Applicable Laws (including the Freedom of Information and Protection of Privacy Act (British 
Columbia)) and subject to complying with Applicable Laws: (i) in the ordinary course of providing the 
Services, provided such disclosure is within Canada; (ii) as set out in Article 16 (Privacy, Security and 
Confidentiality) of the Agreement; (iii) as may be directed by the Province under Section 5 of this 
Schedule; or (iv) strictly in accordance with policies or procedures expressly approved by the Province 
(collectively, the "Privacy Obligations"). 

2. Acknowledgements 

The Parties acknowledge that: 

(a) the Personal Information includes information that the Province is obligated to protect 
pursuant to privacy legislation and the Personal Information is highly sensitive 
confidential information; 

(b) the Personal Information includes health related records and other Personal Information 
to which Service Provider has been provided access and/or Custody under the terms of 
the Agreement; 

(c) the Province has Control of the Personal Information in order that the Province may serve 
the public; 

(d) the Personal Information is collected, used, disclosed, and otherwise managed by the 
Province on behalf of the public; 

(e) this Schedule is premised on the Province's commitment as the owner and controller of 
the Personal Information and Service Provider's commitment as a service provider to the 
Province, as contemplated in the Freedom of Information and Protection of Privacy Act 
(British Columbia) and the Agreement, to maintain the privacy and security of the 
Personal Information; and 

(f) nothing in this Schedule shall require Service Provider or any Subcontractor to act 
contrary to Applicable Law. 

3. Service Provider Commitment 

In order to protect Personal Information while in the Custody of Service Provider, the Province has 
required the Service Provider's commitment, and Service Provider has committed, to comply with the 
Privacy Obligations. The Service Provider shall develop and maintain policies and procedures specific to 
the privacy and security ofthe Personal Information as described in Appendix B (Privacy Management 
Plan) to this Schedule 24 (Privacy Obligations), and the Service Provider will maintain current policies 
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and procedures which will, at all times, be consistent with the Agreement and this Schedule 24 (Privacy 
Obligations). 

4. Conflicts 

Notwithstanding the provisions of Section 1.11 of the Agreement (Document Conflicts), if there is a 
conflict or inconsistency between this Schedule 24 (Privacy Obligations) and the provisions of the 
Agreement or any other Schedule attached to the Agreement, then the provisions of this Schedule 24 
(Privacy Obligations) shall govern. 

5. Directives 

The Province, through its Designated Representative, may at any time, in accordance with Section 11.4 
(Province's Right to Issue Directives) of the Agreement, amend these Privacy Obligations upon 
reasonable prior written notice (under the circumstances) to Service Provider. Such amendments shall be 
implemented in accordance with the Change Order Process. 

6. Non-Disclosure of Personal Information 

Service Provider shall not disclose the Personal Information to any Person for any reason other than as 
permitted in accordance with Applicable Laws (including the Freedom of Information and Protection of 
Privacy Act (British Columbia) and, subject to complying with Applicable Laws: (i) as contemplated 
pursuant to Article 16 (Privacy, Security and Confidentiality) of the Agreement; and (ii) in the ordinary 
performance of the Services in accordance with the SOW Documents. Without limiting the generality of 
the foregoing, Service Provider shall not disclose any Personal Information pursuant to a Disclosure 
Order, as more expressly limited pursuant to Section 16.2 (Foreign Disclosures) of the Agreement. 

7. Anticipatory Disclosure of Personal Information 

Where the Province determines, acting reasonably, that there is a risk that the Personal Information may 
be disclosed contrary to the terms of this Agreement, then the Province, through its Designated 
Representative, shall have the right and authority to take all actions necessary to prevent such disclosure 
including, without limitation, any one or more of the following: 

(a) 

(b) 

(c) 
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requiring that the Service Provider immediately revoke the right of access to Personal 
Information of such Authorized Personnel posing such risk that Personal Information 
may be disclosed; 

proceeding directly to court in respect of such potential disclosure, as more particularly 
contemplated in Section 25.1 (General Intent) of the Agreement; 

temporarily replacing any Personnel or other applicable Service Provider employees in 
order to allow the Province to take all actions necessary to prevent such disclosure 
provided that: (i) such replacement personnel shall have the same or substantially similar 
qualifications as the Service Provider Personnel or other applicable Service Provider 
employee being temporarily replaced and where no such replacement personnel is 
available, the Province shall have the right to appoint a monitor to observe such Service 
Provider Personnel and other applicable Service Provider employees; (ii) any such 
replacement personnel or monitor shall be appointed by the Designated Representative of 
the Province or, in that person's absence, by any Province Key Person designated by such 
person; (ii) the Province's right to temporarily replace or monitor any Personnel or other 
applicable Service Provider employees and the authority of any person appointed to do so 
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shall be restricted to the acts and limited to the time period reasonably necessary to 
prevent such disclosure. The Province shall give the Service Provider written notice of 
any temporary replacement or monitoring of Personnel or other Service Provider 
employees under this section and shall simultaneously provide Service Provider with 
written notice specifying the circumstances and grounds upon which the Province is 
relying in exercising its rights hereunder, in sufficient detail to enable Service Provider to 
assess and respond to the same. Notwithstanding the foregoing, any such response from 
Service Provider shall not entitle Service Provider to prevent the Province from 
exercising its rights under this paragraph (c) (it being acknowledged by the Parties that 
Service Provider shall be entitled to bring its response forward through the dispute 
resolution process set forth in Article 27 (Dispute Resolution) of the Agreement should 
Service Provider reasonably believe that the Province did not have proper grounds for 
exercising its rights under this paragraph). Notwithstanding the foregoing, nothing in this 
paragraph shall provide the Province with any right to inspect or access any Service 
Provider Confidential Information. 

Where the Province intends to exercise its rights under Sections 7(c) above, then the Designated 
Representative shall, prior to such exercise, provide to the President of Service Provider or the next most 
senior Service Provider Key Position a written notice, which contains: 

(a) the basis for belief that there is a risk that the Personal Information may be disclosed 
contrary to the terms of the Agreement; 

(b) the period, if any, during which Service Provider may attempt to reasonably prevent the 
disclosure or remedy the risk; 

(c) the general course of action that the Province proposes to take and any powers provided 
for in this Agreement that the Province proposes to exercise; and 

(d) the expected length of time that this action is anticipated to take. 

Upon receipt of such notice Service Provider shall notify the Designated Representative of the Province 
or, in that person's absence, any Province senior executive designated by such person of the actions that 
Service Provider will take to prevent the disclosure or remedy the risk where given the opportunity to do 
so. For the purposes of this Schedule 24 (Privacy Obligations), the "Designated Representative" means 
a representative appointed by the Administrator. 

8. Compliance Certificate 

Service Provider shall deliver a Compliance Certificate to the Province every Contract Year within three 
(3) months after the end of a Contract Year, which confirms, among other things, Service Provider's, and 
the Access Subcontractors', compliance with Article 16 (Privacy, Security and Confidentiality) and this 
Schedule 24 (Privacy Obligations) and any other similar obligations contained in the provisions of the 
Agreement. The Parties shall review each Compliance Certificate at the Joint Executive Committee 
within three months of the date of delivery of such certificate. 

9. Flow Down of Obligations 

(a) 
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The obligations contained in the following sections of these Privacy Obligations shall be 
flowed down by Service Provider to any Access Subcontractors, to the extent applicable 
to each Access Subcontractor given the nature of the Services provided by it: 6, 10, 11, 
12 (unless agreed otherwise by the Province through the Governance Process on a case 
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by case basis where a particular Access Subcontractor has adequate training and security 
measures in place), 13(b), 14, 15, 16, 17(a)- (c) (unless agreed otherwise by the Province 
through the Governance Process on a case by case basis where a particular Access 
Subcontractorhasadequatesecuritystandardsinplace), 17(e)-(h), 170), 18, 19(a)-(i), 
20, 21, 22, 23, 24(a), 25(a), 25(c)-(d), 26, 29 and 32 (as applicable to Access 
Subcontractors), 28(a)- (c), 31 (as applicable to Access Subcontractors), 34, 36, 37 (to 
the extent applicable), 39 (provided that notice be given by the Access Subcontractor to 
Service Provider and from Service Provider to the Province), 40 and 41. 

(b) The obligations of the Service Provider under Section 9(a) above and under each of the 
sections referred to in Section 9(a) above are to be flowed down to Access 
Subcontractors. 

10. Ownership and Control of Personal Information 

The Province shall be and remain the exclusive owner of all right, title and interest in and to the Personal 
Information and shall be and remain in complete Control of the Personal Information. No access to or 
Custody of Personal Information by Service Provider or any other Person as contemplated in this 
Agreement shall be construed in any manner as providing Control or any other rights with respect to such 
Personal Information. 

11. Privacy Management Plan 

Service Provider shall develop and maintain plans, policies and procedures specific to privacy and 
security as described in Appendix B (Privacy Management Plan) to this Schedule 24 (Privacy 
Obligations) and that include protocols and procedures to be followed in the event of a use or disclosure 
of Personal Information contrary to the provisions of the Agreement or this Schedule 24 (Privacy 
Obligations). Service Provider shall make such policies and procedures available for review (at Service 
Provider's premises) by the Province, upon the request of the Province from time to time. Service 
Provider shall advise the Province through the Governance Process of any material changes that it makes 
to such policies and procedures. 

12. Training 

Service Provider shall maintain and provide training of all Authorized Personnel in the following areas 
(and provided that, with respect to External Personnel who are Authorized Personnel, the Service 
Provider shall maintain and provide such training or shall require the Access Subcontractor who employs 
such External Personnel to do so): 

(a) relevant aspects of privacy and security including those set forth m these Privacy 
Obligations as may be appropriate to their job function; 

(b) in respect of any Authorized Personnel relevant aspects of collection, storage, release, 
disposal and security of the Personal Information as appropriate; and 

(c) the hotline established by the Province (telephone number 250-356-1851) from time to 
time in order that the Authorized Personnel can notify the Province directly in the event 
of any unauthorized disclosure or potential unauthorized disclosure of Personal 
Information. 

Service Provider shall provide refresher training to Authorized Personnel in respect of the foregoing, 
annually or, more frequently where necessary to implement material changes in the applicable policies or 
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procedures. Service Provider shall develop and maintain staff manuals that detail the security and privacy 
procedures that are applicable to all Authorized Personnel. 

The Service Provider shall provide all Transitioning Employees with training, as set forth in this Section 
12 (Training), within two weeks after the Effective Date. 

13. Privacy Impact Assessments/Threat and Risk Assessments 

During the Term of the Agreement, the Service Provider shall conduct a security threat and risk 
assessment in accordance with Section 15 below: 

(a) at each Service Location prior to the provision of Services from a Services Location, 
using a checklist derived by Service Provider from IS027002; 

(b) prior to any material change in the Services, procedure, applications or technology 
relating to or used in connection with Personal Information: and 

(c) promptly in the event of a security incident, 

and the Service Provider shall work cooperatively with the Province and assist the Province with the 
Province's preparation of a Privacy Impact Assessment. The Province shall have the right to review the 
results of all security threat and risk assessments and security audits undertaken by Service Provider and 
with respect to paragraphs (a) and (b) above, the Service Provider will not provide Services from any 
Service Location or implement any material change in the Services, procedure, applications or technology 
relating to or used in connection with Personal Information unless and until the security threat and risk 
assessments and security audits have been completed to the satisfaction of the Province, acting 
reasonably. With respect to paragraph (c) above, the Service Provider may continue to provide Services 
from the Service Location while the security threat and risk assessment is undertaken by the Service 
Provider, and completion of the security threat and risk assessment is subject to the satisfaction of the 
Province, acting reasonably. Notwithstanding the foregoing, the Province has the right to conduct, at its 
own expense, its own Privacy Impact Assessments and security audits under Article 15 (Audit Rights), in 
respect of the foregoing. 

14. Testing and Development Work 

The Service Provider shall not use Personal Information or personally identifiable data of the Province for 
any non-production purpose including, without limitation, application testing, development, maintenance 
and training environments. 

15. Risk Assessment 

Service Provider shalf, throughout the Term (as applicable): 

(a) 

(b) 

50633534.13 

conduct a threat and risk assessment using a checklist derived by Service Provider from 
IS027002 (as revised and replaced from time to time), and shall provide a copy of the 
results thereof to the Province prior to implementation of any material technology 
changes or material business transformation changes; and 

cooperate with the Province in conducting SysTrust Audits or SAS 5970 Audits as 
contemplated by Section 22.6 (SysTrust Report) of the Agreement. 
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Notwithstanding the foregoing, the Province shall have the right to conduct, at its own expense, its own 
risk and control reviews or other security reviews to its satisfaction. Any such risk and control reviews or 
other security reviews shall be considered as audits carried out pursuant to and subject to the provisions of 
Article 22 (Audit Rights) of the Agreement and shall in no way limit or otherwise diminish Service 
Provider's obligation to comply with the Privacy Obligations and other provisions of the Agreement. 

16. Removal of Personal Information 

Service Provider acknowledges that the Authorized Personnel shall at no time be provided with the ability 
or authority to remove Personal Information from the Service Locations unless the purpose for such 
removal is expressly authorized elsewhere in these Privacy Obligations or in the Agreement (including in 
Appendix B (Privacy Management Plan) to this Schedule 24 (Privacy Obligations)), or as otherwise 
agreed between the Parties. 

17. Security Generally 

Service Provider shall make arrangements to maintain the security of the Personal Information that is in 
its Custody, or that it otherwise has access to, by protecting the Personal Information against such risks as 
unauthorized access, collection, use, duplication, modification, disclosure, storage or disposal. In 
particular, Service Provider shall: 

(a) meet or exceed the codes of practice for information security management outlined in 
IS027002 (as revised and replaced from time to time); 

(b) meet or exceed the security policies, standards, guidelines and practices of the Province 
as outlined and implemented in: 

(c) 

(d) 

(e) 
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(i) the Province's Core Policy Manual, particularly sections 12 and 15 thereof, as may be 
applicable to the Service Provider as a service provider to the Province and as may be 
relevant to the performance of the Services by the Service Provider 
(http://www.fin.gov.bc.ca/ocg/:finb/manuals/CPM/CPMtoc.htm); and 

(ii) the Information Technology Security Policy 
(http://www .cio.gov. bc.ca/Services/Security/ISP .asp), 

as the same may be amended, revised or replaced from time to time pursuant to the 
Change Order Process (the Parties acknowledge that copies of the above documents, 
dated the Effective Date, have been provided by the Province to the Service Provider 
concurrently with the execution of the Agreement); 

assess and adopt privacy and security enhancing technologies and cryptographic controls 
over the Term to improve security and restrict access to Personal Information to 
Authorized Personnel, as approved and implemented in accordance with the Change 
Order Process; 

follow Directives from the Province from time to time in accordance with Section 11.4 
(Province's Right to Issue Directives) of the Agreement with respect to security 
requirements in accordance with the Change Order Process; 

have in place all necessary network controls and other security to maintain the level of 
security required for the Personal Information being handled; 
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(f) require that all storage of Personal Information, including Personal Information in the 
Custody of Service Provider, shall remain at all times in Canada in accordance with the 
terms of the Agreement; 

(g) require that any Personal Information be removed from Service Provider's or its Access 
Subcontractors' systems, physical storage areas, storage devices (including removable 
media, back-up media and materials) upon the Termination of the Agreement, within an 
agreed period of time, and in accordance with the termination provisions under Article 28 
(Termination Assistance) of the Agreement; 

(h) require that the equipment and telecommunications facilities used by Service Provider or 
its Subcontractors in the delivery of the Services (which are owned by or otherwise in the 
custody or control of Service Provider or its Subcontractors) which host, transmit, Store 
or otherwise make available any Personal Information are secured by, for example, an 
electronic card access system, combination lock, lock and key, or other similar physical 
security measure; 

(i) require the currency of critical software such as installation of patches and virus software 
updates on a timely basis, and the proactive monitoring of vendor alert services; and 

G) manage the Services and monitor the Authorized Personnel to prevent and detect security 
breaches such as unauthorized access to Personal Information, and incorporate 
procedures to require that all access to Personal Information is given only to Authorized 
Personnel and Authorized Users, and to promptly revoke access to any such Persons 
when no longer required. 

18. Physical and Environmental Security 

Service Provider shall develop, maintain and enforce policies that require, throughout the Term: 

(a) Data rooms where Personal Information is Stored (collectively, the "Secured 
Facilities"), shall have appropriate physical and environmental security controls such as 
air conditioning, UPS/power generators, surge protection, fire protection or other similar 
measures, where "Store" or "Storage" means storage of Personal Information except for 
storage on a temporary basis such as caching for ephemeral or immediate processing 
purposes; 

(b) all access to the Secured Facilities is restricted and monitored. In addition to the other 
obligations set forth in the Agreement and these Privacy Obligations, Service Provider 
shall require that the Secured Facilities have adequate physical security controls such as 
keys, entry cards or other similar controls; and 

(c) except as set forth in Section 19(h) below, or otherwise by mutual agreement of the 
Parties in writing, Authorized Personnel are prohibited from bringing into or removing 
from the Secured Facilities any electronic data storage devices that may be used to copy 
or transport any Personal Information. 

19. Secured Databases 

Service Provider shall develop, maintain and enforce policies, standards and guidelines relating to Service 
Provider controlled Systems and Service Provider Managed Systems (defined below) that Store Personal 
Information ("Secured Databases"). Secured Databases do not include workstations or Systems that 
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-_.:, 

have access to but do not Store Personal Information, except as agreed to by both Parties. Service 
Provider's policy shall: 

(a) require that no Personal Information is stored by Authorized Personnel on laptops, PDAs, 
or any other mobile computing devices unless authorized under or pursuant to the terms 
of the Agreement or otherwise approved by the Province; 

(b) identify all Secured Databases including, where applicable, serial numbers; 

(c) protect Secured Databases in accordance with the authentications standards set forth in 
Section 20 (Authentication Project and Standards) below; 

(d) authorize and control any and all remote access to Secured Databases such that: 

(e) 

(f) 

(g) 

50633534.13 

(i) with respect to Service Provider controlled Systems, no Secured Databases may 
be connected to the Internet or to any wide area network except as protected by 
firewalls, application servers and other appropriate security controls, 

(ii) with respect to Service Provider controlled Systems, no Secured Databases may 
be hosted on hardware that also hosts email, Internet, wireless or other wide area 
server applications, or other generally accessible local area server applications, 
and for greater clarification, Service Provider shall not store any Secured 
Databases on a Microsoft exchange server or other servers of similar 
functionality, 

(iii) Authorized Personnel who require remote access to Secured Databases may 
access such Secured Databases remotely for the purpose of performing 
maintenance and emergency maintenance on the Systems used in the 
performance of the Services, in accordance with the following restrictions: 

(A) remote access to Secured Databases will only be permitted through a 
personal computer, terminal or laptop that is subject to the Service 
Provider's usage and security policies and that it equipped with the most 
current security features and software as required by the Service 
Provider's policies (for greater clarity, "usage" of the personal computer, 
terminal or laptop will be limited to Authorized Personnel), 

(B) remote access to the Secured Databases will only be possible using 
Secure Socket Layer (SSL) and Virtual Private Network (VPN) 
technology based secure internet access to the Secure Database location, 
as Approved by the Province; 

require that an Service Provider firewall is in place between Service Provider owned and 
operated networks storing Secured Databases and other networks such as SP AN/BC; 

except as expressly set forth in this Schedule 24 (Privacy Obligations) of the Agreement, 
provide that there shall be no remote access to any Secured Databases; 

require that Secured Databases are not removed from Secured Facilities except as 
expressly authorized in this Schedule 24 (Privacy Obligations)) (including in Appendix 
B (Privacy Management Plan), or as otherwise agreed between the Parties; 
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(h) require that all Secured Databases shall not have any active writeable/recordable 
removable data storage devices (such as floppy drives, CD or DVD burners), and all USB 
or other ports to which external storage devices (such as external hard drives) may be 
connected must be disabled for such use, except where required to perform the Services 
such as: 

(i) for authorized back-up of Personal Information, 

(ii) for the purposes of software updates, maintenance and emergency maintenance 
and where the Authorized Personnel performing such software updates, 
maintenance and emergency maintenance use a personal computer, terminal or 
laptop that is subject to the Service Provider's usage and security policies and 
that it equipped with the most current security features and software as required 
by the Service Provider's policies (for greater clarity, "usage" of the personal 
computer, terminal or laptop will be limited to Authorized Personnel) and shall 
be restricted by credentials, including password, protected using physical security 
measures that prohibit use of the media or access to the Personal Information 
contained thereon, and the Personal Information contained thereon shall be 
encrypted using cryptography that meets or exceeds the adopted cryptography 
standards of the Province as of the Effective Date; 

(i) require that all storage devices used in Secured Databases or otherwise containing 
Personal Information will be disabled prior to removal from the Secured Facilities, in 
accordance with the provisions of the Security SOW (except as the Parties have expressly 
agreed otherwise with respect to the Remote Infrastructure Server Locations and the 
Remote Application Server Locations), and destroyed (using secure destruction and 
disposal mechanisms) strictly in accordance with Province Policy. For greater clarity, the 
Service Provider may only redeploy storage devices used in Secured Databases or 
otherwise containing Personal Information in connection with the provisions of the 
Services to the Province and not in connection with the provision of services to any third 
party, including any Broader Public Sector entities; and 

G) require that any processing systems used to provide the Services that are shared with 
other clients of Service Provider or any Access Subcontractor are partitioned in such a 
way to allow only Authorized Personnel to access any Personal Information. 

These protected networks include, without limitation, the approved service locations specified m 
Schedule 8 (Service Locations) of the Agreement. 

For purposes hereof: 

(a) "remote access" means access to Secured Databases from locations other than the 
Service Locations set forth in Schedule 8 (Service Locations). 

(b) "Service Provider Managed Systems" means Systems that are owned by the Province 
as of the Hand-Over Date, and for which the Service Provider is responsible to manage in 
the performance of the Services, from and after the Hand-Over Date. 

20. Authentication Project and Standards 

Service Provider acknowledges that the Province is currently undertaking an authentication project, and 
that Service Provider shall be required to comply with the Province's authentication requirements as a 
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result of such project to the extent that the same relates to the Services or otherwise to the Personal 
Information, which requirement shall be brought forward to Service Provider through the Change Order 
Process. Service Provider shall develop, maintain and enforce policies, standards and guidelines that 
require of all Systems controlled by Service Provider: 

(a) credentials and other mechanisms, including passwords to restrict access to Personal 
Information; 

(b) strong and unique user IDs and credentials, including passwords assigned to individual 
Authorized Personnel; 

(c) power-on and screen-saver passwords and session time-outs (as appropriate); 

(d) authentication, credential and password rules that meet or exceed the Province's 
standards, including standards relating to character length and time-expiry of passwords; 
and 

(e) other similar measures. 

21. Internet and Email 

Service Provider shall develop, maintain and enforce policies, standards and guidelines governing 
Authorized Personnel who have access to the Internet or to outbound email from the workstations in 
which they access Personal Information, in particular, restricting the linking of any Personal Information 
to the Internet or to outbound email, restricting such access to Authorized Personnel who specifically 
require Internet or outbound email from their workstations to perform their job functions, and requiring 
that all such Internet or email access shall be subject to logs that enable Service Provider and, where 
appropriate, the Province to identify the time and connection details of any Internet and email activities of 
Authorized Personnel. 

22. Wireless Network Controls 

The Service Provider shall not use any wireless networks (owned or operated) in the performance of the 
Services: 

(a) as part of local area networks implemented by the Services Provider in the Province Data 
Centres, the Remote Infrastructure Server Locations and the Remote Application Server 
Locations; and 

(b) as part of local area networks implemented at the STMS Data Centres, 

except with the prior Approval of the Province or in accordance with Province Policies relating to the use 
of wireless networks as may be implemented by the Province after the Hand-Over Date. 

23. Transmission and Back-ups of Personal Information 

Service Provider shall develop, maintain and enforce policies, standards and guidelines that require that 
throughout the Term all individual items of hardware or storage media that Store Personal Information 
that are permitted or required, pursuant to the Agreement or to these Privacy Obligations, to be removed 
from Secured Facilities ("Secured Media"), may only be removed for purposes such as off-site back-up 
and business continuity, destruction or at the express direction of the Province, in writing. Access to 
Secured Media shall be restricted by credentials, including password, protected using physical security 
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measures that prohibit use of the media or access to the Personal Information contained thereon, and the 
Personal Information contained thereon shall be encrypted using cryptography that meets or exceeds the 
adopted cryptography standards of the Province as of the Effective Date, with the exception of the 
Managed Backup Services described in the Storage and Backup SOW. 

24. Secured Media Records 

Service Provider shall develop, maintain and enforce policies, standards and guidelines that require that 
records are maintained as necessary to: 

(a) identify all Secured Media (identified by unique catalogue or serial number); and 

(b) identifying the location of the Secured Media. 

25. System Logs 

Service Provider shall record and maintain user access records/logs ("System Logs") with respect to all 
electronic Personal Information for the purpose of audit and investigations by the Province. Service 
Provider shall require that Service Provider developed applications with Personal Information shall 
conform to paragraphs (a) - (c) below, and that any applications delivered to Service Provider that 
support an audit trail shall continue to have such support. 

Thereafter the Service Provider shall deliver such System Logs to the Province unless the 
Parties agree otherwise in writing by the Province. The Service Provider shall make information from 
such System Logs available to the Province, in a timely manner and in accordance with Schedule 21 
(Reporting Requirements) and otherwise, at the cost of the Province from time to time, upon request. 

The Parties acknowledge that as technology evolves during the Term of the Agreement, there may be 
other Data that the Province will require the Service Provider to log. Such Province request will be 
subject to the Change Order Process. 
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26. Notification 

Service Provider shall develop, maintain and enforce policies, standards and guidelines that require that 
the Service Provider developed systems that Store or provide access to Personal Information shall have 
mechanisms in place to provide notification to a Person or Persons designated by the Province through 
the Governance Process in the event of specific irregular actions such as unauthorized access, security 
malfunction, irregular access, large scale copying or other similar activities with respect to Personal 
Information. For purposes thereof, Service Provider shall require that its Access Subcontractors report 
any such irregular actions to Service Provider, and Service Provider shall report the same forthwith to the 
Province in accordance with the foregoing. 

27. Organizational Security 

Service Provider shall throughout the Term: 

(a) have clearly defined security roles and responsibilities within Service Provider in the 
form of organization charts and role descriptions for specialized security personnel; 

(b) ensure appropriate security requirements are included in all of its Subcontractor contracts 
entered into in connection with providing the Services; 

(c) have a designated Privacy, Security and Compliance Officer, who is not a US Personnel 
(defined below), responsible for monitoring and enforcing privacy and security measures 
and who is responsible for implementing the Directives of the Province pursuant to 
Section 11.4 (Province's Right to Issue Directives) and in accordance with the terms of 
the Agreement; and 

(d) have an individual who is not a US Personnel (defined below) act in administrator roles 
with elevated access privileges, such as Systems Administrator, Network Administrator, 
Database Administrator, Security Administrator or Applications Administrator or other 
similar positions. 

28. Limiting Access to Authorized Personnel 

Except as expressly permitted in the Agreement or as expressly approved by the Province, and subject to 
any additional requirements set out in the Agreement, Service Provider shall require that the Personal 
Information may be accessed only by individuals who: 

(a) are Personnel who are employees of Service Provider who have entered into a 
Confidentiality Covenant (as defined below), Independent Contractors or employees of 
the Access Subcontractors or Access Subcontractor's Affiliates who have entered into an 
External Confidentiality Covenant (as defined below), or other External Personnel of an 
Access Subcontractor who have entered into an agreement as contemplated in Section 31 
(External Confidentiality Covenant) ofthis Schedule 24 (Privacy Obligations); and 

(b) are not US Personnel; and 

(c) have a need to access the Personal Information in order to perform their job tasks 
(provided that such job tasks are in furtherance of the Services and are not inconsistent 
with the terms or the purpose of these Privacy Obligations) 

(the "Authorized Personnel") 
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29. Monitoring of Telephone Calls 

Service Provider shall restrict telephone monitoring to Authorized Personnel and will require that any 
Personal Information obtained from such monitoring is: 

(a) not Stored at any location other than those locations permitted under Schedule 8 (Service 
Locations) of the Agreement; and 

(b) only used by or disclosed to Authorized Personnel. Service Provider shall maintain and 
enforce policies that prohibit the use or disclosure of any sensitive monitored information 
by its Authorized Personnel. 

30. Confidentiality Covenant 

All Personnel who require access to Personal Information shall be required to sign confidentiality 
covenants in a form approved by the Province (the "Confidentiality Covenants") attached as Appendix 
C and Appendix D to this Schedule 24 (Privacy Obligations). The Confidentiality Covenants shall 
contain non-disclosure obligations along with express obligations to advise the Service Provider directly 
in the event that the Person becomes aware of any disclosure or potential disclosure of Personal 
Information. Service Provider shall not permit any Personnel to engage in any activities with respect to 
the Services or the Agreement nor have any access to Personal Information until such time as a 
Confidentiality Covenant has been signed and delivered by the Personnel to Service Provider. Upon the 
request of the Province, Service Provider shall confirm, in writing, to the Province that all Personnel who 
require access to Personal Information have signed a Confidentiality Covenant. The form of 
Confidentiality Covenant in effect at the Effective Date is attached to as Appendix C this Schedule 24 
(Privacy Obligations). Any change in the form of a Confidentiality Covenant implemented after the 
Effective Date shall be implemented in accordance with the Change Order Process. Service Provider 
shall cause all Personnel to reconfirm in writing their Confidentiality Covenant on an annual basis. 

31. External Confidentiality Covenant 

All External Personnel who are: (i) Independent Contractors; (ii) employees of Access Subcontractors or 
Access Subcontractor's Affiliates; and (iii) employees of such new Material Subcontractors as may be 
requested by the Province from time to time (acting reasonably but having regard to all of the surrounding 
circumstances); and who have access to Personal Information shall be required to sign External 
Confidentiality Covenants in a form approved by the Province (the "External Confidentiality 
Covenant"). The External Confidentiality Covenant shall contain non-disclosure obligations along with 
express obligations to advise the Access Subcontractor, new Material Subcontractor or Affiliate, as the 
case may be, directly in the event that the External Personnel becomes aware of any disclosure or 
potential disclosure of Personal Information. Service Provider shall not permit any such External 
Personnel to have any access to any Personal Information until such time the relevant External Personnel 
referred to above in this section have signed an External Confidentiality Covenant and all such signed 
agreements have been delivered to Service Provider. Upon the request of the Province, Service Provider 
shall confirm, in writing, to the Province that all External Personnel who require access to Personal 
Information have signed an External Confidentiality Covenant. The form of External Confidentiality 
Covenant in effect at the Effective Date is attached as Appendix D to this Schedule 24 (Privacy 
Obligations). Any change in the form of External Confidentiality Covenant implemented after the 
Effective Date will be implemented in accordance with the Change Order Process. Service Provider shall 
require that all External Personnel who are required by this paragraph to sign an External Confidentiality 
Covenant shall reconfirm in writing their External Confidentiality Covenants on an annual basis. 
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32. Precedence of Personnel Agreements!Whistleblower Protection 

Service Provider shall include in its employee agreements with its Personnel or supplement its employee 
agreements with its Personnel with the specific language with respect to privacy and confidentiality of the 
Personal Information, which language may take the form of a unilateral agreement by Service Provider to 
the Personnel. The language in the attached Appendix C shall provide for precedence for the 
Confidentiality Covenant pertaining to the obligation to protect privacy and confidentiality of Personal 
Information over any agreement that Service Provider has with the Personnel. 

The Service Provider will not dismiss, suspend, demote, discipline, harass or otherwise disadvantage 
Personnel (including, for greater certainty, Authorized Personnel), or deny that Personnel (including, for 
greater certainty, Authorized Personnel) a benefit, because the individual acting in good faith and on the 
basis of reasonable belief: (a) has notified the Province of a foreign demand for disclosure; (b) has 
otherwise disclosed to the Province that the Service Provider has contravened or is about to contravene 
the Freedom of Information and Protection of Privacy Act (British Columbia); (c) has done or stated an 
intention of doing anything that that is required to be done in order to avoid having any person contravene 
the Freedom of Information and Protection of Privacy Act (British Columbia); (d) has refused to do or 
stated an intention of refusing to do anything that is in contravention of Freedom of Information and 
Protection of Privacy Act (British Columbia); or (e) the Service Provider believes that Personnel 
(including, for greater certainty, Authorized Personnel), will do anything described in this Section 32 (a)
(d). 

33. Security Clearances 

Service Provider shall perform or cause to be performed security clearances in connection with any 
sensitive information that Service Provider may obtain access to in the course of providing the Services. 
At the request of the Province, acting reasonably, and in accordance with the Change Order Process, 
Service Provider shall perform or cause to be performed security clearances for other Authorized 
Personnel who will have access rights to Personal Information prior to the time at which such Authorized 
Personnel first access Personal Information in connection with the Services. The scope of the Authorized 
Personnel subject to security clearances and the nature of the security clearances conducted on such 
individuals shall be as agreed to between the Parties pursuant to the Governance Process, or as may be 
otherwise required in accordance with any Applicable Laws. For the purposes of this Schedule 24 
(Privacy Obligations), the term "security clearance" shall mean: (a) verification of personal data, 
educational, professional and qualifications data and references; (b) a check of criminal records; and (c) a 
Canadian Police Identification Centre ("CPIC") Level 1 and Persons CPIC query. 

34. US Personnel 

Subject to Applicable Laws, no Personnel or External Personnel who are US Personnel shall have any 
access to Personal Information at any time unless required and expressly approved in advance by the 
Province pursuant to the terms of the Agreement or otherwise. Where US Personnel are required for the 
performance of the Services, Service Provider shall provide dummy data to the extent possible, such as by 
replacing Personal Information (such as names, phone numbers and addresses) with identifiers, or 
utilizing other means as reasonably directed by the Province through the Governance Process. Any 
approved US Personnel shall only access Personal Information from an approved service location 
specified in Schedule 8 (Service Locations) attached to the Agreement. Under no circumstances shall any 
US Personnel: 

(a) have remote access to Personal Information; or 
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(b) be permitted at any time to copy, export or otherwise remove or send any Personal 
fuformation from an approved service location specified in Schedule 8 (Service 
Locations) attached to the Agreement. 

US Personnel shall only be permitted to: (i) access or request Personal fuformation, or (ii) access a 
Secured Database, when escorted and generally supervised by or in the company of Authorized 
Personnel. 

35. Paramountcy of Obligation to Protect Personal Information 

Service Provider acknowledges that its applicable policies, education and training of Authorized 
Personnel, shall reflect the obligations of the Personnel pursuant to the Confidentiality Covenants and the 
External Confidentiality Covenants (as applicable), which may require them to act in a manner that is 
contrary to the interests of Service Provider (for example, because the fulfillment of such obligations may 
result in remedies being assessed against Service Provider under the terms of the Agreement). The 
Parties shall not, throughout the Term: 

(a) discipline or discourage Authorized Personnel from acting in accordance with: 

(i) provisions of the Confidentiality Covenant or the External Confidentiality 
Covenant pertaining to the protection of the privacy and confidentiality of the 
Personal information, or 

(ii) Service Provider's obligations to the Province pursuant to these Privacy 
Obligations as implemented in accordance with Appendix B to this Schedule 24 
(Privacy Management Plan); or 

(b) impose or permit to be imposed on any Authorized Personnel any obligation that is 
inconsistent with or that materially adversely affects his or her ability to fulfill: 

(i) his or her obligations pursuant to a Confidentiality Covenant or External 
Confidentiality Covenant (as applicable), or 

(ii) Service Provider's obligations to the Province pursuant to these Privacy 
Obligations as implemented in accordance with Appendix B to this Schedule 24 
(Privacy Management Plan). 

36. Data Sharing 

Except as may be permitted under Applicable Laws or as may be provided otherwise under the 
Agreement or the Transaction Documents, or as may be explicitly approved by the Province through the 
Governance Process, under no circumstances shall Service Provider enter into any relationship, 
contractual or otherwise, with any other Person involving data sharing or data access with respect to the 
Personal Information. 

37. Collection of Personal Information 

Except as may be provided otherwise in the Agreement or as may otherwise be directed by the Province 
in writing pursuant to the Governance Process, Service Provider shall not collect or create any Personal 
fuformation in the performance of the Services (other than Personal Information that is necessary for the 
performance of Service Provider's obligations, or the exercise of Service Provider's rights, under the 
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Agreement). Except as otherwise contemplated or permitted in the Transaction Documents, Service 
Provider shall: 

(a) collect such Personal Information directly from the Person to whom the Personal 
Information relates; 

(b) inform the Person from whom Service Provider collects Personal Information: 

(i) the purpose for collecting the information, 

(ii) the legal authority for collecting the information, 

(iii) that Service Provider is collecting the information on behalf of the Province, and 

(iv) the title, business address and business telephone number of the Person 
designated by the Province to answer questions about Service Provider's 
collection of such Personal Information; and 

(c) make every reasonable effort to ensure the accuracy and completeness of Personal 
Information collected by Service Provider in respect of the Services. 

This section does not apply to personal information in respect of Service Provider's Personnel, Access 
Subcontractor's External Personnel or other the employees of suppliers used in the ordinary course of 
Service Provider's business except to the extent that the same constitutes Personal Information of such 
person other than in their role as an employee as contemplated above. 

38. Complaints and Investigations 

Subject to the provisions of Section 5 (Directives) above, in the event of a dispute between either Service 
Provider and an individual or the Province and an individual, or an investigation or other proceeding 
before a Privacy Commissioner or other institution or authority, concerning the collection, use, disclosure, 
or otherwise in respect of Personal Information, Service Provider, will upon the request of the Province 
defend and advocate the lawfulness of its Personal Information handling practices and its policies and 
procedures and, at the Province's cost and expense, those policies and procedures of the Province, 
through all available means of dispute resolution as provided for by Applicable Laws, all in cooperation 
with the Province. 

39. Non-Compliance Reports 

Service Provider shall, as soon as possible, and in any event within 24 hours, report to the Province 
through the Governance Process of any known breach of the requirements of these Privacy Obligations, 
disclosure of Personal Information, potential disclosure of Personal Information or other risk with respect 
to the disclosure of Personal Information. If for any reason Service Provider does not comply, or 
anticipates that it will be unable to comply, with a term of these Privacy Obligations in any respect, then 
Service Provider shall promptly notify the Province of the particulars of such non-compliance or 
anticipated non-compliance, and the steps that Service Provider proposes to take to address, or prevent 
recurrence of, the non-compliance or anticipated non-compliance. If the Service Provider fails to take 
steps to address, or prevent recurrence of, the non-compliance or anticipated non-compliance or if such 
steps proposed by the Service Provider are not adequate to enable the Service Provider to comply with 
these Privacy Obligations, in the Province's discretion, then such failure shall be a breach of this 
Agreement and the Province shall have all rights and remedies under this Agreement. 
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40. FOIPP Act Inspections 

Service Provider acknowledges that under the Freedom of Information and Protection of Privacy Act, the 
Commissioner has the power to obtain information and evidence from Persons other than the Province in 
the course of conducting an investigation or an inquiry under that Act. Accordingly, Service Provider 
shall provide reasonable cooperation to the Province with respect to investigations or inquiries of the 
Commissioner under the Freedom of Information and Protection of Privacy Act in connection with any 
information related to the Agreement that the Commissioner is entitled to obtain under such Act 

41. Prohibition Against Foreign Affiliates 

Service Provider shall, and shall cause its Access Subcontractors to, prohibit or otherwise restrict, their 
foreign Affiliates from accessing any Province Information and require that such Personal Information is 
at all times in the custody of a Canadian Entity, except as may be expressly permitted otherwise under the 
terms of the Agreement or these Privacy Obligations. 

42. Service Provider Directors 

Service Provider shall require that throughout the Term its directors shall all be Canadian citizens and 
residents and in each case who are not US Personnel. All directors of Service Provider shall enter into 
Confidentiality Covenants or External Confidentiality Covenants, as applicable, with the Province. 

43. Indemnification and Limitation of Liability 

Any Claims, disputes, procedures or otherwise arising out of this Schedule or the Parties' requirements 
under the Privacy Obligations, or the disclosure of Personal Information, shall be governed by the 
provisions Article 25 (Indemnification, Liability and Guarantees) of the Agreement and Schedule 30 
(Indemnification Matters) and Schedule 31 (Limitation of Liability) of the Agreement. 

44. Changes 

Any changes, amendments, updates, modifications, revisions, replacements or supplements in or to the 
Privacy Obligations including: 

(a) the form of the Confidentiality Covenant or the External Confidentiality Covenant; 

(b) information security management codes of practice, as outlined in IS027002 (as 
amended from time to time); or 

(c) the security policies, standards, guidelines and practices of the Province as outlined in the 
Province's Core Policy Manual 
(http://www.fin.gov.bc.ca/ocg/fmb/manuals/CPM/CPMtoc.htm) and the Information 
Technology Security Policy (ISP) (http://www.cio.gov.bc.ca/services/security/ISP.asp); 

and Impacting Service Provider's responsibilities under the Agreement will be implemented in 
accordance with the Change Order Process. 

45. Transition 

Notwithstanding the provisions of this Schedule 24 (Privacy Obligations), the Service Provider will 
perform the Services in the same manner that the Province performed such services immediately prior to 
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the Hand-Over Date with respect to the following provisions, until the times or periods referred to below 
(each, a "Privacy Transition Period"): 

(a) Section 17(a) and (b), from and after the Hand-Over Date until the transition of the 
Services into an STMS Data Centre; 

(b) Section 17(e), from and after the Hand-Over Date for networks controlled by the 
Province and used by the Service Provider to deliver the Services to the Province from 
the Province Data Centres, the Remote Infrastructure Server Locations and the Remote 
Application Server Locations, as set forth in Schedule 8 (Service Locations); 

(c) Section 17(i), from and after the Hand-Over Date and for a period of six (6) months 
expiring on October 31, 2009; 

(d) Section 18(a) and {b), from and after the Hand-Over Date until the transition of the 
Services into an STMS Data Centre, the Service Provider will comply with Province 
Policies, as contemplated in the Data Centre Services SOW; 

(e) Section 19(a), from and after the Hand-Over Date and for a period of three (3) months 
expiring on June 30, 2009; 

(f) Section 19(d)(iii), from and after the Hand-Over Date and for a period of three (3) 
months expiring on June 30, 2009; 

(g) Section 19(h), with respect to Province owned equipment and until such Province owned 
equipment is replaced with Service Provider provided equipment; 

(h) Section 25(a), from and after the Hand-Over Date the Systems Logs will be provided by 
the Service Provider to the Province using the Province's software tools and processes 
until the transition of the Services into an STMS Data Centre; 

For greater clarification, the Service Provider shall perform the Services described above in accordance 
with the requirements of Schedule 24 (Privacy Obligations) no later than the expiry of the applicable 
Privacy Transition Period therefore. 

From and after the Hand-Over Date, with respect to the Province Data Centres, the Remote Infrastructure 
Server Locations and the Remote Application Server Locations, the Parties acknowledge that they shall 
each have Custody of the Personal Information for the period that such Personal Information is located at 
any of the Province Data Centres, the Remote Infrastructure Server Locations and the Remote 
Application Server Locations. The Service Provider will have Custody of the Personal Information 
located at any of the Service Locations set forth in Schedule 8 (Service Locations) other than the Province 
Data Centres, the Remote Infrastructure Server Locations and the Remote Application Server Locations. 

With respect to Section 13{a) above, the Service Provider shall not be required to conduct a security threat 
and risk assessment at the Province Data Centres, the Remote Infrastructure Server Locations and the 
Remote Application Server Locations, as set forth in Schedule 8 (Service Locations), prior to the 
provision of Services to the Province from those locations on the Hand-Over Date. 
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Appendix A - Privacy Protection Schedule 

Definitions 
1. In this Schedule, 
•access" means disclosure by the provision of access; 
"Act" means the Freedom of lnfonnation and Protection of Privacy Act (British Columbia}, as 
amended from time to time; 
•contact information" means information to enable an individual at a place of business to be 
contacted and includes the name, position name or title, business telephone number, business 
address, business email or business fax number of the individual; 
"personal information" means recorded information about an identifiable individual, other than 
contact information, collected or created by the Service Provider as a result of the Agreement or 
any previous agreement between the Province and the Service Provider dealing with the same 
subject matter as the Agreement but excluding any such information that, if this Schedule did not 
apply to it, would not be under the "control of a public body" within the meaning of the Act. 

Purpose 
2. The purpose of this Schedule is to: 
enable the Province to comply with its statutory obligations under the Act with respect to personal 
information; and 
ensure that, as a service provider, the Service Provider is aware of and complies with its statutory 
obligations under the Act with respect to personal information. 

Collection of personal information 
3. Unless the Agreement otherwise specifies or the Province otherwise directs in 
writing, the Service Provider may only collect or create personal information that is necessary for 
the performance of the Service Provider's obligations, or the exercise of the Service Provider's 
rights, under the Agreement. 

4. Unless the Agreement otherwise specifies or the Province otherwise directs in 
writing, the Service Provider must collect personal information directly from the individual the 
information is about. 

5. Unless the Agreement otherwise specifies or the Province otherwise direcls in 
writing, the Service Provider must tell an individual from whom the Service Provider collects 
personal information: 
(a} the purpose for collecting it; 
(b) the legal authority for collecting it; and 
(c) the title, business address and business telephone number of the person designated 
by the Province to answer questions about the Service Provider's collection of personal 
information. 
Jo,,.,;:. 

Accuracy of personal information 
6;>c<:o~ The Service Provider must make every reasonable effort to ensure the accuracy and 
cOmpleteness of any personal information to be used by the Service Provider or the Province to 
makt\'11 decision that directly affects the individual the information is about. 

~~-. ·t: i. 

Requests for access to personal information 
7: · If the Service Provider receives a request for access to personal information from a 
person other than the Province, the Service Provider must promptly advise the person to make the 
request to the Province unless the Agreement expressly requires the Service Provider to provide 
such access and, if the Province has advised the Service Provider of the name or title and contact 
information of an official of the Province to whom such requests are to be made, the Service 
Provider must also promptly provide that official's name or title and contact information to the 
person making the request. 

Correction of personal information 
8. Within 5 business days of receiving a written direction from the Province to correct or 
annotate any personal information, the Service Provider must annotate or correct the information 
In accordance with the direction. 

9. When Issuing a written direction under section 8, the Province must advise the 
Service Provider of the date the correction request to which the direction relates was received by 
the Province in order that the Service Provider may comply with section 10. 

10. Within 5 business days of correcting or annotating any personal information under 
section 8, the Service Provider must provide the corrected or annotated information to any party to 
whom, within one year prior to the date the correction request was made to the Province, the 
Service Provider disclosed the information being corrected or annotated. 
. (\ -;~ 

lf•\M"1Service Provider receives a request for correction of personal information from a person 
9ther than the Province, the Service Provider must promptly advise the person to make the 
request to the Province and, if the Province has advised the Service Provider of the name or title 
anci':COntact information of an official of the Province to whom such requests are to be made, the 
SefV!ce Provider must also promptly provide that official's name or title and contact information to 
the person making the request. 
t·) 

Pr'otection of personal information 
12. ''"' The Service Provider must protect personal information by making reasonable 
s~~u!i)Y arrangements against such risks as unauthorized access. collection, use, disclosure or 
dis·posal, including any expressly set out in the Agreement. 
.l.:..,.t:I~j 

sfiioil'ge and access to personal Information 
18:> .,;, •. : Unless the Province otherwise directs in writing, the Service Provider must not store 
perso~al information outside Canada or permit access to personal information from outside 
C~mi\ia. 

·;.: 

Retention of personal information 
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14. Unless the Agreement otherwise specifies. the Service Provider must retain 
personal information until directed by the Province in writing to dispose of it or deliver it as 
specified in the direction. · 

Use of personal information 
15. Unless the Province otherwise directs in writing, the Service Provider may only use 
personal information if that use is for the performance of the Service Provider's obligations, or the 
exercise of the Service Provider's rights, under the Agreement. 

Disclosure of personal information 
16. Unless the Province otherwise directs in writing, the Service Provider may only 
disclose personal information inside Canada to any person other than the Province if the 
disclosure is for the performance of the Service Provider's obligations. or the exercise of the 
Service Provider's rights, under the Agreement. 

17. Unless the Agreement otherwise specifies or the Province otherwise directs in 
writing, the Service Provider must not disclose personal information outside Canada. 

Notice offoreign demands for disclosure 
18. In addition to any obligation the Service Provider may have to provide the notification 
contemplated by section 30.2 of the Act, if in relation to personal information in its custody or 
under its control the Service Provider: 
receives a foreign demand for disclosure; 
receives a request to disclose, produce or provide access that the Service Provider knows or has 
reason to suspect is for the purpose of responding to a foreign demand for disclosure; or 
has reason to suspect that an unauthorized disclosure of personal information has occurred in 
response to a foreign demand for disclosure 
the Service Provider must immediately notify the Province and, in so doing, provide the 
information described in section 30.2(3} of the Act. In this section, the phrases "foreign demand 
for disclosure" and "unauthorized disclosure of personal information" will bear the same meanings 
as in section 30.2 of the Act. 

Notice of unauthorized disclosure 
19. In addition to any obligation the Service Provider may have to provide the notification 
contemplated by section 30.5 of the Act, if the Service Provider knows that there has been an 
unauthorized disclosure of personal information in its custody or under its control, the Service 
Provider must immediately notify the Province. In this section, the phrase "unauthorized 
disclosure of personal information" will bear the same meaning as in section 30.5 of the Act. 

Inspection of personal information 
20. In addition to any other rights of inspection the Province may have under the 
Agreement or under statute, the Province may, at any reasonable. time and on reasonable notice 
to the Service Provider, enter on the Service Provider' s premises to inspect any personal 
information in the possession of the Service Provider or any of the Service Provider's information 
management policies or practices relevant to its management of personal information or its 
compliance with this Schedule and the Service Provider must permit, and provide reasonable 
assistance to, any such inspection. 

Compliance with the Act and directions 
21. The Service Provider must in relation to personal information comply with: 
(a} the requirements of the Act applicable to the Service Provider as a service provider, 
including any applicable order of the commissioner under the Act; and 
(b) any direclion given by the Province under this Schedule. 

22. The Service Provider· acknowledges that it is familiar with the requirements of the 
Act governing personal information that are applicable to it as a service provider. 

Notice of non-compliance 
23. If for any reason the Service Provider does not comply, or anticipates that it will be 
unable to comply, with a provision in this Schedule in any respect, the Service Provider must 
promptly notify the Province of the particulars of the non-compliance or anticipated non
compliance and what steps it proposes to take to address, or prevent recurrence of, the non
compliance or anticipated non~ompliance. 

Termination of Agreement 
24. Rights of termination under this Privacy Protection Schedule are as set out in the 
Agreement! . 

Interpretation 
25. In this Schedule, references to sections by number are to sections of this Schedule 
unless otherwise specified in this Schedule. 

26. Any reference to the "Service Provider" in this Schedule includes any subcontractor 
or agent retained by the Service Provider to perform obligations under the Agreement and the 
Service Provider must ensure that any such subcontractors and agents comply with this Schedule. 

27. The obligations of the Service Provider in this Schedule will survive the termination 
of the Agreement. 

28. If a provision of the Agreement (including any direction given by the province under 
this Schedule} conflicts with a requirement of the Act or an applicable order of the' commissioner 
under the Act, the conflicting provision of the Agreement (or direction} will be inoperative to the 
extent of the conflict. · 

29. The Service Provider must comply with the provisions of this Schedule despite any 
conflicting provision of this Agreement or, subject to section 30, the law of any jurisdiction outside 
Canada. 
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29. The Service Provider must comply with the provisions of this Schedule despite any 
conflicting provision of this Agreement or, subject to section 30, the law of any jurisdiction outside 
Canada. 

30. Nothing in this Schedule requires the Service Provider to contravene the law of any 
jurisdiction outside Canada unless such contravention is required to comply with the Act. 
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APPENDIXB 
TO SCHEDULE 24 (PRIVACY OBLIGATIONS) 

Privacy Management Plan 

1. Purpose: The purpose of the Service Provider Privacy Management Plan is to set out the 
plan of the Service Provider to address issues related to Privacy in connection with the 
STMS Project. The Plan encompasses 

(i) the steps to· be taken by the Service Provider to implement plans, policies and 
procedures specific to the Service Provider's privacy and security obligations 
under the Agreement; and 

(ii) ongoing reviews and updates of the Service Provider' plans, policies and 
procedures. 

2. Scope: The Service Provider shall develop and maintain plans, policies and procedures 
specific to the privacy and security obligations under the Agreement. The Service 
Provider shall document a Privacy Management Plan that will encompass plans, policies 
and procedures related to the following: 

• SECURITY POLICY 
Information security policy document 
Review of the information security policy 

• ORGANIZATION OF INFORMATION SECURITY 
INTERNAL ORGANIZATION 

- Management commitment to information security 
- Allocation of information security responsibilities 
- Authorization process for information processing facilities 
- Confidentiality agreements 

EXTERNAL PARTIES 
- Identification of risks related to external parties 
- Addressing security in third party agreements 

• ASSET MANAGEMENT 
RESPONSIBILITY FOR ASSETS 

- Inventory of assets 
- Acceptable use of assets 

INFORMATION CLASSIFICATION 
• HUMAN RESOURCES SECURITY 

PRIOR TO EMPLOYMENT 
- Introduction to Security 
- Annual Service Provider Personnel Privacy & Security Training 
- Whistleblower Protection 
- Roles and Responsibilities 
-Screening 
- Terms and conditions of employment 

DURING EMPLOYMENT 
- Management responsibilities 
- Information security awareness, education, and training 
- Disciplinary process 
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TERMINATION OR CHANGE OF EMPLOYMENT 
- Termination responsibilities 
- Return of assets 
- Removal of access rights 

• PHYSICAL AND ENVm.ONMENTAL SECURITY 
SECURE AREAS 

- Physical security perimeter 
- Physical entry controls 

EQUIPMENT SECURITY 
- Security of equipment off-premises 
- Secure disposal or re-use of equipment 

• COMMUNICATIONS AND OPERATIONS MANAGEMENT 
OPERATIONAL PROCEDURES AND RESPONSIBILITIES 

- Documented operating procedures 
- Change management 
- Segregation of duties 
- Separation of development, test, and operational facilities 

PROTECTION AGAINST MALICIOUS AND MOBILE CODE 
- Controls against malicious code 
- Controls against mobile code 

NETWORK SECURITY MANAGEMENT 
-Network controls 
- Security of network services 

MEDIA HANDLING 
-Management of removable media 
- Disposal of media 
- Information handling procedures 
- Security of system documentation 

MONITORING 
- Audit logging 
- Monitoring system use 
- Protection of log information 
- Administrator and operator logs 

• ACCESS CONTROL 

50653558.1 

BUSINESS REQUIREMENT FOR ACCESS CONTROL 
- Access control policy 

USER ACCESS MANAGEMENT 
-User registration 
- Privilege management 
-User password management 
- Review of user access rights 

USER RESPONSIBILITIES 
- Password use 
- Clear desk and clear screen policy 

NETWORK ACCESS CONTROL 
- Policy on use of network services 
- User authentication for external connections 
- Remote diagnostic and configuration port protection 
-Network connection control 
-Network routing control 
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OPERATING SYSTEM ACCESS CONTROL 
- Secure log-on procedures 
-User identification and authentication 
- Password management system 

MOBILE COMPUTING AND TELEWORKING 
- Mobile computing and communications 
- Teleworking 

• INFORMATION SYSTEMS ACQUISITION, DEVELOPMENT AND 
MAINTENANCE 
SECURITY REQUIREMENTS OF INFORMATION SYSTEMS 
CORRECT PROCESSING IN APPLICATIONS 
CRYPTOGRAPHIC CONTROLS 

- Policy on the use of cryptographic controls 
- Key management 

TECHNICAL VULNERABILITY MANAGEMENT 
• INFORMATION SECURITY INCIDENT MANAGEMENT 

REPORTING INFORMATION SECURITY EVENTS AND WEAKNESSES 
- Reporting information security events 
- Reporting security weaknesses 

MANAGEMENT OF INFORMATION SECURITY INCIDENTS AND 
IMPROVEMENTS 

- Responsibilities and procedures 
- Learning from information security incidents 
- Collection of evidence 

• COMPLIANCE 
CONTRACT COMPLIANCE 

- Threat and Risk Assessments 
- Privacy Impact Assessments 
-Ownership and Control of Personal Information 
- US Personnel Restrictions 
-Compliance Certificates 
- Privacy Impact Assessments 
- Security Threat Risk Assessments 

COMPLIANCE WITH LEGAL REQUIREMENTS 
- Identification of applicable legislation 
- Intellectual property rights (IPR) 
- Protection of organizational records 
- Data protection and privacy of personal information 
- Prevention of misuse of information processing facilities 
-Regulation of cryptographic controls 

COMPLIANCE WITH SECURITY POLICIES AND STANDARDS, AND 
TECHNICAL COMPLIANCE 

,.... Compliance with security policies and standards 
-Technical compliance checking 

INFORMATION SYSTEMS AUDIT CONSIDERATIONS 
- Information systems audit controls 
- Protection of information systems audit tools 

3. Development and Implementation of Privacy Management Plan: The Service 
Provider has well-established policies, standards, processes and procedures covering all 
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security categories identified in section 2 of this Privacy Management Plan. The 
transferring services have established processes and procedures that will continue to be 
utilized until transformed. The existing policies, standards, processes and procedures will 
be reviewed, adjusted as required, and implemented to accommodate the Services and the 
specific requirements of the Province. The initial Privacy Management Plan will be 
completed prior to the first anniversary of the Effective Date of the Agreement. 

4. Timing. The Service Provider will develop a detailed implementation plan following the 
Effective Date that will prioritize the plan elements to ensure the critical components 
required early in the first Contract Year are developed first with all elements to be 
completed by the end of the fist Contract Year. 

5. Annual Updates. The Service Provider will update the Privacy Management Plan on an 
annual basis with completion prior to the anniversary of Effective Date. Processes and 
Procedures will be updated on an ongoing basis to address operational security 
requirements and reflect the improvements introduced by the specific Transition and 
Transformation activities as described in their respective Statements of Work under the 
Agreement. 

6. Inspection by Province. Once developed, all components of the Privacy Management 
Plan will be available for review by the Province on an annual basis. The Service 
Provider shall make the policies and procedures implemented by it under the Privacy 
Management Plan available for review by the Province at the Service Provider's premises 
on an annual basis and at the Province's request. The Service Provider shall advise the 
Province through the Governance Process defined in the Agreement of any material 
changes that it has made to such policies and procedures. 

7. Defined Terms. In this Privacy Management Plan, "Agreement" means the Master 
Services Agreement dated March 30, 2009 between the Her Majesty the Queen in right of 
the Province of British Columbia as represented by the Minster of Labour and Citizens' 
Services and the Service Provider. (Other capitalized terms used without definition 
(other than in Section 2) have the meaning attached to such terms in the Agreement.) 
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Appendix C - Confidentiality Covenant 

. CONFIDENTIALITY COVENANT 

BACKGROUND: 

Pursuant to a contract to be entered into by the PROVINCE OF BRITISH COLUMBIA, AS 
REPRESENTED BY THE MINISTER OF LABOUR AND CITIZENS' SERVICES (the 
"Province") and EDS ADVANCED SOLUTIONS INC. (the "Company") for the Strategic 
Transformation and Mainframe Services Project (the "Contract"), EAS will be providing services to the 
Province and to the Broader Public Sector (or BPS) as defined below. In providing services to the 
Province and BPS, the Company will be provided with access to or custody over personal information that 
is under the control of the Province or the BPS, including highly sensitive personal information, and other 
confidential information (the "Province/BPS Data"), and the Company is obligated to ensure the privacy, 
confidentiality and security of the Province/BPS Data. 

DEFINITIONS: 

"Broader Public Sector" or "BPS" means crown corporations or agencies that are owned directly or 
indirectly by the Province, and all other levels of government within British Columbia including, without 
limitation, all municipalities, cities, towns, counties or other political jurisdictions of British Columbia, or 
any agency, board, council, department, authority, tribunal or commission of the Province or of any of the 
foregoing, and includes universities, colleges, schools, school boards, hospitals and health authorities in 
British Columbia. 

"Foreign Disclosure Laws" means any laws, statutes, by-laws, treaty, directive, policy having the force 
of law, order, judgment, injunction, award, decree or other similar matter of any government, legislature 
(or similar body), court, governmental department, commission, board, bureau, agency, instrumentality, 
province, state, territory, association, county, municipality, city, town or other political of governmental 
jurisdiction, whether not or in the future constituted, outside of Canada, that may require, request, or 
otherwise demand access, use or disclosure of personal information, whether to intercept or obstruct 
terrorism, or for any other reason. 

COVENANT: 

I, the undersigned, acknowledge that upon my employment with the Company it will be a condition of my 
access to Province/BPS Data that I maintain the confidentiality and security of Province/BPS Data and 
report any breach or suspected breach of confidentiality or security and any wrongdoing or suspected 
wrongdoing of which I am aware. 

I, the undersigned, covenant that upon my employment with the Company: 

1. I will access and deal with Province/BPS Data only in strict accordance with the written policies 
and processes that have been agreed to between the Company and the Province or BPS, to the 
extent that the same have been delivered or made available to me, including all Company policies 
that expressly prohibit any disclosure of Province/BPS Data pursuant to Foreign Disclosure Laws 
(collectively, the "Privacy Obligations"). 

2. I will not disclose any Province/BPS Data except as clearly permitted or provided for by the 
Privacy Obligations. 
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3. In the event that I know or suspect that the Company or any other person or organization has 
accessed or disclosed or intends to access or disclose any Province/BPS Data in any manner that 
is not permitted by, or that is inconsistent with, the provisions of the Privacy Obligations (a 
"Breach"), I will: 

(a) not take any action to assist the Company or any other person in committing the Breach 
or that might otherwise permit or provide for the furtherance of the Breach, even if instructed to 
do so by the Company or by any other person; and 

(b) immediately notify the Province of the Breach by calling a hotline (telephone number 
250-356-1851) that has been established by the Province as set forth in the Privacy Obligations 
(the "Hotline") and cooperate with the Province by providing all relevant information regarding 
the details of the Breach. 

4. Where I have any questions as to whether a Breach has occurred, I will call the Hotline. I will be 
deemed to be in compliance with my obligations under this Confidentiality Covenant where I 
follow any direction that I receive from the Province through the Hotline. 

5. I am aware that under the Freedom of Information and Protection of Privacy Act (British 
Columbia) ("the FOIPP Act"), there are certain obligations placed on me as an employee of a 
"service provider" and, in particular, an obligation to provide notice to the Province of any 
foreign demand for disclosure of personal information. 

6. I am aware that the FOIPP Act also provides for "whistle blower" protection for those who report 
incidents relating to foreign demands for disclosure, which requires, among other things, that an 
employer not discipline an employee because the employee, acting in good faith and on the basis 
of reasonable belief, has notified the commissioner under the FOIPP Act of an unauthorized 
disclosure of personal information or has notified the minister responsible under the FOIPP Act 
of a foreign demand for disclosure. 

7. I acknowledge and agree that my obligations to the Province pursuant to this Confidentiality 
Covenant take priority over any agreement with or commitment to any other party (including the 
Company) that is inconsistent with this Confidentiality Covenant. 

8. I acknowledge and agree that, if I leave the employ of the Company, I will not disclose to any 
person any Province/BPS Data nor take with me any Province/BPS Data received during the 
course of my employment with the Company. 

9. I will, on an annual basis or as otherwise requested by the Province or the Company, reconfirm 
my commitments in respect of the Province/BPS Data. 
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I acknowledge that, upon my employment with the Company, my failure to comply with the provisions of 
this Confidentiality Covenant will be cause for and may result in disciplinary action up to and including, 
where necessary, my dismissal from the Company. 

IN WITNESS WHEREOF I have executed this Confidentiality Covenant as of the __ day of 

SIGNED, SEALED and 
DELIVERED by 

[PRINT NAME] 

__ [SIGNATURE] 

[Place Seal here] 

50633534.1313 

Signed in the presence of: 

Signature of Witness 

Print Name of Witness 

Address ofWitness 

Occupation of Witness 
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Appendix D - External Confidentiality Covenant 

EXTERNAL CONFIDENTIALITY COVENANT 

BACKGROUND: 

Pursuant to a contract to be entered into by the PROVINCE OF BRITISH COLUMBIA, AS 
REPRESENTED BY THE MINISTER OF LABOUR AND CITIZENS' SERVICES (the 
"Province") and EDS ADVANCED SOLUTIONS INC. (the "EAS") for the Strategic Transformation 
and Mainframe Services Project (the "Contract"), EAS will be providing services to the Province and to 
the Broader Public Sector (or BPS) as defined below. In providing services to the Province and BPS, 
EAS will be provided with access to or custody over personal information that is under the control of the 
Province or the BPS, including highly sensitive personal information, and other confidential information 
(the "Province/BPS Data"), and EAS is obligated to ensure the privacy, confidentiality and security of 
the Province/BPS Data. I am currently employed by [Insert name of subcontractor] (the "Company") 
and I have been advised that the Company will provide services to EAS as a subcontractor in connection 
with the Strategic Transformation and Mainframe Services Project and in providing services to the 
Province and BPS, the Company will be provided with access to or custody over personal information that 
is under the control of the Province or the BPS, including Province/BPS Data. 

DEFINITIONS: 

"Broader Public Sector" or "BPS" means crown corporations or agencies that are owned directly or 
indirectly by the Province, and all other levels of government within British Columbia including, without 
limitation, all municipalities, cities, towns, counties or other political jurisdictions of British Columbia, or 
any agency, board, council, department, authority, tribunal or commission of the Province or of any of the 
foregoing, and includes universities, colleges, schools, school boards, hospitals and health authorities in 
British Columbia. 

"Foreign Disclosure Laws" means any laws, statutes, by-laws, treaty, directive, policy having the force 
of law, order, judgment, injunction, award, decree or other similar matter of any government, legislature 
(or similar body), court, governmental department, commission, board, bureau, agency, instrumentality, 
province, state, territory, association, county, municipality, city, town or other political of governmental 
jurisdiction, whether not or in the future constituted, outside of Canada, that may require, request, or 
otherwise demand access, use or disclosure of personal information, whether to intercept or obstruct 
terrorism, or for any other reason. 

COVENANT: 

I, the undersigned, acknowledge that upon my employment with the Company it will be a condition of my 
access to Province/BPS Data that I maintain the confidentiality and security of Province/BPS Data and 
report any breach or suspected breach of confidentiality or security and any wrongdoing or suspected 
wrongdoing of which I am aware. 

I, the undersigned, covenant that upon my employment with the Company: 

1. I will access and deal with Province/BPS Data only in strict accordance with the written policies 
and processes that have been agreed to between the Company and the Province or BPS, to the 
extent that the same have been delivered or made available to me, including all Company policies 
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that expressly prohibit any disclosure of Province/BPS Data pursuant to Foreign Disclosure Laws 
(collectively, the "Privacy Obligations"). 

2. I will not disclose any Province/BPS Data except as clearly permitted or provided for by the 
Privacy Obligations. 

3. In the event that I know or suspect that the Company or any other person or organization has 
accessed or disclosed or intends to access or disclose any Province/BPS Data in any manner that 
is not permitted by, or that is inconsistent with, the provisions of the Privacy Obligations (a 
"Breach"), I will: 

(a) not take any action to assist the Company or any other person in committing the Breach 
or that might otherwise permit or provide for the furtherance of the Breach, even if instructed to . 
do so by the Company or by any other person; and 

(b) immediately notify the Province of the Breach by calling a hotline (telephone number 
250-356-1851) that has been established by the Province as set forth in the Privacy Obligations 
(the "Hotline") and cooperate with the Province by providing all relevant information regarding 
the details of the Breach. 

4. Where I have any. questions as to whether a Breach has occurred, I will call the Hotline. I will be 
deemed to be in compliance with my obligations under this Confidentiality Covenant where I 
follow any direction that I receive from the Province through the Hotline. 

5. I am aware that under the Freedom. of Information and Protection of Privacy Act (British 
Columbia) ("the FOIPP Act"), there are certain obligations placed on me as an employee of a 
"service provider" and, in particular, an obligation to provide notice to the Province of any 
foreign demand for disclosure of personal information. 

6. I am aware that the FOIPP Act also provides for "whistle blower" protection for those who report 
incidents relating to foreign demands for disclosure, which requires, among other things, that an 
employer not discipline an employee because the employee, acting in good faith and on the basis 
of reasonable belief, has notified the commissioner under the FOIPP Act of an unauthorized 
disclosure of personal information or has notified the minister responsible under the FOIPP Act 
of a foreign demand for disclosure. 

7. I acknowledge and agree that my obligations to the Province pursuant to this Confidentiality 
Covenant take priority over any agreement with or commitment to any other party (including the 
Company) that is inconsistent with this Confidentiality Covenant. 

8. I acknowledge and agree that, if I leave the employ of the Company, I will not disclose to any 
person any Province/BPS Data nor take with me any Province/BPS Data received during the 
course of my employment with the Company. 

9. I will, on an annual basis or as otherwise requested by the Province or the Company, reconfirm 
my commitments in respect of the Province/BPS Data. 

50633534.1313 
D- 2-

Page 1522 
CTZ-2013-00110



I acknowledge that, upon my employment with the Company, my failure to comply with the provisions of 
this Confidentiality Covenant will be cause for and may result in disciplinary action up to and including, 
where necessary, my dismissal from the Company. 

IN WITNESS WHEREOF I have executed this Confidentiality Covenant as of the __ day of 

SIGNED, SEALED and 
DELIVERED by 

[PRINT NAME] 

[SIGNATURE] 

[Place Seal here] 

50633534.1313 

Signed in the presence of: 

Signature of Witness 

Print Name of Witness 

Address ofWitness 

Occupation of Witness 
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SCHEDULE26 

GROWTH AND MARKETING 

1. Purpose. 

The purpose of this Schedule 26 (Growth and Marketing) is to describe the agreement between the 
Province and the Service Provider regarding the joint efforts of the Parties to market the Services under 
STMS to Broader Public Sector entities wishing to purchase such Services under STMS. 

2. Definitions. 

Capitalized words used in this Schedule 26 (Growth and Marketing) shall have the meanings given to 
such words in the Agreement. In the event that a term is not defined in the Agreement, it shall have the 
meaning provided in this Section 2 of this Schedule or in the body of this Schedule. 

"Adjusted Capacity Reservation" has the meaning given to it in Schedule 23 (Fees). 

"Capacity Reservation" has the meaning given to it in Schedule 23 (Fees). 

"Potential Buyer" means Broader Public Sector entities interested in purchasing Services under STMS. 

"Province Adjusted VA Commitment" has the meaning given to it in Schedule 23 (Fees). 

"Province VA Commitment" has the meaning given to it in Schedule 23 (Fees). 

"VA" has the meaning given to it in Schedule 23 (Fees) . 

. 3. Principles. 

3.1 Hosting Solutions BC. The Parties acknowledge and agree that they will promote STMS under 
· the brand "Hosting Solutions BC". The Parties will market the Services and STMS in the province of 
British Columbia, in the public sector market. The Parties agree to adhere to the practices and processes 
described in this Schedule 26 (Growth and Marketing) and as otherwise determined by the Joint 
Marketing Committee. 

3.2 Marketing to the Broader Public Sector. The Parties will proactively identify and encourage 
Broader Public Sector to become either Clients of WTS or Buyers under this Agreement. 

3.3 Public Procurements. Ifthere is a public procurement issued by a Broader Public Sector entity 
for services that are similar to the Services under the Agreement, then the Service Provider will 
immediately notify the Province, through Strategic Infrastructure (with a copy to the members of the 
JMC), so the Province has an opportunity to discuss with such Broader Public Sector entity the potential 
benefits and opportunities for such entity under STMS. 

It is the desire of the Parties that: (i) if the Service Provider (or the Data Centre Services Subcontractor) is 
the successful proponent in a public procurement issued by a Broader Public Sector entity for services 
from an STMS Data Centre similar to the Services, then any VA's associated with such services shall be 
counted toward the Province VA Commitment or the Province Adjusted VA Commitment, as the case 
may be, for purposes of determining the VA Unit Price for all Buyers; and (ii) in connection with such 
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procurement, Service Provider (or the Data Centre Services Subcontractor if applicable) shall not be 
obligated to use the same pricing or products as contemplated in the Agreement. Following the Effective 
Date, the Parties will work jointly together to implement the foregoing arrangement in a timely manner 
that is in accordance with all Applicable Laws. 

4. Joint Marketing Committee. 

The Parties will establish a Joint Marketing Committee (JMC), as contemplated in Schedule 18 
(Governance) of the Agreement. The JMC will report to the Joint Executive Committee (JEC) under the 
Agreement. 

4.1 Scope and Responsibilities of the JMC. The overall scope and responsibility of the JMC is as 
follows: 

o to the extent possible, ensure that the marketing and on boarding interests of the Parties are 
aligned; 

o develop an annual joint business development plan including goals and targets, and budgets 
for approval by the JEC; 

o establish principles and practices for sharing information about the market and prospects 
between the Service Provider and the JMC; 

o establish, and up-date as appropriate, marketing, sales and onboarding processes including 
the qualification of prospects, leveraging the Service Provider's (and its Affiliate's) 
processes; 

o establish, and up-date as appropriate, standards for proposals, leveraging Service Provider's 
(and its Affiliate's) standards; 

o monitor progress against tactical marketing and onboarding plans and activities; 

o ensure the benefits of gainsharing are applied consistently with the terms of Schedule 27 
( Gainsharing); 

o approve all joint communications and marketing materials to be released by the Parties; 

o approve and undertake major marketing events as appropriate; 

o escalate to JEC in the event of conflict or dispute; 

o prepare annual progress reports on marketing and onboarding activities; 

o monitor relationships with key Stakeholders; and 

o monitor the reputation of Hosting Solutions BC and its services. 

4.2 Business Development. The focus of the JMC is the entire portfolio of STMS shared services and 
the value proposition of the Agreement to Broader Public Sector entities. 

4.3 Branding. STMS will operate under the name Hosting Solutions BC. 
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4.4 Budget and Cost Sharing. The Province, through Strategic Infrastructure ("SI"), and the Service 
Provider will jointly establish a budget within three months of the start of each Contract Year for the 
upcoming year for the marketing and business development activities associated with STMS. Each Party 
will pay for their own costs associated with the marketing and business development activities 
contemplated under this Schedule 26 (Growth and Marketing), unless the Parties agree otherwise to share 
such any costs. For greater certainty, there will be no flow of funds between the Province and the Service 
Provider as a reimbursement ofthe other Party's costs. 

4.5 Documentation. The Parties will jointly develop the following: 

(a) JMC Annual Plan: an annual plan in connection with the marketing and business 
development activities for STMS ("JMC Annual Plan"), which shall be the overall 
guiding document for the JMC. The JMC Annual Plan must take into account feedback 
from the previous Contract Year on what was successful, and any suggested 
improvements and changes. The JMC Annual Plan will also incorporate the following 
key elements: 

• Key goals and targets based on objectives of the Parties; 

• Budget for JEC approval; 

• Products and services roadmap that incorporates any planned changes to the existing 
service offerings to be introduced during the year; 

• Messaging I value proposition for Services with sensitivity to any negative market 
perception of the deal; 

• Reporting requirements based on key metrics identified. Examples of potential metrics 
are VAs, unit price reductions, overall revenue, Managed Services growth and Buyer 
satisfaction. 

(b) JMC Business Development Plan: a business development plan (the "JMC Business 
Development Plan") will be developed annually and presented by the JMC to the JEC by 
the end of February each Contract Year in preparation for the upcoming Contract Year. 
The Province and the Service Provider will jointly develop the plan, with overall 
accountability for the JMC Business Development Plan to be with the Business 
Relationship Executive, Strategic Infrastructure. The Parties acknowledge and agree that 
the ADM SI, WTS, MLCS Integrated ServiCes Solutions Division, and existing Buyers 
under the Agreement will be part of the consultative process in developing the JMC 
Business Development Plan. The JMC Business Development Plan will also incorporate 
the following key elements: 
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• Outline the onboarding strategy for the next Contract Year; 

• Calendar of events covering tradeshows, conferences, and other functions in alignment 
with the strategy; 

• Client profiles, segmentation and respective action plan 

• Metrics outlining success criteria; 

• Relationship strategies; and 

• . Types of services to focus on. 

(c) Workshops: Parties will hold joint workshops in the fourth quarter of the preceding 
Contract Year in preparation for end of February delivery commitment. The Parties will 
ensure appropriate personnel, resources and information is made available. 

(d) Materials: The JMC will create marketing, sales and promotional materials, the 
development of which will be the overall responsibility of the Business Relationship 
Executive, Strategic Infrastructure, in collaboration with the Service Provider. The 
marketing, sales and promotional materials are to support the overall JMC Business 
Development Plan, the costs of which must be included in the annual budget in the JMC 
Annual Plan. 

(e) Websites: There will be an internal website for Buyers and an external website for 
Potential Buyers. For the internal website, Service Provider will act in a consultative role 
with respect to the content, acknowledging that some content will be confidential to the 
Province. The following activities relating to the external website will be carried out by 
the Parties as indicated below: 

(f) 

50652107.6 

• the design of the website will be developed and maintained collaboratively by SI, 
WTS, and the Service Provider, with SI as the lead; 

• development and operating costs for the website will be split equally between the 
Parties; 

• SI and the Service Provider will establish a website budget prior to the beginning 
of each Contract Year; and 

• the Province will be responsible for hosting the website. 

Responsibilities for Creation, Review and Approval of Documentation: The 
responsibility for the preparation of the documentation contemplated in this Schedule 26 
(Growth and Marketing) shall be as set forth in the Table 2 (Development of 
Documentation) below: 
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Creation of marketing C 
materials (i.e. written 
sales .,. .. ,, .... r,TI 

A,R C, * c c c R 

ADM= Assistant Deputy Ministers, Strategic Infrastructure and WorkPlace Technology Services (WTS) 
BRE = Business Relationship Executive, SI 
ED, AMO = Executive Director, Alliance Management Office WTS 
ED, Client Services = Executive Director, Client Services WTS 
MLCS =Ministry of Labour and Citizens' Services 
SI = Strategic Infrastructure 
SP = Service Provider 
(R) Responsible: those who are responsible for doing the work 
(A) Accountable: those who are accountable for the outcome of the work 
(C) Consulted: those who must be consulted to get all relevant facts and information 
(I) Informed: Those who must be informed 
* = Approval Authority 

4.6 Sales and Onboarding. Onboarding of new Buyers is an important factor to further increase the 
value of the shared services model. Through SI, all Buyers of the Services will jointly plan and manage 
their Capacity Reservation for VAs against the Province VA Commitment or Province Adjusted VA 
Commitment, as the case may be. As consumption of Services grows over the Term, the Service Provider 
will be responsible for ensuring that the appropriate volume price discount will be applied to all Buyers. 
The Province, through SI, will monitor to ensure that the discounts are applied consistent with Schedule 
23 (Fees). Schedule 23 (Fees) sets forth, in detail, the process for each Buyer to increase or reduce their 
Capacity Reservation. 

4.7 Process. For all Potential Buyers interested in purchasing Services under STMS, the Parties will 
follow the process depicted in the attached Appendix A (Potential Buyer - On-boarding Process) of this 
Schedule 26 (Growth and Marketing). The Parties will carry out the following responsibilities: 
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• SI BRE and EDS Sales Executive will endeavour to align early on in the engagement 
of a Potential Buyer; 

• the Parties will use the Service Provider qualifying criteria to assess the initial 
opportunity. The Parties acknowledge and agree that it is important to diligently assess 
the potential early on in the process; 

• the Parties acknowledge and agree that the key qualifying activities to validate and 
qualify the opportunity include: 

• conducting Potential Buyer meetings (frame value hypothesis and 
dialogue with client, explore issues, elicit context/constraints); 

• gaining access to key stakeholders; 

• assessing our ability to respond; 

• qualifying Potential Buyer resources; and 

• determining Potential Buyer decision and buying process; and 

• all opportunities will be documented and tracked in CRM software. 

5. Addition of New Buyers. 

Upon completion of the process described in Section 4. 7 above, SI will work with the Potential Buyer to 
establish the following: 

• the requirements of such Potential Buyer for Services based upon the Services set out 
in the Services Catalogue for STMS; 

• whether such Potential Buyer will purchase Data Centre Services only (co-location 
services) or Managed Services; 

• whether such Potential Buyer will purchase Services through WTS pursuant to an 
agreement as may be applicable, in which case such Potential Buyer will not have a 
stand alone BPS Services Agreement directly with the Service Provider and WTS will 
manage the Services with the Service Provider on the Potential Buyer's behalf; 

• whether such Potential Buyer will purchase Services directly from the Service 
Provider, in which case, the Potential Buyer must enter into: (I) a BPS Services 
Agreement with the Service Provider (which agreement shall be in the same or 
substantially similar form as the BPS Services Template attached as Appendix B (BPS 
Services Agreement Template) to this Schedule 26 (Growth and Marketing); and (2) 
Participation Agreement among the Province and other Broader Public Sector entities 
purchasing Services under STMS; 

• whether such Potential Buyer has any special requirements that must be 
accommodated; and 

• the scope of due diligence required by such Potential Buyer and such other information 
as may be relevant to such Potential Buyer. 
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APPENDIX A 

POTENTIAL BUYER ON-BOARDING PROCESS 
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APPENDIXB 

BPS SERVICES AGREEMENT TEMPLATE 

(See attached) 
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BPSSERVICESAGREEMENTTEMPLATE 

between 

[INSERT BPS ENTITY] 

and 

EDS ADVANCED SOLUTIONS INC. 

as of March •, 2009 

STMS BPS Services Agreement Template 
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BPS SERVICES AGREEMENT TEMPLATE 
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ARTICLE 1- INTERPRETATION AND GENERAL MATTERS 

1.1 Definitions. 

Unless otherwise provided in this Agreement (or in any Schedules attached to this Agreement), 
capitalized terms will have the meanings given to those terms in the attached Schedule 1 (Definitions). In 
addition to the definitions contained in Schedule 1 (Definitions), any capitalized terms defined elsewhere 
in this Agreement will have the meanings so given to them. 

1.2 Recitals. 

The recitals to this Agreement are intended to be a general introduction to this Agreement and are not 
intended to expand the scope of the Parties' obligations under this Agreement or to alter the plain 
meaning of the terms and conditions of this Agreement. 

1.3 Headings. 

The division of this Agreement into Articles, Sections, Subsections, paragraphs and clauses, and the 
insertion of headings, are for convenience of reference only and will not affect the construction or 
interpretation of this Agreement. 

1.4 Interpretation. 

In this Agreement, unless expressly stated to the contrary: 

(a) the terms "this Agreement", "hereof', "hereunder", "hereto" and similar expressions 
refer, unless otherwise specified, to this Agreement taken as a whole and not to any 
particular Article, Section, Subsection, paragraph, clause or other portion of this 
Agreement; 

(b) words importing the singular number only will include the plural, and vice versa, and 
words importing gender will include all genders; 

(c) unless something in the subject matter or context is inconsistent therewith, all references 
in this Agreement to Articles, Sections, Subsections, paragraphs, clauses and Schedules 
refer to Articles, Sections, Subsections, paragraphs, clauses and Schedules of this 
Agreement; 

(d) words and phrases denoting inclusiveness (such as "including" or "includes"), whether or 
not stated as being without limitation, are not limited by their context or the words or 
phrases which precede or succeed them; 

(e) unless otherwise provided in this Agreement, whenever the words "discretion", "option", 
"determine", "election" and other similar words or any variations thereof are used with 
respect to a Party, they will be deemed to mean such Party's sole and absolute discretion, 
option, determination, election or other such similar act; 

(f) any reference to a statute will be deemed to refer to the statute and any regulations made 
thereunder in force as at the date hereof, as the same may be subsequently amended, 
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expanded, added-to, supplemented or otherwise changed or replaced from time to time, 
unless otherwise expressly provided in this Agreement; and 

(g) unless specifically provided otherwise in this Agreement, any reference to "knowledge" 
of the Service Provider or any officer or other personnel of the Service Provider means 
the knowledge of the Service Provider after having made due enquiry, and if the Service 
Provider fails to make such due enquiry, then the knowledge that the Service Provider 
would have had if the Service Provider had conducted reasonable enquiry into the subject 
matter. 

1.5 Acting Reasonably. 

With respect to the Service Provider, any requirement set forth in this Agreement for the Service Provider 
to act reasonably, use reasonable efforts, or any variations thereof, will mean the use of all reasonable 
commercial efforts having regard to the surrounding circumstances, unless specifically provided 
otherwise. With respect to the Province, any requirement set forth in this Agreement for the Province to 
act reasonably, use reasonable efforts, or any variations thereof (including, without limitation, any 
requirement for Approvals by the Province not to be unreasonably withheld), will not require the Province 
to act in a manner that is contrary to, or is inconsistent with, any other policies, directives, executive 
directions, Treasury Board decisions, guidelines, rules, regulations, legislation or other determinations of 
the Province. In addition, the Service Provider expressly acknowledges and confirms that nothing 
contained in this Agreement will be construed or otherwise interpreted in any manner that would or could 
cause the Province to fetter its discretion. 

1.6 Accounting Policy. 

In this Agreement all references to "GAAP'' refer, unless otherwise specified, to generally accepted 
accounting principles from time to time approved by the Canadian Institute of Chartered Accountants (or 
any applicable successor institute thereto) as at the date on which such calculation is made or required to 
be made, consistently applied. Unless otherwise provided in this Agreement, all accounting, record 
keeping, book keeping and other actions of the Service Provider contemplated in this Agreement will be 
performed and carried out in a manner that is consistent with GAAP. 

1.7 Calculation of Time Periods. 

Unless otherwise specified in this Agreement, when calculating the period of time within or following 
which any act is to be done or any step taken, the date that is the reference date for starting the calculation 
of such period will be excluded and the final date for completing such act or step will be included. 

1.8 Currency References. 

Unless otherwise specified, all dollar references in this Agreement are deemed to refer to lawful money of 
Canada. 

1.9 Time. 

Time will be of the essence of this Agreement. 

50653510.1 

-2-
STMS BPS Services Agreement Template 

Page 1543 
CTZ-2013-00110



1.10 Schedules. 

The following are the Schedules attached to this Agreement, which are incorporated into this Agreement 
by reference and are deemed to be an integral part of this Agreement: [NOTE - Schedules to be added, 
deleted and otherwise adjusted as required.} 

Schedule 1 
Schedule 2 
Schedule 3 
Schedule4 
Schedule 5 
Schedule 6 
Schedule 7 
Schedule 8 
Schedule 9 
Schedule I 0 -
Schedule 11 
Schedule 12 
Schedule 13 
Schedule 14 -
Schedule 15 
Schedule 16 -
Schedule I 7 -
Schedule 18 -
Schedule 19 -
Schedule 20 -
Schedule21 
Schedule 22 -
Schedule 23 
Schedule 24 -
Schedule 25 
Schedule 26 -
Schedule 27 -
Schedule 28 -
Schedule 29 -
Schedule 30 -
Schedule 31 
Schedule 33 
Schedule 33 
Schedule 34 -
Schedule 35 
Schedule 36 -
Schedule 3 7 -
Schedule 3 8 -
Schedule 3 9 -
Schedule 40 -
Schedule 41 

Definitions 
Transition Plan 
Transition Management and Governance 
Work-in-Progress Projects 
Special Terms 
Basic Services 
Language of Services 
Service Locations 
Transformation 
Transformation Plan 
Service Levels 
Service Level Failures 
Changes to Weightings 
Non-Disclosure Agreement 
Conditions of Use of Province Marks 
Province Marks 
Communications Plan and Processes 
Governance 
Key Positions 
Subcontractor Matters 
Reporting Requirements 
Records Protocols 
Fees 
Privacy Obligations 
Corporate Chart 
Growth and Marketing 
Gain sharing 
Specific Laws and Policies 
Additional Representations and Warranties 
Indemnification Matters 
Limitation on Liability 
Financial Guarantee 
Financial Guarantee 
Insurance 
Form oflnsurance Certificate 
Material Breach 
Remedies for Material Breach 
Termination Fees 
Service Provider Code of Conduct 
JSRFP 
Province Shared Infrastructure 

1.11 Document Conflicts. 

The main body of this Agreement, the Schedules attached to this Agreement, the Transaction Documents 
and the JSD Agreement are to be interpreted so that all of the provisions are given as full effect as 
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possible. In the event of a conflict among the foregoing, and unless expressly stated to the contrary, the 
order of precedence will be as follows: 

(a) first, the main body of this Agreement; 

(b) second, any Schedules attached to this Agreement; 

(c) third, any other Transaction Documents; and 

(d) fourth, the JSD Agreement. 

1.12 Joint Drafting. 

The Parties have jointly contributed to the drafting of this Agreement, the Schedules attached to this 
Agreement and the Transaction Documents. Accordingly, it is the intention of the Parties that the 
principle of contra proferentem will not apply with respect to interpretation matters in respect of this 
Agreement or the other Transaction Documents. 

1.13 Objectives of the Parties. 

The Parties acknowledge and agree that the primary objectives and guiding principles of their contractual 
relationship under this Agreement are as follows: 

(a) for the Service Provider to transition and deliver certain [insert high level description of 
the services], as well as other additional services set forth in or contemplated by this 
Agreement; 

(b) [insert Province's objectives]; 

(c) to develop a long term and mutually beneficial business relationship characterized by, 
among other things, mutual cooperation, good faith and flexibility to allow for the 
addition or removal of services within the scope of the Services described in (and in 
accordance with) this Agreement, as well as the flexibility to make such adjustment to the 
Services as may be necessary or otherwise required as a result of any unforeseen 
conditions or circumstances; 

(d) to allow the Service Provider to meet or exceed the Province's service delivery 
requirements and service levels as described in this Agreement with respect to the 
Services, and where possible, to continually seek improvement in the delivery of all 
aspects ofthe Services; 

(e) to develop sufficient business processes to accommodate volume fluctuations inherent in 
the nature of the Services being delivered; 

(f) to have the Service Provider act as a source of"best practices" for the Province by having 
the Service Provider (and its Affiliates) monitor and evaluate changes and trends in the 
[insert high level description of Service industry] field (including an evaluation of 
related available and emerging technologies and services), and to so inform the Province 
in respect thereof from time to time; 

(g) to protect the security and privacy of the Personal Information of the Province so that 
there is no material risk that any such information: 

50653510.1 

-4-
STMS BPS Services Agreement Template 

Page 1545 
CTZ-2013-00110



(i) will be disclosed or used contrary to the terms of this Agreement or any 
Applicable Laws, or 

(ii) exists, is stored or can otherwise be accessed anywhere other than in British 
Columbia (or elsewhere in Canada as may be permitted under or pursuant to this 
Agreement), whether in its original form or otherwise, without the Approval of 
the Province; 

(h) to minimize any adverse impact on the applicable personnel and business operations of 
the Province by effectively structuring and managing the transition of the responsibility 
for the delivery of the Services to the Service Provider; 

(i) [insert additional objectives as appropriate]; and 

G) to provide for the transition of the Services (other than the Termination Services) to the 
Province or the Alternative Service Provider upon the expiry or earlier termination of this 
Agreement in a manner that is efficient, enables continued and uninterrupted delivery of 
such Services during each such transition, and minimizes any adverse impact on the 
businesses of the Province in connection therewith. 

The Parties acknowledge and agree that the above noted objectives and guiding principles are not, as 
such, intended to create legal obligations for the Parties, but instead, are intended to document the mutual 
primary objectives of the Parties in entering into this Agreement. The specific provisions of this 
Agreement and the other Transaction Documents are to be interpreted according to their plain meaning; 
provided that where there is uncertainty concerning the meaning of any specific provision, then such 
provision is to be interpreted in light of the objectives and guiding principles set forth in this Section. 

1.14 General Scope. 

The potential scope of the Services for the Term of this Agreement is as follows, subject to the 
implementation of such Services at the discretion of the Province in accordance with the Change Order 
Process and other applicable terms of this Agreement: 

(a) the Services described as being in-scope for this Agreement in the provisions of this 
Agreement (and any Schedules attached to this Agreement); and 

(b) the scope of the services set forth in the JSRFP including, without limitation, any 
potential scope, future scope or other similarly described scope in the JSRFP. 

The Parties acknowledge that it is their intention to expand the Services throughout the Term within the 
potential scope of Services for. this Agreement, as set forth above. Notwithstanding the foregoing, the 
Service Provider acknowledges and agrees that any additional services that are within such potential 
scope are subject to negotiation (to the extent applicable) and incorporation into this Agreement through 
the Change Order Process, by a written instrument signed by the Parties, or as may otherwise be 
specifically provided for under the tenns of this Agreement. The reference to such potential scope in this 
Section or elsewhere in this Agreement does not, in and of itself, give the Service Provider any automatic 
or implied right to negotiate, discuss, or incorporate any additional services under this Agreement within 
such potential scope, and such negotiations, discussions or incorporation will be at the sole discretion of 
the Province. 
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ARTICLE 2- AGREEMENT TERM AND RENEWAL 

2.1 Initial Term. 

The "Initial Term" of this Agreement will commence on the date of this Agreement and will continue 
until the earlier of: 

(a) the date upon which this Agreement is terminated in accordance with the provisions of 
this Agreement; or 

(b) [insert date], as may be extended in accordance with Section 2.7 (One Year Extension). 

2.2 No Renewal Assurances. 

The Province is giving no assurances whatsoever to the Service Provider, expressed or implied, that this 
Agreement will be renewed or extended beyond the expiry of the Initial Term. The Service Provider 
specifically acknowledges and affirms that it has arranged its business affairs on the assumption that this 
Agreement may terminate, at the latest, at the end ofthe Initial Term. 

2.3 No Expropriation. 

Any termination of this Agreement in accordance with its terms, either at the expiry of the Initial Term or 
as otherwise provided in this Agreement, will not constitute an expropriation by the Province or be 
tantamount to an expropriation by the Province at domestic or international law (including, but not 
limited to the North American Free Trade Agreement), and will not constitute grounds for asserting any 
Claim whatsoever under any domestic law, international agreement, or domestic law implementing an 
international agreement (including, but not limited to, Chapter Eleven of the North American Free Trade 
Agreement and the General Agreement on Trade in Services). 

2.4 Renewal Option. 

The Province, at its sole option and acting in its discretion, may elect to renew the Initial Term of this 
Agreement for one (I) additional renewal term of [insert number of years for the renewal period] years 
expiring on [insert expiry date for the renewal period], or if the Initial Term is extended pursuant to 
Section 2.7 (One Year Extension), then such date that expires [insert number of years for the renewal 
period) years thereafter (the "Renewal Term"). The Province may elect to renew this Agreement for the 
Renewal Term by delivering written notice of such renewal to the Service Provider in accordance with the 
provisions of Section 2.5 (Renewal Notice), but subject to the provisions of Section 2.6 (Renewal 
Negotiations). No such renewal of the Initial Term will prevent either Party from exercising its rights to 
terminate this Agreement in accordance with its terms. 

2.5 Renewal Notice. 

Where the Province intends to renew the Initial Term, it will provide the Service Provider with prior 
written notice of its intent to renew the Initial Term on or before [insert date]. If the Province does not 
deliver such notice to the Service Provider on or before such date, then the Province will be deemed to 
have elected not to renew the Initial Term of this Agreement. 
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2.6 Renewal Negotiations. 

The terms and conditions of this Agreement will apply during the Renewal Term except for the following, 
which will be subject to renegotiation and agreement by the Parties acting in good faith (which 
renegotiations will commence following receipt of a renewal notice by the Service Provider): 

(a) in the case of a complete renewal of all of the Services (which renewal will only be 
effective if the Parties are able to agree upon all of the terms thereof within the time 
required pursuant to this Section): 

(i) [insert a high level description of the limited provisions that are eligible for 
renegotiation upon renewal, such as service levels, fees, etc.], and 

(ii) such provisions of this Agreement which may require consequential amendments 
as a result of the foregoing; or 

(b) in the case of a partial renewal of some but not all of the Services (which partial renewal 
will only be effective if the Parties are able to agree upon all of the terms thereof within 
the time required pursuant to this Section): 

(i) the part of the Services under this Agreement to be performed by the Service 
Provider during the Renewal Term (and for greater clarification, the 
determination and negotiation thereof will be for purposes of identifying such 
partial Services, and not for purposes of creating new partial Services that are not 
otherwise included in the Services then performed by the Service Provider prior 
to the Renewal Term), 

(ii) [insert a high level description of the limited provisions that are eligible for 
negotiation in connection with the partial services, such as service levels, 
fees, etc.) as they relate to the partial Services to be performed during the 
Renewal Term, and 

(iii) such provisions of this Agreement which may require consequential amendments 
as a result of the foregoing. 

If the Parties are able to successfully conclude an agreement upon the foregoing within [insert number of 
days permitted for the renewal discussions], then they will execute a renewal agreement (the "Renewal 
Agreement") on or before the expiry of such period setting forth the negotiated terms that will apply to 
the Renewal Term, which terms will be effective from and after [insert date], being the first calendar day 
foJiowing the expiry of the Initial Term (as such date may be extended pursuant to Section 2.7 (One Year 
Extension)), or such other date as may be agreed to in writing by the Parties. If the Parties fail to agree 
upon the foregoing terms and fail to execute the Renewal Agreement on or before [insert date), or such 
other date as may be agreed to in writing by the Parties, then there will be deemed to be no Renewal Term 
for this Agreement (whether for a partial renewal or a full renewal of the Services), and subject to 
Section 2.7 (One Year Extension), the Term will expire at the end of the Initial Term or earlier in 
accordance with the terms of this Agreement. 

2. 7 One Year Extension. 

The Province, at its sole option and acting in its discretion, may elect to extend the Initial Term (unless 
the Parties have entered into a Renewal Agreement, in which case, the Province may elect to extend the 
Renewal Term), for one (1) additionaHwelve (12) month period (the "Extension"), by delivering written 
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notice of such extension to the Service Provider in accordance with the provisions of Section 2.8 
(Extension Notice). The Parties acknowledge that the purpose for granting the Province the option to 
extend the Initial Term, or the Renewal Term, as the case may be, is to allow the Province to conclude 
any procurement or other related process that it may undertake in connection with the selection of a new 
service provider for the Services or the repatriation of the Services in-house with the Province, as the case 
may be. 

2.8 Extension Notice. 

Where the Province intends to extend the Initial Term (or the Renewal Term, as the case may be), it will 
provide the Service Provider with prior written notice of its election to extend as follows: 

(a) in the case of the Initial Term, on or before {insert date]; or 

(b) in the case of the Renewal Term, on or before [insert date]. 

If the Province does not deliver such notice to the Service Provider within the time required, then the 
Province will be deemed to have elected not to extend the Initial Term or the Renewal Term, as the case 
maybe. 

2.9 Extension Terms. 

Unless otherwise agreed to in writing by the Parties, the terms and conditions in effect as at the end of the 
Initial Term or the Renewal Term, as the case may be, being the terms and conditions set forth in this 
Agreement as amended, changed, modified or supplemented by the Parties in the manner contemplated 
under this Agreement, will apply during such EXtension. 

2.10 Termination Assistance. 

In connection with the expiry or earlier termination of this Agreement, the Service Provider will provide 
the Termination Services to the Province in accordance with Article 29 (Termination Services). 

2.11 Effect of Termination. 

The expiry or earlier termination of this Agreement will cause, and will be deemed to cause, the expiry or 
earlier termination of all other Transaction Documents as of the same date, except for those provisions in 
this Agreement and in the other Transaction Documents, which are stated to survive Termination. 

ARTICLE 3- INITIAL TRANSITION 

3.1 Master Transfer Agreement. 

Each Party will perform its respective obligations as set out in the Master Transfer Agreement in 
accordance with its terms. 

3.2 Hand-Over of Services. 

Subject to the provisions of this Article 3 (Initial Transition), the Parties will transfer responsibility and 
accountability for the provision of the Services to the Service Provider (the "Transition"), with effect on 
the Hand-Over Date. In connection therewith, the Service Provider will commence the delivery of the 
Services on the Hand-Over Date, other than those Services that are expressed in this Agreement as being 
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Services that are to be commenced by the Service Provider on some date other than the Hand-Over Date 
(such as the Transition Services and the Termination Services). 

3.3 Transition Services. 

For purposes of completing the Transition, and from and after the execution of this Agreement, the 
Service Provider will provide the following services to the Province (collectively, the "Transition 
Services"): 

(a) such services as are necessary to complete the Tmnsition by the Hand-Over Date and in a 
manner that will, to the greatest extent possible, ensure the continued, uninterrupted and 
efficient delivery of the Services throughout the transition, and that will minimize any 
disruption to the business operations of the Province; 

(b) the complete and timely performance by the Service Provider of all matters required to be 
performed by or on behalf of the Service Provider, or for which the Service Provider is 
otherwise responsible, in accordance with the initial tmnsition plan attached to this 
Agreement as Schedule 2 (Transition Plan), as such transition plan may be amended, 
modified and supplemented in accordance with the provisions of Section 3.4 
(Modifications to Transition Plan) (collectively, the "Transition Plan"); and 

(c) the Service Provider will be responsible for the overall management and implementation 
of the Transition, including coordinating, planning and implementing the Transition in 
accordance with the Transition Plan and this Agreement. 

3.4 Modifications to Transition Plan. 

Notwithstanding the level of detail contained in the initial Transition Plan, the Parties acknowledge that 
the initial Transition Plan may require modifications after the execution of this Agreement. Such 
modifications will be agreed to by the Parties in accordance with the Transition Governance Process, and 
once agreed to through the Transition Governance Process, such modifications will be incorporated into 
the Transition Plan, and the Transition Plan will be deemed to be amended accordingly (including 
amending Schedule 2 (Transition Plan)). For greater clarification, the Parties confirm that any changes 
to the following in respect of the Transition Plan will require the joint Approval of the Parties through 
[insert appropriate level of approval for significant changes, e.g., the AMO, the Joint Executive 
Committee, etc.): 

(a) the Hand-Over Date; and 

(b) the scope of the Services to be provided by the Service Provider as of the Hand-Over 
Date. 

3.5 Transition Management. 

During the Transition Period and for one month after the Hand-Over Date, each Party will assign a 
transition management team (each a "Transition Management Team"), comprised of the members as set 
forth in Schedule 3 (Transition Management and Governance), who will be primarily dedicated to the 
implementation of the Transition. The guiding principles, responsibilities and meeting process for 
meetings between members of each Transition Management Team will be as set forth in Schedule 3 
(Transition Management and Governance). For greater clarification, Schedule 3 (Transition 
Management and Governance) includes a governance process to monitor progress and identify any issues 
or circumstances that may impact the schedule set forth in the Transition Plan (the "Transition 
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Governance Process"). Any potential delays or circumstances that may adversely affect the Transition 
will be escalated in accordance with the Transition Governance Process in lieu of the Change Order 
Process. 

3.6 Completion of Transition Plan. 

Subject to Sections 3.9 (Failure to Complete Transition Plan) and 3.12 (Effect of Termination Prior to 
Hand-Over Date), the transfer of the provision and performance of the Services to the Service Provider 
will be subject to the completion of the requirements of the Transition Plan before the Hand-Over Date. 
Such requirements ofthe Transition Plan will be completed at such time as: 

(a) all components of the Transition Plan that are required under the terms of the Transition 
Plan to be completed prior to the Hand-Over Date have been completed; or 

(b) the Service Provider and the Province, through the Transition Governance Process, have 
jointly waived the requirement to complete any such component of the Transition Plan 
that has not been completed prior to the Hand-Over Date, or have transferred the 
obligation of the Service Provider (or other applicable Person) to complete the same after 
the Hand-Over Date. 

The Service Provider will complete all components of the Transition Plan (if any) that are required under 
the terms of the Transition Plan to be completed after the Hand-Over Date, within the times indicated in 
the Transition Plan. 

3. 7 Transition Costs. 

Other than the payment of the applicable Fees expressly set forth in Article 15 (Fees and Payment Terms) 
which are the responsibility of the Province, the Service Provider is responsible for all of the costs 
incurred by the Service Provider (or its Subcontractors) for completing the Transition Plan, including all 
direct and indirect costs incurred by the Service Provider (or its Subcontractors) in cormection with the 
implementation of the Transition Plan, and the overall management of the Transition Plan, but excluding 
therefrom: 

(a) those costs, if any, identified in the Master Transfer Agreement as being the 
responsibility of the Province; and 

(b) those costs incurred by the Province in connection with the Transition Plan. 

3.8 Work-in-Progress Projects. 

The Parties acknowledge that there are certain Work-in-Progress Projects existing as of the date of this 
Agreement in respect of which there may be work that will not be completed by the Hand-Over Date, and 
that will constitute work-in-progress as of such date, as more particularly described in Schedule 4 (Work
in-Progress Projects). The Parties will handle the Work-in-Progress Projects in accordance with the 
following principles: 

(a) the Province will have financial and operational responsibility for the Work-in-Progress 
Projects prior to the Hand-Over Date; and 

(b) from and after the Hand-Over Date, the Service Provider will assume operational 
responsibility for the Work-in-Progress Projects that have not been completed by the 
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Hand-Over Date, which will be paid for in accordance with the provisions of Schedule 
23 (Fees). 

3.9 Failure to Complete Transition Plan. 

If the Transition Plan is not completed, as applicable, by the Hand-Over Date (which completion will be 
determined in the manner specified in Section 3.6 (Completion of Transition Plan)), then the provisions 
set forth in Sections 3.10 (Delays Caused by Province), 3.10 (Delays Caused by Service Provider), and 
3.12 (Effect of Termination Prior to Hand-Over Date) will apply, as applicable under the circumstances; 
provided that if the Parties are unable to agree upon which Party caused the delay, then the matter of fault 
for purposes of determining whether the delay was caused by one Party or the other, will be deemed to be 
a Dispute and will be determined in accordance with the Dispute Resolution Process under Article 27 
(Dispute Resolution). For greater clarification, no Party will be. deemed to have failed to perform its 
obligations under the Transition Plan where such performance is dependent upon the performance by the 
other Party of that other Party's obligations under the Transition Plan, in circumstances where that other 
Party has failed to so perform. 

3.10 Delays Caused by Province. 

If the failure to complete the Transition by the Hand-Over Date is due to the fault or delay of the Province 
(in circumstances where the Parties have not jointly waived the requirement to complete the incomplete 
components of the Transition Plan pursuant to the provisions of Section 3.6 (Completion of Transition 
Plan)), then the provisions of [insert applicable section from the schedule] Schedule 5 (Special Terms) 
will apply. 

3.11 Delays Caused by Service Provider. 

If the failure to. complete the Transition by the Hand-Over Date is for any reason other than the fault or 
delay of the Province (in circumstances where the Parties have not jointly waived the requirement to 
complete the incomplete components of the Transition Plan pursuant to the provisions of Section 3.6 
(Completion of Transition Plan)), then the Province may, in its sole and absolute discretion, do one or 
more of the following: 

50653510.1 

(a) · Postponement- postpone the Hand-Over Date to such later date as the Province may 
select by giving to the Service Provider as much prior written notice of such postponed 
Hand-Over Date as may be possible under the circumstances, which postponed Hand
Over Date may be further extended by the written agreement of the Parties, but in any 
event will be no later than [insert drop dead date] (the "Final Hand-Over Date"), in 
which event: 

(i) the Service Provider will complete the Transition in accordance with the terms of 
the Transition Plan, applied mutatis mutandis, and to the satisfaction of the 
Province on, or before such postponed Hand-Over Date, 

(ii) the provisions of [insert section from the schedule containing any applicable 
remedies available to the Province as a result of the delay) Schedule 5 
(Special Terms) wiJl apply, and 

(iii) if the Transition is not completed by such postponed Hand-Over Date (as may be 
extended in accordance with paragraph (a) above up to and no later than the Final 
Hand-Over Date), then the Province may give written notice of termination of 
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this Agreement to the Service Provider, in which event the provisions of Section 
3.12 (Effect of Termination Prior to Hand-Over Date) will apply; or 

(b) Partial Commencement- if the Transition is substantially complete and it is reasonably 
practicable to do so, give written notice to the Service Provider to commence all available 
Services on the Hand-Over Date (the "Partial Commencement"), in which case: 

(i) the provisions of [insert section from the schedule containing any applicable 
remedies available to the Province as a result of the delay] Schedule 5 
(Special Terms) will apply, and 

(ii) the Service Provider will complete the outstanding obligations under the 
Transition Plan in accordance with its terms, applied mutatis mutandis, within 30 
days of the Partial Commencement of the Services on the Hand-Over Date 
(unless otherwise agreed to by the Parties in writing), provided that there will be 
no Partial Commencement unless the Parties first agree upon the Fees to be paid 
by the Province to the Service Provider with respect to such Partial 
Commencement. 

3.12 Effect of Termination Prior to Hand-Over Date. 

If this Agreement is terminated prior to the Hand-Over Date, then the following provisions will apply: 

(a) the obligations of the Parties to continue to pursue the transactions and the contractual 
relationship contemplated in this Agreement and in the other Transaction Documents will 
immediately terminate and cease to be of any further force or effect; 

(b) this Agreement will terminate and cease to be of further force or effect subject to survival 
of those provisions specified in Section 33.11 (Survival) of this Agreement; 

(c) each of the other Transaction Documents, if executed and delivered, will terminate and 
cease to be of any further force or effect subject to survival of any provisions 
contemplated therein or herein to survive termination of the applicable Transaction 
Documents, and any assets transferred in respect of such Transaction Documents prior to 
such date will be transferred back to the original Party on the same terms as initially 
transferred; 

(d) the Service Provider will, forthwith after the Termination Date, return to the Province (or 
at the direction of the Province destroy) all of the Province Confidential Information and 
Province Records provided to the Service Provider prior to the Termination Date 
(including prior to the execution of this Agreement pursuant to the JSDA), and will not 
retain and will destroy all copies thereof which the Service Provider (or any 
Subcontractor, agent, consultant or Person working for or hired by or on behalf of the 
Service Provider in connection with this Agreement, the Transaction Documents and the 
transactions contemplated herein and therein) may have made or caused to be made; 

(e) where this Agreement is terminated as a result of a failure to complete the Transition by 
the Hand-Over Date for any reason other than the fault or delay of the Province, then the 
Service Provider will not be entitled to receive any payment or compensation from the 
Province; and 
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(f) where this Agreement is tenninated by the Province as a result of a failure to complete 
the Transition by the Hand-Over Date due solely to the fault or delay of the Province, 
then the Service Provider will not be entitled to receive any payments or other 
compensation from the Province except as expressly provided for in Schedule 38 
(I'ermination Fees) in respect of a Tennination effected pursuant to this Section 3.12 
(Effect of Termination Prior to Hand-Over Date). 

ARTICLE 4- SERVICES 

4.1 Overview of Services. 

Subject to a Partial Commencement of the Services pursuant to Article 3 (Initial Transition), as may 
otherwise be agreed to by the Parties in accordance with the Change Order Process, and as may be 
transfonned and otherwise changed in accordance with the provisions of this Agreement during the Tenn, 
the Service Provider will provide to the Province, and the Province will obtain from the Service Provider, 
the following services from and after the Hand-Over Date (or from and after such other date as indicated 
below), upon the tenns and conditions set forth in this Agreement (collectively, the "Services"): 

(a) the Transition Services, as more particularly described in Article 3 (Initial Transition), 
from and after the Effective Date; 

(b) the basic services described as such in Schedule 6 (Basic Services) (which includes the 
inherent services described in Section 4.2 (Included or Inherent Services), as such 
Schedule may be amended and supplemented by the Parties from time to time in 
accordance with this Agreement (collectively, the "Basic Services"); 

(c) the transfonned services in accordance with Article 6 (Transformation), being the Basic 
Services as described in Schedule 6 {Basic Services) as transfonned pursuant to the 
Transfonnation Plan (collectively, the "Transformed Services"); 

(d) the Tennination Services, as more particularly described, and within the times indicated, 
in Article 29 (Termination Services); 

(e) ,such other services or additional services as may be agreed to by the Parties pursuant to 
the Change Order Process; and 

(f) all such other or additional services as set forth or otherwise described in this Agreement. 

4.2 Included or Inherent Services. 

The Parties acknowledge that there are functions or tasks not specifically listed or described in this 
Agreement that are customarily required for the proper perfonnance and provision of the Services (as the 
same may be Improved, changed or transfonned as contemplated under this Agreement), or as may 
otherwise be required to perfonn the Services in a manner consistent with the perfonnance thereof prior 
to the Hand-Over Date. Without limiting the foregoing and subject to the provisions of this Section, such 
functions or tasks will be deemed to be implied or included in the scope of the Services to the same extent 
and in the same manner as if those functions or tasks had been specifically described in this Agreement. 
Notwithstanding the foregoing, this Section is not intended to expand the scope of the Services beyond 
the Services described in this Agreement, or to require a higher standard of Service delivery than that 
which is otherwise described in this Agreement. 
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4.3 Language of Services. 

The Service Provider will provide all of the Services in English, and in such other languages and with 
such other special arrangements to accommodate customers with visual, hearing and other similar forms 
of special needs, as set forth in Schedule 7 (Language of Services). 

4.4 Standard of Care. 

Unless specifically provided otherwise in this Agreement (or in any schedules attached to this 
Agreement), the Service Provider will provide the Services under this Agreement using the standard of 
care of a reasonable service provider performing similar services in comparable circumstances. 

4.5 Services and Program Changes. 

All changes, modifications, amendments or supplements to the Services provided by the Service Provider 
to the Province under this Agreement will be undertaken in accordance with the Change Order Process 
and any other express provisions of this Agreement that contemplate changes to the Services. 

4.6 Service Recommendations. 

As part of the Services, the Service Provider will, from time to time as it may deem appropriate, but not 
less frequently than annually, make recommendations to the Province for improvements to the Services 
based on changes and trends in the [insert industry in which the Services are being provided] field and 

. available new technologies, and implement any of such recommendations Approved by the Province in 
accordance with the Change Order Process. 

4. 7 Quality Management. 

In providing the Services to the Province during the Term, the Service Provider will: 

(a) be responsible for implementing and carrying out continuous improvement and quality 
management for all of the Services; 

(b) establish quality assurance programs that encompass continuous improvement of the 
Services in addition to an ongoing quality assessment of the Services; 

(c) maintain an ongoing focus on the satisfaction of the Province and the Stakeholders, as 
well as other users of the Services, by monitoring and evaluating trends that develop in 
the performance of the Services (as indicated through complaint processes or otherwise), 
and by making recommendations to the Province in respect thereof; and 

(d) such activities will be performed entirely by the Service Provider at its own expense and 
will not require the resources of the Province or the payment of any additional Fees 
without the Approval of the Province. 

4.8 Documentation. 

The Service Provider will deliver to the Province a detailed and comprehensive operational procedures 
manual in respect of the Services (the "Manual"), in a form and substance that is subject to the 
Province's prior consultation, and containing the matters referred to in Section 4.9 (Manual 
Requirements), by the end of the Transition Period[- or- ''within • days of the Hand-Over Date''}. The 
Service Provider will periodically, but not less than [insert time period e.g., quarterly, every six 
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months, etc.] unless otherwise agreed by the Province, update the Manual to reflect changes in the 
operations or procedures described in the Manual. The Service Provider will provide the Province with 
the updates of the Manual on a timely basis, and within the period required for such updates to be made, 
for consultation with the Province. For greater clarification, the Parties acknowledge that the Manual is 
intended to describe to the Province how the Services will be performed, and will in no event be 
interpreted so as to relieve the Service Provider of any of its performance obligations under this 
Agreement. The consultation with the Province under this Section 4.8 (Documentation) is not intended 
to, and will not be deemed to, shift the risk and responsibility for the business operations in performing 
the Services from the Service Provider to the Province, and the Parties acknowledge and agree that the 
responsibility and risk thereof will remain at all time with the Service Provider. 

4.9 Manual Requirements. 

The Manual will describe or include the following: 

(a) the procedures associated with the business processes and technology support services 
that the Service Provider will undertake in order to provide the Services; 

(b) the methods of operation and procedures the Service Provider will use to perform the 
Services, such as network topologies, security administration, system configurations, call 
centre processes, human resource functions, business processes and associated 
documentation that provides further details of such activities, as applicable (including, for 
example, user support manuals, job scheduling procedures, specifications and updates of 
such materials); and 

(c) current documentation with respect to the Systems, business processes, and processes in 
support of the operations and procedures used to deliver the Services (which 
documentation will be sufficient to enable the Province, or another service provider that 
is reasonably skilled in the provision of services similar to the Services, to fully assume 
the provision of the Services), and the Manual will detail how such documentation will 
be maintained. 

4.10 Knowledge Transfer. 

The Service Provider acknowledges that the Province needs to retain an appropriate level of 
understanding regarding the manner in which the Services are delivered throughout the Term. As part of 
the Basic Services, the Service Provider will provide the Province with ongoing knowledge transfer with 
respect to the Services in the manner Approved through the Governance Process or as otherwise 
requested by the Province from time to time. The Service Provider will provide such knowledge transfer 
to the Province at the level of information and detail as may be required by the Province to ensure that the 
Province is a well informed customer regarding the manner in which the Services are delivered. At the 
request of the Province, the Service Provider will provide any new Province staff(who have duties related 
to the Services or the Service Provider) with an orientation and training regarding the manner in which 
the Services (or such portion of the Services as may be applicable under the circumstances) are delivered 
by the Service Provider, and at such mutually scheduled times as may be reasonably agreed to by the 
Parties through the Governance Process. The Service Provider will also provide the Province and its staff 
with information and general training sessions regarding any significant process or Systems changes that 
may occur in respect of the Services throughout the Term. 
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4.11 Province Retained Responsibilities. 

During the Term (and without limiting any other provisiOns of this Agreement regarding the 
responsibilities of the Province), the Province will remain responsible for and will retain control of the 
following: 

(a) setting all Province Policies and guidelines including, without limitation, those relating to 
the Services, records management, and privacy and security; 

(b) all media relations, including the Approval of the Service Provider media 
communications and Stakeholder communications in accordance with Article 10 
(Branding and Communications); 

(c) the exercise of powers for and on behalf of Her Majesty the Queen in Right of the 
Province of British Columbia, as represented by the Minister of Labour and Citizens' 
Services; 

(d) [insert other as applicable to the transaction); and 

(e) such other direct responsibilities as may be expressly contemplated in this Agreement. 

The Parties acknowledge that these responsibilities are vested solely in the Province. The Service 
Provider has no right or obligation to exercise any responsibilities ofthe Province set forth in this Section 
and is not accountable for actions taken by the Province in respect of the same. For greater clarification, 
where the Province exercises its responsibilities under this Section 4.11 (Province Retained 
Responsibilities) and such exercise affects the Service Provider in the manner contemplated in the Change 
Order Process, then the provisions of Article 7 (Change Order Process) will apply, as applicable. 

4.12 Failure of Province to Perform Retained Responsibilities. 

In the event of (i) a failure by the Province to perform its obligations under this Agreement (other than a 
failure to make payments in accordance with Section 28.3 (Material Breach by Province), (ii) a failure by 
the Province to provide services to the Service Provider as specifically provided in this Agreement, if any, 
to the extent that the Services are contingent upon the performance by the Province thereof, or (iii) the 
Province Intellectual Property utilized or otherwise accessed by the Service Provider under license or 
access rights pursuant to Section 19.5 (Use of Province Software for the Services) infringing the 
Intellectual Property rights of a third party, such that the Service Provider is unable to utilize such 
Province Intellectual Property, then the following provisions will apply: 

(a) the Service Provider will notifY (insert title of Province representative for this 
particular notice requirement) as soon as possible, and in any event within five (5) 
Business Days from the date the Service Provider discovers that such failure or 
infringement has occurred, providing details with respect to such failure or infringement 
(such as the specific obligation or co-operation sought, the individuals from whom it was 
sought, and the date such request was made); 

(b) the Service Provider and the Province, through the Governance Process, will promptly 
meet in order to discuss and resolve, if possible, the failure or the infringement; 

(c) unless the Province contests the Service Provider's assertion that such failure or 
infringement has occurred, the Province will address such failure, make reasonable 
efforts to either negotiate a license or access rights in respect of the Province Intellectual 
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Property in question, provide a "workaround" to address the failure or infringement, or 
provide alternative Intellectual Property as a replacement for the infringing Province 
Intellectual Property, all as applicable under the circumstances; 

(d) if such failure of the Province or infringement has a material impact on the delivery and 
performance of the Services or on the cost of providing the Services, then effective as of 
the date that the notice of the failure or infringement is delivered to the Province in 
accordance with paragraph (a) above, the Service Provider and the Province will adjust 
the Fees, time frames for performance, Service Levels or Services, as applicable and to 
the extent affected, either on a temporary basis or a long term basis, in accordance with 
the Change Order Process; 

(e) if the Service Provider does not so notify the Province of the failure or infringement as 
set forth in this Section, then no such Mandatory Change will be deemed to have 
occurred, and such failure or infringement on the part of the Province will not constitute 
an excuse or defence for the Service Provider's failure to perform its obligations under 
this Agreement; 

(f) for greater clarification, the Parties acknowledge that the Service Provider has the right to 
elect not to immediately deliver notice to the Province under paragraph (a) above for 
minor failures, with such election in no way restricting the Service Provider from 
subsequently delivering a notice under paragraph (a) above that is in respect of all such 
minor failures (to the extent that they continue to impact delivery of the Services), all of 
such failures thereafter being deemed, for the purposes of this Section, to be a single 
failure by the Province to perform in accordance with its obligations under this 
Agreement; 

(g) any failure of the Province Shared Infrastructure will not be governed by this Section but 
will instead be governed by the provisions set forth in Article 20 (Province Shared 
Infrastructure); and 

(h) except as specifically provided otherwise in this Agreement, the application of the 
foregoing provisions will constitute the sole remedy of the Service Provider in respect of 
such failure or infringement by the Province. 

4.13 Restrictions on Shared Environment. 

Unless expressly provided elsewhere in this Agreement or upon the Approval of the Province, the Service 
Provider will ensure that all Systems and premises that are used to provide the Services are not in any 
manner shared or otherwise utilized to provide services to any other Person unless expressly Approved by 
the Province. With respect to any shared Systems or premises that are Approved by the Province, the 
Service Provider will ensure that all such Systems and premises are segregated and not accessible at any 
time by any Persons other than those expressly authorized by or in accordance with this Agreement, and 
that such Systems and premises are not used for any purposes except for those expressly Approved by the 
Province. Without limiting the generality of the foregoing, the Service Provider will at all times comply 
with the privacy, confidentiality and security obligations as set forth in Schedule 24 (Privacy 
Obligations) and as otherwise set forth in this Agreeme.nt. At no time and under no circumstances will 
any Personal Information or Province Confidential Information be shared or otherwise accessible by any 
shared System other than the Province Shared Infrastructure (to the extent applicable). 
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ARTICLE 5- SERVICE AND DATA LOCATIONS 

5.1 Overview of Service Locations. 

No Services will be provided or performed by the Service Provider at any location outside of British 
Columbia (or elsewhere in Canada as may be permitted under or pursuant to this Agreement) and no 
Personal Information will be accessed, used, stored, transmitted or otherwise made available in any 
manner outside of Canada, and no Person outside of Canada will have access in any manner to the 
Personal Information, except as may be specifically permitted under the Freedom of Information and 
Protection of Privacy Act (British Columbia) and Approved in writing by the Province from time to time. 

5.2 Service Locations. 

The addresses at which any Personal Information will be accessed, used, stored, transmitted or otherwise 
made available by the Service Provider or its Subcontractors, or from where any Services will be 
performed (collectively, the "Service Locations"), are set forth in the attached Schedule 8 (Service 
Locations). The Service Provider will not store any Personal Information databases except in those 
locations set forth in Schedule 8 (Service Locations) without the Province's Approval, and the Service 
provider will ensure that its Subcontractors do not access, use, store, transmit or otherwise make available 
any Personal Information at any other locations unless the Service Provider provides the Province with 
prior written notice thereof, and provided that such locations are within British Columbia (or elsewhere in 
Canada as may be permitted under or pursuant to this Agreement). For greater clarification, nothing 
contained in this Section will permit or otherwise enable the Service Provider (or any of its 
Subcontractors) to perform the Services from a location outside of British Columbia unless permitted 
under or pursuant to this Agreement or otherwise Approved by the Province. 

5.3 Relocation of the Service Provider Service Locations. 

The Service Provider may relocate all or a part of the Service Centre or the Services at any time upon 
prior written notice thereof to the Province, provided that: 

(a) the Service Provider will not permit its Personnel or any External Personnel to work from 
home or engage in other similar remote telecommunicating activities, where the same 
involve the use of Personal Information, without the prior Approval of the Province 
through the Change Order Process; and 

(b) the relocation of all or any portions of the Services or the Service Centre will be subject 
to the Approval of the Province, which will not be unreasonably withheld 
(acknowledging that the Province will grant or withhold such Approval having regard to 
the interests of the Province and the Stakeholders). 

5.4 Service Location Policies. 

To the extent applicable, at all times while accessing any premises of the other Party (including the 
premises of any applicable subcontractors of that other Party) in connection with the Services being 
performed under this Agreement, or as may otherwise be contemplated under this Agreement, each Party 
will, and will cause their respective personnel, external personnel, subcontractors, representatives or other 
parties for whom they are responsible at law or under the terms of this Agreement to, comply with any 
standard workplace security, safety, operational and other similar policies and procedures applicable to 

· visitors for such Party, as may be notified by each Party to the other from time to time. The foregoing 
will not in any way limit or otherwise prohibit the Province from exercising its rights under Article 22 
(Audit Rights). 
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ARTICLE 6- TRANSFORMATION 

6.1 Transfonnation Obligations. 

The Service Provider will complete the Transformed Services without any material disruptions to the 
other Services (except to the extent that such other Services are intended to be superseded, replaced or 
transformed by the Transformed Services). The Service Provider will be responsible for all costs incurred 
by the Service Provider in connection with the performance of the Transformed Services, including 
license fees for Software licensed by the Service Provider, unless expressly agreed otherwise by the 
Province in accordance with the Change Order Process or the terms of this Agreement. 

6.2 Transformation Plan. 

The Transformation will be conducted in accordance with the transformation plan prepared by the Service 
Provider, including the completion dates set forth in the transformation plan, an initial copy of which is 
attached as Schedule 10 (Transformation Plan), and as such initial transformation plan may be amended, 
modified and supplemented as contemplated in Section 6.3 (Modifications to Transformation Plan) 
(collectively, the "Transformation Plan"). Any such modifications to the Transformation Plan, once 
agreed to by the Parties in accordance with Section 6.3 (Modifications to Transformation Plan), will be 
incorporated into the Transformation Plan, and the Transformation Plan will be deemed to be amended 
accordingly (including amending Schedule 10 (Transformation Plan)). 

6.3 Modifications to Transformation Plan. 

Notwithstanding the level of detail contained in the initial Transformation Plan attached as Schedule 10 
(Transformation Plan), the Parties acknowledge that the initial Transformation Plan may require 
modifications after the execution of this Agreement. Such modifications will be agreed to by the Parties 
in accordance with the Change Order Process, and once agreed to through the Change Order Process, any 
such modifications will be incorporated into the Transformation Plan, and the Transformation Plan will 
be deemed to be amended accordingly. In connection with any such modifications to the Transformation 
Plan, the Service Provider will ensure that the Transformation Plan, as so modified, adequately addresses 
the following (collectively, the "Critical Issues") to the satisfaction of the Province: 

(a) policy compliance and operational impact; 

(b) impact on and interface with customers ofthe Services and Stakeholders; 

(c) standards adherence and privacy and security; 

(d) a detailed description of each Stage and applicable completion dates for each Stage; 

(e) a detailed description of the Transformed Services; and 

(f) (list other critical issues relevant to the project}. 

6.4 Disputes Regarding the Transformation Plan. 

If modifications are required to be made to the Transformation Plan as contemplated under Section 6.3 
(Modification to Transformation Plan), and the Parties are unable to agree upon all or any matter relating 
to such modifications to the Transformation Plan in accordance with the Change Order Process, then the 
matter will be deemed to be a Dispute and will be settled between the Parties in accordance with the 
process described in Section 27.3 (Special Arbitration). 
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6.5 Transformed Services. 

The Service Provider will be responsible for overall management and implementation of the 
Transformation, including coordinating, planning and implementing the Transformation in accordance 
with the Transformation Plan and this Agreement. The Service Provider will minimize any disruption to 
the Services and the business operations of the Province and the Stakeholders in connection with such 
Transformation. 

6.6 Acceptance Testing. 

The Acceptance Test procedures in this Section and in the Transformation Plan apply to each Stage of the 
Transformation, as the same are completed from time to time, as follows: 

50653510.1 

(a) subject to specific timelines otherwise set forth in the Transformation Plan, or as 
otherwise agreed by the Parties, the Province will have no less than [insert number] 
Business Days from the date that the deliverables are made available to the Province for 
each Stage of the Transformation to perform (or cause the Service Provider to perform, to 
the satisfaction of the Province) the Acceptance Tests to verify that, in all material 
respects, the deliverables conform with the Transformation Plan, all requirements of this 
Agreement and all related requirements (including Province Policy compliance), and that 
the Critical Issues are adequately addressed, and the Service Provider will cooperate fully 
with the Province and take all necessary steps and do such things as may be necessary to 
facilitate, assist or complete (as applicable) the Acceptance Test at the Province's request 
and without the payment of any additional Fees in respect thereof; 

(b) subject to specific time lines otherwise set forth in the Transformation Plan, or as 
otherwise agreed by the Parties, the Province will have no less than [insert number] 
Business Days from the date that all deliverables for the entire Transformation have been 
delivered to the Province to perform (or cause the Service Provider to perform, to the 
satisfaction of the Province) the Acceptance Tests to verify that in all material respects, 
the deliverables as a whole conform with the Transformation Plan and that the Critical 
Issues are adequately addressed, and the Service Provider will cooperate fully with the 
Province and take all necessary steps and do such things as may be necessary to facilitate, 
assist or complete (as applicable) the Acceptance Test at the Province's request and 
without the payment of any additional Fees in respect thereof; 

(c) promptly upon becoming aware of any Non-Compliance in connection with the 
Transformation, the Province will notify the Service Provider of the Non-Compliance and 
will provide the Service Provider with all information reasonably available to the 
Province with respect to the Non-Compliance; 

(d) the Service Provider will use its best efforts to correct all Non-Compliance issues and to 
deliver the corrected deliverables to the Province within [insert number] Business Days 
after the conclusion of the relevant Acceptance Test (or such other period of time as may 
be specified in the Transformation Plan or otherwise agreed by the Parties, acting 
reasonably under the circumstances). Where such efforts cannot correct all Non
Compliance issues within such [insert number] Business Day period, then within such 
period the Service Provider will deliver to the Province a written plan describing how and 
within what time periods it will remedy such Non-Compliance, with the Service Provider 
continuing to be bound to use its best efforts to correct the balance of such Non
Compliance as expeditiously as possible. The Province will have a further [insert 
number] Business Days from the date on which the corrected deliverables are delivered 
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(or such other period of time as may be specified in the Transformation Plan or otherwise 
agreed by the Parties) in which to conduct or cause the Service Provider to conduct (in 
accordance with paragraphs (a) and (b) above, as applicable) additional Acceptance Tests 
to determine whether the Non-Compliance is corrected. The reporting, correction and re
testing process will, subject to Section 6. 7 (Delay in Completion of Transformation), be 
repeated until all Non-Compliance is corrected; 

(e) subject to this Section and to Section 6.7 (Delay in Completion of Transformation), the 
deliverables for a given Stage will be accepted by written notice from the Province to the 
Service Provider, and the Province agrees to promptly give such notice when the 
deliverables conform to the Transformation Plan and address all Critical Issues and 
remedy all Non-Compliance to the satisfaction of the Province (the date of delivery of 
written notice from the Province to the Service Provider is referred to as the "Acceptance 
Date"); and 

(f) the Province will promptly provide written notice to the Service Provider when the 
deliverables for the entire Transformation have been made available to the Province, the 
Province has completed (or caused the Service Provider to complete) the Acceptance 
Tests, the deliverables conform with the Transformation Plan, and all Non-Compliance 
reported during the Acceptance Tests is corrected to the satisfaction of the Province. 
Such notice of acceptance will constitute final acceptance of the deliverables. 

6.7 Delay in Completion of Transformation. 

Each Stage of the Transformation will have a completion date for the particular Stage as set forth in the 
Transformation Plan. Where the Acceptance Date for any Stage is past the applicable completion date for 
the Stage, then credits will be granted by the Service Provider to the Province (the "Transformation 
Credits") in accordance with the provisions set forth in Schedule 10 (Transformation Plan). The 
Province may deduct or off-set the Transformation Credits against the Fees payable by the Province to the 
Service Provider under this Agreement. 

ARTICLE 7- CHANGE ORDER PROCESS 

7.1 Ordinary Course Changes. 

The Parties acknowledge and agree that the [insert industry sector, as applicable to the outsourcing) 
industry operations and activities of the Province that are the subject of the delivery of Services pursuant 
to this Agreement are subject to constant changes in the ordinary course of such operations and activities, 
which changes do not have a material impact on the following (collectively, the "Ordinary Course 
Changes"): 

(a) the delivery and performance of the Services; or 

(b) the cost of providing the Services . 

The Ordinary Course Changes are within the scope of the Services contemplated under this Agreement 
and will not result in additional Fees being payable by the Province to the Service Provider. The 
Ordinary Course Changes may be implemented without the need for a formal Change Order. 
Notwithstanding the foregoing, the Service Provider will maintain a record of each Ordinary Course 
Change that occurs in the Services, and will provide the Province, through the Governance Process, with 
[insert time period e.g., monthly, quarterly) reports detailing the same. 
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7.2 Province Initiated Ordinary Course Changes. 

The Province may require the Service Provider to implement any Ordinary Course Change by written 
notice to the Service Provider of such change, in which event the following provisions will apply: 

{a) no formal documentation requesting the Ordinary Course Change is required and the 
Province may request the Ordinary Course Change by any form of written notice 
(including electronic forms of notice) to the Service Provider; 

(b) the Approval or agreement of the Service Provider to an Ordinary Course Change 
requested by the Province is not required, and the Service Provider will implement the 
Ordinary Course Change as soon as reasonably practicable following receipt by the 
Service Provider of a written notice from the Province requesting it to do so; and 

(c) the Parties will cause a record of each Ordinary Course Change to be maintained as 
contemplated in Section 7.1 (Ordinary Course Changes). 

7.3 Other Changes. 

In addition to the Ordinary Course Changes, the Parties acknowledge that certain changes may be 
required or desirable which exceed or are otherwise outside of the definition of Ordinary Course Changes. 
Such changes may include, without limitation, the following: 

(a) the addition or removal ofMaterial Services; 

(b) changes to a Service Level (including the addition or removal of Services Levels); 

(c) a material change to the technology or Systems used in the performance of the Services; 

(d) a permanent change that has a material impact on the delivery or cost of the Services; 

(e) a change that has an material impact on the Privacy Obligations; 

(f) a change in the locations from where the Services are primarily performed; and 

(g) any other matter that the Parties may agree as properly being the subject of the Change 
Order Process. 

7.4 Change Request. 

Either Party may initiate the change process described in Sections 7.4 (Chonge Request) to 7.12 (Record 
of Chonges) (collectively, the "Change Order Process") in connection with a change described in 
Section 7.3 (Other Changes) by submitting to the other Party, through the Governance Process, [NOTE
Governance Process to specifically state, for each party, who has authority to issue Change 
Requests, and to whom they must be sent} a written notice signed by the initiating Party, which notice 
will include all relevant information reasonably required for the proper consideration of such change or 
for the commencement of the Change Order Process in respect thereof(each, a "Change Request"). 

7.5 Change Request Process. 

Following the delivery of a Change Request by one Party to the other, the following will apply: 
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(a) the Parties will meet together through the Governance Process to clarify the Change 
Request and confirm the requirements of the Change Request including, without 
limitation, details regarding the time requirements to consider the Change Request (it 
being acknowledged by the Parties that the time required may vary depending upon the 
nature and complexity of the proposed change); 

(b) upon receipt of a Change Request from the Province, the Service Provider will prepare a 
proposal (the "Proposal") within ten (10) Business Days (or such longer or shorter 
period of time as agreed to by the Parties through the Governance Process, acting 
reasonably and having regard to the nature and complexity of the Change Request in 
question), which Proposal will include a privacy assessment of the collection, use, 
disclosure and retention of Personal Information and a threat and risk assessment (in such 
form as may be required by the Province), as well as a description of the impact of the 
proposed change on the following (to the extent applicable having regard to the nature of 
the proposed change): 

(i) the costs of implementation, 

(ii) the rights and obligations of the Parties under this Agreement with respect to, or 
as a result of, the proposed change, 

(iii) the Services, 

(iv) the Service Levels, 

(v) any technology, Systems or operations of the Service Provider used m the 
Services, the Province, the Stakeholders or any customers of the Services, 

(vi) an increase or decrease to the Fees payable under this Agreement, 

(vii) the Privacy Obligations, and 

(viii) any other relevant matter related to this Agreement that will be materially 
impacted (both positively and negatively); 

(c) if the Service Provider initiates the Change Request, then the Service Provider will 
prepare and deliver a Proposal to the Province within ten ( 1 0) Business Days (or such 
longer or shorter period of time as agreed to by the Parties through the Governance 
Process, acting reasonably and having regard to the nature and complexity of the Change 
Request in question) following the meeting of the Parties to clarify the Change Request, 
as contemplated in paragraph (a) above; 

(d) the Province will provide the Service Provider with a written response to the Proposal 
within ten (I 0) Business Days (or such longer or shorter period of time as agreed to by 
the Parties through the Governance Process) of receipt of the Proposal from the Service 
Provider, indicating the Province's Approva.l of the Proposal, its rejection of the Proposal 
(indicating the reasons therefor), or the terms of a counter proposal acceptable to the 
Province; 

(e) any Proposal Approved by the Province will constitute a Change Order, and will be 
implemented by the Service Provider in accordance with the particulars of the Change 
Order; 
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(f) the Service Provider will be required to respond to all Change Requests received from the 
Province and to prepare a Proposal in respect thereof; 

(g) the Service Provider will not reject a Change Request initiated by the Province unless the 
Service Provider is unable to make the changes contemplated in the Change Request as a 
result of technical impediments that are commercially unreasonable to overcome, or the 
Change Request will result in a material adverse effect on the Service Provider's ability 
to meet Service Levels, comply with the Privacy Obligations or comply with other 
material terms or conditions of this Agreement (each an "Adverse Impact"). The 
Service Provider will provide the Province with a written explanation of any Adverse 
Impact stating in detail the particulars of the Adverse Impact and suggesting reasonable 
alternatives or workarounds (to the extent possible) for consideration by the Province in 
respect thereof; and 

(h) if the Province requires that the Change Request be implemented as requested, 
notwithstanding the Adverse Impact to the Service Provider, then the impact of the 
Change Request on the Fees, the Service Levels, the Privacy Obligations or other 
material terms and conditions of this Agreement will be addressed through the 
Governance Process. If a mutually acceptable resolution is not reached in respect of the 
proposed Change Request, then the matter will be treated as a Dispute to be resolved 
pursuant to the Dispute Resolution Process set forth in Article 27 (Dispute Resolution). 

7.6 Change Request Impact on Fees. 

If a Change Request has an impact on the Fees that may result in either an increase or decrease to the 
Fees, then the Parties will determine any increase or decrease to be made to the Fees as a result of such 
impact in a manner that is consistent with the determination of the amounts as set forth in the Economic 
Model. 

7.7 Mandatory Changes. 

The Province may require the Service Provider to implement a Change Request before it has become a 
Change Order (each a "Mandatory Change") in situations where: 

(a) the Parties are unable to agree upon the Change Request and associated Proposal for any 
reason; 

(b) due to time constraints, the Parties are unable to use, fully complete or otherwise 
commence the processes set forth in Sections 7.4 (Change Request) to Section 7.6 
(Change Request Impact on Fees); or 

(c) due to the urgency of the circumstances surrounding the need for the Mandatory Change, 
the Province requires that the Service Provider implement the changes forthwith. 

The Mandatory Changes will be implemented by the Parties in accordance with the provisions of Section 
7.8 (Implementation of Mandatory Changes). 

7.8 Implementation ofMandatory Changes. 

The Province may require the Service Provider to implement a Mandatory Change by the delivery of a 
written request (each, a "Mandatory Change Request") to the Service Provider, in which case the 
following provisions will apply: 

50653510.1 

-24-
STMS BPS Services Agreement Template 

Page 1565 
CTZ-2013-00110



(a) the Mandatory Change Request will comply with the requirements of Section 7.4 
(Change Request); 

(b) the Approval or agreement of the Service Provider to the Mandatory Change Request is 
not required; 

(c) the Mandatory Change Request will immediately become a Change Order for the 
purposes of Section 7.9 (Change Orders) upon the issuance by the Province, and the 
Service Provider will implement the Mandatory Change following receipt of the 
Mandatory Change Request from the Province, as soon as reasonably practicable to do 
so; 

(d) if, as a result of the Mandatory Change, the Fees are to be increased, decteased or 
otherwise changed, or any Service Levels, time frames, Privacy Obligations or Services 
will be impacted, and a determination must be made regarding the particulars of such 
increase, decrease, change or impact, then the following procedures will apply: 

(i) forthwith after receipt from the Province of a Mandatory Change Request in 
respect of a Mandatory Change, the Service Provider will provide the Province 
with its proposed adjustment to the Fees and any impact on Service Levels, time 
frames, Privacy Obligations and Services, in all cases with supporting 
documentation including, without limitation, detailed information, analysis and 
back-up support regarding any increase or decrease to the Fees (the "Impact 
Assessment"), 

(ii) after the Province has received and reviewed the Impact Assessment from the 
Service Provider, the Province will, acting reasonably, and after due 
consideration of the proposed Impact Assessment, and by separate written notice 
to the Service Provider, set the adjustment to the Fee or such other adjustment or 
change to the Service Levels, time frames, Privacy Obligations and Services, 
which adjustment or change will take effect immediately with retroactive effect 
to the date of the implementation of the Mandatory Change, to the extent 
applicable under the circumstances, 

(iii) if the Service Provider has a Dispute with respect to such adjustment or change, 
then the Dispute will be settled pursuant to the Dispute Resolution Process set 
forth in Article 27 (Dispute Resolution), and 

(iv) the adjustment or change determined by the Province will apply until any Dispute 
in respect thereof has been resolved between the Parties, whereupon the Parties 
will make such adjustments as between themselves as may be necessary to give 
effect to the resolution of the Dispute, retroactive (to the extent possible) to the 
date of the implementation of the Mandatory Change giving rise to such Dispute; 

(e) the costs of implementing a Mandatory Change will be borne by the Service Provider, 
unless otherwise determined by the Province, acting reasonably, as indicated in its 
Mandatory Change Request issued with respect to the Mandatory Change or as may 
otherwise be agreed to by the Parties in writing or determined in the settlement of a 
Dispute in accordance with paragraph (d)(iii) above; and 

(f) the Parties will cause a record of each Mandatory Change and Mandatory Change 
Request to be maintained as contemplated in Section 7.12 (Record of Changes). 
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7.9 Change Orders. 

A Change Request or a Mandatory Change Request will become a "Change Order" when the 
requirements of the procedures to consider such Change Request or Mandatory Change Request set out in 
this Article 7 (Change Order Process) have been satisfied, and the Change Request or Mandatory Change 
Request is Approved by each of the Parties, where such Approval is required pursuant to this Article 7 
(Change Order Process). 

7.10 Implementation of Change Orders. 

The Service Provider will minimize disruption to the delivery of the Services and to the business 
operations of the Province and the Stakeholders as the result of the implementation of a Change Order 
arising from a Change Request or a Mandatory Change Request. The cost of implementing a Change 
Order will be borne as set out in the Change Order or as otherwise provided in this Agreement. All 
privacy reviews contemplated in Schedule 24 (Privacy Obligations) will be conducted in respect of any 
Change Order as more specifically set forth in Schedule 24 (Privacy Obligations). 

7.11 Consequential Amendments. 

If the Parties proceed with a Change Order (whether as the result of a Change Request or a Mandatory 
Change Request), then the Change Order will constitute an amendment to this Agreement including the 
relevant Schedules to this Agreement. From and after the effective date of the implementation of a 
Change Order, this Agreement will be interpreted as amended by the Change Order, and this Agreement, 
as so amended, will continue in full force and effect for the remainder of the Term. 

7.12 Record of Changes. 

The Parties will jointly maintain an accurate and complete record of all changes to the Services 
contemplated in this Article 7 (Change Order Process) including all Ordinary Course Changes, Change 
Requests, Mandatory Change Requests, Mandatory Changes and Change Orders. Such record may be 
maintained in such form as the Parties may agree pursuant to the Governance Process, including by way 
of a server-based record accessible by both Parties. Each Party will cooperate to make corrections to such 
records as the other Party may reasonably request to ensure that the record of all changes is accurate and 
complete, in all material respects, at all times throughout the Term. 

ARTICLE 8- SERVICE LEVELS 

8.1 Overview of Service Levels. 

Subject to the specific and more detailed provisions of this Article 8 (Service Levels), and any higher 
standard or level of performance otherwise required in this Agreement which may be applicable in the 
circumstances, the Service Provider will perform the Services throughout the Term to a standard and level 
of performance which: 
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(a) is equal to, or greater than, the standard and level of performance for such Services 
immediately before the Hand-Over Date; and 

(b) will maintain or increase the satisfaction of the customers of the Services, the Province 
and Stakeholders. 
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For greater clarification, the provisions of this Section will apply to all of the Services, including those 
portions of the Services that are not specifically measured or otherwise monitored through the use of 
Service Levels. 

8.2 General Compliance. 

The Parties acknowledge and agree that: 

(a) the Service Provider will perform the Services throughout the Term to a standard and 
level of performance which is required in order for the Service Provider to meet or 
exceed the Service Levels; 

(b) the Service Levels set out in this Agreement, as may be amended from time to time in 
accordance with this Agreement, are intended to be baseline performance standards and 
levels for the delivery and performance of the Services; 

(c) during the Term, the Service Provider will identify ways to improve or increase the 
Achieved Service Levels including, without limitation, continually monitoring and 
evaluating changes and trends in the {insert relevant industry) field of operations and 
monitoring and evaluating new and available technologies and service delivery processes 
and strategies that are applicable to the Services; 

(d) during the Term, the Service Provider will use commercially reasonable efforts to 
continually improve the quality of the Services and the Achieved Service Levels in a 
manner consistent with the terms and intent of this Agreement, taking into account the 
cost of such improvement as compared to the benefit to be derived therefrom; and 

(e) any improvements in the Achieved Service Levels or performance standards and levels 
achieved by the Service Provider in providing the Services, whether or not as part of any 
progressive improvement requirements contemplated in this Agreement, will not result in 
an increase in the Fees payable under this Agreement unless otherwise Approved by the 
Province. 

8.3 Transformed Service Levels. 

With respect to any Service Levels for the Transformed Services, such Service Levels will only apply 
after the Acceptance Date for the Stage applicable to such Transformed Services. 

8.4 Restrictions on Changes to Service Levels. 

The Service Provider acknowledges that the establishment of Service Levels is a matter of fundamental 
importance for the Province. The Service Provider will not agree or purport to agree with any 
Stakeholder or other Person, whether in its own right or purportedly as agent for and on behalf of the 
Province, to amend, change or modify in any manner any of the Service Levels without the Approval of 
the Province. 

8.5 Review and Changes to Service Levels. 

The Parties acknowledge and agree that Service Levels are intended to be comprehensive, but not all 
inclusive, and accordingly, it is the intention of the Parties that during the Term the Parties may agree to 
different or additional Service Levels in respect of any of the Services. On an annual basis during the 
Term, and pursuant to the Governance Process, the Parties will jointly review the following: 
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{a) the then-current Service Levels; 

(b) generally available information indicating industry-wide improvements in delivery of 
substantially similar services (including any available Benchmarker's reports 
commissioned in accordance with Article 9 (Benchmarking)); and 

(c) improved performance capabilities, including those associated with advances in 
technology and processes used to provide the Services. 

On the basis of such review, the Parties will discuss and agree upon whether any of the Service Levels 
will be adjusted. Any such adjustment will be subject to the mutual agreement of the Parties in 
accordance with the Governance Process, or as a Change Order through the Change Order Process. Any 
such adjustments, whether agreed to by the Parties in writing and signed by both Parties through the 
Governance Process, or whether through a Change Order pursuant to the Change Order Process, will be 
and be deemed to be an amendment to the Service Levels contained in Schedule 11 (Service Levels) of 
this Agreement. 

8.6 Monitoring. 

From and after the Hand-Over Date, the Service Provider will establish and maintain in place, at all times, 
appropriate policies and procedures to monitor and evaluate the achievement of the Service Levels during 
the applicable measurement periods, including the maintenance of a service level log in order to permit 
the Service Provider, and the Province (as applicable), to: 

(a) evaluate Achieved Service Levels; 

(b) satisfy the reporting obligations under this Agreement; 

(c) respond to, or to assist the Province in responding to, inquires from Stakeholders, the 
Ministry or any customers of the Services regarding the Service Provider's performance 
ofthe Services; 

(d) enable the Province to report publicly on the achievement or non-achievement of the 
Service Levels by the Service Provider in accordance with the Province's Policy, as such 
Policy may be amended from time to time; and 

(e) confirm and verify Achieved Service Levels in respect of any Service Level from time to 
time upon reasonable notice. 

8. 7 Service Level Reports. 

From and after the Hand-Over Date, and without limiting the application of Section 8.6 (Monitoring), the 
Service Provider will prepare and maintain records and reports summarizing its Achieved Services Levels 
and providing the particulars of any failure of the Service Provider to meet a Service Level, organized by 
Service type (to the extent possible) and in such form and content as the Province may require. For 
greater clarification, any reports regarding the failure of the Service Provider to meet a Service Level will 
include detail regarding the particulars of the failure, a description of the measures taken or to be taken by 
the Service Provider to rectify and remedy the failure, and the timeline in which such measures were or 
are expected to be taken by the Service Provider, in order to allow the Province to: 

(a) evaluate the consequence of such failure; 
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(b) communicate with or respond to the applicable Province customers or Stakeholders that 
received the Service that failed to meet such Service Level; and 

(c) cooperate with the Service Provider to rectify and remedy the consequence of such 
failure and to prevent future failures to meet such Service Level. 

The Service Provider will provide such reports to the Province on a monthly basis and in accordance with 
applicable reporting requirements set out in Schedule 21 (Reporting Requirements), unless sooner 
requested by the Province from time to time. The Service Provider will also provide the Province with 
immediate notice of each material failure to meet a Service Level in accordance with the provisions of 
Section 8.8 (Problem Alert and Escalation Procedures). 

8.8 Problem Alert and Escalation Procedures. 

In order to facilitate the ability of the Parties to quickly address, mitigate or otherwise deal with an event, 
occurrence, error, deficiency, defect, interruption, malfunction or other similar matter with respect to the 
Services, or any other System or service provided by a Subcontractor or any other Person which is related 
to or otherwise impacts the Services, and which the Service Provider reasonably believes could have a 
material adverse effect on the delivery of the Services or could result in the Service Provider failing to 
meet a Service Level (each a "Problem"), the following provisions will apply: 

50653510.1 

(a) from and after the Hand-Over Date, the Service Provider will develop, implement, 
maintain and comply with Problem alert, escalation, and management procedures, which 
may be amended by the Parties through the Governance Process from time to time (the 
"Problem Management Procedures"); 

(b) if the Service Provider becomes aware of a Problem, then the Service Provider will 
immediately notify the Province of the Problem or, to the extent that such immediate 
notice is not possible, as soon as possible, by providing the Province with the particulars 
of the Problem; 

(c) the Service Provider will treat the Problem as a priority, will work diligently to avert or 
minimize any adverse effect that the Problem may cause, and will deal with the Problem 
in accordance with the Problem Management Procedures; 

(d) upon the occurrence of any Problem, the Service Provider will perform a root cause 
analysis in respect thereof as soon as practicable, and in any event, within any times 
required pursuant to the Problem Management Procedures, for purposes of identifying the 
cause of such Problem, and in order to assist the Service Provider in developing and 
implementing a proposal or workaround solution for correcting the Problem, and 
implementing improved proces~s to detect and avoid similar Problems in the future; 

(e) the root cause analysis and proposal will be completed by the Service Provider as part of 
the Services at no additional cost to the Province; 

(f) for greater clarification, and for purposes of this Section, any Problems of Subcontractors 
and Suppliers will be deemed to be Problems of the Service Provider; and 

(g) the Service Provider will review each root cause analysis with the Province, monthly (or 
more frequently as may be requested by the Province from time to time) to monitor 
Service Provider's corrective and remedial actions (including detective and preventive 
actions). 
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For greater certainty, the Service Provide will not be required to perform a root cause analysis as 
described in Subsections 8.8(d), 8.8(e) and 8.8(g), in connection with a Problem in reqpest of systems 
owned or controlled by third parties (other than Subcontractors and Suppliers) for which the Service 
Provider has no control. 

8.9 Service Level Failures. 

The Service Provider's failure to meet any Service Level Requirement will be governed by the provisions 
of Schedule 12 (Service Level Failures). The provisions of Schedule 12 (Service Level Failures) provide 
only partial compensation for the damage that may be suffered by the Province as a result of the Service 
Provider's failure to meet any Service Level Requirement. Accordingly, payment or application of any 
Service Level Credit pursuant to the provisions of Schedule 12 (Service Level Failures) is without 
prejudice to any entitlement that the Province may have to damages or other remedies under this 
Agreement, at law or in equity, including injunctive relief (to the extent available), as well as to the 
following: 

(a) the removal of the Service in respect of which there was a failure to meet the applicable 
Service Level Requirement from the Services to be provided by the Service Provider 
pursuant to this Agreement, and an appropriate consequential reduction in the applicable 
portion of the Fees pursuant to the Change Order Process; 

(b) the taking by the Province of all action necessary or desirable to correct, rectify and 
remedy such failure and the resulting consequences at the cost of the Service Provider 
including, without limitation, procuring or otherwise obtaining Services or goods from 
any alternative service providers or suppliers, and setting-off the cost of all such action 
and of the amount of all damages or loss suffered by the Province as a result of such 
failure against the Fees otherwise payable by the Province to the Service Provider; or 

(c) a claim by the Province against the Guarantors under the Guarantees. 

A failure to meet a Service Level Requirement which does not give rise to a Service Level Termination 
Event will not give rise to a right of the Province to terminate this Agreement, but will give rise to rights 
and remedies of the Province in respect of defaults generally in accordance with this Agreement 
including, without limitation, the provisions of this Section and the right to Service Level Credits in 
accordance with the provisions of Schedule 12 (Service Level Failures). 

ARTICLE 9- BENCHMARKING 

9.1 Benchmarking. 

The Province may require benchmarking comparisons of any one or more of the Fees or the Service 
Levels to be performed (each, a "Benchmarking"), in which case the following will apply: 

(a) the Benchmarking will not be performed more frequently than [insert frequency 
number) in any (insert applicable number) consecutive Contract Years, and the first 
Benchmarking will not be performed before (insert date]; 

(b) the Service Provider will cooperate with the Province in connection with any such 
Benchmarking in the manner contemplated in Section 9.2 (Benchmarking Cooperation); 

(c) the third party consultant performing the Benchmarking (the "Benchmarker") will be 
selected and engaged by the Province and the Service Provider jointly. If the Province 
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and the Service Provider are not able to agree on the selection of the Benchmarker, then 
the matter will be a Dispute and will be settled in accordance with Article 27 (Dispute 
Resolution); 

(d) except as set forth in paragraph (g) below, the costs of the Benchmarker will be shared 
equally between the Province and the Service Provider; 

(e) as a condition to its engagement, the Benchmarker will execute a Non-Disclosure 
Agreement; 

(f) the Benchmarking will be a comparison of any one or more of the Service Levels and the 
Fees with the same or similar comparators of other entities receiving similar services, 
with appropriate adjustments being made where quantities or circumstances differ; and 

(g) the Province will be entitled to perform one (I) Benchmarking at any time after the 
Province gives notice, or is deemed to have given notice, to the Service Provider under 
Sections 2.5 (Renewal Notice) or 2.6 (Renewal Negotiations) that the Province does not 
intend to renew this Agreement, at the sole cost of the Province. 

9.2 Benchmarking Cooperation. 

Unless the Parties otherwise agree, the Province will, with the Service Provider's concurrence, determine 
the scope, methodology, relative comparisons and execution of each Benchmarking. The Service 
Provider will cooperate in the Benchmarking studies by providing information requested in relation to the 
Benchmarking, and in particular, the Service Provider will provide: 

(a) the Benchmarker (and will ensure that its Subcontractors provide, either directly to the 
Benchmarker or to the Service Provider), all necessary information, documents and 
assistance as may be reasonably required for the Benchmarker to perform the 
Benchmarking; and 

(b) the Benchmarker with reasonable access to the Service Provider's performance data and, 
where necessary, access (which may be supervised) to the Service Provider's 
performance measurement tools to independently verifY reported Achieved Service 
Levels. 

9.3 Benchmarker's Report. 

Each Party will receive a copy of the Benchmarker's report and will have an opportunity to review the 
same and make submissions to the other Party with respect to the findings contained in the 
Benchmarker's report prior to any adjustments to the Services, the Service Levels or the Fees as a result 
of such Benchmarking. Any such adjustments will be subject to the mutual written agreement signed by 
the Parties in accordance with the Governance Process or through the Change Order Process, as 
applicable. If the Benchmarking results show that the Service Levels reported by the Service Provider are 
materially different than actual performance, then the Benchmarker will use actual performance as the 
basis of comparison. 

9.4 Customer Satisfaction. 

The Service Provider will cooperate with the Province to obtain information concerning the levels of 
Stakeholder and customer satisfaction with the Services, including by the following: 
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(a) assisting the Province to survey Stakeholders and customers as to their level of 
satisfaction with the performance of the Services, which surveys will be initiated and 
undertaken by the Service Provider only upon the direction and Approval of the Province 
(and the Approval of the Province will include Approval as to the format, content and 
process for such survey to be conducted by the Service Provider); and 

(b) tracking performance levels and customer complaints as well as the response to and 
handling of such complaints. 

The results of any customer satisfaction surveys will be reviewed by the Parties through the Governance 
Process. If the results of the survey indicate a failure or perceived failure to meet applicable Service 
Levels, or a decrease in the level of customer satisfaction, then within two (2) months of receipt of the 
survey results, the Service Provider will design and propose a remedial plan (in consultation with the 
Province through the Governance Process) to prevent reoccurrence of the problem and to increase 
customer satisfaction of the applicable parties. The Service Provider will implement the same in 
accordance with the Change Order Process. 

ARTICLE 10- BRANDING AND COMMUNICATIONS 

10.1 Province Marks. 

[NOTE - use of Province Marks by the Service Provider will require consent from the Province's 
Public Affairs Bureau] In respect of the use or display by the Service Provider of any trade-marks, 
official marks, business names, trade names, domain names, trading styles, logos, or other distinguishing 
marks of the Province, whether registered or unregistered (each a "Province Mark"), the Parties agree as 
follows: 
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(a) prior to any display or use of a Province Mark by the Service Provider in the performance 
of the Services, the Service Provider will obtain the Approval of the Province; 

(b) subject to Section 10.2 (Brand Use), any display or use of the Province Marks by the 
Service Provider will only be for the duration of the Term, on a non-exclusive basis, and 
only for the purposes of providing the Services; 

(c) the Service Provider will use the Province Marks only in accordance with this Agreement 
and in the manner expressly permitted in writing by the Province and provided that: 

(i) the character and standards of quality of the wares and Services in respect of 
which the Province Marks may be used by the Service Provider are as set out in 
Schedule 15 (Conditions of Use of Province Marks), 

(ii) such display or use of the Province Marks is in accordance with the provisions of 
Schedule 15 (Conditions of Use of Province Marks), appropriate legends and the 
Province Policies including, without limitation, any policies established or 
enforced by the Province's Public Affairs Bureau, notice of which will be given 
to the Service Provider, and all usage guidelines and restrictions as reasonably 
prescribed from time to time by the Province in respect thereof, or in accordance 
with other express permissions granted by the Province, and 

(iii) the Service Provider may not register or carry on business under a business name 
that contains any of the Province Marks unless specifically Approved by the 
Province; 
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(d) upon Termination of this Agreement, the Service Provider: 

(i) will immediately cease any and all use of the Province Marks, 

(ii) will discontinue the provision of all products and Services in association with the 
Province Marks, and 

(iii) will not, and will ensure that its Affiliates do not, thereafter use the Province 
Marks or any trade-mark or trade name confusingly similar to the Province 
Marks; 

(e) during and after the Term the Service Provider will not, and will ensure that its Affiliates 
do not, challenge the validity of the Province Marks or the Province's ownership of the 
Province Marks; 

(f) any and all goodwill that is or may be acquired from the use of a Province Marks by the 
Service Provider or its Affiliates will vest in and be, and be deemed to be, the property of 
the Province; 

(g) the Province is and will remain the owner of the Province Marks, and the Service 
Provider will not obtain any rights in or to the Province Marks other than the right to use 
the Province Marks in accordance with the provisions of this Section 10.1 (Province 
Marks); 

(h) at the request of the Province, the Service Provider will provide the Province with 
samples of the Service Provider's use of the Province Marks; and 

(i) the Service Provider will not use or register any Province Marks or any marks 
confusingly similar to the Province Marks except as expressly Approved by the Province 
under or in accordance with the terms of this Agreement. 

10.2 Brand Use. 

The Service Provider will provide the Services under the branding of the Province Marks set forth in 
Schedule 15 (Conditions of Use of Province Marks), but subject to the provisions of Section 10.1 
(Province Marks), as the same may be changed from time to time by the Province pursuant to the Change 
Order Process, all of which is hereby Approved by the Province. Such Approval by the Province will not 
restrict the Province's right to use any such Province Marks, or to license the same to any other Person, or 
use or license any other Province Marks similar thereto. 

10.3 Service Provider Marks. 

Except as may otherwise be expressly required pursuant to Applicable Law, or as may be Approved by 
the Province, the Service Provider will not use or display any of the Service Provider's trade-marks, 
official marks, corporate names, business names, trade names, domain names, trading styles, logos, or 
other distinguishing marks (each a "Service Provider Mark") together or in conjunction with any 
Province Marks. Notwithstanding any such requirement pursuant to Applicable Law, or Approval by the 
Province, the Province will not obtain any rights in or to the Service Provider Marks, and any and all 
goodwill that is or may be acquired from the such use of a Service Provider Mark by the Service Provider 
will vest in and be, and be deemed to be, the property of the Service Provider. 
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10.4 Publicity. 

The Service Provider will submit to the Province all advertising, written sales promotion, press releases, 
public notices and any and all other publicity matters or materials relating to this Agreement or the 
transactions contemplated by this Agreement, or in which the Province's name or any Province Marks are 
mentioned or language from which connection with the Province's name or any Province Marks may be 
inferred or implied (the "Publicity Materials"). The Service Provider will not publish or use any 
Publicity Materials without the prior consultation with and Approval of the Province, which Approval 
will not be unreasonably withheld. Notwithstanding the foregoing, the Service Provider may include the 
Province's name and a factual description of the work performed under this Agreement only: 

(a) on employee bulletin boards; 

(b) in internal business planning documents; 

(c) for account referral purposes when Approved by the Province; 

(d) whenever otherwise required by reason of legal, accounting or regulatory requirements; 
and 

(e) in proposals where such proposal language has been Approved by the Province. 

In addition, no disclosure, including press releases, will be made by the Service Provider regarding any 
aspect of the Services or the Province without the Approval of the Province. In the event of potentially 
negative publicity or other potentially adverse effects upon the Service Provider in connection with the 
Services or this Agreement, the Service Provider will be entitled to respond to the same provided that it 
does so in consultation with the Province, and that the Province is given the opportunity to first Approve 
the contents of any such response insofar as it relates to the Province, the Services or this Agreement 

10.5 Stakeholder Communications. 

Unless specifically provided otherwise in this Agreement, all communications by the Service Provider to 
the Stakeholders will be in accordance with the Communication Plan and other processes and procedures 
as set forth in Schedule 17 (Communications Plan and Processes). 

10.6 Adverse Impact Notice. 

The Service Provider will provide the Province with prior notice (which need not be in writing), if 
possible, of events with respect to the Service Provider and its Affiliates that the Service Provider 
anticipates will become public and could reasonably be expected to adversely impact the Province or the 
relationship between the Parties, or be covered negatively in any North American media. The Service 
Provider's obligation to provide such notice is subject to the provisions of applicable law, including 
securities laws applicable to the Service Provider and its Affiliates, and to the confidentiality obligations 
of the Service Provider and its Affiliates. Where it is not possible for the Service Provider to provide 
prior notice to the Province, the Service Provider will notify the Province as soon as possible. 

ARTICLE 11 - RELATIONSHJP MANAGEMENT AND HUMAN RESOURCES 

11.1 Governance. 

During the Term, the relationship of the Parties (including the mechanisms by which they will manage 
this Agreement, each with the other) will be expressly governed by the provisions of this Article I I 
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(Relationship Management and Human Resources) and the processes, procedures and provisions set forth 
in the governance structure attached as Schedule 18 (Governance), as Schedule 18 (Governance) may be 
jointly amended from time to time by the Parties in accordance with the terms of this Agreement. 

11.2 Cooperation of the Parties. 

Each Party will cooperate with the other, in good faith, in the performance of its obligations under this 
Agreement In connection therewith, each Party will make available, as reasonably requested by the other 
Party, such management decisions, information, approvals and acceptances such that the provision of the 
Services under this Agreement may be accomplished in a proper, timely and efficient manner and in 
accordance with the processes and procedures set forth in this Agreement. Unless specifically provided 
otherwise in this Agreement, where an agreement, approval, acceptance or consent of the other Party is 
required by any provision of this Agreement, then such action will not be unreasonably withheld or 
delayed, having regard to all of the surrounding circumstances. The Parties agree that it will not be 
considered reasonable for any requested response time for an agreement, approval, acceptance or consent 
from the Province to be less than five (5) Business Days except in extraordinary circumstances clearly 
demonstrated in writing by the Service Provider. Notwithstanding the foregoing, nothing in this Section 
11.2 (Cooperation of the Parties) will in any manner relieve the Service Provider from performing its 
obligations, or delivering the Services, as contemplated under, and in accordance with, the express terms 
of this Agreement 

11.3 Power and Authority of the Service Provider. 

Except as otherwise set forth in this Agreement, and subject to the terms of this Agreement, the Service 
Provider will have the power and authority to take such actions as it deems to be prudent, necessary or 
advisable to perform the Services in accordance with the terms and conditions set forth in this Agreement. 
Notwithstanding the foregoing, the Service Provider will not take any action required by this Agreement, 
if such action is: 

(a) subject to the Approval of the Province, without having received such Approval; and 

(b) subject to consultation with the Province, without having undertaken such consultation. 

For greater clarification, no such Approval or consultation will in any manner relieve the Service Provider 
from performing its obligations, or delivering the Services, as contemplated under, and in accordance 
with, the express terms of this Agreement, nor will such Approval or consultation have any effect on the 
allocation of risk to the Service Provider as a result of the covenants, obligations and requirements of the 
Service Provider under the terms of this Agreement. 

11.4 Province's Right to Issue Directives. 

The Province may, from time to time, at the Service Provider's request or at the Province's own initiative, 
issue written directives and instructions and establish written policies and procedures governing the duties 
and obligations of the Service Provider relating to the Services (including with respect to confidentiality, 
privacy and security), in order to cause the Service Provider to comply with the Province's Policies or 
business requirements in the performance of the Services (each a "Directive"), in which case, the 
following provisions will apply: 

(a) the Directives will be subject to the Change Order Process and will be deemed to be a 
Mandatory Change Request; 
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(b) the Province will, through the Governance Process, provide the Service Provider with 
timely written notice of the Directives; 

(c) the Service Provider will at all times act in accordance with the Directives that it has so 
received from the Province, provided that the Directives do not oblige the Service 
Provider to perform any duty or obligation not provided for or otherwise contemplated 
under this Agreement, and do not have the effect of causing the Service Provider to be in 
breach of any Applicable Laws; 

(d) the Province will provide the Service Provider with a reasonable period of time to comply 
with a Directive, having regard to all of the surrounding circumstances, the nature of the 
Directive, and the requirements of the Change Order Process (including, without 
limitation, the Mandatory Changes), it being acknowledged by the Parties that the nature 
of some Directives may necessitate immediate compliance, in which case, the Service 
Provider will comply with the Directive as promptly as practicable; and 

(e) subject to the requirements of the Change Order Process (including, without limitation, 
the Mandatory Changes), the failure or refusal of the Service Provider to comply with a 
Directives that it has received from the Province within the times required pursuant to 
this Agreement, and in accordance with the provisions of this Section, may constitute a 
Material Breach under the provisions of Section 28.1 (Service Provider Material 
Breach). 

11.5 Province Approval. 

In connection with the Services performed by the Service Provider under this Agreement, and unless 
specifically provided otherwise in this Agreement, the Service Provider will not undertake any matter 
outside of the scope of the Services contemplated under this Agreement throughout the Term, and will not 
undertake any of the following matters without the prior Approval ofthe Province: 

(a) any financing or borrowing from a Person other than from an Affiliate of the Service 
Provider, and other than trade credit in the ordinary course, that could cause or permit 
(and the Service Provider will not otherwise cause or permit) the creation or maintenance 
of any security interest, charge, pledge or other encumbrance on the rights of the Service 
Provider under this Agreement or on any assets used in the provision of Services by the 
Service Provider or its Affiliates (other than leased equipment from arm's length third 
parties); 

(b) those matters specifically identified in this Agreement as requiring the Approval or other 
authorization or consent of the Province; 

(c) making or agreeing to make any capital expenditure on behalf of the Province; or 

(d) retaining legal counsel on behalf of the Province with respect to any matter involving any 
Service, or initiating or responding to any legal, regulatory or other proceeding on behalf 
of the Province, or settling any Claim prosecuted by or against the Province arising from 
a legal or regulatory proceeding regarding any Service. 

If the Approval of the Province is required pursuant to this Agreement, then except as specifically 
provided otherwise in this Agreement, the Service Provider will deliver written notice to the Province 
through the Governance Process, setting out the particulars of the matter and requesting the Approval of 
the Province, and setting ·forth the reasonable time period in which a response is required, and if 
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applicable, the implications of not responding within that time period. The Parties agree that it will not be 
considered reasonable for the requested response time to be less than five (5) Business Days except in 
extraordinary circumstances clearly demonstrated in the Service Provider's notice. The Province will use 
reasonable efforts to respond to any request from the Service Provider for the Approval of the Province 
within a reasonable period of time, having regard to all of the surrounding circumstances. Except as 
specifically provided otherwise in this Agreement, the failure of the Province to respond to a request for 
an Approval during the period suggested by the Service Provider will not result in any liability on the part 
of the Province to the Service Provider or be deemed to constitute the Approval of the Province by 
acquiescence or otherwise. Where the Province delays in providing such response to the Service Provider 
in circumstances where the request for the Approval from the Service Provider expressly sets forth the 
consequences of not responding within the required time period, then the Service Provider will not be 
responsible for any breach by the Service Provider of its obligations under this Agreement where the 
same are directly attributable to the delay of the Province in providing such response. 

11.6 Key Positions. 

Recognizing the importance of executive continuity to the ongoing success of the Parties' relationship, 
and to the successful performance of the Services under this Agreement, the Service Provider will use all 
reasonable efforts to minimize turnover of personnel in the Service Provider positions, as more 
particularly described in Schedule 19 (Key Positions) (the "Key Positions"), as may be changed from 
time to time by the Parties in accordance with this Section 11.6 (Key Positions) and Section 11.7 
(Changes in Key Positions). At all times during the Term, the Service Provider will ensure that the Key 
Positions are appropriately staffed and available as may be necessary to ensure the continuous and 
uninterrupted provision of the Services. Subject to Subsection 11.7(a) and (b) (Changes Key Positions), 
the foregoing will constitute a material obligation for purposes of Section 28.1 (Service Provider Material 
Breach). The Parties may, from time to time through the Governance Process, re-designate the positions 
that constitute Key Positions. 

11.7 Changes in Key Positions. 

The Province has entered into this Agreement in reliance upon and with the expectation that the personnel 
in the Key Positions will be engaged in the provision of the Services to the Province, and with the 
expectation of reasonable continuity in the Key Positions. Accordingly, the Service Provider will 
implement personnel changes in the Key Positions in accordance with the following: 
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(a) the Service Provider may replace a person holding a Key Position, or appoint a new 
person to fill a vacancy caused by the resignation or other departure of a person holding a 
Key Position, provided that: 

(i) the Service Provider does not transfer any individual in Key Position on a lateral 
basis without promotion to another project or Affiliate of the Service Provider 
without the prior Approval of the Province, 

(ii) the Service Provider provides the Province with reasonable prior written notice 
thereof, if possible, together with relevant information regarding the background 
qualifications of the person that the Service Provider wishes to appoint to the 
Key Position, and such other information regarding the qualifications of such 
person as the Province may request, 

(iii) the Service Provider provides the Province with the opportunity to interview the 
person that the Service Provider wishes to appoint or hire into the Key Position 
prior to the final decision being made in respect of such appointment or hire, and 
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the Service Provider considers comments from, and consults with, the Province 
in respect of such interview, 

(iv) the Service Provider obtains the Approval of the Province pursuant to the 
provisions of Schedule 19 (Key Positions) in respect of any candidate that will 
replace (insert critical key positions, e.g., President, Operational VP, etc. ] of 
the Service Provider, and 

(v) the Service Provider provides the Province with a transition plan for the 
replacement of the incumbent with a new person in the Key Position; 

(b) in the event of an extended or unexpected absence of the incumbent in a Key Position, 
the Service Provider will forthwith advise the Province of such absence, and the Parties 
will consult with each other as to the appropriate steps to be taken by the Service 
Provider in respect of such absence; and 

{c) any person assigned to or otherwise placed in a Key Position will have qualifications or 
experience appropriate to the position which will be at least equivalent to the 
qualifications and experience of the initial person in such Key Position unless otherwise 
Approved by the Province, and such person will be suitably trained and transitioned to 
the Key Position. 

11.8 Key Position Failures. 

At any time, and from time to time, during the Term, the Province or the Service Provider may by notice 
{which may be oral) to the other, declare that a Key Position has failed to satisfactorily perform the duties 
of such position. The parties will promptly discuss such concerns, and where the Parties cannot agree on 
an appropriate course of action in respect thereof, then such issue will be elevated to the (.Joint Executive 
Committee] for consideration, or such other discreet channels of communication as may be appropriate 
under the circumstances. Where the [.Joint Executive Committee) provides any direction, including 
removal of such person, then the Service Provider will promptly adhere to and implement such direction 
at the Service Provider's sole cost. 

11.9 General Principles Regarding Personnel. 

At all times during the Term, the Service Provider will employ sufficient personnel of the Service 
Provider, including both employees and independent contractors of the Service Provider {collectively, 
"Personnel"), and will ensure that sufficient personnel is employed by its Subcontractors {collectively, 
"External Personnel"), to perform the Services in accordance with Service Levels and the other terms 
and conditions of this Agreement. The following provisions will apply with respect to the Personnel and 
the External Personnel: 

{a) unless specifically provided otherwise in this Agreement, the Service Provider will be 
responsible for the management and supervision of, and for the acts, omissions, 
performance of, and damage caused by the Personnel and External Personnel in the 
performance of the Services; 

(b) the Service Provider will ensure that the use of all Foreign Employed Individuals in the 
performance of the Services will comply with the Privacy Obligations applicable thereto; 

(c) the Service Provider will ensure that the Personnel and External Personnel performing the 
Services: 
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50653510.1 

(i) possess a degree of skill and experience appropriate to the tasks to which they are 
assigned and the performance and Service Levels which they are required to 
achieve, 

(ii) receive appropriate training (including quality training courses, refresher courses 
and retraining programs) for the performance of the Services and compliance 
with the confidentiality provisions and Privacy Obligations in the Agreement, 

(iii) perform the Services to the standards set out in this Agreement, and 

(iv) strictly comply with the privacy, security and confidentiality provisions set forth 
in the Privacy Obligations; 

(d) where given a Directive by the Province pursuant to Section 11.4 (Province's Right to 
Issue Directives), or where otherwise necessary, appropriate or prudent to do so given the 
nature of the Services or of the Province Confidential Information being accessed, used 
or disclosed, the Service Provider will conduct appropriate background checks with 
respect to the applicable Personnel, and will contractually require Subcontractors to do 
the same with respect to the applicable External Personnel, prior to such personnel 
commencing to provide the Services; 

(e) subject to the terms of the Master Transfer Agreement and unless specifically provided 
otherwise under this Agreement, the Service Provider will be solely liable and 
responsible (to the exclusion of the Province) for all costs, expenses, liabilities or claims, 
whenever incurred, relating to: 

(i) salaries and other compensation payable to its Personnel, 

(ii) labour relations proceedings or orders, grievances, arbitration proceedings or 
unsatisfied arbitration awards relating to its Personnel, 

(iii) strikes or other actions due to labour disputes involving its Personnel, and 

(iv) complaints, claims, decisions, applications, orders or prosecutions under any 
employment or labour standards, occupational health and safety, workers' 
compensation, pay equity, employment equity and human rights legislation 
relating to its Personnel, 

regardless of the time that the matter or event giving rise to any such costs, expenses, 
liability or claims arises or occurs, and for greater clarification, unless provided otherwise 
under the terms of the Master Transfer Agreement or this Agreement, none of such costs, 
expenses, liabilities or claims referred to in this paragraph (e) above will be subject to 
reimbursement by the Province to the Service Provider; 

(f) the Service Provider will deal with its Subcontractors in such a manner that the Province 
will have no liability resulting from the failure of the Subcontractors to meet the same 
responsibilities and payment obligations as described in paragraph (e) above with respect 
to the External Personnel, and for greater clarification, none of such costs, expenses, 
liabilities or claims contemplated in this paragraph (f) will be subject to reimbursement 
by the Province to the Service Provider or to the Subcontractors; 
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(g) the Service Provider will comply at all times with all applicable collective agreements 
and all applicable employment standards, occupational health and safety, workers' 
compensation, human rights legislation, and other Applicable Laws relating to its 
Personnel, will cause each Subcontractor to comply with the same as applicable to the 
External Personnel of such entities, and will deal with all Subcontractors in such a 
manner that the Province will have no liability resulting from any failure of the 
Subcontractors to so comply with such responsibilities and obligations with respect to the 
External Personnel; and 

(h) except as expressly provided otherwise in this Agreement or in the Master Transfer 
Agreement, the Service Provider will be solely liable and responsible for, to the exclusion 
of the Province, all costs arising from or otherwise relating to the termination by the 
Service Provider of any Personnel, and will ensure that the Province has no liability for 
the termination by any Subcontractor of any External Personnel, and the Service Provider 
and the Subcontractors will not be reimbursed by the Province for any such costs, 
expenses, claims or liabilities. 

11.10 Administrator. 

The Province shall act as the administrator of the Agreement, appointed by the Broader Public Sector, in 
connection with the Broader Public Sector's purchase of Services. 

ARTICLE12-SUBCONTRACTORS 

12.1 Responsibility for Subcontractors. 

The Service Provider is the general contractor for the Services under this Agreement and remains 
responsible for all of its obligations under this Agreement, regardless of whether the Service Provider 
relies upon any Subcontractor to any extent. Subject to the terms of this Agreement: 

(a) the Service Provider's use of Subcontractors for any of the Services will in no way 
increase the Service Provider's rights or diminish the Service Provider's liabilities to the 
Province with respect to this Agreement; 

(b) the Service Provider's rights and liabilities under this Agreement with respect to the 
Province will be as though the Service Provider had itself performed such Services; 

(c) the Service Provider will be liable for any defaults or delays caused by any Subcontractor 
in connection with the Services as if such defaults or delays were caused by the Service 
Provider; and 

(d) the Service Provider will be fully liable for all actions and omissions of the 
Subcontractors in the performance ofthe Services. 

If a Subcontractor breaches a Subcontract, or is alleged to have breached a Subcontract, which could have 
a material affect on the delivery of the Services or the performance of the Service Provider's obligations 
under this Agreement, then the Service Provider will notifY the Province in writing and provide the 
Province with such information relating to the alleged breach as the Province may request. 

50653510.1 

-40-
STMS BPS Services Agreement Template 

Page 1581 
CTZ-2013-00110



12.2 Inconsistent Subcontract Terms. 

The terms of this Agreement will in all events be binding upon the Service Provider notwithstanding, and 
without regard to, the existence of any inconsistent or contrary terms in any agreement between the 
Service Provider and any Subcontractor, whether or not and without regard to the fact that the Province 
may have directly or indirectly been given or otherwise received notice of any such inconsistent or 
contrary term. 

12.3 General Contract Terms (Subcontractors). 

Subject to Section 12.8 (Material Subcontractors), all Subcontracts entered into by the Service Provider 
with Subcontractors will not include any terms or provisions that are inconsistent with, or contrary to, the 
terms and conditions of this Agreement, and all such Subcontracts will include the following provisions: 

(a) a requirement that the Subcontractor adhere to the applicable obligations that: 

(i) are expressly required by this Agreement to be imposed upon the Subcontractor, 
and 

(ii) are otherwise required for the Service Provider to perform its obligations to the 
Province under this Agreement including, without limitation, the Service Levels, 
confidentiality obligations, intellectual property provisions, Privacy Obligations, 
and reporting, audit and access rights and requirements; 

(b) assignment or licensing of Intellectual Property Rights to the Service Provider in respect 
of any deliverables created in such relationship, and waiver of moral rights in respect of 
the same, to the extent required by the Service Provider to comply with its obligations to 
the Province under this Agreement; 

(c) obligations regarding compliance wiih Applicable Laws, including source deductions and 
remittances (for taxes, workers compensation and similar requirements); 

(d) termination rights consistent with the terms of this Agreement; 

(e) to the extent possible, assignment rights to the Province or the Alternative Service 
Provider upon the early termination or expiry of this Agreement in accordance with its 
terms, without any further consent from the Subcontractor or any additional, accelerated 
or other similar payments having to be made; and 

(f) any other provisions necessary for the Service Provider to fulfill its obligations under this 
Agreement. 

The foregoing will not apply with respect to any Assigned Contracts to the extent set forth in Section 12.7 
(Assigned Contracts). 

12.4 Subcontractor Monitoring. 

During the Term, the Service Provider will: 

(a) monitor the performance of Subcontractors and promptly address and remedy any 
performance issues or disputes with Subcontractors in such a manner as to mitigate any 
adverse impact on the nature, quality or delivery of the applicable Services; 
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(b) address and remedy any performance issues or disputes with Subcontractors in a manner 
which has no adverse impact on the nature, quality or delivery of the applicable Services 
under this Agreement; and 

(c) ensure that contingency plans are devised for the possibility of a Subcontractor failing to 
perform, needing to be replaced, or terminating the Subcontract with the Service Provider 
before the Termination of this Agreement. 

12.5 Non-Disclosure Documents. 

Unless otherwise Approved by the Province, all External Personnel of Access Subcontractors (including 
all External Personnel of any Affiliates of the Service Provider who may have access to, or use or 
disclosure of, Personal Information) will be required to execute documents directly with the Province 
binding such External Personnel to confidentiality and non-disclosure agreements as required by the 
Province and in a form Approved by the Province, all as more particularly described in the Privacy 
Obligations contained in Schedule 24 (Privacy Obligations) (the "External Personnel Agreements"). 
The Service Provider will not disclose or provide access to any Personal Information to any such External 
Personnel until such External Personnel have entered into an External Personnel Agreement. 

12.6 Confidentiality Breaches. 

Unless specifically provided otherwise under this Agreement, any breach of the confidentiality 
obligations set forth in this Agreement by a Subcontractor, or any External Personnel of such 
Subcontractor, will be deemed to constitute a breach of the confidentiality provisions of this Agreement 
by the Service Provider. In the event of any breach of confidentiality obligations by a Subcontractor, or 
any External Personnel of a Subcontractor, the Parties agree as follows: 

50653510.[ 

(a) in the event that either Party discovers that a breach of confidentiality by a Subcontractor 
or any External Personnel of a Subcontractor has occurred, it will promptly notify the 
other Party in writing; 

(b) the Service Provider will take all steps necessary to remedy or to have remedied such 
breach; 

(c) the Service Provider will develop and inform the Province of any remedial plans to 
remedy or otherwise deal with such breach; 

(d) if the Province Approves such remedial plan, and the Service Provider carries out the 
remedial plan, then the Province will not be entitled to terminate this Agreement solely 
on the basis of the Subcontractor's breach of confidentiality; 

(e) if the Service Provider does not carry out the remedial plan, then such failure to carry out 
the remedial plan will constitute a Material Breach for the purposes of Subsection 28. I (k) 
(Service Provider Material Breach); and 

(f) if the Province 

(i) determines, in its reasonable opinion, that the breach of confidentiality 
obligations is material; or 

(ii) does not Approve such remedial plan, 
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then such breach will constitute a Material Breach for purposes of Subsection 28.l(k) 
(Service Provider Material Breach). 

12.7 Assigned Contracts. 

For purposes of this Agreement, and in respect of those Subcontracts that are Assigned Contracts, the 
following provisions will apply: 

(a) the Service Provider will enforce the existing provisions in such Assigned Contracts; 

(b) the Service Provider will not, without the Province's Approval, reduce or eliminate 
existing provisions with respect to confidentiality, privacy and security; 

(c) the Service Provider will use reasonable efforts to expand the confidentiality, privacy and 
security provisions of such Assigned Contracts to be in conformance with the 
requirements ofthis Agreement in respect thereof; 

(d) the failure of an Assigned Contract to include provisions required by this Agreement to 
be included in a Subcontract, including the following, will not constitute a breach of this 
Agreement: 

(i) provisions corresponding to the provisions of this Agreement that are required to 
be flowed down to Subcontractors, 

(ii) any Privacy Obligations applicable to Subcontractors, including a requirement 
that External Personnel of the Subcontractor execute an External Personnel 
Agreement, or 

(iii) in the case of an Assigned Contract that is a Material Subcontract, the provisions 
required to be included by Section 12.9 (Additional Material Subcontract Terms), 

(e) when renewing or renegotiating such Assigned Contracts at the end of their respective 
current terms (and prior to any renewals or extensions thereof), the Service Provider will 
amend the terms to comply with the provisions of this Agreement; and 

(f) as a condition of any renewal or renegotiation of any Assigned Contract at the expiry of 
its Term, or to any extension of an existing term of any Assigned Contract, and unless 
otherwise Approved by the Province (although any such Approval will not, and will not 
be deemed to, reduce any of the obligations of the Service Provider under the Privacy 
Obligations), the Service Provider will ensure that any such renewed, extended or 
renegotiated Assigned Contracts complies with the Privacy Obligations to the extent that 
the Privacy Obligations are applicable thereto, including the requirement that External 
Personnel of the Subcontractor accessing Personal Information execute an External 
Personnel Agreement. 

Any breach of the confidentiality or the privacy and security provisions (if any) contained in the Assigned 
Contracts by Subcontractors will be deemed to constitute a breach of the confidentiality or the privacy 
and security provisions of this Agreement. 
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12.8 Material Subcontractors. 

Any Subcontract entered into by the Service Provider for the performance of any part of the Services by a 
Subcontractor, where the Subcontractor meets the conditions or requirements set forth in Schedule 20 
(Subcontractor Matters) in respect thereof, will constitute a "Material Subcontracf' to which the 
provisions of Section 12.9 (Additional Material Subcontract Terms), in addition to the provisions set forth 
in Section 12.3 (General Contract Terms (Subcontractors), will apply, but excluding therefrom any 
contracts that are Assigned Contracts. 

12.9 Additional Material Subcontract Terms. 

Unless consented to in writing by the Province, all Material Subcontracts entered into by the Service 
Provider will, in addition to the provisions set forth in Section 12.3 (General Contract Terms 
(Subcontractors), include the following provisions: 

(a) provisions by which any Material Subcontractor who has or could have access to, use or 
disclosure of Personal Information in connection with the Services is bound to any 
applicable Privacy Obligations as identified in Schedule 24 (Privacy Obligations); 

(b) provisions naming the Province as an intended third party beneficiary of the Material 
Subcontract and providing for the delivery by the Material Subcontractor of a certificate 
to such effect to the Province upon request; 

(c) an agreement by both the Service Provider and the Material Subcontractor not to directly 
or indirectly assign the Material Subcontract to any Person without the Approval of the 
Province, not to be unreasonably withheld or delayed; and 

(d) provisions entitling the Service Provider to terminate the Material Subcontract in 
response to a notice received from the Province under Section l2.13(a) (Removal of 
Subcontractor). 

12.10 Extracts of Subcontracts. 

During the Term of this Agreement, and at the request of the Province, the Service Provider will provide 
the Province with certificates signed by the Service Provider that have extracts of Material Subcontracts 
attached thereto, in a form sufficient for the Province to confirm the Service Provider's compliance with 
the obligations set forth in this Article 12 (Subcontractors). In connection therewith, the Service Provider 
will provide such certificate to the Province in respect of the Material Subcontracts described in the 
attached Schedule 20 {Subcontractor Matters), concurrently with the execution of this Agreement. 

12.11 Consent to Use of Material Subcontractors. 

The Service Provider will not use any Material Subcontractors in respect of the provision of any Services 
or other obligations performed under or in connection with this Agreement unless the Service Provider 
obtains the Approval of the Province, and for purposes hereof those Material Subcontractors described in 
Schedule 20 (Subcontractor Matters) are hereby approved by the Province. Any request for Approval of 
a Material Subcontractor will include information regarding the components of the Services affected, the 
scope of the proposed Material Subcontract, the identity and qualifications of the proposed Material 
Subcontractor, whether the proposed Material Subcontractor is an Affiliate of the Service Provider, 
whether the proposed Material Subcontractor is a Canadian Entity, the foreign ownership (direct or 
indirect) of the proposed Material Subcontractor (if any), and the reasons for subcontracting the work in 
question. 
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12.12 Province Criteria for Material Subcontractors. 

In considering a request for the Approval of a Material Subcontractor under the provisions of 
Section 12.11 (Consent to Use of Material Subcontractors), the Province will consider the reputation, 
financial stability, qualifications, applicable experience, ability, direct and indirect ownership, and 
availability of the Material Subcontractor, whether the Material Subcontractor who may have access to, or 
use or disclosure of Personal Information is a Canadian Entity, and the extent to which the Material 
Subcontractor could or would have access to, use or disclosure of any Personal Information, the purpose 
of such access, use and disclosure by (and by any External Personnel of) the Material Subcontractor. The 
Service Provider will not be required to provide to the Province any Subcontract (or draft Subcontract) 
with a Material Subcontractor (or proposed Material Subcontractor) in connection with a request for or to 
obtain the Province's Approval of the Material Subcontractor, except to the extent contemplated in 
Section 12.10 (Extracts ofSubcontracts). 

12.13 Removal of Subcontractor. 

In the event that the Province determines, acting reasonably, that: 

(a) the continued use of a Material Subcontractor will or could have a detrimental effect on 
the Province, and is therefore not in the best interests of the Province as a result of the 
Province having severed all other relationships with such Material Subcontractor due to 
the wilful misconduct, fraud or other forms of malfeasance by such Material 
Subcontractor; or 

(b) the risk of a breach of the provisions of the Freedom of Information and Protection of 
Privacy Act is increased as a result of an Access Subcontractor ceasing to be a Canadian 
Entity or otherwise; 

then the Province will give the Service Provider notice thereof (and specifYing in detail the reasons 
therefor) through the Joint Executive Committee, requesting that such Material Subcontractor or Access 
Subcontractor be replaced. Promptly following receipt of such notice, the Service Provider will 
investigate the matters stated in the notice and discuss its findings with the Province through the Joint 
Executive Committee. If requested to do so by the Province (acting reasonably), the Service Provider will 
(within the timeframe specified by the Province after consultation with the Service Provider in respect of 
such timeframe) remove any access that the Material Subcontractor or Access Subcontractor may have to 
the Personal Information pending completion of the Service Provider's investigation and discussions with 
the Province. If, following such discussions with the Service Provider through the Joint Executive 
Committee, the Province reaffirms, acting reasonably, its request for the replacement of such Material 
Subcontractor or Access Subcontractor, then the Service Provider will, within ninety (90) days (or such 
different period of time as may be agreed to between the Parties through the Joint Executive Committee 
having regard to all of the surrounding circumstances) of such reaffirmation, replace such Material 
Subcontractor or Access Subcontractor with a new Material Subcontractor or Access Subcontractor of 
suitable qualifications, or will perform the applicable Services directly. 

12.14 Other Business witb Subcontractors. 

Nothing contained in this Agreement will prohibit or otherwise restrict the Province from entering into 
agreements or other arrangements with any Subcontractor. 
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12.15 Suppliers. 

The Service Provider may enter into contracts with Suppliers in respect of the Services (including for 
third party Software or for support or maintenance service) with such Suppliers as the Service Provider 
may select, provided that the Service Provider complies with any other applicable provisions of this 
Agreement regarding the use of Software in providing the Services. The following provisions will apply 
to contracts with Suppliers entered into by the Service Provider (other than contracts with Suppliers 
constituting Assigned Contracts) (it being understood that any Person who is given access to or use of 
Personal Information is a Access Subcontractor and not a Supplier for the purposes of this Agreement): 

(a) all costs and expenses of such contracts with Suppliers will be the sole responsibility of 
the Service Provider, including any termination cost, penalties or other amounts payable 
in connection with such contracts; 

(b) the Service Provider will ensure that the Suppliers have the required skill, qualifications 
and experience necessary to perform their obligations, and in the case of janitorial 
services, the Service Provider will retain bonded janitors only; 

(c) the Service Provider will ensure that its Suppliers do not obtain access to Personal 
Information or Province Confidential Information by employing appropriate security 
policies, including, without limitation, a clean desk policy; and 

(d) the Service Provider will not be relieved of any of its obligations in respect of the 
Services or under this Agreement as a result of any contracts with Suppliers, and the 
Service Provider will be responsible for all actions and failure to act of all of its Suppliers 
and the consequences thereof. 

The Service Provider will monitor the performance of its Suppliers and will promptly address and remedy 
any performance issues or disputes in a manner which has no adverse impact on the nature, quality or 
delivery of the Services. 

ARTICLE 13- REPORTING AND ANNUAL OPERATING PLAN 

13.1 Reporting Generally. 

At all relevant times during the Term, the Service Provider will prepare or cause to be prepared, and will 
provide to the Province all reports and information required by the Province from time to time. The 
reporting requirements of the Province, which will be effective as and from the Hand-Over Date (and 
which excludes and reports or information to be provided by the Service Provider to the Province in 
connection with the Transition Services) is set forth in Schedule 21 (Reporting Requirements}, and is 
subject to adjustment or amendment by the Parties through the Governance Process. 

13.2 Annual Review of Reporting Requirements. 

The Parties, through the Governance Process, will conduct an annual review of the then current reporting 
requirements under this Agreement and as set forth in Schedule 21 (Reporting Requirements}, as the 
same may be adjusted or amended from time to time, and will consider any changes to the current 
reporting requirements as the Parties may determine to be appropriate or desirable. 
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13.3 Changes to Reporting Requirements. 

The Parties acknowledge that the reporting requirements set forth in Schedule 21 (Reporting 
Requirements) will evolve over the Term as a result of the addition of Services, changes made through the 
Change Order Process and otherwise. Subject to the provisions of Schedule 21 (Reporting 
Requirements), the Service Provider agrees that any changes to the reporting and information 
requirements of the Province, as contemplated under this Article 13 (Reporting and Annual Operating 
Plan), will not result in any increased Fees being payable by the Province. The Service Provider will at 
all times comply with the requirements of Schedule 21 (Reporting Requirements), as the same may be 
adjusted or amended from time to time, and will provide suggestions to the Province as to improvements, 
enhancements and changes to the reporting and informational requirements set forth in Schedule 21 
(Reporting Requirements), for Approval by the Province through the Governance Process. Any changes 
that are made to the reporting requirements, as contemplated in this Section, will be deemed to be a 
Change Order for the purposes of this Agreement. 

13.4 Format of Reports. 

To the greatest extent possible, the Parties will use web-enabled reports and direct electronic access to 
data and query reports to meet the reporting and informational needs of the Province. The Parties agree to 
minimize the amounts and types of paper based reporting. 

13.5 Annual Operating Plan. 

The Service Provider will, with the co-operation and assistance of the Province through the Governance 
Process, prepare and provide to the Province an annual operating plan (the "Annual Operating Plan") 
that will be the planning document utilized in the provision of the Services, consisting of: 

(a) a summary of the financial and operational changes for the Services in the next most 
immediate Contract Year, based upon the most current annual estimate available; 

(b) a survey, review and analysis of the Systems and resources used to provide the Services; 

(c) strategies to assist in realizing the objectives set forth in Section 1.13 (Objectives of the 
Parties); 

(d) an analysis of the operations by the Service Provider with recommendations for changes 
to reduce costs, improve efficiencies and improve the satisfaction ofthe customer's of the 
Services, the Province and Stakeholders; 

(e) a description of any planned changes to the Services for the following Contract Year, to 
the extent known; 

(f) a description of any proposed material changes in the way the Service Provider wishes to 
provide the Services; 

(g) a review and analysis of any projects performed over the previous Contract Year and 
summary of recommended projects for the next immediate Contract Year, to the extent 
known; 

(h) any planned System or resource acquisitions (including changes to the number and type 
of Personnel currently providing the Services, whether by an increase or decrease in the 
number and FTE of such Personnel) to provide for additional or decreased Service 
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capacity and volume, or to otherwise exploit new technological or business process 
developments; 

(i) a description of the risk profile of the Service Provider, including a description of any 
material risks which could have an impact on the Service Provider's ability to provide the 
Services in accordance with Service Levels; 

G) a budget forecast setting out the estimated financial information in respect of the 
upcoming Contract Year, taking into account anticipated changes and information then 
available to the Service Provider (which budget will be consistent with the Economic 
Model, but subject to any changes having been made through the Change Order Process 
or otherwise); and 

(k) such other matters as may be mutually agreed to by the Parties through the Governance 
Process. 

13.6 Timing of Annual Operation Plan. 

No later than 120 days prior to the commencement of the next Contract Year, the Service Provider will 
develop, prepare and provide to the Province, through the Governance Process, a proposed Annual 
Operating Plan for the next Contract Year, with the first Annual Operating Plan being delivered on or 
before [insert date). Within 30 days following receipt of the proposed Annual Operating Plan, the 
Parties, through the Governance Process, will jointly Approve the Annual Operating Plan or discuss any 
modifications or changes required thereto, and the Service Provider will provide the Province, through the 
Governance Process, with a revised Annual Operating Plan incorporating such modifications or changes. 
Any Dispute with respect to the Approval of the Annual Operating Plan will be resolved through the 
Dispute Resolution Process set forth in Article 27 (Dispute Resolution). 

13.7 Annual Confirmation. 

The Service Provider will deliver a certificate to the Province, together with the Annual Operating Plan 
referred to in Section 13.5 (Annual Operating Plan), that contains a confirmation signed by a senior 
officer or director of the Service Provider stating that: 

(a) a review of the activities of the Service Provider during the preceding Contract Year has 
been made under the supervision of such senior officer or director; and 

(b) based upon the review referred to in paragraph (a) above, and to the best of the 
knowledge of such senior officer or director, after having made due inquiry, the Service 
Provider has fulfilled all of its obligations under this Agreement in all material respects 
(including, without limitation, the Privacy Obligations), and that no Material Breach (or 
any event which, with notice or lapse of time or both, could reasonably be determined to 
become a Material Breach) occurred during such Contract Year in respect of such 
obligations, and stating exceptions to any of the forgoing, if applicable. 

ARTICLE 14- MAINTENANCE OF RECORDS 

14.1 Maintenance of Records. 

During the Term and for a period of seven (7) years after the end of the Term (or such longer period as 
may be required by Applicable Law, or in the case of Subcontractors who cease to provide Services, 
seven (7) years after such Subcontractors have ceased to provide Services), the Service Provider will: 
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(a) maintain accurate and complete Records related to this Agreement and to the Services to 
be provided by the Service Provider under this Agreement (other than Records which 
have been returned to the Province by the Service Provider), as may be required or 
necessary in order for the following, provided that the Service Provider will not be 
required to retain any specific Record for a period of greater than seven (7) years except 
as required by Applicable Law: 

(i) the Service Provider to meet any other reporting or record keeping requirements 
referred to in this Agreement, and 

(ii) to enable the Province to verify compliance by the Service Provider with the 
terms of this Agreement and to ascertain the accuracy of all financial matters 
arising under this Agreement; and 

(b) cause Subcontractors to maintain complete and accurate Records of the transactions and 
activities undertaken by such Subcontractors as part of the Services (other than Records 
which have been returned to the Province by the Service Provider), as may be required or 
necessary in order for the following, provided that the Subcontractor will not be required 
to retain any specific Record for a period of greater than seven (7) years except as 
required by Applicable Law: 

· (i) the Service Provider to meet any other reporting or record keeping requirements 
referred to in this Agreement, and 

(ii) to enable the Province to verify compliance by the Subcontractor with the terms 
of this Agreement and to ascertain the accuracy of all financial matters arising 
under this Agreement. 

Without limiting the generality of the foregoing, the Service Provider will ensure that all New Records 
with respect to the performance of the Services will conform with GAAP (to the extent applicable), the 
requirements of Applicable Laws, and the Province's Administrative Records Classification System 
(ARCS) and Operational Records Classification Systems (ORCS), as may be amended from time to time 
and notified by the Province to the Service Provider, subject to the Change Order Process. 

14.2 Transferred Records. 

The Province will arrange for the delivery of the Transferred Records to the Service Provider on or before 
the Hand-Over Date, in accordance with the records protocols described in the attached Schedule 22 
(Records Protocols). 

14.3 Custody ofProvince Records. 

The Service Provider will have Custody of the Province Records from the later of the date that Custody is 
granted to the Service Provider by the Province or the date of the creation or coming into existence of the 
Province Records, in accordance with and subject to the provisions of this Agreement. 

14.4 Control of Province Records. 

The Province Records will remain the property and in the Control of the Province, and accordingly, they 
will continue to remain subject to the requirements of the British Columbia Document Disposal Act, 
Electronic Transactions Act, Freedom of Information and Protection of Privacy Act (British Columbia) 
and all Province Policies related, thereto, and the Interpretation Act. The Service Provider will comply 
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with the requirements thereof in respect of the Province Records as though each such Act or Policy 
applied to the Service Provider directly. In addition, the Service Provider will: 

(a) not sell, transfer to the physical custody of another jurisdiction or Person, destroy or 
otherwise dispose of the Province Records without the Approval and direction of the 
Province, or as contemplated under this Agreement, and then, only in accordance with the 
protocols described in Schedule 22 (Records Protocols), and the provisions of Article 16 
(Privacy, Security and Confidentiality); 

(b) not under any circumstances, and without limiting the provisions of Article 16 (Privacy, 
Security and Confidentiality), use or disclose any Province Records except: 

(i) on the prior written directions, or with the Approval, of the Province (which 
directions or Approval may be given by the Province at any time, in its sole 
discretion, or in response to a written request from the Service Provider 
specifying the particulars of the proposed use or disclosure of such Records), or 

(ii) through the ordinary course provision of the Services as contemplated under the 
terms of this Agreement and in accordance with applicable Province Policies 
notified to the Service Provider from time to time; 

(c) return the Province Records to the Province on the written instructions of the Province or 
as may otherwise be required or permitted in accordance with the provisions of this 
Agreement; 

(d) at the request and expense of the Province, provide written or electronic copies of such 
Province Records for storage on the premises of the Province or of any applicable 
regulatory body or agency, as the Province may require; 

(e) maintain the safe keeping and integrity of the Province Records in accordance with the 
records protocols set forth in the attached Schedule 22 (Records Protocols) and with the 
provisions of Article 16 (Privacy, Security and Confidentiality); 

(f) store all Province Records separately from other records of the Service Provider and 
identify them as Records of the Province; and 

(g) provide the Province with copies of any Province Records, and permit the Province to 
have access to the Province Records with such access being in accordance with the 
provisions of Section 22.1 (Access Rights)). 

The Province will comply with its obligations to the Service Provider in respect of the Province Records 
as set forth in Schedule 22 (Records Protocols). 

14.5 Final Return of Province Records. 

Upon Termination of this Agreement, the Service Provider will deliver all such Province Records then in 
its Custody to the Province, including the performance of any obligations, steps or other requirements set 
forth in the Termination Assistance Plan. The Service Provider may, subject to the terms of Article 16 
(Privacy, Security and Confidentiality), maintain sufficient copies of financial and other records following 
Termination of this Agreement, as it is required to maintain for tax and other statutory reasons in 
accordance with Applicable Laws. 
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14.6 Costs of Record Keeping. 

The Service Provider acknowledges and agrees that all costs of record keeping contemplated in this 
Article 14 (Maintenance of Records) will be the responsibility of the Service Provider, and that 
compensation to the Service Provider in respect thereof is included in the Fees. For greater clarification, 
any Province Records delivered by the Service Provider to the Province at the request of the Province or 
pursuant to Sections 14.4 (Control of Province Records) and 14.5 (Final Return of Province Records), or 
Schedule 22 (Records Protocols), will thereafter be the responsibility (both financially and as to storage 
obligations) ofthe Province, unless such Province Records are returned to the Service Provider during the 
Term in accordance with the provisions of this Agreement. 

14.7 Storage and Disposal of Records. 

The Service Provider will transfer all Province Records identified by the Service Provider for storage, 
destruction or disposal to the Province in accordance with the record protocols more particularly 
described in Schedule 22 (Records Protocols), or as otherwise Approved by the Province. The Province 
will destroy any such Province Records if the Province determines it to be appropriate to do so. The 
Service Provider will not, without the Approval of the Province, dispose of or otherwise destroy any 
Province Records in its Custody at any time before the seventh (7th) anniversary of the date that the final 
payment under this Agreement is made or of the date that all outstanding Disputes are settled, whichever 
is later. 

14.8 Locations of Records. 

Unless provided otherwise in this Agreement, and subject to the provisions of Section 5.1 (Overview of 
Service Locations), the following provisions will apply in respect of all Province Records that contain any 
Personal Information: 

(a) the Service Provider will maintain the Province Records in Canada at locations notified 
by the Service Provider to the Province in writing pursuant to Section 5.2 (Service 
Locations); 

(b) the Service Provider will not relocate any such Province Records maintained pursuant to 
this Section without first notifying the Province in writing; and 

(c) at no time will any Person have remote access to any Personal Information (including on 
any backup data) contained in the Province Records from any location outside of Canada, 
except as expressly Approved by the Province. 

ARTICLE 15- FEES AND PAYMENT TERMS 

15.1 Fees. 

In consideration of the performance of the Services, the Province will pay the Fees to the Service 
Provider, net of any amounts as contemplated pursuant to Article 8 (Service Levels), or as otherwise 
contemplated in this Agreement. Except as otherwise expressly set forth in this Agreement, the Province 
will not be obligated to pay any other amounts to the Service Provider for the Service Provider's 
performance of the Services and its other obligations under this Agreement. Any expenses that the 
Service Provider incurs in the performance of the Services are included in the Fees, and accordingly, the 
Service Provider's expenses will not be separately reimbursable by the Province unless specifically 
provided otherwise under, or agreed pursuant to, the terms of this Agreement. 
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15.2 Invoices. 

The Service Provider will provide the Province with monthly invoices, that conform to the payment 
requirements set forth in Section 15.3 (Method of Payments), for all Fees that are payable from time to 
time by the Province pursuant to this Agreement. Each invoice will be provided in hardcopy form, and if 
requested by the Province in electronic form compatible with the Province's financial computer systems, 
and in either case with the level of detail as may be requested by the Province from time to time to satisfY 
the Province's internal accounting requirements. The payment of any invoice by the Province will not be 
deemed to be Approval or acceptance of such invoice, and no such payment will preclude the Province 
from contesting any amount set forth in an invoice at any later date in accordance with the provisions of 
Section 15.6 (Disputed Payments). 

15.3 Method of Payment. 

The Province will pay the Fees to the Service Provider on the following terms: 

(a) the Fees will be payable monthly, in arrears, prior to the date which is sixty (60) days 
after receipt by the Province of an invoice from the Service Provider in a form that is in 
compliance with this Agreement, such invoice not to be delivered by the Service Provider 
to the Province before the end of the Service period for which it relates; 

(b) notwithstanding the payment date set forth above, interest on any overdue amounts will 
only be payable at the rates and in respect of the periods as set forth in the Interest on 
Overdue Accounts Payable Regulation (B.C. Reg. 215/83), as amended or replaced from 
time to time, and where such regulation has been revoked and not replaced, at the last rate 
and time period calculated thereunder; and 

(c) all Fees calculated or otherwise set forth in this Agreement are inclusive of all applicable 
Taxes unless otherwise expressly stated in this Agreement (including, without limitation, 
the provisions of Section 15.4 (Taxes)). 

15.4 Taxes. 

The Services contracted for under this Agreement are for the Province, are being paid for with Crown 
funds, and are therefore not subject to GST. The Service Provider will collect, remit to the appropriate 
Taxing Authorities and report to the Province on all Taxes related to the Services to the extent that the 
same are included in the Fees, and to the extent that any of the Services attract PST, the Service Provider 
will add the same to the invoices for the Fees. The Service Provider will be responsible for and will 
arrange to pay all other Taxes relating to the Services including Taxes based on its own capital, net 
income, employment taxes of its own employees and for taxes on any property it owns. 

15.5 Right of Set-OfT. 

Any amounts owed to the Province: 

(a) by the Service Provider under this Agreement or otherwise in respect of the Services, 
including Service Level Credits, but excluding any amounts under Dispute; 

(b) by the Service Provider under any other agreement entered into now or in the future 
between the Service Provider and the Province that is not related to this Agreement, but 
excluding amounts in dispute thereunder in accordance with its terms; and 
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(c) by the Service Provider's Affiliates pursuant to the Financial Guarantee; 

may be set-off by the Province against Fees and other charges payable by the Province to the Service 
Provider under this Agreement, or may be deducted from any sum due or which at any time may become 
due to the Service Provider under this Agreement. To the extent that there are any amounts owing by the 
Service Provider to the Province upon the Termination of this Agreement, whether by credits or 
otherwise, and there are no further Fees to set-off such amounts, then the Service Provider will pay such 
amounts directly to the Province. The Province will give the Service Provider notice of such set-off under 
Section 15.5(b) above. 

15.6 Disputed Payments. 

Notwithstanding the payment of any Fees, the Province may dispute any amounts contained in an invoice 
within ninety (90) days of receipt of the invoice from the Service Provider. Notwithstanding the 
foregoing, if any overpayments by the Province should later be discovered as a result of an audit or 
investigation under Article 22 (Audit Rights) or otherwise, then the Province will be entitled to recover 
the amount of such overpayments by way of a Dispute, notwithstanding the fact that such overpayments 
are discovered after the expiry of such ninety (90) day period. In addition, the Province may withhold 
payment of a particular portion of Fees that the Province reasonably Disputes, subject to the following 
conditions: 

(a) any amount so withheld will not exceed the amount alleged to be in error or not properly 
invoiced or payable, or for which no Services were performed; 

(b) the Province provides to the Service Provider concurrently with the withholding of the 
disputed Fees, a detailed written explanation of the basis ofthe Dispute; and 

(c) the Parties will promptly settle the Dispute regarding such amount in accordance with the 
Dispute Resolution Process set forth in Article 27 (Dispute Resolution). 

Any interest accrued on any amount owed to or overpaid by the Province will be apportioned in the same 
manner as in the resolution of such disputed Fees. Any payment disputes will not affect the Service 
Provider's obligation to provide the Services under this Agreement at the agreed Service Levels or in 
accordance with any other of the Service Provider's obligations under this Agreement. 

ARTICLE 16- PRIVACY, SECURITY AND CONFIDENTIALITY 

16.1 Privacy Obligations. 

The Service Provider will at all times, and will ensure that its Personnel, and to the extent applicable in 
accordance with the provisions of Schedule 24 (Privacy Obligations) its Subcontractors and External 
Personnel, comply with the obligations and requirements set forth in Schedule 24 (Privacy Obligations), 
as such are amended from time to time in accordance with this Agreement (the "Privacy Obligations"). 

16.2 Foreign Disclosures. 

The Service Provider expressly acknowledges and agrees that it is subject to the laws of British Columbia 
and the laws of Canada applicable in British Columbia with respect to this Agreement and the 
performance of the Service Provider's obligations under this Agreement, and it is not subject to any 
Foreign Disclosure Laws including, without limitation, any orders, directives, rulings, requirements, 
judgments, injunctions, awards or decrees, decisions, or other requirements issued pursuant to any 
Foreign Disclosure Laws, or any directions or requests from any Affiliate of the Service Provider in 
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respect of the same, and in each case, related to any Personal Information (each a "Disclosure Order"). 
The Service Provider will immediately inform the Province if the Service Provider receives a Disclosure 
Order. Upon receipt of a Disclosure Order, the Service Provider will not disclose any Personal 
Information in response thereto and the Service Provider will at all times act in accordance with the terms 
and conditions of this Agreement including, without limitation, the Privacy Obligations. Any breach of 
this Section will be a Material Breach under this Agreement. The provisions of this Section represent a 
lawful restriction on the Service Provider, being a Person governed by the laws of British Columbia and 
the laws of Canada applicable in British Columbia. The Service Provider will flow through the 
requirements of this Section to any Access Subcontractors, to apply to the Access Subcontractors, mutatis 
mutandis. 

16.3 Corporate Structure and Corporate Chart. 

As of the date of this Agreement, and as at the Hand-Over Date, the corporate organizational chart, 
indicating all shareholdings to the ultimate indirect shareholder (other than the shareholdings of a public 
company listed on a recognized stock exchange) of the Service Provider, the Performance Guarantor and 
the Financial Guarantor each a ("Corporate Structure"), are as set forth in Schedule 25 (Corporate 
Chart). Throughout the Term, the Service Provider will provide the Province with an updated Corporate 
Structure from time to time forthwith upon any changes being made thereto; provided that the 
requirements of this provision will in no way provide the Service Provider with any relief from, or be 
deemed to be a waiver of, the provisions of Section 31.2 (Assignment by Service Provider). Unless 
agreed otherwise by the Province, for so long as the Service Provider or the Performance Guarantor has, 
or could have, disclosure or use of, or access to any Personal Information in connection with the 
performance of the Services under this Agreement, or in connection with the application of the 
Performance Guarantee, as the case may be, the Service Provider and the Performance Guarantor will be 
and remain under the direct Corporate Control of a Canadian Entity, and any failure of the Service 
Provider or the Performance Guarantor to remain so controlled will be deemed to be a Material Breach 
under Section 28.1 (Service Provider Material Breach), and will give rise to the right of the Province to 
terminate this Agreement pursuant to Section 28.2 (Remedies of the Province). 

16.4 Canadian Entities. 

Throughout the Term, the Service Provider will ensure that the Access Subcontractors who are not 
individuals are corporations, partnerships, limited partnerships, or other similar entities that are 
incorporated or created under the laws of Canada or under the laws of any province of Canada (each a 
"Canadian Entity"), and that the Access Subcontractors who are individuals are not Foreign Employed 
Individuals. Unless agreed otherwise by the Province, and for so long as any Access Subcontractor has or 
could have any access to, or use or disclosure of, any Personal Information in connection with the 
performance of the Services under this Agreement, the Service Provider will ensure that: 

(a) in the case of Access Subcontractors who are individuals, the Access Subcontractor are 
not, and do not become, a Foreign Employed Individual; and 

(b) in all other cases, the Access Subcontractors are and remain a Canadian Entity, and 
unless otherwise Approved by the Province, a Canadian Entity that is Corporately 
Controlled by a Canadian Entity or by individuals who are not Foreign Employed 
Individuals. 

16.5 Acknowledgement. 

The Service Provider acknowledges that in the performance of the Services, the Service Provider will be 
given access to and Custody of highly confidential and sensitive information, including Province 
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Confidential Information, and that the confidentiality, privacy and security of such information, and in 
particular the Personal Information, is of paramount importance to the Province. 

16.6 Safeguarding Confidential Information. 

Each of the Parties acknowledges and agrees that all Confidential Information of the other Party, whether 
received or created before or after the Hand-Over Date, will be received in the strictest confidence and 
will be held and used only in accordance with and subject to the terms of this Agreement. A Party 
receiving the Confidential Information of the other Party will retain such information in confidence and 
will treat such information in accordance with the terms of this Agreement (including the Privacy 
Obligations), and with a degree of care no less than the degree of care that the receiving Party employs for 
the protection of its own Confidential Information of a similar nature; provided that in any event the 
Service Provider will use a degree of care to protect such Confidential Information that is appropriate to 
the nature of the information and is in accordance with prudent industry practice for the [insert industry] 
in Canada. Without limiting the generality of the foregoing, and subject to the Change Order Process, the 
Service Provider further agrees to comply with such confidentiality, privacy and security Directives as 
issued by the Province from time to time. 

16.7 Permitted Disclosure and Use of Confidential Information. 

Subject to the Privacy Obligations and Section 16.2 (Foreign Disclosures), a Party may use or disclose 
relevant aspects of the other Party's Confidential Information: 
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(a) only to the extent necessary to perform its obligations and exercise its rights under this 
Agreement; 

(b) only to its Personnel, Subcontractors and External Personnel (and in the case of the 
Province, its employees, contractors, professional advisors and agents) to the extent that 
such disclosure and use thereof is necessary for the performance of the receiving Party's 
rights or obligations under this Agreement, and provided that such Persons have an actual 
need to know such information and have signed non-disclosure agreements as required by 
this Agreement (to the extent applicable), it being agreed between the Parties that the 
provisions of this paragraph will in no way restrict or otherwise limit either Party from 
disclosing the Confidential Information of the other Party, to the extent necessary, to the 
receiving Party's legal advisors in the course of obtaining legal advice in connection with 
this Agreement, provided that the solicitor client privilege with respect thereto is not 
waived by the receiving Party in respect of such disclosure; and 

(c) in the case of a disclosure of the Service Provider's Confidential Information by the 
Province, for purposes of undertaking any procurement or related process in connection 
with the selection of an Alternative Service Provider, provided that: 

(i) such disclosure does not include any of the Service Provider's costing or other 
internal financial information, 

(ii) any third parties to whom such disclosure is made first execute and deliver to the 
Province a Non-Disclosure Agreement and the Province provides such executed 
Non-Disclosure Agreement to the Service Provider, and 

(iii) such disclosure will be restricted to the Service Provider Confidential 
Information necessary to enable such parties to participate in such procurement 
or related process. 
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16.8 Province Permitted Disclosure. 

Notwithstanding the provisions of this Article 16 (Privacy, Security and Confidentiality), the Province 
may disclose the Service Provider Confidential Information as may be required by the provisions of any 
Applicable Laws, including the Freedom of Information and Protection of Privacy Act (British 
Columbia), as contemplated in Section 16.10 (Disclosure Compelled by Law) and as required by the 
Province in order to prevent any actual or reasonably anticipated disclosure of Personal Information. For 
purposes thereof, the Service Provider acknowledges that the Non-Disclosure Agreements referred to in 
Section 16.7 (Permitted Disclosure and Use of Confidential Information) will be subject to the 
requirements and obligations of that Act. 

16.9 Exceptions to Obligation of Confidentiality. 

Subject to the Privacy Obligations and Section 16.2 (Foreign Disclosures), the obligations of 
confidentiality contained in this Article 16 (Privacy, Security and Confidentiality) will not apply to any 
Confidential Information of the other Party to the extent that the receiving Party can reasonably 
demonstrate that such Confidential Information: 

(a) was, at the time of disclosure to the receiving Party, in the public domain; 

(b) after disclosure to the receiving Party, is published or otherwise becomes part of the 
public domain through no fault of the receiving Party, and where the receiving Party is 
the Service Provider, through no fault of the Service Provider's Affiliates or 
Subcontractors; 

(c) was in the possession of the receiving Party at the time of disclosure to the receiving 
Party, and was not the subject of a pre-existing confidentiality obligation; 

(d) was disclosed independently to the receiving Party by a third party who, insofar as the 
receiving Party was aware, was not subject to any confidentiality obligations in respect 
thereof, and in any event, provided that such information was not of a nature that had it 
been the Confidential Information of the receiving Party, the receiving Party would have 
required that it be kept confidential; 

(e) was independently developed by the receiving Party without the use of any Confidential 
Information of the other Party; 

(f) is disclosed with the prior Approval of the other Party, but only to the extent Approved 
by the other Party; 

(g) is Service Provider Confidential Information and such information is required to be 
disclosed by the Province under the Freedom of Information and Protection of Privacy 
Act (British Columbia); or 

(h) is Service Provider Confidential Information and such information is required to be 
disclosed by the Province in order to comply with Province Policies. 

16.10 Disclosure Compelled by Law. 

Subject to the Privacy Obligations and Section 16.2 (Foreign Disclosures), a Party will not be considered 
to have breached its confidentiality obligations under this Article 16 (Privacy, Security and 
Confidentiality) for disclosing any Confidential Information of the other Party to the extent that such 
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disclosure is required to satisfy any Applicable Laws and, subject to Section 16.11 (Disclosure of 
Personal Information), expressly excludes Personal Information, provided that the Party required to make 
such disclosure (the "Compelled Party"): 

(a) promptly upon receiving any such request and within a reasonable time prior to 
disclosure (if possible), notifies the other Party of the terms and circumstances of the 
requested disclosure; 

(b) consults with the other Party regarding the nature and scope of such request and the 
response or other position that the Compelled Party intends to take with respect to such 
request; 

(c) does not obstruct or interfere with, and to the extent practical, permits the other Party to 
obtain, a protective order or other remedy to prevent, object to, enjoin, narrow the scope 
of, or otherwise contest the requested disclosure; 

(d) if the other Party is unable to obtain a protective order or other similar remedy within a 
time period that is appropriate in the circumstances, then the Compelled Party will only 
disclose such of the Confidential Information that it is legally obligated to disclose; and 

(e) makes and reasonably pursues a request, that is reasonable and customary in the 
circumstances, to the applicable Governmental Authority, for confidential treatment of 
the information to be disclosed pursuant to such Applicable Laws. 

16.11 Disclosure of Personal Information. 

In respect of the Personal Information that constitutes Province Confidential Information, the Service 
Provider will not disclose to any Person or allow any Person to access or use, and will ensure that none of 
the Personnel, Subcontractors, or External Personnel disclose to any Person or allow any Person to access 
or use, the Personal Information, except: 

(a) if, and in the manner expressly permitted pursuant to, the Privacy Obligations or to the 
provisions of the Freedom of Information and Protection of Privacy Act (British 
Columbia); 

(b) as expressly Approved by the Province; or 

(c) pursuant to an order of a Canadian court of competent jurisdiction in accordance with 
Section 16.12 (Court Order Disclosure). 

16.12 Court Order Disclosure. 

If the Service Provider is required, in order to satisfy any Applicable Laws, to disclose to any Person or to 
allow any Person to have access to any Personal Information other than as permitted in Subsections 
l6.Il(a) to (b) (Disclosure of Personal Information), then the Service Provider will not disclose or allow 
access to the same unless and until the Service Provider: 

(b) the Service Provider and the Province (at the Province's option) have appeared before a 
Canadian court having competent jurisdiction; and 
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(c) such Canadian court has ordered that the Service Provider disclose or allow access to the 
Personal Information. 

16.13 Notification of Unauthorized Use of Confidential Information. 

Each Party will: 

(a) promptly notify the other Party of any unauthorized possession, use, access or disclosure, 
or attempt to effect the same, of the other Party's Confidential Information by any Person 
that has become known to such Party; 

(b) promptly furnish the other Party with details of such unauthorized possession, use, access 
or disclosure, or attempt to effect the same, and assist the other Party in investigating or 
preventing the recurrence of any unauthorized possession, use, access or disclosure, or 
attempt to effect the same, of the other Party's Confidential Information; 

(c) cooperate with the other Party in any litigation and investigation against third parties 
deemed necessary by the other Party to protect its Confidential Information, to the extent 
such litigation or investigation is related to this Agreement; and 

(d) promptly use best efforts to prevent a recurrence of any such unauthorized possession, 
use, access or disclosure of the other Party's Confidential Information. 

The Service Provider will reimburse any direct expenses incurred by the Province as a result of 
compliance by the Province with this Section. 

16.14 Breach of Confidentiality. 

In the event of a breach of this Article 16 (Privacy, Security and Confidentiality), and to the extent 
available pursuant to Applicable Laws (including, without limitation, the Crown Proceeding Act (British 
Columbia)), the non-defaulting Party will be entitled to preliminary and permanent injunctive relief, as 
well as an equitable accounting of all profits and benefits arising out of such breach, which remedy will 
be in addition to any other rights or remedies to which the Party may be entitled under this Agreement or 
otherwise under any Applicable Laws. 

16.15 No Rights to Confidential Information. 

Nothing contained in this Article 16 (Privacy, Security and Confidentiality) will be construed as 
obligating a Party to disclose its Confidential Information to the other Party, or is granting or conferring 
on a Party, expressly or implied, any right, title or interest or any licence in or to the Confidential 
Information of the other Party. 

16.16 Ownership of Province Confidential Information. 

The Province Confidential Information is and will remain the property of the Province. Subject to 
applicable security procedures and System availability, the Province will have complete and unrestricted 
Control and access at all times of and to the Province Confidential Information and, as part of the 
Services, the Service Provider will provide access thereto as may be requested by the Province from time 
to time, including such access as will enable the Province to make complete copies of all Province 
Confidential Information. Control of the Province Confidential Information is vested solely in the 
Province and nothing in this Agreement will in any way be construed to grant Control of the Province 
Confidential Information to the Service Provider or any other Person. The Service Provider will at all 
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times adhere to the directions of the Province with respect to Province Confidential Information. On the 
Province's request, at any time during the Term or upon any Termination, the Service Provider will 
promptly return to the Province, in the format and on the media requested by the Province, all or any part 
of the Province Confidential Information, and erase or destroy all or any part of the Province Confidential 
Information in the Service Provider's or in any Service Provider Group member's possession, or in each 
case to the extent so requested by the Province. 

ARTICLE 17- BUSINESS CONTINUITY 

17.1 General. 

As part of the Services, the Service Provider will: 

(a) on or before the Hand-Over Date, and as part of the Transition Services, review the 
Province's existing Business Continuity Plan for the Services and update such plan as 
may be reasonably determined necessary by the Service Provider, and Approved by the 
Province; 

(b) ensure that the Business Continuity Plan at all times expressly address all Force Majeure 
Events and Labour Disruptions; 

(c) from and after the Hand-Over Date, assume all responsibility for the establishment and 
maintenance (including all related management, training, planning, plans, work products 
and deliverables) of the Business Continuity Plan for the Services, having regard to the 
roles and responsibilities of the Parties as set forth in Section 17.2 (Roles and 
Responsibilities); 

(d) be responsible for all costs in respect of any updates to the Business Continuity Plan, 
unless specifically agreed otherwise by the Parties under the terms of this Agreement. 

For greater clarification, the updated Business Continuity Plan Approved by the Province as contemplated 
in paragraph (a) above will be implemented and maintained by the Service Provider for the Term of this 
Agreement, subject to further amendments by the Service Provider in accordance with the terms of this 
Article 17 (Business Continuity), and will thereafter be, and be deemed to be, the Business Continuity 
Plan for purposes of this Agreement. 

17.2 Roles and Responsibilities. 

The roles and responsibilities of the Parties in respect of the Business Continuity Plan and the Disaster 
Recovery Plan for the Services will be as set forth in this Article 17 (Business Continuity and Disaster 
Recovery) including, without limitation, the following: 
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(a) the roles and responsibilities of the Province are as follows: 

(i) to lead the Ministry's business continuity planning, 

(ii) to provide standards and templates to the Service Provider if and to the extent 
that the Province requires that the Service Provider use or follow the same, 

(iii) at the request of the Service Provider, to provide clarification regarding the 
interpretation or application of applicable Province Policy, 
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(iv) at the option of the Province, to participate in and review any test activities of the 
Business Continuity Plan for the Services, 

(v) to review the Business Continuity Plan for the Services from time to time to 
ensure that they comply with and otherwise conforms to applicable Province 
Policy (including any applicable Ministry policy) and the requirements of this 
Agreement, and to the extent that the Province determines, in its sole discretion, 
that the Business Continuity Plan does not so comply, then upon receipt of 
written notice thereof from the Province the Service Provider will forthwith 
update and amend the Business Continuity Plan to the extent required for the 
Business Continuity Plan to be fully compliant with the applicable Province 
Policy (including any applicable Ministry policy) and the requirements of this 
Agreement, 

(vi) to communicate with Stakeholders regarding the integration and co-ordination of 
the Service Provider's Business Continuity Plan for the Services with those of the 
Stakeholders, and 

(vii) to establish applicable Recovery Time Objectives in respect of the Business 
Continuity Plan for the Services, in consultation with the Service Provider 
through the Governance Process; and 

(b) the roles and responsibilities ofthe Service Provider are as follows: 

(i) to comply with applicable Province Policy (and any applicable Ministry policy), 
and the terms of this Agreement, relating to business continuity and disaster 
recovery, and upon receipt of a written notice from the Province that the Business 
Continuity Plan does not so comply with the same, to forthwith update and 
amend the Business Continuity Plan to the extent required for the Business 
Continuity Plan to be fully compliant with the applicable Province Policy 
(including any applicable Ministry policy) and the requirements of this 
Agreement, 

(ii) to provide business continuity and disaster recovery services to the Province and 
to take responsibility for the Business Continuity Plan in respect of the Services, 
in accordance with the provisions ofthis Article 17 (Business Continuity), 

(iii) to ensure that its Subcontractors are able to meet the requirements of the 
Business Continuity Plan for the Services to the extent applicable to them, 

(iv) to provide the Province with information and cooperation (and participation) in 
respect of the Business Continuity Plan for the Services as may be requested by 
the Province from time to time, 

(v) to notify the Province (through the [insert office e.g., AMO/) in the event of the 
declaration of a Disaster and the resulting requirement to activate a Business 
Continuity Plan for the Services, and 

(vi) to ensure the effectiveness, preparedness and ability of the Service Provider to 
execute the Business Continuity Plan for the Services. 
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17.3 Service Provider Representative. 

The Service Provider will designate a "Business Continuity Representative", who may be identified as a 
Key Position, to be responsible for: 

(a) the upkeep, testing and implementation of the Business Continuity Plan for the Services; 
and 

(b) acting as the liaison with the Province to ensure the integration of the Service Provider's 
Business Continuity Plan for the Services with those of the Province and Stakeholders (to 
the extent applicable). 

The Service Provider will also designate an alternate representative (or representatives), who need not be 
a Key Position, to act as the "Business Continuity Representative" if the original designated 
representative is unavailable for any reason. 

17.4 Plan Management and Annual Reviews. 

From and after the Hand-Over Date, the Service Provider will be responsible for managing the continuity 
of the Services, in accordance with the business continuity and disaster recovery Province Policies, and 
pursuant to the Business Continuity Plan for the Services. The management of the Business Continuity 
Plan wil1 include, without limitation, the following: 

(a) the performance in each Contract Year of business impact assessments in respect of the 
Services; 

(b) the performance in each Contract Year of strategic risk assessments in respect of the 
Services; 

(c) the development of risk mitigation and business continuity and disaster recovery 
treatments in respect of the Services; 

(d) to the extent applicable, the development of a Business Continuity Plan specifically for 
any essential Services as may be so notified by the Province to the Service Provider from 
time to time; and 

(e) a review and update of the Business Continuity Plan for the Services at least once per 
Contract Year. 

Any changes to the Business Continuity Plan for the Services may be submitted by either Party to the 
other in accordance with the Governance Process, or through the Change Order Process, as applicable. 
For greater clarification, the Province will have the right to review any changes to the Business 
Continuity Plan for the Services to ensure compliance with Province Policy (and any applicable Ministry 
policy), and the terms of this Agreement, prior to implementation thereof. 

17.5 Recovery Time Objectives. 

The Recovery Time Objectives for the Services will be reviewed, confirmed and Approved by the Parties 
through the Governance Process within [insert number} after the Hand-Over Date. Thereafter, and in 
each Contract Year, the Parties will review the Recovery Time Objectives, and will mutually agree on any 
revisions to the Recovery Time Objectives through the Governance Process, or will otherwise amend the 
Recovery Time Objectives through the Change Order Process, as applicable. 
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17.6 Testing of Business Continuity Plan. 

The testing of the Business Continuity Plan for the Services will be performed by the Service Provider in 
accordance with applicable Province Policy in respect thereof. The testing will consist of process 
walkthrough and awareness testing (as opposed to full production testing), except as specifically provided 
otherwise below. Such testing will include the following (to the extent consistent with the foregoing and 
as may applicable to the Service Provider): 

(a) the Service Provider will complete a test of the Business Continuity Plan for the Services 
within such period following the Hand-Over Date as is specified in Schedule 5 (Special 
Terms); 

(b) the Service Provider will test the Business Continuity Plan for the Services with such 
frequency following the initial test described in paragraph (a) above as is specified in 
Schedule 5 (Special Terms); 

(c) the testing will include fail-over testing from the Service Provider's production facility to 
its back-up site; 

(d) the Service Provider may carry out the fail-over tests at such times and in such manner 
(including a single complete test or successive partial tests) as the Service Provider 
deems appropriate; 

(e) the Service Provider will conduct the testing in a manner that causes minimal disruption 
to the ongoing operations of the Services, and in full consultation with the Province; 

(f) the Service Provider will complete a test of the Business Continuity Plan for the Services 
within such period as is specified in Schedule 5 (Special Terms) of implementing any 
material change in respect of the Services (including, without limitation, any material 
change in the technology, processes, facilities, infrastructure, Systems or Recovery Time 
Objectives), for purposes of determining the impact of such material changes to the 
Services and the effectiveness of the Business Continuity Plan in respect thereof; 

(g) the Province will have the right to participate in any testing of the Business Continuity 
Plan for the Services as an observer in the testing process and to review any results of 
such testing; 

(h) within thirty (30) days of any testing conducted by the Service Provider in respect of the 
Business Continuity Plan for the Services, the Service Provider will prepare and submit 
to the Province, through the Governance Process, a report detailing the results of such 
testing and listing any deficiencies in respect thereof, together with the Service Provider's 
proposed action plan and assigned responsibilities and timelines that will be undertaken 
by the Service Provider to address such deficiencies, and the Service provide wilJ 
forthwith take all such steps and to all such things as may be necessary to carry-out and 
implement such action plan. 

17.7 Actual Disaster. 

In the event of a Disaster, or either Party's anticipation of a Disaster, the following provisions will apply: 
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(a) if the Service Provider is prevented from, or delayed in, performing any of its obligations 
under this Agreement as a result of the Disaster, or anticipates that it will be so prevented 
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or delayed, then the Service Provider will promptly notifY the Province thereof, and will 
provide the Province with a follow-up written notice within two (2) Business Days of the 
Service Provider becoming aware of the potential disruption, non-performance or delay, 
the particulars thereof including details of the nature of the event causing the same, its 
expected duration and the obligations under this Agreement that will be affected as a 
result; 

(b) the Service Provider will continue to provide detailed reports to the Province with respect 
to such disruption, non-performance or delay, on a timely basis during the continuance 
thereof; 

(c) the Service Provider will restore all Services in accordance with the Business Continuity 
Plan for the Services (including the redeployment or reassignment of other available 
personnel to assist with the implementation of the Business Continuity Plan), having 
regard to the nature and extent of the Disaster and its impact on the Services, the 
Province, the Stakeholders and other customers of the Services; 

(d) to the extent that the Disaster is not addressed or not fully addressed in the Business 
Continuity Plan for the Services, the Service Provider will use its best efforts to restore 
the Services; 

(e) within thirty (30) days of the recovery of the Services as a result of the implementation of 
the Business Continuity Plan for the Services, the Service Provider will provide the 
Province with a written report detailing the root cause of the disruption, the steps taken 
by the Service Provider in respect thereof, and any recommendations that the Service 
Provider may have with respect to improving the Business Continuity Plan for the 
Services (including the responsibilities and timelines referred to therein); 

(f) subject to the provisions of Article 30 (Force Majeure and Labour Disruption), if 
contrary to the Recovery Time Objectives, or as a result of the negligence of the Service 
Provider, the Service Provider does not materially restore the Services in accordance with 
the Business Continuity Plan for the Services, then the Province will be entitled to 
procure such services from another service provider (to the extent possible), and may off
set the costs thereof against the Fees payable to the Service Provider; 

(g) notwithstanding the foregoing, the Province will retain the right to audit, sign-off and 
confirm the full recovery of the delivery of the Services following the implementation of 
the Business Continuity Plan for the Services; and 

(h) there will be no Service Level Credits assessed or otherwise applied by the Province 
against the Service Provider during the continuance of the Disaster and until full recovery 
of the delivery of the Services pursuant to the Business Continuity Plan, provided that the 
Service Provider complies, in all material respects, with its obligations under the 
provisions of this Article 17 (Business Continuity). 

ARTICLE 18- TECHNOLOGY, ARCIDTECTURE AND IMPROVEMENTS 

18.1 Architecture Standards. 

In addition to the obligations otherwise set forth in this Agreement, the Service Provider will 
implement the Province's existing technical architecture standards and guidelines to the same extent 
as such standards and guidelines are themselves complied with by the Province as of the Hand-Over 
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Date, as such standards are updated or revised by the Province from time to time (subject to the 
Change Order Process). The Service Provider will advise the Province of any significant 
incompatibilities known to the Service Provider that would result from changes to such standards. If 
the Province requests the Service Provider's assistance to document technical architecture standards, 
then the Service Provider will deliver a draft manual setting out the technical architecture standards 
within [insert number) months of the request. The Service Provider will update the Manual from 
time to time during the term as such standards change (and in accordance with the Change Order 
Process). The architectural standards and guidelines will form part of the Manual. 

18.2 Technology Improvements and Currency. 

The Service Provider will provide the Services by maintaining the supporting technologies at an 
appropriate level of currency and in a manner that will support the Parties' efforts to achieve the 
objectives set forth in Section l.l3 (Objectives of the Parties), and to comply with the Service Levels and 
the Privacy Obligations. Except as specifically, provided otherwise in this Agreement, the Service 
Provider will determine the appropriate levels of technology currency, and throughout the Term will 
identify and implement technology improvements, all with the Approval of the Province, and in 
accordance with the applicable provisions of Schedule 5 (Special Terms). Except where the Province 
agrees in writing that such implementations are not necessary, the Service Provider will report to the 
Province at the end of each quarter throughout the Term, demonstrating its actions taken to meet its 
obligations relating to improvements in technology set forth in this Section 18.2 (Technology 
Improvements and Currency). In addition, the Service Provider will report to the Province at the end of 
each [insert period, quarter, Contract Year, etc.] throughout the Term, setting forth the actions or steps 
that the Service Provider has taken to meet its obligations relating to improvements in technology as set 
forth in this Section. 

18.3 Material Technology Change. 

Before making any material changes to the suppliers of technology to be used by the Service Provider in 
performing the Services, the Service Provider will consult with the Province in respect thereof through the 
Governance Process, and will obtain the Approval of the Province to any such change, unless the 
requirement to obtain 'such Approval is waived in writing by the Province on a case by case basis. 

18.4 Technology Presentations. 

At the Province's request and cost, the Service Provider will facilitate the attendance of the Province 
personnel at any presentation offered to the Service Provider by any technology vendor whose software, 
equipment or materials are used, or are being considered by the Service Provider for use, directly or 
indirectly in a material manner in the provision of Services, except in the event that the Service Provider 
cannot obtain the consent of such technology vendor. 

18.5 System Contaminants. 

The Service Provider will ensure that all Systems provided or used by it, or by its Subcontractors or 
Suppliers, to provide the Services do not and will not contain any virus, Trojan horse, worm, backdoor, 
shutdown mechanism or similar software, code or program which is intended to, is likely to or has the 
effect of disabling, denying authorized access to, damaging or destroying, corrupting or affecting the 
provision of the Services or the normal use of any of the Service Provider's or the Province's Systems, 
networks or software, or any data on or used in conjunction therewith (each a "Contaminant"). The 
Service Provider will not insert, or knowingly permit any third party to insert, a Contaminant into any of 
the Systems used to provide the Services. In the event the Service Provider becomes aware of the 
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existence of a Contaminant, it will notify the Province thereof and will remove the Contaminant in a 
prompt and co-ordinated manner so as to minimise the spread and impact of such Contaminant. 

18.6 System Protection Features. 

To the extent that any Software developed or created by the Service Provider for use in connection with 
the Services, or accessed by or delivered to the Province by the Service Provider, contains protection 
features designed to prevent copying or the use of such Software or other unauthorized access, to disable 
or erase Software or data, to shut down all or any portion of the Services or to perform other like actions, 
the Service Provider will provide the Province with the necessary key, password or other means such that 
the Province will have continued access and use of such Software without technical limits of any kind. 

ARTICLE 19- INTELLECTUAL PROPERTY AND PROPRIETARY RIGHTS 

[NOTE - these provisions will require amendment depending upon the use of third party software 
under existing corporate licenses of either party.] 

19.1 Ownership of Other Assets. 

Except as expressly provided in this Agreement, the Province will be and remain the exclusive owner of 
all rights, title and interest in and to all assets and property provided by the Province to the Service 
Provider, including any assets to which the Service Provider is given access to by the Province from time 
to time during the Term. 

19.2 Ownership of Province Software and Modifications. 

The Province will be and remain the sole and exclusive owner of all right, title and interest, including all 
Intellectual Property Rights, in and to: 

(a) all Province Proprietary Software; 

(b) aU Modifications of the Province Proprietary Software, whether made by or on behalf of 
the Province or the Service Provider, separately, jointly or with any other Person 
(including any of the Service Provider, Subcontractors, Personnel or External Personnel), 
and including where any Province Proprietary Software or any Modifications thereto has 
been incorporated into any the Service Provider Software; and 

(c) all Modifications to the Service Provider Software that are used in connection with the 
Services provided under this Agreement, whether made by or on behalf of the Service 
Provider (or its Subcontractors or its or their Affiliates, as the case may be) or the 
Province, separately or jointly or with any other Person, and including where any 
Modifications have been incorporated into any of the Service Provider Software, but 
subject in all cases to the provisions of Section 19.7 (Service Provider License to 
Modifications). 

Except as expressly provided otherwise under this Agreement, nothing in this Agreement or in the 
relationship between the Parties will confer any right or license in or upon the Service Provider in respect 
of the Province Confidential Information. 
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19.3 Assignment by the Service Provider. 

If, notwithstanding Section 19.2 (Ownership of Province Software and Modifications), the Service 
Provider retains, acquires or owns any right, title or interest, including any Intellectual Property Rights, in 
or to any Province Proprietary Software or any Modifications thereto, then the following provisions will 
apply: 

(a) the Service Provider will assign, and for no further consideration and without any further 
act or formality does hereby irrevocably assign, to the Province all of the Service 
Provider's worldwide right, title and interest in and to any Province Proprietary Software 
and any Modifications thereto, including all Intellectual Property Rights therein, free and 
clear of all Liens, but subject to the provisions of Section 19.5 (Use of Province Software 
for the Services); 

(b) if and to the extent that the assignment pursuant to this Section is not effective on the date 
hereof or on any future date, either generally or pursuant to any Applicable Laws, then 
any and all right, title and interest, including the Intellectual Property Rights, in and to 
any Province Proprietary Software or Modifications thereto that is retained, acquired or 
owned by the Service Provider (collectively, the "Province Trust Rights"), will be held 
by the Service Provider in trust for the exclusive benefit and use of the Province and its 
designates, except for the rights granted to the Service Provider pursuant to Section 19.5 
(Use of Province Software for the Services) and Section 19.7 (Service Provider License to 
Modifications); and 

(c) the Service Provider will execute and deliver to the Province such reasonable transfers, 
assignments, documents and instruments (promptly upon receipt thereof from the 
Province) as may be necessary to transfer and assign to the Province the Province Trust 
Rights, free and clear of all Liens, and will otherwise cooperate with the Province to give 
effect to, record and register the Province's ownership of the Province Trust Rights. 

19.4 Personnel, Subcontractors and External Personnel. 

The Service Provider will ensure that all Personnel, Subcontractors and External Personnel will: 

(a) by duly executed written agreement or by operation of law, irrevocably and 
unconditionally sell, assign and transfer to the Service Provider all right, title and interest, 
including all Intellectual Property Rights, that they may have in or to any or all Province 
Proprietary Software and all Modifications thereto, such that the assignment by the 
Service Provider pursuant to Section 19.3 (Assignment by the Service Provider) includes 
any such right, title and interest, including all Intellectual Property Rights, of the 
Personnel, Subcontractors and External Personnel; and 

(b) by duly executed written agreement or waiver document, irrevocably waive all non
transferable rights, including moral rights, that they have or may have in any Province 
Proprietary Software or any Modifications thereto, in favour of the Service Provider, the 
Province and their respective successors and assigns. 

If requested by the Province, and without limiting the Service Provider's obligations pursuant to this 
Section, the Service Provider will itself execute, and will obtain the execution by all Personnel, 
Subcontractors and External Personnel of all reasonable formal assignment documents requested and 
prepared by the Province, and the execution of all lawful oaths and applications for registration of the 
same in Canada and in foreign countries. 
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19.5 Use of Province Software for the Services. 

Subject to the provisions of this Agreement, the Service Provider will have the non-exclusive right during 
the Term, without cost or charge but subject to any third party rights as notified by the Province to the 
Service Provider, to use and copy the Province Proprietary Software and create and use any Modifications 
thereto, for the purpose of providing the Services pursuant to, and in accordance with, the terms of this 
Agreement, but subject to any restrictions, license terms or polices as reasonably determined by the 
Province, and any third party rights therein, all as may be notified in writing by the Province to the 
Service Provider. In connection therewith, the following provisions will apply: 

50653510.1 

(a) the Province will provide the Service Provider with any necessary third party rights to 
give effect to the foregoing rights granted to the Service Provider; 

(b) the foregoing rights granted to the Service Provider do not give the Service Provider the 
right, and the Service Provider is not authorized, to market the Province Proprietary 
Software or Modifications thereto or to authorize any other Person to use the Province 
Proprietary Software or Modifications thereto (other than the Service Provider's 
Subcontractors who require the same for purposes of, and in connection with, the 
delivery of the Services to the Province); 

(c) the Province may authorize or licence any third parties to use the Province Proprietary 
Software and any Modifications thereto during the Term, it being acknowledged that to 
the extent that such authorization or license may have an impact on the Services or on the 
Service Provider's rights and obligations relating to the Services, or require the Service 
Provider to provide additional services whether to the Province or any other Person, then 
the impact will be dealt with pursuant to the Change Order Process; 

(d) the Service Provider will not be permitted to use the Province Proprietary Software or 
any Modifications thereto for the benefit of any other Person without the prior written 
consent of the Province, provided that the Service Provider will have the right to 
authorize its Subcontractors to use the Province Proprietary Software and any 
Modifications thereto for the purpose of providing the Services pursuant to, and in 
accordance with, the terms of this Agreement; 

(e) the foregoing rights are granted on an "as is" basis without warranties or conditions of 
any kind, whether oral or written or express or implied, and the Province specifically 
disclaims any implied warranties or conditions of merchantability, satisfactory quality, 
non-infringement and fitness for a particular purpose; 

(f) the foregoing rights will terminate upon expiry or termination of the Initial Term or 
Renewal Term, as applicable (the "License Termination Date"), subject to specific 
rights required with respect to the Termination Assistance Services; and 

(g) if the Parties agree to integrate any Province Proprietary Software or Modifications 
thereto with any Service Provider Software, then prior to the integration thereof, the 
Parties will also agree upon the Service Provider's rights to use such Province Proprietary 
Software and Modifications thereto after the Term, and any benefits that may be granted 
to the Province in connection therewith. 
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19.6 Province License. 

The Service Provider hereby grants to the Province an irrevocable, global, perpetual, assignable (for the 
purposes of the delivery of the Services to or by the Province or an Alternative Service Provider), non
exclusive, royalty-free, fully-paid up license and right to use the Service Provider Software that is, or at 
anytime hereafter may be, utilized in providing Services under this Agreement (whether notified to the 
Province or not). The Service Provider will provide to the Province any third party rights necessary to 
give effect to the foregoing. Such license includes, without limitation, the right to use, copy, maintain, 
modify, enhance, sublicense and create Modifications of such Service Provider Software, as well as the 
Source Material and related Intellectual Property upon the written request of the Province, to the extent 
available and possible. 

19.7 Service Provider License to Modifications. 

The Province hereby grants to the Service Provider an irrevocable, global, perpetual, assignable, non
exclusive, royalty-free, fully-paid up license and right to use the Modifications to the Service Provider 
Software. The Province will provide to the Service Provider any third party rights necessary to give 
effect to the foregoing. Such license includes, without limitation, the right to use, copy, maintain, modify, 
enhance, sublicense and create Modifications of the same, as well as the Source Material and related 
Intellectual Property, to the extent available and possible. 

19.8 Use of Confidential Information in Licensed Rights. 

The Parties agree that when one Party (the "Licensor Party") has granted a Software license to the other 
Party (the "Licensee Party") under this Agreement which provides the Licensee Party with any license 
rights to the Service Provider Software, Province Proprietary Software, or any Modifications thereto 
(each "Proprietary Software"), then the Licensee Party will be entitled to disclose or permit disclosure 
of that Proprietary Software, to the extent necessary and only insofar as disclosure is necessary on a needs 
to know basis, in order for the Licensee Party to exercise its rights under and in accordance with any 
licences granted by the Licensor Party to the Licensee Party under this Agreement. 

19.9 Third Party Software. 

In respect of any license with a third party Person (other than an Affiliate of the Service Provider, who for 
purposes of this Article, will be treated as the Service Provider) for Software other than "shrink wrap" or 
"click wrap" Software that is generally commercially available, that the Service Provider uses in 
providing the Services under this Agreement (the "Third Party Software"), the Service Provider will 
obtain as a provision of such license and at the time of obtaining such license (or prior to the use of such 
Third Party Software in providing the Services), the right to assign the license to the Province or an 
Alternative Service Provider without consent from, or a license transfer fee or other similar fee payable to 
such third party Person (and for greater clarification, excluding ordinary course ongoing license fees and 
maintenance costs in respect of such Third Party Software); provided that where the inclusion of such 
provision increases the cost of obtaining such license, then the Service Provider will be relieved of its 
obligation to obtain such right if it informs the Province of such increased cost (and provides the Province 
with detailed back-up documentation in support thereof), and the Province does not agree to be 
responsible for such increased cost. 

19.10 Province Licensed Software. 

During the Term, and subject to the other terms of this Section, the Province will: 
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(a) at its own expense, sublicense the Province Licensed Software to the Service Provider, or 
obtain a right for the Service Provider to use the Province Licensed Software, as 
applicable, and only to the extent required to perform the Services; 

(b) at its own expense, pay all fees for maintenance and support currently subscribed for by 
the Province for the Province Licensed Software used or accessed by the Service 
Provider, 

(c) not assign or otherwise dispose of the licenses relating to the Province Licensed Software 
or amend, or terminate the licenses and the maintenance and support arrangements for the 
Province Licensed Software, in all cases, in any way which would materially adversely 
impact the Service Provider's ability to deliver the Services; and 

(d) the Province will exercise all rights of renewal under its maintenance and support 
arrangements in relation to the Province Licensed Software during the Term such that the 
current maintenance and support arrangements remain in place during the entire Term, 
unless otherwise determined through the Change Order Process. 

Notwithstanding the foregoing, under no circumstances will the Service Provider use, or be permitted to 
use, any or all of the Province Licensed Software for any purpose whatsoever other than to provide the 
Services under the terms of this Agreement. 

19.11 Third Party Notices. 

If either Party receives a notice of infringement, request for disclosure, subpoena, or other inquiry with 
respect to any matter under this Article 19 (Intellectual Property and Propriety Rights), then such Party 
will, as soon as practical, notifY the other Party in writing and the matter will be dealt with in accordance 
with Article 25 (Indemnification, Liability and Guarantees). Neither -Party will respond to such notices, 
requests, subpoenas or inquiries, or disclose the other Party's Confidential Information to third parties, 
without first so notifying the other Party in writing (to the extent possible). 

19.12 Intellectual Property Rights Re: New Services. 

The Province and the Service Provider acknowledge that it is their intention to expand the scope of the 
Services in accordance with this Agreement, and recognize that, in connection with any new services, it 
will be necessary to reach an agreement on their respective Intellectual Property Rights in the Software 
that is then operated by the Province or other third parties. It is the intention of the Parties to resolve any 
issues associated with such Intellectual Property Rights on a basis that is consistent with the provisions of 
this Article 19 (Intellectual Property and Propriety Rights). 

ARTICLE 20- PROVINCE SHARED INFRASTRUCTURE 

20.1 Ownership and Control of Province Shared Infrastructure. 

The Parties acknowledge that the Service Provider requires access to and use of the Province Shared 
Infrastructure during all or a portion of the Term to support the delivery and performance of the Services 
as contemplated in this Agreement. In connection therewith, the Service Provider acknowledges that: 

(a) the Province Shared Infrastructure will at all times be owned, operated and maintained by 
the Province or on behalf of the Province by third party Persons; 
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(b) the Service Provider has no ownership or other interest in the Province Shared 
Infrastructure other than the rights of access to, and use of, the Province Shared 
Infrastructure granted to the Service Provider under this Article 20 (Province Shared 
Infrastructure) for purposes of delivering and performing the Services in accordance with 
this Agreement; and 

(c) subject to the rights of the Service Provider specifically set out in this Article 20 
(Province Shared Infrastructure) and otherwise in this Agreement, the Province will have 
control of, access to and use of the Province Shared Infrastructure, and the sole control of 
the operation and maintenance of the Province Shared Infrastructure including changes, 
modifications and upgrades thereto, without requirement for consent of or Approval from 
the Service Provider. 

20.2 Use of Province Shared Infrastructure. 

The Province will make available to the Service Provider such access to and use of the Province Shared 
Infrastructure as is required by the Service Provider to deliver and perform the Services in accordance 
with this Agreement. Such access and use will be available for the period commencing on the Hand-Over 
Date (or commencing on such other date as may be agreed to by the Parties during the Term if access to 
the Province Shared Infrastructure is not required on the Hand-Over Date), to and including the end of the 
Termination Date, or such shorter period of use as may be required by the Service Provider (the "Shared 
Infrastructure Use Period"), and without any additional fee or payment from the Service Provider to the 
Province unless specifically provided otherwise in this Agreement, or through the Change Order Process. 
Notwithstanding the foregoing, where the Service Provider is utilizing material portions of the Province 
Shared Infrastructure, then the Province will advise the Service Provider by written notice of the same, 
and thereafter the Parties will agree, through the Change Order Process, upon a reasonable apportionment 
of the actual costs of the Province Shared Infrastructure and maintenance thereof that the Service Provider 
will pay to the Province (the "Basic Infrastructure Credit") in accordance with the provisions of 
Section 20.10 (Basic Infrastructure Credit Payment). If the parties are unable to agree upon the amount 
of the Basic Infrastructure Credit, then the determination thereof will be a Dispute and will be settled in 
accordance with the Dispute Resolution Process under Article 27 (Dispute Resolution). 

20.3 Restrictions on Access and Use. 

The right of the Service Provider to access and use the Province Shared Infrastructure will be subject to 
the following: 
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(a) the Service Provider will be given access to and the use of the Province Shared 
Infrastructure only during the normal hours of operation of the Province Shared 
Infrastructure during which the same is generally made available to other users thereof. 
The Province may change and modify such hours of operation from time to time in its 
discretion, and upon reasonable prior written notice to the Service Provider, provided 
that: 

(i) the Province Shared Infrastructure will be available for use for a reasonable 
number of hours during each Business Day (and such non-Business Days where 
the Province Shared Infrastructure is ordinarily made available to its users) and at 
reasonable hours as may be required to support the delivery and performance of 
the Services, 
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(ii) any change or modification of the hours of operation will apply generally to users 
of the Province Shared Infrastructure and not only or principally to the Service 
Provider, 

(iii) the Service Provider will not be liable for any breach of or failure to perform its 
obligations under this Agreement, including any failure to meet the Service 
Levels, to the extent that such breach or failure to perform is attributable to such 
change or modification of the hours of operation of the Province Share 
Infrastructure, and 

(iv) any decrease in the hours of availability of the Province Shared Infrastructure to 
the Service Provider (except as may be specifically contemplated as part of the 
Transformation of the Services under this Agreement) will be made through the 
Change Order Process; 

(b) in exercising its right of access to or use of the Province Shared Infrastructure, the 
Service Provider will: 

(i) not alter, change, damage or remove any furniture, fixtures, equipment, data, 
information or other matter located at or comprising part of the Province Shared 
Infrastructure, except with the Approval of the Province, or as specifically 
contemplated in this Agreement or resulting from the Services provided under 
this Agreement, and 

(ii) following each exercise of access to or use of the Province Shared Infrastructure, 
leave the Province Shared Infrastructure in substantially the same condition as 
existed prior to access to or use of the Province Shared Infrastructure by the 
Service Provider; 

(c) the Service Provider will cause all Personnel of the Service Provider or External 
Personnel used by the Service Provider, in accessing or using the Province Shared 
Infrastructure, to: 

(i) comply with all policies, rules and regulations that the Province may adopt from 
time to time in respect of the Province Shared Infrastructure, provided that the 
Province gives the Service Provider prior written notice thereof, and 

(ii) at all times and in all circumstances to identify themselves as employees, agents, 
contractors or representatives of the Service Provider, as applicable, and not as 
employees, agents, contractors or representatives of the Province; 

(d) the Service Provider will access and use the Province Shared Infrastructure only for the 
purpose of delivering and performing the Services under this Agreement, and for no 
additional, ancillary or other purpose unless specifically authorized in writing by the 
Province; 

(e) the Service Provider will advise the Province of any intended reduction in use of the 
Province Shared Infrastructure as soon as the Service Provider is reasonably aware of the 
same, including any determination by the Service Provider to discontinue all or partial 
use of the Province Shared Infrastructure, provided that in no event is the Service 
Provider required to provide more than twelve months' notice of any intended reduction; 
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(f) to the extent that the Service Provider has any reason to believe that its use of the 
Province Shared Infrastructure will adversely affect the general operation of the Province 
Shared Infrastructure (including, without limitation, due to volume or usages changes), 
then the Service Provider will immediately advise the Province of the same and take all 
steps as directed by the Province to ensure that any adverse impact on the Province 
Shared Infrastructure is minimized or eliminated (recognizing that the Province uses the 
Province Shared Infrastructure to deliver a number of critical services within the 
Province, and accordingly, the minimization or elimination of any such adverse impact is 
paramount); and 

(g) nothing in this Article 20 (Province Shared Infrastructure) entitles the Service Provider 
to require the Province to change, modify or upgrade the Province Shared Infrastructure. 

20.4 Ordinary Course Changes to Province Shared Infrastructure. 

The Province, in its sole discretion and from time to time, may make non-material changes, 
modifications, additions or upgrades to the Province Shared Infrastructure or discontinue use of any non
material portion of the Province Shared Infrastructure in the ordinary course of operations (collectively, 
"Ordinary Infrastructure Changes"), without requirement for the consent of the Service Provider and 
without prior notice to the Service· Provider; provided that the Ordinary Infrastructure Changes do not 
materially affect or impact the access to and use of the Province Shared Infrastructure by the Service 
Provider for the delivery and performance of the Services in accordance with this Agreement. If as a 
result of any Ordinary Infrastructure Changes made, the Service Provider is required to change, modify or 
upgrade its Systems and operations in order to continue to have access to and use of the Province Shared 
Infrastructure, then the Service Provider will be solely responsible for making all such changes, 
modifications or upgrades and for all costs thereof to the Service Provider. 

20.5 Material Changes to Province Shared Infrastructure. 

The Province may make material changes, modifications, additions or upgrades to the Province Shared 
Infrastructure or discontinue use of any material portion of the Province Shared Infrastructure from time 
to time (the "Material Infrastructure Change"), notwithstanding that the Material Infrastructure Change 
may have a material adverse effect or impact on the access to and use of the Province Shared 
Infrastructure by the Service Provider, provided that: 

(a) subject to the Service Provider implementing any changes, modifications, additions or 
upgrades to its Systems and operations as contemplated in this Section, the Service 
Provider will continue to have access to and use of the Province Shared Infrastructure to 
the extent that the Province Shared Infrastructure continues to be operated by the 
Province; and 

(b) the Province will give reasonable prior written notice to the Service Provider of the 
details of the Material Infrastructure Change, including the analysis of the Province as to 
the effect and impact of the Material Infrastructure Change to the Service Provider, to the 
extent known, in the delivery and performance of the Services pursuant to this 
Agreement. 

Where a Material Infrastructure Change may be reasonably expected to have a material adverse effect or 
impact on the Service Provider, the Province will provide the notice of the Material Infrastructure Change 
to the Service Provider sufficiently in advance of the implementation thereof so as to afford the Service 
Provider a reasonable opportunity to make the required changes, modifications, additions and upgrades to 
its Systems and operations prior to such implementation. The Service Provider will be solely responsible 
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for making all such required changes, modifications and upgrades that may be required as a result of the 
Material Infrastructure Change, and any material adverse impact suffered or incurred by the Service 
Provider as a result thereof will be addressed by the Parties through the Governance Process or the 
Change order Process. For greater clarification, the Province may discontinue use of any portion of the 
Province Shared Infrastructure pursuant to this Section where any managed applications of the Service 
Provider running on the Province Shared Infrastructure cause process loops, runaway jobs, extreme load 
conditions or other similar adverse impacts to users of the Province Shared Infrastructure, in which case 
any material adverse impact suffered or incurred by the Service Provider in respect thereof will be at the 
sole cost of the Service Provider, and will not be addressed by the parties pursuant to the Governance 
Process or the Change Order Process. 

20.6 Changes Required for or Initiated by the Service Provider. 

Where a change to the Province Shared Infrastructure is required for the continued access to and use of 
the Province Shared Infrastructure by the Service Provider (such as a change to accommodate increased 
demand or capacity required by the Service Provider or to accommodate a change in the Systems and 
operations of the Service Provider}, or is requested or initiated by the Service Provider, then the following 
will apply: 

(a) the Service Provider may request a change to be made to the Province Shared 
Infrastructure by notice in writing to the Province which notice will include a detailed 
description of all business and technical requirements relating to such requested change, 
to the extent known; 

(b) the Province will review and consider any change to the Province Shared Infrastructure 
as may be reasonably requested by the Service Provider from time to time, having regard 
to all of the surrounding circumstances including, without limitation, the impact on and 
the interests of the other users of the Province Shared Infrastructure, and will implement 
any such changes as may be Approved by the Province; 

(c) unless the Service Provider has given notice to the Province that the Service Provider will 
prepare the plan for the implementation of any such required or requested change, the 
Province will, at the cost of the Service Provider, prepare a plan for such change and will 
provide such plan to the Service Provider for its review and consideration; 

(d) the plan for the implementation of any such required or requested change will include a 
detailed description of each change to the Province Shared Infrastructure proposed to be 
made, as well as a budget of costs anticipated to be incurred to effect and implement such 
change, and a forecast of any increase to the operating and maintenance costs of the 
Province in respect of the Province Shared Infrastructure as a result from such change, all 
to the extent known or reasonably anticipated; 

(e) the Province will incorporate all reasonable comments and suggestions as the Service 
Provider may provide to the Province in writing provided that, for greater clarification, 
the Province will, at all times, have and retain the sole right to determine the appropriate 
plan and actions to implement such required or requested change and will have the right 
to grant the final Approval thereof; 

(f) if the Service Provider does not agree with the proposed plan or implementation of the 
proposed change to the Province Shared Infrastructure, or of the estimated costs or 
forecast thereof as provided by the Province to the Service Provider, then matter will be 
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deemed to be a Dispute and will be settled in accordance with the Dispute Resolution 
Process under Article 27 (Dispute Resolution); and 

(g) notwithstanding the foregoing, and for greater clarification, the Province will not require 
the Approval of the Service Provider to the plan in respect of or the implementation of 
any such required or requested change to the Province Shared Infrastructure and may 
proceed with such plan and the implementation of such change notwithstanding initiation 
by the Service Provider of a Dispute pursuant to paragraph (f) above. 

20.7 Cooperation of the Parties. 

The Parties will cooperate with each other and will use reasonable efforts to make and implement any 
change, modification or upgrade to the Province Shared Infrastructure determined or Approved by the 
Province contemplated in this Article 20 (Province Shared Infrastructure), including testing of such 
change, modification or upgrade. 

20.8 Change Order Process. 

Unless specifically provided otherwise in this Article 20 (Province Shared Infrastructure), the change 
process set forth in Section 20.6 (Changes Required or Initiated by Service Provider), is in lieu of the 
Change Order Process with respect to the Province Shared Infrastructure. 

20.9 Failure of Province Shared Infrastructure. 

In the event of an unanticipated failure of the Province Shared Infrastructure, or the occurrence of any 
unanticipated event or circumstance which prevents the Service Provider from having access to and use of 
the Province Shared Infrastructure, as is required by the Service Provider for the delivery and 
performance of the Services, whether arising from the negligence or fault of the Province or otherwise, 
the Province and the Service Provider acknowledge and agree that: 

(a) the Province will have no liability or obligation to the Service Provider in respect thereof 
other than the obligation to use reasonable efforts and to act with due diligence to correct 
such failure, or to restore such access to and use of, the Province Shared Infrastructure as 
soon as reasonably practicable; and 

(b) to the extent that the Service Provider is not able to deliver or perform a Service in the 
manner or to the Service Level required under this Agreement, or to perform any other 
obligations under this Agreement, as a result of such failure or lack of access to or use of 
the Province Shared Infrastructure, the Service Provider will be released of all 
consequences otherwise provided in this Agreement in respect of such failure to deliver 
and perform such Service, to meet such applicable Service Level or to perform such 
obligations under this Agreement, until such failure or lack of access to or use of the 
Province Shared Infrastructure is rectified or remedied to a degree that the Service 
Provider is able to deliver and perform the Services, and to perform its obligations in 
accordance with this Agreement. 

20.10 Basic Infrastructure Credit Payment. 

Where the Service Provider is required by this Article 20 (Province Shared Infrastructure) to pay to the 
Province a Basic Infrastructure Credit or any other payment relating to the Province Shared Infrastructure, 
then the following provisions will apply: 
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(a) the Service Provider will make such payment by recording, in favour of the Province, a 
credit against the Fees payable to the Service Provider under this Agreement, which 
credit will be applied on a monthly basis, to the extent applicable; 

(b) the Province may, at any time, direct the Service Provider not to record a Shared 
Infrastructure Credit in favour of the Province in respect of an amount payable by the 
Service Provider to the Province pursuant to this Article 20 (Province Shared 
Infrastructure), and instead to pay such amountto a third party as may be designated by 
the Province, in which event, the Service Provider will pay such amount to the third party 
as directed by the Province, and will not record such amount as a credit in favour of the 
Province. In such event, receipt of payment of such amount by the third party will, and 
will be deemed to be, receipt of payment of the amount by the Province for all purposes 
of this Agreement; and 

(c) if the Service Provider fails to comply with the preceding provisions of this Section in 
respect of an amount payable by the Service Provider to the Province under this Article 
20 (Province Shared Infrastructure), the Province may, by notice in writing to the 
Service Provider, set-off such amount payable by the Service Provider against any Fees 
payable by the province to the Service Provider under this Agreement. 

20.11 Indemnity. 

Notwithstanding any other provision contained in this Article 20 (Province Shared Infrastructure), and in 
addition to any other indemnities provided by the Service Provider to the Province pursuant to this 
Agreement, the Service Provider hereby indemnifies and agrees to hold harmless the Province and its 
employees, agents and representatives, to the fullest extent permitted by law, from and against any and all 
Claims suffered or incurred by any of them arising out of or in connection with the access to and use of 
the Province Shared Infrastructure by the Service Provider. 

20.12 Termination of Rights to Province Shared Infrastructure. 

The Service Provider acknowledges and agrees that its rights in respect of the Province Shared 
Infrastructure under this Article 20 (Province Shared Infrastructure) will cease upon the expiry (or earlier 
termination in accordance with this Article 20 (Province Shared Infrastructure)) of the Shared 
Infrastructure Use Period. Upon such expiry, the Service Provider will return to the Province all 
passwords, access codes, access cards and devices of any kind used to obtain access to and use of the 
Province Shared Infrastructure. For greater clarification, if the Province discontinues use of any portion 
of the Province Shared Infrastructure, then upon the discontinuance thereof the Service Provider's rights 
in respect of the discontinued portion of the Province Shared Infrastructure under this Article 20 
(Province Shared Infrastructure) will cease, and the Service Provider will return to the Province all 
passwords, access codes, access cards and devices of any kind used to obtain access to and use of the 
discontinued portion of the Province Shared Infrastructure. 

ARTICLE 21- OTHER COMMERCIAL TERMS 

21.1 Growth and Marketing. 

The Parties will market and otherwise deal with any customers of the Services and the Stakeholders, and 
will otherwise undertake growth and marketing activities in respect of the Services, in accordance with 
Schedule 26 (Growth and Marketing). 
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21.2 Gainsharing. 

The Parties will comply with, and hereby agree to, the gainsharing provisions and principles set forth in 
the attached Schedule 27 (Gainsharing). 

ARTICLE 22- AUDIT RIGHTS 

22.1 Access Rights. 

During the Term, and for a period of seven (7) years after the end of the Term, upon prior written request 
of the Province, except where such prior notice is not required pursuant to the express provisions of this 
Article 22 (Audit Rights) or any other express provisions of this Agreement, the Service Provider will 
provide the Province and its auditors and other authorized representatives of the Province with access to 
the following including, where applicable and practicable to do so, with electronic access, to: 

(a) all the Province Records or Personal Information related to the Services then in the 
Custody ofthe Service Provider, wherever maintained; 

(b) any System that contains such Province Records or Personal Information related to the 
Services, wherever maintained; and 

(c) any property or facility at which the Services are being performed, where any such 
Systems are housed, or where any such Province Records or Personal Information are 
maintained or stored. 

The provisions of Section 22.7 (General Principles) will apply with respect to the access rights granted to 
the Province under this Section. 

22.2 Examinations and Copies. 

During the Term, upon the prior written request of the Province, the Service Provider will permit the 
Province and its auditors and their respective authorized representatives, during business hours, to 
examine and make copies of any computer-stored data, correspondence, accounting procedures and 
practices, and any other relevant supporting financial or operational data including, without limitation, 
invoices, payments, claims and receipts, and in all cases pertaining to the Services, which will be made 
available by the Service Provider to the Province and its auditors, and their respective authorized 
representatives, in British Columbia. Both Parties acknowledge and agree that nothing in this 
Section will in any way limit or restrict the confidentiality obligations as set forth in Article 16 (Privacy, 
Security and Confidentiality) or as otherwise contemplated by this Agreement. 

22.3 Inspection and Investigation Rights. 

In the event of a breach or a perceived breach of this Agreement, the Province will have the right, at any 
time and without prior notice to the Service Provider, either directly or through its representatives, to 
inspect all or any matters in respect of the Services performed by or on behalf of the Service Provider 
under this Agreement, and to perform investigations in respect of any matter of concern to the Province or 
any matter which the Province otherwise becomes aware of in connection with the Services under this 
Agreement. The Province will make reasonable efforts in exercising such right of inspection or 
investigation to not hinder or interfere with the performance of the Services by the Service Provider under 
this Agreement. For greater clarification, the Province acknowledges that to the extent that any such 
exercise of the Province's right of inspection or investigation directly hinders or interferes with the 
Service Provider's ability to deliver Services under this Agreement, then the Service Provider will not be 
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responsible for any Service failure resulting therefrom. The Service Provider will provide the Province 
and its representatives with all reasonable assistance in connection with any such inspections and 
investigations. The provisions of Section 22.7 (General Principles) will apply with respect to the 
inspection or investigation rights granted to the Province hereunder. 

22.4 Audit Rights. 

The Province may appoint an internal or external auditor or other professional advisor at any time and 
from time to time, but subject to the provisions of 22.7 (General Principles), to review and confirm or 
verify, in respect of any Contract Year, any aspect of this Agreement and the Services performed under 
this Agreement including, without limitation, the following: 

(a) any matter related to the operational aspects of this Agreement and the Services 
including, without limitation, to certify or verify: 

(i) the integrity of the Province Records or Province Confidential Information 
including, without limitation, the completeness, accuracy, timelines, 
confidentiality, availability and security in respect thereof; 

(ii) the privacy and security processes of the Service Provider and its Access 
Subcontractors, and the compliance of the Service Provider and its Access 
Subcontractors with the Privacy Obligations; 

(iii) the general controls, practices, and procedures utilized by the Service Provider in 
connection with the Services performed; 

(iv) the stability and security of the Systems and processes utilized by the Service 
Provider in performing the Services; 

(v) the integrity of all reports provided by the Service Provider to the Province 
(including the raw data from which such reports are compiled); 

(vi) that the Services are being provided in accordance with the terms of this 
Agreement (including the Service Levels), and in accordance with all Applicable 
Laws, the Province Policies and any applicable requirements of any regulatory 
body or authority having competent jurisdiction; and 

(vii) the reviews and audits referred to in Article 17 (Business Continuity and Disaster 
Recovery) in respect of the Business Continuity Plan and Disaster Recovery 
Plan; 

(b) any matter related to the financial or business aspects of this Agreement, including 
verifying the accuracy of all Fees or other amounts invoiced to, or paid by, the Province, 
the accuracy of financial information provided by the Service Provider to the Province in 
respect ofthe calculation of Fees or other amounts invoiced to the Province or set forth in 
any Proposal in connection with the Change Order Process, or any credits or reductions 
against the Fees (whether or not properly granted as required by the Service Provider to 
the Province), and the accuracy of any reporting by the Service Provider to the Province 
in connection with the foregoing; 

(c) operational and other audits requested or otherwise required to be undertaken by the 
Office of the Comptroller General or the Office of the Auditor General of the Province 
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under the Financial Administration Act or any other Applicable Laws regarding any 
aspect of this Agreement (including, without limitation, an audit of the compliance by the 
Service Provider with the requirements of this Agreement), or any audits that may be 
required by Cabinet or Treasury Board of the Province; or 

(d) such other audits relating to this Agreement, the obligations of the Service Provider under 
this Agreement, or the Services as the Province may determine from time to time. 

For greater clarification, the Province may, in connection with the exercise of its audit rights pursuant to 
this Section 22.4 (Audit Rights), exercise or cause the Service Provider to exercise rights in respect in this 
Section. 

22.5 Costs. 

The costs of any inspections, investigations and audits will be dealt with in accordance with the following 
provisions: 
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(a) except as set forth in paragraph (b) below, the Province will pay its costs and expenses of 
any investigations and inspections under Section 22.3 (Inspection and Investigation 
Rights), and the costs and expenses of any auditor or other professional advisor retained 
by the Province to conduct or assist with an audit under Section 22.4 (Audit Rights) or 
Section 22.6 (SysTrust Report). The Service Provider will pay, and will not seek 
reimbursement from the Province, for the Service Provider's (or its Subcontractors') 
costs incurred in connection with any inspection or investigation under Section 22.3 
(Inspection and Investigation Rights), or any audit conducted pursuant to Section 22.4 
(Audit Rights) or Section 22.6 (SysTrust Report), including the cost of the time and effort 
of the Service Provider and its Personnel, Subcontractors and External Personnel to 
comply with the requests and requirements of an inspector, investigator, auditor or other 
professional advisor in respect of the same; and 

(b) where an investigation, inspection or audit reveals a material Deficiency (as determined 
by the Province, acting reasonably) as a result of the acts or omissions of the Service 
Provider (or of those Persons for whom the Service Provider is responsible at law or 
pursuant to the terms of this Agreement), the costs of such inspection, investigation or 
audit, including the costs of other professional advisors retained by the Province to 
conduct the same, will, at the option of the Province, be paid by the Service Provider, in 
which case the following provisions will apply: 

(i) such costs will not be recovered from or reimbursed by the Province to the 
Service Provider, 

(ii) if any such costs are paid by the Province, then the Province will be entitled to 
reimbursement of such costs from the Service Provider, or to set-off such costs 
against the Fees otherwise payable to the Service Provider, 

(iii) any such costs payable by the Service Provider will be payable upon receipt by 
the Service Provider of an invoice from the Province in respect of such costs, and 

(iv) upon correction of the material Deficiency so identified, and if so requested by 
the Province, the Service Provider will undertake a new audit, at the Service 
Provider's expense, to confirm that such material Deficiency has been fully 
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addressed and remedied. The Service Provider will promptly provide the results 
of such audit to the Province upon the Service Provider's receipt of the same. 

22.6 SysTrust Report. 

The Province may from time to time conduct a "Trust Services Principles and Criteria" examination as 
governed by the American Institute of Certified Public Accountants and the Canadian Institute of 
Chartered Accountants (the "SysTrust Report") in respect of the Services being provided under this 
Agreement. The SysTrust Report will report on controls throughout a Contract Year. The SysTrust 
Report will be deemed to be an audit for the purposes of this Article 22 (Audit Rights) with costs, 
Deficiency correction and all other matters addressed in the manner as set forth in this Article 22 (Audit 
Rights) for audits. 

22.7 General Principles. 

In connection with the access, inspection, investigation and audit rights granted to the Province and other 
Persons under this Article 22 (Audit Rights): 
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(a) the auditors, investigators, inspectors or representatives of the Province will be qualified 
and trained to levels appropriate to conduct audits, inspections or investigations being 
conducted; 

(b) the Province will cause all such audits, inspections and investigations to be performed 
during the normal business hours for the Services in question, and upon reasonable prior 
notice to the Service Provider, other than for inspections or investigations pursuant to 
Section 22.3 (Inspection and Investigation Rights) which may be performed at any time 
without notice; 

(c) the Province will, and will cause its auditors, investigators, inspectors or representatives 
to: 

(i) use reasonable efforts not to hinder or interfere with the performance of the 
Services by the Service Provider, and for greater clarification, the Province 
acknowledges that to the extent any such exercise of rights directly hinders or 
interferes with the Service Provider's ability to deliver the Services, then the 
Service Provider will not be responsible for any resulting Service Level failures 
in respect thereof, and 

(ii) comply with all security and other similar policies of the Service Provider while 
at its premises, provided that the Service Provider provides the Province with 
reasonable prior notice thereof, and provided further that any such security or 
other similar polices of the Service Provider do not unduly hinder or interfere 
with the conduct of the audit, inspection or investigation in question; 

(d) the Service Provider will, and will cause its Personnel, Subcontractors and External 
Personnel to: 

(i) cooperate with any such inspections, investigations and audits performed by the 
Province through the Province's auditors, investigators, inspectors or 
representatives, 
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(ii) make available on a timely basis the information and Records requested by the 
Province or its auditors, investigators, inspectors or representatives, and 

(iii) provide the Province and its auditors, investigators, inspectors or representatives 
with assistance in obtaining access to such information and Records, and to any 
Subcontractors, Personnel or External Personnel, as may be reasonably 
requested; 

(e) the access rights provided for with respect to the premises of the Service Provider will 
also extend to those premises at which Province Confidential Information, Province 
Records or Personal Information is stored, and the Service Provider will obtain such 
corresponding rights from its Subcontractors as may be necessary to give effect to this 
provision; and 

(f) the Service Provider will be given the opportunity to respond to the audit, inspection or 
investigation results before they are finalized, except where it is not reasonably possible 
or appropriate, as determined by the Province. 

22.8 Deficiencies. 

Following delivery to the Service Provider of an audit, inspection or investigation report that outlines 
accounting or other Deficiencies of the Service Provider, the Parties will meet as soon as possible through 
the Governance Process in order to discuss and resolve such Deficiencies. In connection therewith, the 
following provisions will apply: 
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(a) if the report identifies the potential for any Deficiency, then the Service Provider will 
provide the Province, through the Governance Process, with the Service Provider's 
assessment of the impact of the potential Deficiency; 

(b) subject to any alternative agreement reached between the Parties through the Governance 
Process, the Service Provider will, as soon as reasonably possible (but in any event within 
thirty (30) days), develop and present to the Province, through the Governance Process, a 
corrective action plan outlining the timely corrective action that has been taken, or will be 
taken, by the Service Provider to remedy the Deficiencies; 

(c) the corrective action plan will include a sufficient level of detail to allow the Province to 
assess the appropriateness of the corrective action and plan, including a description of the 
Deficiency, the specific action to be taken, and a specific implementation schedule that 
specifies dates and Persons responsible for taking, or who have already taken, the 
corrective action; 

(d) the Province will be given the opportunity, through the Governance Process, to provide 
the Service Provider with any comments that the Province may have on the corrective 
action plan, and the Service Provider will take all such comments received by the 
Province into consideration; and 

(e) the Service Provider will remedy the Deficiencies in accordance with the corrective 
action plan, provided that the Service Provider will be entitled to remedy any 
Deficiencies that that are not material in nature, or that do not involve access, use or 
disclosure ofPersonal Infonnation, in the ordinary course of business. 
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ARTICLE 23- GENERAL DUTIES AND OBLIGATIONS 

23.1 General Duties and Obligations of Service Provider. 

At aU times during the Tenn and without limiting the other provisions set forth in this Agreement, the 
Service Provider agrees to, and to cause its directors, officers, Personnel, Affiliates, Subcontractors and 
all External Personnel to, perfonn its obligations under this Agreement and to deliver the Services as 
follows: 

(a) in compliance with all of the tenns and conditions of this Agreement and all other 
documents referenced in this Agreement; 

(b) in a manner that is consistent with the Parties' objectives set out in Section 1.13 
(Objectives of the Parties); 

(c) in accordance with the standard of care set forth in Section 4.4 (Standard of Care); 

(d) in accordance with any Change Orders and any agreements made between the Parties 
pursuant to the Governance Process; 

(e) in compliance with all applicable Province Policies which have been provided or 
otherwise communicated by the Province to the Service Provider from time to time, and 
in accordance with the Change Order Process; and 

(f) in compliance with all Applicable Laws. 

23.2 Compliance with Specific Laws. 

Without limiting the foregoing Section 23.1 (General Duties and Obligations of Service Provider), at all 
times during the Tenn, and in the perfonnance of the Services under this Agreement, the Service Provider 
will comply with, and will cause its Personnel and its Subcontractors and their External Personnel to 
comply with, those specific Applicable Laws set forth in Schedule 28 (Specific Laws and Policies}, and 
any other specific Applicable Laws not listed in Schedule 28 (Specific Laws and Policies) but which 
otherwise apply to the Services given the nature thereof, or any applicable regulations or standards 
governing the particular industry to which the Services relate. The Service Provider acknowledges that it 
is familiar with the foregoing as they apply to the Service Provider or to the Services, as applicable. 

23.3 FOIPPA Inspections. 

The Service Provider acknowledges that under the Freedom of Information and Protection of Privacy Act 
(British Columbia), the Commissioner has the power to obtain infonnation and evidence from persons 
other than the Province in the course of conducting an investigation or an inquiry under that Act. 
Accordingly, the Service Provider will cooperate with respect to investigations or inquiries of the 
Commissioner under that Act regarding Province or Personal Infonnation related matters, and in respect 
of any infonnation to which the Commissioner is entitled to under such Act. 

23.4 Licenses and Pennits. 

At all times during the Term, the Service Provider will, at its own cost, obtain and maintain in full force 
and effect all licenses and pennits issued by any Governmental Authority which are required or desirable 
for the proper perfonnance of the Services, or otherwise required or desirable for the perfonnance and 
completion of the transactions contemplated in this Agreement. 
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ARTICLE 24- REPRESENTATIONS, WARRANTIES AND COVENANTS 

24.1 Province Representations and Warranties. 

The Province represents, warrants and covenants as follows to the Service Provider, as of the date of this 
Agreement and throughout the Term, and acknowledges and confirms that the Service Provider is relying 
upon such representations, warranties and covenants in entering into this Agreement: 

(a) the Province has the power and authority to enter into, execute and deliver this 
Agreement and the other Transaction Documents, which have been duly executed and 
delivered by the Province, and each constitutes a legal, valid and binding obligation of 
the Province enforceable against it in accordance with its terms, subject to applicable 
bankruptcy, insolvency and other laws of general application limiting the enforceability 
of creditors' rights, and to the fact that specific performance and injunction are equitable 
remedies available only in the discretion of the court; 

(b) the Province has the power and authority to perform its obligations under this Agreement 
and the other Transaction Documents as contemplated in this Agreement; and 

(c) neither the execution and delivery of this Agreement, the other Transaction Documents, 
nor the compliance with the terms thereof by the Province: 

(i) has resulted or will result in a violation of any Applicable Laws, or 

(ii) requires the Approval or consent of any Person or any Governmental Authority 
except such as has been obtained as of the date of this Agreement. 

24.2 Service Provider Representations, Warranties and Covenants. 

The Service Provider represents, warrants and covenants as foiJows to the Province, as of the· date of this 
Agre~ment and (except as otherwise noted) throughout the Term, and acknowledges and confirms that the 
Province is relying upon such representations, warranties and covenants in entering into of this 
Agreement: 

Corporate Existence and Structure 

(a) the Service Provider is a corporation duly incorporated and validly existing under the 
laws of [insert jurisdiction of incorporation] and is in good standing with respect to the 
filing of annual returns thereunder; 

(b) all of the issued and outstanding shares in the capital of the Service Provider are 
registered in the name of the Performance Guarantor, and the Performance Guarantor is 
the legal and beneficial owner thereof [NOTE - amend as necessary but ensure that 
the Service Provider is a Canadian Entity, owned by a Canadian Entity]; 

(c) the Performance Guarantor is a company duly incorporated and validly existing under the 
laws of [insert jurisdiction of incorporation) and is in good standing with respect to the 
filing of annual returns thereunder; 

(d) all of the issued and outstanding ~hares in the capital of the Performance Guarantor are 
registered in the name of [insert name of Canadian Entity], being a Canadian Entity 
and the legal and beneficial owner of such shares [NOTE - amend as necessary but 
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ensure that the Performance Guarantor is a Canadian Entity, owned by a Canadian 
Entity]; 

(e) the Financial Guarantor is a publicly-held company [amend if incorrect) duly 
incorporated and validly existing under the laws of [insert jurisdiction of 
incorporation] and listed on the (insert name of Stock Exchange, and if not publicly 
trading, then insert good standing representation]; 

(f) the Service Provider has, and throughout the Term will maintain, its registered office 
within the Province of British Columbia; [NOTE - if the Service Provider is not a BC 
company, or if it is a federal company with its registered office outside of BC, then 
change to an extra-provincial registration representation] 

(g) the majority of the Service Provider's directors are resident in Canada; 

Power, Capacity and Legal Authority 

(h) the Service Provider has all necessary corporate power, capacity and legal authority to 
enter into, execute and deliver this Agreement and the Transaction Documents to which it 
is a party, and to perform its obligations under this Agreement and such Transaction 
Documents, and this Agreement and such Transaction Documents have been duly 
executed and delivered by the Service Provider, and each constitutes a legal, valid and 
binding obligation of the Service Provider enforceable against the Service Provider in 
accordance with its terms, subject to applicable bankruptcy, insolvency and other laws of 
general application limiting the enforceability of creditors' rights, and to the fact that 
specific performance and injunctive relief are equitable remedies available only in the 
discretion of the court; 

(i) the Performance Guarantor has all necessary corporate power, capacity and legal 
authority to enter into, execute and deliver the Performance Guarantee and to perform its 
obligations thereunder, and the Performance Guarantee has been duly executed and 
delivered by the Performance Guarantor, and constitutes a legal, valid and binding 
obligation of the Performance Guarantor enforceable against the Performance Guarantor 
in accordance with its terms, subject to applicable bankruptcy, insolvency and other laws 
of general application limiting the enforceability of creditors' rights, and to the fact that 
specific performance and injunctive relief are equitable remedies available only in the 
discretion of the court; 

0) the Financial Guarantor has all necessary corporate power, capacity and legal authority to 
enter into, execute and deliver the Financial Guarantee and to perform its obligations 
thereunder, and the Financial Guarantee has been duly executed and delivered by the 
Financial Guarantor, and constitutes a legal, valid and binding obligation of the Financial 
.Guarantor enforceable against the Financial Guarantor in accordance with its terms, 
subject to applicable bankruptcy, insolvency and other laws of general application 
limiting the enforceability of creditors' rights, and to the fact that specific performance 
and injunctive relief are equitable remedies available only in the discretion of the court; 

No Violation 

(k) neither the execution and delivery of this Agreement and the other Transaction 
Documents, nor the compliance with the terms of this Agreement and the other 
Transaction Documents by the Service Provider: 
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{i) has resulted or will result in a violation of any Applicable Laws, 

{ii) has resulted or will result in a breach of, or constitute a default under, the Service 
Provider's constating documents, any shareholders' agreement to which it is a 
party, or any shareholder or directors' resolutions, 

{iii) has resulted or will result in a breach of, or constitute a default under, any 
instrument or agreement to which the Service Provider is a party or by which the 
Service Provider is bound, or 

(iv) requires the Approval or any consent of any Person or any Governmental 
Authority except such as has been obtained as of the date of this Agreement; 

Permits, Approvals and Operating. Matters 

(I) the Service Provider holds, and will hold as of the Hand-Over Date and throughout the 
Term, all material permits, approvals, authorizations and consents that may be required 
from any Person or Governmental Authority in order for the Service Provider to perform 
its duties and obligations pursuant to the terms of this Agreement and to provide the 
Services as contemplated under this Agreement, and the Service Provider is, and at the 
Hand-Over Date and throughout the Term will be, in good standing with respect to all 
such permits, approvals, authorizations and consents, and none of the same contain, or 
will contain, any term, provision, condition or limitation which would have a material 
adverse effect on, or materially adversely restrict or impair the performance by, the 
Service Provider of its duties and obligations under this Agreement or the performance of 
the Services pursuant to the terms of this Agreement; 

(m) the Service Provider has filed all tax, corporate information and other returns required to 
be filed under all Applicable Laws, has complied with all workers compensation 
legislation and other similar legislation to which it may be subject, and has paid all 
Taxes, fees and assessments calculated to be due by it under those laws as of the date of 
this Agreement; 

(n) the Service Provider has, and throughout the Term will maintain, sufficient and 
appropriate assets and Personnel to enable the Service Provider to perform and fulfill its 
obligations under this Agreement and to perform the Services in accordance with the 
terms of this Agreement; 

Intellectual Property, Systems and Assets 

(o) the performance by the Service Provider of the Services under this Agreement, and all of 
the Systems, Software and other Intellectual Property utilized by the Service Provider in 
the delivery of the Services (other than Intellectual Property licensed by the Province to 
the Service Provider pursuant to Section 19.5 (Use of Province Software for the 
Services)) does not and will not violate or infringe, or constitute a misappropriation of, 
the Intellectual Property or rights of any Person; 

(p) all Systems used by the Service Provider or its Subcontractors will be maintained by the 
Service Provider or its Subcontractors in good working order, ordinary wear and tear 
excepted; 
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S06S3SIO.l 

(q) all tangible personal assets including hardware that are transferred, assigned or licensed 
(as applicable in accordance with the terms of this Agreement) by the Service Provider to 
the Province at any time during the Term and upon the Termination, will be free and 
clear of all Liens at the time of transfer, assignment or license to the Province, other than 
the interests of a lessor in respect of any leased assets, or such Liens as may have been 
granted in respect of such leased assets by the lessor thereof; 

(r) at such time as the Service Provider transfers, assigns or licenses any Intellectual 
Property or Intellectual Property Rights to the Province pursuant to this Agreement, the 
Service Provider will have all necessary right, title and interest in the Intellectual 
Pr.operty or Intellectual Property Rights to complete such transfer, assignment or license, 
as the case may be, in accordance with its terms; 

Litigation, Proceedings and Limiting Agreements 

(s) as of date of this Agreement, there are no suits, actions, proceedings, judgments or orders 
outstanding or, to the knowledge of the Service Provider, threatened against or affecting 
the Service Provider or any of its assets by or before any court, tribunal, board or other 
Government~] Authority that would, if adversely determined, have a material adverse 
effect on, or materially adversely restrict or impair the performance by, the Service 

·Provider of its duties and obligations under this Agreement or the performance of the 
Services pursuant to the terms of this Agreement; 

(t) as of the date of this Agreement, there are no material labour actions, proci:edings, 
grievances, judgments or orders outstanding or, to the knowledge of the Service Provider, 
threatened against or affecting the Service Provider by or before any court, tribunal, 
board or other Governmental Authority, which could have a material adverse effect on, or 
materially adversely restrict or impair the performance by, the Service Provider of its 
duties and obligations under this Agreement or the performance of the Services pursuant 
to the terms of this Agreement; 

Insolvency 

(u) the Service Provider is not insolvent, is able to pay its debts as they become due in the 
ordinary course of business, and the entering into of this Agreement and the other 
Transaction Documents and the performing of its obligations under this Agreement and 
the other Transaction Documents will not render the Service Provider insolvent or unable 
to pay its debts as they become due; 

Subcontractors and Personnel 

(v) attached as Schedule 20 (Subcontractor Matters) is a list of all of the Subcontractors who 
are required to be Approved by the Province under the provisions of Section 12.11 
(Consent to Use of Material Subcontractors) with respect to the performance of the 
Services, as such Schedule may be amended from time to time in order to accurately 
reflect such Subcontractors during the Term, and all other actions required to be taken 
with respect to such Subcontractors have been taken including, without limitation, the 
incorporation in the agreements with such Subcontractors of the required provisions as 
set forth in Article 12 (Subcontractors) and in the Privacy Obligations; 
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Miscellaneous 

(w) all information provided by the Service Provider to the Province in the course of 
responding to the JSRFP prior to entering into this Agreement was true and correct in all 
material respects and was not intentionally misleading at the time of disclosure, and the 
Service Provider has not intentionally failed to disclose any further information which 
failure would make the information previously disclosed misleading; 

(x) the Service Provider is under no current obligation or restriction, nor will it knowingly 
assume any such obligation or restriction that does or could in any way interfere or 
conflict with, or that does or could present a conflict of interest concerning, the 
performance of the Service Provider's obligations and the providing of the Services under 
the terms of this Agreement; 

(y) there has been no collusion, relationship with, benefit granted to or benefit received from 
any other Person with respect to the JSRFP, this Agreement, the delivery of the Services 
or anything related thereto except: 

(i) for subcontracts, teaming agreements and other similar contracts entered into in 
the ordinary course of business, 

(ii) obligations to pay commissions or other incentive compensation in compliance 
with compensations programs of the Service Provider and its Subcontractors and 
its or their Affiliates, and 

(iii) as otherwise expressly disclosed by the Service Provider to the Province in 
writing; 

(z) the Service Provider has no knowledge of any material fact or matter not disclosed to the 
Province by the Service Provider which, if known by the Province, might be reasonably 
expected to deter the Province from entering into this Agreement or completing the 
transactions contemplated in this Agreement and in the other Transaction Documents, or 
that might materially adversely affect the ability of the Service Provider to perform its 
obligations under this Agreement; and 

(aa) the Service provider represents and warrants those matter specifically set forth in 
Schedule 29 (Additional Representations and Warranties). 

24.3 Disclaimer of Warranties. 

Other than the representations and warranties expressly set out in this Agreement or in the other 
Transaction Documents, neither Party makes any representation or warranty, expressed, implied, statutory 
or otherwise regarding any matter in connection with this Agreement or the other Transaction Documents 
including representations or warranties of merchantability or fitness for a particular purpose. 

24.4 No Guarantee of Service Volumes. 

The Service Provider acknowledges and agrees that the Province makes no representation or warranty as 
to the nature, timing, quality, quantity or volume of Services required from the Service Provider under 
this Agreement, or the volume of business or any particular type of transaction or other measurable matter 
that will be handled by the Service Provider in providing the Services under this Agreement, or the 
compensation that may be earned by the Service Provider under this Agreement. The Service Provider 
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acknowledges and agrees that it has conducted its own due diligence prior to entering into this Agreement 
as to the services performed by or on behalf of the Province historically in connection with the business 
that will be undertaken by the Service Provider in performing the Services. The Province has advised the 
Service Provider, and the Service Provider acknowledges, that historic information with respect to the 
Services or such business, including any particular type of transaction or other measurable matter, may 
not be representative of the future nature, timing, quality, quantity or volume of Services that will be 
required under or performed by the Service Provider under this Agreement, or the volume of business or 
any particular type of transaction or other measurable matter that will be handled by the Service Provider 
in connection with this Agreement. 

ARTICLE 25- INDEMNIFICATION, LIABILITY AND GUARANTEES 

25 . .1 General Intent. 

Each Party will be liable to the other for any damages that may be properly and lawfully awarded against 
each Party in favour of the other under the terms of, or in connection with, this Agreement. Both Parties 
agree, however, that monetary damages may not be a sufficient remedy for any breach of this Agreement, 
and each Party will be entitled to seek equitable relief, including injunctive relief and specific 
performance in the event of a breach of this Agreement, to the extent that such remedy is available to a 
Party in accordance with Applicable Laws (including, without limitation, the Crown Proceeding Act 
(British Columbia)), but subject any express limitations otherwise provided for in this Agreement. 

25.2 Indemnification by the Service Provider. 

The Service Provider will indemnify and save harmless the Province and its employees, advisors, agents 
and representatives (the ''Province Indemnified Parties"), to the fullest extent permitted by law, from 
and against any Claims that may be suffered or incurred by any one or more of the Province Indemnified 
Parties arising as a result of, or in connection with, any of the matters set forth in Schedule 30 
(Indemnification Matters), except to the extent suffered or incurred as a result of or in connection with the 
wilful misconduct, fraud, malfeasance or gross negligence of the Province Indemnified Parties. 

25.3 Third Party Claim Process. 

Subject to any restrictions or other limitations contained in the Crown Proceeding Act (British Columbia), 
or other Applicable Laws: 

(a) if a Party (an "Indemnified Party") intends to seek indemnification under this 
Agreement from the other Party (the "Indemnifying Party") in respect of any third party 
Claims, then the Indemnified Party will promptly give the Indemnifying Party written 
notice of such Claims for indemnification, such notice to be given as soon as practicable 
following the commencement of any action by a third party; provided, however, that the 
failure of an Indemnified Party to give the Indemnifying Party such prompt notice will 
not relieve the Indemnifying Party of its obligations under this Agreement, except to the 
extent that such failure results in a material prejudice to the Indemnifying Party's defence 
to such Claims; 

(b) if the Indemnifying Party receives a notice of any Claims pursuant to paragraph (a) 
above, then: 
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(ii) where the Indemnifying Party is the Service Provider, the Province will 
cooperate with the Service Provider and, where appropriate and in the discretion 
of the Province, will allow the Service Provider to control the defence of the 
Claim and any related settlement, at the Service Provider's sole cost and expense, 
it being acknowledged and agreed that where the Province determines that it is 
not so appropriate, then the Province will control the defence of the Claim and 
any related settlement; 

provided, however, that if the defendants in any such action include both the Indemnified 
Party and the Indemnifying Party, and the Indemnified Party reasonably concludes that 
there may be legal defences available to it which are different from or additional to those 
available to the Indemnifying Party, then the Indemnified Party will have the right to 
select separate counsel, the cost of which will be at the Indemnified Party's expense 
(without reimbursement by the Indemnifying Party under an indemnity or otherwise) to 
assert such legal defences or to otherwise participate in the defence of such action on 
behalf of the Indemnified Party; 

(c) if the Indemnified Party is entitled to indemnification under this Agreement as a result of 
a Claim by a third party, and if the Indemnifying Party fails or chooses not to assume the 
defence of such Claim, or fails to proceed, then the Indemnified Party may, at the 
expense of the Indemnifying Party, contest (or, with or without the prior consent of the 
Indemnifying Party, settle) such Claim. The Indemnified Party will not otherwise settle 
any Claim with respect to which it has sought or intends to seek indemnification pursuant 
to this Agreement without the prior written consent of the Indemnifying Party, which 
consent will not be unreasonably withheld or delayed; and 

(d) if the Indemnifying Party settles any Claims that it may be liable to provide 
indemnification pursuant to this Section without the prior written consent of the 
Indemnified Party, which consent will not be unreasonably withheld or delayed 
(acknowledging that pursuant to the Crown Proceeding Act (British Columbia) the 
Province is not required to obtain or provide such consent, and will not be required to do 
so pursuant to this provision); then if the Indemnifying Party has reached a bonafide full 
and final settlement in respect of all Claims involving the Indemnified Party and such 
plaintiff(s) in any such action with the plaintiff(s), and the Indemnified Party does not (or 
is not asked to) consent to such settlement, the dollar amount specified in the settlement 
will act as an absolute maximum limit on the indemnification obligation of the 
Indemnifying Party. 

25.4 Mitigation. 

Each Party has a duty to mitigate the Claims that would otherwise be recoverable from the other Party 
pursuant to this Agreement by taking appropriate and reasonable actions to reduce or limit the amount of 
such Claims. 

25.5 Limitation on Liability. 

The liability of the Parties under this Agreement wiJI be subject to the express terms and conditions set 
forth in Schedule 31 (Limitation on Liability). 
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25.6 Performance Guarantee. 

Concurrently with the signing of this Agreement, the Service Provider will provide to the Province a duly 
executed Performance Guarantee, in the form attached as Schedule 32 (Performance Guarantee). 

25.7 Financial Guarantee. 

Concurrently with the signing of this Agreement, the Service Provider will deliver to the Province a duly 
executed Financial Guarantee, in the form attached to this Agreement as Schedule 33 (Financial 
Guarantee). 

ARTICLE 26- INSURANCE 

26.1 Insurance. 

The Service Provider will procure and maintain at all times during the Term of this Agreement, at its own 
expense and without reimbursement from the Province, the insurance policies more particularly described 
in Schedule 34 (Insurance), which will be underwritten by insurers licensed to carry on insurance 
business in Canada. 

26.2 Certificate of Insurance. 

The Service Provider will not cancel any of the required insurance policies set out or contemplated in 
Schedule 34 (Insurance) without thirty (30) days prior written notice to the Province, and consent of the 
Province where a cancelled insurance policy is not replaced with a replacement insurance policy of the 
same kind and type, and in an equal or greater amount. Each insurance policy for the ~hove- described 
insurance coverage will be endorsed to provide the Province with thirty (30) days prior written notice of 
cancellation or material change. The Service Provider will provide the Province with reasonable evidence 
of the obtaining of all insurance required to be obtained by the Service Provider, before commencing any 
Services under this Agreement. Such evidence will be in the Province's form of insurance certificate, as 
the same may be amended from time to time by the Province and notified by the province to the Service 
Provider, a copy of which is attached as Schedule 35 (Form of Insurance Certificate), unless otherwise 
agreed to in writing by the Province. The Service Provider will provide similar evidence of the continued 
existence of all required insurance coverage on an annual basis within thirty days of the renewal of such 
insurance policies, and upon the request of the Province from time to time. 

26.3 Adequacy oflnsurance. 

The Service Provider acknowledges that any requirement or advice by the Province as to the amount of 
coverage under any policy of insurance does not, and will not be deemed to, constitute a representation by 
the Province that the amount required under such insurance is adequate, and the Service Provider 
acknowledges and agrees that it is solely responsible for obtaining and maintaining its own policies of 
insurance in such amounts as the Service Provider will determine to be appropriate and adequate, subject 
to the minimum requirements set out on Schedule 34 (Insurance). 

ARTICLE 27- DISPUTE RESOLUTION 

27.1 Informal Dispute Resolution. 

In the event of any Dispute, the Parties will use reasonable efforts to settle such Dispute internally and 
will consult and negotiate with each other in good faith in an effort to reach a fair and equitable solution 
satisfactory to the Parties. Prior to the initiation of formal dispute resolution procedures, the Parties will 
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first attempt to informally resolve any dispute, controversy or Claim (including any failure by the Parties 
to reach agreement where expressly provided for in this Agreement) arising under or in connection with 
this Agreement as follows: 

S06S3S10.1 

(a) the Service Provider [insert relationship manager title] and the Province [insert 
relationship manager title] will attempt to resolve the Dispute informally by meeting as 
often, for a duration and as promptly as those representatives deem necessary, to discuss 
the Dispute and negotiate in good faith in an attempt to resolve the Dispute; 

(b) if such persons are unable to resolve the Dispute within a reasonable period, then either 
one of them may refer the Dispute to the Joint Executive Committee, and the Joint 
Executive Committee will promptly schedule a meeting to discuss the Dispute and 
negotiate in good faith in an attempt to resolve the Dispute; 

(c) the Joint Executive Committee will meet as often and as promptly as the Parties deem 
necessary to discuss the Dispute and negotiate in good faith in an effort to resolve the 
Dispute; 

(d) during the course of all discussions referred to in paragraphs (a) to (c) above, all 
reasonable requests made by one Party to another for non-privileged information, 
reasonably related to the Dispute, will be provided by the other Pru:ty so that both Parties 
may be fully apprised of the other's interests in the Dispute and resulting positions and 
interests. The specific format for such discussions will be decided by mutual agreement 
of the Parties, but may include the preparation of agreed-upon statements of fact or 
written statements of position or interest; 

(e) if the Joint Executive Committee does not resolve the Dispute within ( 1 0) Business Days 
of the referral of the Dispute to the Joint Executive Committee (or such longer period to 
which the Parties may agree), then either Party may upon written notice to the other Party 
(the "Mediation Notice") elect to submit the Dispute to non-binding mediation, and if 
such Mediation Notice is accepted in writing within five (5) Business Days of receipt 
thereof, then the Parties will proceed to mediation in accordance with paragraph (f) 
below. For greater clarification, either Party may elect to bypass mediation, in which 
case, the Dispute will be settled by binding arbitration in accordance with Section 27.2 
(Arbitration); 

(f) if the Dispute is referred to non-binding mediation in accordance with paragraph (e) 
above, then the Parties will thereafter attempt to promptly agree upon and appoint a sole 
mediator. If the Parties are unable to agree upon a mediator within five (5) Business 
Days after the effective date of the Mediation Notice (or such longer period as the Parties 
may agree), then the Parties will bypass mediation and proceed to arbitration in 
accordance with Section 27.2 (Arbitration); 

(g) if the Parties agree upon a mediator within the time required pursuant to paragraph (f) 
above, then the mediation will be conducted at a time, in a city in British Columbia and at 
a specific location as may be agreed to by the Parties with the mediator, or if the Parties 
cannot agree, as so designated by the mediator. The mediation will be held within five 
(5) Business Days after the mediator is appointed. If any Party has substantial need for 
information from another Party in order to prepare for the mediation, then the Parties will 
use reasonable efforts to agree on procedures for the formal exchange of information. 
Each Party will be represented in the mediation by at least an individual with authority to 
settle the Dispute on behalf of that Party and, if desired by that Party, by legal counsel for 
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that Party. The Parties' representatives in the mediation will continue with the mediation 
as long as the mediator reasonably requests, but in no event longer than thirty (30) days 
from the first day that the Parties meet to commence mediation. Unless otherwise agreed 
to in writing by the Parties, each Party will pay one-half of the mediator's fees and 
expenses and will bear all of its own expenses in connection with the mediation. No 
Party may employ or use the mediator as a witness, consultant, expert, counsel or other 
similar position regarding the Dispute or any related matters; and 

(h) if the parties are unable to resolve the Dispute by mediation, or if either Party elects to 
bypass mediation entirely, then the matter will be referred to binding arbitration m 
accordance with Section 27.2 (Arbitration). 

27.2 Arbitration. 

Subject to the provisions of Schedule 30 (Indemnification Matters), Schedule 31 (Limitation on 
Liability), and Section 27.3 (Special Arbitration), any Dispute that is not settled in accordance with 
Section 27. I (Informal Dispute Resolution), will be settled at the request of either Party by binding 
arbitration in Victoria, British Columbia in accordance with the Commercial Arbitration Act (British 
Columbia) on the following terms: 

(a) all hearings will be in held and kept confidence; 

(b) the arbitration will be heard before one arbitrator, and if the Parties cannot agree upon an 
arbitrator within five (5) Business Days of a request from one Party to the other to do so, 
then each Party will select an arbitrator, and those two arbitrators will jointly select a 
third arbitrator; 

(c) all arbitrators will either be: 

(i) a lawyer in good standing with the Law Society or equivalent body in all 
jurisdictions in Canada where that lawyer is called to the bar, 

(ii) a retired lawyer who was previously in good standing with the Law Society or 
equivalent body in all jurisdictions in Canada where that lawyer was previously 
called to the bar before that lawyer's retirement; or 

(iii) a retired judge; 

(d) no individual may be appointed as an arbitrator if that individual is (but for the 
appointment as arbitrator in connection with a Dispute under this Agreement) or was 
directly involved in matters relating to this Agreement, the Dispute or the Services to be 
performed by the Service Provider under this Agreement; 

(e) all arbitrators selected or otherwise appointed to hear a Dispute will have experience in 
complex, commercial outsourcing engagements and be skilled or knowledgeable in the 
subject matter of the Dispute; 

(f) if the arbitration is heard before a panel of three arbitrators, then the decision of the 
arbitration panel will be made by a majority vote; 

(g) judgment upon the award rendered in any such arbitration may be entered in any court 
having competent jurisdiction; 
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(h) the Parties will direct the arbitrator (or arbitrators) to make an award of costs, which 
award will include the remuneration and expenses and any related administrative fees that 
are charged by the arbitrator (or arbitrators) in connection with the arbitration of the 
Dispute, as well as the costs and expenses incurred by each Party in preparing for and 
participating in the arbitration (including the costs related to retaining legal counsel), and 
the Parties will pay all such costs in accordance with the direction of the arbitrator (or 
arbitrators); 

(i) the Parties will instruct the arbitrator (or arbitrators) to make the final award with respect 
to the Dispute within 60 days after the hearings have been closed, or such other 
reasonable period of time (not to be less than thirty (30) days), as may be agreed to in 
writing by the Parties before the commencement of the arbitration hearings and so 
notified in writing to the arbitrator (or arbitrators); 

G) notwithstanding anything to the contrary in the Commercial Arbitration Act (British 
Columbia): 

(i) the same procedural requirements and rights of discovery as are available under 
the British Columbia Rules of Court will apply, mutatis mutandis, except that the 
arbitrator (or arbitrators) may make adjustments to the time limits contained in 
such Rules of Court, 

(ii) the laws and rules of evidence applicable in the Courts of British Columbia will 
apply, and the arbitrator (or arbitrators) may only require the production of 
relevant documentary and testimonial evidence not protected by the solicitor
client privilege, and 

(iii) the arbitrator (or arbitrators) will adjudicate the Dispute by reference to law in 
accordance with Section 23 of the Commercial Arbitration Act (British 
Columbia), including the precedent of other Court decisions, statutory laws, and 
laws of interpretation, as would be followed by a Court having competent 
jurisdiction, and the Parties expressly agree that the Dispute will not be decided 
upon the law of equity or some other similar basis; 

(k) the arbitrator (or arbitrators) will have no power or authority to grant any award or permit 
any other recourse that would be precluded by the terms of this Agreement, and nor will 
the arbitrator (or arbitrators) have the power to make any award that addresses matters 
outside the scope of the Dispute; and 

(I) the Parties will be bound by any award issued by the arbitrator (or arbitrators), which 
award the Parties agree to be bound by and to accept as a final and binding award. 

27.3 Special Arbitration. 

Any Disputes between the Parties pursuant to Section 6.4 (Disputes Regarding the Transformation Plan) 
will follow the step-by-step resolution procedures set forth in Section 27.1 (Informal Dispute Resolution) 
and to the extent applicable, Section 27.2 (Arbitration), provided that the following provisions will apply 
in respect of any arbitration: 

(a) for purposes of Subsection 27.2(i) (Arbitration), the arbitrator (or arbitrators) will be 
instructed to make an award by selecting the submission of one Party over the other, 
which selected submission will constitute the award of the arbitrator (or arbitrators), 
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provided that any award of costs contained in such submission may be removed by the 
arbitrator (or arbitrators) and replaced with an award of costs determined by the arbitrator 
(or arbitrators) in accordance with the provisions of Subsection 27.2(h) (Arbitration); 

(b) if any submission includes matters that are outside the scope of the Dispute contemplated 
in Section 6.4 (Disputes Regarding the Transformation Plan), then the arbitrator (or 
arbitrators) will discard the submission in its entirety as not being in compliance with the 
scope of the Dispute, and select the other submission for purposes of paragraph (a) above, 
and if both submission are discounted in their entirety as a result of the application of the 
provisions of this paragraph, then the arbitrator (or arbitrators) will instruct the Parties, in 
writing, to resubmit new submissions without such provisions which are outside the 
scope of the Dispute; and 

(c) for greater clarification, the arbitrator (or arbitrators) will not have any jurisdiction, 
power or authority to grant an award other than as provided for in this Section 27.3 
(Special Arbitration). 

27.4 Confidentiality. 

The proceedings of all negotiations, mediations and arbitrations as part of the Dispute Resolution Process 
will at all times be privately conducted. The Parties agree that all statements and other communications 
made during the Dispute Resolution Process including, without limitation, offers of settlement, settlement 
terms and all documents or other materials created for the purposes of the Dispute Resolution Process: 

(a) are made on a without prejudice basis; 

(b) do not constitute an admission or waiver of rights; and 

(c) will not be offered into evidence, disclosed or used for any other purpose other than the 
Dispute Resolution Process. 

During the Dispute Resolution Process, no Party is required to disclose to the other Party any information, 
documents or materials with respect to which they claim privilege; however, if as part of the Dispute 
Resolution Process a Party should disclose to the other Party information, documents or materials with 
respect to which they claim privilege or any information, documents or materials which they regard and 
identify as confidential or proprietary, then the other Party will maintain the confidentiality of the 
information, documents or materials so obtained and, to the extent permitted by law, any such disclosure 
will not constitute a waiver of any privilege or confidentiality. The Parties agree that any information 
regarding the Dispute Resolution Process, including any decisions or awards made, will not be disclosed 
to any third parties or used for any purpose other than the Dispute Resolution Process, unless the Parties 
otherwise agree; provided that nothing in this provision will prevent such disclosure as may be necessary 
to enforce any arbitration awards. 

27.5 Exceptions to Dispute Resolution Procedure. 

The provisions of this Article 27 (Dispute Resolution) will not be construed to prevent a Party from: 

(a) seeking a temporary restraining order or injunctive or other equitable relief with respect 
to a breach (or attempted breach) of this Agreement by the other Party, to the extent such 
remedies are available to a Party pursuant to Applicable Law (including, without 
limitation, the Crown Proceeding Act (British Columbia)); or 
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(b) instituting litigation or other formal proceedings to the extent necessary and available 
pursuant to Applicable Law: 

(i) to enforce arbitration awards or orders for injunctive or other similar relief, 

(ii) to avoid the expiration of any applicable limitations period, or 

(iii) to preserve a position with respect to other creditors. 

27.6 Continuity of Services. 

The Service Provider acknowledges that the timely and complete performance of its obligations pursuant 
to this Agreement is critical to the business and operations of the Province and the continuity of the 
Services. Accordingly, in the event of a Dispute, and at all times before, during and after the Dispute 
Resolution Process: 

(a) the Service Provider will continue to so perform its obligations and to deliver the 
Services under this Agreement in good faith during the resolution of such Dispute; and 

(b) the Province will continue to pay all Fees payable to the Service Provider in accordance 
with the terms of this Agreement, other than those Fees which are in Dispute and 
withheld from payment in accordance with the provisions of Section 15.6 (Disputed 
Payments). 

ARTICLE 28- DEFAULT AND TERMINATION 

28.1 Service Provider Material Breach. 

The Service Provider will be in material breach of its obligations under this Agreement upon the 
occurrence of any one or more of the following events or the events set forth in Schedule 36 (Material 
Breach) (each a "Material Breach"): 

50653510.1 

(a) an Event of Insolvency in respect of the Service Provider, the Performance Guarantor or 
the Financial Guarantor; 

(b) if the Service Provider, the Performance Guarantor or the Financial Guarantor ceases or 
threatens to cease to carry on business; 

(c) any direct or indirect assignment of this Agreement by the Service Provider contrary to 
the provisions of Section 31.2 (Assignment by the Service Provider); 

(d) there is, without the Approval of the Province, a corporate or other similar structural 
reorganization of the Service Provider, the Performance Guarantor or the Financial 
Guarantor, except for those corporate or other similar structural reorganizations that: 

(i) do not result in a direct or indirect assignment of this Agreement by the Service 
Provider contrary to the provisions of Section 31.2 (Assignment by the Service 
Provider), 

(ii) do not adversely affect the Performance Guarantee or the Financial Guarantee in 
any way, or the ability of the Performance Guarantor or the Financial Guarantor 
to perform their respective obligations under the Performance Guarantee or the 
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Financial Guarantee respectively (including, in the case of the Performance 
Guarantor, to comply with the provisions ofthe Privacy Obligations), and 

(iii) there is no increased risk of a breach of, or an actual breach of, the Privacy 
Obligations, as determined by the Province in its sole discretion; 

(e) any disclosure of Personal Information pursuant to a Disclosure Order, where any 
director, officer or Manager of the Service Provider or its Subcontractors (or any other 
Person having similar authority to the foregoing) authorizes, permits or acquiesces in the 
disclosure of Personal Information pursuant to a Disclosure Order; 

(f) any storing, allowing access to, disclosure or use of Personal Information contraxy to the 
provisions of Freedom of Information and Protection of Privacy Act (British Columbia) 
(without the prior written Approval of the Province as may be permitted under Freedom 
of Information and Protection of Privacy Act (British Columbia)); provided that, before 
the Province requires, in its sole discretion, that the occurrence thereof constitutes a 
"Material Breach" under this paragraph (f), the Province will have regard to all of the 
surrounding circumstances including, without limitation, the nature and significance of 
the breach, the compliance by the Service Provider and its Subcontractors (to the extent 
applicable) with the Province Policies and the Privacy Obligations, whether such breach 
is an isolated occurrence and the bearing thereof on the significance of the breach, and 
the steps and actions taken by the Service Provider (and its Subcontractors, to the extent 
applicable) to remedy or otherwise deal with the breach (including taking appropriate 
action against the Person or Persons involved) and the effectiveness and timeliness of 
such steps and actions so taken, and whether or not the Personal Information in questions 
has been successfully recovered and whether it was used in any unauthorized way prior to 
such recovery (it being understood that such consideration will in no way prevent or 
prohibit the Province from determining that such breach constitutes a "Material Breach"); 

(g) failing to report the disclosure of Personal Information that is referred to under paragraph 
(f) above to the Province, provided that the Service Provider will not have committed a 
Material Breach of this Agreement pursuant to this paragraph {g) until such time as an 
individual who is a director, officer, Manager or in a Key Position is aware, or ought to 
have been aware, of such unauthorized access, disclosure or use of Personal Information, 
and has been provided with reasonable opportunity to report such unauthorized access, 
disclosure or use to the Province; 

{h) taking action against an employee contrary to the provisions of Schedule 24 (Privacy 
Obligations) which affords whistleblower protection to employees, provided that: 

(i) where the Service Provider disputes that it has taken action against an employee 
contraxy to Schedule 24 (Privacy Obligations), the Service Provider will not 
have committed a Material Breach of this Agreement as a result thereof until 
such matter is determined as between the Service Provider and the employee by 
an agreement in writing, or as a result of an arbitration or court proceeding, as the 
case may be, where all appeals with respect thereto have been exhausted, or the 
time to file an appeal has expired without a notice of appeal having been filed, as 
the case may be, and provided that the Service Provider is proceeding reasonably 
with respect to any dispute with such employee, and 

(ii) in connection therewith, the Province will have regard to all of the surrounding 
circumstances leading up to any such actions taken by the Service Provider 

-95-
STMS BPS Services Agreement Template 

Page 1636 
CTZ-2013-00110



against the employee, including any use of the whistleblower protection 
provisions by such employee in order to prevent any disciplinary actions being 
taken by the Service Provider against such employee for other reasons; 

(i) the occurrence of an Service Level Termination Event; 

(j) any theft, fraud or other misappropriation of Province funds by the Service Provider, its 
Personnel or its Subcontractors or their External Personnel; 

(k) any matter that is described in this Agreement as constituting a "Material Breach" for 
which no cure period is provided, and if a cure period is provided, then upon the failure 
of the Service Provider to rectifY such breach within the applicable cure period therefor, 
or where such breach is not capable of being rectified within such cure period, then if the 
Service Provider fails to take or continue to take such steps and actions as may be 
necessary to rectify such breach, and in either case, to the satisfaction of the Province; or 

(l) if the Service Provider breaches or defaults in the performance of any of its other material 
obligations under this Agreement or under any ofthe other Transaction Documents (other 
than a Service Level), which has an adverse effect upon the Province, and the Service 
Provider fails to rectifY such breach within thirty (30) days (or such longer period as may 
be agreed to by the Province on a case-by-case basis) of its receipt of a written notice 
from the Province requesting it to do so, where such breach is not capable of being 
rectified within thirty (30) days (or such longer period as may be agreed to by the 
Province on a case-by-case basis), the Service Provider fails to take or continue to take 
such steps and actions as may be necessary to rectifY such breach, and in either case, to 
the satisfaction of the Province. 

28.2 Remedies of the Province. 

Without the requirement for the Province to resort to the Dispute Resolution Process under Article 27 
(Dispute Resolution) and without limiting any other rights or remedies that the Province may have at law, 
in equity, or as otherwise set forth in this Agreement, upon the occurrence of a Material Breach, the 
Province may invoke any one or more of the remedies set forth in Schedule 37 (Remedies for Material 
Breach). 

28.3 Material Breach by Province. 

The Province will be in material breach of its obligations under this Agreement (a "Province Material 
Breach") if the Province fails to pay when due, subject to Sections 15.5 (Right of Set-Off) and 15.6 
(Disputed Payments), an amount in excess of $[insert number] payable by the Province to the Service 
Provider pursuant to this Agreement that has not been subject to a Dispute (or an agreement between the 
Parties in settlement of a Dispute, whether through arbitration, mediation or otherwise), and the Province 
fails to rectifY such failure within thirty (30) days of its receipt of a written notice from the Service 
Provider of such failure, such notice to state in detail the nature and specifics of the failure. The Service 
Provider may extend such thirty (30) day period, in its sole discretion, for such additional period of time 
upon written notice of such extension to the Province. 

28.4 Remedies of the Service Provider. 

Without the requirement for the Service Provider to resort to the dispute resolution process under Article 
27 (Dispute Resolution) and without limiting any other rights or remedies that the Service Provider may 
have at law, in equity, or as otherwise set forth in this Agreement, upon the occurrence of Province 
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Material Breach, the Service Provider may immediately terminate this Agreement by the delivery of a 
Termination Notice to the Province, in which case the provisions of Section 28.7 (Termination Fees) will 
apply. 

28.5 Termination by Province for Convenience. 

Notwithstanding any other provision contained in this Agreement, the Province may terminate this 
Agreement for convenience (for any reason or for no reason) on not less than [insert number] months 
prior written notice to the Service Provider at any time during the Term. The Termination Date will be 
the Termination Date stated ·in the notice of termination, which date will occur before the expiry of the 
foregoing notice periods. 

28.6 Termination Notice. 

Any Termination Notice from one Party to the other under this Agreement will specifY the Termination 
Date, the grounds of termination (if applicable), the reasonable particulars of the surrounding 
circumstances giving rise to the grounds of termination, and if the Party providing the Termination Notice 
is the Province, whether any Termination Services will be required by the Province. 

28.7 Termination Fees. 

The responsibilities of the Parties for termination fees in connection with the Termination of this 
Agreement are set out in Schedule 38 (l'ermination Fees). 

ARTICLE 29- TERMINATION SERVICES 

29.1 Termination Services. 

Commencing upon the first to occur of the delivery of a Termination Notice and twelve (12) months 
before the expiry of the Initial Term (in circumstances where the Agreement is not being renewed under 
Article 2 (Agreement Term and Renewal), or the Renewal Term as the case may be, and ending upon the 
earlier of the completion of the Termination Services or six (6) months after the Termination Date, as 
such period may be extended pursuant to Section 29.5 (Extension of Termination Services) (the 
"Termination Assistance Period"), the Service Provider will provide the Province with the following 
services to facilitate the Province's repatriation of the Services or the orderly transition and migration of 
the Seniices to Alternative Service Provider, as the case may be, in an orderly, effective and efficient 
manner, and with minimal disruptions or adverse effect to the delivery of the Services (collectively, the 
"Termination Services"): 

(a) if the Province intends to consider the use of an Alternative Service Provider, upon the 
Province's request, assistance to the Province with respect to its describing the Services 
that will be the subject of a competitive procurement process, bid specification or similar 
document in respect of the Services provided that if the Parties do not enter into a 
Renewal Agreement, or if the Province does not provide the Service Provider with a 
notice of its intention to renew pursuant to Section 2.5 (Renewal Notice), then the Service 
Provider will provide the Province with the services referred to in this paragraph (a) 
immediately following a request therefor from the Province, notwithstanding that such 
request may be given by the Province earlier than the times referred to above in this 
Section 29.1 (Termination Services); 

(b) cooperation with and assistance to the Province or the Alterative Service Provider in 
order to facilitate the transfer of the Services to the Province or the Alternative Service 
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Provider, as the case may be, in an orderly, effective and efficient manner and without 
any material interruptions pr adverse effects to the Services so transferred; 

(c) answers to all reasonable questions from the Province or the Alternative Service Provider 
regarding the Services; 

(d) copies of: 

(i) the Documentation in electronic format, hard copy or both, as may be requested 
by the Province including, without limitation, a current listing and copies of all 
documented operational processes and procedures relating to the provision of the 
Services as outlined in the Documentation, and 

(ii) detailed lists and descriptions of all Services then being provided (including 
volumes, Achieved Service Levels, up-to-date process maps, workflow charts, 
and other available policy and procedure documentation), technical information 
and technical descriptive documentation, and documentation of current 
configurations, to the extent not already included in the Documentation; 

(e) subject to applicable privacy laws then in effect and to Section 29.7 (Transfer of 
Personnel), a current listing of all Personnel, and Subcontractors· who are individual 
independent contractors (whether retained in their individual capacities or through 
corporate entities), who are performing the Services ("Available Personnel"), a 
description of their roles and specific responsibilities in relation to the Services, whether 
such Available Personnel are on leave or are active in performing the Services, and their 
compensation and benefits entitlements; 

(f) assistance with the transfer to the Province or the Alternative Service Provider of the 
Available Personnel in accordance with Section 29.7 (Transfer of Personnel); 

(g) assistance with the provision of mutually agreed training for those Persons designated by 
the Province who will be assuming responsibility for the Services following the 
Termination Date; 

(h) copies of Subcontracts relating to the delivery of the Services (whether or not expired 
with the Term of this Agreement), and provided that such Subcontract were in use or 
otherwise in effect within three (3) years preceding the Termination Date; 

(i) a general list of third person Software licensed and used by the Service Provider during 
the ordinary course of performing the Services (the "Termination Licensed Software"), 
and the Service Provider will, on the Termination Date, assign and transfer all rights and 
obligations of the Service Provider with respect to the Termination Licensed Software to 
the Province at no additional cost to the Province; 

(j) a list of any Province Proprietary Software or Service Provider Software and all 
Modifications thereto used in providing the Services, and copies of all Software and 
Modifications thereto which is being licensed to the Province in accordance with Article 
19 (lntel/ectua/ Property and Proprietary Rights), or for which the license is being 
transferred to, or assumed by, the Province or the Alternative Service Provider, and all 
Source Code for such Software and Modifications for which the Service Provider has 
access, custody or control; 
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(k) detailed descriptions of the Systems used in the delivery of the Services sufficient to 
permit the Province or the Alternative Service Provider to assume control of the 
provision of the Services or to obtain and implement functional replacements therefor; 

(1) assistance with appropriate testing of the Province's transition and migration procedures; 

(m) assistance with respect to the transfer of relevant assets to the Province or the Alternative 
Service Provider in accordance with Section 29;6 (Transfer of Assets, Contracts and 
Software); 

(n) the performance of the Service Provider's obligations under the Termination Assistance 
Plan; 

(o) otherwise provide assistance and information requested by the Province in order to enable 
the smooth transition of the management of the applicable Services from the Service 
Provider to the Province or the Alternative Service Provider; and 

(p) those matters referred to in Section 29.2 (Termination Assistance Plan), Section 29.6 
(Transfer of Assets, Contracts and Software), Section 29.7 (Transfer of Personnel), and 
Section 29.10 (Additional Termination Arrangements). 

The specific Termination Services to be provided by the Service Provider, including the Termination 
Services in respect of the foregoing, will be described more fully in the Termination Assistance Plan. 

29.2 Termination Assistance Plan. 

As part of the Termination Services, the Service Provider will develop and deliver a mutually agreed to 
termination assistance plan for the transition of the Services from the Service Provider to the Province or 
to the Alternative Service Provider, as the case may be, in the manner set forth in this Article 29 
(Termination Services) (the ''Termination Assistance Plan"). For purposes thereof. the Service Provider 
will develop the framework for the Termination Assistance Plan within the first [insert number of 
months) months following the Hand-Over Date. The framework for the Termination Assistance Plan 
will be reviewed by the Parties through the Governance Process on an annual basis. As part of the 
Termination Services, immediately upon the commencement of the Termination Assistance Period, the 
Service Provider will, in consultation with· the Province and such other persons as the Province may 
direct, commence in good faith and with all reasonable diligence to develop the complete Termination 
Assistance Plan based upon the framework described above, and setting out in detail the specific tasks to 
be accomplished by each Party, and a schedule pursuant to which the tasks are to be completed. Such 
Termination Assistance Plan wil~ at a minimum, provide for the following: 

(a) a communications plan for Personnel, Subcontractors and other interested parties; 

{b) a plan relating to the making of offers of employment to the Available Personnel and the 
transitioning of employees who accept such offers of employment, and all related 
employee benefit arrangements in accordance with Section 29.7 (Transfer of Personnel); 

(c) details of the reversion or transfer of the applicable Systems, the Personal Information, 
the Province Records, other Province Confidential Information, Province Proprietary 
Software and aliter materials and information to which the Province is entitled upon the 
termination or the expiry of this Agreement; 

(d) a plan for the transfer of in-complete IMIIT projects, if any; 
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(e) a plan for the transfer of tangible personal property and the transfer or assignment of 
applicable contracts; 

(f) support for Systems and Software testing to be carried out by the Province or the 
Alternative Service Provider in connection with the transfer or licensing of any Systems 
and Software; 

(g) employee training; 

(h) any modifications to the Services to be provided during the Termination Assistance 
Period and the date or dates on which responsibility for the provision of the Services or 
portions thereof are to be transferred to the Province or the Alternative Service Provider; 

(i) any modifications to the Fees to take into account the planned reduction in Services and 
any increased or decreased costs associated with providing reduced Services over time 
that are agreed to in accordance with Section 29.3 (Quality of Services); 

(j) processes, Qtethods and time lines in respect of the delivery of the Termination Services; 
and 

(k) the anticipated conclusion date for the completion of the Termination Services; 

The Parties will monitor the performance of the Termination Services and the Termination Assistance 
Plan on a regular basis through the Governance Process. The Parties agree to provide to each other 
reasonably sufficient information to create or update the Termination Assistance Plan as required in 
accordance with the terms of this Agreement. The Parties will revise and update the Termination 
Assistance Plan from time to time during the Termination Assistance Period. 

29.3 Quality of Services. 

The quality and level of performance of the Services by the Service Provider during the Termination 
Assistance Period will meet the applicable Service Levels then in effect. The Service Provider will not be 
required to meet the Service Levels with respect to any Services provided during that part of the 
Termination Assistance Period that occurs after Termination, except as may otherwise be agreed between 
the Parties through the Governance Process in the completion of the Termination Assistance Plan. The 
Service Provider will continue to provide the Services during the Termination Assistance Period unless 
the Province expressly requests the permanent or temporary discontinuation thereof (or a portion thereof). 
Any permanent or temporary discontinuation of the Services or any part thereof will be set out in the 
Termination Assistance Plan, or otherwise implemented through the Change Order Process. 

29.4 Charges for Termination Services. 

During the Term, the Service Provider will provide the Termination Services in the ordinary course of its 
delivery of the Services at no additional cost or charge to the Province, using all available Personnel and 
External Personnel. Any Termination Services delivered during the Term that have a material impact on 
the delivery and performance of the other Services will be deemed to be a Mandatory Change and will be 
addressed in the manner set forth in Article 7 (Change Order Process). After the Term, all Termination 
Services will be provided at the Standard Time and Materials Rates or Cost-Only Time and Materials 
Rates, as applicable, in accordance with a budget jointly prepared by the Parties and forming part of the 
Transition Assistance Plan and based upon the following: 
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(a) where the Termination is as a result of the expiry of the Initial Term or the Renewal 
Term, as the case may be, the Standard Time and Material Rates will apply; and 

(b) in all other cases of Termination, the Cost-Only Time and Material Rates will apply. 

29.5 Extension of Tennination Services. 

If the Province is unable to complete the transition of Services to the Province or the Alternative Service 
Provider, as the case may be, by the end of Termination Assistance Period, then upon not less than thirty 
(30) days prior written notice to the Service Provider, the Province may elect to extend the Termination 
Assistance Period for up to [insert number] months beyond the then-effective date of the expiry of the 
Termination Assistance Period. 

29.6 Transfer of Assets, Contracts and Software. 

Upon Termination of this Agreement for any reason, and in connection with the transfer of the 
responsibility for the performance of the Services to the Province or the Alternative Service Provider, as 
the case may be, the following provisions will apply: 
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(a) the Province or the Alternative Service Provider, as the case may be, will have the right 
(but not the obligation, unless specifically provided otherwise elsewhere in this 
Agreement) to purchase, or assume the lease of(as applicable), all Dedicated Assets and 
Designated Contracts from the Service Provider, and the Service Provider will, if such 
option is exercised, transfer, sell and assign the same to the Province or the Alternative 
Service Provider, as applicable, on the following terms: 

(i) unless otherwise agreed in writing between the Parties or pursuant to the terms of 
the final Transition Plan, the effective date of transfer of the Dedicated Assets 
and Designated Contracts from the Service Provider to the Province or the 
Alternative Service Provider, as the case may be, will be on the Termination 
Date, 

(ii) the Service Provider will be responsible, at its own cost and expense, for 
obtaining all necessary consents, approvals, authorizations, notices, requests and 
acknowledgements necessary to assign, transfer and convey such Designated 
Assets and Designated Contracts to the Province or the Service Provider 
hereunder, together with all applicable third party and Service Provider 
warranties associated therewith, 

(iii) the purchase price for the Dedicated Assets owned (and not leased) by the 
Service Provider will be the fair market values of such assets, which the Parties 
agree will be an amount equal to the net book value of the Dedicated Assets on 
the books and records of the Service Provider, recorded in accordance with 
GAAP, 

(iv) the Service Provider will sell such Dedicated Assets to the Province or the 
Alternative Service Provider on an "as-is" basis, free and clear of all Liens, 

(v) notwithstanding the provisions of clause (iv) above, upon the exercise of the 
option to purchase Dedicated Assets as contemplated under this paragraph (a), 
and prior to the selection of the Dedicated Assets by the Province or the 
Alternative Service Provider for transfer hereunder, the Service Provider will 
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provide the Province with a written notice setting forth which, if any, of the 
Dedicated Assets are not in good working order, normal wear and tear excepted, 
or are not eligible (where applicable) for maintenance and support services 
without payment of additional fees or expenses other than ordinary ongoing 
maintenance and support charges, 

(vi) in the case of Dedicated Assets leased by the Service Provider for which the 
Province or the Alternative Service Provider wishes to acquire the lease, the 
Service Provider will assign the lease of such Dedicated Assets to the Province or 
the Alternative Service Provider, on an "as-is" basis free and clear of all Liens 
other than the interest of the lessor thereof, or such Liens as may have been 
granted therein by the lessor, and 

(vii) any and all .transfer and title fees, Taxes and charges in connection with the 
transfer of the Dedicated Assets under this Section will be borne by the Province; 

(b) in respect of any Termination Licensed Software that is being used by the Service 
Provider to provide the Services (other than off-the-shelf shrink wrap or clip wrap 
Software), at the option of the Province or the Alternative Service Provider, the Service 
Provider will transfer or assign the license for such Termination Licensed Software to the 
Province or the Alterative Service Provider, as the case may be, at no additional cost 
(other than the requirement for the Province or the Alternative Service Provider to pay 
ongoing license and maintenance fees, if applicable, in respect of such license); 

(c) at the time that the Service Provider licenses any Termination Licensed Software (for use 
on a dedicated basis for use in providing the Services ((other than off-the-shelf shrink 
wrap or click wrap Software), the Service Provider will use reasonable efforts to obtain 
the right to transfer or assign the license upon Termination to the Province or the 
Alternative Service Provider in accordance with the provisions of paragraph (b) above at 
no additional charge to be paid to the licensor; 

(d) to facilitate the Province's or the Alternative Service Provider's acquisition of the 
Dedicated Assets, Designated Contracts and Termination Licensed Software, the Service 
Provider agrees (where commercially practical and subject to express provisions 
otherwise set forth in this Agreement) to acquire any material assets, Software and other 
rights in a manner that will enable the Service Provider to transfer the same to the 
Province or the Alternative Service Provider without the need to obtain and further 
consents upon the Termination of the Agreement. In the event that the Service Provider 
is not able to obtain such rights of transfer without having to obtain any further consents 
at the time of acquisition of any material assets, Software or rights, then the Service 
Provider will give the Province notice of the same prior to making such acquisition. 

29.7 Transfer of Personnel. 

Upon the Termination of this Agreement, and subject to Applicable Laws, the Province and the 
·Alternative Service Provider will have the right to extend offers of employment to Available Personnel on 
such reasonable terms and conditions as the Province or the Alternative Service Provider, as the case may 
be, may determine. The Service Provider will provide access to such Available Personnel and will not 
interfere with the recruitment efforts of the Province or the Alternative Service Provider in respect of the 
Available Personnel. 
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29.8 Service Provider Severance Costs. 

Except as expressly provided in Section 29.9 (Province Severance Costs), the Service Provider will be 
solely liable for any severance, termination or other payments which the Service Provider or an Affiliate 
of the Service Provider makes, or is required to make, to any of its employees or contractors who do or do 
not accept the offer of employment made by the Province or the Alternative Service Provider in 
accordance with Section 29.7 (Transfer of Personnel), or who do or do not receive an offer of 
employment from the Province or the Alternative Service Provider, as the case may be, upon Termination 
of this Agreement for any reason. 

29.9 Province Severance Costs. 

With respect to any non-executive Available Personnel of the Service Provider as of the Termination 
Date, and who do not receive offers of employment from the Province or the Alternative Service Provider 
{the "Retained Employees"), the Service Provider will have the right to seek reimbursement from the 
Province of the Severance Amount actually paid to any such Retained Employees in respect of the 
termination of their employment on a without cause basis, provided that: 

{a) the Retained Employees are terminated on a without cause basis in connection with the 
Termination within thirty (30) days of the Termination Date; 

{b) the Service Provider gives written notice to the Province requesting reimbursement not 
less than fifteen (15) days in advance of the intended date of termination of such Retained 
Employees, such notice to include the name of the Retained Employees whose 
employment will be terminated by the Service Provider, the proposed Severance Amount, 
the position and responsibilities of the Retained Employees, and the number of years of 
employment with the Service Provider (including any continued employment previously 
with the Province or its prior subcontractor); 

{c) the Severance Amount is reviewed and Approved by the Province, acting reasonably and 
having regard to the requirements of any collective agreement governing the employment 
of such Retained Employees and Applicable Law; 

{d) the Service Provider terminates the employment of such Retained Employees and pays 
the approved Severance Amount to such terminated Retained Employees within sixty 
(60) days of the Termination Date; 

(e) the Service Provider provides evidence, as may be required by the Province, as to the 
termination of such Retained Employees and the payment of the approved Severance 
Amount to such terminated Retained Employees; . 

(f) to the extent that the Service Provider is entitled to require a release in connection with 
the payment of the Severance Amount, the Service Provider provides to the Province an 
originally signed release from such terminated Retained Employees releasing any and all 
liabilities and obligations of the Province to such terminated Retained Employees; and 

(g) with respect to any Retained Employees who are providing the Termination Services to 
the Province under this Agreement, the dates set forth above in this Section 29.9 
(Province Severance Costs) will be calculated from and after the last date on which the 
Termination Services are so provided by such Retained Employees to the Province 
hereunder, instead of from the Termination Date. 
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If the Province does not agree with or Approve the proposed Severance Amounts, then the 
Province will forthwith notify the Service Provider and the Service Provider will then consult 
with the Province and propose an alternate Severance Amount acceptable to the Province, acting 
reasonably. If the Parties are unable to agree upon the Severance Amount as between themselves 
for purposes of reimbursement under this Section 29.9 (Province Severance Costs), and 
regardless of any amount actually paid by the Service Provider to the terminated Retained 
Employees, then the matter will be a Dispute to be settled in accordance with the Dispute 
Resolution Process, and the provisions of Article 27 (Dispute Resolution) will survive the 
termination of this Agreement for purposes thereof. The Province will pay the Service Provider 
the Approved Severance Amount for the terminated Retained Employees pursuant to this Section 
29.9 (Province Severance Costs) within thirty (30) days of the above conditions being satisfied, 
including the settlement of and Disputes pursuant to the Dispute Resolution Process. 

29.10 Additional Termination Arrangements. 

Without limiting the provisions of this Article 29 (Termination Services), if this Agreement is Terminated 
for any reason, then the Service Provider will, effective on the completion of the Termination Services or 
such other date as may be agreed to between the Parties or as otherwise contemplated in this Article 29 
(Termination Services): 

(a) peacefully leave and cause its Personnel and External Personnel to peacefully leave any 
Province facilities made available to the Service Provider in connection with providing 
the Services under this Agreement, and return to the Province and cause its Personnel and 
External Personnel to return all keys and access cards to such applicable facilities; and 

(b) deliver to the Province all Documentation and other files, records and documents relating 
to the Services and all Province Confidential Information in whatever format, form, 
condition or media which are then in the possession or control of the Service Provider, or, 
at the request of the Province, destroy any Province Confidential Information and provide 
the Province with confrrmation of the same. 

29.11 Equitable Remedies of the Province. 

The Service Provider acknowledges that the Province would suffer irreparable harm if the Service 
Provider breached (or attempted or threatened to breach) its obligations to provide Termination Services 
to the Province in accordance with and pursuant to the terms of this Agreement. In such event, the 
Province may proceed directly to a court of competent jurisdiction without having to exhaust or utilize the 
Dispute Resolution Process set forth in Article 27 (Dispute Resolution). If such court should find that the 
Service Provider has breached (or attempted or threatened to breach) any such obligations, then the 
Service Provider will not, without any additional findings of irreparable injury, harm or other conditions 
to injunctive relief, oppose the entry of an appropriate order compelling performance by the Service 
Provider and restraining the Service Provider from any further breaches (or attempted or threatened 
breaches) of its obligation to provide Termination Services hereunder. 

29.12 Other Liabilities. 

For greater clarification, in no event will the Province or the Alternative Service Provider assume or be 
liable for, and the Service Provider hereby agrees to indemnify the Province and any Alternative Service 
Provider from and against, any liabilities or obligations of the Service Provider not expressly assumed 
under this Agreement or in any other written agreement signed by the Province or the Alternative Service 
Provider, as the case may be. 
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ARTICLE 30- FORCE MAJEURE AND LABOUR DISRUPTION 

30.1 Notice of Force Majeure Event. 

If either Party is prevented from, or delayed in performing any of its obligations under this Agreement as 
a result of a Force Majeure Event, or in anticipation of the occurrence of a Force Majeure Event, then the 
Party claiming the Force Majeure Event (or anticipation of the Force Majeure Event) will promptly notifY 
the other Party by telephone (which does not include, for greater clarification, leaving a voice mail 
message). That Party will also provide the other Party with a follow up written notice within two (2) 
Business Days of such Party becoming aware ofthe potential non-performance or delay, ofthe particulars 
of the Force Majeure Event (or anticipation of the Force Majeure Event) including details of the nature of 
the event, its expected duration and the obligations under the Agreement that will be affected by the Force 
Majeure Event (or anticipation of the Force Majeure Event). The Party claiming the Force Majeure Event 
(or anticipation of the Force Majeure Event) will continue to furnish reasonable reports with respect 
thereto to the other Party on a timely basis during the continuance of the Force Majeure Event. The 
notice requirements of this Section are in addition to any notices that may be required pursuant to Article 
17 (Business Continuity). 

30.2 Mitigation of Force Majeure Event. 

Where a Party becomes aware of the occurrence of an event, condition or circumstance that could 
reasonably be expected to cause such Party to claim a Force Majeure Event, then that Party will use 
reasonable efforts to prevent or avoid such event, condition or circumstance developing into a Force 
Majeure Event, to the extent possible. Failing prevention of the occurrence of such Force Majeure Event 
by the use of such efforts, the Party claiming the Force Majeure Event will, during the continuance of 
such Force Majeure Event, use reasonable efforts to mitigate and minimize the effect of such Force 
Majeure Event, to reduce and minimize any ensuing delay or interruption in the performance of its 
obligations under this Agreement, and to recommence performance of its obligations under this 
Agreement whenever and to whatever extent possible and without delay. For greater clarification, where 
a Force Majeure Event affects performance of the obligations of both Parties under this Agreement, then 
both Parties may claim the same Force Majeure Event for purposes of this Article 30 (Force Majeure and 
Labour Disruption). Notwithstanding the foregoing, upon the occurrence or expected occurrence of a 
Force Majeure Event, the Service Provider will forthwith implement the Business Continuity Plan. 

30.3 Application of Business Continuity Plan. 

Upon the occurrence or expected occurrence of a Force Majeure Event, if: 

(a) the Service Provider forthwith implements the Business Continuity Plan as contemplated 
in accordance with the terms thereof; and 

(b) provided that the Business Continuity Plan complies with the requirements of, and the 
Service Provider has performed all of its obligations under, Article 17 (Business 
Continuity); 

then to the extent that the Business Continuity Plan does not contemplate the particular Force Majeure 
Event in question or otherwise provide remedies that adequately address the same, the provisions of 
Section 30.4 (Consequences of Force Majeure Event) will apply. 
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30.4 Consequences of Force Majeure Event. 

Subject to the provisions of Section 30.3 (Application of Business Continuity Plan), during the occurrence 
of a Force Majeure Event, the obligations of the Party claiming the Force Majeure Event will be 
suspended, but only to the extent that such Party's obligations cannot be performed or are delayed as a 
result of the Force Majeure Event, and such Party will not be considered to be in breach or default under 
this Agreement for the period of such occurrence. The suspension of performance will be no greater in 
scope and of no longer duration than is reasonably required to adjust for effects of the Force Majeure 
Event, to the extent reasonably possible to do so. For greater clarification, no obligation of either Party 
that existed prior to the Force Majeure Event causing the suspension of performance will be excused as a 
result of the Force Majeure Event, unless such obligation is a continuing obligation, the performance of 
which is affected by the Force Majeure Event. During any Force Majeure Event, the Province may, in its 
discretion, exercise any one or more of the following remedies: 

(a) during the period of time such Force Majeure Event remains in effect, not pay that 
portion of the Fees in respect of any Services so affected by the Force Majeure Event; 
and 

(b) procure or otherwise obtain alternative services from any Person in replacement for or 
substitution of the affected Services during the period of time that the Force Majeure 
Event remains in effect, and for greater clarification, includes right of the Province to use 
the Fees so withheld from the Service Provider in accordance with paragraph (a) above to 
pay any such other Person for the alternative services. 

30.5 Establishing a Force Majeure Event. 

The Party claiming that a Force Majeure Event has occurred will bear the burden of proving the existence 
of such a Force Majeure Event and the consequences of such event. 

30.6 Labour Disruption. 

In the event of an occurrence or potential occurrence of a Labour Disruption preventing or delaying the 
performance of the obligations ofthe Service Provider under this Agreement, the Service Provider will: 

(a) promptly notify Province by telephone of the particulars of the Labour Disruption 
including details of the nature of the Labour Disruption, its expected duration and the 
obligations of the Service Provider under this Agreement that will be affected by such 
Labour Disruption; and 

(b) continue to furnish reasonable reports with respect to the status of the Labour Disruption 
to the Province on a timely basis during the continuance of the Labour Disruption. 

In respect of the foregoing notice to the Province, the Service Provider may leave a voicemail message 
with the Province if necessary, but such voicemail message will not be deemed to be notice until actual 
voice contact is made, and the Service Provider will follow-up with written notice within three (3) 
Business Days of any verbal contact. Prior to claiming a Labour Disruption, the Service Provider will use 
its reasonable efforts to prevent or avoid the Labour Disruption, but not to the extent that the Service 
Provider would suffer substantial harm to its own commercial interests. 
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30.7 Effect of Labour Disruption. 

A failure to provide any Services as a result of a Labour Disruption will not give rise to a Material Breach 
under this Agreement provided that the Service Provider continues to perform and provide the disrupted 
Services as soon as possible and continues to so use such efforts until the affected Services are restored. 

30.8 Other Remedies. 

During a Labour Disruption, the Province may, in its discretion, exercise any one or more of the 
following remedies in respect of the Services: 

(a) not pay the Fees in respect of such other Services so affected (other than direct additional 
costs incurred by the Service Provider related to a partial delivery of such Services) 
during the period of time that the Labour Disruption remains in effect and such Services 
are disrupted or delayed; and 

(b) procure or otherwise obtain alternative services from any Person in replacement for or 
substitution of the affected Services during the period of time that the Labour Disruption 
remains in effect and such Services are disrupted or delayed, and to off-set or deduct any 
costs thereof that are in excess of the Fees withheld pursuant to paragraph (a) above 
against any other Fees payable to the Service Provider under this Agreement. 

30.9 Suspension of Maximum Credit Amount. 

During the continuance of a Labour Disruption, the application of the Weightings for determining the 
Service Level Credits for those Services that are directly affected by the Labour Disruption will be 
suspended, such that the occurrence of the Labour Disruption will not adversely affect the requirement of 
the Service Provider to pay the Service Level Credits in respect thereof, unless the Service Provider has 
failed to comply with this Article 30 (Force Majeure and Labour Disruption) including, without 
limitation, the requirement of the Service Provider to remedy the failure and to perform and provide the 
Services caused by the Labour Disruption. 

ARTICLE 31- ASSIGNMENT 

31.1 Assignment by Province. 

The Province may assign at any time, in its sole discretion, and without the Approval of the Service 
Provider but upon prior written notice, this Agreement in whole or in part, or sublicense any right or 
benefit set forth in this Agreement to any government, public sector or Crown entity, body or authority. 
Nothing in this Section will limit, or be deemed to limit, any rights granted in this Agreement with respect 
to Alternative Service Providers. 

31.2 Assignment by Service Provider. 

The Service Provider will not, either directly or indirectly, in whole or in part, assign this Agreement or 
any rights, duties, obligations or interests of the Service Provider under this Agreement, without the prior 
written consent of the Province, which consent may be given or withheld in the sole and absolute 
discretion of the Province. For the purpose of this Agreement, the following will be deemed to be an 
assignment: 

(a) the amalgamation of the Service Provider or the Performance Guarantor with any other 
entity other than amalgamations with other Affiliates of the Service Provider that do not: 

50653510.1 

- 107-
STMS BPS Services Agreement Template Page 1648 

CTZ-2013-00110



(i) cause a change in the Corporate Control of the Service Provider or the 
Performance Guarantor that would not be permitted under paragraph (d) below, 

(ii) result in direct foreign ownership of any kind of the Service Provider or the 
Performance Guarantor, or 

(iii) result in the Service Provider or the Performance Guarantor ceasing to be 
Canadian Entities; 

(b) an assignment by operation of law (but not including assignments by operation of law as 
a result of amalgamations permitted under paragraph (a) above); 

(c) a sale of all or substantially all of the assets or undertaking of the Service Provider, the 
Performance Guarantor or the Financial Guarantor; 

(d) a direct change in the Corporate Control of the Service Provider or the Performance 
Guarantor, other than a direct change in Corporate Control of the Performance Guarantor 
in circumstances where: 

(i) the Performance Guarantor: 

(A) continues to be a Canadian Entity, 

(B) is owned only by Canadian Entities such that there is no direct foreign 
ownership of the Performance Guarantor, and 

(C) continues to be under the Corporate Control of an Affiliate of the 
Financial Guarantor, and 

(ii) any such change in Corporate Control does not adversely impact or otherwise 
adversely affect the Performance Guarantee or the Financial Guarantee, as 
determined by the Province in its discretion; or 

(e) any direct foreign ownership of any kind of the Service Provider or the Performance 
Guarantor. 

Any attempt by the Service Provider to so assign all or any part of this Agreement or any of the Service 
Provider's rights, duties, obligations or interests under this Agreement, without the prior written consent 
of the Province, will be null and void and without effect, and will constitute a Material Breach of this 
Agreement under Subsection 28.l(k) (Service Provider Material Breach), giving rise to the right of the 
Province to terminate this Agreement. For greater clarification, at no time will the Province consent to 
any assignment where such assignment could in any manner expose any Personal Information to any 
increased risk of access, use or disclosure contrary to the terms of this Agreement. Notwithstanding the 
foregoing, the Subcontracting by the Service Provider of any of its rights, duties, obligations or interests 
under this Agreement in accordance with the provisions of Article 12 (Subcontractors) will not constitute 
or be deemed to constitute an assignment under this Section 31.2 (Assignment by Service Provider). 

ARTICLE 32- CONTRACTUAL RELATIONSIDP 

32.1 Relationship of the Parties. 

Except as otherwise set forth in this Agreement: 
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(a) nothing in this Agreement wiJI be construed to grant the Service Provider any right to act 
as an agent for or on behalf of the Province, including with respect to the Stakeholders, 
the customers of the Services, third parties or any other Person; and 

(b) the Service Provider has no authority to bind, and will not bind or purport to bind, the 
Province with respect to any such Stakeholders, customers, third parties or any other 
Person with respect to the performance of the Services or any matter relating to the 
Services, without the express Approval of the Province. 

For greater clarification, the use by the Service Provider of the Province Marks in performing the Services 
under this Agreement, and the assumption by the Service Provider or its Affiliates of any Assigned 
Contracts, will not be, or be deemed to be, an act of the Service Provider (or its Affiliates, as applicable) 
as agent for and on behalf of the Province, and in all such cases the Service Provider (or its Affiliates, as 
applicable) will be, and will be deemed to be, acting on its own behalf, in its own right and as a 
independent contractor. The Service Provider expressly agrees not to act or to purport to act as agent for 
and on behalf of the Province, and not to bind or to purport to bind the Province, unless authorized to do 
so by express and prior Approval of the Province. 

32.2 No Partnership or Joint Venture. 

This Agreement establishes, and will only be construed as establishing, a contract between unrelated 
business entities for the provision of certain services, and does not and will not be construed or deemed to 
create or constitute a partnership or joint venture relationship between the Parties. Each Party hereby 
expressly disclaims any intention -to create a partnership or a joint venture with respect to the subject 
matter of this Agreement. Each Party will be independently and solely responsible for all obligations 
arising in connection with its own employees (including any obligations incumbent upon such Party as an 
employer, such as the payment of benefits, and the withholding and remittance of applicable source 
deductions, in respect of its employees). 

32.3 Conflict of Interest. 

At no time during the Term will the Service Provider or its Personnel directly or indirectly engage in any 
activity, business or undertaking that could create a conflict of interest or perceived conflict of interest 
with the Province in respect of all or any part of the Services (it being acknowledged by the Parties that 
the different economic interests of the Parties in and of itself will not be deemed to be a conflict of 
interest under this Section). In connection therewith, the following provisions will apply: 

(a) where the Service Provider becomes aware of any act, omission or event that could be 
construed as creating a conflict of interest or a perceived conflict of interest in respect of 
ali or any part of the Services, or where the Service Provider is uncertain as to whether or 
not a conflict of interest or a perceived conflict of interest could exist in a particular 
situation, the Service Provider will immediately notify the Province of the same; 

(b) the Service Provider will abide by any direction given by the Province in respect of any 
such act, omission or event, except where the Service Provider reasonably disagrees with 
such direction from the Province, in which case such matter will be deemed to be a 
Dispute and will be resolved in accordance with the Dispute Resolution Process; 

(c) if such Dispute is settled by arbitration, then the Dispute will be determined by the 
arbitrator (or arbitrators) in accordance with any Province Policies or processes 
demonstrably utilized or held by the Province in respect of conflicts of interest; 
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(d) the Province retains the right to prohibit any Person (including any Subcontractor or 
Supplier to of the Service Provider) from taking any action, delivering any Services or 
otherwise participating in any manner with respect to the Services or to this Agreement 
where the Province determines, in its sole opinion, that such Person's current or past 
corporate or other interests may give rise to a conflict of interest in connection therewith; 
and 

(e) any determination or direction by the Province in respect of paragraph (d) above will be 
based upon such information as the Province, in its sole discretion, determines to be 
relevant. 

32.4 Code of Conduct and Standards. 

The Service Provider will at all times comply, and will cause its Personnel to comply, with the Service 
Provider code of conduct policy, a copy of which is attached to this Agreement as Schedule 39 (Service 
Provider Code of Conduct), as such policy is revised from time to time upon written notice to the 
Province. The Service Provider will also require its Personnel to conduct themselves in a manner 
consistent with the "conflicts of interests" guidelines as set forth in the Standards of Conduct for Public 
Services Employees (British Columbia), a copy of which has been provided by the Province to 1he Service 
Provider, as such standard is revised by the Province from time to time upon notice to the Service 
Provider (but excepting out compliance with any such revised standards that could reasonably result in 
adverse labour relations between the Service Provider and those of its Personnel who are governed by a 
collective agreement then in force). Should there be a conflict or inconsistency between the Service 
Provider code of conduct policy and the Province's the Standards of Conduct for Public Services 
Employees (revised from time to time as previously provided), then the higher or more stringent code of 
conduct, policy or standard will govern . 

. 32.5 Province's Conflict of Interest Policy. 

The Service Provider represents, warrants and covenants that none of its members or employees has 
given, and nor will they give, any commissions, payments, kickbacks, lavish or excessive entertainment, 
or other inducements of more than minimal value in any form to any employee or agent of the Province in 
connection with this Agreement. The Service Provider acknowledges that the giving of any such 
inducements or gifts is strictly in violation of the Province's policy on conflicts of interest, and may result 
in cancellation of this Agreement and all future contracts between the Parties. The Service Provider 
acknowledges that it has read the Province's policy on conflicts of interest, and it agrees that it will abide 
by such policy during the Term, as such policy is revised from time· to time upon reasonable notice to the 
Service Provider. 

ARTICLE 33- MISCELLANEOUS 

33.1 Notice. 

Unless specifically provided otherwise in this Agreement, including through the Governance Process, 
wherever any notice, communication, demand, invoice, Approval or other document is required or 
permitted to be given, sent or delivered by one Party to another under this Agreement, then it will be in 
writing and may be delivered personally, by facsimile or sent by a recognized courier service (and for 
greater clarification, no notice, demand or Approval required or permitted to be given under this 
Agreement will be, or be deemed to be, effective or delivered if given by email). Any such notice, 
communication, demand, invoice, Approval or other document so personally delivered or sent by 
facsimile or courier will be deemed to be given when actually received and will be addressed as follows: 
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To the Province: 

The Province of British Columbia 
[insert address) 
[insert city), British Columbia 
[insert postal code) 

Attn: [insert title) 
Fax: (604) [insert] 
To the Service Provider: 

[insert name and address) 

Attn: [insert title] 
Fax: (604) [insert] 

Either Party may change its addres~ or facsimile number for notices upon giving prior written notice of 
the change to the other Party in the manner provided above. 

33.2 Appropriation and Approvals. 

Notwithstanding any other provision of this Agreement, the payment of money by the Province to the 
Service Provider under this Agreement is subject to: 

(a) there being sufficient monies available in an appropriation, as defined in the Financial 
Administration Act (British Columbia), to enable the Province to make that payment; and 

(b) Treasury Board, as defined in the Financial Administration Act (British Columbia), not 
having controlled or limited, under the Financial Administration Act (British Columbia), 
expenditure under any appropriation referred to in paragraph (a) above. 

33.3 Severability. 

If any provision contained in this Agreement or its application to any Person or circumstance will, to any 
extent, be invalid or unenforceable, then the remainder of this Agreement or the application of such 
provision to Persons or circumsta~ces other than those to which it is held invalid or unenforceable, will 
not be affected, and each provision of this Agreement will be separately valid and enforceable to the 
fullest extent permitted by law. In addition, any provision of this Agreement which is prohibited or 
unenforceable in any jurisdiction will not invalidate the remaining provisions hereof, and any such 
prohibition or unenforceability in any jurisdiction will not invalidate or render unenforceable such 
provision in any other jurisdiction. In respect of any provision determined to be unenforceable or invalid 
in a court having competent jurisdiction, the Parties agree to negotiate in good faith to replace the 
unenforceable or invalid provision with a new provision that is enforceable and valid in order to give 
effect to the business intent of the original provision to the extent permitted by Applicable Law, and in 
accordance with the intent of this Agreement. For greater clarification, ifthe application of any provision 
of this Agreement, either generally or in a particular situation, would require a Party to act in a manner 
contrary to Applicable Law, then such provision will be deemed to be stricken from this Agreement 
(either generally or in such particular situation, as appropriate), and the affected Party will not be in 
breach of the Agreement or liable for damages for complying with such Applicable Law. 
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33.4 Entire Agreement. 

This Agreement and the Schedules to this Agreement, together with the other Transaction Documents, 
and all other documents or agreements referred to in this Agreement, the Schedules and the other 
Transaction Documents, constitute the entire agreement among the Parties with respect to the subject 
matter hereof, and cancel and supersede any other prior agreements, undertakings, declarations, 
commitments, representations, warranties, conditions, promises and understandings, whether written or 
oral, express or implied, statutory or otherwise among the Parties with respect to the subject matter of this 
Agreement. 

33.5 Amendments. 

No term or provision of this Agreement may be amended except by written instrument signed by each of 
the Parties, by a Change Order as contemplated in Article 7 (Change Order Process), or by a unilateral 
notice of declaration given or made by one Party pursuant to the terms of this Agreement, in respect of a 
change or amendment that such Party is entitled to make under the terms of this Agreement without the 
requirement for the Approval of the other Party, if any. 

33.6 No Liens or Charges against Provincial Assets. 

Except as expressly provided in this Agreement, the Service Provider covenants and agrees to protect and 
keep free of all assets used in the provision of the Services and assets of the Province from any and all 
Liens, other than interests of a lessor in any leased assets or Liens granted by any lessor in such leased 
assets. If any such Lien is filed, then the Service Provider will immediately notify the Province by 
providing a copy of the Lien claim, and will cause such Lien to be satisfied or otherwise discharged 
within ten (1 0) Business D!lys. If any such Lien is filed or otherwise imposed, and the Service Provider 
does not cause such Lien to be released and discharged forthwith, ·then the Province has the right, but not 
the obligation, to pay all sums necessary to obtain such release and discharge, or otherwise cause the Lien 
to be removed to the satisfaction of the Province, from funds retained from- payment then due or thereafter 
to become due as Fees payable to the Service Provider under this Agreement. 

33.7 Waiver. 

Failure by a Party to insist in any one or more instances upon the strict performance of any one of the 
terms, provisions or covenants contained in this Agreement will not be construed as a waiver or 
relinquishment of such term, provision or covenant. No consent or waiver, express or implied, by a Party 
to or of any breach or default by another Party in the performance by such other Party of any term, 
provision or covenant under this Agreement will be deemed or construed to be a consent or waiver to or 
of any other breach or default such other Party under this Agreement. No waiver of any breach of any 
term, provision or covenant of this Agreement will be effective or binding unless made in writing and 
signed by the waiving Party. 

33.8 Further Assurances. 

Each of the Parties will, from time to time, execute and deliver all such further documents and 
instruments and do all such· further acts and things as the other Party may reasonably require to carry out 
or better evidence or perfect the full intent and meaning of this Agreement. 

33.9 Obligations as Covenants. 

Each obligation of a Party in this Agreement, even though not expressed as a covenant, is considered for 
all purposes to be a covenant. 
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33.10 Transaction Fees. 

Each Party will be responsible for and pay its respective legal and accounting costs and other expenses 
incurred in connection with the preparation, execution and delivery of this Agreement (including all prior 
steps and actions taken in respect to the JSRFP), the other Transaction Documents and all other 
documents and instruments prepared, executed or delivered pursuant thereto or to this Agreement. 

33.11 Survival. 

Unless otherwise provided in this Agreement, the following provisions, including the obligations of the 
Service Provider and the Province thereunder will survive the expiration or termination of this 
Agreement: 

• Section 1.4 (Interpretation); 

• Section 1.5 (Acting Reasonably); 

• Section 2.10 (Termination Assistance); 

• Section 2.11 (Effect of Termination); 

• Section 3.12 (Effect of Termination Prior to Hand-Over Date); 

• Section 10.1 (Province Marks); 

• Section 10.4 (Publicity); 

• Section 12.1 (Responsibility for Subcontractors); 

• Section 14.1 (Maintenance of Records) 

• Section 14.3 (Custody of Province Records); 

• Section 14.4 (Control of Province Records) 

• Section 14.5 (Final Return of Province Records); 

• Section 14.7 (Storage and Disposal of Records); 

• Section 14.8 (LocationsofRecords); 

• Section 15.5-(Right ofSet-Ojj); 

• Section 15.6 (Disputed Payments); 

• Section 16.2 (Foreign Discourse); 

• Section 16.6 (Safeguarding Confidential Information); 

• Section 16.7 (Permitted Disclosures and Use ofConfidential Information); 

• Section 16.8 (Province Permitted Disclosure); 

• Section 16.9 (Exceptions to Obligations of Confidentiality); 

• Section 16.10 (Disclosures Compelled by Law); 

• Section 16.11 (Disclosure of Personal Information); 

• Section 16.12 (Court Order Disclosure); 

• Section 16.13 (Notification of Unauthorized Use of Confidential Information); 
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• Section 16.14 (Breach ofConfidentiality}; 

• Section 16.15 (No Rights to Confidential Information 

• Section 19.1 (Ownership of Other Assets}; 

• Section 19.2 (Ownership of Province Software and Modifications}; 

• Section 19.3 (Assignment by the Service Provider}; 

• Section 19.4 (Personnel, Subcontractors and External Personnel); 

• Section 19.6 (Province License}; 

• Section 19.7 (Service Provider License to Modifications); 

• Section 19.8 (Use of Confidential Information in License Rights); 

• Section 20.12 (Termination of Rights to Province Shared Infrastructure); 

• in respect of an audit conducted by the Province of the last Contract Year, Section 
22.1 (Access Rights), Section 22.2(Examination and Copies), Section 22.4 (Audit 
Rights), Section 22.5 (Costs, and Section 22.7 (General Principles); 

• Section 23.3 (FOIPPA Inspections); 

• Article 25 (Indemnification, Liability and Guarantees); 

• Article 27 (Dispute Resolution); 

• Section 28.7 (Termination Fees); 

• Article 29 (Termination Services); 

• Section 31.2 (Assignment by Service Provider); 

• Section 33.11 (Survival); 

• [insert other provisions that should survive, as applicable, including from the 
Schedules); 

• the Performance Guarantee and the Financial Guarantee; and 

• any other provisions of this Agreement which are required for the proper 
interpretation thereof. 

In addition, any liabilities or obligations of either Party arising before Termination of this Agreement or 
arising out of the events causing such Termination, and any damages or other remedies to which a Party 
may be entitled under this Agreement, whether at law or in equity, arising from any breach of such 
obligations of a Party and any other provisions herein, the nature and intent of which is to survive 
Termination of this Agreement, will survive and will not be affected by the expiration or Termination of 
this Agreement. 

33.12 Language. 

The Parties have agreed that this Agreement and all documents related to this Agreement will be drafted 
in the English language. Les parties aux presentes ont convenu que cette convention et taus les 
documents qui s'y rapportent soient rediges en langue anglaise. 
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33.13 Governing Law. 

(a) This Agreement will be governed by and construed in accordance with the laws, other 
than choice of law rules, ofthe Province of British Columbia. Any matter regarding the 
interpretation and application of this Agreement or the other Transaction Documents, and 
all disputes arising under or in connection with this Agreement or the other Transaction 
Documents will, subject to Article 27 (Dispute Resolution), be within the exclusive 
jurisdiction of the courts of British Columbia, as stipulated in the following paragraph. 

(b) Subject to Article 27 (Dispute Resolution), the Parties irrevocably agree to and hereby 
accept and attorn to the exclusive jurisdiction of the Courts of British Columbia for any 
and all Claims that they may have related in any way to this Agreement and its renewal 
or non-renewal, and all Disputes relating hereto or hereunder, and the Parties irrevocably 
covenant and agree not to commence any action or bring any Claim in any forum 
whatsoever, be it domestic, foreign or international (including, but not limited to the 
North American Free Trade Agreement), relating in any way to this Agreement or its 
renewal or non-renewal or any Dispute relating hereto or hereunder. 

(c) The Parties further agree that, should any third party initiate any action under any of the 
dispute settlement provisions of the World Trade Organization Agreement or the North 
American Free Trade Agreement (including but not limited to Chapter Eleven thereof), in 
any way relating to this Agreement, then no Party will provide any assistance whatsoever 
(including, without limitation, fmancial assistance, access to documents and access to 
personnel) to such third party to pursue any such action. The Parties will also provide all 
reasonable assistance, one to the other, to defend against such third party claims. 

(d) The Service Provider, on its own behalf and on behalf of all others who may claim 
through it or under it, including but not limited to the Performance Guarantor and the 
Financial Guarantor and their respective Affiliates (collectively, the "Service Provider 
Group") hereby covenants and agrees that, without the express written consent of the 
Province (which may be withheld for any cause, or without cause), none of the Service 
Provider Group will make any Claim or take any proceedings whatsoever concerned or 
related to any matter arising under or relating to this Agreement against any Person under 
Chapter Eleven of the North American Free Trade Agreement. 

(e) The Service Provider, on its own behalf and on behalf of the Service Provider Group, 
hereby specifically acknowledges that the provisions of this Section 33.13 (Governing 
Law) are fundamental to this Agreement. The Province has fundamentally relied upon 
the presence of all of these provisions and the Province would not have entered into this 
Agreement with the Service Provider without these provisions being included. 

33.14 Change of Law. 

The Service Provider hereby acknowledges and agrees that its costs involved in performing its obligations 
under this Agreement are, in part, based upon governmental laws, regulations and policies in force at the 
time this Agreement was entered into and subsequently, and that such governmental laws, regulations and 
policies are subject to change without notice. Any such change could result in a material change in the 
Service Provider's costs of performing its obligations under this Agreement. The Service Provider 
specifically acknowledges and agrees that: 

(a) any such change that has the effect of increasing the Service Provider's costs of 
performing its obligations under this Agreement will not effect those obligations; 
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(b) such actions will not constitute expropriation or be tantamount to expropriation at 
domestic or international law (including, but not limited, the North American Free Trade 
Agreement); and 

(c) such actions will not constitute grounds for asserting any other claim whatsoever under 
domestic law or any claim whatsoever under any international agreement (including, but 
not limited to, Chapter Eleven of the North American Free Trade Agreement and the 
General Agreement on Trade in Services). 

33.15 No Fettering of Legislative Authority. 

The Service Provider expressly acknowledges and agrees that nothing in this Agreement will be construed 
as an agreement by the Province to restrict, limit or otherwise fetter in any manner the Province's ability 
to introduce, pass, amend, modify, replace, revoke or otherwise exercise any rights or authority regarding 
legislation, regulations, policies or any other authority of the Province. 

33.16 Procurement. 

The Parties hereby acknowledge and affirm that this Agreement constitutes a "procurement" by the 
Province as that term is utilized in the North American Free Trade Agreement and the General Agreement 
on Trade in Services, and consequently: 

(a) North American Free Trade Agreement Articles 1102, 1103, 1107, 1106(l)(b), (c), (f), 
and (g), and 1106(3)(a) and (b) do not apply to this Agreement, by virtue of the North 
American Free Trade Agreement Articles 1108(7)(a) and 1108(8) (b); 

(b) North American Free Trade Agreement Chapter Twelve does not apply to this Agreement 
by virtue of Article 1201 (2)( c); 

(c) the Services being procured under this Agreement are services supplied in the exercise of 
governmental authority for purposes of the General Agreement on Trade in Services; and 

(d) Articles II, XVI and XVII of the General Agreement on Trade in Services do not apply to 
this Agreement because, for purposes of Article XIII of that agreement, this Agreement 
constitutes a procurement by a governmental agency of services being purchased for 
governmental purposes and not with a view to commercial resale or with a view to use in 
the supply of services for commercial sale. 

33.17 Binding Effect. 

This Agreement will be binding upon and enure to the benefit of the Parties and their respective 
successors and permitted assigns. 

33.18 No Third-Party Beneficiaries. 

Nothing in this Agreement, express or implied, is intended to confer upon any Person (other than the 
Parties and their successors and permitted assigns), and the indemnified parties who are expressly 
indemnified pursuant to the provisions of this Agreement, any rights, benefits or remedies of any kind or 
character whatsoever, and no Person will otherwise be deemed to be a third-party beneficiary under or by 
reason of this Agreement, unless specifically provided otherwise in this Agreement. 
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33.19 Counterparts. 

This Agreement may be executed in several counterparts, each of which will be deemed to be an original. 
Such counterparts together will constitute one and the same instrument, notwithstanding that all of the 
Parties are not signatories to the original or the same counterpart. 
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SCHEDULE! 

DEFINITIONS 
(Section 1.1) 

"Acceptance Date" has the meaning given to it in Subjection 6.6(e) (Acceptance Testing). 

"Acceptance Test" means a test in respect of a Stage using the principles and procedures set out 
in Section 6.6 (Acceptance Testing) and in the Transformation Plan, which is to be used by the 
Province to determine whether the deliverables for such Stage conform with the Transformation 
Plan and in particular, that the Critical Issues are adequately addressed. 

"Access Subcontractor" means a Subcontractor who has, or could have, access to or custody of 
Personal Information. 

"Achieved Service Levels" means, in respect of any Service Level and for any measurement 
period, the standard and level of performance, as applicable, actually achieved by the Service 
Provider in respect of the particular Service Level for the measurement period in question. 

"Adverse Impact" has the meaning given to it in Section 7.5(g) (Change Request Process). 

"Affiliate" has the meaning given to it in the Business Corporations Act (British Columbia) and 
in addition, when used in connection with the Service Provider, includes any member of the 
Service Provider Group. 

"Agreement" means this BPS Services Agreement Template, all Schedules attached to this BPS 
Services Agreement Template and the Transaction Documents, as the same may be changed, 
modified, amended, supplemented or updated from time to time, including by way of Change 
Orders, a Renewal Agreement or as otherwise permitted hereunder. 

"Alternative Service Provider" means any Person or Persons designated by the Province from 
time to time as an alternative service provider for any or all of the Services, but only after such 
Person or Persons have been so designated by the Province as such. 

"Annual Operating Plan" has the meaning given to it in Section 13.5 (Annual Operating Plan). 

"Applicable Laws" means all applicable laws, including any statute, regulation or by-law, treaty, 
directive, policy having the force of law, order, judgment, injunction, award or ·decree of any 
Canadian or Provincial Governmental Authority, in Canada or in any Province in Canada, which 
is binding on the Parties (or on one Party as applicable), and in effect from time to time or are 
otherwise applicable to the performance of the Services, but does not include any law, statute, 
regulation or by-law, treaty, directive, policy having the force of law, order, judgment, injunction, 
award or decree of a foreign jurisdiction outside of Canada. 

"Approval" means, with respect to any matter, document, action or other thing to be consented 
to or otherwise approved, that the same action has the prior written approval of the Party in 
question, and "Approved" has a similar meaning. 

"Assigned Contract" means a contract entered into between the Province and a third party for 
the delivery and provision of goods and services, or the license of any Software, in connection 
with or relating to the Services contemplated in this Agreement, and assigned or to be assigned by 
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the Province to the Service Provider pursuant to the Master Transfer Agreement, as listed in the 
Master Transfer Agreement, but in respect of each particular "Assigned Contract" only from the 
date that such assignment to the Service Provider is effective, and only until such time as the 
Service Provider renews, extends, renegotiates or otherwise amends the terms thereof (unless 
expressly Approved otherwise by the Province). 

"Assigned Subcontractor" means a Subcontractor who is a party to an Assigned Contract. 

"Available Personnel" has the meaning given to it in Subs~tion 29.1(e)(Termination Services). 

"Basic Infrastructure Credit" has the meaning given to it in Section 20.2 (Use of Province 
Shared Infrastructure). 

"Basic Services" has the meaning given to it in Subsection 4.l(b) (Overview ofServices) 

"Benchmarker'' has the meaning given to it in Subsection 9 .I (c) (Benchmarking). 

"Benchmarking" has the meaning given to it in Section 9.1 (Benchmarking). 

"Broader Public Sector" means crown corporations or agencies that are owned directly or 
indirectly by the Province, and all other levels of government within British Columbia including, 
without limitation, all municipalities, cities, towns, counties or other political jurisdictions of 
British Columbia, or any agency, board, council, department, authority, tribunal or commission of 
the Province or of any of the foregoing, and includes any universities, colleges, schools, school 
boards, hospitals and health authorities in British Columbia. 

"Business Continuity Plan" means a roadmap and description of procedures, information and 
advance arrangements to guide the timely recovery and ongoing provision of services, programs 
and operations within a predefined period of time, following the declaration of a Disaster or any 
other similar event that interrupts operations or disrupts the delivery of the Services, including a 
disaster recovery plan which details the back-up and recovery procedures to be followed by the 
Service Provider in the event of a Disaster for Systems supporting essential Services. 

"Business Day" means any day other than a Saturday, Sunday or a statutory holiday in the 
Province of British Columbia. 

"Canadian Entity" has the meaning given to it in Section 16.4 (Canadian Entities). 

"Change Order Process" has the meaning given to it in Section 7.4 (Change Request). 

"Change Order" has the meaning given to it in Section 7.9 (Change Orders). 

"Change Request" has the meaning given to it in Section 7.4 (Change Request). 

"Claims" means any and all claims, legal or other proceedings, suits, actions, causes of action, 
losses, damages, liabilities, costs and expenses (whether accrued, actual, contingent, latent or 
otherwise), and all reasonable legal fees suffered or incurred by a Person. 

"Communication Plan" means the communications protocols and processes to be followed by 
the Service Provider in connection with any· Communications to the Stakeholders, or to other 
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Persons, in connection with the Services and this Agreement, as more particularly described in 
Schedule 17 (Communications Plan and Processes). 

"Compelled Party" has the meaning given to it in Section 16.10 (Disclosure Compelled by 
Law). 

"Confidential Inf~rmation" means the Province Confidential Information and/or the Service 
Provider Confidential Infonnation, as the case may be. 

"Contaminant" has the meaning given to it in Section 18.5 (System Contaminants). 

"Contract Year" means each twelve (12) month period commencing on April 1 of a particular 
year and ending on March 31 of the immediately following year, except that the following will 
apply, as applicable: 

(a) the first "Contract Year" will be a partial «Contract Year'' commencing on the 
Effective Date and ending on March 31, of the immediately following year; and 

(b) the fmal Contract Year will be a partial "Contract Year" commencing on April 1 
in the final year and ending on Termination .. 

"Control" means the power or authority to manage, restrict, regulate or administer the use or 
disclosure of a Record. 

"Corporate Control" of a corporation or other entity is directly held by a Person where 
securities of the corporation or other entity to which are attached 50% or more of the votes that 
may be cast to elect directors or persons acting in a similar capacity of the corporation or other 
entity are directly held, other than by way of security only, by or for the benefit of such Person, 
and "Corporately Controlled" has corresponding meaning. 

"Corporate Structure" has the meaning given to it in Section 16.3 (Corporate Structure and 
Corporate Chart). 

"Cost-Only Time and Material Rates" means actual direct variable costs consistent with 
expense policies Approved by the Joint Executive Committee and actual direct verifiable labour 
costs comprised of salary and direct benefit costs, calculated as a daily rate, and in all cases, 
without any mark-up thereon. 

"Critical Issues" has the meaning given to it in Section 6.3 (Initial and Working Transformation 
Plan). 

"Custody" means to have physical possession and immediate responsibility for the safe-keeping, 
preservation and protection of a Record. 

"Dedicated Assets" means all tangible assets and equipment (and for greater clarification, other 
than Software), that are then being used by the Service Provider on a seventy-five percent (75%) 
or greater dedicated basis in the provision of the Services to the Province, and such other tangible 
personal assets or equipment that are not so dedicated which the Parties mutually agree should 
constitute a «Dedicated Assef'. 

''Deficiency" means: 
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{a) a misstatement or misrepresentation by the Service Provider in its reporting, 
accounting or record keeping pursuant to this Agreement; 

(b) a failure by the Service Provider to comply with the provisions of GAAP when 
required to do so; 

(c) a failure by the Service Provider to comply with the provisions of this Agreement 
(including the performance of the Services); 

(d) a failure by the Service Provider to comply with the Province Policies, 
Applicable Laws, or any other applicable requirements of regulatory bodies and 
authorities having competent jurisdiction (other than a failure to comply with a 
Disclosure Order); 

(e) the occurrence of any fraud, malfeasance or wilful misconduct by the Service 
Provider in the performance of the Services; or 

(f) any material deficiency identified in an audit report, a report prepared consistent 
with GAAP, or a SysTrust Report. 

"Designated Contracts" means the Subcontracts, contracts with Suppliers, and Software licenses 
and other contracts that the Province determines, in consultation with the Service Provided, to 
have assigned to, and assumed by, either the Province, the Alternative Service Provider, or a 
combination of the two, in connection with the Termination of this Agreement. 

"Directive" has the meaning given to it in Section 11.4 (Province Right to Issue Directives). 

"Disaster'' means any event or circumstance that adversely affects or disrupts (or has the 
potential to adversely affect or disrupt) the Services, or the ability of the Service Provider or its 
Subcontractors to otherwise comply with the terms of this Agreement or to otherwise operate 
their businesses, whether within or outside the control of the Service Provider including, without 
limitation, any Force Majeure Event or Labour Disruption. 

"Disclosure Order" has the meaning given to it in Section 16.2 (Foreign Disclosures). 

"Dispute" means a dispute, claim, question, difference or disagreement between the Parties 
arising out of or related to the Services or the Agreement. · 

"Dispute Resolution Process" means the informal and formal process established under Article 
27 (Dispute Resolution) for the resolution of Disputes. 

"Documentation" means the Manuals and other documentation regarding the capabilities, 
implementation, installation, operation, application, use or method of performance of that which 
is being documented, including, as applicable and available, user manuals, business process 
maps, functional specifications, technical specifications, systems operations manuals, console 
operations manuals, linking instructions,' error logs and reports, scripts, forms, templates, and 
other manuals and reports, whether in printed or electronic format. 

"Economic Model" means the specific economic model prepared jointly by the Parties in 
connection with this Agreement, the final form of which is dated for reference as of the Effective 
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Date, and is represented in electronic Excel fonnat, a hard copy of which is signed by the Parties 
on such date. 

"Effective Date" has the meaning give to it in the first paragraph of this Agreement. 

"Event of Insolvency" means the occurrence of any one of the following events regarding the 
Service Provider, the Performance Guarantor or the Financial Guarantor, and Persons who have 
Corporate Control of them: 

(a) if such Person: 

(i) other than in connection with a bona fide corporate reorganization which 
does not otherwise contravene this Agreement, is wound up, dissolved, 
liquidated or has its existence terminated or has any resolution passed 
therefor or makes a general assignment for 1he benefit of its creditors or a 
proposal under any present or future law relating to bankruptcy, 
insolvency, or other relief for or against debtors generally, domestic or 
foreign, including the Bankruptcy and Insolvency Act (Canada), 

(ii) makes an application to the applicable court for a compromise or 
arrangement under any present or future law relating to bankruptcy, 
insolvency, or other relief for or against debtors generally, domestic or 
foreign, including the Companies' Creditors Arrangement Act (Canada), 
or 

(iii) files any written request, application, answer or other document seeking 
or consenting to any re-organization, arrangement, composition, re
adjustment, liquidation or similar relief for itself under any present or 
future law relating to bankruptcy, insolvency, or other relief for or 
against debtors generally, domestic or foreign, including any notice of 
intention to make a proposal pursuant to the Bankruptcy and Insolvency 
Act (Canada); 

(b) if a court of competent jurisdiction enters an order, judgment, or decree against 
such Person which approves or provides for any reorganization, arrangement, 
composition, re-adjustment, liquidation, dissolution, winding up, termination or 
existence, declaration of bankruptcy or insolvency or similar relief with respect 
to such Person, under any present or future law relating to bankruptcy, 
insolvency, or other relief for or against debtors generally and such order, 
judgment, or decree remains un-vacated and un-stayed for an aggregate period of 
sixty (60) days (whether or not consecutive) from the date it is made; 

(c) if any trustee in bankruptcy, receiver, receiver and manager, liquidator or any 
other officer with similar powers is appointed for or with respect to such Person 
and that appointment remains in effect for an aggregate period of sixty (60) days 
(whether or not consecutive) from the date of the appointment; or 

(d) if an encumbrance or anyone acting on behalf of an encumbrancer takes 
possession of all or substantially all of the property of such Person and remains in 
possession for an aggregate period of sixty (60) days (whether of not 
consecutive) from the first date of the taking of possession. 
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"Extension" has the meaning given to it in Section 2.7 (One Year Extension). 

"External Personnel" has the meaning given to it in Section 11.9 (General Principles Regarding 
Personnel). 

"External Personnel Agreement" has the meaning given to it in Section 12.5 (Non-Disclosure 
Documents). 

"Fees" means the fees set out in Schedule 23 (Fees) that are payable by the Province to the 
Service Provider in consideration for the provision of the Services pursuant to the terms of this 
Agreement. 

"Final Hand-Over Date" has the meaning given to it in Section 3.11 (Delays Caused by Service 
Provider). 

"Financial Guarantee" means an irrevocable and unconditional guarantee of certain liabilities of 
the Service Provider under this Agreement, to be provided by the Financial Guarantor in the form 
attached to this Agreement as Schedule 33 (Financial Guarantee). 

"Financial Guarantor" means •. 

"Force Majeure Event" means the occurrence of one or more of the following events that is 
beyond the reasonable control of a Party, and that interferes with, delays or prevents performance 
of the obligations of a Party under thi~ Agreement, provided that the non-performing Party is 
without fault in causing or failing to prevent such occurrence, and such occurrence cannot be 
circumvented through the use of reasonable alternative sources, workaround plans or other 
similar means (including, with respect to the Service Provider, by the Service Provider meeting 
its business continuity and disaster recovery obligations described in this Agreement), and 
includes the following: 

(a) explosions, fires, floods, earthquakes, catastrophic weather conditions or other 
elements of nature or acts of God; 

(b) acts of war (declared or undeclared), acts of terrorism, insurrection, riots, civil 
disorders, rebellion or sabotage; 

(c) failures or fluctuations in electrical power or telecommunication services or other 
similar public utilities; and 

(d) other events which the Parties expressly agree in writing as constituting a "Force 
Majeure Event". 

For greater clarification, a "Force Majeure Event" will specifically exclude: (1) any Labour 
Disruption; (2) lack of fmancial capacity; and (3) and any non-performance or other similar 
failure on behalf of a Subcontractor or Supplier unless such non-performance or similar failure 
results from of one or more of the events described in paragraphs (a) to (d) above that is beyond 
the reasonable control of the Subcontractor or Supplier, and that interferes with, delays or 
prevents performance of the obligations of the Subcontractor or supplier, provided that the non
performing Subcontractor or supplier is without fault in causing or failing to prevent such 
occurrence, and such occurrence cannot be circumvented through the use of reasonable 
alternative sources, workaround plans or other similar means. 
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"Foreign Disclosure Laws" means any laws, statutes, by-laws, treaty, directive, policy having 
the force of law, order, judgment, injunction, award, decree or other similar matter of any 
government, legislature (or similar body), court, governmental department, commission, board, 
bureau, agency, instrumentality, province, state, territory, association, county, municipality, city, 
town or other political of governmental jurisdiction, whether not or in the future constituted, 
outside of Canada, that may require, request, or otherwise demand access, use or disclosure of 
Personal Information, whether to intercept or obstruct terrorism, or for any other reason. 

"Foreign Employed Individual" means individuals who have entered into an employment 
agreement or other similar agreement for the provision of personal services thereunder, whether 
·express or implied by law, with a Person that is not a Canadian Entity. 

"FfE" means, with respect to personnel recourses, a full-time equivalent employee working 
1,470 hours per year. 

"GAAP" has the meaning given to it in Section 1.6 (Accounting Policy). 

"Governmental Authority" means any court or governmental department, commission, board, 
bureau, agency, or instrumentality of Canada, or of any province, state, territory, county, 
municipality, city, town, or other political jurisdiction, whether domestic or foreign, and whether 
now or in the future constituted or existing, having competent jurisdiction over the business that 
is the subject of the Services or over any Party to this Agreement. 

"Governance Process" means the interactions between the Parties through the established 
governance channels and processes described in Schedule 18 (Governance), as applicable. 

"GST" means the tax imposed under Part IX of the Excise Tax Act (Canada), as the same may · 
from time to time be amended or replaced. 

"Guarantees" means the Performance Guarantee and the Financial Guarantee. 

"Hand-Over Date" means •, as such date may be changed in accordance with Article 3 (Initial 
Transition). 

"Impact Assessment" has the meaning given to it in Subsection 7.8(d) (Implementation of 
Mandatory Changes). 

"Indemnified Party" has the meaning given to it in Subsection 25.3(a) (Third Party Claim 
Process). 

"Indemnifying Party" has the meaning given to it in Subsection 25.3(a) (Third Party Claim 
Process). 

"Initial Term" means the initial term of this Agreement, as more particularly described m 
Section 2.1 (Initial Term). 

"Intellectual Property" means intellectual property, industrial and intangible of whatever nature 
and kind in any jurisdiction, including software, trademarks, official marks, brand names, 
business names, trade names, domain names, trading styles, logos, trade secrets, inventions, 
innovations, discoveries, research, processes, developments, formulae, product formulations, 
compositions of matter, databases, wo~ks of authorship, works subject to. copyright, guides, 
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manuals and designs, and including Modifications to any of the foregoing, in all cases whether 
patented or patentable, whether registered or unregistered, and in any medium whatsoever. 

"Intellectual Property Rights" means any and all rights in respect of, in or to Intellectual 
Property, whether pursuant to statute, common law or other laws, including any and all: 

(a) rights in respect of trademarks and trade names; 

(b) copyrights and the benefit of any waivers of moral rights; 

(c) database rights; 

(d) rights in respect of industrial designs, integrated circuit topographies, and mask 
works; 

(e) patents and patent applications; 

(f) rights and obligations in respect of trade secrets; and 

(g) all applications, registrations, renewals, extensions, continuations, divisions, 
reissues, and restorations relating to any such rights (where applicable), now or 
hereafter in force and effect throughout the world (including any rights in any of 
the foregoing). 

"Joint Executive Committee" has the meaning given to it in Schedule 18 (Governance). 

"JSD Agreement" means the Joint Solution Definition Agreement dated (insert date] between 
the Province and [insert name of successful proponent, which should either by the Service 
Provider or the Performance guarantor]. 

"JSRFP" means the Joint Solution Request for Proposal as posted to BC Bid on [June 19, 2007) 
attached as Schedule 40 (JSRFP). 

"Key Positions" has the meaning given to it in Section 11.6 (Key Positions). 

"Labour Disruption" means a labour dispute, lockout, strike or other industrial action or labour 
strife, whether direct or indirect and whether lawful or unlawful. 

"Licensee Party" has the meaning given to it in Subsection 19.8 (Use of Confidential 
Information in Licensed Rights). 

"License Termination Date" has the meaning given to it in Subsection 19.5(f) (Use of Province 
Software for the Services). 

"Licensor Party" has the meaning given to it in Subsection 19.8 (Use of Confidential 
Information in Licensed Rights). 

"Liens" means any and all liens, claims, liabilities, security interests, encumbrances, pledges, 
mortgages or charges of any kind whatsoever. 

"Manager" means a person who has another individual or other individuals reporting to him or 
her. 
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"Mandatory Change" has the meaning given to it in Section 7.7 (Mandatory Changes). 

"Mandatory Change Request" has the meaning given to it in Section 7.8 (Implementation of 
Mandatory Changes). 

"Master Transfer Agreement" means the Master Transfer Agreement of even date between the 
Province and the Service Provider. 

"Material Breach" has the meaning given to it in Section 28.1 (Service Provider Material 
Breach). 

"Material Infrastructure Changes" has the meaning given to it in Section 20.5 (Material 
Changes to the Province Shares Infrastructure). 

"Material Services" means • [NOTE- to be defined). 

"Material Subcontract" has the meaning given to it in Section 12.8 (Material Subcontractors). 

"Material Subcontractor" means any Subcontractor who is a party to a Material Subcontract. 

"Maximum Credit Amount" has the meaning given to it in Schedule 11 (Service Levels). 

"Mediation Notice" has the meaning given to it in Subsection 27.1(e) (Informal Dispute 
Resolution). 

"Ministry" means the Ministry of Labour and Citizens' Services of the Province of British 
Columbia, and any successor thereto. 

"Modifications" means all corrections, modifications, enhancements, improvements, 
supplements or derivative works, and includes interface applications in connection with any 
Software. 

"New Records" means any Record created by the Service Provider or its Subcontractors in the 
performance of the Services which contains Province Confidential Information or Personal 
Information or other similar types of Records relating to the Services performed by the Service 
Provider, and for greater clarification does not include any Records created or maintained by the 
Service Provider for internal or management purposes which do not contain any Province 
Confidential Information or Personal Information. 

"Non-Compliance" means a deliverable in respect of the Transformation not being in 
compliance with the Transformation Plan, or that Critical Issues in respect of such deliverable are 
not adequately addressed, as determined by the Province. 

"Ordinary Course Changes" bas the meaning given to it in Section 7.1 (Ordinary Course 
Changes). 

"Partial Commencement" has the meaning given to it in Section 3.11 (Delays Caused by 
Service Provider). 

"Parties" means the Service Provider and the Province, and "Party" means either one of them, 
as applicable. 
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''Performance Guarantee" means an irrevocable and unconditional guarantee of the 
perfonnance and satisfaction of all liabilities and obligatjons of the Service Provider under this 
Agreement to be provided by the Perfonnance Guarantor, in the fonn attached as Schedule 32 
(Performance Guarantee). 

"Performance Guarantor" means •. 

"Person" means any natural person, corporation, division of a corporation, partnership, joint 
venture (which includes a co-ownership), association, company, estate, unincorporated 
organization, society, trust, government, agency or Governmental Authority. 

· "Personal Information" means all recorded infonnation that 

(a) is about an identifiable individual or is defined or deemed as "personal 
infonnation" pursuant to any laws or regulations related to privacy or data 
protection that are applicable to the Province or to the Service Provider 
(including, without limitation, any infonnation that constitutes "personal 
infonnation" as such tenn is defined, from time to time, pursuant to the Freedom 
of Information and Protection of Privacy Act (British Columbia)); and 

(b) is transferred to, collected or compiled by, or is otherwise under the Custody, 
Control or possession of the Service Provider in connection with or as a result of 
perfonning the Services under this Agreement, or is otherwise held by the 
Service Provider on behalf of the Province. 

''Personnel" has the meaning given to it in Section 11.9 (General Principles Regarding 
Personnel). 

"Privacy Impact Assessment" means a review of processes, procedures and practices to ensure 
that Personal Infonnation is collected, managed, stored and protected in accordance with the 
applicable privacy legislation, policies and commitments (including the Freedom of Information 
and Protection of Privacy Act (British Columbia)). 

"Privacy Obligations" has the meaning given to it in Section 16.1 (Privacy Obligations), and as 
more fully set forth in Schedule 24 (Privacy Obligations). 

"Problem" has the meaning given to it in Section 8.8 (Problem Alert and Escalation 
Procedures). 

"Problem Management Procedures" has the meaning given to it in Section 8.8 (Problem Alert 
and Escalation Procedures). 

''Proposal" has the meaning given to it in Subsection 7.5(b) (Change Request Process). 

"Proprietary Software" has the meaning given to it in Section 19.8 (Use of Confidential 
Information in Licensed Rights)~ 

"Province Confidential Information" means any technical, business, financial, personal, 
employee, operational, scientific, research or other infonnation or data of the Province, and any 
other infonnation regarding the Province's business, plans and markets, infonnation of or relating 
to the Province's customers and Stakeholders, or of any Person that has disclosed such 
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information to the Province or its agents, in whatsoever form or media, whether in writing, in 
electronic form or communicated orally or visually, that, at the time of disclosure is designated as 
confidential (or like designation), or by its sensitive nature should be treated as confidential, or if 
it were information of the Service Provider, would be treated as confidential information by the 
Service Provider, and including any Personal Information, the Province Proprietmy Software, and 
all information or data with respect to the Province Records, whether or not designated as 
confidential (or like designation). 

"Province Indemnified Parties" has the meaning given to it in Section 25.2 (Indemnification by 
the Service Provider). • 

"Province InteUectual Property" means all Intellectual Property and all Intellectual Property 
Rights of the Province including, without limitation, those referred to in this Agreement, and 
those owned or otherwise acquired by the Province before or after the execution of this 
Agreement, whether or not specifically referred to in this Agreement. 

"Province Licensed Software" means •. 

"Province Material Breach" has the meaning given to it in Section 28.3 (Material Breach by 
Province). 

"Province Marks" has the meaning given to it in Section 10.1 (Province Marks). 

"Province Policies" means the policies of the Province from time to time, including without 
limitation the Province's accounting policy, the policies referenced in the attached Schedule 28 
(Specific Laws and Policies) (copies of which have been provided to the Service Provider), and 
other governmental policies relating to reporting or data and record keeping, but excluding 
policies regarding human resource management. 

"Province Proprietary Software" means the SoftWare owned by or licensed to the Province 
(and which the Province has the right to authorize the Service Provider to use in the manner 
specified in Article 19 (Intellectual Property and Proprietary Rights), including object and source 
code versions, and any Documentation and any Modifications or interfaces relating to thp 
foregoing created by or on behalf of the Province from time to time, but excluding Third Party 
Software. 

"Province Records" means all Records containing Personal Information of the Province or the 
Province customers, and all Personal Information relevant to the performance of the Services and 
other transactions contemplated in this Agreement, or any other Province Confidential 
Information, and includes any Transferred Records and New Records. 

"Province Shared Infrastructure" means those parts or components of certain Systems owned 
and operated by the Province, or on behalf of the Province by third party Persons, which are 
required by the Service Provider to support the deliveiy and performance of the Services, and 
which Systems are shared resources of the Province used to support other services and other uses 
by the Province as well, as such Systems are expressly and specifically listed in Schedule 41 
(Province Shared Infrastructure}, as such Schedule may be amended or updated by the Parties 
from time to time. 

"Province Trust Rights" has the meaning given to it in Subsection 19.3(b) (Assignment by 
Service Provider). 
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"PST" means all applicable provincial sales or service taxes payable in pursuant to the Social 
Services Tax Act (British Columbia) as the same may from time to time be amended or replaced. 

"Publicity Materials" has the meaning given to it in Section I 0.4 (Publicity). 

"Records" means books, records, reports, documents, maps, drawings, correspondence, system 
logs, system development records, accounts, invoices, backup data (including original source 
documents) and other similar documents, images, writings or information by any means whether 
graphic, electronic, audio, mechanical or otherwise. 

"Recovery Time Objective" means the maximum acceptable period of time that can elapse 
before a disruption in Services is remedied in order to prevent the occurrence of material adverse 
effects as a result thereof, consisting of: 

(a) the period of time between the occurrence of a disruption and the declaration of a 
Disaster in connection with the disruption; and 

(b) the period of time from the declaration of a Disaster to the completion of the 
steps and actions required to be undertaken in respect of the Disaster in 
accordance with the Business Continuity Plan or the Disaster Recovery Plan, and 
the resumption ofthe delivery of the Services in the ordinary course as a result of 
the implementation of the Business Continuity Plan or the Disaster Recovery 
Plan. · 

''Renewal Agreement" has the meaning give to it in Section 2.6 (Renewal Negotiations). 

"Renewal Term" has the meaning ·given to it in Section 2.4 (Renewal Option). 

"Retained Employees" has the meaning given to it in Section 29.9 (Province Severance Costs). 

"Service Centre" means the permanent facilities from where the Service Provider will perform 
the majority of the Services, having an address as set forth in Schedule 8 (Service Locations), the 
location of which is subject to change in accordance with the provisions of Section 5.3 
(Relocation of the Service Provider Service Locations). 

"Service Level Credits" has the meaning given to it in Section 8.9 (Service Level Credits). 

"Service Level Requirements" means those Service Levels to which a Weighting is attached, as 
indicated in Schedule 11 (Service Levels), and for which the Province has attached a Service 
Level Credit in accordance with the provisions of Article 8 (Service Levels), and for greater 
clarification, no Weighting attached thereto may be less than one percent (I%). 

"Service Levels" means the service measurement concepts and criteria, and corresponding 
performance level targets to be achieved by the Service Provider in performing the Services, as 
set forth and described Schedule 11 (Service Levels), as may be amended from time to time in 
accordance with this Agreement. 

"Service Level Termination Event" has the meaning given to it in Schedule 12 (Service Level 
Failures). 

"Service Locations" means has the meaning given to it in Section 5.2 (Service Locations). 
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"Service Provider" has the meaning given to it in the first paragraph of this Agreement. 

"Service Provider Confidential Information" means any technical, business, financial, 
personal, employee, operational, scientific, research or other information or data in whatsoever 
form or media, whether in writing, electronic form or communicated orally or visually that, at the 
time of disclosure is designated as confidential (or like designation), or by its sensitive nature 
should be treated as confidential, or if it were information of the Province, would be treated as 
confidential information by the Province, and the Service Provider's financial information, 
purchasing and cost infonnation, price and cost data, (other than infonnation that is contained in 
the Project Summary Report but only to the extent and level of detail contained in the Project 
Summary Report. Notwithstanding the foregoing, the ''the Service Provider Confidential 
Infonnation" will exclude all Province Confidential Information, whether or not expressly 
indicated for exclusion. 

"Service Provider Group" has the meaning given to it in Subsection 33.13(d) (Governing Law). 

"Service Provider Mark" has the meaning given to it in Section 10.3 (Service Provider Marks). 

"Service Provider Software" means the Software owned by the Service Provider or its Affiliates 
on the Hand-Over Date, or which it or its Affiliates develops or acquires after the Hand-Over 
Date independent of this Agreement, including object and source code versions, Documentation 
and any Modifications or interfaces relating to the foregoing, created by or on behalf of the 
Service Provider from time to time, and that are used in the provision of the Services and which 
do not constitute Province Proprietary Software or Third Party Software. 

"Services" has the meaning given to it in Section 4.1 (Overview of Services). 

"Severance Amount" means an amount payable to an individual in connection with the cessation 
. of employment of such individual and includes amounts for severance, layoff; termination notice 
or any other similar amounts related to or arising in connection with the cessation of employment 
and whether required by law, at equity, or under the terms of any agreement governing the 
employment of such individual including a collective agreement, or otherwise. 

"Shared Infrastructure Use Period" has the meaning given to it in Section 20.2 (Use of 
Province Shared Infra8tructure). 

"Software" means software applications, software tools, methodologies and computer programs, 
including all versions thereof, and all related documentation, manuals, program files, data files, 
computer related data, field and data definitions and relationships, data definition specifications, 
data models, program and system logic, program modules, routines, sub-routines, algorithms, 
program architecture, design concepts, system designs, program structure, sequence and 
organization, screen displays and report layouts, technology and techniques, object code (and if 
obtained, source code) and interfaces. 

"Source Code" means the human-readable forin of a computer instruction, including related 
system documentation, applicable comments and procedural codes such as job control language. 

"Source Materials" means, in relation to items of Software, supporting materials that would 
enable a reasonable skilled programmer to compile, debug and support and/or make 
improvements to such software in a commercially reasonable manner including (i) any Source 
Code related thereto, reasonably annotated, (ii) technical and system documentation including 
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detailed design, functional, operational, and technical documentation, flow charts, diagrams, file 
layouts, report layouts, screen layouts, business rules, data and database models and structures, 
working papers and reasonably related notes and memoranda in electronic or written format, 
which were made or obtained in relation to the design and development of such software and · 
compilation instructions related to such software, (iii) listing by name, version and vendor of 
relevant third Persons' compliers, utilities and other software that are necessary for normal 
operation of such software to which the Source Materials related including sufficient information 
to procure a license from such vendors, (iv) a detailed listing of relevant equipment and 
information necessary for normal operation of such software, and (v) all other information 
reasonably necessary to rebuild, install, and otherwise implement the Software in the context of 
the applicable System(s) including, without limitation, all relevant tools, programs, files, 
encryptions keys, make files, installation instructions, systems settings, and database settings. 

"Stage" means each stage of the Transformation as set out in the Transformation Plan. 

"Stakeholders" means any Person that exchanges data with the Province, relies on the Services 
or has a direct material stake in the delivery of the Services other than Province customers, 
including without limitation, the Broader Public Sector and [insert as applicable to the 
transaction). 

"Subcontract" means a contract entered into between the Service Provider and a Subcontractor, 
but does not include Supplier Agreements. 

"Subcontractor" means any third party Person engaged by the Service Provider to perform any 
of the Services on behalf of the Service Provider, and includes a Material Subcontractor and an 
Assigned Subcontractor, but does not include a Supplier. 

"Supplier" means a third party supplier for the delivery and provision of non-material and 
ordinary course goods and services relating to or in connection with the Services contemplated by 
this Agreement, but expressly excluding Subcontractors. 

"Standard Time and Materials Rates" means actual direct variable costs consistent with 
expense policies Approved by the Joint Executive Committee, and actual direct verifiable labour 
costs comprised of salary and direct benefit costs, calculated as a daily rate, with a •% overhead 
margin applied to all of the foregoing. 

"Systems" means the hardware, equipment, software and communications equipment which is 
required or otherwise used in the performance of the Services. 

"SysTrust Report" has the meaning given to it in Section 22.6 (SysTrust Report). 

"Taxes" mean any and all taxes, fees, levies, or other assessments, including federal, state, local, 
or foreign income, capita~ profits, excise, real or personal property, sales (including PST), 
withholding, social security, occupation, use, services, value added (and for greater clarification, 
including GST and PST), license, net worth, payroll, franchise, severance, stamp, transfer, 
registration, premium, windfall, environmental, customs duties, unemployment, disability, or any 
similar taxes imposed by any Taxing Authority together with any interest, penalties or additions 
to tax and additional amounts imposed with respect thereto (including any fee or assessment or 
other charge in the nature of or in lieu of any tax) in each case, whether imposed by law or 
otherwise, and any liability in respect of any tax as a result of being a member of any affiliated, 
consolidated, combined, unitary or similar group . 
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"Taxing Authority" means any multinational, national, federal, state, provincial, local, 
municipal or other government (including any governmental agency, branch, department, official, 
entity, court or other tribunal and any body exercising, or entitled to exercise, any administrative, 
executive, judicial, legislative, regulatory or taxing authority or power of any nature) responsible 
for the imposition or collection of any Taxes. 

"Term" means the Initial Term of this Agreement and any Renewal Term or Extension, as 
applicable. · 

"Termination" means the expiry or earlier termination of this Agreement pursuant to the 
provisions of this Agreement. 

"Termination Assistance Period" has the meaning given to it in Section 29.1 (Termination 
Services). 

"Termination Assistance Plan" has the meaning given to it in Section 29.2 (Termination 
Assistance Plan). 

"Termination Date" means the effective date of the expiry or earlier termination of the Initial 
Term, the Renewal Term or the Extension, as applicable. 

"Termination Licensed Software" has the meaning give to it in Subsection 29.1(i) (Termination 
Services). 

"Termination Notice" means a written notice terminating this Agreement given by one Party to 
the other in accordance with the terms of this Agreement. 

"Termination Services" has the meaning given to it in Section 29 .l (Termination Services). 

"Third Party Software" has the meaning given to it in Section 19.9 (Third Party Software). 

"Transaction Documents" means, collectively, this Agreement, the Master Transfer Agreement, 
the Guarantees and [insert description of other material documents to be tabled at closing) 

"Transferred Records" means those Records transferred by the Province to the Service Provider 
under the terms of this Agreement. 

"Transformation" means the orderly transition of the Services from the form of Services 
contemplated on the Hand-Over Date to the form of Services set forth in the Transformation Plan. 

"Transformation Credits" has the meaning given to it in Section 6.7 (Delay in Completion of 
Transformation). 

"Transformation Plan" has the meaning given to it in Section 6.2 (Transformation Plein). 

"Transformed Services" has the meaning given to it in Subsection 4.1(c) (Overview of 
Services). 

"Transition" has the meaning given to it in Section 3.2 (Hand-Over of Services). 

"Transition Governance Process" has the meaning given to it in Section 3.5 (Transition 
Management). 
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"Transition Management Team" has the meaning given to it in Section 3.5 (Transition 
Management). · 

"Transition Period'' means the period of time from the Effective Date until the Hand-Over Date. 

"Transition Plan" has the meaning given to it in Section 3.3 (Transition Services). 

"Transition Services" has the meaning given to it in Section 3.3 (Transition Services). 

"Work-in-Progress Projects" means those projects described in the attached Schedule 4 (Work
in-Progress Projects) that are not completed by the Province prior to the Hand-Over Date. 
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SCHEDULE27 

GAINSHARING 

1. Purpose. 

The purpose of this Schedule 27 (Gainsharing) is to describe the agreement between the Province 
and the Service Provider regarding the future growth and opportunities under STMS, in 
particular, future opportunities that bring benefit to both Parties as set forth in Section 3 
(Principles) below. 

2. Definitions. 

Capitalized words used in this Schedule 27 (Gainsharing) shall have the meanings given to such 
words in the Agreement. In the event that a term is not defined in the Agreement, it shall have the 
meaning provided in Section 1 of this Schedule or in the body of this Schedule. 

"Adjusted Capacity Reservation" has the meaning given to it in Schedule 23 (Fees). 

"Capacity Reservation" has the meaning given to it in Schedule 23 (Fees). 

"Excluded Entities" means customers of the Service Provider other than Broader Public Sector 
entities. 

"Province Adjusted VA Commitment" has the meaning given to it in Schedule 23 (Fees). 

"Province VA Commitment" has the meaning given to it in Schedule 23 (Fees). 

"VA" has the meaning given to it in Schedule 23 (Fees). 

"VA Unit Price" has the meaning given to it in Schedule 23 (Fees). 

3. Principles. 

3.1 Future Opportunities. The Parties shall pursue, in accordance with Schedule 26 (Growth 
and Marketing), future opportunities that bring benefit to both Parties including, without 
limitation, opportunities to leverage the Services under the Agreement, gaining economies of 
scale, and taking advantage of the aggregated volume pricing benefits for the Services (as more 
particularly described in Schedule 23 (Fees)). 

3.2 Broader Public Sector. The Parties will proactively identify and encourage, in 
accordance with Schedule 26 (Growth and Marketing), Broader Public Sector to participate in the 
STMS either as Clients of WTS or Buyers of Services as contemplated under this Agreement. 

4. Gainsharing. 

Subject to Section 3 of Schedule 26 (Growth and Marketing), the Parties acknowledge and agree 
that any and all VA capacity reservation or adjusted capacity reservation of any Broader Public 
Sector, relating to or in connection with the STMS Data Centres, shall be counted toward the 
Province VA Commitment or Province Adjusted VA Commitment, as the case may be, and for 
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the purposes of determining the VA Unit Price for all Buyers. For greater certainty, the amount of 
any VA capacity reserved or acquired by the Excluded Entities, within the STMS Data Centres if 
any, shall not be counted toward the Province VA Commitment or Province Adjusted VA 
Commitment. 
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SCHEDULE28 

SPECIFIC LAWS AND POLICIES 

Specific Laws 

The following is a list of specific Applicable Laws applicable to the Service Provider: (a) as a 
service provider to the Province; and (b) as applicable in the performance of the Services. 

1. Financial Administration Act 
2. Budget Transparency and Accountability Act 
3. Ombudsman Act 
4. Freedom of Information and Protection of Privacy Act 
5. Personal Information Protection and Electronic Documents Act 
6. Personal Information Protection Act 
7. Sections 10.1 and 10.7 ofthe Health Care Act 
8. E Health Personal Information Protection Act 

Province Policies 

The following is a list of Province Policies applicable to the Service Provider: (a) as a service 
provider to the Province; and (b) as applicable in the performance ofthe Services. 

As the Province Policies may be updated from time to time, the Service Provider's 
implementation of, and compliance with, any changes to the foregoing will be completed in 
accordance with the Change Order process or the Governance Process, as applicable. 

1. Chapters 12, 14, 15, 16 and 20 of the Core Policy and Procedures Manual and 
Chapter 12 Supplemental 

2. IT Asset Disposal Policy 
3. Freedom of Information and Protection of Privacy Policies and Procedures 

Manual 
4. Information Security Policy (June 2006) 
5. Operational Records Classification Schedules/Administrative Records 

Classification Schedules (ORCs/ARCs) 
6. Risk Management- Security Standards and Guidelines 
7 Transparency Policy 
8. IMIIT Standards Manual, The Architecture and Standards Development Lifecycle 

and IM/IT Strategic Initiatives and Infrastructttre 
9. Physical Security Standards 
10. Records Management Policies 
11. SEP Architecture 
12. OCIO Information Security Branch 
13. Section 09- Policy Statement- Standards of Conduct (Human Resources 

Policies) 
14. Standards of Conduct for Public Service Employees Engaged in Government 

Procurement Processes 
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SCHEDULE29 

ADDITIONAL REPRESENTATIONS AND WARRANTIES 

Nil 
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SCHEDULE30 

INDEMNIFICATION MATTERS 

(Section 25.2) 

1. Indemnification by the Service Provider. 

Pursuant to Section 25.2 (Indemnification by the Service Provider) and without duplication of any 
liquidated damages to be paid by the Service Provider to the Province hereunder, the Service Provider 
will indemnify and save harmless the Province Indemnified Parties to the fullest extent permitted by law, 
from and against any and all Claims suffered or incurred by any one or more of the Province Indemnified 
Parties arising as a result of or in connection with any of the following (except to the extent suffered or 
incurred as a result of or in connection with the wilful misconduct, fraud, malfeasance or gross negligence 
of the Province Indemnified Parties): 

(a) the failure of the Service Provider to perform its obligations under any license, lease or 
other agreement: 

(b) 

(c) 

(d) 

(e) 

(f) 

50634952.6 

(i) between the Service Provider and a third party, including Subcontractors and 
landlords, or 

(ii) assigned by the Service Provider to the Province or to the Alternative Service 
Provider in connection with Termination of this Agreement, but only with 
respect to any Claims that arise from or relate to the period prior to the 
assignment thereof by the Service Provider to the Province or the Alternative · 
Service Provider, 

or any third party Claim relating thereto that arises as a result of the Province receiving 
Services under this Agreement; 

the failure of the Service Provider to perform its obligations under any Assigned Contract 
after the assignment thereof from the Province to the Service Provider; 

the failure of the Service Provider to pay and discharge any Taxes for which the Service 
Provider is responsible pursuant to this Agreement and all Applicable Laws (provided 
that nothing in the Agreement or any Transaction Document shall impose on the Service 
Provider any obligation or liability with respect to Taxes for which its Subcontractors 
may be responsible at law); 

the gross negligence or wilful misconduct or malfeasance of the Service Provider, its 
Personnel or its Subcontractors or External Personnel with respect to the Services or this 
Agreement; 

the fraud by the Service Provider, its Personnel or its Affiliates, Subcontractors or their 
External Personnel; 

the death of or bodily injury to any third party or to any employee of the Province to the 
extent caused by the gross negligence or wilful misconduct of the Service Provider, its 
Personnel or its Subcontractors or External Personnel; 
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(g) the loss of or damage to any tangible personal or real property of the Province, to the 
extent caused by the gross negligence or wilful misconduct of the Service Provider, its 
Personnel or its Subcontractors or External Personnel; 

(h) the loss of or damage to any tangible personal or real property of any third party, to the 
extent caused by the gross negligence or wilful misconduct of the Service Provider, its 
Personnel or its Subcontractors or External Personnel; 

(i) the Service Provider acting outside of the scope of the authority granted to it under the 
terms of the Agreement or the Service Provider's breach of the standard of care under the 
Agreement; and 

G) any Claim, proceeding or action taken or initiated by any member of the Service Provider 
Group in breach of Article 27 (Dispute Resolution) or Section 32.13 (Governing Law). 

For greater clarification, the Service Provider shall not be required to indemnify the Province Indemnified 
Parties under this Section in respect of those Service Provider Material Breaches for which the Parties 
have agreed the Service Provider will pay liquidated damages under the provisions of this Agreement. 

2. Indemnification by the Province. 

Pursuant to Section 25.3 (Indemnification by the Province) the Province will indemnify and save harmless 
the Service Provider Indemnified Parties to the fullest extent permitted by law, from and against any and 
all Claims suffered or incurred by any one of more of the Service Provider Indemnified Parties arising as 
a result of or in connection with any of the following (except to the extent suffered or incurred as a result 
of or in connection with the wilful misconduct, fraud, malfeasance or gross negligence of the Service 
Provider Indemnified Parties): 

(a) the death of or bodily injury to any third party or any employee of the Service Provider or 
its Affiliates to the extent caused by the gross negligence or wilful misconduct of the 
Province; 

(b) the loss of or damages to any tangible personal or real property of the Service Provider or 
any tangible personal or real property of any third party to the extent caused by the gross 
negligence or wilful misconduct of the Province; 

(c) the exercise by the Province of its right to replace the Service Provider's employees with 
the Province's employees pursuant to Schedule 24 (Privacy Obligations); 

(d) any third party Claims brought against the Service Provider Indemnified Parties as a 
result of the acts or omissions of the Service Provider Indemnified Parties in reliance 
upon any directives or instructions issued to the Service Provider by the Province, or the 
compliance by the Service Provider Indemnified Parties with the written policies and 
procedures issued by the Province pursuant to Section 11.4 (Province 's Right to Issue 
Directives) (provided that such compliance does not involve any grossly negligent acts or 
omissions, wilful misconduct or malfeasance of the Service Provider in implementing the 
same); 

(e) 
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with respect to any inspectors, investigators or auditors or representatives used by the 
Province in the course of an inspection, investigation or audit carried-on by the Province 
under Article 22 (Audit Rights), the failure of such inspectors, investigators or auditors to 
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comply with the provisions of Article 22 (Audit Rights) or any non-disclosure agreement 
entered into with the Service Provider in connection therewith; 

(f) with respect to any contractors, professional advisors, agents or other third parties who 
have entered into a Non-Disclosure Agreement in accordance with the provisions of the 
Agreement or any Transaction Document, the failure of such contractors, professional 
advisors, agents or other third parties to comply with the provisions thereof; and 

(g) with respect to any third parties to whom the Province discloses Service Provider 
Confidential Information pursuant to Section 16.8 (Province Permitted Disclosure) in 
order to prevent any actual or reasonably anticipated disclosure of Personal Information, 
any disclosure or use by such third parties of the Service Provider Confidential 
Information that is not required to prevent such actual or reasonably anticipated 
disclosure of Personal Information or to report to the Province thereon. 

3. Service Provider Intellectual Property Indemnification. 

Subject to 25.4 (Third Party Claim Process), the Service Provider will indemnify and save harmless, to 
the fullest extent permitted by law, the Province Indemnified Parties from and against any and all Claims 
suffered or incurred by them arising as a result of, or in connection with, any actual or alleged 
infringement by the SP Affiliate Bespoke Software, SP Affiliate Commercial Software, SP Leveraged 
Software, SP Licensed Software, SP Proprietary Software or the Service Provider Confidential 
Information of the Intellectual Property Rights of a third party (an "SP Infringement Claim"). 
Notwithstanding the foregoing, the Service Provider shall have no liability under this Section for any SP 
Infringement Claim if and to the extent that such SP Infringement Claim would not have arisen but for: 

(a) the use by the Service Provider of any Province Intellectual Property, Province Licensed 
Software, Province Proprietary Software or Province Confidential Information in 
accordance with the provisions of this Agreement permitting the use of the same, 
provided that this subsection 3(a) will not apply if the SP Infringement Claim arises out 
of, relates to, or is caused by a Modification to such Province Intellectual Property, 
Province Licensed Software, Province Proprietary Software or Province Confidential 
Inforination made by the Service Provider or any Subcontractor unless: (i) the 
Modification was made as a result of an express written direction of the Province, and (ii) 
the SP Infringement Claim would not have occurred but for the Service Provider's 
compliance with that direction; 

(b) a Modification made by the Province to the SP Affiliate Bespoke Software, SP Affiliate 
Commercial Software, SP Leveraged Software, SP Licensed Software and SP Proprietary 
Software or the Service Provider Confidential Information that was not expressly 
authorized in writing by the Service Provider; or 

(c) 

50634952.6 

the use by the Service Provider of any Third Party Intellectual Property provided to the 
Service Provider by the Province or third parties engaged by the Province, provided that 
this subsection 3(c) will not apply if the SP Infringement Claim arises out of, relates to, or 
is caused by a Modification to such Third Party Intellectual Property made by the Service 
Provider or any Subcontractor unless: (i) the Modification was made as a result of an 
express written direction of the Province, and (ii) the SP Infringement Claim would not 
have occurred but for the Service Provider's compliance with that direction. 
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Without limiting or otherwise restricting the Service Provider's liability and obligations to the Province 
Indemnified Parties in respect of the foregoing, if the Province's use of any Intellectual Property provided 
or otherwise made available by the Service Provider to the Province pursuant to this Agreement is found 
to be infringing the Intellectual Property Rights of a third party or, in the Service Provider's reasonable 
judgment is likely to be found to be infringing, then the Service Provider may (at its option and expense), 
either procure for the Province the right to continue using such Intellectual Property, or replace or modify 
such Intellectual Property to make its continued use non-infringing while providing substantially the same 
functionality. The obligations of the Service Provider under this Section 3 are in addition to the 
obligations of the Service Provider under Article 19 (Intellectual Property and Proprietary Rights) of the 
Agreement. 

4. Province Intellectual Property Indemnification. 

Subject to 25.4 (Third Party Claim Process), the Province will indemnify and save harmless, to the fullest 
extent permitted by law, the Service Provider Indemnified Parties from and against any and all Claims 
suffered or incurred by them arising as a result of, or in connection with, any actual or alleged 
infringement by the Province Intellectual Property, Province Licensed Software, Province Proprietary 
Software or Province Confidential Information of the Intellectual Property Rights of a third party 
(a "Province Infringement Claim"). Notwithstanding the foregoing, the Province shall have no liability 
under this Section for any Province Infringement Claim if and to the extent that such Province 
Infringement Claim would not have arisen but for: 

(a) the use by the Province of any SP Affiliate Bespoke Software, SP Affiliate Commercial 
Software, SP Leveraged Software, SP Licensed Software and SP Proprietary Software or 
the Service Provider Confidential Information in accordance with the provisions of this 
Agreement permitting the use of the same, provided that this subsection 4(a) will not 
apply if the Province Infringement Claim arises out of, relates to, or is caused by a 
Modification to the SP Affiliate Bespoke Software, SP Affiliate Commercial Software, 
SP Leveraged Software, SP Licensed Software and SP Proprietary Software or the 
Service Provider Confidential Information made by the Province unless: (i) the 
Modification was made as a result of an express written direction of the Service Provider, 
and (ii) the Province Infringement Claim would not have occurred but for the Province's 
compliance with that direction; 

(b) a Modification made by the Service Provider to the Province Intellectual Property, 
Province Licensed Software, Province Proprietary Software or Province Confidential 
Information that was not expressly authorized in writing by the Province; or 

(c) the use by the Province of any Third Party Intellectual Property provided to the Province 
by the Service Provider or third parties engaged by the Service Provider, provided that 
this subsection 4(c) will not apply if the Province Infringement Claim arises out of, relates 
to, or is caused by a Modification to the Third Party Intellectual Property made by the 
Province unless: (i) the Modification was made as a result of an express written direction 
of the Service Provider, and (ii) the Province Infringement Claim would not have 
occurred but for the Province's compliance with that direction. 

Without limiting or otherWise restricting the Province's liability and obligations to the Service Provider 
Indemnified Parties in respect of the foregoing, if the Service Provider's use of any Intellectual Property 
provided or otherwise made available by the Province to the Service Provider pursuant to this Agreement 
is found to be infringing the Intellectual Property Rights of a third party or, in the Province's reasonable 
judgment is likely to be found to be infringing, then the Province may (at its option and expense), either 
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procure for the Service Provider the right to continue using such Intellectual Property, or replace or 
modify such Intellectual Property to make its continued use non-infringing while providing substantially 
the same functionality. The obligations of the Province under this Section 4 are in addition to the 
obligations of the Province under Article 19 (Intellectual Property and Proprietary Rights) of the 
Agreement. 
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LIMITATION ON LIABILITY 

(Section 25.5) 
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SCHEDULE32 

PERFORMANCE GUARANTEE 

(Section 25.6) 

PERFORMANCE GUARANTEE 

This Guarantee is executed as of by EDS CANADA INC .. ("EDS Canada"), a 
corporation continued under the laws of Canada with an office at 33 Yonge Street, Suite 500, Toronto, 
Ontario MSE 1G4, for the benefit of HER MAJESTY THE QUEEN IN RIGHT OF THE 
PROVINCE OF BRITISH COLUMBIA (the "Province"), as represented by the Minister of Labour 
and Citizens' Services. 

WHEREAS, EDS Advanced Solutions Inc. ("EDS Subsidiary"), a British Columbia corporation with a 
place of business at Vancouver Island Technology Park, 2200-4464 Markham Road, Victoria, British 
Columbia, V8Z 7X8, and the Province concurrently herewith have executed a certain Master Services 
Agreement (the "Agreement") dated as of (terms capitalized in this Guarantee but 
not defined in this Guarantee shall have the meanings given to them in the Agreement); and 

WHEREAS, as a condition to entering into the Agreement, the Province has required that EDS Canada 
deliver this written Guarantee of the obligations of EDS Subsidiary set forth in the Agreement and the 
Transaction Documents; and 

NOW THEREFORE EDS Canada makes this Guarantee knowing that the Province shall rely on this 
Guarantee in entering into the STMS Agreements (defined below). EDS Canada conclusively 
acknowledges that reliance by the Province on this Guarantee is in every respect justifiable and that it 
received adequate and fair and valuable consideration for this Guarantee, the receipt and adequacy of 
which are hereby acknowledged. Subject to the terms and conditions hereof, EDS Canada hereby agrees 
as follows: 

1. GUARANTEE 

1.1 Guaranteed Obligations. For purposes of this Guarantee, "Guaranteed Obligations" 
means the performance obligations, debts and liabilities of EDS Subsidiary, of any kind and in each case 
arising under, pursuant to, or in connection with the Agreement or any of the other Transaction 
Documents (collectively, the "STMS Agreements"). 

1.2 Performance Guarantee. EDS Canada hereby absolutely, unconditionally and 
irrevocably guarantees to the Province the due performance and fulfillment by EDS Subsidiary of the 
Guaranteed Obligations, all in accordance with and subject to the terms and conditions of this Guarantee. 
If EDS Subsidiary defaults in any material respect in the performance of any of the Guaranteed 
Obligations (other than for reasons which result in EDS Subsidiary being excused from performing such 
obligations), and fails to cure such default prior to the expiration of any applicable notice or cure period, 
then within a reasonable period of time following EDS Canada's receipt of written notice from the 
Province of EDS Subsidiary's default, EDS Canada shall cause the Guaranteed Obligations to be 
performed, fulfilled or otherwise satisfied in accordance with the terms and conditions of the STMS 
Agreements and in so doing, EDS Canada shall comply with the terms of the STMS Agreements, 
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including Article 16 of the Agreement, as though EDS Canada were the named party therein in the place 
ofEDS Subsidiary, and at no cost to the Province other than as provided in the STMS Agreements. 

2. CONTINUING NATURE OF GUARANTEE 

2.1 Continuing and Irrevocable. This Guarantee shall be continuing and irrevocable until 
the earlier to occur of: (i) satisfaction of the Guaranteed Obligations; and (ii) termination of the 
Agreement other that as a result of a default by EDS Subsidiary. 

2.2 Limitation of Liability. The liability of EDS Canada under this Guarantee, including 
any liability of EDS Canada in connection with the STMS Agreements, shall be coextensive with, but not 
in excess of, the liability of EDS Subsidiary to the Province under the STMS Agreements, and EDS 
Canada shall be entitled to the benefit of and may assert all rights, defenses, counterclaims, and other 
protections to which EDS Subsidiary may be entitled with respect to any such liability, including without 
limitation, all provisions of the STMS Agreements relating to the limitation of liability, limitation periods 
with respect to Claims under the STMS Agreements and the resolution of disputes. In no event shall the 
aggregate liability of EDS Canada, any other Affiliate of EDS Canada who may have provided a 
guarantee of EDS Subsidiary's obligations and EDS Subsidiary under this Guarantee, any other such 
guarantee and the STMS Agreements exceed the liability of EDS Subsidiary under the STMS 
Agreements. Notwithstanding the foregoing, EDS Canada shall not be entitled to the benefit of the 
defenses, counterclaims and protections described in Section 2.3 below except to the extent that such 
defenses, counterclaims and protections are available to EDS Subsidiary. 

2.3 No Release. The liability of EDS Canada under this Guarantee shall not be released, 
reduced, impaired or affected by or as a result of any matter or thing whatsoever that would otherwise 
release or discharge a guarantor or limit its obligations (except as set forth in Section 2.2 above), 
including any of the following: 

(a) any withdrawal of any demand (including the commencement and continuance of any 
legal proceedings) by the Province for performance by EDS Canada of any Guaranteed 
Obligations under this Guarantee; 

(b) if, whether or not with EDS Canada's knowledge, the Province grants extensions of time, 
renewals, indulgences, amendments, modifications, waivers, releases, discharges, makes 
any compromise or transaction or arrangement, or otherwise deals with any of the 
Guaranteed Obligations, the STMS Agreements, EDS Subsidiary, or with any security, 
guarantee or similar assurance held by it; 

(c) any compromise by the Province of any of the Guaranteed Obligations or any other 
guarantee in respect thereof; 

(d) the voluntary or involuntary liquidation, dissolution, consolidation or merger (or the sale 
or other disposition of all or part of the assets) of EDS Canada or EDS Subsidiary or any 
of their respective Affiliates; 

(e) insolvency, bankruptcy, receivership, assignment for the benefit of creditors or 
reorganization, arrangement, composition or readjustment of debt, or other similar 
proceeding affecting EDS Canada, EDS Subsidiary or any of their respective Affiliates, 
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(f) 

3. 

or any similar proceedings instituted by or against EDS Canada, EDS Subsidiary or the 
assets of either of them; or 

the failure of the Province or any other party to take, protect or preserve any rights, 
security, guarantee or similar assurance of EDS Subsidiary or any other Affiliate of EDS 
Subsidiary (other than the rights and security of EDS Subsidiary and its Affiliates 
referred to in Schedule 23 of the Agreement, if any), whether or not caused or resulting 
from any act or omission of the Province or any person acting for the Province or for 
whom the Province may be responsible. 

PROCEEDINGS UNDER GUARANTEE 

3.1 Proceeding Against EDS Canada. The Province shall not proceed against EDS Canada 
in respect of the Guaranteed Obligations until EDS Subsidiary shall have defaulted in a material respect in 
the performance of such Guaranteed Obligations (other than for reasons which result in EDS Subsidiary 
being excused from performing such obligations), and shall have failed to cure such default prior to the 
expiration of any applicable notice or cure period. The Province shall provide EDS Canada with a copy of 
any notice of default delivered by the Province to EDS Subsidiary at the same time as such notice of 
default is delivered by the Province to EDS Subsidiary. Any failure by the Province to pursue rights or 
remedies against any guarantor shall not relieve EDS Canada from its obligations under this Guarantee. 

3.2 Reinstatement. This Guarantee shall be reinstated if at any time any amounts received 
on account of any Guaranteed Obligations must be returned by the Province upon the insolvency, 
bankruptcy, dissolution, liquidation or reorganization of the EDS Canada, EDS Subsidiary or any of their 
respective Affiliates. 

3.3 Set Off. Any amounts owed to EDS Subsidiary by the Province under the Agreement or 
the Transaction Documents or otherwise in respect of the Services, but excluding any amounts under 
Dispute, may be set-off by EDS Canada against the Guaranteed Obligations. 

4. REPRESENTATIONS, WARRANTIES AND OTHER COVENANTS 

4.1 Representations. EDS Canada represents and warrants as follows to the Province, as of 
the date of this Guarantee, and acknowledges and agrees that the Province is relying on such 
representations and warranties and is entitled to do so in entering into this Guarantee and the STMS 
Agreements: 

(a) EDS Canada is a company duly continued and validly existing under the laws of Canada 
and is in good standing with respect to the filing of annual returns thereunder, and EDS 
Canada is an Affiliate of Hewlett-Packard Company, a Delaware corporation; 

(b) EDS Canada has all necessary power, capacity and legal authority to enter into, execute 
and deliver this Guarantee and to perform its obligations hereunder, and this Guarantee 
has been duly executed and delivered by EDS Canada, and constitutes a legal, valid and 
binding obligation of EDS Canada enforceable against EDS Canada in accordance with 
its terms, subject to applicable bankruptcy, insolvency and other laws of general 
application limiting the enforceability of creditors' rights, and to the fact that specific 
performance and injunctive relief are equitable remedies available only in the discretion 
of the court; 
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(c) neither the execution and delivery of this Guarantee, nor the compliance with the terms of 
this Guarantee by EDS Canada: 

(i) has resulted or will result in a violation of any Applicable Laws; 

(ii) has resulted or will result in a breach of, or constitute a default under, EDS 
Canada's constating documents, any shareholders' agreement to which it is a 
party or any shareholder or directors' resolutions, which would have a material 
adverse effect on EDS Canada's ability to perform its obligations under this 
Guarantee, or 

(iii) has resulted or will result in a breach of, or constitute a default under any 
instrument or agreement to which EDS Canada is a party or by which EDS 
Canada is bound, which breach or default would have a material adverse effect 
on EDS Canada's ability to perform its obligations under this Guarantee. 

4.2 Taxes. Any and all payments by EDS Canada to the Province under this Guarantee shall 
be made free and clear of and without deduction for any and all present or future taxes, levies, imposts, 
deductions, charges or withholdings, and all liabilities with respect thereto, excluding those that shall be 
adjusted for in accordance with this Section. If EDS Canada shall be required by law to deduct any such 
amounts from or in respect of any sum payable to the Province under this Guarantee, then: 

5. 

(a) 

(b) 

(c) 

the sum payable shall be increased as may be necessary so that after making all required 
deductions (including deductions applicable to additional sums payable under this 
Section) the Province will receive an amount equal to the sum it would have received had 
no such deductions been made; 

EDS Canada shall make such deductions; and 

EDS Canada shall pay the full amount deducted to the relevant Governmental Authority 
in accordance with Applicable Laws. 

MISCELLANEOUS 

5.1 STMS Agreements. EDS Canada acknowledges receipt of a copy of the STMS 
Agreements. EDS Canada expressly agrees that: (i) the Province is not required to provide EDS Canada 
with, and EDS Canada hereby waives any right to receive from the Province, copies of any amendments 
to the STMS Agreements; and (ii) the obligations of EDS Canada to the Province under this Guarantee 
shall in no way be affected, diminished or otherwise limited as a result of any amendments made by EDS 
Subsidiary and the Province to the STMS Agreements. 

5.2 Enurement and Assignment. This Guarantee is for the benefit of the Province and its 
permitted successors and assigns. This Guarantee will be binding upon and enure to the benefit of the 
Parties and their respective successors and permitted assigns. EDS Canada may not assign its obligations 
under this Guarantee or any part thereof without the prior written consent of the Province. The Province 
may assign this Guarantee and its benefits and interest therein in conjunction with the assignment of the 
interest of the Province in, to and under the STMS Agreements in accordance with their terms. 

5.3 
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Notice. Wherever under this Guarantee EDS Canada or the Province is required or 
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permitted to give notice to, inform or advise the other, such notice shall be in writing and shall be 
delivered personally or sent by nationally recognized express courier. Any such notice shall be deemed 
given when actually received and shall be addressed as follows: 

To the Province: 

The Province of British Columbia 
West 334 E 4000 Seymour Place 
Victoria, British Columbia 
V8W9Vl 

Attn: Executive Director, Enterprise Hosting Solutions, Workplace Technology Services 

To EDS Canada: 

EDS Canada Inc. 
33 Yonge St. 
Suite 500 
Toronto, Ontario 
M5E IG4 

Attn: General Counsel 

EDS Canada or the Province may change its address for notices upon giving prior written notice of the 
change to the other in the manner provided above. 

5.4 Amendments. No modification, amendment or waiver of any of the provisions of this 
Guarantee shall be binding upon the Province unless expressly set forth in a writing signed on behalf of 
the Province, and then shall be effective only in the specific instance and for the purpose for which given. 

5.5 Waiver. The observance of any term of this Guarantee may be waived by the Province, 
but such waiver shall be effective only if it is in writing and signed by the Province. No delay or 
omission on the part of the Province in exercising any right or privilege under this Guarantee shall operate 
as a waiver thereof, nor shall any waiver on the part of the Province of any right or privilege under this 
Guarantee operate as a waiver of any other right or privilege under this Guarantee nor shall any single or 
partial exercise of any right or privilege preclude any other or further exercise thereof or the exercise of 
any other right or privilege under this Guarantee. A waiver by the Province of any right or remedy on any 
occasion shall not be construed as a bar to any right or remedy that the Province would otherwise have on 
any future occasion. 

5.6 Further Assurances. EDS Canada will, from time to time, execute and deliver all such 
further documents and instruments and do all such further acts and things as the Province may reasonably 
require to cany out or better evidence or perfect the full intent and meaning of this Guarantee. 

5.7 Costs. In the event of any legal proceedings related to this Guarantee, the prevailing 
party shall be entitled to recover from the non-prevailing party reasonable legal fees and costs. 

5.8 Disputes. Any dispute relating to this Guarantee shall be resolved in accordance with the 
dispute resolution procedures contained in the Agreement. 
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5.9 Governing Law. This Guarantee shall be governed by and construed in accordance with 
the laws, other than choice of law rules, of the Province of British Columbia and, to the extent applicable, 
the federal laws of Canada. The Parties hereby irrevocably submit to the exclusive jurisdiction of the 
courts of the Province of British Columbia and agree that any action which may be brought in connection 
with this Guarantee shall be brought in the Province ofBritish Columbia. 

5.10 Language. The parties have agreed that this Guarantee and all documents related thereto 
will be drafted in the English language. Les parties aux presentes ont convenu que cette convention et 
tous 1 es documents qui s'y rapportent soient rediges en langue anglaise. 

5.11 Counterparts. This Guarantee may be executed in two or more counterparts, each of 
which shall be deemed an original, but all of which together shall constitute one agreement binding on all 
the Parties, notwithstanding that all the Parties are not signatories to the original or same counterpart. 

IN WI1NESS WHEREOF, EDS Canada has caused this Guarantee to be executed and delivered by its 
duly authorized representative, as of the date and year first set forth above. 

EDS CANADA INC. 

By: ------~-----------------

Name: ---------------------------

Title: ---------------
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SCHEDULE33 

CORPORATE GUARANTEE 

(Section 25. 7) 

CORPORATE GUARANTEE 

This Guarantee is executed as of , by HEWLETT -PACKARD COMPANY ("HP"), a 
corporation incorporated under the laws of Delaware with an office at , for the 
benefit of HER MAJESTY THE QUEEN IN RIGHT OF THE PROVINCE OF BRITISH 
COLUMBIA (the "Province"), as represented by the Minister of Labour and Citizens' Services. 

WHEREAS, EDS Advanced Solutions Inc. ("EDS Subsidiary"), a British Columbia corporation with a 
place of business at Vancouver Island Technology Park, 2200-4464 Markham Road, Victoria, British 
Columbia, V8Z 7X8 and the Province concurrently herewith have executed a certain Master Services 
Agreement (the "Agreement") dated as of (terms capitalized in this Guarantee but 
not defined in this Guarantee shall have the meanings given to them in the Agreement); and 

WHEREAS, as a condition to entering into the Agreement, the Province has required that HP deliver this 
written Guarantee of certain obligations of EDS Subsidiary set forth in the Agreement and the 
Transaction Documents; and 

NOW THEREFORE HP makes this Guarantee knowing that the Province shall rely on this Guarantee in 
entering into the STMS Agreements (defined below). HP conclusively acknowledges that reliance by the 
Province on this Guarantee is in every respect justifiable and that it received adequate and fair and 
valuable consideration for this Guarantee, the receipt and adequacy of which are hereby acknowledged. 
Subject to the terms and conditions hereof, HP hereby agrees as follows: 

1. GUARANTEE AND UNDERTAKING 

1.1 Guaranteed Obligations. For purposes of this Guarantee, "Guaranteed Obligations" 
means the payment of all debts and liabilities of EDS Subsidiary to the Province arising from EDS 
Subsidiary's performance of, or failure to perform, its obligations under, pursuant to, or in connection 
with the Agreement or any ofthe other Transaction Documents (collectively, the "STMS Agreements"). 

1.2 Guarantee.· HP hereby absolutely, unconditionally and irrevocably guarantees to the 
Province the performance by EDS Subsidiary of the Guaranteed Obligations of EDS Subsidiary, all in 
accordance with and subject to the terms and conditions of this Guarantee. If EDS Subsidiary defaults in 
any material respect in the performance of any of the Guaranteed Obligations (other than for reasons 
which result in EDS Subsidiary being excused from performing such obligations), and fails to cure such 
default prior to the expiration of any applicable notice or cure period, then within a reasonable period of 
time following HP's receipt of written notice from the Province of EDS Subsidiary's default, HP shall 
cause to be performed the Guaranteed Obligations in accordance with the terms and conditions of the 
STMS Agreements, and at no cost to the Province other than as provided in the STMS Agreements. 
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2. CONTINUING NATURE OF GUARANTEE 

2.1 Continuing and Irrevocable. This Guarantee shall be continuing and irrevocable until 
all of the Guaranteed Obligations have been fulfilled or otherwise satisfied, at which time this Guarantee 
shall automatically terminate and expire. 

2.2 Limitation of Liability. The liability of HP under this Guarantee shall be coextensive 
with, but not in excess of, the liability-of EDS Subsidiary to the Province under the STMS Agreements, 
and HP shall be entitled to the benefit of and may assert all rights, defenses, counterclaims, and other 
protections to which EDS Subsidiary may be entitled with respect to any such liability, including without 
limitation, all provisions of the STMS Agreements relating to the limitation of liability, limitation periods 
with respect to Claims under the STMS Agreements and the resolution of disputes. In no event shall the 
aggregate liability of HP, any other Affiliate of EDS Subsidiary who may have provided a guarantee of 
EDS Subsidiary's obligations and EDS Subsidiary under this Guarantee, any other such guarantee and the 
STMS Agreements exceed the liability of EDS Subsidiary under the STMS Agreements. 
Notwithstanding the foregoing, HP shall not be entitled to the benefit of the defenses, counterclaims and 
protections described in Section 2.3 below except to the extent that such defenses, counterclaims and 
protections are available to EDS Subsidiary. 

2.3 No Release. The liability of HP under this Guarantee shall not be released, reduced, 
impaired or affected by or as a result of any matter or thing whatsoever that would otherwise release or 
discharge a guarantor or limit its obligations (except as set forth in Section 2.2 above), including any of 
the following: 

(a) 

(b) 

(c) 

(d) 

(e) 

(f) 

50652125.2 

any withdrawal of any demand (including the commencement and continuance of any 
legal proceedings) by the Province for performance by HP of any Guaranteed Obligations 
under this Guarantee; 

if, whether or not with HP's knowledge, the Province grants extensions of time, renewals, 
indulgences, amendments, modifications, waivers, releases, discharges, makes any 
compromise or transaction or arrangement, or otherwise deals with any of the Guaranteed 
Obligations, the STMS Agreements, EDS Subsidiary, or with any security, guarantee or 
similar assurance held by it; 

any compromise by the Province of any of the Guaranteed Obligations or any other 
guarantee in respect thereof; 

the voluntary or involuntary liquidation, dissolution, consolidation or merger (or the sale 
or other disposition of all or part of the assets) of HP or EDS Subsidiary or any of their 
respective Affiliates; 

insolvency, bankruptcy, receivership, assignment for the benefit of creditors or 
reorganization, arrangement, composition or readjustment of debt, or other similar 
proceeding affecting HP, EDS Subsidiary or any of their respective Affiliates, or any 
similar proceedings instituted by or against HP, EDS Subsidiary or the assets of either of 
them; or 

the failure of the Province or any other party to take, protect or preserve any rights, 
security, guarantee or similar assurance of EDS Subsidiary or any other Affiliate of EDS 
Subsidiary (other than the rights and security of EDS Subsidiary and its Affiliates 
referred to in Schedule 23 of the Agreement, if any), whether or not caused or resulting 
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3. 

from any act or omission of the Province or any person acting for the Province or for 
whom the Province may be responsible. 

PROCEEDINGS UNDER GUARANTEE 

3.1 Proceeding Against HP. The Province shall not proceed against HP in respect of the 
Guaranteed Obligations until EDS Subsidiary shall have defaulted in a material respect in the 
performance of such Guaranteed Obligations (other than for reasons which result in EDS Subsidiary 
being excused from performing such obligations), and shall have failed to cure such default prior to the 
expiration of any applicable notice or cure period. The Province shall provide HP with a copy of any 
notice of default delivered by the Province to EDS Subsidiary at the same time as such notice of default is 
delivered by the Province to EDS Subsidiary. Any failure by the Province to pursue rights or remedies 
against any other guarantor shall not relieve HP from its obligations under this Guarantee. 

3.2 Reinstatement. This Guarantee shall be reinstated if at any time any amounts paid on 
account of any Guaranteed Obligations must be returned by the Province upon the insolvency, 
bankruptcy, dissolution, liquidation or reorganization of the HP, EDS Subsidiary or any of their 
respective Affiliates. 

3.3 Set Off. Any amounts owed to EDS Subsidiary by the Province under the Agreement or 
the Transaction Documents or otherwise in respect of the Services, but excluding any amounts under 
Dispute may be set-off by HP against the Guaranteed Obligations. 

4. REPRESENTATIONS, WARRANTIES AND OTHER COVENANTS 

4.1 Representations. HP represents and warrants as follows to the Province, as of the date 
of this Guarantee, and acknowledges and agrees that the Province is relying on such representations and 
warranties and is entitled to do so in entering into this Guarantee and the STMS Agreements: 

(a) HP is a company duly incorporated and validly existing under the laws of Delaware and 
is in good standing under such laws; 

(b) HP has all necessary power, capacity and legal authority to enter into, execute and deliver 
this Guarantee and to perform its obligations hereunder, and this Guarantee has been duly 
executed and delivered by HP, and constitutes a legal, valid and binding obligation ofHP 
enforceable against HP in accordance with its terms, subject to applicable bankruptcy, 
insolvency and other laws of general application limiting the enforceability of creditors' 
rights, and to the fact that specific performance and injunctive relief are equitable 
remedies available only in the discretion of the court; 

(c) neither the execution and delivery of this Guarantee, nor the compliance with the terms of 
this Guarantee by HP: 

50652125.2 

(i) 

(ii) 

has resulted or will result in a violation of any applicable laws; 

has resulted or will result in a breach of, or constitute a default under, HP's 
constating documents, any shareholders' agreement to which it is a party or any 
shareholder or directors' resolutions, which would have a material adverse effect 
on HP's ability to perform its obligations under this Guarantee, or 

-3-
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(iii) has resulted or will result in a material breach of, or constitute a material default 
under any instrument or agreement to which HP is a party or by which HP is 
bound, which breach or default would have a material adverse effect on HP's 
ability to perform its obligations under this Guarantee. 

4.2 Taxes. Any and all payments by HP to the Province under this Guarantee shall be made 
free and clear of and without deduction for any and all present or future taxes, levies, imposts, deductions, 
charges or withholdings, and all liabilities with respect thereto, excluding those that shall be adjusted for 
in accordance with this Section. If HP shall be required by law to deduct any such amounts from or in 
respect of any sum payable to the Province under this Guarantee, then: 

5. 

(a) 

(b) 

(c) 

the sum payable shall be increased as may be necessary so that after making all required 
deductions (including deductions applicable to additional sums payable under this 
Section) the Province will receive an amount equal to the sum it would have received had 
no such deductions been made; 

HP shall make such deductions; and 

HP shall pay the full amount deducted to the relevant Governmental Authority m 
accordance with Applicable Laws. 

MISCELLANEOUS 

5.1 STMS Agreements. HP acknowledges that it is aware of the obligations of EDS 
Subsidiary under the STMS Agreements. HP expressly agrees that: (i) the Province is not required to 
provide HP with, and HP hereby waives any right to receive from the Province, copies of the STMS 
Agreements or any amendments to the STMS Agreements; and (ii) the obligations of HP to the Province 
under this Guarantee shall in no way be affected, diminished or otherwise limited as a result of any 
amendments made by EDS Subsidiary and the Province to the STMS Agreements. 

5.2 Enurement and Assignment. This Guarantee is for the benefit of the Province and its 
permitted successors and assigns. This Guarantee will be binding upon and enure to the benefit of the 
Parties and their respective successors and permitted assigns. HP may not assign its obligations under 
this Guarantee or any part thereof without the prior written consent of the Province. The Province may 
assign this Guarantee and its benefits and interest therein in conjunction with the assignment of the 
interest of the Province in, to and under the STMS Agreements in accordance with their terms. 

5.3 Notice. Wherever under this Guarantee HP or the Province is required or permitted to 
give notice to, inform or advise the other, such notice shall be in writing and shall be delivered personally 
or sent by nationally recognized express courier. Any such notice shall be deemed given when actually 
received and shall be addressed as follows: 

50652125.2 

To the Province: 

The Province of British Columbia 
West 334 E 4000 Seymour Place 
Victoria, British Columbia 
V8W9Vl 

Attn: Executive Director, Enterprise Hosting Solutions, Workplace Technology Services 

-4-
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ToHP: 

Hewlett-Packard Company 
3000 Hanover Street 
Palo Alto, California 
94304 

Attn: 

HP or the Province may change its address for notices upon giving prior written notice of the change to 
the other in the manner provided above. 

5.4 Amendments. No modification, amendment or waiver of any of the provisions of this 
Guarantee shall be binding upon the Province unless expressly set forth in a writing signed on behalf of 
the Province, and then shall be effective only in the specific instance and for the purpose for which given. 

5.5 Waiver. The observance of any term of this Guarantee may be waived by the Province, 
but such waiver shall be effective only if it is in writing and signed by the Province. No delay or 
omission on the part of the Province in exercising any right or privilege under this Guarantee shall operate 
as a waiver thereof, nor shall any waiver on the part of the Province of any right or privilege under this 
Guarantee operate as a waiver of any other right or privilege under this Guarantee nor shall any single or 
partial exercise of any right or privilege preclude any other or further exercise thereof or the exercise of 
any other right or privilege under this Guarantee. A waiver by the Province of any right or remedy on any 
occasion shall not be construed as a bar to any right or remedy that the Province would otherwise have on 
any future occasion. 

5.6 Further Assurances. HP will, from time to time, execute and deliver all such further 
documents and instruments and do all such further acts and things as the Province may reasonably require 
to carry out or better evidence or perfect the full intent and meaning of this Guarantee. 

5.7 Costs. In the event of any legal proceedings related to this Guarantee, the prevailing 
party shall be entitled to recover from the non-prevailing party reasonable legal fees and costs. 

5.8 Disputes. Any dispute relating to this Guarantee shall be resolved in accordance with the 
dispute resolution procedures contained in the Agreement. 

5.9 Governing Law. This Guarantee shall be governed by and construed in accordance with 
the laws, other than choice of law rules, of the Province of British Columbia and, to the extent applicable, 
the federal laws of Canada. The Parties hereby irrevocably submit to the exclusive jurisdiction of the 
courts of the Province of British Columbia and agree that any action which may be brought in cormection 
with this Guarantee shall be brought in the Province of British Columbia. 

5.10 Language. The parties have agreed that this Guarantee and all documents related thereto 
will be drafted in the English language. Les parties aux presentes ont convenu que cette convention et 
tous les documents qui s'y rapportent soient rediges en langue anglaise. 

5.11 Counterparts. This Guarantee may be executed in two or more counterparts, each of 
which shall be deemed an original, but all of which together shall constitute one agreement binding on all 
the Parties, notwithstanding that all the Parties are not signatories to the original or same counterpart. 

IN WITNESS WHEREOF, HP has caused this Guarantee to be executed and delivered by its duly 
authorized representative, as of the date and year first set forth above. 
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HEWLETT-PACKARD COMPANY 

By: ------------------------
Name: -----------------------

Title: ------------------------

-6-
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SCHEDULE34 

INSURANCE 

(Article 26) 

1. Commercial General Liability. Commercial general liability insurance protecting against 
damage from personal injury (including death) and from claims for property damage that may arise out of 
the operations of the Service Provider and its employees under this Agreement. Such insurance shall be 
for an amount of not less than ten million dollars ($10,000,000) inclusive for any one occurrence and may 
be provided by way of a combination of policies including primary policies, umbrella or excess policies. 
Such policy or policies shall be on an occurrence basis and shall provide coverage for bodily injury and 
property damage, non-owned automobile liability, personal injury liability, employer's liability, blanket 
contractual liability coverage, broad form property damage coverage and coverage for products and 
completed operations. The policy shall contain a cross-liability clause, and shall name the Province as an 
additional insured. 

2. Errors & Omissions Liability. The Services Provider shall maintain errors and omissions 
liability insurance covering liability for claims arising out of an error, omission by the Service Provider in 
the performance or provision of the Services in an amount per occurrence and in the aggregate of not less 
tha 

50632359.1 Page 1698 
CTZ-2013-00110



t ·., 

~ BRITISH 
.... COLUMBIA 

The Best Place on Eanh 

PROVINCE'S CONTACT PERSON 
NAM!; 

MAILING ADDRESS 

CONTRACTOR NAME 

CONTRACTOR ADDRESS 

CERTIFICATE 
OF INSURANCE 

TITLE 

Freedom of Information and Protection of Privacy Act 
The personal Information requested on this form Is collected under the 
authority of and used for the purpose of administering the Rnanclal 
Administration Act. Questtonsabout the collection and use of this Information 
can be directed to the Director, Client Services, Core Government and Crowns 
at 250 356·8915, PO Box 9405 Stn Prov Govt, VIctoria BC V6W 9V1. 
Please refer all other questions to the contact named In Part 1. 

AGREEMENT IDENTIFICATION NO. 

PHONE NO. FAX NO. 

POSTAL CODE 

I POSTALCODE 

Part 2 ... To be completed by Insurance Agent or Broker 
NAME 

INSURED 
ADDRESS' I POSTAL CODE 

PROVIDE DETAILS 

OPERATIONS 
INSURED 

TYPE OF 
COMPANY NAME, POLICY NO. EXPIRY DATE LIMIT OF 

INSURANCE 
(List each separately) AND BRIEF DESCRIPTION YYYY I MM I DD LIABILITY/AMOUNT 

This certificate certifies that policies of Insurance described herein are in full force and effective as of the date of this 
certificate and comply with the insurance requirements of the Agreement Identified above, except as follows: 
AGENT OR BROKER COMMENTS 

AGENT OR BROKER ADDRESS - lnc/udfl postal cod& PHONE NO. 

SIGNED BY THE AGENT OR BROKER ON BEHALF OF THE ABOVE INSURER($) DATE SIGNED 
YYYY MM DO 

X 
FIN173/WE8 Rev.2008/S/27 www.fln.gov.bc.ca/PT/rmb/forms.shtml 
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NIL 
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SCHEDULE36 

MATERIAL BREACH 

(Section 28.1) 
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SCHEDULE37 
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SCHEDULE38 

TERMINATION FEES 

1. The purpose of this Schedule 38 (Termination Fees) is to set forth the Parties agreement 
with respect to the allocation of specific costs of the Parties under the following 
circumstances: 
(a) the expiry of the Agreement ("Column 3" of the Termination Fees Allocation Matrix 

below); 

(b) termination of the Agreement by the Service Provider for Province Material Breach 
("Column 4" of the Termination Fees Allocation Matrix below); 

(c) termination of the Agreement by the Province for convenience (Column 4 of the 
Termination Fees Allocation Matrix below); and 

(d) termination of the Agreement by the Province for the Service Provider Material 
Breach ("Column 5" of the Termination Fees Allocation Matrix below). 

2. The Termination Fees Matrix summarizes the costs payable by each Party in the event of: 
(a) early termination ofthe Agreement, depending upon the circumstances of such 
termination; or (b) expiry of the Agreement. The Parties hereby agree to adopt and adhere 
to the following principles in connection with the Termination Fees Allocation Matrix: 
(a) the cost categories in each of the rows under "Column 2" of the Termination Fee 

Allocation Matrix are (1) calculated as the aggregate amount applicable to all SOWs in 
effect under the Agreement at the time of expiry or earlier termination of the 
Agreement; and (2) are without duplication, taking into account the costs addressed in 
any BPS Services Agreement in effect at the time of expiry or early termination; 

(b) in accordance with the Agreement and upon the expiry or earlier termination of the 
Agreement, the Parties will use commercially reasonable efforts to work cooperatively 
to mitigate the costs incurred by each Party as a result of such expiry or earlier 
termination; 

(c) unless the Parties agree otherwise and subject to Article 19 (Intellectual Property and 
Proprietary Rights) and Schedule 43 (Software Responsibility Table), any third party 
contracts (including, without limitation, software license agreements, software 
maintenance agreements, lease agreements · and any other agreements with third 
parties) entered into by the Service Provider in connection with the provision of the 
Services by the Service Provider to the Province will include the right to assign or 
otherwise transfer such third party contracts to the Province or its Alternate Service 
Provider at no cost other than commercially reasonable assignment or transfer 
administrative fees 
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(d) upon early termination or expiry of the Agreement, for each of the cost categories in 
each of the rows under "Column 2" ofthe Termination Fees Allocation Matrix, each 
Party, as the case may be, will provide documentary evidence of the costs that are to 
be paid by the other Party (as applicable); 

(e) where the Province is entitled or obligated under the Termination Fees Allocation 
Matrix to take assignment of contracts or to acquire certain assets or employees, the 
Province may assign such entitlements or obligations to its Alternate Service Provider 

(t) in the event that the Service Provider enters into other BPS Services Agreements with 
Broader Public Sector entities after the Effective Date, this Schedule will be updated to 
address the Relocation Costs of the Broader Public Sector entities in the case of a 
termination for convenience by the Province. The Parties will add a new row into the 
cost category 11.0 (Broader Public Sector Relocation Costs).; and 

(g) in the event that a BPS Customer terminates its BPS Services Agreement for Service 
Provider Material Breach, or for convenience , or if the Service Provider terminated 
the BPS Services Agreement for BPS Customer Default, the Parties will reduce the 
Province VA Commitment, as more particularly described in Appendix E. 
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1.2 

Termination Fee Allocation Matrix 

Other transformation investments 
and financing costs (the 
transformation investment is not 
duplicative of the transformation 
financing costs associated with the 
Transformation Projects in row 1.1) 
(See Appendix A) 

50653538.2 

N/A 

- 3-

Province will pay the Service Provider 
the transformation costs, including the 
transformation financing costs, 
incurred to date by the Service 
Provider up to the termination date. 

For the month in which the early 
termination occurs, the Province shall 
pay the Service Provider the amount 
set forth in Appendix A for the month 
in which termination occurs if such 
monthly amount is greater than zero. 

If such monthly amount is less than 
zero, the Service Provider shall pay the 
Province such amount as set forth in 

A. 

The Province will pay the Service 
Provider any unpaid fees, including the 
transformation fmancing costs incurred to 
date, for the transformation deliverables 
completed up to the termination date. All 
other costs shall be the responsibility of 
the Service Provider. 
For the month in which the early 
termination occurs, the Province shall pay 
the Service Provider the amount set forth 
in Appendix A for the month in which 
termination occurs if such monthly 
amount is greater than zero. 

If such monthly amount is less than zero, 
the Service Provider shall pay the 
Province such amount as set forth in 

. A. 
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2.1 Dedicated hardware part of third 
party financing by Service Provider 

"Dedicated Hardware" means any 
hardware that is used by the Service 
Provider 50% or more for the 
purpose of performing the Services 
under the Agreement. 

50653538.2 

Province's option to: 
(i) take assignment of 
lease and continue to 
make lease payments 
to the third party 
financier; or (ii) 
acquire the Dedicated 
Hardware by paying 
the Service Provider 
the present value of 
the remaining 
payments using a 5% 
discount rate. 

Province is responsible 
for Service Provider's 
costs associated with 
the Dedicated 
Hardware 
Redeployment and 
Transfer Costs, at the 
Standard Time and 
Materials Rates as set 
forth in Schedule 23 
(Fees). 

- 5-

Province will acquire the Dedicated 
Hardware by paying the Service 
Provider the present value of the 
remaining payments using a 5% 
discount rate. 

Province is responsible for Service 
Provider's costs associated with the 
Dedicated Hardware Redeployment 
and Transfer Costs, at the Standard 
Time and Materials Rates as set forth 
in Schedule 23 (Fees). 

Province's option to: (i) take assignment 
of lease and continue to make lease 
payments to the third party financier; or 
(ii) acquire the Dedicated Hardware by 
paying the Service Provider the present 
value of the remaining payments using a 
5% discount rate; or (iii) costs of the 
Dedicated Hardware remains the Service 
Provider's responsibility. 

If Province exercises the option to acquire 
Dedicated Hardware under (i) or (ii) 
above, then the Service Provider is 
responsible for costs associated with 
hardware Redeployment and Transfer 
Costs. 
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Province funded hardware, part of 
the Capital Payment ("Funded 
Hardware") 

50653538.2 

transfers to the 
Province free and clear 
of any Liens and 
subject to the 
provisions in Section 
15.5 (Right of Set-Off). 

Province is responsible 
for Service Provider's 
costs associated with 
hardware 
Redeployment Costs 
and Transfer Costs, at 
the Standard Time and 
Materials Rates as set 
forth in Schedule 23 
(Fees). 

-6-

Ownership of the Funded Hardware 
transfers to the Province free and clear 
of any Liens and subject to the 
provisions in Section 15.5 (Right of 
Set-Off). 

Province is responsible for Service 
Provider's hardware Redeployment 
Costs and Transfer Costs, at the 
Standard Time and Materials Rates as 
set forth in Schedule 23 (Fees). 

Ownership ofthe Funded Hardware 
transfers to the Province free and clear of 
any Liens and subject to the provisions in 
Section 15.5 (Right of Set-Off). 

Service Provider is responsible for 
hardware Redeployment Costs and 
Transfer Costs. 
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2.3 Dedicated hardware not part of third 
party financing by Service Provider 
or Province Funded Hardware 

50653538.2 

Province's option to 
acquire hardware by 
paying the Service 
Provider a negotiated 
price; otherwise 
Service Provider 
responsibility. 

If Province exercises 
option to acquire 
hardware then 
Province responsible 
for Service Provider's 
Redeployment Costs 
and Transfer Costs, at 
the Standard Time and 
Materials Rates as set 
forth in Schedule 
23(Fees). 

- 7-

) 

Province will acquire hardware by 
paying the Service Provider's net book 
value. 

Province is responsible for Service 
Provider's hardware Redeployment 
Costs and Transfer Costs, at the 
Standard Time and Materials Rates as 
set forth in Schedule 23 (Fees). 

Province's option to acquire hardware by 
paying the Service Provider a negotiated 
price; otherwise Service Provider 
responsibility. 

If Province exercises option to acquire 
hardware then the Service Provider is 
responsible for hardware Redeployment 
Costs and Transfer Costs. 
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4.1 

5.1 

Assets purchased by the Service 
Provider but not dedicated to the 
Province 

Software Costs 

Facilities excluding the STMS Data 
Centres 

50653538.2 

Service Provider 
responsibility. 

As per Article 19 
(Intellectual Property 
and Proprietary 
Rights) and Schedule 
43 (Software 
Responsibility Table). 

Service Provider 
responsibility. 

- 8-

Province pays the Service Provider: 
i) The asset net book value 

multiplied by the percentage of 
the asset used for delivering the 
Services; 

ii) The value of remaining lease 
payments multiplied by the 
percentage of the asset used for 
delivering the Services. 

The Service Provider retains 

As per Article 19 (Intellectual 
Property and Proprietary Rights) and 
Schedule 43 (Software Responsibility 
Table). 

Province pays the Service Provider: 
i) The remaining value of the lease 

payments; 
ii) The net book value of the leasehold 

improvements and furniture. 

Service Provider responsibility. 

As per Article 19 (Intellectual Property 
and Proprietary Rights) and Schedule 43 
(Software Responsibility Table). 

Service Provider responsibility. 
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6.1 

6.2 

Material Subcontractors excluding 
Data Centre Subcontractor 

Other third party contracts (other 
than software licenses and facilities) 

50653538.2 

Service Provider 
responsibility 

Province option to take 
an assignment of third 
party. 

If Province exercises 
option to take 
assignment of third 
party contract then the 
Province is responsible 
for assignment costs. 

- 9-

Service Provider as set forth in 
Appendix B and in accordance with 
the of C. 

Province option to take assignment of 
the subcontract. Province pays the 
cancellation and transfer costs per 
subcontract provided they are 
disclosed in writing to the Province at 
the time the subcontract was entered 
into the Service Provider. 
If Service Provider requires Province 
to take assignment of third party 
contracts then Province responsible for 
on-going costs 

If Service Provider requires Province 
to take assignment of third party 
contracts then the Province is 
responsible for assignment costs. 

Province option to take an assignment of 
the subcontract. 

Service Provider pays cancellation or 
transfer costs. 

Province option to take an assignment of 
third party contract and Province 
responsible for on-ongoing costs. 

If Province exercises option to take 
assignment of third party contract then 
the Province is responsible for assignment 
costs. 
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EDS Advanced Solutions and EDS 
Canada Employee Costs 

"Available Personnel" are 
employees spending 75% or greater 
of their work time on providing the 
Services. The 75% is based on the 
final 6 months before expiry or early 
termination of the Agreement, as 
applicable. 

50653538.2 

Province option to 
offer employment to 
Available Personnel. 
For Available 
Personnel who (i) do 
not receive an offer, or 
(ii) received an offer 
but get bumped under 
the Collective 
Agreement by more 
senior Available 
Personnel; the 
Province will 
reimburse Service 
Provider for the 
severance cost of the 
Available Personnel. 

The Service Provider 
will attempt to 
redeploy Available 
Personnel within EDS 
Canada or EDS 
Advanced Solutions as 
appropriate from a 
labour relations 

- 10-

Province option to offer employment 
to Available Personnel. For Available 
Personnel who (i) do not receive an 
offer, or (ii) received an offer but get 
bumped under the Collective 
Agreement by more senior Available 
Personnel; the Province will reimburse 
Service Provider for the severance cost 
of the Available Personnel. 

The Service Provider will attempt to 
redeploy Available Personnel within 
EDS Canada or EDS Advanced 
Solutions as appropriate from a labour 
relations perspective. 

Province option to offer employment to 
Available Personnel. For Available 
Personnel who (i) do not receive an offer, 
or (ii) received an offer but get bumped 
under the Collective Agreement by more 
senior Available Personnel; the Province 
will reimburse Service Provider for the 
related severance cost of the Available 
Personnel. 

The Service Provider will attempt to 
redeploy Available Personnel within EDS 
Canada or EDS Advanced Solutions as 
appropriate from a labour relations 
perspective. 

Service Provider is responsible for all 
severance costs for any Available 
Personnel that refuse the offer. 
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Where the Province 
exercises its option to 
acquire hardware or 
take an assignment of 
contracts, the Province 
will pay the Service 
Provider the remaining 
balance of prepaid 
expenses related to the 
acquired hardware and 
contracts. 

- 11-

For hardware acquired or contracts 
assigned to the Province, the Province 
will pay the Service Provider the 
remaining balance of prepaid expenses 
related to the acquired hardware and 
assigned contracts. 

Where the Province exercises its option to 
acquire hardware or take an assignment 
of contracts, the Province will pay the 
Service Provider the remaining balance of 
prepaid expenses related to the acquired 
hardware and contracts. 
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The Province shall be 
responsible for any 
and all Relocation 
Costs incurred by the 
Province. 

Termination Services 
will be provided by the 
Service Provider in 
accordance with 
Article 29 
(Termination Services). 
of the 

- 12-

Province shall be responsible for any 
and all Relocation Costs incurred by 
the Province. 

by the Service Provider in accordance 
with Article 29 (Termination Services) 
of the Agreement. 

Service Provider shall be responsible for 
and shall reimburse the Province for the 
Relocation Costs incurred by the 
Province, subject to the provisions of 
Schedule 31 (Limitation on Liability) 
which for all purposes under this 
Agreement shall be considered Direct 
Damages. 

Termination Services will be provided by 
the Service Provider in accordance with 
Article 29 (Termination Services) ofthe 
Agreement. 
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Province shall be responsible for any 
and all Termination for Convenience 
Fees incurred by ICBC's Capacity 
Reservation. 

Note 1: The Province will vacate its Customer Environment at the STMS Data Centres by the last day of a calendar month (the "Exit Date"), and 
will continue to pay for the Province VA Commitment or Adjusted Province VA Commitment, until the Exit Date. 
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APPENDIX A 
TRANSFORMATION INVESTMENTS AND FINANCING COSTS 

The following is in reference to row 1.2 of the Termination Fee Matrix 

50653538.2 
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APPENDIXB 

STMS DATA CENTRE TERMINATION FEES 
TERMINATION BY PROVINCE FOR CONVENIENCE 

AND 
TERMINATION BY SERVICE PROVIDER FOR PROVINCE 

MATERIAL BREACH 

1 Table 1 below sets forth the STMS Data Centre termination fees payable by the Province to the 
Service Provider in the event of the following: 

a. the Province elects to terminate the Agreement for its convenience pursuant to Section 28.5 
(Termination by Province for Convenience) of the Agreement; or 

b. the Service Provider terminates the Agreement for Province Material Breach pursuant to Section 
28.3 (Material Breach by Province), 

(the "STMS Data Centre Termination Fee"). 

The remaining fees that would have been payable by the Province to the Service Provider 
from the Exit Date to the end of the Term based on the Province VA Commitment at each 
STMS Data Centre is referred to as the "Remaining Contract Value". Accordingly, each 
STMS Data Centre has its own Remaining Contract Value. 

2 The Province STMS Data Centre Termination Fees shown in Table 1 are based the following: 

(a) The Agreement has been terminated and the Province has vacated the STMS Data Centres by 
the first day of the contract month ; 

(b) 

(c) Province VA Commitment of 1,200,000 VAs at STMS Interior Data Center and 300,000 VAs 
at STMS Calgary Data Centre; 

(d) The Province VA Commitment is phased-in over 5 years as described in Schedule 23, Section 
4. 7 (Phase-in of Province VA Commitment); 

(e) 

50653538.2 
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(iii) 

3 As a result of conditions (b) to (d) above, the Parties will make the following adjustments to the 
Province STMS Data Centre Termination Fees: 

(a) if the Province VA Commitment or the Province Adjusted VA Commitment is other than as 
described in Subsection (c) above, then the Remaining Contract Value will be adjusted 
accordingly; 

(b) if the phase-in of the Province VA Commitment is other than as described in Subsection (d) 
above, then the Remaining Contract Value will be adjusted accordingly; and, 

(c) if the VA Unit Price for either STMS Data Centre is other than as described in Subsection (b) 
above, then the Remaining Contract Value will be adjusted using the actual VA Unit Price in 
effect on the Exit Date (for example, to reflect Data Centre CPI adjustments and changes to the 
VA Unit Price for Province Adjusted VA Commitment); 

4. The Service Provider will invoice the Province for the STMS Data Centre Termination Fee at least 
10 Business Days prior to the Exit Date, and the Province will pay such invoice in accordance with 
the payment provisions of the Agreement. 

5. The Service Provider will pay a Termination Fee Repayment to the Province in accordance with 
the circumstances more particularly described in Appendix C Termination Fee Repayment, to the 
extent applicable. 

50653538.2 
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APPENDIXC 
TERMINATION FEE REPAYMENT 

STMS Interior Data Centre Termination Fee Repayment 

1. The "Termination Fee Repayment" is an annual payment from the Service Provider to the 
Province that refunds part of the Province Termination Fees as a result of the Service 
Provider contracting the terminated VAs with a third party, in respect ofthe STMS Interior 
Data Centre. 

The Province VA Commitment or Province Adjusted VA Commitment for the STMS 
Interior Data Centre at the time of termination is referred to as the "Terminated VAs". 

The Service Provider will contract the Terminated VAs once all other VA capacity at the 
STMS Interior Data Centre is contracted to a third party (i.e., the Terminated VAs will be the 
last VAs contracted to a third party). 

Annual Termination Fee Repayment Calculation 

2. The Service Provider will calculate an annual Termination Fee Repayment based upon the 
following: 

(a) the number of Terminated VAs that the Service Provider has contracted with a third 
party; 

(b) multiplied by the VA Unit Price as ofthe Exit Date; 

(c) multiplied by the Termination Percentage; and 

(d) multiplied by the number of months for which the Terminated VAs were invoiced in 
the preceding calendar year to a third party. 

3. The annual Termination Fee Repayment will be paid by the Service Provider to the Province 
in April each year for the preceding calendar year, where applicable. 

4. If the Service Provider does not receive a VA price for the contracted VAs with the third 
party that is greater than or equal to the VA Unit Price as ofthe Exit Date, then the annual 
Termination Fee Repayment will be reduced to reflect the lower VA price as illustrated inJhe 
example below: 

50653538.2 
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5. The Service Provider will assume all costs associated with the marketing and contracting for 
the Terminated VAs to a third party. 
Terminated VAs Report 

6. For the period commencing on the Exit Date to the expiry of the Initial Term DC Services, 
the Service Provider will produce an annual report for the period of January to December of 
each year indicating: 

(a) the STMS Interior Data Centre's VA capacity; and, 
(b) the actual contracted VA's to a third party. 

The Service Provider will provide the annual report to the Province by February 28th of each 
year. 

STMS Calgary Data Centre Termination Fee Repayment 

7. There is no Termination Fee Repayment for the STMS Calgary Data Centre. 

Survival Clause 

8. This Appendix survives the termination of the Agreement for the balance of the Initial Term 
DC Services, and for clarity, shall include any additional period or time as necessary to 
include a payment of the Termination Fee Repayment owing in respect of the last Contract 
Year of the Initial Term DC Services. 

50653538.2 
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APPENDIXD 

STMS DATA CENTRE RELOCATION COSTS 

This Appendix describes the STMS Data Centre Relocation Costs that the Service Provider 
will pay to the Province on termination of the Agreement by the Province for a Service 
Provider Material Breach, subject to the provisions of Schedule 31 (Limitation on Liability) 
of the Agreement. The STMS Data Centre Relocation Costs include, but are not limited to, 
the following: 

50653538.2 

(a) Planning Costs- costs incurred by the Province associated with planning for the 
move out of the STMS Data Centres; 

(b) Physical Costs - costs incurred by the Province associated with the physical move 
of equipment (such as servers, the mainframe and storage equipment) from the 
STMS Data Centres to temporary data centre space ("Swing Space") or new data 
centre(s); 

(c) Swing Space Costs - costs incurred by the Province associated with Swing Space; 
(d) Network Costs- costs incurred by the Province for the disconnection and 

reconnection of the network to the Swing Space and new data centre(s); 
(e) System Testing- costs incurred by the Province associated with system regression 

and user acceptance testing; and 
(f) BCP/DR- costs incurred by the Province associated with validating disaster 

recovery and business continuity plans in the new data centre. 
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APPENDIXE 

CHANGES TO PROVINCE VA COMMITMENT DUE TO: 
TERMINATION BY BPS CUSTOMER FOR 

SERVICE PROVIDER MATERIAL BREACH, 
TERMINATION BY BPS CUSTOMER FOR CONVENIENCE OR 

TERMINATION BY SERVICE PROVIDER FOR DEFAULT BY BPS CUSTOMER 

1. The purpose of this Appendix is to set forth the Parties agreement with respect to the 
treatment of the Province VA Commitment when the Agreement continues in force and is not 
terminated in the following circumstances: 

(a) termination of a BPS Services Agreement by a BPS Customer for Service 
Provider Material Breach; 

(b) termination of a BPS Services Agreement by a BPS Customer for convenience; 
or, 

(c) termination of a BPS Services Agreement by a Service Provider for default by the 
BPS Customer. 

2. In each circumstance as set forth above, the BPS Customer and Service Provider will comply 
with the provisions of Schedule 38 (Termination Fees) ofthe BPS Services Agreement; 

3. In the circumstances described in section (a) to (c) above, the Province may: 

50653538.2 

(a) assumes responsibility for the BPS Customer's Capacity Reservation or Adjusted 
Capacity Reservation in each STMS Data Centre, and through a Change Order the 
monthly VAs Fees to the Province will increase by the corresponding amount of 
VAs represented by the BPS Customer's Capacity Reservation or Adjusted 
Capacity Reservation, as applicable. However, notwithstanding the forgoing, the 
Province VA Commitment will remain unchanged; 

(b) not assume responsibility for the Capacity Reservation or Adjusted Capacity 
Reservation of the BPS Customer, then the Province VA Commitment will be 
reduced by the quantity ofthe VAs terminated by the BPS Customer. The 
Province and remaining BPS Customers will continue to pay the same VA Unit 
Price for the remaining Province VA Commitment as the Province and remaining 
BPS Customer were paying prior to the termination of the BPS Services 
Agreement as set forth in section 1(a) to (c) above. For greater clarification, even 
if the termination of the BPS Service Agreement reduces the Province VA 
Commitment below the current volume band, the VA Unit Price will not increase 
as per the VA Price Table in Schedule 23 (Fees). For example: 

• The Province VA Commitment is 1,200,000 VAs for the STMS Interior 
Data Centre at a VA Unit Price of V A. 

• The BPS Customer's Capacity Reservation is 200,000 VAs ofthe 
Province VA Commitment and the Province is paying for 1,000,000 VAs 
and the BPS Customer is paying for 200,000 VAs. 

• In the case of a termination of the BPS Customer's 200,000 VAs, the 
Province VA Commitment will be reduced by 200,000 VAs thereby 
changing from 1,200,000 VAs to 1,000,000 VAs. 
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• The Province will continue to pay the monthly VA Fees for 1,000,000 
VAs at IV A 

4. Where there has been a decrease to the Province VA Commitment as contemplated in 
Section 3 above, then the Province will not be entitled to a VA Unit Price reduction for any 
Province Additional VA Commitment as per Section 4 of Schedule 23 (Fees), until the 
Province VA Commitment is increased back to the Province VA Commitment at the 
applicable STMS Data Centres that was in place prior to the BPS Customer's termination of 
the BPS Services Agreement. To continue the example from above: 

50653538.2 

• Since the Interior STMS Data Centre had an Province VA Commitment 
prior to the BPS Services Agreement termination of 1,200,000 VAs 

• the example above reduced the Province VA Commitment by 200,000 
VAs to 1,000,000 VAs, the Province must increase the Province VA 
Commitment back to the original1,200,000 VAs through a Province 
Additional VA Commitment, and then further increase the Province VA 
Commitment as described in the VA Price Table of Schedule 23 (Fees) in 
order to receive the lower VA Unit Price associated with the Province 
Additional VA Commitment. 
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SCHEDULE39 

SERVICE PROVIDER CODE OF CONDUCT 

See the attached 
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2008 EDS Code of Business Conduct 

Message From Ron Rittenmeyer 

To the EDS Worldwide Team: 

Everyone at EDS without exception has a responsibility to ensure we conduct 

every aspect of our business in the highest ethical standards and in compliance 

with legal requirements. This is simply good common sense in a global business 

environment. The EDS Code of Business Conduct is designed to help us meet 

this responsibility. While our business may require us to take reasonable and 

thoughtful operational risks, we must never compromise our ethical standards 

or legal responsibilities in executing our roles internally or externally. 

The policy we follow without exception requires everyone to review the Code 

annually. This rev.iew is to remind eve-P{one of our corporate---Stal+lnKJdaa~=<:rdl.\isrliaMnltdl--1t;Goi--------------------

ensure awareness and understanding of recent updates. The Code applies 

globally to all employees regardless of country, industry, client or situation. Our 

decisions every day at work must be consistent with the corporate standards 

set out in the Code. 

Please make reviewing the Code a priority. In business, there can be nothing 

but absolute compliance with our corporate standards. Remember, our clients, 

shareholders and colleagues expect us to act ethically and in compliance with 

the law. 

Thank you. 

Ron Rittenmeyer 

Chairman, President & Chief Executive Officer 
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2008 EDS Code of Business Conduct 
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Purpose of the EDS Code of Business Conduct (Code) 
Doing business with integrity means that we act appropriately and play by the rules - both 

the laws and regulations that apply to us and the standards that we set for ourselves in 

company policies and this Code. Integrity helps us create successful long-term relationships 

and open communication with clients, fosters a strong sense of the corporate "family" 

and provides a better overall work environment. 

Our Code is not- and is not intended to be- a rule book; instead, it is a guide to our 

corporate standards that applies globally to help all members of EDS' family do business 

with integrity. The Code is applicable to all the men and women employed by EDS and its 

subsidiaries, based on local law. Our directors are also subject to the Code, as applicable. 

. lnY9iv~~ ail"~thi~~·· issr.te~ C;3n you prpvlde roe With some guidance on how 
t.o i31JfJ/yz~Jh.i~iS.s~~? 

4ft~·~n(/.~¥$1~~~s ~re c~roplicat~~; i3flr.f npt all decision~ are clearly right or 
WI"QU9:• W~~n fi3~~twit!J a C!~¢1${9Q~m<~~ing di/f!mrna, i3PPIY the Ethics Quick 
. t~~t aiJ~ ~~kyo~r$~1f:. . . 

"'~ thT Clc~ion t~g~l? 
~. ftOrf;WOI!/dit top~ in th~n~W$fiJP~r? 
• ./)(;)~$if.cPf!191Y With.• E:l?$ y<~!u~$ ilt?d: poflcies? 
• .4nl{ t[~C~tir!9 qtMI'$Jhe S(line WCIY I wpuld choqse tp tJe treated? 
• lflr.f§ it,. willf.f~e.l p~d? 

··tfy.p(J'r~ ~tilt~n~er(i)in <1f.l9uttf1~ Pf$t cour$e of action, consult your leader 
or fh.f! O.ffice 9f E:thi¢s and Cpmpli(lnce. 

< 1 > 

2008 EDS Code of Business Conduct 

Each of us is responsible for 
putting the Code to work, but 
we do not have to go it alone. 
The company has a number of 
resources and people in place to 
answer our questions and guide 
us through difficult decisions. 
WHEN IN DOUBT, ASK! 
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2008 EDS Code of Business Conduct 

Consulting Resources/Ethics Helpline 
If you have a question or concern, your leader or your leader's leader is an excellent 

resource. If you prefer, you can exercise the Open Door Policy, which allows you to talk 

to any leader in the company about any work-related issue without fear of retribution. 

Additionally, you can raise your work-related issues with Human Resources, Legal Affairs, 

or with the Office of Ethics and Compliance. The Office of Ethics and Compliance can offer 

you guidance on the content of the Code as well as EDS' policies and business practices. 

At times you may want confidential advice about a business ethics dilemma. You can 

speak with a member of EDS' Office of Ethics and Compliance by calling 972 605 5607 

or 972 605 5564. You may also contact the Office of Ethics and Compliance through 

use of the Ethics Inquiry electronic message function on the Ethics and Compliance 

Web page. All calls and Ethics Inquiry electronic messages will be treated confidentially to 

the extent reasonably possible. EDS prohibits retaliation in any form against employees 

for seeking advice or for making good faith reports of suspected misconduct. 

· You may also contact the Office of Ethics and Compliance through use of the Ethics 

Helpline by calling toll-free 1 888 337 3845 (888 EDS ETHK) if you are in the U.S. or 

Canada. Callers from other countries can dial toll-free by entering their country's 

access number+ 888 337 3845. Click here to view country access codes. Helpline staff 

is available 24 hours a day, every day, and language translation services are available. 

Although you are encouraged to identify yourself, you may remain anonymous when 

calling the Ethics Helpline or when using the Ethics Inquiry electronic message function. 

Local laws may limit the use of anonymous reporting to specific types of matters, and 

EDS processes incorporate these limits. Whether you identify yourself or not, all inquiries 

and discussions will be kept confidential to the extent reasonably possible. Your name 

will be used only on a "need-to-know" basis. 

EDS' Corporate Policies discuss many of the laws and regulations that govern our business, 

and may assist you in determining the best course of conduct in a given situation. 

Please visit http://infocentre.eds.com/workplace/corp policies to access those policies. 

Q: When I call the Ethics Helpline, who is on the other end of the phone? 

A: ED$ hiJ.S contracted with an outside company to run the Ethics Helpline for 
us •. Thi~ cqmpany hiJS. a staff of profession;Jis who have been trained to listen 
ana approprliJ.tely document your questions andteports. These professionals 
may ask you questions to qather inore information. You will be qiven a report 
number and specific aate to call back to qet a response to yoJJr question or to 
c;heck the status of yourrep~rt. The o""tside company. th_en sends information 
about. your m(ltter to the Office of Ethics and Compliance for action. 

Q: When I calfthe Ethics Helpline, is it really confidential? 

A: Questions and suspected misconduct reported to the Ethics Helpline are kept 
confidential to the extent reasonably possible, qiven EDS' need to answer your 
question 0r to conduet <Jn lr1Vesti9ation and appropriately resolve ally issues. 
lnvestiqations of suspected misconduct mayinyolve askinq questions of your 
colleaglles or others, Vfhere information is sometimes disclosed. You can be 
assured, though, that the company will disc;lose information only on a need
to-know basis. And you shol}ld remeirl.ber the company's over-arc;hinq 
commitment to prohibit retaliation in any form. 

< 2 > 

The Ethics Helpline: It is 
Accessible, Immediate and, 
if you choose, Anonymous. 
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Reporting Concerns 
If you know of or suspect a violation of EDS policy or the law, you must report it to your 

leader, Legal Affairs, the Office of Ethics and Compliance, or the Ethics Helpline. EDS 

strictly prohibits discrimination or retaliation in any form against employees for making 

good faith reports. 

Q: Wejust finaJized and slgf)eda (hree·y~ar ~~ntrar:t with a big new client, and 
it me~n~ a IQ.t(() ()Uf te~l7l· Th~ contr~~t th(Jt .\\'~ ~iqned st~tes tf'lat th.e work 
Wil/~eqin. in (Qil!f!JOnths,.(ifter.tfu~ c;Jie.l)t'sfi!)Ca~ y~ar en~s, but there is a 
sig~ tetter tl'lat r:(ar!fieS, tp<Jf: ~M wprlfis at:tilalfytQ IJeqifl imf11ediate1y, t 
!)~spect.thiJ( .. th.e ~?~(ra¢li$ (lraftec/ th;3t \\faY.!>P tMt •. the r;lieiJt cfp~S,n't have 
to r~p()ft ~~~ e~penr;~!>t~!~te(lJ~ tl1.e contract in tp;s f[S,t;al y~ar. 1 knpw the 
ct~~~ ~iJ$ feVl~w~iJ a(lc{ iJPPfQY~fl.liY S,e[lif?r.f1JaiJag~'J'eflt,. S() l•.clo~rt think •. / 

.. need to. report< ttiiiJo anyone; aeS,i'ctes,tfu~ reppttiifq isS,i:ie. reafiYis an issue 
f()r th~ clie(lt, ailit Qqf f:l5S. Is that ~ott~Ct? . . 

A: .· N()~ i(i$ fll)t;. Any t@eitflat yqy sU$P~~t11Ji!iA9n(!ur;t, yof! must report it. It 
miJY beJh.iJts.enl()f m~.n~(}efrl~.nt ilMrove~ the ~ei11 V(itflqut kf!owtedt;~e of 

.... tll.e~ig~ie,t~~'2~f;y9!J.!>¥~Pl#. f~IJW pap~'J~~ellt~flff~iJliPut .. the $icfe leffer 
·.~rlfl~er,ettM!~!i$ ~PIJr;gv;eCitff~,ct~W W.it~()utJilq!J.iri?qintothe. a~propri<i:t~neS,s 
. P¥ th.eiiJrran~e~.e?i ynci~1~PJ?ficiJPie taw~'. ~61J mu~trcei'Qrt if:. An(;fff y?u're. 
ll?.¢~it,~tri~~~~tWff~t~~~;a ~~~cvt~f:id·an?.~'J:I~nt i~lrnP'PI'~r,pr Vl~t~tll~,. 5,enior 
rn~qag~rn~n~.~~~ 8h9r~!~cl9~ g{~~rt~ih· inforrn~tiqlli it iS, YoW oPfi9ati~n: tp 
as~ ?Ppf9pri9f~fj~ffo"net.· E;Q~' r:(I{J)rpit/n~nt t~ ~qti~? ~ithint~9rfty Trl~<ms 
th,~t~~Ld,Q·IJ.ofMRWingtya~S;$t(J qt;~nt, supp{ier.or ~pyp~e ef!)e .. in.violating 
gravoif;llngJe9al q/)lig~'tigns, including disclpsur~ ob/ig~tions under the 
securitie~ t.aws. · 

If yoUdcm't fet?f t:~rnft:~ftabl~ • t~l/(ii!g to • your/ea.d.~r about the issue (because 
he or.~h~ aJr~~dy kn~Jws of and hils appro~ed tl]~ • t:olldu.ct in qu~s,tion)~ tl]en 
you shoy.fd .t<Jik to Let;JiJf Affairs, the Offic~ ofEthlcs aM Complianr:e, or the 
Ethic!> l'fe/pfine. Remember tha.t ~PS strictly prqhibits retaliation· against 
ernployees .. for making gl)odfaith rep()rts of susped~d misconduct. 

< 3 > 
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You can harm EDS not only by 
acting inappropriately, but 
also by NOT acting when it is 
your responsibility to do so. 
If you suspect misconduct, it is 
your obligation to report it. 
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The Role of EDS as a Global Citizen/Compliance with Laws 
EDS acts as a proactive, responsible citizen everywhere it does business. We conduct 

business in a manner consistent with EDS' guiding set of values, principles and high ethical 

standards, irrespective of local culture and customs. Valuing what is ethical and doing what 

is ethical transcend national boundaries and laws. Regardless of the minimums established 

by local law and custom, EDS will always seek the higher ethical ground when it comes 

to global issues such as bribery, environmental protection and human rights. 

We comply with all laws and regulations that apply in the countries and localities where we 

do business. Although we may not personally know the details of each of these laws, we 

should know enough to determine when to seek advice from leaders, local Human 

Resources or Legal Affairs. Violations of applicable laws and regulations can result in 

serious civil and criminal penalties for EDS and the individuals involved. 

Serving Our Clients 
At EDS, we strive to treat our clients fairly, honestly, and with respect and dignity. We 

conduct ourselves professionally and adhere to high standards of integrity everywhere 

EDS does business. 

We are committed to excellence in performance. Our specific commitment to each client 

is documented in the client agreement. Employees responsible for managing client 

agreements should be familiar with the terms and conditions of those agreements. 

Q: My c:li~llt canti)ctasked me for some confidential information about another 
EDS client. Whiit shOuld I do? 

A! Wpil~ you should a1ways be. respectfi.JI and courteous, you should absolutely 
refuse. to ptovide one• client with inforfTiatiori about another client. Providing 
1nform<Jtlonin a situatipn/ike this could vioi(Jte the terms of our agreement 
with. the other c:lient, and it would be unprofessional. If you find yourself in a 
sit(Jation like tflis, consult your leader or Legal Affairs for guidance. 

<4> 

EDS is a global corporation, and 
we respect the laws in every 
country where we do business. 
We also adhere to our own 
standards everywhere we do 
business. If you encounter a 
conflict between the applicable 
laws of two or more countries, 
consult with Legal Affairs to 
determine the best course 
of action. 

Our clients are the center of our 
business. Meeting their needs -
honestly and ethically- is 
essential for our success. 
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Preserving Confidentiality 
We must maintain the confidentiality of confidential EDS information and the confidential 

information entrusted to us by our clients, our employees and other parties, except when 

disclosure is authorized or legally mandated. When using and managing confidential EDS 

information, refer to the Security Policy. When using and managing confidential client 

or other party information, follow the specific rules and obligations that are set forth in 

the written agreement with the client or other party. 

We should be particularly careful when discussing or conducting business in public places 

such as airplanes, restaurants, social gatherings, elevators and taxis. Use good judgment and 

comply with company security requirements when using mobile phones, the Internet, wireless 

communication devices, speakerphones and other forms of unsecured communications. 

Our obligation to protect confidential EDS, client, employee and other party information 

does not end when we separate from EDS employment. We have a continuing obligation -
~~---

even after we leave EDS- to protect confidential EDS, client, employee and other party 

information obtained while employed. 

For more information on this topic, see the Security Policy, the Information Handling 

Security Policy. the Use of Corporate Assets Policy. the Financial Integrity Policy and 

the section titled "Obligations Relating to Prior Employment" contained in this Code. 

Q: What. is confidential information? 

A: c;onfldehtial information is information about things such as business plans, 
operations. or ''secrets of success~' that is not known to the general public or 
to ~;otnpetitors. It incfudes allnon~public information that might be of use to 
competitors or harmful to the owner of the information, if disclosed. 

Communicating Openly (Open Door) 
Occasionally, each of us will have suggestions for improvements at work or the need to 

discuss an issue affecting our work lives. You are encouraged to use the Open Door to 

make suggestions, share insights, or obtain advice and guidance in challenging work

related situations. 

For more information on this topic, see the Open Door Policy. 

Q: What is the Open Door? 

. A: The Open Door Policy allows you to talk to any leader in the company about 
any work,related issue or idea without fear of retaliation. You can also use 
the Open Door to discuss questions about £DS policy and practices. 

< 5 > 

2008 EDS Code of Business Conduct 

Do not discuss confidential 
information with family members 
or social acquaintances or in 
places where the information 
may be overheard. Do not 
disclose confidential information 
to another EDS employee 
unless the employee needs 
the information to carry out 
business responsibilities. 

It is only through the invaluable 
input of our thousands of 
employees that EDS has grown 
to what it is today. Every time 
you make a suggestion, seek 
guidance or report misconduct, 
you help EDS become a better 
place to work . 
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Personal Privacy/Data Protection 
EDS respects the privacy and dignity of all individuals and complies with applicable privacy 

and data protection laws. As an employer and data user and as a provider of information 

technology services, EDS takes the responsibility associated with data protection seriously. 

Personal information of EDS employees, suppliers and directors necessary for effective 

business operation is collected, shared as appropriate for legitimate business needs 

and retained in compliance with applicable law. EDS limits its sharing of personal 

information (excluding employee business contact information) to other employees and 

to third parties who have written agreements with EDS to protect personal information 

or who are legally required to protect personal information. Employees who are provided 

access to personal information must not disclose or use personal information in violation 

of applicable law or EDS policy. 

With regard to employment verifications, as may be required in many countries, certain 

employee information may be disclosed without the written consent of the current or former 

employee. Such information includes verification and dates of employment, job titles and 

work locations. In addition, EDS will disclose any information required by law or court order. 

Employee privacy can become an issue when personal use is made of EDS resources. 

We should have no expectation of privacy when using EDS resources such as company 

equipment and computer or telephone systems, whether for business or personal use. 

EDS reserves all rights, to the fullest extent permitted by law, to inspect the company's 

facilities, property, records and systems, including electronic systems, and the information 

contained in them, with or without advance notice to employees. 

While EDS may from time to time take or use photographs, videos or audio recordings of 

its employees for business purposes in compliance with applicable law, you may not take 

or distribute photographs, videos or audio recordings of EDS employees, unless it is clear 

they consent. Photographing, videotaping or audio recording employees without their 

awareness or consent may jeopardize their privacy and may violate applicable laws. 

For more information on this topic, see the Use of Corporate Assets Policy, the Global 

Privacy and Data Protection Policy, the Financial Integrity Policy, the Security Policy, 

the Information Handling Security Policy, Enterprise Security Policies & Standards 

(ESPS), the Employment Verification site for U.S., and the section of the Code titled 

"Computers and Equipment, Network Security, Photographic and Audio Devices." 

Q: Wi/l.persoll<JI information tl)at I put on £DS' computer systems remain 
private if I passw9rd.-protect. it'? 

A: No. To tfle extent permitted by applic<Jbletaw, fPSreserves the right to 
review all information stored on its computer ahd other systems, even if it is 
stored under a personal identification C()de or password. 

< 6 > 

As a world leader in the provision 
of information technology 
services, and with employees 
and clients spanning the globe, 
EDS recognizes the importance 
of protecting personal data. 

- ------ ----------
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Obligations Relating to Prior Employment 
In your previous employment, you may have learned, or been given access to, confidential 

information belonging to your prior employer and its clients or suppliers, and you may 

have entered into certain enforceable agreements. You are required to honor any such 

agreements and abide by any applicable laws, including those regarding: (1) disclosure 

or use of confidential information; (2) hiring/soliciting from the prior employer, and; 

(3) soliciting the prior employer's clients. 

Q: $ornel)~e frl)rh a cl)mpetitor just joined our organization. I would love to get 
some information about a propri~tary business process that I know her 
forrhet employer 11ses. Is it Okay if I ask? 

A: No, it is n.ot okay for you to ask, and it would not be okay for her to. tell you. 
It is inappropri(lte to trY to obtain our competitors' proprietary information 
from their former employees. 

Treatment of Employees 
EDS is an equal opportunity employer and strives to treat its employees with respect 

and dignity. Our diverse workforce provides many benefits including creativity, variety in 

approaches to problem solving and the ability to work effectively as a global company. EDS 

selects and places employees, without discrimination, on the basis of their qualifications 

for the work to be performed. This policy applies to all personnel actions, including 

recruitment, hiring, placement, promotion, separation, compensation, benefits administration, 

training, education, social and recreational programs, and the use of EDS facilities. The laws 

of different countries vary regarding employment requirements and practice; therefore, 

please check with the local Human Resources organization for details specific to your 

geographic region. 

For more information on this topic, see the Diversity and Equal Employment Policy. 

Q: I've been passed over for several promotions; which I thought I should get. 

A•• 
I'm starting to feel as if I'm being discrimin<~ted against. What should I do? 

First, try speaking with your leader ab.out the quafjfications and performance 
necesS(Iry for the prQmofion arid what you n~ed to do to be considered. If 
you do not get the information you· need or you still feel as if you are being 
discriminah~d against, you are encouraged to utilize the Open Door or 
contact J1uman Res.ources or the Ethics Helpline right away. 

< 7 > 
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If you have confidential 
information from a previous 
job, do not use it for your job 
at EDS and do not disclose 
it to your EDS colleagues. 

EDS is a global and extremely 
diverse company. We respect and 
value our differences, both 
because it is the ethical thing to 
do and because these differences 
add value to the company. 
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Sexual Harassment and Other Unlawful Behavior 
EDS does not tolerate sexual harassment or other unlawful behavior in the workplace, 

whether committed by a co-worker, leader, client, contract laborer, supplier or anyone 

else. Actions, words, jokes or comments that are derogatory and based on any person's 

gender, race, ethnicity, sexual orientation, gender identity, age, religion or disability will 

not be tolerated at EDS. Although sexual harassment appears in various forms and 

degrees, it generally consists of unwelcome sexual advances, unwelcome requests for 

sexual favors or other unwelcome verbal or physical conduct of a sexual nature. Sexual 

harassment occurs when submission to or rejection of sexual advances adversely affects 

your employment (for example, promotion or termination) or when unwelcome sexual 

conduct unreasonably interferes with your job performance or creates an intimidating 

or hostile work environment. 

If you think you have been subjected to harassment at EDS, you must report the 

~~conaUCf to any EUSTeaaer Wltllnwnom yoO are comfortable speaKing Ci00Cit111e~matter, . 

Employee Relations, the Office of Ethics and Compliance, Human Resources, Legal 

Affairs, or the Ethics Helpline. No matter which method you use to report your concerns, 

EDS prohibits retaliation against you in any way for making a good faith complaint. 

Complaints of sexual harassment or other unlawful behavior are serious matters. EDS expects 

employees to report such behavior and leaders to promptly act upon such allegations. If 

an investigation confirms improper conduct occurred, EDS will take appropriate action. 

Contact Employee Relations or the Office of Ethics and Compliance for training and 

materials on sexual harassment. 

For more information on this topic, see the Sexual Harassment Policy and the Violence 

in the Workplace Policy. 

Q: Acol/~ague often t~l/s sexually expliCit and other questionable jokes. I'm not 
comfortable saying. anything to my colfeag(Je~ Wh.iJt should I do? 

A: If YOIJ don't feel comfortable talking fo yQutcoll~ague apout the need for 
this i()appropriaJ~ behayi()r to stop, contar;t ~o(Jr col/e<Jgue's leader or any 
EDSieaaer, Employ~eReliJtions,theOffice ot Etfl.ics and Compliance, Human 
Resources, Legal Affairs, or the Ethics fielpline. 

< 8 > 

Regardless of legal definitions 
or requirements, EDS expects 
every member of its global 
family to treat every other 
member with dignity and 
respect. If you think you or a 
colleague is being subjected 
to workplace harassment, it is 
extremely important that you 
notify the appropriate people. 
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Maintaining a Healthy Work Environment 
EDS wants its employees to have a healthy, safe and secure work environment as free 

as possible from known health and safety hazards. Every employee is responsible for 

using EDS equipment and materials (including cell phones and other portable devices) 

in a safe manner, exercising good and practical judgment. You are also responsible 

for immediately reporting accidents, unsafe practices or conditions, and potentially 

volatile workplace situations to your leader. Other avenues for reporting include the 

Chief Security & Privacy Office, Human Resources, the Office of Ethics and Compliance, 

and the Ethics Helpline. 

To help maintain an environmentally safe and healthy workplace, EDS complies with all 

applicable environmental laws and regulations. You are encouraged to contact your leader 

for assistance if you are concerned about environmental issues or conditions at work. 

Violence in the Workplace 

2008 EDS Code of Business Conduct 

If you become aware of any 
potential safety hazard, 
immediately notify your leader. 

EDS does not tolerate violent acts or threats of violence made by an employee against You may not bring weapons 
another person or that person's family or property. or firearms, including but not 

Possession of weapons or other dangerous devices by any person, excluding authorized limited to rifles, onto EDS' or 
security personnel, at any time on EDS or client premises is strictly prohibited (unless our clients' property (including 
such prohibition is contrary to local law). all grounds and parking areas). 

For more information on this topic, see the Security Policy and the Violence in the 

Workplace Policy. 

Q: If .I'm concerned about a viq/fmt situatiol) in the workplace, what should I do? 

A: If it is an emergency situation, yqu sfloi!Jd first contact local law enforcement. 
If your con.cern. does. not relate. to an emergency, you should contact your 
leader, the Chief Security & Privacy Office;. Human Resources, the Office 
of Ethics and Compliance, pr the Ethics Helpline. 

< 9 > 
Page 1742 
CTZ-2013-00110



2008 EDS Code of Business Conduct 

Drugs and Alcohol 
EDS is committed to maintaining a drug-free workplace and prohibits the possession, 

sale, distribution, manufacture, use, transportation or purchase of any illegal drug or 

unauthorized controlled substances. You also may not use, obtain or be under the 

influence of any prescription drug while working other than as medically prescribed. 

Mood-altering chemicals may impair our abilities and may contribute to a variety of 

work-related problems. 

If you have information regarding the possession, sale or use of illegal drugs or 

unauthorized controlled substances on EDS or a client's premises, you are obligated 

to contact your leader, the Chief Security & Privacy Office, the Office of Ethics and 

Compliance, or the Ethics Helpline. 

Employees must be free from 
the effects of alcohol or illegal 
drugs while working. If you are 
having a drink at a company 
function or business dinner, use 
good judgment. Do not drive 
while under the influence of 
alcohol - if you have any doubt 
about your ability to drive, ask 
a colleague for a ride or take a 

EDS prohibits working while under the influence of alcohol. Consuming alcohol during t . s· "I I "f h d bt 
k t . s t · h·b·t d 

1 
th . 

1 
d f b . ax1. 1m1 ar y, 1 you ave ou war 1me or on ED proper y IS pro 1 1 e un ess e sen1or ea er o your us1ness 

or ~~PP~-rto;ga-niz~tion, asd~;gnat~d-i~t-h~-E:os ();(J-~n-iz~ti~n ch~~t p~bll;h-;d-o~--a-ooufsome·cJnEnnse-<s ability to 
infoCentre, has given prior approval and proper business decorum is maintained. If alco- drive, provide the person a ride 
hoi is served at an EDS-sponsored or work-related event, regardless of location, it home or call a taxi. 
is permissible to consume alcohol, provided proper business decorum is maintained. 

Prior approval from the senior leader of your business or support organization is 

required before EDS pays for or reimburses the cost of serving alcohol at an EDS

sponsored event. Contact Human Resources for local or regional details regarding 

the possession or consumption of alcohol on client premises. 

For more information on this topic, see the Substance Abuse Policy. 

Q: Can we serve. alcohol at an £DS party or special event? 

A•• With appropriate authorization from the senior leader of your business 
or support organization, as designated in the fDS Organization Chart 
published on infoCentre, yo(J can serve alcoh_ol. It is important when 
alc~hol is served at company functions that you not drink excessively 
and.that you behave appropriately. 
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Conflicts of Interest 
EDS considers its reputation for integrity a priceless asset. To protect EDS' reputation 

and our own personal integrity, we must ethically handle conflicts of interest and even 

the appearance of a conflict. A conflict of interest is just what the name implies- it 

occurs when you have an outside (non-EDS) interest that conflicts with the best interests 

of EDS. A conflict of interest can arise from any type of relationship, arrangement or 

situation that impairs our ability to make decisions on behalf of EDS. The responsibility to 

ethically handle conflicts requires that you always fully disclose any conflicts to your 

leader and abide by any conditions placed on you to control or eliminate the conflict. 

Appropriate conditions may include, for example, removing you from decision-making 

on behalf of EDS when the decision will or appears to affect your outside interest or 

having you dispose of the outside interest that creates the conflict or another action. 

While most EDS employees must notify their leaders regarding any actual or apparent 

2008 EDS Code of Business Conduct 

As an EDS employee, you make 
business decisions on behalf of 
EDS every day. Every decision 
should be based on the needs 
and best interests of EDS, and 
not on any personal interest or 
relationship. 

---contlict-otinteTest; special roles-apply to-certain-officers and-dtrectors ot-ms. Before------------- ------ -----~---

engaging in any conduct or transaction that creates a conflict of interest, such executive 

officers and directors must make full disclosure of all facts and circumstances to the 

General Counsel. If it is not possible to disclose the conduct or transaction before it 

arises (e.g., in the event that a conflicting interest is unexpectedly inherited), then the 

officer or director must make full disclosure as soon as possible under the circumstances. 

What follows are some common examples of conflicts. It is impossible to specify every 

situation where a conflict could arise or when it might appear to others that a conflict 

exists. It is also impossible to specifically address all the potential responses to any 

given situation. As such, the following represent only examples of appropriate company 

responses. If you have a question, you should consult your leader, the Office of Ethics 

and Compliance, or Legal Affairs. 

For more information on this topic, refer to the Conflicts of Interest Policy. 

Q-_·.-- We are loqking for~COI]Ipanyto supply our building with coffee, tea and 
other beverages. We've atrefl~Y-SP~nt a)ot of ti171e looking. My sister owns a 
company that provic(esj'-'~t th;s typ~ of service, anct I know she would give 
us a good deal. Can't we j~J_st g_o with her company? 

A: Nc>. Hirill9 acompanyb~cal)se yoursisterownsit or because you trust ypur 
sister viola_tes ~DS pplicy. The situ~tion po~es a r;onflict between your desire 
to get th~ /:)est de~/ fqr E/)S and your desire to h~lp your sister. It however, 
ypirctisr;lpseyoutr~latiQf!SI)ipwitfl• _YQIJr sifter's ~qmpa[iy_and remove 
YO!lf~~.lftrol1l tl)~ ~~~~~tioll p(or;ess,jt rm~y b~ passU~/~ for your sister's 
cqmp;:my to. compet~ior the business al()fltJ-with other suppliers, so long as 
n(! one Wfj()- reports to you- is inl((lliled in the s~/ection process ~nd you have 
approv~l from your /ead~r to submit Your sis_ter's c()mpany to the appropriate 
parties for c(lllsideration; 
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Outside Employment 
Because EDS has clients, suppliers and other business relationships in different industries 

and settings, outside employment may create or appear to create a conflict of interest. 

As a result, while working for EDS, you must obtain approval from your leader before 

performing an additional job outside of EDS. 

You may not serve as a director, officer, employee or consultant to a competitor of EDS. 

Q .. · • •. My '!ad has a sirJ~!I busin~ss th.at I occasipnally do work for. Can I use E:DS 
computers to (lo wor:k for mY da,d's busin~ss? 

A: Nq. Yqu .cfinnpt u$e E;DS~s()IJr¢~~ .., inc/udillq e-m~il and telephofles - to do 
work fpr Ollt~lc!~ b(ls.lfless iflterests, even If th~ lliJS!fl~ss int~rests belong to 
ypu qr m~rn~~rs .?f '!PY.rJarniiY. Limited and ~aspnabl~ us~ of ED$ resources 

-----~or{~~urp~s~-pefiOfrttll,(/'ffutl~s.~clat~~h-appFOVed-seFVire-on---
Professlpflattmd tr:ar.Je associations, charities and community service 
prqanfzatjons, and outside directorships is permitted. 

Professional and Trade Associations 
EDS encourages participation in professional and trade associations in accordance with 

personal and company interests. If you participate in an outside organization, be sure 

you understand whether you are representing the company or acting in your personal 

capacity and make sure the organization understands your role. Only the senior leader 

of your business or support organization, as designated in the EDS Organization Chart 

published on infoCentre, can authorize you to act as a company representative to an 

outside organization. 

< 12 > 

If your leader approves outside 
employment, remember that 
your primary commitment is 
to EDS. You should not use 
EDS time or resources in any 
outside employment, and 
the employment should not 
adversely affect your judgment, 
decisions or ability to meet 
EDS responsibilities. 

As a member of a trade or 
professional group, you may 
come in contact with competitors' 
employees. Never discuss 
proprietary or sensitive 
competitive issues such as 
prices, costs, terms or 
conditions of sale or service, 
product plans or any other 
competitively sensitive or 
non-public information in 
these settings. 
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Charities and Community Service 
You are encouraged to make contributions of personal time or financial resources to 

charitable, educational and community-service organizations. You must, however, be 

alert to possible conflicts of interest between EDS and the organization. If an organization 

you are involved with seeks to do business with EDS- for example, a charity that is 

contemplating retaining EDS' services- you must make full disclosure to your leader. 

You will likely be required to disqualify yourself from making or participating in any 

decision on behalf of EDS that concerns or impacts the charity. For more information 

on contributions to charities and community-service organizations, contact EDS Global 

Community Affairs. 

Q. ••· · /wQulc! like t() dQn~te. !)orre ?fED$~ outctat~d computers to a charity that is 
supR_orted by oil~ ot our clients. Can I do that? 

A: Possibly, bi,Jt youm!J$t ()bti.Jiil approval fromEDS' Glqbal community Affairs 
be for~ fYIC)king <iny contribqtiQn ·of ~;;orporate re$ources for charitable or 
~(Jmm~(litypf!':P9!>~S i~ an~foc<Jtit:)n. Contributi()ns of EDS' time i!~d financial 
res()urces to ndfl·pro(it qrg<Jniz~ti()ns f::<JTI cr~ate conflicts of interest as well 
as pre!)ent leqi)lanc! regulatqry COfl~~ms. 

Outside Directorships 
EDS considers your time, talent and energy essential to our success. Generally, EDS 

does not encourage its employees to serve on boards of directors of outside, for-profit 

organizations. Such service, however, may be approved in selected cases. Prior to 

joining the board of any external for-profit organization, you must obtain approval 

in accordance with our policy for approving board seat service by employees. As a 

condition to approval, terms may be imposed on your outside board service, including 

remuneration, indemnification and insurance coverage. 

For more information on this topic, see EQS' Conflicts of Interest Policy. 

When serving as a director or officer of any non-EDS entity, you must avoid any 

conflicts of interest between your roles at EDS and the other organization. 

Q: One of my fraternity brothers from college ow~s hi$ own business, and he 
has asked me to serve on its bOarc! of directors. They do not do busin.ess 
with .or have <JnY connection with EDS~. Can f. help hi in out? 

A: Possibly, but you must fir~t obtain approval in accordance with the policy for 
approving board seat service by employees. 

< 13 > 
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Even contributions to charities 
and community organizations 
can create conflicts of interest 
and require compliance with 
applicable laws. 

Service as a director of a for
profit organization requires prior 
approval. Service as a director 
of a competitor is prohibited. 
Service as a director of a civic, 
charitable or other not-for-profit 
organization does not require 
leadership approval but does 
require that you notify your 
immediate leader prior to 
accepting the position. 
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Personal Investments 
Personal investments can create conflicts of interests if you need to make a decision for 

EDS concerning companies in which you or an immediate family member has a personal 

economic interest. Such conflicts could arise if you own stock in a company that already is 

or seeks to become a supplier, client or strategic ally of EDS. A conflict of interest arises if: 

• The investment is significant to you and a reasonable person would conclude that 

your judgment in making decisions for EDS could be affected, or 

• The transaction with EDS that you have decision-making authority for is such that it 

could affect your economic interest in the other company. 

If you or an immediate family member has a substantial pre-existing investment in a 

company and then you become the EDS decision-maker with respect to that company, 

you should promptly disclose that ownership interest to your leader. Your leader will 

You should not make substantial 
investments in another company 
at a time when you are making 
decisions for EDS concerning the 
other company. 

---th~en-determin·e-what-measures-are-necessary~to-control-or-eliminate-the-conflict----~-----------~~-~---~------·---- ··-----

.n_._:_ •.· W'tt 

A: 

tgwrj s_~.ar~$ in a company that h~s recE!ntly become a supplier to £DS.Is that a 
ptqqlem? 

ttrriw/Je,i(t~e investme11t is_ s_u/)stantial e.nq~gh ancl you makE! or partici
pat~in rn~l<if)g cJec;is_ions. for;t:J$. tl]~t concE!r? the suppliE!r. Conflicts m~y 
~ris~ ifypo or ?Jn irnmec/fqtE! fa/TiUY rn.E!m/)er f]qs.a s_u/Jstcilltial interest in or 
rel~tiprif~ipwith ac;:omP<InYifi~CJfv~djnatr~nsactjon with £DS and you are a 
i:fecf~ion-maf!E!r with rE!spe~t to tfle transaction. 

< 14 > 
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Business Opportunities 
You must not take for yourself opportunities that are discovered through the use of 

EDS' property or information or through your position at EDS (such as from an EDS 

client) without first offering the opportunity to EDS. Such opportunities could include 

options to purchase stock in other companies, the opportunity to purchase stock in 

other companies at below-market prices, and other investment opportunities. Business 

opportunities are corporate assets, and they should not be taken personally without 

disclosure and approval of your immediate leader and the Office of Ethics and Compliance. 

You also must not use EDS' property or information or your position at EDS for improper 

personal gain. 

You must not engage in any activity, directly or indirectly, that competes with EDS' 

interest. If you become aware of any such activity, you should bring it to the attention 

of your leader or the Office of Ethics and Compliance. 

Q: 

A: 

I've pe~h o,vorN?9 on-s:it~ at acli.ent's:.offf~~s for the las:t six months, and 
l'v~ p~co"!e frl~nps: with· its f"I~<Jct ofbusifl~S:S: d~vel()pment. When ·I was at 
the client~s: off'c~s: y~,sterqa~ rrJYlri~fJ~ t91ct rpe abp!Jt a qreat opportunity 
tolnv~st In a smi:)/1, priv{Jt~/y he/rjcqmpfJI'IY. tllat th~ client often uses. The 
t;lient is also plannlllfJ tf) /nv~s:ti Can I malce the investment? 

f<Jot Wit~9llt first IH;~senfinq tfle oppqrtunitY to your le~der and obtaininq the 
appf()'/a.lpf tile. Office of Ethics !Jf1d CoiJlP.IJance; aecause. you learnecl of this 
inv~~tt;n~nt (Jf?p(Jrt,nlty thro!Jqh your 'tf()fk for ED$, the opportunity belonqs 
to tos and should first be offet~d to EDS. 

< 15 > 
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If you learn of a business 
opportunity through your 
work at EDS, before you or 
an immediate family member 
acts on the opportunity for 
personal benefit, you must 
first disclose the opportunity 
to your leader and offer the 
opportunity to EDS. 
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Family and Personal Relationships at EDS 
The employment of relatives may raise questions regarding confidentiality, objectivity 

and integrity in work relationships. In order to promote integrity in our employment 

relationships, and unless contrary to applicable law, you must immediately disclose to 

your leader any relative or personal relationships with others who work at EDS or who 

are being considered for employment by EDS. EDS may permit relatives or those in a 

personal relationship to work in the same unit provided that neither of these individuals is 

the immediate manager of the other or directly involved in employment-related decisions, 

such as assignments, compensation, performance reviews, di~ciplinary actions or promotions, 

of the other person. Where one of the employees is an EDS leader in the same reporting 

line, the potential for the appearance of improper influence is high and therefore at 

least three levels of supervisory authority should exist between the leader and the 

relevant employee, if possible. 

All employment-related 
decisions - including hiring, 
promotion, compensation, 
employment reviews, disciplinary 
action and termination - must 
be made objectively and without 
regard to personal interests, 
including the interests of family 
members. Even if you believe a 
decision involving a relative or 
other personal relationship is 

--------For-more-information;·see-the-tenfliets-ef-lnteFest-PeHey-:--------------·- ----~-- ---basec:rorr-ffi~stinterests, -

You may not make or participate in a hiring or placement decision if the applicant or 

employee is a member of your immediate family or in a personal relationship with you. 

If you find yourself in such a situation, disclose the situation to your leader and refrain 

from participating in the decision. 

~: W'~~ EQS' .Ccmf{i~ts qf Interest Policy apply to ctistant relatives, such as 
cqu~ins, or to friend~? 

A: Th~ /39/ifytypica//y app}ie~ OllfY to members of your itpmediate farnily, which 
incf~d~$ ~ny cfliJd, st~pchild;. gar~nt, steppare,nt, spouse, sibling, mother-in
laV/, f<~(h~r-~n·faw, .So!rin-f<l'.'/; d(!ughter~i~-liJW; brother•in~faw or sister-in-law, 
C~nd any ~e,rsoq$h<!ri?9' yo,ut fl.OU$.ehold ~r dep~ndent on you qr your spouse 
for fin<~nciclfs!Jpport .. ~or p(Jrposes of conflicts of lllterest, pe0ple with whom 
yo!J ilre in a pers,oniJI(~'fticmsfliR are afso. Coflsicter~t:i immediate ffJrnily.. The 
g~nerafrule,, h()weye,r; is th<Jf Yoll $hoi! let avofd the apPei3fflnce ofimpropriety. 
If conduct or decisions ori. behalf of E:DS th'at Involve a distant relative or 
frlencJJ0ok in~/)prop,.late, y()u ~hollid abstain frof(J the coni:illct pr from 
making the decision without first disclosing it to your readership and 
getting appropriate approvilf. 

< 16 > 

you must avoid the appearance 
of impropriety. 
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Family and Personal Relationships Involving 
Other Companies 
You may have an immediate family member who works for a competitor, supplier or 

client of EDS. Such situations are not prohibited, but they call for extra sensitivity to 

confidentiality and conflicts of interest. 

Unless prohibited by law, if you have an immediate family member who works for a 

competitor, supplier or client, you must disclose your specific situation to your leader to 

assess the nature and extent of any concern and how it can be resolved. 

2008 EDS Code of Business Conduct 

If a member of your immediate 
family is employed with any 
business selling to, buying from 
or competing with EDS, you must 
be especially careful not to 
disclose EDS confidential infor
mation. Your leader may also 
impose other controls, including 
requiring that you not be in
volved in decisions on behalf of 
EDS that involve the other com-

-~~---------~--~~~-------~~-------- ----~------------------~-----------------------~---~pany:--ros-wlllwoTirwith-you·~~--
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to ensure everyone's interests 
are protected. 
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Exchanging Gifts and Other Business Courtesies 
While the exchange of business courtesies can help build business relationships, 

accepting or providing business courtesies that are excessive or inappropriate can 

harm your reputation and the reputation of EDS. You must use your judgment to 

distinguish between appropriate situations that build relationships and inappropriate 

situations that create or appear to create conflicts of interest or violate applicable law. 

The following rules, together with those set forth in the Conflicts of Interest Policy, 

should guide you in accepting and giving gifts or other business courtesies. 

With respect to non-government business, you may accept or offer gifts and business 

courtesies, including meals and entertainment, so long as they are customary and 

commonly accepted business courtesies, not excessive in value, and given and accepted 

without an express or implied understanding that the recipient is in any way obligated 

by acceptance of the gift. Gifts that are excessive in value should not be accepted or 

given without the approval of your leader or the Office of Ethics and Compliance. If you 

have a question about the value of a gift, consult with the Office of Ethics and Compliance. 

You must never ask for gifts, entertainment or any other business courtesies from 

people doing business with EDS. 

See the "Bribery and Improper Payments" section of this Code for more restrictive 

rules that apply to EDS individuals doing business with political parties, governments 

and government-owned entities (including gifts and business courtesies exchanged 

between private companies that are working on a government contract as a prime 

contractor and subcontractor). 

For more information on this topic, see the Conducting Business with Government 

Entities Policy, the Financial Integrity Policy. the Conflicts of Interest Policy and the EDS 

Policy for the Prohibition of Corrupt Payments. 

Q: 

A: 

Q: 

In my cow1try, refusing a. gift from a busif1e~s assoCi<Jte caJ') be considered 
an insult, Wbat.sho.uld I do if/ am offered an expensive gift and know that I 
will cause offense if /.don't ~ccep(it? 

If it is customary to e)( change r;lfts }n the local culture and you believe that 
you will harm ~DS' businessrelationships ifyo(J do not accept a gift, you 
may accept tile gift on beh~lf oft he company. You must then disclose the 
gift to .your le~der to determine appropriate disp.0siti0n. 

Do all government agencies have the same rf.!les regarding accepting meals 
ai'Jd entertaili.fflent? 

A: No. The. ru/es.differ am?ng differf}nt governments ~nd government agencies. 
This area can fje extremely complicated; f1efore providing any meals; 
entertainm~nt or other ~usinf}ss courtesies to a government offiCial, 
you must check with LegCJ.I Affairs. 

< 18 > 

Gifts and entertainment that 
are typically okay: 
·Pens 
·Calendars 
·Memo pads 
• T-shirts 
• Coffee mugs 
• Occasional lunch or dinner 

at a restaurant 
• A local sporting event or 

entertainment 

Gifts and entertainment that 
require pre-approval: 
• Travel expenses (such as 

airfare and lodging) paid by 
a third party 

• Trips or tickets to extravagant 
sporting events, such as the 
Super Bowl, the World Cup, the 
Masters, the Olympics, etc. 

• Frequent gifts from the same 
source, even if each individual 
gift is moderate 

• Gifts exchanged with 
government officials 

• Gifts exchanged between 
prime contractors and 
subcontractors on a 
government contract 

Cash is never okay. 
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Solicitation/Distribution 
In the interest of a professional work environment and to protect EDS' employees and 

directors from unwanted solicitations, you may not solicit or distribute any non-work

related literature for any purpose during your working time or the working time of the 

person(s) you are soliciting. You may not distribute literature at any time in any work 

area. In addition, selling, trading, or bartering of services or merchandise to others 

is prohibited on EDS premises during work time. Consistent with federal law, the 

company may permit a small number of solicitations for charitable causes, as determined 

by the senior leader of your business or support organization, as designated in the 

EDS Organization Chart published on infoCentre. Participating in or soliciting for 

organized or commercial lotteries or other gaming or gambling activities is prohibited. 

Persons who are not employees may not solicit or distribute literature for any purpose 

on EDS premises at any time, unless they have the approval of the senior leader of the 

--b osiness-or·s o pport organization~ as designated ·i n·the ms~erqanization Cha rtpub I ish ed 

on infoCentre. 

This policy should not be construed as prohibiting or restricting solicitation/distribution 

that is otherwise permissible under federal labor law. 

Q: I s~/1 cosrn~tics. on the we~kends and in the evenings. Can 1 sell to other 
EQ$_· ~mplo_y __ e_ •. es ___ pr c/i~nts? · ,._ ... ' .... 

Al Yqu ci!f"!l)pt s~/1 tCI oth~f' £D,S employees. in the WQrkplace or on work time, 
~Tid ypcisheutd. ()ever solici~ EDS ciients for personi31 business interests 
during work tim~. 

< 19 > 

2008 EDS Code of Business Conduct 

EDS maintains a professional 
work environment. Do not 
solicit your colleagues or EDS 
clients for non-EDS products 
or services or for religious, 
political or charitable causes 
during work time. 
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Media Inquiries/Public Speaking/Published Works 
Before answering any questions or speaking with the media, you must contact EDS 

Corporate Public Relations. They will advise you on the proper action and may handle 

the contact directly and/or be present during any conversation. In matters of litigation 

or potential litigation, only the Office of the Chairman, Legal Affairs and EDS Corporate 

Public Relations are authorized to speak with the media. In these cases, you must refer 

media directly to EDS Corporate Public Relations. 

Speeches and published works, such as books and magazine articles, offer excellent 

opportunities for EDS to present topics and ideas of interest to business and profes

sional audiences. Any speech or published work on a professional topic by an EDS 

employee could be perceived to represent EDS' position. Therefore, such speeches and 

published works must be pre-approved before any company time or resources are 

committed to them and before they are released. Pre-approval must be obtained from 

· - ihe- Officeofthe- Chairman if there~isthe poss ibilityota·national audience-:Pre"approval 

must be obtained from the senior leader of your business or support organization, as 

designated in the EDS Organization Chart published on infoCentre, if there will only be 

a local audience. 

Q: A local reporter called askinq for information about E:DS. Can I talk to 
the reporter? 

A: Not withoiJt fir~t coTISIJitinq E:DS Corporate Public Relations. Talking to 
reporters can be harmful to the company if you don't have all the facts, 
and it can a/sci iiTiplicate securities laws. 

Contracting and Signing on Behalf of EDS 
When we enter into agreements or sign documents on behalf of EDS, we can create legal 

obligations and legal and financial risks for the company. Correspondence, reports and 

other documents that contain substantive opinions, conclusions or determinations or 

that legally bind EDS must be signed by or under the control of EDS leadership. Before 

you sign an agreement for EDS, be certain that you have the legal authority to obligate 

the company and that you have all required corporate authorizations, including any 

required authorizations under the Signatory Authorization Process. 

Special issues arise when we contract with the U.S. government. For more information 

on this topic, see the Financial Integrity Policy and the section titled "Contracting with 

Government Entities" contained in this Code. 

< 20 > 

Because EDS is a publicly traded 
company, we are governed by 
laws and regulations regarding 
how we disclose significant 
events to the public. That is 
one reason why it is important 
that we confer with authorized 
personnel before answering 
the media's questions. 

Never sign on behalf of 
EDS unless you have the 
appropriate signatory 
authority and approvals. 
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Assisting Others in Misconduct 
EDS is committed to acting with the utmost integrity in all of our business dealings. We 

will not knowingly assist a client, supplier or any other person or entity in violating or 

avoiding legal or regulatory obligations, including disclosure and financial obligations 

under the securities laws. Our business dealings should be transparent, and the documents 

we use to record a transaction should accurately reflect the deal that was negotiated. 

This means, for example, that we will not provide false or misleading statements about 

our business dealings with a client to its auditors, nor will we put portions of our business 

arrangements into separate "side letters" if we believe a client's purpose is to hide the 

letter from its auditors or otherwise keep it from receiving appropriate visibility within 

the client's organization. If you are asked to participate in or become aware of any such 

arrangements, or if you are not sure whether a particular arrangement may be improper, 

discuss it with your leader, Legal Affairs, the Office of Ethics and Compliance, or contact 

the Ethics Helpline right away. 
·- -·--·-

A.~ 
... ! 

I'Yfil t)e.fi!Q il~ggtl<Jt!n~ ~ two'Yfil~r C:~11tr9c:t wfth a ~qtfi)ntial client for the last 
fi~~ W:e.~~s; Jjg~~l'ltl~ thfil t;Jtf:lnt r~.9¥fils.tfil~ tbi!t \y~> C!tJrfile tq a contract 
p[oyi§JP.Il th~fstat~~ ~~$ Wi{t prqvfp;e cer(9jn s.filrViffilf tq the client only in 
yf:la[t~P P(f!ie c;gntf9~t.~· .. Y~t;t !s Wfilllllllcffilr~tqgcjth9.t EDS will provide 
serviceslf)ppt~Y,filar§:qtth~cqntw.¢t·¢C11l gQ$agrfile.to thi§ term and 
fleverthfiii~#Prqvfeifi sfi)rVicfils in. both·c()ntract years? 

fi!q,tq a'gr~efothi~t~rm WRI!Ic! be. inC:()nsi~t~nt with the underlying business 
~rri!f19:~tn~nf~nd(~;;~Y.CIIIowJhe cf~~~t to lrlapprbpriately aq:o!Jot for the 
tr~(l#~7ti9n. you shQiifc/ 9Pesti~n. c:gntract. terms, inctur;ling. statemfi)nts qf 
W:()rk.ai"I~PC1YTf~nfarr~:ri9e!fl.en.ts;whic;h seejntq distort or cooceal the 
l!nderlying t)usiness ari~ngfiment. 
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Ask questions to ensure that 
you are not assisting others 
in conduct that will violate or 
avoid legal or regulatory 
obligations. 
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Protecting EDS Assets 
You must safeguard EDS assets from loss, misuse, waste, damage and theft and use 

them efficiently. Failure to do so has a direct impact on EDS' profitability. "Assets" are 

all the resources owned or controlled by EDS. 

Q: I am an administratire assisfqnt, qndl am filling cwt my leader's expense 
report fc)ra r~cent f.Jus.in~ss trip. I know my leiJder's spouse, whq is not an 
~D$ emp/oy~e. wentcin .th~ trip qnc:J that the spous_e's ~xpenses are included 
in th~ report V(hqt s_hould I do? 

A: If you're comf()rtCII.JI~J c/Oil)g so, you c13n ~sk yqur l~ader if the spouse's 
exp~ns.es wert# in.clf!ded by mis.take; If yof!'r~ not· c;omfortable asking, you 
mu~t ~eport th~ m~tter to your leader's. lea~~r, Legal Affairs, the. Office of 
£thics<Jnct.c:;c,mpfiance, or the Ethics. Helpline. Remember that part of your 

-·· ]otfis~ti)Jifilfit~'S'pfiJtecrit~-~ssets~ncii'e~our~~s;repoftiiiq.thlsmattefis 
on~ of yqur resp~nsibiHti~s as an· £DS etnplqyee. 

Q: Aft~r ~or/c, ls~fr)~.tll"fl&s 9cfclirec:tl'( tqthe; gym; I always take my laptop 
hqf1le, s~ while /'mill th~ g'(f)'). f"Y I<Jptqp is on the front seat of mY locked 
c:C~r in .the. pgrking @.Is {hi$ o~ay? · 

A: f'!o,. it is not .• You s~qt~,ld onlY t~k~ yo(Jr laptqp hofTie. if it's necessary for 
your ~DS ~()rk qriftflere is no 'lfqY (or it to tie safely left at work. You must 
Si)(egu~rd yCJur liJptoH <J.nc/ th~ cta.t(J i(contains;Jeaving ypur laptpp on the 
fr()~t s~qt of '!9tf' C:CI! ltJthis si~~<J.tion fs not S.iJfe; If you need your laptop at 
fl()rfler talce it f,fjer~ first qr go tiac:k to yoiJr offir:~ and get it after you're 
finisfl~r} i)ftM .9ym; If th~se options won't wQrk, and you think it's safe, lock 
the/aptqpfn the trunk ()f yourc<Jr when you leave work rath.er than when 
you get to the gym; park in a highly visible section of the parking lot and 
keep an eve on your car. 
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Examples of EDS assets, which 
we all have a responsibility to 
protect, include: 
·Offices 
·Buildings 
·Equipment 
• Computer systems 
·Supplies 
• Corporate funds 
• Financial data 
• Corporate records 
• Intellectual or intangible 

property, such as technologies, 
ideas, information, inventions, 
concepts, business practices 
and methods, strategies and 
plans, client and employee lists, 
and business opportunities 

• The time and talent of EDS 
employees 
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Proper Use of Corporate Assets and Resources 
EDS permits limited and reasonable perso[lal use of basic office services and systems 

such as telephones, photocopiers, facsimile machines, personal computers, and access 

to the Internet and other public networks. Personal use of corporate resources is a 

limited privilege, not an entitlement. When using EDS assets or resources for personal 

use, you should exercise good judgment and keep personal use to a minimum. Where 

not prohibited by law or regulation, EDS reserves the right to monitor the use and 

content of its assets and resources. 

Personal use of EDS assets or resources must: 

• Comply with laws and regulations and EDS corporate policies 

• Not interfere with work responsibilities or service to clients 

·Not interfere with required business communications 

• Not be used in the support or operation of a business other than that of EDS 

• Never be used in a manner or for a purpose that would reflect unfavorably upon 

EDS' reputation, such as use in pursuit of illegal, unethical or otherwise questionable 

goals, or to access or communicate offensive, vulgar or pornographic material 

You must also abide by all security procedures and controls to protect the integrity and 

security of EDS data and networks. 

Limited and reasonable use of EDS resources for the purpose of performing duties 

associated with approved service on professional and trade associations, charities and 

community service organizations, and outside directorships is permitted. 

For more information on this topic, see the Use of Corporate Assets Policy, the Financial 

Integrity Policy and the Security Policy. 

Q: I use my Internet connection a.t work to check my stock portfolio. Is there 

A.•• 

any pr.ol?lern with tl)at? 

Limitedp~rsonC)I use ofthelntemet-such as checking ygur stock portfolio 
on o~c~slon -is acceptabfe;You should not, however, spend more than a 
ver'flimited amountoftlme doing personal tasks at work. Your use of the 
comf3any's time~nd resources in this manner takes away from the time that 
you would otherwise I:Je devoting to EDS. 

< 23 > 
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EDS assets are intended to help 
us achieve business goals. 
Careless or inefficient use of 
company assets hurts all of us. 
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Software and Other Protected Intellectual Property 
You should not use unlicensed or illegal copies of software. In addition, EDS licenses 

many computer programs owned by third parties. Our policies require you to respect the 

copyrights of others and use software licensed to EDS in conformance with applicable 

license agreements. Violation of a software license agreement could result in legal 

liability against both EDS and the responsible individual. 

Other types of intellectual property, such as music, literary works, photographs, film, 

video and other published material, also have legal protection under most countries' laws. 

Before you download, use, distribute or copy such property, check with Legal Affairs to 

be sure that EDS has the legal right to do what you propose. 

For more information on this topic, see the Use of Non-EDS Software Policy, the 

Financial Integrity Policy and the Security Policy. 

Q· ..• !t .. Out 9r9i!JOI~i!JtiQ.tJPqrcnas~d a $ft~ licen$efrom i!J. S.()ftWi!Jre company for a 
ftew qf>mP(!te:,prcuJri!Jrp, A friencj i()an()th~r or9~nizatipn wants to use it 
and askeiJif I we)uld make a cppy. It would be fpr business use. Can I make 
the£~P~? · ··.· ·· ·· ·· · ···· · ··· · · · · 

A: No. 1/'(hen alicens;e i!Jgreement with a S()ftw(ire supplier restricts the use of 
a pr()grfm to a partkular prg-aniziJtibiJ or site, we c:.annot make copies that 
v}oi;~Jf:/ theJic;ens.e~9reeme.nt. Eyeocopies for other EDS organizations may 
viplate a license agreement. · 
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As a provider of information 
technology services, it is 
important for EDS to comply 
with copyright and intellectual 
property laws. Do not violate 
license agreements and do not 
use unlicensed software on 
EDS' systems. 

Page 1757 
CTZ-2013-00110



Computers and Equipment, Network Security, 
Photographic and Audio Devices 
Public electronic networks such as the Internet raise the potential for unauthorized 

access to e-mail and other files transmitted over such networks. Data security over 

public networks simply cannot be guaranteed. Therefore, take care to ensure sensitive 

information is sufficiently protected before it is routed through the Internet or other 

public networks. 

The physical security of our network and equipment is everyone's responsibility. You must 

protect and secure this equipment at all times. You must protect the confidentiality and 

integrity of information used to access our networks, including IDs and passwords, 

hand-held authentication devices, pass codes, and building-access key cards. The same 

precautions should be taken to protect computer systems, including client, supplier 

and EDS data, application software and audit logs, and files for audit and recovery. 

You should log off the network or activate a password-protected screensaver whenever 

you leave your computer terminal or data device unattended or unsecured. 

You may not use any type of photographic, video or audio recording device at an EDS or 

client facility to capture proprietary information about security equipment or procedures 

unless specifically authorized by the Chief Security & Privacy Office. The unauthorized 

use of these devices in the workplace poses a serious risk to both information security, 

and employee and facility security. Photographic images and audio recordings of EDS 

proprietary information regarding business processes, software designs and so forth 

could allow third parties to access and misappropriate our intellectual property or 

compromise the integrity and availability of our resources. 

For more information on this topic, see the Use of Corporate Assets Policy. the Global 

Privacy and Data Protection Policy, the Security Policy, the Information Handling 

Security Policy, and the section of the Code titled "Personal Privacy/Data Protection." 

Q: I found some free software on the Internet that I would like to use on a 
project. Can /Install iton my company laptop? 

A: You may only use public domain or freeware software if you first obtain your 
/~ader's approval. Note that "sharewar~" software is not in the public 
domain and is not necessarily free; it generally is subject to license terms. 
Do not use shareware without first obtaining your leader's approval and 
advice from Legal Affairs. 

< 25 > 

2008 EDS Code of Business Conduct 

• Our network security is 
the responsibility of every 
employee who uses the 
network. Safeguard your 
passwords and IDs and all 
hand-held devices, and take 
your responsibility seriously. 

• Do not install or use 
unauthorized software 
on any EDS computer. 

• Never provide your password 
to anyone - inside or outside 
the company - nor record it 
somewhere that it might be 
accessible by others. 

• Do not use photographic, 
video or audio recording 
devices without proper 
authorization. 
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Electronic Communications 
Whether communicating face-to-face or by means of electronic communication tools 

such as the computer, telephone, fax, voice mail, mobile messaging or other wireless 

communication devices, each of us must communicate professionally. EDS will not 

tolerate the use of its communications and messaging tools (including the Internet and 

intranet) to send, retrieve or store harassing, threatening, derogatory, defamatory or 

obscene messages or other such communications to anyone. Use of communication 

tools to send "chain letters," hoax notices or other such communications is not profes

sional business behavior and is prohibited. 

Sending technical data via the Internet or intra net to another country or; in some instances, 

to a national or citizen of another country, involves the export/import laws of both the 

transmitting and receiving countries. Similarly, many jurisdictions restrict certain 

commercial uses of electronic communications (like spam or telephone solicitations), 

and privacy laws may be impacted if any personal information is communicated. Never 

use electronic communication tools for commercial uses, such as mass faxing, mailings 

or telephone solicitations without first checking with Legal Affairs. 

For more information on this topic, see the Export/Import Laws Policy, Use of Corporate 

Assets Policy. the Financial Integrity Policy. the Global Privacy and Data Protection Policy, 

the Security Policy, and the Information Handling Security Policy. 

Ae 
rJ• 

I ~()rne~!irJ~s u~e ~.:m?JiltQ ~end p~r$6nii1 mess;3ges when I'm at work. 
Is tha(okay? · · · 

Qc~asioj'l~if'Jer$()nalu~e qf e~111iiil is acceptiible. You sf1ould, hQwever, have no 
e)(P::ec~qt/on of pri~<JCY if yc)(J s~Qd e~miiil u~inr; cof11pany computers; You also 
.fTI(JSt aiJ}dJ~ by i31/ ~qrnpal'ly policfes w~ef) usinq ~ornpiiny computers. You 
mqst n~ver send h(lrassing orinapprqpri;Jte e-mai/s, chain letters, personal 
advertisements or solicitaticms, · · 

< 26 > 

Remember that when you 
are using company resources 
to send e-mail or to access 
Internet services, you are 
acting as a representative of 
EDS. Any improper use of these 
resources may reflect poorly 
on EDS, damage its reputation, 
and expose you and the 
company to legal liability. 
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Accurate Books and Records and Disclosure 
We must each ensure that financial information within our control is recorded accurately 

and in a timely manner in the company's financial accounts. No false, artificial or misleading 

statements or entries will be made in reports, business plans, books, records, accounts, 

documents or financial statements, including the omission of entries if such omissions 

could be misleading. You must accurately separate and report business and personal 

expenses. You must record all transactions in a manner that maintains accountability 

for all EDS assets and permits preparation of accurate financial statements. 

EDS' chief executive officer and its senior financial professionals (including its chief 

financial officer, controller and principal accounting officer) have a special role to play 

in ensuring appropriate public disclosure of EDS financial information. These executives 

must adhere to policies and practices that promote full, fair, accurate, timely and 

understandable disclosures in reports and documents that are filed with or submitted to 

the United States Securities and Exchange Commission and in other public communications. 

At the same time, each of us must support such disclosures by ensuring information within 

our control is not only properly recorded, but fully, fairly and accurately communicated 

in a timely fashion to appropriate company personnel. 

Q: The qyarterly reportingperiod ends in two weeks. Our numbers are slightly 
off-t;:J~get, ;iiJd my /earfer .has ask~d tbat /record a few sales now that won't be 
fin.atiz~d llntil ryextmonth. The sales are pretty much certain to happen. Is 
th~re <my p[optem with this? · · · 

A; Ye~~ t~ere i$. Revem.les must be reported during the appropriate reporting 
p~rio.d! and tbe ~qmpany~s compliance with gener!JIIY accepted ai:c;ouflting 
principles 111# nqt be compromiseci; 'roa must report the request to your 
leac[er's leacfer, Legal Affairs; the Office of Ethics and Cqmpliance, or the 
Ethics 1-fe/pline. 
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We all have a role in helping 
to ensure the books and 
records of the company and 
its subsidiaries comply with 
EDS accounting practices and 
generally accepted accounting 
principles. No lesser standard is 
acceptable. Detailed guidelines 
regarding accounting controls 
and financial reporting are 
available to EDS employees 
on the Finance Web site. 
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Document Retention 
Various laws and regulations and the EDS Records Retention Policy require retention of 

certain EDS records, including electronic records, for specific periods of time. The subject 

matter of the record- not its form- determines the appropriate retention period. 

You must not destroy records relevant or potentially relevant to pending or expected 

litigation, tax positions, audits or investigations. If EDS receives a subpoena to produce 

such records, you must not in any way modify or destroy the records. Unauthorized 

destruction or falsification of any relevant or potentially relevant records may lead to 

prosecution for obstruction of justice. If in doubt about the legality or propriety of 

destroying or changing any document or other record, you should consult with Corporate 

Records Management and Legal Affairs. 

For more information on this topic, see the Records Retention Policy, the Documents 

and Records Archival site, and the Financial Integrity Policy. 

Q: Aie. ele.C:tronic records, like e~m<Jil, covered by the. Records Retention Policy? 

A: Yes, a, II ;ps ie.~or~$ ,;;nclt~.Pi?CJ e.l~ctr;oilfcre.cor;Cfs ... a,re $Ubject to th.e policy. 
If YOtl have. ~~Y qlle.$t{iJM af)gut .speciff~ r:te.nti()n pe.rioqs, you should 
CO/l~(Jlt t~e. £1:)$ ~()I'Mf"<~te. Re.c()r~$ Re.te.ntjqn Sched(Jies em the Document 
and ~~corc1s Atchival ~ite .Cir C?lltflcr Cqrp()r~te Re.cgrqs Manageme.nt./n 
tM eM~ ~(~171p!oymel)t re~ord$; ypu shout~ cdntact gmployee Relations 
~~~~~~ .. . . . 
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NEVER destroy or alter records 
that are the subject of litigation 
or an investigation. It can get 
you and EDS into serious trouble. 
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Insider Trading 
"Insider trading" can occur when a person buys or sells securities of a company 

while aware of material non-public information about that company. Material 

non-public information is any information that is not yet public and could reasonably 

be expected to affect the price of a company's securities or be considered important 

by a reasonable investor. 

The law and company policy prohibit insider trading. This prohibition on insider trading 

applies not only to trading in EDS securities, but also securities of EDS' clients and 

suppliers or other entities having a business relationship with EDS. These rules also 

forbid sharing material non-public information regarding EDS or other companies with 

others who then trade in securities using the information. 

The law and company policy may, however, permit you to trade in EDS securities 

regardless of your awareness of material non-public information if the transaction is 

made pursuant to a prearranged trading plan complying with applicable law. For 

additional information on trading plans, contact Legal Affairs. 

If you have any doubt as to whether particular conduct may violate the restrictions on 

insider trading, you should contact the Office of Ethics and Compliance or Legal Affairs. 

For more information on this topic, see the Insider Trading Policy and the Financial 

Integrity Policy. 

Q: In .wprkinq wJtlrgne of f?i.IFclients, I'Ve t~arnedth~t the client is on.th~ verge 
of a bi~ l?r~ak.t~~gugh. that lt~iflk willre~lfy h~tp the client increase its sales. 
I. want .topqrchas~.sQrneof .the dlent;s stock. C.an I? 

A: Ng, Yoq callllofpfirchas.e ~tock in the client company until the information 
you have is disclosed tp the public. · · 
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Do not disclose material, 
non-public information about 
EDS, our clients, suppliers or 
other entities having a business 
relationship with EDS to anyone, 
including co-workers, who do 
not have a legitimate need to 
know such information for 
business purposes. Examples 
of material information include 
unannounced financial results 
and may include information 
concerning the following 
situations: sizable new or 
lost contracts; important 
personnel changes; major 
lawsuits; and possible mergers, 
acquisitions, divestitures or 
joint ventures. 
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Communication with Outside Legal Counsel 
Legal counsel representing other companies, government agencies or individuals may 

contact you seeking information about EDS business, our clients, employees or suppliers. 

To protect employees, directors, clients and EDS in connection with litigation and other 

legal matters, and ensure any information released is complete and accurate, you must, 

as a general rule, immediately refer all contacts from legal counsel outside the company 

to EDS Legal Affairs. Special issues may arise if you are contacted by government 

investigators. For additional information, see the "Government Investigations" section 

in this Code. 

If in connection with EDS business you receive a subpoena to provide documents or 

appear as a witness, you must immediately contact Legal Affairs for assistance. 

Q: lqot a c:a/1 from ~. fawyerfqr qne of qur fqrmer cUellts, askinq me questions 
about my work for this client. The lawyer's questions dQ not concern £DS; 
they concern a dispute Mtwgen. the former client and one of the client's 
former employees:. Sl)ould /answer the lawyer's questions? 

A: No, you should not sp~ak with thelawyer without assistance from Leqal 
Affairs. You should refer the lawyer to Leqal Affairs. 

Obtaining Competitor Information 
EDS participates in a highly competitive market. We will compete vigorously and fairly 

and always in an ethical and legal manner. We can gather information about our 

competitors from sources such as published articles, advertisements, brochures, other 

non-proprietary materials and surveys by consultants. We will avoid any practice that 

could result in or be perceived as inappropriately obtaining competitive information, such 

as theft, spying, bribery or breach of a competitor's nondisclosure agreement. 

If there is any indication information you are offered was not lawfully obtained, you should 

refuse to accept it. If you receive any competitive information anonymously or that is 

marked confidential, you should not review it and should immediately contact Legal 

Affairs. Be aware that there are very strict rules that restrict obtaining non-public 

information from the government. 

Q: It would be very helpful to me. in repricing some of our services to know 
what our main competitor in this area is charqinq fqr the same services. 
I can't seem. to find the information in public documents or on the 
competitor's Web site. Is it okay if I call the competitor - from home -
pretending to be a customer? 

A: No. You should never misrepresent yourself in order to obtain competitive 
information. 

< 30 > 

Generally, all contacts from 
outside legal counsel should 
be referred to Legal Affairs. 

It is entirely proper for us 
to gather information about 
our marketplace, including 
information about our 
competitors and their 
products and services, but 
we must do so only in legal 
and appropriate ways. 
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Maintaining the Highest Standards of Integrity in 
Contracting with Government Entities 
Providing services to government organizations is a significant part of EDS' business. The 

laws, regulations and ethical considerations affecting our interactions with government 

entities often differ from dealings with non-government clients. We must maintain the 

highest standards and abide by all pertinent government contracting laws, rules and 

regulations. Failure to follow applicable rules can result in penalties, contract cancellation, 

suspension and debarment from future government contracting opportunities. 

Anyone involved in selling, implementing or working on government contracts must 

be familiar with both the general rules of government contracting and the specific 

requirements applicable to their government contracts. Specific regulations, which may 

vary with different government entities, will dictate the contracting procedures to be 

followed. Government contracts do not exempt contractors from complying with the 

export/import regulations of the countries involved. 

For more information on this topic, see the Conducting Business with Government 

Entities Policy and the Policy for the Prohibition of Corrupt Payments. 

Q·.· ... ••·· . . Th~ qoy~r11ment. contrac:t l'mworki[lq .on requires us to purchase a particu-
lar prof( !Jet from~ !)pecific sypplier. I found a c:heaper source of supply. Can I 
switch? 

A,; ffo, Yollml,l!)t fo/lqy( ~he C:P:ntractspecificatiqf)s ~xactfy unless you first qet 
tbeqQvemm~ht's written approv~l to make acnanqe; 

Q: ldisc0yer~d sof!l.~ iryii,cc(Jrateifl(ormation was mistii,kenly ~r()vif(~d to the 
goverhment~qencyclientin c:onn.ection with a contract between EDS and 
the qo)lerf1f!lent agem:y. What should I dq? 

A: Y()u s/lOIJ/d promptly iiiform your leiJcl~r, Leqai.Affairs, or the Office of 
Ethics .and COfTipliance, They cal) helP you c/isc/ose the mistake in th~ 
appropriiJte way. 
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Misconduct in government 
transactions, even when it results 
from lack of knowledge, can 
have serious consequences 
for our business, The rules 
governing government 
contracting are complicated, 
If your organization does not 
regularly do business with 
government entities, you 
should contact Legal Affairs 
before responding to a request 
for proposal to provide services 
to a government entity, 
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Classified and National Security/Official Secrets 
Various laws and regulations govern the acceptance, protection, handling, disclosure and 

control of classified documents and information. You must adhere to all government 

regulations regarding classified information. You must also respect the strict rules of the 

government regarding those who may properly have access to and possession of copies 

of classified or other government data, including classified information entrusted to 

EDS by governments and their contractors. Each of us who has access to government

classified information must safeguard the security of that information. Report any 

breach of security immediately to Legal Affairs or the Chief Security & Privacy Office. 

0: I~I'IOW: I c<m (Jnly. di~c;fost?. t;lassified information to my colleagues who have the 
cfPPt91Jria_te lf!l(eiC?f ~~~urity t;IE?arance an(/ a need to know. How do I verify 
~E?¢.~'rity cle~t~nce? 

A: Contact the Chief Sect~rity & Privacy Office before disclosing the information. 
·They cal! verify a SE?curity clearance level for any £DS employee. 

< 32 > 

Our obligation to safeguard 
classified information continues 
until the information is 
declassified. 
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Government Investigations 
As a general rule, investigation and litigation matters are handled exclusively by EDS Legal 

Affairs, and any documents that relate to an investigation or litigation should be immediately 

referred to that office. EDS fully cooperates with all government investigations. 

While EDS cooperates with government investigations, and in limited instances may provide 

personal information of employees, it also has important interests to protect. EDS, for 

example, has confidentiality obligations to its clients, including, in some cases, the 

obligation to provide notice to the client when requested or ordered to provide information 

about the client. Accordingly, if a government representative contacts you regarding an 

investigation, in most instances, you should politely advise the representative that EDS' 

policy is to fully cooperate in all government investigations and that responses must be 

coordinated through Legal Affairs. You should then immediately contact Legal Affairs to 

receive further advice. This process will help ensure the accuracy of the information 

EDS provides to the government. 

There may be instances where contact with government investigators is appropriate. If 

you have any doubt or concern about the appropriateness of speaking with a government 

investigator, you may seek guidance anonymously through the Ethics Helpline. Please 

keep in mind that you are required to report any suspected wrongdoing to the company, 

and the company strictly prohibits retaliation against employees for making good faith 

reports of suspected misconduct. 

A.. 
~-

lju~t receiy~d a $U/Jp()~na. fqr certain .. E:DS records from a qovernment 
aqency.; What sflot#d /do? 

tf youteceive a subpo~i'lii or qth~r re~u~st f~r E:p$, client or supplier 
dticuments, yqu. shqulclnotify yqur leafier ~Qd immecliate/y forward a 
c9pY qftfl.~ subpoena or req(Jest to Leqal Affairs. 
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Never destroy or alter 
documents in anticipation 
of a request for them from 
the government, and always 
be honest in dealing with 
government agents and 
investigators. 
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Political Contributions and Activities 
Laws of certain jurisdictions prohibit the use of company funds, assets, services or 

facilities on behalf of a political party or candidate. To ensure compliance with applicable 

laws, each of us must obtain written consent from the Office of Global Government 

Affairs prior to committing any company time or resources for political activities, 

including lobbying. 

EDS does not restrict your personal participation in political activities or use of personal 

funds for political purposes. EDS will not reimburse you for any personal political contribution. 

For more information on this topic, see the Political Contributions and Activities Policy and the 

Financial Integrity Policy. Also see the EDS Policy for the Prohibition of Corrupt Payments. 

Q: ~y le~derasked me .and some others in ourgroup to make a contribution to 
a friend's campaign for city council~ Is that appropriate? 

A: ~o. Even if yourlee~deris not pressuring you, the request is inappropriate. If you 
are. ppt comfortable spe<Jking tp yourleader about this, you can speak with 
your leader's leader; the Office of Ethics and Compliance, or the Ethics Helpline. 

Anti-Money Laundering 
Money laundering is the process by which large amounts of illegally obtained money 

(from drug trafficking, terrorist activity or other crimes) is given the appearance of 

having originated from a legitimate source. Money laundering is not limited to cash 

transactions; it also can include, among other things, checks (including traveler's, 

cashier's or third-party), money orders and all forms of electronic transfers, including 

transfers of currency and securities. EDS takes seriously its obligation to help close off 

the channels that money launderers use. If you observe or suspect a money laundering 

transaction, immediately contact Legal Affairs. 

Q•• .One of our clients called to say that it is r;hanging banks and needs to pay its 
most recent bill in cash, because its new account isn't ready. What should I do? 

A: Contact Legal Affairs, which will help you assess the situation. Cash payments 
sflould typically be considered suspicious and be investigated. Other types of 
potentially problematic payments intl(Jde rnoney orders, traveler's checks, 
cashier's checks; third-party checks or transfers from third-party accounts. 

< 34 > 

The laws and regulations 
governing corporate political 
activities are complex and 
vary dramatically in different 
countries and localities. Before 
engaging in any political activities 
on behalf of EDS, consult with the 
EDS Office of Global Government 
Affairs. This will help ensure the 
activity or contribution is legal 
and cannot be misconstrued 
as having been for any 
improper purpose. 

Money laundering is a problem of 
global proportions with poten
tially devastating consequences. 
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Bribery and Improper Payments 
The laws of many countries, including the U.S. Foreign Corrupt Practices Act (FCPA), 

and EDS policy prohibit us from directly or indirectly giving or offering anything of 

value to government officials or officials of public international organizations for the 

purpose of gaining business or favorable government action. Payments need not take 

the form of cash to be prohibited. They may be anything of value, including gifts or 

services. Generally speaking, small business courtesies such as reasonable expenses for 

meals directly related to business promotion or contract performance are not prohibited. 

Determining what gift or payment may be permitted may involve difficult legal judgments. 

In addition, in a number of countries there are absolute prohibitions or very tight 

restrictions on gifts for any purpose to members of the national legislative body, their 

families and staff. Therefore, do not make any payments or give gifts related to EDS 

business activities to government officials, officials of public international organizations or 

members of national legislative bodies, their families or their staff unless the transaction 

is approved first by Legal Affairs. 

In every case, we are required to maintain accurate records and internal controls. 

For more information on this topic, see the EDS Policy for the Prohibition of Corrupt 

Payments, the Conducting Business with Government Entities Policy, the Financial 

Integrity Policy and the Contractor Compliance Process . 

. Q. •• Whit~ I understand find appreciate EDS' desire to abide by high ethical 
standards, It Is sometimes tough to do that and maintain our competitive 
standif'lrJ·I wi{lli~ely lr>se a big ~ontract If I. dt)n't pay a local official a bribe. 
Ooes. ~DS re~/ly want me to lose the b.usiness? 

A: Yes, EDS w~ulcl rather los~ business if gfiininq bl.lsines~ requires bribery or 
other improper means. The short-term gain .of winning that contract will be 
more t"ari offset by the long-term loss of reput~tion and credibility if you 
get caught, and;. more importantly. the contract is just llot worth violating 
the law and our high standards of business ethics. If you are faced with a 
situation like this, speak to your leader, Legal Affairs, of the Office of Ethics 
and Compliance. EDS places great value on your decision to. act appropriately 
in difficult circumstances. 

Q: I am working with a foreign agent in Asia who is helping me navigate some 
of the intricacies of contracting with a gov~rnment there. I am concerned that 
some of the money EDS is paying the agent maybe going toward paying 
bribes .to government officials, but/have no actual knowledge that bribes 
hi!JVe been paid. Is. this of any concern to EDS? 

A•• Yes, it is. EDS can be liable for bribes made to for~ign government officials, 
even if they are made by an agent or subcontractor. We cannot avoid lii!Jbility 
by ''turning a blind ~ye" when circumstances indicate a potential violation of 
anti-bribery laws. You should report the matter to Legal Affairs immediately 
to get. assistance in determining if any brib~s have been paid. Remember, it 
is also necessary to perform due diligence on agents or contractors prior to 
hiring them to help ensure no bribes .will be paid. 
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2008 EDS Code of Business Conduct 

You must not, directly or 
indirectly, offer, pay or 
receive a bribe. 
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Export/Import Control Regulations 
EDS conducts its international business in strict compliance with all applicable export/ 

import laws and regulations. Under regulations administered by various export/import 

control agencies, the export/import of goods, software, services or technology from a 

country in which EDS conducts business may require a specific export or import 

authorization. In some cases, the export laws of a country will continue to apply to the 

movement of items or technology, even after the items or technology have been 

exported from that country. 

An export of any item or technology that was created in the country in which you work 

may occur by sending, taking, or transmitting goods, software, services or technology 

across any national boundary or by disclosing technology to a person who is not a 

citizen of the country in which you work. Information for the design, development, 

production or use of any product is defined as technology and includes design specifi

cations, instructions, skills training, working knowledge and consulting services. Consult 

with the Office of Export/Import Compliance, Legal Affairs, or the Office of Ethics and 

Compliance whenever questions on this subject arise. 

For more information on this topic, see the Export/Import Laws Policy. 

G; 19.(ft ~ spft~are engineer(oc~t~din the ()nited States, and I sometimes 
cf~91 'ltith ~H~bts. inot~er countries. AI"!? aUofmy conversations with 
cJjf?nt$ Of.ltsf9e.}M.IJ•S; "expqrts" of t~~hnqlogy? 

A; '(ourcorlVersations t'{ith¢1ie(lts in or from ctherco1Jntries may constitute 
"expqrcts,''. depf?nc/jng qnw!Jat. tee cqQ':'ersatl()n 8on(:erns. You sh()IJid consult 
th~ E:xport/IIT/pqrt t,av.rs Po/ic:ytor detaUedinfcmnatiqn, and cons(Jit t,egal 
Affairs, the Office ofE:xport/lrnport Compliance, or the. Office of E:thics and 
Compli<mc:e when speCifiC questions arise; 
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Export/import controls is a 
complex legal area with a host 
of regulatory requirements. 
Please consult with appropriate 
EDS personnel if you have 
any doubts about whether a 
conversation or exchange may 
be an export. 
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International Boycotts 
U.S. anti-boycott laws apply to economic boycotts of other countries that are not 

sanctioned by the U.S. These laws require U.S. companies and all their controlled 

subsidiaries to report most requests to support an unsanctioned boycott, whether 

the requests are oral or in writing. So that EDS can comply with these laws, you must 

report any suspicious requests or contract terms to the Office of Export/Import 

Compliance and Legal Affairs even if you do not intend to comply with the request. 

Q: 1-lcwdo I know if lam being ask~d to engage in ill~qal boycott activity? 

A'··· In atterrlpting. to identity boyco.tt;;rel~t~drequests or re~trictions, pay particular 
attentio.~ to reque$tS for informaticm or contraCt terms that require: 

•Information aJ~O(!t <J P~r$Qil1$pa$t, present or prospective relatic:mship 
with wh~t tf!e other party might refer to as "boycotted countries" or 
"b/ac:kllsted comp;Jnie$"; · , 

•lnform~tion abqut a p~rson's race, religion, gender or national origin; or 

• Di$~rim;natioh aqai(l$findivicluals or companies on the basis of race, 
religion,. qem:J~r or natio.na{origiil; 

In recent times the Ar<Jb Le~g(Je boycott of Israel has been the primary 
/)oycott that lea.ds to companies being prosecuted for participating in an 
unsanctiohed bOycott. 

U.S. Embargoes and Restricted or Denied Parties 
Currently, the U.S. and its allies maintain embargoes against a number of countries. In 

addition, the U.S. also prohibits commercial activities with parties that have violated the 

U.S. export laws or that have been specially designated as having intentions harmful to 

the U.S. EDS complies with applicable U.S. laws regarding these embargoes and with the 

restrictions against doing business with any prohibited party. Always screen the names of 

clients, suppliers or subcontractors by selecting the Denied Parties List from the "Quick 

Links" drop-down menu on the Export Compliance Web site. 

See the Defense Trade Controls-Embargo Reference Chart for a list of countries who 

are also restricted from receiving defense articles and services. Consult the Office of 

Export/Import Compliance or Legal Affairs if there are any questions about EDS' ability 

or the ability of EDS subsidiaries to do business involving a particular country or party. 

Q: I would like to send some products to a pqtential client in a country that is 
subject to a U.S. embargo. Would it be okay if I send the products to a company 
outside the U.S. and that company th~n sem:!s them on to the potential client? 

A: No. It is illegal to try to "get around" the embargo laws or to attempt to 
accomplish indirectly or through third parties what the embargo laws prohibit 
us from doing directly. 
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Examples of boycott requests 
we generally cannot comply 
with and must report: 

• Certify the goods are not 
from a particular country. 

• Certify EDS does not have an 
office in a particular country. 

• Identify the race, religion and 
sex of all employees who will 
work on this project. 

When required by law, we 
must abide by embargoes 
and sanctions maintained by 
the U.S. and its allies. 
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Fair Competition 
Antitrust laws and trade regulations are designed to encourage healthy competition in 

a fair and reasonable business climate. Most antitrust laws and trade regulations apply 

to both the marketing of products and the marketing of services. 

Generally, antitrust laws prohibit any activity that may improperly reduce or inhibit 

competition. We compete vigorously and fairly in the conduct of business matters and 

always in compliance with applicable antitrust laws. Some of the most serious antitrust 

offenses are agreements between competitors that limit independent judgment and 

restrain trade, such as agreements to fix prices, restrict output or control the quality 

of products, or to divide a market for clients, territories, products or purchases. You 

should not agree with any competitor on any of these topics as these agreements are 

virtually always unlawful. 

EDS must comply with all applicable competition laws. If you become aware of a conflict 

between U.S. laws and the laws of other nations, consult Legal Affairs. 

Because of the complexity of antitrust laws, you must seek advice from Legal Affairs 

on any question regarding them. The penalties for violating antitrust laws and trade 

regulations can be extremely severe for both EDS and the individuals· involved. 

For more information on this topic, refer to the Antitrust Policy. 

·· Q! A f!eighbr;m works for. qn~ o.f ~DS' competitor~ .. We have a friendly relationship, 

a:ne1 l~.st ~IJ~d~y my lleigi:Jbgr askeci f1J~ ~bout Pricf~g for one of qqrprojects. 
I av()id~q t/:lei~~ue, bi.Jt I'd like siJITJe g(Jidam;¢ in case it happens again. 

A: 'fo.u must absolutelyavdiq tiJ{kinrj .~bqut pt:icint} V{ith any of EDS' cornpf,!titors. 
While. V{e (Jn~e~t~n(J th(Jt, ·ill. soci<J{situatiqnsi it can s.qmetimes /}e cfifficult to 
act appropriately, yqu need to expl<Jin to your frifmct th.at EDS' policy stric;tly 
prohipits yau frqm talkim:1 ab.out price or other terms_ of sale with competitors.. 
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EDS depends on its reputation 
for honesty and integrity. The 
way we deal with our clients, 
competitors and suppliers 
molds our reputation, builds 
long-term trust and ultimately 
determines our success. We 
compete vigorously but fairly, 
and always play by the rules. 
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Compliance/Discipline 
We are each responsible for reporting known and suspected violations of EDS policy or 

legal requirements. EDS takes all reports seriously and expects employees to be truthful 

and cooperate fully with investigations. Each report is reviewed and, if substantiated, 

resolved through appropriate corrective and/or disciplinary action, which may include 

verbal reprimand, written reprimand or termination of employment. Subject to applicable 

law, EDS will consider disciplinary action under appropriate circumstances, including 

circumstances where someone: 

• Has authorized, condoned, participated in or concealed actions that violate 

these standards; 

·Approves or disregards a violation, or through lack of diligence in supervision 

fails to prevent or report violations; 

• Retaliates directly or indirectly or encourages others to retaliate for reported 

violations made in good faith; or 

• Is uncooperative or untruthful during an investigation into any suspected violation 

of this Code, any EDS policy or legal requirement. 

As part of EDS' procedure for receiving and handling complaints or concerns, EDS 

has established procedures for: 

·The receipt, retention and treatment of complaints regarding accounting, internal 

accounting controls, or auditing matters; and 

·The confidential, anonymous submission by employees of concerns regarding 

questionable accounting or auditing matters. 

Such procedures are set forth in EDS' Financial Integrity Policy and at EDS' corporate 

Web site. 

Q: Wflat if my le.ade.r asks me to do something that is illegal? 

A: Don't do it! If you know or have a. good faith reason to believe that it would 
l:Je illegal o.r violate cp.rnpany policy, you should refuse to do it and report 
the matt.er to you.r leader's leader, Legal Affai.rs, the Office of Ethics and 
Compliance, o.r the Ethics Helpline. 
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If you know it's wrong, don't 
do it. If you see something 
that seems wrong, report it. 
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Substantive Changes to and Waivers of the Code of 
Business Conduct 
Any waiver of the Code of Business Conduct for any director or executive officer must 

be made by EDS' full Board of Directors or a designated committee of independent 

directors as required by law or stock exchange regulation. Substantive changes and 

waivers of the Code for directors and executive officers will be promptly disclosed as 

required by law or stock exchange regulation. 

No Rights Created 
The EDS Code of Business Conduct is not intended to confer any special rights or 

privileges upon specific individuals, provide greater or lesser rights under applicable 

law or entitle any person to remain employed by EDS for any specific period or under 

specific terms and conditions. Unless contrary to applicable law or the terms of a 

written contract executed by an appropriate officer of EDS, employment at EDS is for no 

definite period and may be terminated at any time by the company or by an employee 

for any reason or for no reason at all and with or without notice. EDS, however, cannot 

and will not terminate employees for any unlawful reason. 

The EDS Code of Business Conduct is not a contract. EDS retains the right to unilaterally 

modify this Code at any time, without advance notice. 
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Director's Addendum to the EDS Code of 
Business Conduct 
EDS Directors play a special role in the governance and conduct of EDS' business 

and affairs. In many cases, the duties and responsibilities and, therefore, the ethical 

obligations of non-employee (outside) directors are the same as or comparable to those 

of employees. Non-employee directors should adhere to the Code (including those 

provisions relating to conflicts of interest, corporate opportunities, confidentiality, fair 

competition, protection and proper use of EDS assets, and compliance with laws and 

regulations) in carrying out their duties on behalf of EDS to the extent and in a manner 

consistent with their special duties and obligations. Because outside directors are not 

employees of EDS, they are not and should not be subject in all respects to specific 

portions of the Code. Non-employee directors of EDS, for example, are not expected to 

obtain approval of any EDS leader before accepting employment with another company. 

The conduct of both employee and non-employee directors is, in some cases, governed 

by additional principles to which employees are appropriately not subject, such as those 

contained in EDS' Corporate Governance Guidelines. For example, directors are expected 

to comply with the provisions of those guidelines before accepting service on another 

board of directors. 

Directors should (a) ethically handle situations that could give rise to a conflict of 

interest including the appearance of a conflict, (b) fully and promptly disclose any 

conflict of interest to the General Counsel as set forth in this Code, and (c) take 

appropriate preventative or corrective actions (e.g., recusal from certain decisions), 

as determined by the Board or a designated committee. 

< 41 > 
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Code of Business Conduct Certification 
By signing below, I hereby acknowledge that I am aware of the EDS Code of Business 

Conduct, have access to it, and have read and understand it. I am also aware of how to 

seek guidance and report violations. 

Printed Name: ________________________ _ 

Signature:. _________________________ _ 

Date:. ___________________________ __ 

EDS NetiD:. ________________________ _ 

All employees and directors of EDS companies (except where the local law does not 

permit) are required to certify annually (new employees within thirty (30) days of hire). 

You can certify at http://ethicscertification.eds.com (preferred), or if EDS intranet 

connectivity is unavailable, by submitting a hard copy to your leader. 

If an employee provides a hard copy, the manual certification is to be retained in the 

employee's employment file for the duration of his/her employment with EDS and 

for a minimum of five (5) years (or as required by more stringent applicable law) 

following the individual's separation from EDS employment. Upon receiving the 

manual certification form from the employee, the leader is to electronically certify 

on behalf of the employee at: http://cobc.leqalaffairs.eds.com. 

< 42 > 

Keyword: certify 
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Other Country Code Provisions 
EDS operates in many countries and many cultures. We respect the laws and regulations 

of all of the places where we do business. Laws can sometimes differ and even conflict. 

If there is a conflict between applicable laws or between applicable law and a policy set 

forth in this Code, you should consult with Legal Affairs before taking any action. The 

following sections discuss certain provisions of laws of some of the places where EDS 

does business. 

Canadian Code Provisions 

Outside Employment 

Because EDS has clients, suppliers and other business relationships in different industries 

and settings, outside employment may create or appear to create a conflict of interest. As 

a result, and subject to applicable legislation, before accepting employment in addition 

to your role at EDS, any potential conflict of interest must be reviewed with your EDS 

leader and approved by that leader before accepting the additional job. 

In accepting outside employment, remember your commitment to EDS. You should not use 

EDS time or resources to benefit the outside employer, and the employment should not 

adversely affect your judgment, decisions or ability to meet EDS work-assignment 

responsibilities. 

Psychological Harassment and Bullying 

EDS Canada prohibits psychological harassment and bullying in the workplace, which 

include repeated and hostile or unwanted conduct, verbal comments, actions or gestures 

that affect an employee's dignity or psychological or physical integrity, and that result 

in a harmful work environment for the employee. EDS expects employees to report 

such behaviour and leaders to promptly act upon such allegations. If an investigation 

confirms improper conduct occurred, EDS will take appropriate action. 

Application of Laws in the International Arena 

Canadian law may govern our practices outside Canada. If you are uncertain, check with 

the Canadian office of EDS Legal Affairs or your EDS Human Resources representative 

about Canadian and/or foreig_n laws that affect your activities abroad. 
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Canadian 

United Kingdom 

Australian 

Danish 

Irish 

New Zealand 

Norwegian 

Swedish 

Belgian 

Dutch 
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For example, Canadian law prohibits (1) bribery, (2) export of some goods and technologies 

without a permit, (3) participating in international boycotts, and (4) trade with certain 

embargoed countries. 

Bribery and Improper Payments 

Within Canada, governments seek to prevent and prohibit potential domestic corruption 

by a combination of statutes, parliamentary rules and administrative provisions. The 

Criminal Code includes offences that prohibit bribery, frauds on the government and 

influence peddling, fraud or breach of trust in connection with duties of office, municipal 

corruption, selling or purchasing offices, influencing or negotiating appointments or 

dealing in offices, possession of property or proceeds obtained by crime, fraud, laundering 

proceeds of crime, and secret commissions. 

Internationally, Canada has actively participated in anticorruption initiatives in various 

international forums. In response to these initiatives, the Corruption of Foreign Public 

Officials Act features the offence of bribing a foreign public official. The offence of 

bribing a foreign public official is added to the list of offences found in the Income Tax 

Act to deny claiming bribe payments as a deduction. Amendments to the Criminal Code 

enable the prosecution of possession and laundering offences in respect ~f the offences 

of bribing foreign public officials, conspiracy or an attempt to commit the offence, as 

well as aiding and abetting and counseling others to commit the offences. 

Beyond compliance with these laws, each employee is expected to avoid conduct 

that could appear to violate the law. Therefore, according to EDS policy, we should 

not make any payments or give gifts related to EDS business activities to officials of 

Canada or other countries unless the transactions are first approved by the Canadian 

office of EDS Legal Affairs. 

Export/Import Control Regulations 

EDS conducts its international business in strict compliance with Canadian export/ 

import laws and regulations. Under regulations administered by the Minister of Foreign 

Affairs, Export and Import Controls Bureau, the export of goods, software, services or 

technology from Canada may require export permits. 

Exports may occur by sending, taking, or transmitting goods, software, services or 

technology out of Canada. Because Canada is party to a number of international 

regimes related to the control of the export of "strategic goods," and controls have 

been implemented to comply with Canada's multilateral commitments, consult with 

the Canadian office of EDS Legal Affairs whenever the question of export arises. 

International Boycotts 

It is an offence under the Foreign Extraterritorial Measures Act to comply with a foreign 

state's or tribunal's international trade or commerce policy that adversely affects or 

may adversely affect Canadian interests in relation to international trade or commerce, 

or that infringes Canadian sovereignty. All requests and contract terms that purport 

to have EDS comply with the trade restrictions or embargoes ordered by a foreign 

government or its agencies must be reported to the Director of the Canadian office of 

EDS Legal Affairs, who will take appropriate action. 
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Embargoes 

Currently, Canada maintains commercial embargoes against a number of countries. EDS 

complies with applicable Canadian laws regarding these embargoes. Because the list of 

embargoed goods and countries maintained by the Minister of Foreign Affairs changes 

frequently, consult with the EDS Canadian Export Compliance Coordinator 416 814 1543 if 

you have any questions about EDS' ability to do business with a particular country. 

Fair Competition 

Fair competition laws and trade regulations are designed to encourage healthy competition 

in a fair and reasonable business climate. To provide clients with the best combination 

of price and quality, and to promote efficiency, companies that do business in Canada 

must comply with competition legislation. 

In Canada, fair competition is governed primarily by the Competition Act, which was 

enacted to ensure the preservation and protection of free competition and to prevent 

artificial restraints on Canada's economic system. Individuals, such as EDS employees, 

must not enter into formal or informal arrangements (expressed or implied) with any 

competitor that set prices, costs, terms or conditions of sales or services; that assign 

clients, markets, territories, services, or product plans; or that deal with any other 

competitively sensitive or non-public information. The Competition Act also states that 

sellers cannot lessen competition by discriminating in price between the purchasers of 

commodities of like grade, quality, and quantity, and buyers cannot knowingly purchase 

commodities in such anticompetitive circumstances. Further, it is prohibited for a seller to 

pay a commission or to allow other compensation to get around this prohibition. 

Most other countries where EDS does business also have laws restricting attempts to 

monopolise or control competition. It is EDS' obligation to comply with these laws 

where they are applicable. Conflicts between Canadian competition and trade laws and 

the laws of other nations will be addressed by the Canadian office of EDS Legal Affairs. 

EDS' responsibility as a global corporate citizen requires compliance with these laws. Failure 

to comply will not be excused by the belief that the act was in the "corporate interest" 

or that it was "pursuant to instructions" from other people within the organisation. 

Beyond compliance, each employee is expected to avoid conduct that could appear 

to violate the law. 

Because of the complexity of competition laws, it is imperative to seek advice from the 

Canadian office of EDS Legal Affairs on any question regarding them. The penalties for 

violating competition laws and trade regulations can be extremely severe for both EDS 

and the individuals involved. 
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Private Sector Personal Information Protection Legislation in Canada 

In addition to complying with the Global Privacy and Data Protection policy, EDS in 

Canada conducts its business in compliance with applicable statutes and regulations 

regarding protection of personal information. In Canada EDS has implemented, and 

monitors on a regular basis for changes, a comprehensive program to observe Quebec's 

An Act respecting the Protection of Personal Information in the Private Sector, B.C.'s 

Personal Information Protection Act, Alberta's Personal Information Protection Act, and 

the Personal Information Protection and Electronic Documents Act, each as such 

legislation applies to EDS with respect to personal information of its employees. This 

includes disclosing the purpose for which the information is collected and/or being 

shared with third parties, seeking consent if it is to be used for another purpose, 

retention for the statutory time periods, a mechanism to review and to correct (and 

if necessary register a complaint with the EDS Canada Privacy Officer) the personal 

information about the employee held by EDS. 

EDS Canada's Personal Information Protection Policy is available to view in the Human 

Resources Section of the info Canada Web site. 

Substance Abuse Polley 

The testing provisions of the Substance Abuse Policy do not apply to EDS Canada. 

No Rights Created 

The EDS Code of Business Conduct is not intended to confer any special rights or 

privilege's upon specific individuals, provide greater or lesser rights under applicable 

law or entitle any person to remain employed by EDS. Unless contrary to the terms of a 

written contract executed by an authorised representative of EDS, employment at EDS 

may be terminated by the company in accordance with applicable law, or by an employee 

with or without cause in accordance with applicable law and/or the terms of a written 

contract with the company. Although some of the guidelines set forth herein may 

suggest, even strongly, that certain procedures or steps be followed, these procedures 

should not be interpreted as altering the terms of employment and do not constitute 

an employment contract. 

The EDS Code of Business Conduct is not a contract. EDS retains the right to unilaterally 

modify this Code at any time without advance notice. 

If you require clarification regarding a policy in Canada, please refer to the infoCanada 

site under Human Resources. 

Code of Business Conduct Certification 

If an employee provides a hard copy of the Manual Certification Form, the form is to be 

retained in the employee's employment file for the duration of his/her employment with 

EDS and for a minimum of one (1) year (or as required by more stringent applicable law) 

following the individual's separation from EDS employment. Upon receiving the manual 

Code certification form from the employee, the leader is to electronically certify on 

behalf of the employee at: http://cobc.leqalaffairs.eds.com. 
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United Kingdom Code Provisions 

Outside Employment 

Because EDS has clients in many different industries and has many suppliers and 

business relationships, outside employment may create or appear to create a conflict of 

interest. As a result, and subject to applicable legislation, before accepting employment 

in addition to your role at EDS, any potential relationship or employment must be reviewed 

with your EDS leader and approved by the leader before accepting the additional job. 

In accepting outside employment, remember your commitment to EDS. You should not use 

EDS time or resources to benefit the outside employer; and the employment should not 

adversely affect your judgment, decisions or ability to meet EDS work-assignment 

responsibilities. 

Personal Privacy/Data Protection 

Employee privacy can become an issue when personal use is made of EDS resources. 

Although EDS assets are intended for use in supporting and conducting EDS business, 

limited and reasonable personal use is permitted. (See the section titled "Proper Use of 

Corporate Assets and Resources" contained in this Code.) EDS reserves the right to 

monitor the use and contents of its assets and resources in accordance with applicable 

legislation. This will include employees, contract laborers and others using EDS' and its 

clients' facilities. Examples of such monitoring may include interception of e-mails, 

monitoring Internet access, monitoring telephone calls, monitoring of use of swipe cards, 

monitoring use of EDS and client computer facilities and systems, and recording activity 

with CCTV cameras for the purpose of employee safety and security of premises. Monitoring 

complies with employment contracts and policies and proper business practices. 

If EDS is required to disclose data held on its electronic communications systems and 

networks, information such as employee password protection may be requested and 

must be provided to EDS. 

Where appropriate and in accordance with applicable legislation, EDS reserves the right 

to pass on information and data obtained in the course of monitoring referred to above 

to the subject's leader or employer. 

For more information on this topic, see the Use of Corporate Assets Policy, the Global 

Privacy and Data Protection Policy, the Financial Integrity Policy, the Security Policy, 

the Information Handling Security Policy, Enterprise Security Policies & Standards 

(ESPS), UK Electronic Communications Policy and the section of the Code titled 

"Computers and Equipment, Network Security, Photographic and Audio Devices." 
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Solicitation/Distribution 

In the interest of a professional work environment and to protect EDS employees and 

directors from unwanted solicitation, you may not solicit or distribute any nonwork

related literature for any purpose during your working time or the working time of the 

person(s) you are soliciting. You may not distribute literature at any time in any working 

area. Selling, trading, or bartering of services or merchandise to others, as well as 

conducting personal business, is prohibited on EDS premises, except for company

endorsed activities. Participating in or soliciting for organised or commercial lotteries 

or other gaming or gambling activities is prohibited, except as permitted below. 

Persons who are not employees may not solicit or distribute literature for any purpose 

on EDS premises at any time, unless they have the approval of the senior leader of the 

business or support organization, as designated in the EDS Organization Chart published 

on infoCentre. 

In the UK, this section of the Code does not prevent employees from participating in 

the national lottery or undertaking other gaming or gambling activities so long as such 

activity does not occur during an employee's working time and does not bring EDS 

into disrepute. 

Substance Abuse, Enforcement Testing 

The principles and policy of maintaining a drug-free workplace will apply, but the 

Enforcement/Testing process will not apply to EDS employees in the UK. 

No Rights Created 

The EDS Code of Business Conduct is not intended to confer any special rights or 

privileges upon specific individuals, provide greater or lesser rights under applicable 

law or entitle any person to remain employed by EDS. Unless contrary to the terms of a 

written contract executed by an authorised representative of EDS, employment at EDS 

may be terminated by the company in accordance with applicable law, or by an employee 

with or without cause in accordance with applicable law and/or the terms of a written 

contract with the company. Where reference is made to the EDS Disciplinary Procedure, 

this will be the EDS UK Disciplinary Procedure in place. Although some of the guidelines 

set forth herein may suggest, even strongly, that certain procedures or steps be followed, 

these procedures should not be interpreted as altering the terms of employment and do 

not constitute an employment contract. 

The EDS Code of Business Conduct is not a contract. EDS retains the right to unilaterally 

modify this Code at any time without advance notice. 
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Australian Code Provisions 

Drugs and Alcohol 

The Substance Abuse policy applies; however, it is not the practice to apply the 

Enforcement/Testing process to EDS employees in Australia. 

Danish Code Provisions 

Substance Abuse, Enforcement Testing 

The principles and policy of maintaining a drug-free workplace will apply, but the 

Enforcement/Testing process will not apply to EDS employees in Denmark. 

No Rights Created 

The EDS Code of Business Conduct is not intended to confer any special rights or 

privileges upon specific individuals, provide greater or lesser rights under applicable 

law or entitle any person to remain employed by EDS. Unless contrary to the terms of a 

written contract executed by an authorised representative of EDS, employment at EDS 

may be terminated by the company in accordance with applicable law, or by an employee 

with or without cause in accordance with applicable law and/or the terms of a written 

contract with the company. Where reference is made to the EDS Disciplinary Procedure, 

this will be the EDS Denmark Disciplinary Procedure in place. Although some of the 

guidelines set forth herein may suggest, even strongly, that certain procedures or steps 

be followed, these procedures should not be interpreted as altering the terms of 

employment and do not constitute an employment contract. 

The EDS Code of Business Conduct is not a contract. EDS retains the right to unilaterally 

modify this Code at any time without advance notice. 
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Irish Code Provisions 

Personal Privacy/Data Protection 

Employee privacy also becomes an issue when personal use is made of EDS resources. 

Although EDS assets are intended for use in supporting and conducting EDS business, 

limited and reasonable personal use of company equipment and systems is permitted. 

(See the section titled "Proper Use of Corporate Assets and Resources" contained in 

this Code). Where not prohibited by law or regulation, EDS reserves the right to monitor 

the use and contents of its assets and resources. We should have no expectation of 

privacy when using EDS resources, whether for business or personal use. EDS may 

inspect the corporation's facilities, property, records and systems, including electronic 

systems, and inspect the information contained in them with or without advance notice 

to employees- even when information is stored under an individual's personal identifi

cation code or password. EDS employees will be made aware where such monitoring 

may take place. 

For more information on this topic, see the Use of Corporate Assets Policy, the Global 

Privacy and Data Protection Policy, the Financial Integrity Policy, the Security Policy, 

the Information Handling Security Policy, Enterprise Security Policies & Standards 

(ESPS), and the section of the Code titled "Computers and Equipment, Network 

Security, Photographic and Audio Devices." 

Sexual Harassment and Other Unlawful Behaviour 

EDS does not tolerate sexual harassment or other unlawful behaviour in the workplace, 

whether committed by a co-worker, leader, client, contract laborer, supplier or anyone else. 

Actions, words, jokes or comments that are derogatory and based on any person's gender, 

race, age, sexual orientation, gender identity, religion, disability, family status, marital 

status or Membership of the Traveller community will not be tolerated at EDS. Although 

sexual harassment appears in various forms and degrees, it generally consists of 

unwelcome sexual advances, unwelcome requests for sexual favours or other unwelcome 

verbal or physical conduct of a sexual nature. Sexual harassment occurs when submission 

to or rejection of sexual advances adversely affects your employment in any way (for 

example promotion, termination or unfavourable work assignments) or when unwelcome 

sexual conduct otherwise interferes with your job performance or creates an intimidating 

or hostile work environment. 

Solicitation/Distribution 

In the interests of a professional work environment and to protect EDS employees and 

directors from unwanted solicitations, unless specifically preapproved by the senior leader 

of the business or support organisation, as designated in the EDS Organization Chart 

published on infoCentre, employees may not (1) solicit or distribute any nonwork-related 

literature for any purpose; (2) sell, trade or barter services or merchandise to others; or 

(3) conduct a personal business on EDS premises. Soliciting for organised or commercial 

lotteries or other gaming or gambling activities is prohibited. 
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Persons who are not employees may not distribute literature or solicit for any purpose 

on EDS premises at any time, unless they have the approval of the senior leader of the 

business or support organisation, as designated in the EDS Organization Chart published 

on infoCentre. 

Drugs & Alcohol: Substance Abuse, Enforcement Testing 

The principles and policy of maintaining a drug-free workplace will apply, but the 

Enforcement/Testing process will not apply to EDS employees in Ireland. 

Outside Employment 

Because EDS has clients, suppliers and other business relationships in different industries 

and settings, outside employment may create or appear to create a conflict of interest. 

As a result, and subject to applicable legislation, before accepting employment in addition 

to your role at EDS, any potential relationship or employment must be reviewed with 

your EDS leader and approved by that leader before accepting the additional job. 

In accepting outside employment, remember your commitment to EDS. You should not 

use EDS time or resources to benefit the outside employer, and the employment should 

not adversely affect your judgment decisions or ability to meet EDS work-assignment 

responsibilities. 

Document Retention 

Laws, regulations and EDS guidelines require retention of certain records for various 

periods of time. When litigation or an investigation is pending, relevant records must not 

be destroyed. If EDS receives a subpoena or Order to produce records, EDS may not in 

any way modify these records. Such records include, but are not limited to, personnel 

files, working time records and electronic records. 

No Rights Created 

The EDS Code of Business Conduct is not intended to confer any special rights or 

privileges upon specific individuals, provide greater or lesser rights under applicable 

law or entitle any person to remain employed by EDS. Unless contrary to the terms of a 

written contract executed by an authorised representative of EDS, employment at EDS 

may be terminated by the company in accordance with applicable law, or by an employee 

with or without cause in accordance with applicable law and/or the terms of a written 

contract with the company. Where reference is made to the EDS Disciplinary Procedure, 

this will be the EDS Irish Disciplinary Procedure in place. Although some of the guidelines 

set forth herein may suggest, even strongly, that certain procedures or steps be followed, 

these procedures should not be interpreted as altering the terms of employment and do 

not constitute an employment contract. 

The EDS Code of Business Conduct is not a contract, and EDS retains the right to 

unilaterally modify this Code at any time, without advance notice. 
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New Zealand Code Provisions 

Substance Abuse, Enforcement Testing 

The principles and policy of maintaining a drug-free workplace will apply, but the 

Enforcement/Testing process will not apply to EDS employees in New Zealand. 

Norwegian Code Provisions 

Substance Abuse, Enforcement Testing 

The principles and policy of maintaining a drug-free workplace will apply, but the 

Enforcement/Testing process will not apply to EDS employees in Norway. 

No Rights Created 

The EDS Code of Business Conduct is not intended to confer any special rights or 

privileges upon specific individuals, provide greater or lesser rights under applicable 

law or entitle any person to remain employed by EDS. Unless contrary to the terms of a 

written contract executed by an authorised representative of EDS, employment at EDS 

may be terminated by the company in accordance with applicable law, or by an employee 

with or without cause in accordance with applicable law and/or the terms of a written 

contract with the company. Where reference is made to the EDS Disciplinary Procedure, 

this will be the EDS Norway Disciplinary Procedure in place. Although some of the 

guidelines set forth herein may suggest, even strongly, that certain procedures or 

steps be followed, these procedures should not be interpreted as altering the terms 

of employment and do not constitute an employment contract. 

The EDS Code of Business Conduct is not a contract. EDS retains the right to unilaterally 

modify this Code at any time without advance notice. 
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Swedish Code Provisions 

Substance Abuse, Enforcement Testing 

The principles and policy of maintaining a drug-free workplace will apply, but the 

Enforcement/Testing process will not apply to EDS employees in Sweden. 

No Rights Created 

Although some of the guidelines set forth herein may suggest, even strongly, that certain 

procedures or steps be followed, these procedures should not be interpreted as altering 

the terms of employment and do not constitute an employment contract. 

Any changes, modifications will be handled in compliance with the Swedish Act on 

Co-determination at Work (MBL), although EDS retains the right to unilaterally modify 

this Code at any time without advance notice. 

In the event of need for corrective or disciplinary action, EDS Sweden will act in 

compliance with Swedish legislation and collective agreements. 

Belgian Code Provisions 

Substance Abuse, Enforcement Testing 

The principles and policy of maintaining a drug-free workplace will apply, but the 

Enforcement/Testing process will not apply to EDS employees in Belgium except as 

permitted by, and in accordance with, applicable Belgian labor and employment laws. 

No Rights Created 

The EDS Code of Business Conduct is not intended to confer any special rights or 

privileges upon specific individuals, provide greater or lesser rights under applicable 

law or entitle any person to remain employed by EDS. Unless contrary to the terms of a 

written contract executed by an authorised representative of EDS, employment at EDS 

may be terminated by the company in accordance with applicable law, or by an employee 

with or without cause in accordance with applicable law and/or the terms of a written 

contract with the company. Where reference is made to the EDS Disciplinary Procedure, 

this will be the EDS Belgium Disciplinary Procedure in place. Although some of the 

guidelines set forth herein may suggest, even strongly, that certain procedures or 

steps be followed, these procedures should not be interpreted as altering the terms 

of employment and do not constitute an employment contract. 

The EDS Code of Business Conduct is not a contract. EDS retains the right to unilaterally 

modify this Code at any time without advance notice. 
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Dutch Code Provisions 

Substance Abuse, Enforcement Testing 

The principles and policy of maintaining a drug-free workplace will apply, but the 

Enforcement/Testing process will not apply to EDS employees in The Netherlands. 

No Rights Created 

The EDS Code of Business Conduct is not intended to confer any special rights or 

privileges upon specific individuals, provide greater or lesser rights under applicable 

law or entitle any person to remain employed by EDS. Unless contrary to the terms of a 

written contract executed by an authorised representative of EDS, employment at EDS 

may be terminated by the company in accordance with applicable law, or by an employee 

with or without cause in accordance with applicable law and/or the terms of a written 

contract with the company. Where reference is made to the EDS Disciplinary Procedure, 

this will be the EDS Dutch Disciplinary Procedure in place. Although some of the guidelines 

set forth herein may suggest, even strongly, that certain procedures or steps be followed, 

these procedures should not be interpreted as altering the terms of employment and do 

not constitute an employment contract. 

The EDS Code of Business Conduct is not a contract. EDS retains the right to unilaterally 

modify this Code at any time without advance notice. 
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Contact List 

Organization : Contact 

Chief Security & Privacy Office 
Keyword: security 

Community Affairs 
Keyword: community affairs 

Corporate Audit 
Keyword· audit 

Corpora,te Public Relations 

Corporate Records Center 

Employee Relations Offices 
Herndon. VA 
Plano,TX 

Keyword· employee relations 

Ethics and Compliance Helpline 

Government Liaison and Compliance Hotline (U.S.) 

Government Liaison and Compliance Office (U.S.) 

Human Resources 
Keyword:HR 

Legal Affairs 
Asia Pacific 
Canada 
Europe (EMEA) 
Latin America 
United States 

Keyword· legal affairs 

Office of Ethics and Compliance 
Keyword· ethics 

Office of Export/Import Compliance 
Keyword· export 

Supply Chain Management Helpdesk 
Keyword· supply chain 

CSPO contacts 

Community Affairs contacts 

1 972 605 3600 [8 835] 

Corporate Public Relations Contacts 

1972 277 4100 

1703 7421400 [8 432] 
1 972 605 3480 [8 835] 

1888 EDS ETHK 
(888 337 3845) 
(no caller ID on this line) 

1 703 742 2744 [8 432] 

1703 742 2268 [8 432] 

HR Contacts 

61 2 8965 0717 
1416 814 4907 
44 20 7569 5108 
1 972 605 5500 [8 835] 
1 972 605 5500 [8 835] 

1 972 605 5607 

1 314 264 8833 
44 07790 493150 

1 866 740 3978 
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June 19, 2007 

To All Proponents 

BRITISH 
COLUMBIA 

The Btst Place on Earth 

On behalf of the Ministry of Labour and Citizens' Services, it is my pleasure to issue this Joint 
Solution Procurement Request for Proposal for the Strategic Transformation and Mainframe 
Services Project. 

Workplace Technology Services is the information technology division of the Ministry of Labour 
and Citizens' Services. As the steward of information technology services, assets, and supply 
arrangements, Workplace Technology Services is responsible for providing cost effective 
management and supply of information technology services to core government ministries, 
program managers and government employees. The division is also responsible for 
understanding the business objectives, future directions, and unique requirements of the 
programs it supports. 

The Strategic Transformation and Mainframe Services Project, led by Workplace Hosting 
Services, a branch of Workplace Technology Services, is an important initiative that seeks to 
address three key areas: the provision of mainframe services, the examination of 
transformational opportunities related to the current hosting services delivery model (including 
processes, capabilities and the services provided to its public sector clients), and the provision 
of data center facility services. 

Through this collaborative Joint Solution Procurement process, we intend to select a Service 
Provider to work over the longer term with the Ministry to assist in transforming Workplace 
Hosting Services into a world class service delivery organization, providing services that are 
responsive and flexible to the evolving needs of government and will ensure the ongoing reliable 
and secure delivery of technology services. By combining the strengths, experiences and 
capabilities of both the public and private sectors, we will achieve the best possible solution for 
government. 

I look forward to your proposals and thank you in advance for your participation and contribution 
to this significant project. 

Sincerely, 

[Original signed by] 

Lori Wanamaker, CA 
Deputy Minister 

Deputy Minister Office of the Deputy Minister 
Ministry of Labour and Citizens' Services 

Mailing Address: 
PO Box 9440, Stn Prov Govt 
Victoria BC VSW 9V3 
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BRITISH 
COLUMBIA 

1l1c Best Place on Earth 

Ministry of Labour and Citizens' Services 

Joint Solution Procurement 
for the 

Strategic Transformation and Mainframe Services Project 

Government Contact: 
All enquiries related to this Joint Solution Request for Proposal, JSRFP# SATP- 231 are to be directed in 
writing to the person set forth below, who will respond to all enquiries if time permits. Information 
obtained from any other source is not official and should not be relied upon. Enquiries and any 
responses will be recorded and may be distributed to all Proponents at the Province's option. 

PelleAgerup 
Director, Project Procurement, Strategic Acquisitions 

Common Business Services, Shared Services BC 
Email: pcadmin@qov.bc.ca 
Facsimile: (250) 356-0846 

Delivery of Proposals: 
Proponents should deliver ten (1 0) complete hard-copies and one electronic copy on CD of their 
Proposal. Proposals and their envelopes should be clearly marked with the name and address of the 
Proponent, the JSRFP number, and the project title. Proposals must be delivered by hand or courier (not 
be sent by mail, facsimile or email) prior to: 2:00 pm. Pacific Time on, July 26, 2007 at: 

Ministry of Labour and Citizens' Services 
Strategic Acquisitions and Technology Procurement Branch 

c/o Reception Desk 
2nd Floor, 563 Superior Street 

Victoria, British Columbia, V8V 1T7 
Attention: Pelle Agerup 

Proponent Meeting 
A Proponent Meeting will be held on June 25, 2007 at StAnn's Academy, The auditorium, 835 Humboldt 
Street, Victoria, British Columbia at 11 :00 AM, Pacific Time. Proponents planning to attend should email 
the Government Contact above, stating the number of attendees. 

Please note that this meeting is intended to provide further information and address questions regarding 
the Strategic Transformation and Mainframe Services Project. Dial-in access may be provided. 
Instruction on how to dial-in can be requested in advance from the Government Contact above; however, 
audio quality cannot be assured. Attendance is optional and minutes will be taken. A copy of the 
recorded minutes and a list of attendees may be posted as an Addendum to this JSRFP on BC Bid. 
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1 JOINT SOLUTION REQUEST FOR PROPOSAL INTRODUCTION 

1.1 EXECUTIVE SUMMARY 

The Ministry is interested in receiving Proposals from qualified and experienced Proponents in 
formulating and delivering hosting services, data centre facility services and strategic 
transformation services related to large corporate hosting infrastructure. The eventual Service 
Provider will be expected to assume responsibility of Workplace Technology Services' (WTS) 
hosting (including mainframe) services, provide data centre facility services, and through an 
evolving transformation strategy, provide an integrated Solution that will enable WTS to deliver 
world class services to its clients in the public sector. 

The purpose of this Joint Solution Request for Proposal (JSRFP) is to identify Proponents with 
the optimum combination of capacity, capability and commitment to work with the Ministry and 
propose a Concept that will form the basis of a jointly created Solution to achieve the best 
business outcomes for the STMS Project. 

The term of the Final Contract is anticipated to be up to fifteen years with options by the 
Province for extension of up to five years. 

1.2 THE JSP PROCESS 

The Ministry has opted to use the Joint Solution Procurement (JSP) Process (which is a multi
stage procurement process for complex, long-term initiatives) in order to identify and joint 
solution with Proponents an optimal Solution that meets the vision and objectives described in 
section 3. The four phases of the JSP Process are outlined in Figure 1 below: 

Figure 1 -Joint Solution Procurement Process 

The first phase of the JSP Process (Proponent Qualification Phase) is designed to qualify and 
short-list Proponents primarily on their capacity, capability and commitment to be the Service 
Provider to the Ministry for the STMS Project. The Ministry will also be seeking from 
Proponents a Concept that describes, at a high-level, the Proponents approach to meet the 
STMS Project requirements as set out in this JSRFP. 

Following the Proponent Qualification Phase, two Preferred Proponents will be selected and 
invited to enter into the second phase of the JSP Process, the Joint Solution Definition Phase. 
The Joint Solution Definition Phase allows for the joint development of proposed Solutions in an 
iterative approach that will maximize the business objectives of both parties. The form of the 
deal structure will depend on the outcome of the Joint Solution Definition Phase. 
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Ultimately, the Successful Proponent will be invited by the Province to advance to the third 
phase, the Due Diligence & Negotiation Phase, and the fourth phase, the Contract Negotiation 
Phase, with the intent to enter into a Final Contract. 
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1.3 DEFINITIONS AND ADMINISTRATIVE REQUIREMENTS 

1.3.1 Definitions 
Throughout this JSP Process, the following definitions 
will apply: 

a) "Broader Public Sector" or "BPS" includes 
crown corporations and agencies that are 
owned or controlled directly or indirectly by the 
Province, and all other levels of government 
within British Columbia including, without 
limitation, all municipalities, cities, towns, 
counties or other political jurisdictions of British 
Columbia, and any agency, board, council, 
department, authority, tribunal or commission 
of the Province or of any of the foregoing, and 
all universities, colleges, schools, school 
boards, hospitals and health authorities in 
British Columbia; 

b) "Concept" means the high level concept 
relating to the Scope of the Opportunity that is 
presented orally and in writing by a Proponent 
to the Province during Stage 3 of the 
Proponent Qualification Phase; 

c) "Contract Negotiation Phase" means phase 4 
of this JSP Process which commences upon 
the Province indicating that it is prepared to 
start negotiation of the Final Contract with the 
Successful Proponent and ends upon the 
execution of the Final Contract; 

d) 

e) 

f) 

g) 

h) 

"Current Data Centre Facilities" means the 
facilities that wrs currently uses to deliver its 
Current Hosting Services as more particularly 
described in section 2.3.1.4; 

"Current Hosting Services" means the services 
provided by Workplace Hosting Services 
described in section 2.3.1.3; 

"Due Diligence & Negotiation Phase" means 
phase 3 of this JSP Process which 
commences upon an invitation being extended 
by the Province to the Successful Proponent to 
enter into phase 3 of this JSP Process and 
ends upon the Province indicating that it is 
prepared to start negotiation of the Final 
Contract with the Successful Proponent; 

"Final Contract" means the written agreement 
executed by the Province and the Successful 
Proponent resulting from completion of the 
Contract Negotiation Phase, as more 
particularly described in section 1.3. 7; 

"Information Control Office" means the JSP 
Process information management control 
structure that is established to control the flow 
of information between the Ministry and 
Preferred Proponents during the Joint Solution 
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Definition Phase and subsequent phases of the 
JSP Process; 

i) "Intellectual Property" means any and all 
patents, trade-marks, trade, business or 
domain names, copyright, rights in concepts, 
inventions, know how, trade secrets and all 
other intellectual property rights which may 
now or in the future exist; 

j) "Joint Solution Definition Agreement" or "JSDA" 
means the agreement that will be entered into 
by the Province and each Preferred Proponent 
prior to the Joint Solution Definition Phase 
which will include the provisions described in 
Appendix C; 

k) "Joint Solution Definition Phase" or "JSD 
Phase" means phase 2 of this JSP Process 
which commences upon invitations being 
extended to Preferred Proponents to enter into 
phase 2 of this JSP Process and ends upon an 
invitation being extended by the Province to 
one of the Preferred Proponents to become the 
Successful Proponent; 

I) "JSP Process" means the Joint Solution 
Procurement Process for the STMS Project; 

m) "JSRFP" means this joint solution request for 
proposal document and any amendments to it; 

n) 

o) 

p) 

q) 

r) 

s) 

"Letter of Intent" means the letter of intent that 
will be entered into by the Successful 
Proponent prior to the Due Diligence & 
Negotiation Phase; 

"Ministry" means the Province's Ministry of 
Labour and Citizens' Services or any such 
successor organization that is responsible for 
the STMS Project; 

"must" or "mandatory" in respect of section 1.3 
Definitions and Administrative Requirements 
and section 5.6.1.1, means a requirement that 
must be met in order for a Proposal to receive 
consideration; 

"Potential In-Scope" means the scope defined 
in section 3.4.2; 

"Preferred Proponents" means the Proponents 
who are invited by the Province to advance to 
the Joint Solution Definition Phase and who 
sign the Joint Solution Definition Agreement; 

"Proponent" means the entity that submits, or 
intends to submit, a Proposal in response to 
this JSRFP, and where the Proposal consists 
of a joint submission or contemplates the use 
of Subcontractors, then the Proponent is the 
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t) 

u) 

v) 

w) 

x) 

y) 

z) 

lead entity or prime-contractor responsible for 
the Proposal; 

"Proponent Qualification Phase" means phase 
1 of this JSRFP which commences upon the 
release of this JSRFP and ends upon 
invitations being extended by the Province to 
Preferred Proponents to enter into the Joint 
Solution Definition Phase; 

"Proposal" means the written submission 
required for Stage 1 of the Proponent 
Qualification Phase; 

"Province" means Her Majesty the Queen in 
Right of the Province of British Columbia as 
represented by the Minister of Labour and 
Citizens' Services; 

"Restricted Documents Room" means the 
documents room the Province may make 
available to short-listed Proponents as more 
particularly described in section 5.1.5; 

"Scope of the Opportunity" means the STMS 
Project Scope and Potential In-Scope as more 
particularly described in section 3.4; 

"Services" means the services that will be 
delivered over the term of the Final Contract; 

"Service Provider'' means the Successful 
Proponent who enters into the Final Contract 
with the Province; 

aa) "should" or "desirable" in respect of section 1.3 
Definitions and Administrative Requirements 
and the evaluation criteria means a 
requirement having a significant degree of 
importance to the objectives of the JSRFP; 

bb) "Solution" means the solution and strategic 
transformation framework for STMS that is 
developed during the Joint Solution Definition 
Phase in response to the Ministry's business 
goals and desired outcomes for the STMS 
Project; 

cc) "Stage 1" means the initial stage of the 
Proponent Qualification Phase during which 
Proposals will be created by Proponents and 
evaluated by the Province; 

dd) "Stage 2" means the second stage of the 
Proponent Qualification Phase during which up 
to four Proponents will be asked to participate 
in separate Workshops with the Province and 
be provided with access to a Restricted 
Documents Room; 

ee) "Stage 3" means the final stage of the 
Proponent Qualification Phase during which 
the Proponents who participated in the 
Workshops will present their Concepts to the 
Province, both orally and in writing; 

ff) "STMS Project" or "Strategic Transformation 
and Mainframe Services Project" means the 
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project described in this document, beginning 
with the JSP Process and continuing through 
the design, transition and ongoing operation of 
the Services during the term of the Final 
Contract; 

gg) "STMS Project Scope" means the scope 
defined in section 3.4.1; 

hh) "Subcontractors" mean entities that are 
included or intending to be included in a joint 
proposal with a Proponent or are retained by 
the Contractor to perform certain services in 
respect of the Final Contract; 

ii) "Successful Proponent" means the Preferred 
Proponent who is invited by the Province to 
advance to the Due Diligence & Negotiation 
Phase and who signs a Letter of Intent; 

jj) "Workplace Hosting Services" means the . 
branch of the Ministry responsible for the 
STMS Project or any successor organization; 

kk) "Workshops" means the working sessions 
between a Proponent and the Ministry during 
Stage 2, as more particularly described in 
section 5.1.6.; and 

II) "WTS" means the Workplace Technology 
Services division of the Ministry. 

1.3.2 JSP Process 
This JSP Process will consist of four (4) phases: the 
Proponent Qualification Phase, the Joint Solution 
Definition Phase, the Due Diligence & Negotiation 
Phase and the Contract Negotiation Phase. 

1.3.3 Proponent Qualification Phase 

1.3.3.1 Terms of the Proponent Qualification 
Phase 

The following terms apply to the Proponent 
Qualification Phase of this JSRFP. In consideration 
of the Province's preparation of this JSRFP 
document, in conducting the JSRFP and the 
Proponents' opportunity to submit a Proposal, each 
Proponent hereby acknowledges and agrees by 
submitting a Proposal in response to this JSRFP that 
the Proponent is accepting and agreeing to be bound 
by the terms of this JSRFP. Provisions in a Proposal 
that conflict or are inconsistent with any of the terms 
of this JSRFP shall be of no force or effect. 

1.3.3.2 Process of the Proponent Qualification 
Phase 

The Proponent Qualification Phase will consist of 
three stages: 

a) Stage 1 - During this stage Proponents will 
submit Proposals in accordance with the terms 
of this JSRFP. Each Proposal will be 
evaluated by the Province. The Province will 

Page4 
Page 1799 
CTZ-2013-00110



b) 

c) 

select up to four Proponents to advance to 
Stage 2 of the Proponent Qualification Phase 
based upon the Province's evaluation of the 
Proposals; 

Stage 2 - During this stage Workshops will be 
held with up to four Proponents that have 
advanced from Stage 1. Subject to the terms 
of this JSRFP, each of the Proponents from 
Stage 2 will advance to Stage 3 of the 
Proponent Qualification Phase; and 

Stage 3- During this stage each of the 
Proponents who have advanced from Stage 2 
will present their Concepts to the Province. 
The Province will initially select up to two 
Proponents who will become Preferred 
Proponents and will advance to the Joint 
Solution Definition Phase. 

Neither the acceptance by the Province of any 
Proposal, the conducting of any Workshop nor the 
receipt by the Province of any Concept in any format 
whatsoever shall under any circumstances cause any 
express or implied commitment or undertaking on the 
part of the Province to advance any Proponent to the 
next stage or phase, to receive any presentation from 
a Proponent, to acquire services, to undertake any 
form of transaction or to continue the JSRFP process. 

1.3.3.3 Receipt Confirmation Form 

Proponents are advised to fill out and immediately 
return the Receipt Confirmation Form attached as 
Appendix B. Subsequent information may be posted 
by the Province on BC Bid or distributed via email to 
those who have returned a Receipt Confirmation 
Form. 

Proponents who have returned the Receipt 
Confirmation Form may be notified that certain 
additional information is available. In order to obtain 
such information, the Proponents must also sign and 
return to the Province the confidentiality form which 
will be provided by the Province with the notification. 
Those Proponents who sign and return the 
confidentiality form will be provided a copy in 
accordance with the Proponents' Receipt 
Confirmation Form or, for viewing purposes only, in a 
secure location that may be established by the 
Province. 

1.3.3.4 Enquiries 

All enquiries related to this JSRFP are to be directed, 
in writing, to the person set forth below. Information 
about this JSRFP obtained from any other source is 
not official and should not be relied upon. Enquiries 
and responses will be recorded and may be 
distributed to all Proponents at the Province's option. 

Pelle Agerup 
E-mail: pcadmin@gov.bc.ca 
Fax: (250) 356-0846 
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The Province has no obligation to ensure consistency 
between each of the Workshops or each of the 
Concept presentations. Accordingly, during Stages 2 
and 3, questions and responses exchanged between 
the Province and one Proponent may differ from 
questions and responses exchanged between the 
Province and any other Proponent. The Province 
does not intend to share the questions or answers 
that are exchanged with a Proponent during Stages 2 
and 3 with any other Proponents; however, if a 
Proponent makes a request for information during a 
Workshop that the Province determines to be a 
request for basic information that should be made 
available 'to all Proponents, then the Province, in its 
sole discretion, may distribute that basic information 
to all Proponents participating in the Workshops. 

1.3.3.5 Closing Date and Time 

Ten (1 0) complete hard copies of the Proposal and 
one electronic copy on CD should be submitted. 
Proposals must be delivered by hand or courier (not 
sent by mail, facsimile or email), and received prior to 
2:00 PM, Pacific Time, on Thursday, July 26, 2007 at: 

Ministry of Labour and Citizens' Services 
Strategic Acquisitions and Technology Procurement 
Branch 

c/o Reception Desk 
2nd Floor, 563 Superior Street 
Victoria, B.C., V8V 1T7 
Attention: Pelle Agerup 

Proposals and their envelopes should be clearly 
marked with the name and address of the Proponent, 
the JSRFP number, and the project title. 

1.3.3.6 Late Proposals 

Proposals will be marked with their receipt time at the 
closing location described in section 1.3.3.5. Late 
Proposals will not be accepted and will be returned to 
the Proponent. In the event of a dispute, the Proposal 
receipt time as recorded at the closing location will 
prevail whether accurate or not. 

1.3.3.7 Signed Proposals 

The Proposal must be signed by a person authorized 
to sign on behalf of the Proponent and will bind the 
Proponent to the terms of this JSRFP and any 
statements made in response to this JSRFP. The 
Proponent should ensure that its Proposal includes a 
letter or statement(s) substantially similar in content to 
the sample Proposal Covering Letter provided in 
Appendix A. 

1.3.3.8 Changes to Proposals 

By submission of a clear and detailed written notice, 
the Proponent may amend or withdraw its Proposal 
prior to the closing date and time. The Proponent 
cannot change the wording of its Proposal after 
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closing and no words or comments will be added to 
the Proposal after closing unless requested by the 
Province for purposes of clarification, or to correct 
minor defects pursuant to section 1.3.3.16 below. 

1.3.3.9 Eligibility 

A Proposal will not be evaluated if the Proponent's 
current or past corporate or other interests may, in the 
Province's opinion, give rise to a conflict of interest in 
connection with the STMS Project. Subcontracting to 
any firm or individual whose current or past corporate 
or other interests may, in the Province's opinion, give 
rise to a conflict of interest in connection with the 
STMS Project, will not be permitted. The Province 
may also remove a Proponent from any later stage of 
the Proponent Qualification Phase where the 
Province determines, in its opinion, that such 
Proponent's current or past corporate or other 
interests may give rise to a conflict of interest in 
connection with the STMS Project. Any such 
determination by the Province of a conflict of interest 
shall be final and shall be based upon such 
information as the Province in its sole discretion 
determines to be relevant. 

1.3.3.10 Evaluation Committee 

The evaluation of Proposals and Stage 3 Concepts 
will be undertaken by a committee formed by the 
Province which committee may include employees 
and contractors of the Province and other 
stakeholders and representatives of the Broader 
Public Sector. The evaluation committee may consult 
with such technical advisors, including financial, legal, 
operating, marketing, representatives of the Broader 
Public Sector and other experts, as the evaluation 
committee may, in its discretion, determine to be 
necessary. The evaluation committee may be 
expanded or its composition altered by the Province 
in its sole discretion during Stage 3. 

1.3.3.11 Evaluation 

The evaluation committee will check Proposals 
against the mandatory criteria. Proposals that do not 
meet all of the mandatory criteria will be rejected 
without further consideration. Proposals that do meet 
all of the mandatory criteria will also be evaluated 
against the desirable criteria. The Concepts will be 
evaluated against the criteria described in this 
JSRFP. 

The Concepts will be evaluated against Stage 3 
evaluation criteria. The Province will finalize the 
evaluation criteria for Stage 3 prior to opening of the 
Proposals and will distribute the finalized evaluation 
criteria to the short-listed Proponents. 

1.3.3.12 Debriefing 

At the conclusion of Stage 1, Proponents who are not 
invited to advance to Stages 2 and 3 of the Proponent 
Qualification Phase will be so notified in writing, and 
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may then request a debriefing meeting with the 
Province. It is the intention of the Province to 
schedule these meetings after the Final Contract has 
been executed but the Province, in its discretion, may 
schedule these meetings sooner. Proponents who 
will not be invited to participate in the Joint Solution 
Definition Phase will be so notified in writing at the 
end of the Proponent Qualification Phase, and may 
then request a debriefing meeting, which will be 
scheduled by the Province following the execution of 
the Final Contract. 

1.3.3.13 Proponent Expenses 

Proponents are solely responsible for their own 
expenses in preparing a Proposal and for participating 
in any or all stages of the Proponent Qualification 
Phase including, without limitation, if the Province 
elects to reject all Proposals or to not ask any 
Proponents to advance to the Joint Solution Definition 
Phase. In no event will the Province or any of its 
employees, representatives or contractors be liable to 
any Proponent for any claims, whether for costs or 
damages incurred by the Proponent in preparing the 
Proposal, or in preparing for or participating in stages 
1, 2 or 3, or any phase of this JSP Process, or for any 
loss of opportunity, loss of anticipated profit in 
connection with any Final Contract (whether or not the 
Final Contract is awarded to the Proponent or at all), 
or for any other loss, damage or claim of any kind 
whatsoever relating in any way to all or any portion of 
the JSRFP or the JSP Process. 

1.3.3.14 Limitations of Damage 

Further to the preceding paragraph, the Proponent, by 
submitting a Proposal, agrees that it will not claim for 
any loss, costs or damages, for whatever reason, 
relating to the Final Contract (whether or not the Final 
Contract is awarded to the Proponent or at all) or in 
respect of the Proponent's preparation for or 
participation in, or failure to be invited to participate in, 
any one or more stage or phase of this JSRFP or JSP 
Process. If, contrary to the terms of this JSRFP the 
Province should be held liable for any reason 
whatsoever (whether in contract or in tort) for any of 
the foregoing losses, costs or damages, then such 
losses, costs or damages shall not, in any 
circumstances, exceed an amount equivalent to the 
lesser of (a) reasonable costs incurred by the 
Proponent in preparing its Proposal; and (b) 
CON$ 100,000. 

1.3.3.15 Right ofthe Province to Check 
References 

The Province reserves the right to verify a 
Proponent's references at any point in the JSP 
Process. 
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1.3.3.16 Correction of Minor Defects 

The Province reserves the right, in its sole discretion, 
to correct minor defects in the Proposals or Concepts. 

1.3.3.17 Acceptance of Proposals 

This JSRFP should not be construed as an 
agreement to purchase goods or services. The 
Province is not bound to enter into any contract with 
any Proponent including, without limitation, any 
Proponent who submits the lowest priced Proposal or 
Concept. Proposals and Concepts will be assessed 
in light of the evaluation criteria described in this 
JSRFP. The Province will be under no obligation to 
receive further information, whether written, oral, or 
otherwise, from any Proponent at any stage in the 
Proponent Qualification Phase. 

1.3.3.18 Restriction on Contact/No Lobbying 

Proponents must not attempt to communicate directly 
or indirectly with any employee, contractor or 
representative of the Province, including the 
evaluation committee, during the Proponent 
Qualification Phase or discuss the STMS Project 
described in this JSRFP with members of the public, 
the press or the BPS, other than as expressly directed 
or permitted by the Province. 

1.3.3.19 No Contract 

By submission of a Proposal, Proponents agree that 
no Proponent will acquire any legal or equitable rights 
or privileges relative to the STMS Project described in 
this JSRFP prior to the full execution of a Final 
Contract. Further, the Province reserves the right not 
to enter into a Final Contract with any of the 
Proponents. 

1.3.3.20 Liability for Errors 

While the Province has used considerable effort to 
ensure the accurate representation of information in 
this JSRFP, and provided pursuant to this JSP 
Process, and such information is supplied solely as a 
guideline for Proponents. The Province does not 
warrant or guarantee the accuracy of such 
information, nor is such information necessarily 
comprehensive or exhaustive. Nothing in this JSRFP 
is intended to relieve Proponents from the obligation 
to form their own opinions and reach their own 
conclusions with respect to the matters addressed in 
this JSRFP. 

1.3.3.21 Modification of Process or Project 

The Province reserves the right to modify the JSP 
Process, this JSRFP or the STMS Project at any time 
in its sole discretion. This includes, but is not limited 
to, the right to cancel this JSRFP at any time, to 
extend the closing time, change the number of 
Proponents asked to advance to any stage of this 
JSRFP or any phase of this JSP Process, re-
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commence a stage or phase of this JSRFP or JSP 
Process, alter the STMS Project requirements or 
make other changes to the process or to a term set 
out in this JSRFP. If a modification is communicated 
to the Proponents prior to closing time, it is the 
Proponents' sole responsibility to ensure that they 
make appropriate use of that information. 

1.3.3.22 Ownership of Proposals 

Subject to the qualifications otherwise set out herein, 
all Proposals and Concepts will be received and, to 
the extent reasonably possible, held in confidence by 
the Province and the Province hereby advises 
Proponents that it does not intend to share a 
Proponent's Concept with the other Proponents. 
Proponents acknowledge that the following 
qualifications and provisions apply to any information 
in any media or format that Proponents submit or 
make available to the Province (including any 
employees, representatives or contractors thereof) in 
respect of or related to this STMS Project: 

a) 

b) 

c) 

d) 

All documents, and electronic media, including 
the Proposals and Concepts, submitted to the 
Province become the property of the Province 
and will be held in confidence subject to the 
British Columbia Freedom of Information and 
Protection of Privacy Act. The Province may 
make such copies as the Province may require 
for evaluation purposes; 

The Province will in no way be liable or 
responsible if another Proponent suggests a 
framework or idea similar to one contained in a 
Concept that was originally submitted by 
another Proponent; 

The Province reserves the right to suggest 
alternative Concept structures (including 
alternative subcontractors of the products that 
are subject to standards) that may or may not be 
otherwise proposed by another Proponent; and 

Proponents acknowledge that the nature of this 
STMS Project with multiple stakeholders and 
involvement by organizations within the BPS, 
presents a lower level of confidentiality than in 
previous JSP processes and as a result the 
Province is not responsible for any disclosure of 
information that a Proponent might otherwise 
expect to be held in confidence. 

1.3.3.23 Use of JSRFP Document 

No portion of this JSRFP, nor any information 
supplied by the Province in relation to this JSRFP, 
may be used or disclosed by a Proponent in any 
manner other than for the sole purpose of submitting 
a Proposal and participating in the JSP Process. 
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1.3.3.24 Working Language of the Province 

The working language of the Province of British 
Columbia is English and all responses to this JSRFP 
must be in English. 

1.3.3.25 Proposals with Joint Submissions or 
Subcontractors 

A Proponent may submit a Proposal consisting of a 
joint submission by the Proponent together with one 
or more other entities, or which proposes the use of 
Subcontractors in the Final Contract. In either case, 
the Proponent will be the only party responsible to the 
Province for the Proposal, will act as the liaison and 
main contact with the Province in respect of the 
Proposal, this JSRFP and the JSP Process, and will 
take overall responsibility for the successful inter
relationship among the Proponent and the other 
entities involved in the joint submission, or 
contemplated as Subcontractors, as the case may be. 
This includes the Proponent keeping its 
Subcontractors fully apprised of the JSP Process and 
negotiations and information exchanged in respect 
thereof along with the Proponent making all 
reasonable efforts to ensure that its contractual and 
business relationships with its Subcontractors do not 
adversely affect the timing of the JSP Process or the 
Solution ultimately determined as part of this JSP 
Process. The Successful Proponent, upon becoming 
the Service Provider, will be responsible for the acts 
and omissions of its Subcontractors in providing the 
services. Accordingly, the Proponent who responds 
to this JSRFP should be the lead entity who has the 
capacity and will be able to demonstrate to the 
Province that it has the ability (financial and 
otherwise) to accept and fulfill this responsibility. 
During the JSP Process, there will be no switching of 
the lead entity that is the Proponent with a 
Subcontractor or other entity without the Province's 
written consent, The Province will have no obligations 
with respect to those other entities or Subcontractors 
under this JSRFP, JSP Process, the Final Contract or 
otherwise. 

1.3.4 JSRFP Process -Joint Solution 
Definition Phase 

Prior to participation in the Joint Solution Definition 
Phase, the Province will enter into a Joint Solution 
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Definition Agreement with each of the Preferred 
Proponents, which will include the provisions 
described in Appendix C as well as such other 
provisions as may be determined by the Province, in 
its discretion, to be necessary, desirable or useful. 

1.3.5 JSP Process - Due Diligence & 
Negotiation Phase 

The Due Diligence & Negotiation Phase will 
substantially follow the process described in 
section 5.3. 

1.3.6 Legal Consent 
Borden Ladner Gervais LLP has provided and 
continues to provide legal advice to the Province in 
respect of the STMS Project. By submitting a 
Proposal each Proponent and its Subcontractors 
hereby expressly consent to Borden Ladner Gervais 
LLP continuing to act for the Province notwithstanding 
any unrelated solicitor-client relationship that each 
Proponent or its Subcontractors may have or 
previously had with Borden Ladner Gervais LLP. 

1.3.7 Final Contract 

It is anticipated that certain organizations within the 
BPS will enter into the Final Contract with the 
Province and the Service Provider. Such 
organizations will need access, after signing 
participant agreements with non-disclosure 
obligations, to confidential information within, and 
about, the Solution and the Final Contract. During the 
term of the Final Contract, should a new organization 
wish to obtain Services then they may be added as 
parties to the Final Contract or may acquire the 
Services pursuant to the mechanisms described in 
section 3.4.2.3. 

1.3.8 Publication of Final Contract 
It is the intention of the Province that most of the Final 
Contract will be made public. Portions of the Final 
Contract that will remain confidential will be identified 
during the Joint Solution Definition Phase and further 
negotiated during the Contract Negotiation Phase and 
will comply with the Province's Transparency Policy 
which is attached as Appendix E. 
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2 BACKGROUND 

2.1 OVERVIEW 

This section provides an overview of the Ministry of Labour and Citizens' Services, Workplace 
Technology Services, Workplace Hosting Services, and Workplace Hosting Services' 
responsibilities. 

2.2 MINISTRY OF LABOUR AND CITIZENS' SERVICES 

Two former ministries, combined under the Ministry of Labour and Citizens' Services, have in 
common the focus of providing excellent service: Labour provides services to employees, 
employers, unions, and businesses in British Columbia to build a modern work environment; 
and Citizens' Services plays a key role in improving how government services and information 
are delivered to meet the needs of citizens, business and the public sector. 

The Ministry's 06/07 net budget or voted appropriation was $205.765 million. Its gross 
expenditures were expected to be $414.872 million. Of its gross expenditures, $209.107 million 
was recovered from external sources. 

Many of the Ministry's business areas receive a voted appropriation of only $1 ,000; which 
requires them to operate in a disciplined, business-like manner. This '$1 ,000 vote structure' 
means that at the end of the fiscal year, expenditures must not exceed recoveries by more than 
$1,000. 

For a government to function it needs basic tools including facilities, furniture, computers, 
phones, printers, email, and paper. In addition, employees must be paid; invoices and purchase 
orders processed; mail processed and distributed; documents printed; and office products 
obtained and distributed. As of April 1, 2006 accommodation and real estate services (formerly 
provided by BC Buildings Corporation) became a part of the Ministry. This organization ensures 
these services are delivered cost-effectively, efficiently and with a customer focus. 

General information regarding the Ministry may be viewed at http://www.gov.bc.ca/lcs. 
Additional information regarding the Ministry's service plan may be viewed at the following 
website: http://www.bcbudget.qov.bc.ca/2007/sp/lcs/ 

2.3 WORKPLACE TECHNOLOGY SERVICES 

Workplace Technology Services is the information technology division of the Ministry. As the 
steward of information technology assets and supply arrangements, Workplace Technology 
Services is responsible for providing cost effective management and supply of IT services to 
core government ministries, program managers and government employees. Workplace 
Technology Services is also responsible for understanding the business objectives, future 
directions, and unique requirements of the programs it supports. 

Workplace Technology Services provides services to 19 core government ministries, several 
crown corporations and broader public sector organizations, and over 30,000 government 
employees. In support of government objectives to lower costs and improve service delivery, 
these clients receive reliable and cost effective services for the benefit of the citizens and 
businesses they serve, from Workplace Technology Services. Workplace Technology Services 
provides a broad range of services that include: 
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a) Workplace and employee productivity services such as workstations, telephones, email, 
electronic filing and print services, and personal digital assistants; 

b) Business application enabling services such as application hosting, shared Web 
services, mainframe service, database support, and data storage and backup; 

c) Location connectivity services such as: SPAN/BC (the provincial data network), Web 
domain registration, wide area (WAN) and local area connectivity, directories and 
authentication, and wireless network services (a WTS emerging service); 

d) Business solutions such as: 

i. Common applications (used by most or all ministries; these are standard 
applications which must be used, if the function is required); 

ii. Shared applications (used by two or more ministries; these are optional 
applications which are used at the discretion of the ministry); 

iii. Software licence management; and 

iv. Consulting and professional services specializing in IM/IT solutions integration and 
project management. 

In terms of scale and scope, the services outlined above support: 

i. More than 1,000 core-government locations; 

ii. 30,000 government employees providing service to citizens and business, as well 
as internal government operations; 

iii. 2000 BC schools and 600,000 students who are connected via the provincial 
learning network, a component of the province wide network SPAN/BC; 

iv. E-mail services for approximately 40,000 accounts; and 

v. 50,000 telephone connections, providing clear and consistent voice 
communications. 

Workplace Technology Services currently operates within a mixed model with services being 
delivered by both internal resources and private sector service providers. 

Workplace Technology Services provides value through aggregating demand for similar 
services across government, and integrating various information technology components and 
provider services into general service packages and customized solutions. Typically, services 
to broader public-sector organizations leverage those services provided to ministries and, in 
return, increase economies of scale to the benefit of all parties. 

2.3.1 Workplace Hosting Services 

2.3.1.1 Background 

Workplace Hosting Services is a branch within the WTS and provides computing server 
platforms for processing, hosting, and storage of applications, data and information, 
working to agreed-upon service levels so that clients can build and run their business 
applications in a secure and managed environment. Consulting services are also 
provided as a shared or customized service offering. 

Currently the Province has developed or purchased hundreds of business applications 
which are hosted on approximately 1,600 server platforms and one mainframe 
computer. 
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The scope of operations includes Ministry and non-ministry application needs as well as 
other shared service(s) or cross-government application needs such as corporate 
accounting services, collaboration software/middleware, shared file and print services, 
email, authentication services and WTS' information technology infrastructure. Current 
Hosting Services are provided on four main computing platforms/environments: 
Mainframe, UNIX, Windows and Linux that are contained primarily in the main data 
centre a in Victoria. Several smaller data centres in Victoria and 
Vancouver are also under Workplace Hosting Services management. 

The following figure shows the current state operational environment of Workplace 
Hosting Services: 

Workplace Hosting Current Operational Environment 
As of Apri/2007 

Figure 2 - Operational Environment 

2.3.1.2 Long Term Business Objectives 

The long term business objectives of Workplace Hosting Services are outlined as 
follows: 

a) Maintain or enhance the stability of the information technology infrastructure; 

b) Optimize the computing platform infrastructure; 

c) Reduce costs to develop and deliver services and continuously explore 
opportunities for improved IT service delivery (including entering into 
business relationships with other public and private sector entities); 
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d) Formalize client service level agreements; 

e) Develop a comprehensive human resources strategy that reflects and 
supports WTS' evolving business model; and 

f) Actively support the objectives of WTS' overall strategy and service plan. 

2.3.1.3 Current Hosting Services 

The main services provided by Workplace Hosting Services include: 

a) Database support- comprehensive support for database systems running on 
shared processors or on client-dedicated computing systems. Clients can 
choose from database system planning, implementation and management, 
as well as database and application consulting in order to tailor the service to 
their specific requirements; 

b) Shared database service- provides a secure, reliable database environment 
for databases. By sharing the costs of this environment, clients benefit from 
a stable and managed platform at a lower cost than with a dedicated server 
and support staff. Included in the service is the building of the database, 
backups, exports, monitoring, recoveries and licensing; 

c) Storage and backup 

i. Storage service - provides infrastructure and management and support 
activities for the storage of client's electronic data. The service is 
classified into multiple storage tiers, based on the performance and 
availability requirements of the client, 

ii. Data backup service - protects a client's data by ensuring it is backed
up (copied), stored and available electronically for use if the originals 
cannot be accessed. When required, the backup copies are accessible 
and may be restored. The Data backup service may be set up to run on 
an automated schedule, or provide live (online) backup for Oracle, SQL 
and lnformix databases; 

d) Application hosting service for UNIX, Linux and Windows- provides server 
support, management, and backup support for UNIX, Linux and Windows 
servers. Workplace Hosting also procures hardware, system software and 
application infrastructure on behalf of clients; 

e) Shared web hosting service - provides a secure and reliable infrastructure for 
clients to develop, test and publish content for Internet, Intranet or Extranet 
sites. Space is provided on shared, managed web server infrastructure; 

f) Mainframe service- a shared, secure MVS processing system consisting of 
current technology hardware components and software products. The MVS 
service provides a wide range of online and batch services supporting critical 
line-of-business client applications and includes the underlying data centre 
facilities services. This service is currently contracted to IBM Canada Limited 
(with TELUS Communications Inc. as its subcontractor); 

g) OpenVMS - provides the platform or 'working environment' required for 
shared use by clients to develop, manage, and run their own applications. 
The service provides the shared environment as well as system management 
and technical support activities; 
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h) Hosting consulting and professional services - comprehensive consulting and 
professional services using the expertise and knowledge gained through 
support of hundreds of applications and information technology systems 
throughout the diverse wrs client base. Clients needing guidance or 
assistance in the management of their information technology infrastructure 
can draw on the tools and professional resources of wrs to investigate, 
analyze and resolve any performance issues which may arise; and 

i) Disaster recovery planning -disaster recovery planning or business 
continuity planning is currently provided in a limited fashion and is entirely 
driven by a client's specific business needs. There is an annual disaster 
recovery planning exercise conducted for the mainframe only. 

2.3.1.4 Current Data Centre Facilities 

The Province manages four primary and a number of smaller data centres on Vancouver 
Island and Lower Mainland with a combined area of approximately 20,000 square feet. 

Current projected growth in the Province's data centres indicates that if current growth 
patterns continue over a ten year period, an additional 5,000-7,000 square feet of 
expansion space could be required to accommodate that growth. In addition, 5,000-
7,000 square feet of secondary space could be required for disaster recovery, likely in a 
second location outside the floodplain and potential seismic disruption. 

The combined current UPS-provided power consumption is approximately 800 kW. 

2.3.2 Workplace Hosting Services Challenges and Operational Risks 
Workplace Hosting Services is faced with multiple challenges which adversely impact the 
continued provision of Current Hosting Services to its clients, and ability to transform its current 
service delivery model to better meet the growing and changing demands of clients. These 
challenges can be summarized as follows: 

a) Ongoing problems with attracting and retaining skilled technical resources; 

b) Insufficient resource capacity/expertise to transform the service delivery model; 

c) Significant capital required to ensure server architecture is kept current; 

d) Lack of flexibility in supporting temporary or peak increases in system workload, 
storage and back-up functions; 

e) Difficulty in supporting extended-hours support and coverage; 

f) Ongoing issues with keeping software and hardware at supported versions; 

g) Time lags due to procurement process (four or more weeks per server); and 

h) Current Data Centre Facilities are experiencing significant capacity and reliability 
issues. 

The combination of these challenges has created an operational environment with significant 
risks and difficulties in improving service quality and implementing new services. To address 
these challenges, the Province is seeking Solutions from Proponents that will: 

a) Address the operational risks of Workplace Hosting Services; 

b) Transform the service delivery model to accommodate the changing needs of clients 
in their support of citizen-centred service delivery; 
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c) Determine other services that could be delivered by the Service Provider; and 

d) Provide reliable (i.e. at least Tier Ill as per the Uptime Institute Inc. or Level8-9 as 
per Brunspak) data centre facility services. 

The Province may be required during the JSP Process to enter into short-term contracts in 
order to address the challenges and operational risks described above (in particular the 
capacity and reliability issues related to the Current Data Centre Facilities). It is anticipated 
that termination of any such contracts will coincide with the commencement of the Final 
Contract. 

2.4 CURRENT SERVICE PROVIDERS 

Proponents are advised that IBM Canada Limited (with TELUS Communications Inc. as its 
subcontractor) is currently under contract to the Ministry to deliver the mainframe services and 
related underlying Current Data Centre Facilities described in subsection 2.3.1.3(f) which is 
within the STMS Project Scope. The Province is currently negotiating a short term extension to 
the IBM Canada Limited contract beyond the existing expiry date of January 31, 2008. 

The Pacific Technology Research Society was established by the Province in 1998 for the 
purpose of providing resources (through seconded employees) for some of the contracted 
services currently provided by IBM Canada Limited and TELUS Communications Inc. The 
status of the Pacific Technology Research Society is under consideration. 

The Ministry also has numerous contracts with service providers to provide hardware and 
software maintenance services related to Current Hosting Services. The current service 
providers, including IBM Canada Limited, TELUS Communications Inc., Hewlett-Packard 
(Canada) Co., Sun Microsystems of Canada Inc., etc., are not precluded by these contracts 
from submitting proposals in response to this JSRFP. 

For non-mainframe hosting services, the Province provides its own services in relation to the 
Current Data Centre Facilities. 

2.5 BROADER PUBLiC SECTOR 

The Province has been engaged in discussions with organizations within the BPS regarding the 
STMS Project. It is anticipated that many organizations within the BPS will participate in the 
JSP Process either as subject matter experts, as part of the evaluation committee, or by 
providing input into their possible requirements for services. For example, the Provincial Health 
Services Authority, the Vancouver Coastal Health Authority and ICBC have agreed to 
participate in the JSP Process, and these organizations have indicated that they will require 
data centre facilities; other organizations within the BPS may also require data. centre facilities. 
A general outline of the requirements for ICBC are included as an example in Appendix H, and it 
is anticipated, as other requirements from the BPS become available, they will be provided to 
Proponents as well. However, the timing and amount of each organization's purchase of any 
Services may vary. 

It is the Province's intention to allow such interested organizations within the BPS to provide 
input into the negotiation of the Final Contract with the Successful Proponent and to purchase 
some or all of the Services as signatories to the Final Contract. Accordingly, Proponents should 
be aware that confidential information regarding the Solution, the Services and the terms of the 
Final Contract will need to be shared with such organizations within the BPS. If new 
organizations within the BPS then wish to acquire Services during the term of the Final 
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Contract, they will be added as parties to the Final Contract or may acquire the Services 
pursuant to the mechanisms described in section 3.4.2.3. 
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3 DEFINING THE OPPORTUNITY 

3.1 PROJECT VISION 

The Ministry is interested in receiving Proposals from qualified and experienced Proponents 
who are capable of delivering the Scope of the Opportunity, including hosting services and the 
underlying data centre facility services , and possessing the strategic business transformation 
experience necessary to transform Workplace Hosting Services into a world class service 
delivery organisation. 

3.2 STMS PROJECT OVERVIEW 

The STMS Project is intended to initiate a series of service delivery transitions requiring a varied 
degree of strategic business transformation expertise in order to address the business 
challenges and risks currently experienced by Workplace Hosting Services. 

The initial service delivery transition to the Service Provider will include the mainframe service 
currently contracted to IBM Canada Limited (see section 2.4). The Province is interested in 
exploring, during the JSD Phase, other functions and services which could be transitioned to the 
Service Provider as well as new services that address the business challenges and risks. As 
part of this initial service delivery transition, the Service Provider will also be expected to 
provision the necessary data centre facility infrastructure. 

The Service Provider will be required to work with Workplace Hosting Services in reviewing the 
business challenges and operational risks and the future direction of Workplace Hosting 
Services to identity additional transformational and service delivery opportunities. 

Furthermore, the Ministry will also seek to jointly develop Solutions that provide the service 
delivery scalability and flexibility to take advantage of opportunities for the BPS to acquire 
Services. 

All these opportunities will be more fully explored by the Ministry and Preferred Proponents 
during the Joint Solution Definition Phase of the JSP Process. 

3.3 STMS PROJECT OBJECTIVES 

3.3.1 STMS Project Business Objectives 

The Province expects Proponents to jointly develop, with the Province, a Solution which will 
achieve the following business objectives: 

a) Provide attractive and creative (financially and operationally) options for mainframe 
services; 

b) Identify strategic transformation opportunities for Workplace Hosting Services that 
could address the business challenges and operational risks noted earlier (see 
section 2.3.2), align with the long term business objectives (see section 2.3.1.2), and 
transform the current service delivery structure to meet the future needs of 
government; 

c) Identify possible Services, with an attractive business case, to be delivered by the 
Service Provider; and 
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d) Provide attractive and creative (financially and operationally) data centre facility 
services. 

3.3.2 STMS Project Technical Objectives 
The Solution is expected to achieve the following technical objectives: 

a) Infrastructure technology operated 24 x 7, 365 days a year, while meeting or 
exceeding service levels; 

b) Compliant with the Province's applicable security and privacy legislation, policies and 
standards in order to ensure the safeguarding of personal and other confidential 
information; 

c) In alignment with ISO 17799, a standards framework for security; 

d) Capable of scaling to accommodate the transaction load of a growing client base; 

e) Allow the evolution of additional functionality in support of future initiatives; and 

f) Capable of scaling to accommodate business and technology functions over time. 

3.4 SCOPE OF THE OPPORTUNITY 

The Scope of the Opportunity includes the STMS Project Scope and the Potential In-Scope. 

The following diagram illustrates the Scope of the Opportunity: 

Scope of the Opportunity 

Initial Service Transition, 
Implementation & Delivery 

Mainframe Services Additional hosting functions/services 

Strategic Transformation & Other 
Hosting Services 

Strategic Business Consulting 

Services to the BPS 

Figure 3- Scope of the Opportunity 

The term of the Final Contract will be up to fifteen years for the data centre facility services with 
an anticipated option to extend for an additional five years. It is anticipated that the term for the 
hosting services component will likely be shorter (e.g. five to seven years) with options to extend 
the hosting services for additional terms of up to five years but, in no event, longer than the term 
of the data centre facility services term. 
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3.4.1 STMS Project Scope 
The requirements for the STMS Project that are in scope are as follows: 

3.4.1.1 Mainframe Services 

Workplace Technology Services provides a shared, secure MVS processing system 
consisting of current technology hardware components and software products. The 
MVS service provides a wide range of online and batch services supporting critical line
of-business Client applications. 

The current processor is a 597 MIP IBM z890, running CICS, IMS, DB2, TSO and batch 
via 5 logical partitions (LPARS), all under the z/OS operating system (formerly known as 
MVS). Current disk capacity is roughly 2,910 GB, and the complex makes use of VTS 
tape handling a maximum of 13,300 GB. 

The following figure shows the current mainframe environment: 

Province of B.C. - Current 
Mainframe Environment 

IBMz890 
597 MIPS 

DASD- 2,910 GB 

Figure 4 - Mainframe Environment 

The Services will include provision and management of the z/OS mainframe platform 
(inclusive of the DASD, operating system and any unique software required in the WTS 
environment), to agreed upon service levels, and an annual disaster recovery exercise. 
The Province expects that the infrastructure (e.g. data centre facility), tools and 
processes required are included as part of the Services. 

See Appendix G for more information regarding the current mainframe environment. 

3.4.1.2 Strategic Transformation and Other Hosting Services 

It is expected that via the JSP Process, Proponents will identify and demonstrate 
opportunities for service delivery model transformation that will address the project 
objectives (see section 3.3). Depending on the transformation strategy that forms part of 

SATP # 231 STMS Project Page 18 

Page 1813 
CTZ-2013-00110



the Solution, the Province will determine which transformation services may form a part 
of the Services in the Final Contract. 

Based on the transformation opportunities identified in the Solution, the Province will 
determine which hosting services will be provided by the Service Provider and which will 
continue to be provided by the Province. The Province expects that the infrastructure 
(e.g. data centre facility), tools and processes required by the Service Provider to deliver 
the hosting services are included as part of the Services. 

3.4.1.3 Data Centre Facility Services 

The Province does not believe that investing in data centre facilities is core to its 
business strategy, and is seeking the provision of a "managed service" for data centre 
facilities. 

3.4.2 Potential In-Scope 
The Province reserves the right during any phase of the JSP Process or during the term of the 
Final Contract to expand the scope of Services to be provided by the Service Provider under the 
Final Contract as follows: 

3.4.2.1 Additional Hosting Functions/Services 
In order to achieve the long-term business objectives (see section 2.3.1.2), STMS 
Project vision (see section 3.1) and STMS Project objectives (see section 3.3) additional 
functions/services may be considered for provision by the Service Provider. For 
example, such functions/services could include: 

1. Server deployment; 

2. Server management; 

3. Operational system planning and support; 

4. Release management; 

5. Incident management; 

6. Operational procurement; and 

7. Disaster recovery and business continuity. 

The Province expects that the infrastructure (e.g. data centre facility), tools and 
processes required are included as part of the Services. 

3.4.2.2 Strategic Business Consulting 

The Province could, at its discretion, engage the Service Provider to provide consulting 
services to assist with the strategic business transformation of its service delivery model 

3.4.2.3 Services to the Broader Public Sector 

The Province intends to enable and facilitate organizations within the Broader Public 
Sector in obtaining some or all of the Services, in particular data centre facility services, 
as follows: 

a) such Broader Public Sector organizations will be signatories to the Final 
Contract; 
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b) such Broader Public Sector organizations may receive some or all of the 
Services as a client of the Province under the Final Contract; or 

c) during the term of the Final Contract, the Province and the Service Provider may 
agree to other contractual mechanisms to permit such Broader Public Sector 
organizations to obtain some or all of the Services. 

3.4.3 Out of Scope 

The following are out of scope for the STMS Project: 

1. Provincial network (SPAN BC); 

2. Corporate policy; and 

3. Corporate strategic planning. 

•: I• .,, •: ,.·.~ 
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3.5 PROPOSED DELIVERY APPROACH 

It is envisioned that the Solution could be implemented in sequential phases, likely starting with 
implementation of the mainframe services component of the Solution. 

Proponents should note that depending on solution development activities related to Potential 
In-Scope requirements and the transformational opportunities presented, other services may be 
scheduled for parallel implementation. For this reason, the Province expects that the Preferred 
Proponents will have strong transformational teams prepared to develop their Solutions with the 
Province during the Joint Solution Definition Phase. 

As the STMS Project completes transition of the mainframe services described in subsection 
2.3.1.3(f), other opportunities will be explored with the Service Provider with a view to 
addressing the challenges, risks and business objectives described in this document. This 
could include a continuation of Current Hosting Services (self provision) in combination with 
Services provided by the Service Provider in order to address evolving Workplace Hosting 
Services business needs. 

3.6 INTELLECTUAL PROPERTY PRINCIPLES 

3.6.1 General 
The following are some general principles relating to Intellectual Property for the STMS Project: 

1. Intellectual Property rights in relation to the Solution will be more fully developed in the 
Joint Solution Definition Phase; 

2. The ownership of the Intellectual Property may depend on the economic model 
proposed by the Proponents; 

3. Whether the Proponents intend to productize or commercialize all or part of the Solution 
may affect the economic model put forward by Proponents; and 

4. Intellectual Property used or developed in relation to the Services may be required to be 
owned by or licensed to the Province. 
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3.7 PROJECT GOVERNANCE 

A core team of experts are dedicated to this STMS Project, supported by the executive project 
sponsor who is the Deputy Minister of Labour and Citizens' Services, Lori Wanamaker. 

In addition the STMS Project is overseen by a steering committee of senior executives. 

Several stakeholder consultation groups will be involved during the JSP Process and will be 
available for ongoing consultation as subject matter experts throughout the JSP Process. 

3.8 DEAL STRUCTURE AND ECONOMIC MODEL 

It is the intention of the Province to enter into a single Final Contract with the Successful 
Proponent. 

It is anticipated that the Service Provider will invest in the development of the Solution and will 
deliver and operate it for the term of the Final Contract. Upon the expiration of the term, the 
Province may enter into another competition which may result in the transfer of the continuing 
provision of hosting services to another service provider. 

There are a variety of possible economic models that can arise from the JSP Process. 
Proponents are asked in section 5.7.2 to describe past large scale information technology and 
services delivery projects (particularly those with transformational aspects) and demonstrate to 
the Province their in-depth knowledge and experience in conceptualizing, designing, developing 
and operating financial models that are true to the spirit of the type of deal structures 
contemplated for the opportunity. 

The Final Contract may include design, implementation and operation, all under a single 
economic model. The Ministry is encouraging Proponents to come forward with innovative and 
creative deal structures and economic models that are not based on a traditional 'time and 
materials' basis. Additionally, the Ministry is expecting to see the detailed information which 
supports the creative deal structures and economic models as part of the Joint Solution 
Definition Phase and final Solution presentations. Two key components of the Preferred 
Proponent presentations on deal structures and economic model will be the principles that the 
Preferred Proponents would use to integrate the Potential In-Scope opportunities within the 
economic model over the term of the Final Contract and that each Solution will include transfer 
of the majority of the risk for Service delivery from the Province to the Service Provider. 

3.9 PRIVACY AND COMPLIANCE 

3.9.1 Privacy 

The STMS Project may entail management of sensitive health, financial and other personal 
information from its collection through to its destruction. The Proponent must be able to ensure 
that the personal information it may deal with as the Service Provider will not be disclosed and 
will be kept secure. 

The Service Provider will be required to comply with British Columbia laws governing the 
collection, use and disclosure of personal information, including the Freedom of Information and 
Protection of Privacy Act (FOIPPA), the Persona/Information Protection Act, the Document 
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Disposal Act, and any other applicable legislation. The Service Provider will be required to, at a 
minimum, adhere to the Privacy Protection Schedule attached as Appendix D. 

Where FOIPPA is concerned, Proponents are expected to demonstrate understanding of the 
application of Part 2, including compliance with amendments that limit the disclosure, storage of 
or access to personal information outside of Canada. Proponents should keep in mind that 
changes to provincial legislation and policies may occur from time to time. 

Proponents should note that a Solution including remote access from outside Canada to any 
personal information will not be acceptable to the Province. Furthermore, if any employees of 
non-Canadian companies need to have access to systems containing personal information 
within Canada, that access has to be supervised by staff from a Canadian organization. 

More information on FOIPPA and related policies and guidelines of the Province is available at 
http://www.mser.qov.bc.ca/privacyaccess/. 

Issues related to privacy, such as the role of the Information and Privacy Commissioner, and the 
privacy policies that apply to projects of provincial scope, will be further discussed during the 
Workshops and during Solution compliance activity of the Joint Solution Definition Phase. 

3.9.2 Labour Relations 

WTS' employees predominantly have union membership in the British Columbia Government 
and Service Employees' Union in accordance with the Public SeNice Act. 

Activities related to labour relations will be dealt with in later phases of the JSP process. 

3.9.3 Other Policies and Regulations that may impact the Solution 
Proponents should be aware of, and the Service Provider will need to comply with, the Core 
Policy and Procedures Manual and other central policies of the Province (e.g. policies of the 
Chief Information Officer, more information is available at www.cio.gov.bc.ca). As part of the 
Joint Solution Definition Phase it is possible that specific legislation, policies and regulations that 
may impact a proposed Solution will be identified. 

The process of disposition of assets, both current and future assets, will be further explored in a 
later phase of the JSP process. 

Proponents should note that it is the intention of the Province that most of the Final Contract will 
be made public. Portions of the Final Contract that will remain confidential will be identified 
during the Joint Solution Definition Phase and further negotiated during the Contract Negotiation 
Phase but will comply with the Province's Transparency Policy, a copy of which is attached as 
Appendix E. 

Finally, the Province is in the process of considering policies promoting environmental 
sustain ability. 
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4 OVERVIEW OF THE END-TO-END JSP PROCESS 

4.1 DEFINITION 

A JSP Process is a multi-stage procurement process. The first phase of the JSP Process is the 
Proponent Qualification Phase which is designed to short-list Proponents based primarily on 
their capacity, capability, commitment and initial conceptual approach as described in sections 
5.6.1.1 to 5.6.1.4. There follows three distinct phases consisting of a Joint Solution Definition 
Phase (where Solution development will occur), followed by a Due Diligence & Negotiations 
Phase, and ending with a Contract Negotiations Phase (where the Final Contract terms are 
framed, finalized and executed by the parties). 

12-14 Weeks 

Phase 1 - Select two proponents based 
on Capability, Capacity, and Commitment 
(3 C's) for Joint Solution Definition Phase. 

Phase 2 - Jointly develop proposed 
Solution through iterative workshop cycles. 
Select Successful Proponent for 
negotiation. 

Depends on Solution 

Phase 3- Conduct due diligence and 
negotiations in preparation for contractual 
agreement. · 

Phase 4 - Neg()tiate 

Figure 5- JSP Process Overview 

4.1.1 JSP Process Schedule 

1. Proponent 
Qualification 
Phase 

JSRFP Closing date 

Proponents short-listed (Stage 1) 

Workshops and Concept Presentations (Stage 2 
and 3) 

Preferred Proponents notified 
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Sep 14, 2007 
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2. Joint Solution Joint Solution Definition Phase kick-off 
Definition Phase 

Solution presentations completed 

Letter of Intent signed and Successful Proponent 
announced 

3. Due Diligence & Due Diligence & Negotiations initiated 
Negotiation 
Phase 

4. Contract Contract Negotiations initiated 
Negotiation 
Phase Sign Final Contract 

Sep 26,2007 

Dec 2007 

Dec 2007 

Dec2007 

TBD 

TBD 

The Ministry is interested in expediting the selection process where possible, and reserves the 
right to adjust the preceding schedule wherever practical. 

4.2 KEY SUCCESS FACTORS 

4.2.1 Sharing of Risks and Rewards 

Risk and reward will be explored during the Joint Solution Definition Phase and it is anticipated 
that the Service Provider will assume a significant portion of the risk (including, but not limited 
to, technology, implementation and operational risks). 

4.2.2 Communications Protocol 

Maintaining proper communications protocol throughout the JSP Process is important in order 
to protect the integrity of the JSP Process and the STMS Project, as well as to protect the 
interests of the Proponents and Ministry. The following communication protocol will apply 
during the JSP Process. The failure of a Proponent to adhere to the communication protocol 
may result in the Proponent being disqualified from the JSP Process. 

4.2.2.1 During the JSRFP 

All communication related to the JSRFP should be referred to the Government Contact 
listed on the front page of this JSRFP document. 

4.2.2.2 Proponent Qualification Phase - Stage 2 

Restricted Documents Room 

Communications regarding the Restricted Documents Room must be referred to the 
Government Contact listed on the front page of this JSRFP document. Guidelines for 
use of the Restricted Documents Room will be provided to short-listed Proponents prior 
to the opening of the Restricted Documents Room. 

For further information on the Restricted Documents Room, see section 5.1.5. 
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Workshops 

Face-to-face communications between Proponents and Ministry representatives as part 
of the Workshops is expected (see section 5.1.6). Please note that the Ministry reserves 
the right to withhold information at the Workshops that may impact its negotiating 
position during the subsequent phases of the JSP Process. 
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5 THE JSP PROCESS AND EVALUATION CRITERIA 

5.1 PROPONENT QUALIFICATION PHASE 

5.1.1 Approach and Overview 
A Proponent's Proposal in response to this JSRFP is the initial step in qualifying to participate in 
the JSP Process. Proponents will be short-listed based on overall capability, capacity, 
commitment and initial conceptual approach. Preferred Proponents will then be selected based 
on their proposed Concept. Proponents should keep in mind that the Ministry is not only looking 
for information on how to provide these Services and achieve the key objectives, but also on 
proof that the Proponent has successfully designed, implemented and operated similar services. 

Figure 6 - Proponent Qualification Phase 

Identification of the Preferred Proponents is based on the assessment of a Proponent's 
capacity, capability and commitment to work with the Ministry in developing a Solution that 
meets the goals of the Ministry and desired business outcomes for the STMS Project. The 
Proponent will move through the Proponent Qualification Phase, from Stage 1 (evaluation of 
Proposals), gain more knowledge of the Ministry business environment and needs during Stage 
2 (Workshops) and finally deliver a more focused but still conceptual solution during Stage 3 
(evaluation of Concepts). The Concepts provided by the Preferred Proponents will be reviewed 
in the Joint Solution Definition Phase. The Proponents should understand that the Concepts 
may be subject to significant change as the Joint Solution Definition Phase progresses. 

5.1.2 Role of Lead Proponent in the JSP Process 
Proponents should take care when determining their initial team structure and identifying the 
lead entity to be the Proponent. The Province's intention is not to permit the firm who is 
identified as the lead entity that is the Proponent to swap its primary role with a Subcontractor 
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later in the process. Please note that this does not preclude a new entity from being created by 
the Successful Proponent to enter into the Final Contract resulting from this JSP Process. 

5.1.3 Release JSRFP & Evaluate Proposals 

The Proponent Qualification Phase commences on the release of the JSRFP. 

Upon completion of the evaluation of the Proposals, a short-list of up to four Proponents will be 
created and those Proponents will be invited to participate in Stage 2 of the Proponent 
Qualification Phase. The remaining Proponents will be advised of their standing in writing and 
offered debriefing sessions. The Ministry intends to hold the debriefing sessions after the 
execution of the Final Contract but may at its discretion hold these sessions sooner. 

5.1.4 If Only Two Proponents 
If as a result of the evaluation of the Proposals in Stage 1, the Ministry determines that only two 
Proponents are deemed to be qualified, then the Ministry reserves the right to consider these 
short-listed Proponents as Preferred Proponents and to proceed directly to the Joint Solution 
Definition Phase. In this case some aspects of the Workshops may be performed during the 
early part of the Joint Solution Definition Phase in order to set the stage for Solution 
development. The Ministry also reserves the right to invite the two Preferred Proponents to 
present either their Concepts or their capacity, capability and commitment to the Ministry to 
ensure that they have the necessary capacity, capability and commitment required to undertake 
the STMS Project and deliver the final Solution. These presentations may take place either 
prior to the commencement of the Solution definition activities, or at any other time during the 
Joint Solution Definition Phase. 

5.1.5 Restricted Documents Room 

Immediately prior to the Workshops, short-listed Proponents will be provided with access to the 
Restricted Documents Room, if one is established. The Restricted Documents Room will serve 
as a repository for information relevant to the preparation of the short-listed Proponent's 
Concept presentations. The room may be a physical location in Victoria, British Columbia or 
created virtually. Access will be controlled and monitored to ensure equitable viewing time for 
each of the short-listed Proponents. Inquiries regarding the Restricted Documents Room must 
be referred to the government contact listed on the front of this JSRFP document. 

5.1.6 Stage 2 - Workshops 

The purpose of the Workshops is to allow short-listed Proponents the ability to further explore 
the Scope of the Opportunity and to provide an avenue for them to assess whether the STMS 
Project is of sufficient interest to engage in a significant amount of work at the Joint Solution 
Definition Phase and, if the Proponent is the Successful Proponent, at the Due Diligence & 
Negotiation Phase and the Contract Negotiation Phase. These Workshops, which will be held 
in Victoria, British Columbia, are not evaluated. 

The guidelines that will govern the Workshops are outlined below. The Ministry reserves the 
right to alter these guidelines (and any scheduling) as needed, but will only do so after notifying 
the short-listed Proponents. 

a) The Ministry will deliver a half-day information session to all short-listed Proponents. 
This information session will be unidirectional and with all short-listed Proponents 
present at the same time, to ensure that all short-listed Proponents are given the same 
information. 
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b) A second half-day session will be reserved for each short-listed Proponent's staff to 
question the Ministry team so as to further explore the material presented or to ask 
questions that the short-listed Proponent feels are needed in order for it to deliver a 
Concept at Stage 3 of the selection process. Please note that there will be no allowance 
for a follow-up Workshop. Wide latitude will be afforded to the question period and 
short-listed Proponents may manage the meeting in the manner that they deem most 
useful (e.g. break out sessions where appropriate). 

c) While the Ministry will make every effort to ensure that pertinent people are available to 
answer queries, there may be some questions that cannot be answered during the 
second session. In this case every effort will be made to communicate the response to 
the short-listed Proponent within one working day of the Workshop. The Ministry will, 
however, not be liable for any delays whatsoever in providing a response to any 
unanswered questions within that period. 

d) The Workshops will not be recorded and all questions asked by a short-listed Proponent 
will be considered proprietary and not released to other short-listed Proponents. In 
addition, answers to questions asked during the Workshops which could not be 
answered by Ministry staff will be communicated in writing to the respective short-listed 
Proponent only. All questions asked prior to or after the Workshops should be submitted 
in writing to the contact person indicated on the front of this JSRFP. Responses to these 
questions may be communicated to all short-listed Proponents. The Ministry reserves 
the right, however, to disseminate information related to the Province or the STMS 
Project arising as a result of questioning in any one of the Workshops, to all short-listed 
Proponents if, in the opinion of the Ministry, the information is related to a matter that all 
Proponents will need to know in order to prepare for the presentations. 

e) The Ministry will not require short-listed Proponents to bring specific staff to the 
Workshops. Each short-listed Proponent should decide who from their organization is 
best suited to gather the necessary information. 

5.1. 7 Stage 3 - Proponent Concept Presentations 

On completion of the Workshops, short-listed Proponents will be given time to assess the 
information they have gathered during their Workshops and formulate a Concept for 
presentation to the evaluation committee in Stage 3. Section 5.6.1.4 describes the evaluation 
criteria that will be used at Stage 3. Prior to the presentations, the Province will provide more 
information regarding the presentation format and evaluation criteria. 

A transcription or minutes may be taken of the Stage 3 presentations. 

Presentations will be time limited. The time allocated will include time for the evaluation 
committee to ask questions. 

The identification of the Preferred Proponents will be determined by evaluation of the Concept 
presentation. Each short-listed Proponent is required to supplement its presentation with 
speaking notes and a paper and electronic copy of its Concept presentation. 

5.1.8 Preferred Proponents Selection 

On completion of the evaluation process, the Ministry will tabulate the evaluation results from 
Stage 3 of the Proponent Qualification Phase and rank the short-listed Proponents. The top two 
ranked short-listed Proponents will be deemed Preferred Proponents and will be invited to 
engage in the Joint Solution Definition Phase. 
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5.1.9 Post Presentations and Debriefings 

Once the top two Preferred Proponents have been declared, a Joint Solution Definition 
Agreement will have to be executed by the Ministry and each of the two Preferred Proponents 
prior to commencing the Joint Solution Definition Phase activities. 

In the event that Joint Solution Definition Phase activities or negotiations with one of the 
Preferred Proponents fail, the Ministry reserves the right to contact the next highest ranked 
short-listed Proponent and invite them to engage in Joint Solution Definition Phase activities 
with the Ministry. 

Proponents who are not invited to the Joint Solution Definition Phase may request a debriefing 
session which will be scheduled by the Province after the execution of the Final Contract. 

5.2 JOINT SOLUTION DEFINITION PHASE 

The Joint Solution Definition Phase of the JSP Process will require significant investment on the 
part of the Ministry as well as the Preferred Proponents. The Joint Solution Definition 
Agreement that is signed by the Province with each of the Preferred Proponents will govern the 
conduct of the remaining phases of the JSP Process. 

Preferred Proponents are cautioned not to delay in negotiating the Joint Solution Definition 
Agreement as once one Preferred Proponent has satisfactorily executed the Joint Solution 
Definition Agreement the discovery cycle of the Joint Solution Definition Phase described in 
section 5.2.2 may begin immediately with that Preferred Proponent. The Joint Solution 
Definition Phase will be held in Victoria, British Columbia. The following figure should be used 
as a guideline and timelines may be modified as required by the Province. 

Figure 7- Joint Solution Definition Phase 

The core objective of the Joint Solution Definition Phase is to work with both Preferred 
Proponents to define Solutions including the economic models and deal structures for the STMS 
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Project. These activities (and series of meetings) will be performed jointly with the Ministry and 
Preferred Proponent teams but independently with each Preferred Proponent on their Solution. 
The Successful Proponent and their Solution will be subject to due diligence and negotiations 
during the subsequent Due Diligence & Negotiation Phase of the JSP Process. 

5.2.1 Information Control Office 
The Ministry plans to establish an Information Control Office that will serve as a central 
repository of information used to facilitate the exchange of confidential information between the 
Preferred Proponents and the Ministry. The function of this office is to ensure that confidential 
information provided by the Preferred Proponents is kept segregated from each other and that 
Joint Solution Definition Phase activities are facilitated. 

Details of this office will be provided to the Preferred Proponents as the JSP Process 
progresses. 

5.2.2 Discovery Cycle 
The discovery cycle is a one time period of activity when Preferred Proponents may be 
permitted access to Ministry staff, documents, technology assets and records and service 
metrics (where applicable) as well as other information that a Preferred Proponent may consider 
necessary in order to prepare for creative Solution definition. Please note that this period is not 
guided by the Ministry. 

5.2.3 Defining the Solution and Complying with Policy 
This period of activity consists of a series of iterative topic specific workshops designed to 
define the STMS Project Scope, the potential timing to benefit realization, the nature of the deal 
structure, and economic model. The Preferred Proponents will be working independently from 
each other, with the Ministry's STMS Project team, in jointly formulating a Solution to meet the 
STMS Project objectives. 

While the Concept provided at the Preferred Proponent's presentation during Stage 3 of the 
Proponent Qualification Phase will be used as a basis for the Solution, it is possible that 
information gathered during the discovery cycle or as a result of discussions with the Ministry 
during this cycle may result in an entirely different approach being considered. It is likely that 
the Solutions developed by the Preferred Proponents may be very different. 

Each topic is envisioned to be explored over a series of two half-day workshops with each 
Preferred Proponent. These workshops are typically spread over one week (e.g., 2 days of 
workshops per week with one Preferred Proponent in the morning and the other Preferred 
Proponent in the afternoon). For each topic, the results of the half-day workshops are brought 
together, typically in the subsequent week, at the synthesis workshop. The Ministry expects 
that the Solutions will be very creative. The actual schedule will be communicated to the 
Preferred Proponents as part of the information session launching the Joint Solution Definition 
Phase. 

The Ministry will ensure that its decision makers are at the table so that decisions are expedited 
and the Joint Solution Definition Phase of the JSP Process successfully concluded. 

As the economic model, business processes and technology aspects of the Preferred 
Proponent's Solution are being formulated, the Preferred Proponents and the Ministry will need 
to continually assess the evolving Solution framework for compliance with the legislation and 
policies of the Province. This process will include a series of iterative cycles where the Solution 
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parameters are measured against functions such as: conformance with privacy laws, other 
statutes and policies, and existing agreements that may impact the Solution. 

5.2.4 Framing the Solution 
At this point in the Joint Solution Definition Phase, the Preferred Proponents will have 
formulated a Solution approach that incorporates work on a proposed deal structure, associated 
economic model, and Solution parameters addressing the scope of requirements and will have 
been tested against government policy and standards. 

A period of Solution synthesis may take place on the overall model after which the Ministry will 
perform a final evaluation to determine the Successful Proponent. The final evaluation will likely 
be based on the Preferred Proponent's Solution in the areas outlined in section 5.6.1.5. The 
Ministry intends to release a Proponent's guide to the Preferred Proponents that outlines the 
evaluation criteria that will be used as a basis for determining the Successful Proponent. 

Once a Successful Proponent has been announced, the remaining Preferred Proponent will be 
designated as the 'vendor-in-waiting'. In the event negotiations with the Successful Proponent 
fail, the Ministry reserves the right to contact the 'vendor-in-waiting' Preferred Proponent and 
invite it to enter into the Due Diligence & Negotiation Phase. 

5.3 DUE DILIGENCE & NEGOTIATION PHASE 

Figure 8 - Due Diligence & Negotiation Phase 

Once a Successful Proponent has been chosen, the Province expects that a Letter of Intent will 
be signed by the parties and be followed by an announcement to the public. The Letter of Intent 
will be in such format and contain such detail as determined by the Province. It will include 
certain terms and conditions that the Province intends to include in the Final Contract. A draft 
copy of those terms and conditions will be provided to Preferred Proponents during the Joint 
Solution Definition Phase. 

The Due Diligence & Negotiation Phase will begin with a period of due diligence where both the 
Successful Proponent and the Ministry will engage in activities to ensure that the Solution 
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developed during the previous Joint Solution Definition Phase is validated against detailed 
information. 

5.3.1 Validate Commitment 
An early activity in this phase is validation of the prospective business structure and of the 
Solution framework presented by the Successful Proponent entering into this phase. The Letter 
of Intent will make reference to the Successful Proponent's Solution framework as the approach 
of choice. 

A series of activities will take place to set the stage for detailed due diligence and negotiations. 
This includes establishment of both the Ministry and Successful Proponent's negotiating and 
supporting infrastructure (tools and resources), meeting schedules, subject areas and rules of 
engagement as applicable. 

5.3.2 Due Diligence Assessment 
This period of activity is primarily for the Successful Proponent to detail its understanding of the 
parameters impacting successful delivery of the Solution formulated in the previous Joint 
Solution Definition Phase. This includes detailed verification of information used to design the 
Solution, assumptions reviewed and accepted or referred to negotiations. The Province may in 
addition, perform further due diligence on the Successful Proponent to verify its current financial 
and operating capacity to deliver on and commit to the statements made in the Solution 
framework. The Province may also decide to do further reference checks, including site visits. 

5.3.3 Confirm Solution 
On conclusion of the due diligence work, the Solution coming out of the previous Joint Solution 
Definition Phase will be refined and include discussions around governance structure, strategic 
and tactical plans related to the business transformation aspects of the STMS Project and 
guiding principles that describe how the Service Provider model will operate over the term of the 
Final Contract. In addition, the deal structure model will have been completed and prepared for 
incorporation into the Final Contract. 
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5.4 CONTRACT NEGOTIATION PHASE 

Figure 9 - Contract Negotiation Phase 

Decision 
Points 

The Contract Negotiation Phase marks the final phase of the JSP Process. The terms and 
conditions appended to the Letter of Intent signed at the commencement of the Due Diligence & 
Negotiation Phase will be included in the Final Contract. 

Activities will include interest based negotiations, a structured negotiation process and will 
require negotiation commitment both from the Province and from the Successful Proponent. 
Concluding negotiations will in part be dependent on the Successful Proponent having those 
people responsible for delivery participating in negotiations, the obligation on the Successful 
Proponent to keep its Subcontractors involved and informed and timely escalation and 
resolution of issues. 

Substantive activities will include final negotiation of the design and implementation parameters 
for the Solution and overall economic model and deal structure, governance and operational 
plans necessary to operate and maintain STMS and provide the associated services. 

The negotiations will also include discussion on opportunities and mechanisms for mutual 
re-negotiation of the Final Contract, to respond to changes in the parties' respective business 
environment, as the relationship evolves over the term of the Final Contract. Work on the 
Solution (including development of STMS) will not start until the Final Contract has been 
executed with the Province. 

There are three (3) key components that describe how the Contract Negotiation Phase -
phase 4 will proceed. 

5.4.1 Deal Structuring 

A period of deal structuring will take place once the Solution has been finalized and agreed 
upon. The final term sheet will be produced, contract structure determined and final decision to 
proceed with the Final Contract will be made. 
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5.4.2 Negotiating and Drafting the Agreement 

During this period of activity the Final Contract will be negotiated and drafted. Further details 
with respect to this phase will be provided in the Joint Solution Definition Agreement. 

5.4.3 Finalize and Sign Contract 
Once the Final Contract is ready for execution, both the Province and Successful Proponent will 
need to obtain the necessary approvals to sign the Final Contract. On signing, a public 
announcement may be made and implementation of the Final Contract will begin. Any public 
announcement by the Service Provider is to be approved by the Province before release. 

5.5 DECISION POINTS 

The Province reserves the right to apply a decision point at any time from the Joint Solution 
Definition Phase through to the end of the JSP Process and either suspend, terminate or 
re-start discussions or negotiations with any of the Proponents. Any determination to invoke a 
decision point will reside with the Province. 

At various points in the JSP Process, the Province may request that the Preferred Proponents 
or the Successful Proponent, as the case may be, prepare and deliver a presentation to the 
Province so as to assess the progress of the activities to date. These presentations will be used 
to assess the state of the respective discussions and to determine whether the JSP Process 
approach continues to be appropriate. 

This Space Intentionally Left Blank 
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5.6 EVALUATION CRITERIA 

5.6.1 Proponent Qualification Phase M Evaluation Criteria 

Selection is based on evaluation by the evaluation committee of a Proponent's ability to 
demonstrate its capacity, capability and commitment to perform the services within the Scope of 
the Opportunity. Identification of the Preferred Proponents is based on performance over a two
stage evaluation process separated by a Workshop activity with each short-listed Proponent. 
Th.e evaluation will proceed as follows: 

5.6.1.1 Mandatory Criteria 

All Proposals that have satisfied the mandatory criteria will be evaluated according to the 
criteria described below. Failure to satisfy any one or more of the mandatory criteria will 
result in disqualification from the JSP Process. 

Mandatory Criteria 

1 The Proposal must be received at the closing location before the 
specified closing time or it will not be accepted. 

2 The Proposal must be delivered by courier or hand delivered (not sent 
by mail, facsimile or e-mail). 

3 The Proposal must be in English. 

5.6. ·1.2 Proponent Qualification Phase • Stage 1 Evaluation Criteria 

Proposals will be evaluated based on the evaluation criteria listed in the following table 
Stage 1 Evaluation Criteria. 

Any Proponent who fails to meet any one of the minimum scores will be disqualified from 
the JSP Process without further consideration. 

On completion of the Stage 1 evaluation process, the scores will be tallied and 
Proponents ranked. Up to the four (4) top ranked Proponents will be invited to 
participate in the Stage 2 Workshops. Scores achieved in Stage 1 will not be carried 
forward. However, information provided in the Proposals may be referenced throughout 
the JSP Process. 

The remaining Proponents, who were not selected to proceed to Stage 2 Workshops, 
will be advised of their ranking and offered debriefing sessions. Sessions will likely be 
held after the Final Contract has been executed. 

Section 5.7 provides detailed response guidelines and further information on each of the 
evaluation criteria outlined in the table below for Stage 1 of the Proponent Qualification 
Phase. 

If a Proponent intends to either submit a joint Proposal with one or more Subcontractors, 
or intends to use the services of Subcontractors in the Final Contract, then the response 
to specific evaluation criteria should include information regarding the Proponent and the 
Subcontractor(s) (as indicated below in brackets). Where a choice is indicated (e.g. 
Any) the intent is to enable the Proponent to present the best credentials from within the 
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companies that form part of the Proposal. All other responses must be in relation to the 
lead entity that is the Proponent although responses about Subcontractor(s); may be 
added (Proponent plus); should be added (All); or are not be permitted (Proponent). 

(Proponent) 

(Any) 

means a response regarding the lead entity that is the Proponent. 

means a response regarding the Proponent or any of its 
Subcontractors. 

(All) means a response regarding the Proponent and each of its 
Subcontractors. 

(Proponent plus) means a response regarding the Proponent and, if applicable, any of 
its Subcontractors. 

Stage 1 Evaluation Criteria Points Available 

Capability (see sections 5.7.2.1) 50 points 

(minimum score 
30 points) 

a) Proponent Profile (All) 

b) Demonstrated experience with transition planning and 
transitioning services of similar size and magnitude to the 
Scope of the Opportunity (Proponent plus) 

c) Demonstrated experience with delivering services similar 
to the Scope of the Opportunity (Proponent plus) 

d) Demonstrated experience with strategic business 
transformation (Proponent plus) 

e) Demonstrated experience managing employee transitions 
(preferably union) (Proponent plus) 

f) Demonstrated experience ensuring privacy protection and 
security in the management of government and other 
public sector information (Proponent plus) 

g) Demonstrated experience in designing and implementing 
complex economic models, engaging in long term 
commercial arrangements and experience in deal 
structuring (Proponent) 

h) Demonstrated experience managing complex project 
delivery with multiple stakeholder groups, and competing 
priorities (Proponent) 

i) Demonstrated experience with organizational change 
management for complex projects (Proponent Plus) 
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Stag~ 1 EvaluatiQI'l Criteria .. P()il'lts Available. 
. .·· . . . . . .. :· I ·.. .. . ·•· .. 

.· C~pacity (seE:} section 5.7~2~2} (1 00% of Capacity point~ . 2§.points. 
av?~ilable) · · 

(minilllurnscore 
15 points) 

a) Corporate and financial capacity (Proponent) 

b) Demonstrate ability to assume and manage risk 
(Proponent) 

c) Demonstrate capacity to design, transition, implement, 
and operate services within the Scope of the Opportunity 
(Proponent) 

Commitment (see SE:)ction 5.7.2.3)(1 OO%ofCommitment points 10points 
~~~~ .... . 

(no minimum 
score) 

a) Commitment of staff to engage in the JSP Process and 
STMS Project (All) 

b) Commitment to a long term relationship with the Province 
(Proponent) 

c) Commitment to environmentally sustainable service 
delivery practices (Any) 

... 
'15points Highlev~l C()ncept(se.e SE:}ction 5.7:2.4) (100% ofbigh level 

·. concept points available) · · ... 
(no minimum 

scorE:}) 

a) Provide a high level concept that addresses Workplace 
Hosting Services' business challenges, risks and 
objectives related to the Scope of the Opportunity 
(Proponent) 

·. ' . 
TOTAL 10() points 

5.6.1.3 Proponent Qualification Phase - Stage 2 

All short-listed Proponents will be invited to participate in individual Stage 2 Workshops 
with the Ministry. Immediately prior to the Workshops, the Restricted Documents Room 
may open (see section 5.1.5). 

The Workshops provide an opportunity for the short-listed Proponents to further explore 
the STMS Project to produce a Concept for delivery at the Stage 3 presentations. 

Note: Stage 2 will not be scored. 
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5.6.1.4 Stage 3 Evaluation Criteria 

On completion of Stage 2 of the Proponent Qualification Phase, short-listed Proponents 
will be asked to develop a Concept for presentation to the evaluation committee. 
Section 5.1.7 describes the format of the presentations. 

The Concept accounts for 100% of the total evaluation score of Stage 2 and Stage 3. 

The Province will finalize the evaluation criteria for Stage 3 prior to opening of the 
Proposals and will distribute the finalized evaluation criteria to the short-listed 
Proponents. 

·,·. 

Stag~·3 Evaluation Criteric:t Stc:tg~3 
... .Weighting . · · . 

Vision .. TBD .· 

Each Proponent should describe how their Concept aligns with 
and supports the Ministry's and WTS' overall role as described 
in this JSRFP. 

Each Proponent should describe how their Concept addresses 
each component of the Scope of the Opportunity. 

· .. · , .... · ·. . ·.· . . 
<·.· 

Busines.s cflall~nges~ ris~s andt~e~nsf()rmation .·. Tao 

Each Proponent should describe their understanding of the 
business challenges and risks described in section 2.3.2. 

Each Proponent should describe how their Concept addresses 
the business challenges and risks described in section 2.3.2 

Each Proponent should describe how they would propose 
transforming the current service delivery structure. 

Client.engag~ment approach (in transformat.ion) TBD 
' , .. ··, .. ·, , .... ·. ' .. ·.· .. ·. ' . ' 

Each Proponent should describe how their Concept addresses 
the needs of clients' during transformation and service 
transition, and how their approach will minimize service impacts 
on customers. 

Services transition,and. op~ration TBD 

Each Proponent should describe how their Concept will address 
the transition and the operation of the Current Hosting Services. 

Each Proponent should describe their approach for transitioning 
services. 

Each Proponent should describe their proposed approach for 
provisioning the underlying infrastructure required for the 
Concept. 
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Stage 3 Evaluation Criteria Stage 3 
Weighting 

Labour Issues TBD 

Each Proponent should describe their approach for dealing with 
potential labour issues, and how their Concept will address 
these issues. 

Privacy and Security TBD 

Each Proponent should describe their proposed approach to 
providing exceptional privacy and security measures, including, 
at a minimum, complying with privacy laws and the contractual 
obligations described in Appendix D. 

In addition, each Proponent should describe how their approach 
to security will align with Province security and privacy policies 
(see section 3.9.3) 

Intellectual Property TBD 

Each Proponent should describe their approach to Intellectual 
Property in their Concept. 

Each Proponent should describe how their Concept is in 
alignment with the Intellectual Property principles outlined in 
section 3.6. 

Governance and Risk TBD 

Each Proponent should describe their governance approach for 
the STMS Project. 

Each Proponent should describe key issues and, to the extent 
that there are potential barriers, the resolution of such barriers, 
to complying with their approach to achieving a mutually 
beneficial governance model. 

To the extent known, each Proponent should describe the key 
risks associated with the STMS Project. 

Each Proponent should describe their high-level approach to 
allocate, manage and mitigate risk. 
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Stage 3 Evaluation Criteria Stage 3 
Weighting 

Deal Structure and Economic Model TBD 

Each Proponent should describe their proposed deal structure 
and supporting reasoning for such structure. 

Each Proponent should provide an overview of their proposed 
economic model. 

Each Proponent should describe their proposed pricing 
approach to transitioning, implementing and operating of 
Services in the proposed Concept. 

Each Proponent should describe the areas where they envision 
risk and reward sharing. 

Each Proponent should describe key issues and potential 
barriers to achieving their proposed economic model. 

The Concept to be delivered at the presentations should address the broad factors 
described above. Proponents are required to provide slides with speaker notes in paper 
and electronic format of the Concept presented to the evaluation committee. The 
Ministry acknowledges that the final Solution may be substantially different from the 
Concept following the Joint Solution Definition Phase. 

On completion of the Stage 3 evaluation process, the scores will be tallied, and the 
short-listed Proponents will be ranked. The top 2 (two) short-listed Proponents will be 
deemed the Preferred Proponents and invited to the Joint Solution Definition Phase. 
(See also section 5.2). 

5.6.1.5 Joint Solution Definition Phase Decision Criteria 

Once the Preferred Proponents have been identified, a period of Joint Solution Definition 
activities will take place that culminates with the Preferred Proponents each completing 
a Solution and business case that describes their proposed commercial arrangement. 
The Ministry's executive (sponsor team) who was engaged with the Preferred 
Proponents during the iterative cycles of the Joint Solution Definition Phase will convene 
and determine which Preferred Proponent will be deemed the Successful Proponent and 
thereby invited to sign a Letter of Intent with the Ministry. 

The Ministry will request that the Preferred Proponents present their Solution to the 
sponsor team where the following criteria will be assessed against the business goals 
and objectives of the Ministry. 

(Note: The Ministry reserves the right to alter these criteria provided it does so prior to 
the commencement of the Joint Solutions Definition Phase, in which case, written notice 
of any alterations will be provided to the Preferred Proponents prior to the 
commencement of the Joint Solution Definition Phase). 
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Joint Solution Definition Phase Decision Criteria 

1. Hosting SeNices and Data Centre Facility SeNices 

2. Business Transformation 

3. Governance I Technology Standards I Privacy I Security 

4. Deal Structure 

5. Economic Model 

The more detailed decision criteria (e.g. labour, Intellectual Property, environmental 
sustainability, etc.) and governing process will be communicated to the Preferred 
Proponents upon the signing of the Joint Solution Definition Agreement (which must be 
signed prior to the commencement of the Joint Solution Definition Phase) and in a more 
detailed form in the proponent guidelines provided to the Preferred Proponents prior to 
the final presentations. 

On completion of the evaluation, the Ministry will announce the Successful Proponent 
and the Due Diligence & Negotiation Phase will commence as described in section 5.3. 
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5. 7 PROPONENT RESPONSE GUIDELINES 

5. 7.1 Proposal Format 

Proponents are asked to assist the evaluation committee by structuring their Proposals in a 
consistent manner. The required Proposal format is described below: 

a) JSRFP cover page; 

b) Signed letter in substantially similar form to that of Appendix A; 

c) Table of contents; 

d) Executive summary; 

e) Checklist of mandatory requirements; 

f) Body of the Proposal (see section 5.7.2 below for questions that require response); 

g) Corporate references; and 

h) Appendices. 

5. 7.2 Proposal Guidelines 

The Province intends to evaluate Proponents on their capability, capacity, commitment and high 
level concepts in relation to the Scope of the Opportunity. 

If a Proponent intends to either submit a joint Proposal with one or more Subcontractors, or 
intends to use the services of Subcontractors in the Final Contract, then the response to specific 
evaluation criteria should include information regarding the Proponent and the Subcontractor(s) 
(as indicated below in brackets). Where a choice is indicated (e.g. Any) the intent is to enable 
the Proponent to present the best credentials from within the companies that form part of the 
Proposal. All other responses must be in relation to the lead entity that is the Proponent 
although responses about Subcontractor(s); may be added (Proponent plus); should be added 
(All); or are not be permitted (Proponent). 

(Proponent) means a response regarding the lead entity that is the Proponent. 

(Any) means a response regarding the Proponent or any of its Subcontractors. 

(All) means a response regarding the Proponent and each of its Subcontractors. 

(Proponent plus) means a response regarding the Proponent and, if applicable, any of its 
Subcontractors. 

5.7.2.1 Capability 

a) Proponent Profile (All) 

Each Proponent should include a corporate profile that details background 
information on the Proponent, and any Subcontractors, including for each the 
year they were established; corporate ownership and hierarchy, jurisdiction, 
corporate strategic direction; area of recognized expertise in the market place; an 
overview of the corporate information including size, revenues, market and 
geographic coverage. 
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b) Demonstrated experience with transition planning and transitioning 
services of similar size and magnitude to the Scope of the Opportunity 
{Proponent plus} 

Each Proponent should describe their experience and any Subcontractors' 
experience as the case may be, in transitioning and delivering solutions of similar 
scope and magnitude to the Scope of the Opportunity. The information provided 
should demonstrate how this experience relates to the STMS Project and why 
the experience is evidence of the Proponent's capability to design and implement 
required aspects of the Scope of the Opportunity. In addition, each Proponent 
should describe how they have transformed operations, similar in size and scope 
to the Scope of the Opportunity, with minimal or no impact to customers and the 
services being delivered by the Proponent. 

Each Proponent should describe how experience gained from past projects is 
relevant to the business situation currently faced by Workplace Hosting Services. 
The preference is that the project examples be based on projects in the 
infrastructure hosting services environment. 

Each Proponent should support their statements with examples and include 
information that describes the size and complexity of the engagement(s). Where 
possible, the Proponent should provide examples that have similarities to the 
Scope of the Opportunity. 

c) Demonstrated experience with delivering services similar to the Scope of 
the Opportunity {Proponent Plus} 

Each Proponent should describe its experience in delivering services similar to 
the Scope of the Opportunity. The information provided should demonstrate how 
this experience relates to the Scope of the Opportunity and why the experience is 
evidence of the Proponent's capability to deliver a project similar to the Scope of 
the Opportunity. 

Each Proponent should describe how experience gained from past projects is 
relevant to the business situation currently faced by the Workplace Hosting 
Services. 

Proponents should support their statements with examples and include 
information that confirms the size and complexity of the engagement(s). Where 
possible, give examples that are comparable to the Scope of the Opportunity. 

d) Demonstrated experience with strategic business transformation 
{Proponent Plus} 

Using recent examples, each Proponent should describe where they have 
recently worked jointly with a client organization to develop a strategy for 
business transformation. The example should demonstrate where the Proponent 
has worked with the client, over a long term, to successfully implement the 
strategy. 

e) Demonstrated experience managing employee transitions {preferably 
union} {Proponent plus} 

Provide examples where the Proponent, or any Subcontractor as the case may 
be, has experience managing an employee transition project. Describe: the high 
level approach taken to transition employees, challenges faced, including the 
number of employees transitioned, union status of transitioned employees, 
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geographic implications, services provided to employees and retention metrics 
after two years. Also describe the critical success factors associated with their 
project examples and explain how their approach resulted with a mutually 
beneficial result for employees and both organizations. 

f) Demonstrated experience ensuring privacy protection and security in the 
management of government and other public sector information 
(Proponent Plus) 

Each Proponent should describe its experience and that of each of its 
Subcontractors dealing with sensitive, confidential and personal information. 
Proponents should describe any quality assurance procedures and practices 
they had in place to provide protection and compliance for their own information 
and that of their clients, in particular that of government and other public sector 
entities. In addition, the Proponent must describe its experience complying with 
stringent privacy and security requirements similar to the Province's security 
policies and privacy legislation. 

g) Demonstrated experience in designing and implementing complex 
economic models, engaging in long term commercial arrangements and 
experience in deal structuring (Proponent) 

Using recent examples, each Proponent should describe their ability to address 
business issues, and then conceptualize and produce innovative economic 
models with the flexibility to handle changes in program deliverables over a long 
term commercial arrangement. Each Proponent should also describe their depth 
and breadth of experience in conceptualizing, negotiating and operating within 
each recent example. 

Each Proponent is also required to describe their approach to sharing the risks 
and rewards associated with long term commercial arrangements and 
demonstrate, using recent examples, their success in maintaining a mutually 
beneficial relationship with clients. Each Proponent should provide project 
examples and describe how benefits were accelerated and project objectives 
were met or exceeded. 

Using recent examples, similar or larger in financial size, scope and prospective 
change, each Proponent is required to demonstrate where they have 
successfully engaged in a long term (five or more years) commercial 
arrangement. For each recent example, each Proponent should describe the 
deal characteristics, such as, but not limited to: deal structure, financial size, 
length of term, type of pricing model, and any key features that illustrate the 
principles of flexibility and risk sharing. 

h) Demonstrated experience managing complex project delivery with multiple 
stakeholder groups, and competing priorities (Proponent) 

Each Proponent should describe past experience in managing and delivering 
complex projects. Experience should relate to services and projects similar (or 
greater) in complexity and scope to this opportunity. 

Each Proponent should also outline critical challenges that were faced and how 
they were overcome. 
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i) Demonstrated experience with organizational change management for 
complex projects (Proponent plus) 

Each Proponent should describe past experience in managing organizational 
change for complex projects. Experience should relate to services and projects 
similar (or greater) in complexity and size to the STMS Project Scope. 

Each Proponent should also outline critical challenges that were faced and how 
they were overcome. 

5.7.2.2 Capacity 

a) Corporate and financial capacity (Proponent) 

Each Proponent should describe where and when it has been engaged as a 
service provider with substantial financial obligation. Large scale public or 
private sector examples would be preferred and if possible, where the services 
were similar to the Scope of the Opportunity. Each Proponent should provide 
evidence of current financial stability and solvency. 

b) Demonstrate ability to assume and manage risk (Proponent) 

The Province is interested in the Proponent's experience in the management of 
risk including technology, implementation, operational, service delivery, financial, 
human resource, and investment risk. As the JSP Process contemplates a 
risk/reward sharing mechanism in the Final Contract, each Proponent is asked to 
demonstrate, using past project examples, where risks were assumed by the 
Proponent. 

c) Demonstrate capacity to design, transition, implement, and operate 
services within the Scope of the Opportunity (Proponent) 

Each Proponent is required to demonstrate their capacity to deliver, using current 
examples, (design, transition, implement, and operate) services of similar 
magnitude to the Scope of the Opportunity. Each Proponent should specifically 
demonstrate that they have the people, processes, and technology to deliver all 
components of the STMS Project Scope and the current infrastructure to deliver 
the mainframe services and the strategic transformation and hosting services. 
Each Proponent should also specifically demonstrate that they have the capacity 
to provide in the future the infrastructure necessary to deliver data centre facility 
services and the people, processes, technology, and infrastructure to deliver 
Potential In-Scope services as described in section 3.4.2.3. 

5.7.2.3 CommitnHmt 

a) Commitment of staff to engage in the JSP Process and STMS Project (All) 

The Province requires substantial commitment from Preferred Proponents that 
advance to later stages and phases, of the JSP Process and from the Successful 
Proponent into the first few years of the Final Contract. 

Each Proponent should include the names and bios of individuals that will make 
up the Proponent's team as the JSP Process progresses from the Stage 2 
Workshops through to the Contract Negotiation Phase. Each Proponent should 
describe the current roles and responsibilities of these individuals in the 
Proponent's organization, as well as the roles and responsibilities they will play 
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or assume in the JSP Process. Proponents should provide a project team 
organization chart. 

In addition, each Proponent should describe how they propose to have 
individuals in key roles during the JSP Process continue to be involved during the 
early activities for the STMS Project after Final Contract execution. 

b) Commitment to a long term relationship with the Province (Proponent) 

Each Proponent should explain what they would do to ensure a successful 
relationship for all parties (e.g. the Service Provider, Province, BPS) and provide 
examples where they have been involved in a successful commercial 
relationship. Each Proponent is required to include information in their examples 
on any problems that were addressed in order to maintain the relationship. 

c) Commitment to environmentally sustainable service delivery practices 
(Any) 

Each Proponent should describe how they are committed to delivering services 
to clients in an environmentally sustainable manner. 

5.7.2.4 High level concept 

a) Provide a high level concept that addresses Workplace Hosting Services' 
business challenges, risks and objectives for the Scope of the Opportunity 
(Proponent) 

Each Proponent should include in their Proposal a high level concept that briefly 
explains how the Proponent will address Workplace Hosting Services' business 
challenges, risks and objectives. In addition, Proponents should describe how 
the high level concept provides the needed flexibility and scalability to address 
future opportunities. Each Proponent should include the principles they will use 
to ensure the successful delivery of the Services over the term of the Final 
Contract and explain their use of Subcontractors, if any, to perform the Services. 

5. 7.3 References 

Proponents are required to provide three (3) client references that are related to a service 
delivery operation of similar size to the Scope of the Opportunity. At least (1) one of the three 
(3) references should be directly related to hosting services and strategic transformation 
services, whether it is a reference of the Proponent or its Subcontractor as the case may be. 

Proponents should detail the contact name, phone number, and the duration and description of 
the project or service delivery. Proponents will be notified by the Province before any of these 
references will be contacted, which may take place at any point during the JSP Process. In 
addition, the Province, at its sole option, may undertake further reference checks by contacting 
other corporate and project references in addition to the ones provided by the Proponent. 
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Appendix A. PROPOSAL COVERING LETTER 

Letterhead or Proponent's name and address 

Date 

Ministry of Labour and Citizens' Services 
Strategic Acquisitions and Technology Procurement Branch 
c/o Reception Desk 
2nd Floor, 563 Superior Street 
Victoria, British Columbia, V8V 1 T7 
Attention: Pelle Agerup 

Dear Sir/Madam: 

Subject: Joint Solution Procurement Request for Proposal for the Strategic Transformation 
and Mainframe Services Project No. SATP-231 including any amendments 
(the "JSRFP"). 

The enclosed Proposal is submitted in response to the above-referenced JSRFP. Through 
submission of this Proposal, we agree to be bound by all of the terms and conditions of the 
JSRFP. 

We have carefully read and examined the JSRFP and have conducted such other investigations 
as were prudent and reasonable in preparing the Proposal. We agree that subject to the terms 
and conditions of the JSRFP, we shall also be bound by statements and representations made 
in this Proposal. 

Yours truly, 

Signature 

Name: ____________________ __ 

Title: 

Legal name of Proponent: -----------------------------

Date: 
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Appendix B. RECEIPT CONFIRMATION FORM 

Strategic Transformation and Mainframe Services Project 
Closing Date: July 26, 2007 

Joint Solutions Request for Proposal No. SATP-231 
Ministry of Labour and Citizens' Services 

To receive any further information about this JSRFP please return this form to: 

Attention: Pelle Agerup 
Mail: Ministry of Labour and Citizens' Services 

Strategic Acquisitions and Technology Procurement Branch 
c/o Reception Desk 
2nd Floor, 563 Superior Street 
Victoria, British Columbia, V8V 1 T7 

Fax: (250) 356-0846 
Email: pcadmin@gov.bc.ca 

Company: 

Street address: 

City/Province: ----------------
Mailing address if different: 

Phone number: ---------------------

Postal Code: 

Fax number: 

Conmctpe~on: ------------------------------
e-mail: 

Unless it can be sent by fax or email, further correspondence about this JSRFP 
should be sent by courier collect as follows: 

Courier collect. 
Provide Courier name and account 
no: 

Signature: 

Title: 
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Appendix C. JOINT SOLUTION DEFINITION AGREEMENT 

The Preferred Proponents must enter into a Joint Solution Definition Agreement with the 
Province that will govern the actions of the Province and the Preferred Proponents during the 
Joint Solution Definition Phase, the Due Diligence & Negotiation Phase and the Contract 
Negotiation Phase. The Joint Solution Definition Agreement will include, but not be limited to, 
the provisions summarized below: 

1. general representations, warranties and covenants; 

2. conflict of interest provisions including representations and warranties in respect of conflicts 
and a requirement to implement a conflicts plan; 

3. evaluation process including formation of the evaluation committee; certain evaluation 
criteria used to evaluate the Preferred Proponents; and the debriefing process; 

4. the right of the Province to amend, modify or suspend the JSP Process or suspend or 
cancel negotiations with a Preferred Proponent; 

5. right of the Province to designate an alternate Preferred Proponent; 

6. obligation of Preferred Proponents to bear all of their own expenses; 

7. restriction on lobbying and on any contact with Ministry or government personnel except as 
authorized by the Province; 

8. due diligence covenants including certain rights of the Preferred Proponent to seek 
information from the Province and the right of the Province to consult outside references and 
obtain third party information regarding the Preferred Proponent; 

9. the Province being under no obligation to enter into a Final Contract; 

1 0. no obligation for the Final Contract to be based upon the JSRFP and the ability of the 
Province and the Preferred Proponent to enter into arrangements that exceed or only 
include part of the scope contemplated by the JSRFP; 

11. duty of the Preferred Proponent to act in good faith throughout the JSP Process; 

12. confidentiality provisions including (a) the Province agreeing to keep detailed Solutions of 
the Preferred Proponent confidential subject to reasonable exceptions in order to facilitate 
the JSP Process and subject to the Freedom of Information and Protection of Privacy Act; 
and (b) the parties agreeing on processes for information to be released in certain 
circumstances to other stakeholders; 

13. privacy provisions; 

14. intellectual property provisions including ownership rights, representations, warranties, 
indemnities and cross licensing provisions; 

15. the term of the JSP Process, default provisions, termination rights and consequences of 
termination or breach; 

16. a summary of certain terms that would be required to be included in the Final Contract 
including risk allocation, audit and reporting, limited force majeure, change control, service 
levels, default, privacy and confidentiality, proprietary rights, acceptance testing, termination 
services, dispute resolution and Province funding restrictions; 
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17. no representations or warranties from the Province; no liability of the Province for indirect or 
similar types of damages; and a limit of liability of the Province equal to the reasonable 
direct expenses incurred by the Preferred Proponent; 

18. no liability for errors or inaccuracies of the Province; 

19. no assignment right for the Preferred Proponent; 

20. manner in which consortiums and their members are obligated to the Province; and 

21. general provisions including notice, governing law, entire agreement, nature of relationship, 
survival and execution. 
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Appendix D. PRIVACY PROTECTION SCHEDULE 

This Schedule forms part of the agreement between Her Majesty the Queen in right of the Province of 
British Columbia represented by (the "Province") and 
~--..,.-:--------::--------(the "Service Provider") respecting-----------
(the "Agreement"). 

Definitions 
1. In this Schedule, 

(a) "Act" means the Freedom of Information and Protection of Privacy Act (British Columbia), as 
amended from time to time; 

(b) "contact information" means information to enable an individual at a place of business to be 
contacted and includes the name, position name or title, business telephone number, business 
address, business email or business fax number of the individual; 

(c) "personal information" means recorded information about an identifiable individual, other than 
contact information, collected or created by the Service Provider as a result of the Agreement or any 
previous agreement between the Province and the Service Provider dealing with the same subject 
matter as the Agreement. 

Purpose 
2. The purpose of this Schedule is to: 

(a) enable the Province to comply with its statutory obligations under the Act with respect to personal 
information; and 

(b) ensure that, as a service provider, the Service Provider is aware of and complies with its statutory 
obligations under the Act with respect to personal information. 

Collection of personal information 
3. Unless the Agreement otherwise specifies or the Province otherwise directs in writing, the Service 

Provider may only collect or create personal information that is necessary for the performance of the 
Service Provider's obligations, or the exercise of the Service Provider's rights, under the Agreement. 

4. Unless the Agreement otherwise specifies or the Province otherwise directs in writing, the Service 
Provider must collect personal information directly from the individual the information is about. 

5. Unless the Agreement otherwise specifies or the Province otherwise directs in writing, the Service 
Provider must tell an individual from whom the Service Provider collects personal information: 
(a) the purpose for collecting it; 
(b) the legal authority for collecting it; and 
(c) the title, business address and business telephone number of the person designated by the 

Province to answer questions about the Service Provider's collection of personal information. 

Accuracy of personal information 
6. The Service Provider must make every reasonable effort to ensure the accuracy and completeness of 

any personal information to be used by the Service Provider or the Province to make a decision that 
directly affects the individual the information is about. 

Requests for access to personal information 
7. If the Service Provider receives a request for access to personal information from a person other than 

the Province, the Service Provider must promptly advise the person to make the request to the Province 
unless the Agreement expressly requires the Service Provider to provide such access and, if the 
Province has advised the Service Provider of the name or title and contact information of an official of 
the Province to whom such requests are to be made, the Service Provider must also promptly provide 
that official's name or title and contact information to the person making the request. 
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Correction of personal information 
8. Within 5 business days of receiving a written direction from the Province to correct or annotate any 

personal information, the Service Provider must annotate or correct the information in accordance with 
the direction. 

9. When issuing a written direction under section 8, the Province must advise the Service Provider of the 
date the correction request to which the direction relates was received by the Province in order that the 
Service Provider may comply with section 10. 

10. Within 5 business days of correcting or annotating any personal information under section 8, the Service 
Provider must provide the corrected or annotated information to any party to whom, within one year prior 
to the date the correction request was made to the Province, the Service Provider disclosed the 
information being corrected or annotated. 

11. If the Service Provider receives a request for correction of personal information from a person other than 
the Province, the Service Provider must promptly advise the person to make the request to the Province 
and, if the Province has advised the Service Provider of the name or title and contact information of an 
official of the Province to whom such requests are to be made, the Service Provider must also promptly 
provide that official's name or title and contact information to the person making the request. 

Protection of personal information 
12. The Service Provider must protect personal information by making reasonable security arrangements 

against such risks as unauthorized access, collection, use, disclosure or disposal, including any 
expressly set out in the Agreement. 

Storage and access to personal information 
13. Unless the Province otherwise directs in writing, the Service Provider must not store personal 

information outside Canada or permit access to personal information from outside Canada. 

Retention of personal information 
14. Unless the Agreement otherwise specifies, the Service Provider must retain personal information until 

directed by the Province in writing to dispose of it or deliver it as specified in the direction. 

Use of personal information 
15. Unless the Province otherwise directs in writing, the Service Provider may only use personal information 

if that use is: 
(a) for the performance of the Service Provider's obligations, or the exercise of the Service Provider's 

rights, under the Agreement; and 
(b) in accordance with section 13. 

Disclosure of personal information 
16. Unless the Province otherwise directs in writing, the Service Provider may only disclose personal 

information inside Canada to any person other than the Province if the disclosure is for the performance 
of the Service Provider's obligations, or the exercise of the Service Provider's rights, under the 
Agreement. 

17. Unless the Agreement otherwise specifies or the Province otherwise directs in writing, the Service 
Provider must not disclose personal information outside Canada. 

Inspection of personal information 
18. In addition to any other rights of inspection the Province may have under the Agreement or under 

statute, the Province may, at any reasonable time and on reasonable notice to the Service Provider, 
enter on the Service Provider's premises to inspect any personal information in the possession of the 
Service Provider or any of the Service Provider's information management policies or practices relevant 

SATP # 231 STMS Project Page 53 

Page 1848 
CTZ-2013-00110



to its management of personal information or its compliance with this Schedule and the Service Provider 
must permit, and provide reasonable assistance to, any such inspection. 

Compliance with the Act and directions 
19. The Service Provider must in relation to personal information comply with: 

(a) the requirements of the Act applicable to the Service Provider as a service provider, including any 
applicable order of the commissioner under the Act; and 

(b) any direction given by the Province under this Schedule. 

20. The Service Provider acknowledges that it is familiar with the requirements of the Act governing 
personal information that are applicable to it as a service provider. 

Notice of non-compliance 
21. If for any reason the Service Provider does not comply, or anticipates that it will be unable to comply, 

with a provision in this Schedule in any respect, the Service Provider must promptly notify the Province 
of the particulars of the non-compliance or anticipated non-compliance and what steps it proposes to 
take to address, or prevent recurrence of, the non-compliance or anticipated non-compliance. 

Termination of Agreement 
22. In addition to any other rights of termination which the Province may have under the Agreement or 

otherwise at law, the Province may, subject to any provisions in the Agreement establishing mandatory 
cure periods for defaults by the Service Provider, terminate the Agreement by giving written notice of 
such termination to the Service Provider, upon any failure of the Service Provider to comply with this 
Schedule in a material respect. 

Interpretation 
23. In this Schedule, references to sections by number are to sections of this Schedule unless otherwise 

specified in this Schedule. 

24. Any reference to the "Service Provider" in this Schedule includes any subcontractor or agent retained by 
the Service Provider to perform obligations under the Agreement and the Service Provider must ensure 
that any such subcontractors and agents comply with this Schedule. 

25. The obligations of the Service Provider in this Schedule will survive the termination of the Agreement. 

26. If a provision of the Agreement (including any direction given by the Province under this Schedule) 
conflicts with a requirement of the Act or an applicable order of the commissioner under the Act, the 
conflicting provision of the Agreement (or direction) will be inoperative to the extent of the conflict. 

27. The Service Provider must comply with the provisions of this Schedule despite any conflicting provision 
of this Agreement or the law of any jurisdiction outside Canada . 

. ' ,. .... ); . . : :· ~ .. : .. ,: . 

SATP # 231 STMS Project Page 54 

Page 1849 
CTZ-2013-00110



Appendix E. TRANSPARENCY POLICY 

The government of British Columbia is committed to the goals of openness and transparency in 
government procurement processes. The government of British Columbia supports the public's 
expectation of, and demand for, a higher level of disclosure about information relating to 
government business than it does for commercial relationships in the private sector. 

While the government of British Columbia supports maximum disclosure of information 
regarding procurement processes, such disclosure must be done in a way that does not 
jeopardize the competitive process or government's negotiating position. 

The intent of this policy is to increase openness and transparency by maximizing the proactive 
public disclosure of contract information, project summaries and performance measures related 
to alternative service delivery projects. 

At the same time, this policy will ensure that the goal of maximum disclosure in the public 
interest is balanced against the need to protect commercially sensitive information of third 
parties and information which could harm the financial, economic or other interests of a public 
body or the government of British Columbia. 

Scope 

1. All ministries that are responsible for an alternative service delivery project must comply 
with this policy. 
1.1 For the purpose of this policy an "alternative service delivery project" is a 

complex alternative service delivery project involving the Alternative Service 
Delivery Secretariat and is designated as an alternative service delivery project by 
the Deputy Minister of the Ministry of Labour and Citizens' Services. 

Direction to Negotiating Team 

2. A ministry responsible for an alternative service delivery project must train and direct all 
members of its negotiating team on the application of this Transparency Policy. 

3. A ministry responsible for an alternative service delivery project must direct its 
negotiating team to use the contract transparency format in negotiating the contract and 
the project summary template to describe the project. This format and template will 
ensure maximum disclosure of contract and project information. 

3.1 For the purpose of this policy "contract" means the Master Service Agreement or 
such other main agreement governing the alternative service delivery project. 
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Notice to Proponents 

4. A ministry responsible for an alternative service delivery project must include in the 
procurement document a copy of this Transparency Policy and notice to proponents that 
the successful service provider will be expected to comply with the policy and to give all 
due consideration to the maximum public disclosure of contract and project information. 

Public Disclosure of Contract and Other Information 

5. A ministry responsible for an alternative service delivery project must proactively 
disclose to the public all provisions of the signed contract, subject to the exceptions set 
out in sections 9 and 10, below. 

5.1 Because disclosure of the provisions of the contract is presumed, the ministry must 
inform the parties to the contract that they have an obligation to identify when 
information that forms part of the contract may be commercially sensitive 
information that should be protected from disclosure. 

5.2 Where information is identified as excepted from public disclosure under section 9 
or 10, the ministry must remove that excepted information and publicly disclose the 
remaining information. 

6. A ministry responsible for an alternative service delivery project must disclose to the 
public a detailed summary of the project that includes project objectives, scope, 
rationale, vendor profiles, contract value, business cases, key changes that occurred 
during the procurement negotiation process, and key elements of the contract. 

7. In disclosing information to the public under sections 5 and 6, a ministry responsible for 
an alternative service delivery project must use the contract transparency format for the 
alternative service delivery contract and the template for the project summary. These 
formats will ensure maximum disclosure of contract and project information. 

8. A ministry responsible for an alternative service delivery project must disclose regular 
reports including, but not limited to: 
• performance reports based on the alternative service delivery project objectives and 

consistent with template guidelines established by the Alternative Service Delivery 
Secretariat; and · 

• reports outlining additional contract and project information not originally contained in 
the project summary and as negotiated by the ministry and the service provider to 
increase project disclosure. 
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Protection for Commercially Sensitive Information 

9. Before publicly disclosing the contract, a ministry responsible for an alternative service 
delivery project must remove from the contract, commercially sensitive information. 

9.1 For the purpose of this policy, "commercially sensitive information" means trade 
secrets or other confidential commercial, financial, labour relations, scientific or 
technical information of or about a third party that, if disclosed, could reasonably be 
expected to result in significant harm to the third party including, but not limited to: 
a) Information from competitive proposals; 
b) Economic models and detailed cost or pricing information (except for overall 

contract value); 
c) Corporate margins, including overhead or profit margins; 
d) Specific financial penalty amounts (not including a description of principles and 

penalty ranges); 
e) Names of key staff (other than corporate officers); 
f) Descriptions of proprietary technology, business processes, or methodologies, 

including ownership of intellectual property provisions; 
g) Productivity statistics (that could be deconstructed to provide competitive 

information such as number of staff proposed, etc.); 
h) Strategic clauses related to labour relations; 
i) Details of third party/subcontractor relationships (excluding names of material 

subcontractors, which should be released); 
j) Business development plans and targets; 
k) Service provider's corporate strategies; 
I) Disaster recovery and business continuity plan details; 
m) Limitations of liability, indemnities, and warranties; and 
n) Gainsharing provisions, terms and conditions around transition, security 

policies, practices and procedures. 

Protection for Information Harmful to the Government 

10. Before publicly disclosing the contract, a ministry responsible for an alternative service 
delivery project may remove information that, if disclosed, could reasonably be expected 
to harm the financial, economic, or other interests of the ministry or the government of 
British Columbia, including information the disclosure of which could reasonably be 
expected to harm the security or negotiating position of the ministry or the government of 
British Columbia. 

Application of Policy to Existing Contracts 

11. This policy applies to all new alternative service delivery projects, effective 
January 1, 2006. Where the contract for an alternative service delivery project was 
signed or largely negotiated prior to January 1, 2006, then the ministry responsible for 
the project must comply with only sections 6 and 8. 
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Appendix F. LIST OF WEBSITES IN JSRFP 

, __ - _-- -----T--_--__ --_. ___ -----••-
Description - i Webs_ite, -
' ' ' ! ' -: ,, ' --------------------------- ---'--'-------'---

Government Website www.gov.bc.ca 

Ministry of Labour and Citizens' Services www.gov.bc.ca/lcs 
-----------··-·---- ----------- ----· ----------------

Citizens' Services 

Core Policy and Procedures Manual 

------------------------

http://www.fin.gov.bc.ca/ocg/fmb/manuals/C 
PM/CPMtoc.htm 

Office of the Chief Information Officer, http://www.cio.gov.bc.ca/ 
Privacy and Security Protection Policies 

Offi;e of th~~~i~~at~~n Protectio~·-;-;~~-~;7;~_oipcbc.org/a~vice/Guidelines-
Privacy Commissioner for British Columbia Data services.pdf 
-Guidelines for Data Services Contracts. 

FOI~~-~ an~ ~lated policies and guideline~~p://www.mser.gov.bc.ca/~-rivacyacces~--
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Appendix G. CURRENT MAINFRAME ENVIRONMENT 

Mainframe (MVS) service 

The service broadly includes system management and reporting and data centre facility and operations 
services as outlined below: 

System management and reporting: 
• asset/inventory management; 
• availability management; 
• capacity management; 
• change management; 
• configuration management; 
• performance management; 
• problem management; 
• recovery management; 
• security management; 
• service level management; 
• system software management (e.g. currency, license mgt.); and 
• workload management. 

Data centre operations services: 
• backup and recovery; 
• communications connectivity (e.g. Netsol, TCP/IP, VTAM); 
• database online services (DB2, IMS, CICS, MQ, SRS system); 
• disaster recovery plan; 
• document/print services; 
• production control (batch, job scheduler); 
• security controls (e.g. software, data centre); 
• services support (e.g. services documentation); 
• storage management (e.g. DASD, tape); 
• system software support; and 
• technical support - end users. 

Mainframe (MVS) Software Base: 
The current MVS service includes more than 1 00 software products from multiple vendors for the 
operating system, database subsystems and application development. A summary of the current 
software product list is provided below. 

Vendor . . ' Product Names 
Allen Systems Group Docutext 

Pro/JCL 
BMC Software Inc Delta Plex 

Extended Terminal Assist Plus LOAD PLUS for IMS 
Mainview® Tools 
Secondary Index Utility 
UltraOptiMS 

Chicago Soft MVS/QuickRef 
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Vendor Product Names 
Computer Associates Inc AION Business Rules Expert 

Culprit 
Dads Plus for CICS 
lntertest for CICS 
MIA/MII 
SMR 
TSO Plus 

Compuware Corporation fA..bend-AID for IMS 
Abend-AID MVS 
CICS/Abend-AID/FX 
File-AID -for DB2, IMS w/DC options, MVS 

Cybermation Inc ESP I ESP Encore 
Fischer International Systems IOF/TSO 
IBM z!OS 

ADF 
ASF 
CICSTS 
COBOL for OS/390 & VM 
DB2 UDB 
DCF I DLF 
IMS, IMS Utilities 
IMS/ESA BTS 
Image Plus 
lnfoPrint Server 
MQ Series 
NCP 
Netview 
PL/1 for MVS & VM 
PPFA 
PSF 
QMF 
SDF 
SDSF 
Security Server (RACF) 
TSO 
Unix System Services (e.g. Java, SecureFTP, 
SecureLDAP) 
VAG 
VPS/ DRS 

Innovation Data Processing FATS/FA TAR 
FOR, FOR-Crypt 

Levi, Ray, Shoup Inc. VPS 
VPS/TCPIP 
DRS 

MacKinney Systems CICS Message 
Merrill Consultants MXG 
Mobius Management Systems ViewDirect 

Document Direct for Internet 
MVS Solutions Inc Thruput Manager- JBS, DCS 
Open Software Technologies REXXtools MVS 
Pathlore Software Preference 
SAS Institute SAS 
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Vendor Product Names 
Software Engineering of PDSFAST 
America 
SPSS Inc. SPSS Stat 
SYNCSORT Inc Syncsort for z/OS 

PROC/Syncsort z/OS 
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Appendix H. ICBC DATA CENTRE REQUIREMENTS 

"Data Centre Requirements loO 

Ba<:kground 
The ICBC data centre located on the 6lt> floor at 151 West Esplanade in North Vancouver was built in 
the ootly 1980s as part of !he COI'I)oroti¢n's head office buildiJtg, The data centre facility was d 'ed 
fQf mainframes that ha(! different emrironmenial requirements than c::uHent platforms and it is r ing 
the end of its design life. It would require extensive renovating if it were to be used beyond three years 
into the future. ShOlicomings of the existfng dala centra include a floor that is structurally inadequate to 

. support modem equipment, recurrent roof teaks. and heating, ventilating and air conditioning 
inadequate fOI' future equip.nent needs. The Information Technology (IT} Infrastructure group has 
mitigate<! risk to this point, however these measures cannot provide Uu~ reliability required to support 
the Corporation's critical business systems and sustain the organization in the long term. 

over the years, the ICBC data centre has evolved from being of operationar importance to being a 
strategic corporate asset, with business requiting it to be available 24x7x365, and strategic business 
decisions being dependent on its ability to change and adapt The dataceotre nOW' represents a 
competitive advantage to ICBC, servicing c:uslom-designed broker-customer safes transactions, and 
securing a vital asset, the store of claims and insurance data. 

The data centre facility must be able to adapt over the years, and it must biii able to do this reliably, 
without disrupting business operations. The data centre supports claims offices with extended hours .• 7 
days a week insurance sales, 24x7 customer-tacing call centre operations, and customers accessing 
web applications at any tim~. 

Objectives. 

ICBC's Oata Centre initiative is driven by the goat to: 
Ensure a .refiabie data centre facility tilat will sustain the Corporation for the foreseea/Jfe future. 

To attain this goal, four key objectives have been identified: 

·1. long-term Facility Requirements Satisfy the facility requirements for a dala centre to 
sustain the organization for a 15-20 year lifespan. 

2. Operational by End or 20'10 Implement data centre operations in tha new facility 
by the end of 20 ·1 0. 

3. Cost/Benii;fit Ensure: the data centre solution is cost effective, 
4. Risk Ensure that minimizing risk is a key consideration in 

developing lhe solution. 

J\we-6,2007 
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P: Data Centre Requirements 2of3 

ICBC Data Centre - Current and Future 

As discussed, ICBC's primary data centre is located in the North Vancouver head office. Secondary 
data centre services are provided by SunGard Availability Services in Toronto, Ontario. ICBC is 
currently assessing its overall processing needs including those of two of its critical systems hosted on 
the Workplace Technology Services (fom1erly Common IT Services (CITS)) mainframe in Victoria. 

ICBC's vision for t11e future is represented by tl1e following diagram. 

CURRENT 

North Van 

FUTURE 

North Van 

SUMMARY OF REQUIREMENTS 

Reliability Level 

Recovery Service 

SunGard Availability 
Services 

lower Mainland 
•Within 80 kms of Head OffiCe 
•Seismically sound 
•Minimum 15-20 year life 

Toronto 

Location TBD 
•Dedicated equipment on site 
•Full backup 
•Disaster recovery 
•Potential ror continuous 
operations 

Data centers with a higher reliability level have redundancy built into them and will cost more. 
ICBC uses the Brunspak reliability levels criteria and have opted for a Level 7 (Tier II Uptime 
Institute) with the ability to move to a levelS (Tier Ill Uptime Institute) if required. 
Building redundancy into data centers at the outset is more cost effective than trying to upgrade 
them later. 

The following table summarizes the ICBC's Data Centre requirements 

Requirements Preference 
Hiah/Low 

Implement data centre operations in the new facility by H 
the end of2010. 

Fadlity can house Data Centre for next 15 years at a H 

Juue6,20U7 
ICBC'> datacenter l'equiremen~ June 2007 
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~ Data Centre Requirements 3 of3 

Requirements Preferenc~ 

Hiah/Low 
minimum 

Location 
I. Outside 200 vear floodplain H 
2. Seismically sound area H 
3. Not located near sources of vibration H 
4. Near good public transportation network H 

(primary) 
5. No more than 80 Km from Esplanade Head H 

Office (primarv} 
6. No more than a one hour commute from H 

Esplanade Head Office (primary) 
7. Near two major communication carriers L 
8. Crime rate should be low L 

Space 
'1. Raised Floor area of '10,000 Sq. Ft.(primary H 

data centre) 
2. Raised Floor area of 4,000 Sq. Ft. (second H 

data centre) 
3. Office Space of 6,000 Sq. Ft. (primary) H 
4. Infrastructure area H 
5. Build out space L 

Architectural 
L Raised Floor Loading of 300 lbsiSq. Ft. H 
2. Minimum height of 15ft. from slab to slab H 
3. Data Centre located in single story building at H 

grouncl level 
4. Raised floor height of 30" H 

Electrical 
Power - 2000kva unit substation H 
UPS-2x75kv H 
Power 75w per so ft H 
Backup Generator- 1 x 1500kv H 

Cooling 
190 tons of cooling required for 75w per sq ft H 

June 6, 2007 
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SCHEDULE41 

PROVINCE SHARED INFRASTRUCTURE 

1. Province Shared Infrastructure. This Schedule identifies specific Province Shared 
Infrastructure, that the Service Provider will use in the delivery of, or performance of, the 
Services for the Province as follows: 

(a) Use ofSPAN/BC 

(i) Remote Monitoring - The Province will provide the Service Provider 
with access through SP AN/BC to in-scope servers located in other than 
data centre facilities, in order to allow Service Provider to monitor those 
servers. The monitoring consists of very low volume network traffic 
from the Service Provider monitoring network connections into 
SPAN/BC to each ofthe remote sites. 

(ii) Remote Server Backups- The Province will provide adequate network 
connectivity· to remote site and capacity to each server location, other 
than data centres, to ensure that the required backup of each server can 
continue to occur within the backup window. 

(iii) Log File Collection -

(b) Active Directory ("AD") - The Province will provide the Service Provider with 
use of or support from the existing Government of British Columbia Active 
Directory (for example, IDIR, TIDIR, etc.) services in the delivery of its managed 
hosting responsibilities. These services include: 

50652136.4 

(i) the provision of privileged IDs for the Service Provider authorized 
service Personnel to support midrange servers; 

(ii) the Service Provider role in the provision of privileged IDs to the 
Province "application owners"; 

(iii) use of the Distributed File System ("DFS"), hosted and maintained by 
Active Directory, for providing a unified file directory structure, required 
by the Shared File Print ("SFP") service; 
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(iv) the Service Providers role in maintaining logon scripts for provincial 
users; and 

(v) access to Active Directory Organizational Units ("OUs") for the 
management of midrange servers. 

(c) Anti-Virus and Malware - The Service Provider 

(d) Client Access Management Infrastructure and Services - The Service 
Provider requires that WTS continue to provide router, Access Control List, and 
firewall provisioning, management and administration services for both the 
Service Provider and end user access to WTS server infrastructure in WTS or 
other Province facilities. As servers are migrated to the STMS data centres, the 
Service Provider will manage firewalls and administer firewall rules, data centre 
network devices, and server user privileges for those devices located at STMS 
data centres, but will not undertake management of the Active Directory 
function. 

(e) Province Provided Internet Services - The Province will allow the Service 
Provider to utilize internet services for 

(f) Third Party Gateways - The Service Provider Service Delivery Management 
network connections to SPAN/BC, at the Province's

will be 
enabled by the Province. The Province will allow the Service Provider to install 
routers at those sites and the Province will provide and manage access firewalls 
in accordance with the Province Third Party Gateway standards. The Province 
will supply the Service Provider with network access to the remote and data 
centre server and storage infrastructure by ensuring that all firewalls and router 
configurations support such access. 

(g) Exchange Services - The Province will allow the Service Provider to utilize the 
Province Exchange mail service to deliver alerts, notifications and escalation 
notifications (as such number of shared IDs are limited in accordance with the 
Services Management SOW). 

(h) 

50652136.4 

Service Management Infrastructure - Recognizing that the Province Ordering 
System, ITIMS Remedy, eHealth and BizTalk are used by the Province for 
purposes other than supporting the WHS hosting services, this section addresses 
shared service management infrastructure such as the Client Service Centre 
ITIMS system. 

In the delivery of the Service Provider service management services, the Service 
Provider requires integration with and support from the Province Ordering 
System, ITIMS, and integration services with BizTalk. The delivery of Request, 
Change, Incident, and Problem management services will be established based on 
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the existing Province infrastructure and processes implemented and executed 
using Province Ordering System for Request Management and ITIMS for the 
recording and management of Incident, Problem, and Change. 

The Service Provider Service Management Services described in the Services 
Management SOW will be dependant upon the ongoing delivery of Province 
requests, incidents, problem and change management information from existing 
Province services. The Service Provider will replace WHS as the receiver of 
service management transactions/information without any significant change to 
the existing Client Service Centre and Province Ordering System services with 
the exception of automated bridging. The automated bridging of ITIMS initiated 
incident tickets to the Service Provider will be required to support service 
management operations. The Province will provide all manual process flow 
changes from ITIMS or Province Ordering System as agreed to and documented. 

(i). Data Centre Services - Existing Province Data Centres, Remote Infrastructure 
Server Locations and the Remote Application Server Locations as set out in 
Schedule 8. 

G) Transition Period - Workstations, prior shared file print infrastructure, remote 
infrastructure 

2. The Province Shared Infrastructure referred to in this Schedule 41 shall be operated and 
maintained by the Province as a Province retained cost, and accordingly, the Province 
will not charge a use fee to the Service Provider for the use of the Province Shared 
Infrastructure Schedule as set forth above. 
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SCHEDULE42 

DESIGNATED ARBITRATORS 

With respect to the list of Designated Arbitrators set forth above, the Parties acknowledge and agree that 
once a Designated Arbitrator has acted in connection with a Dispute, such Designated Arbitrator will not 
be selected to arbitrate another Dispute until: 

(a) all the other candidates have acted on at least one Dispute; 
(b) the individual is the only candidate available to act on the particular Dispute; or 
(c) the Parties both consent. 

50642866.2 
Page 1863 
CTZ-2013-00110

At issue for Inquiry



50653548.1 

SCHEDULE43 

SOFTWARE RESPONSIBILITY TABLE 

See attached 
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Code Type of Software Definition 

PLicensed Province Licensed Software means the Third Party Software for which the 
Province has a license to use in the Province of 
British Columbia and which the Province has the 
right to authorize the Service Provider to use in 
the manner specified in Section 19.9 (Use of 
Province Licensed Software), including the Third 
Party Software identified as "Province Licensed 
Software" in Schedule 43 (Software 
Responsibility Table). 

PProprietary Province Proprietary Software means the Software owned by the Province, 
including object and source code versions, and 
any Documentation and any Modifications or 
interfaces relating to the foregoing created by or 
on behalf of the Province from time to time, but 
excluding Third Party Software, which is 
identified as "Province Proprietary Software" in 
Schedule 43 (Software Responsibility Table) and 
may otherwise be notified in writing by the 
Province to the Service Provider from time to 
time. 

SP Leverage SP Leveraged Software means the SP Licensed Software that is excluded 
from the provisions of Section 19.12 (Assignment 
ofSP Licensed Software) and is identified as "SP 
Licensed Software" in Schedule 43 (Software 
Responsibility Table). [NOTE- EDS has 
identified this as being IBM, Computer 
Associates and McAfee.] 

SP Licensed SP Licensed Software means the Third Party Software for which the 
Service Provider has a license to use in the 
Province of British Columbia and which the 
Service Provider has the right to authorize the 

~ 

Province to use in the manner specified in 
Section 19.11 (Use ofSP Licensed Software), 
including the Third Party Software identified as 
"SP Licensed Software" in Schedule 43 
(Software Responsibility Table). 
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Code Type of Software Definition 

SP SP Proprietary Software means the Software owned by the Service 
Proprietary Provider on the Hand-Over Date, or which it 

develops or acquires after the Hand-Over Date 
independent of this Agreement, including object 
and source code versions, Documentation and 
any Modifications or interfaces relating to the 
foregoing, created by or on behalf of the Service 
Provider from time to time, and that is used in the 
provision of the Services, and includes SP 
Affiliate Bespoke Software and the Software 
identified as "SP Proprietary Software" in 
Schedule 43 (Software Responsibility Table); for 
the purposes of clarity, SP Proprietary Software 
excludes Province Proprietary Software, SP 
Affiliate Commercial Software or Third Party 
Software. 
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Third parly 

Associates 

IBM 

Incorporated 

Software 

APPENDIX A- MAINFRAME SYSTEM SOFfW ARE 

No 

Assignable 

is licensed under an annual term license. 
is not transferable. 

srw is licensed under a term license; therefore 
SIW License can not be transferred over to the 

customer. 

VANCOUVER-#50653545-v1-5chedule_ 43_-_Software_Responsibility_ Table 

Additional Notes 

SIW can also be licensed under a Perpetual 
License; Perpetual Licenses can be transferred 

over to the customer after 24 months under EDS' 
name 

System Automation product has EDS IP wrapped 
around it and could reside in this sub section or 

A.l.2. Regardless of which Appendix, neither the 
· software nor the IP is transferable. 

N/A 

N/A 

No Fee 

No Fee 

No Fee 
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EDS No 
srw not transferable as these products are the 
I int,ellec:tual property of EDS 

VANCOUVER-#50653545-v1..Schedule_ 43_-_Software_ Responsibility_ Table 

N/A 
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Software 

-DATAl BBOX 
-DATAIUBOX 
- Son S Ser HD3820 
- Son Sans 3820 
- Son Serif 3 820 
- Son Serif HD3820 

is licensed under an annual term license. 
is not transferable. 

VANCOUVER-#50653545-v1-Schedule_ 43_-_Software_Responsibility_ Table 

Yes 

N/A 

N/A 
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Institute (Canada) Inc. 

Command Facility 
High Performance
High Performance
Library Integrity Utilities

II 

GenServer 
Toolkit 
Opt
Opt
Opt
Opt
Opt
Opt
Opt 
Opt
Opt

No 
S/W is licensed under a term license; therefore 
SIW License can not be transferred over to the 

VANCOUVER-#50653545-v1-Schedule_ 43_-_Software_Responsibility_ Table 

can also be licensed under a Perpetual 
Perpetual Licenses can be transferred 

the customer after 24 months under EDS' 

Province will be required to execute a S/W 
Agreement (if no one is in place) and 
an Outsourcing Amendment 

N/A 

No Fee 

No Fee 
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Inc01porated 

Post - CPC Data Licensing 

IC<lffiJlU\IIllre Corporation 

International Systems 

Software Technologies Inc. 

as srw License remains under the 

as srw License remains under the 

as srw License remains under the 

VANCOUVER-#50653545-v1-Schedule_ 43_-_Software_Responsibility_ Table 

be required to acquire a srw 
the S/W License hold by the 
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Software Corporation N/A 

as srw License remains under the 
N/A 

Engineering of America 
as srw License remains under the 

N/A 

as SfW License remains under the 
N/A 

Architects 
as srw License remains under the 

N/A 

as SfW License remains under the 
Province N/A 

VANCOUVER-#50653545-v1-5chedule_ 43_-_Software_Responsibility_ Table 
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Schedule Bl- Midrange· Province Owned Servers 

Servers used to host the Province Applications (dedicated and servers used for shared services such as SFP} 
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Schedule B2 - Midrange - EDS Owned Servers 

oflicense may be required as the 
download any required license free of charge. 
be the Province's responsabaility obtaining 

licenses at the end of the deal. 

Additional Notes 

lln•orernerrtal new licenses above the existing 
License quantity. 

of existing Province Licenses 

can purchase the License on behalf of the 
but the license should be registered 

name. EDS can act as the 

N/A 

N/A 

No Fee 

No Fee 

N/A 

N/A 

N/A 
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Owned for Authentication 
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Third party 

Schedule B3 -Midrange- EDS Owned Tool Servers 

Servers used solely to enable EDS to deliver hosting services 

Software 

Server operating system (all versions) 

KMS- Key Management Service- allows a 
product key to be used for multiple installations 
utility servers) 

Operations Manager (MOM) or Service 
Operations Manager (SCO) 

ISI>ar.ePr>int (used in shared web services) 

I Mlicros<>ft :NL.BS - a network load balancing and 

Concord eHealth

Job Management

N/A 

Not Applicable as S/W License remains under 
the Province's name. Executing an Emolment 

Agreement between the Province, EDS and MSF 
is required. 

The S/W is licensed under an annual term 

Additional Notes 

N/A 

No Fee 

N/A 
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Corporation 

Management for Web Servers 

Unicenter

and it's not transferable 

transferability needs to be agreed upon at 
of executing the initial License 

IAJgr<>em<ent. Transfer cost may apply 

EDS may transfer S/W back to the end user 
at no charge to EDS or EDS' customer. 

For Anti Virus license 
requirements above the 

Province's current quantity 
N/A 

N/A 

No Fee 

No Fee 

No Fee 

No Fee 
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Third party 

Schedule Cl -Storage and Back Up- Province Owned Infrastructure- Operating Software 

Exisiting Province Products in support of storage and back up services 

Software 

Failover
fNe:tB!tclaJp Media Mgr Software Option 

basic
MGR CX3
ENTERPRISE MEDIA 
AGENT WINDOWS MEDIA NIA 

Assignable 

Applicable as S!W License remains under 
Province's name. 

under 

Additional 
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Third party 

Schedule C2 - Storage and Back Up- EDS Owned Infrastructure- Operating Software 

Exisiting EDS Products in support of storage and back up services 

Software 

Failover
INe:tB~~ekttp Media Mgr

basic
MGR CX3
ENTERPRISE MEDIA 
AGENT WINDOWS MEDIA 

Software Utilities 
SESYM 
OPT
OPT BASE LICENSE 

REMOTE SUPPRT GW 
SOFTWARE KIT 

Job Management

Yes 

Assignable 

Yes, EDS may transfer S/W back to the end user Province required 
customer at no charge to EDS or EDS' customer. to provide 

ongoing 

is licensed under an annual term license 

No Fee 

No Fee 

No Fee 

N/A 

N/A 

Page 1879 
CTZ-2013-00110

S. 15
S. 15

S. 15
S. 15

S. 15

S. 15
S. 15 S. 15

S. 15

S. 15

S. 15
S. 15



Schedule Dl- Network 

Network Appliance Software, tools and network security products 

Automation System (NAS) N/A 

N/A 

N/A 

N/A 

N/A 

N/A 

Note: This S/W relates to EDS proyided software as it relates to EDS new datacenter 
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Third party Software 

Schedule El - Security 

Security Software 

Additional Notes 

PC! Security Mgmt N/A 

Optional Service 

Page 1881 
CTZ-2013-00110

S. 15

S. 15

S. 15

S. 15

S. 15

S. 15



Third party 

Control Panel 

Software 

account management including administration 
and emergency escalation procedures 

Schedule Fl - Data Centre 

Data Centre services and reporting tools 

Bandwidth reports that display bandwidth utilization in 5-minute averages with the 
95th percentile highlighted to give a clear indication of usage for the current month. 

1"-<lmuuJoat weekly, monthly and yearly graphs chart historical utilization 
Bandwidth monitoring with customizable thresholds alarms 
Q9 network status reports 
Protocol monitoring (customer-configured monitoring for PING, HITP, FI'P, S~1TP, 

with automatic issue notification' 
Creation and managem~nt of support tickets 
Power monitoring (co-location customers only- for more information, refer to the Q9 

EDS N/A 
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Schedule Gl -Service Management 

Hosting Service Management Suite 
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Schedule Hl -Desktop Support Tools- Province Owned 

Software running on delivery staff desktops (including web-based apps) used to provide support or manage the Services 

HP N/A 

Microsoft N/A 

Yes 

Yes 

· •. :1.,: 

only one license transfer) depending on 
this stipuJation must remain in effect 

the end-client is identified up front 
part of the dea1 to ensure proper 
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Remedy N/A Yes 

BC Government N/A TBD N/A No No, not sure this is addressable 

Websense, Inc N/A Yes 

Symantec N/A Yes Yes 
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Check Point 

BMC 

VMware 

Virtual Infrastructure

* BC Government SFP management scripts and utilities 

NIA 

NIA 

Not Applicable as S/W License remains under the 
Province's name. 

Not Applicable as SIW License remains under the 
Province's name. 

NIA No Yes 

NIA Yes 

N/A Yes 
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Schedule H2 - Desktop Support Tools - EDS Owned 

Software running on delivery staff desktops (including citrix and web-based apps) used to provide support or manage the Services 

Assignable 

Freeware 

assignable as SfW is licensed under an annual 
license. If a perpetual license was acquired, the 
could be assigned back to the Province 

Additional Notes 

Page 1887 
CTZ-2013-00110

S. 15

S. 15

S. 15

S. 15

S. 15

S. 15




