Survey updated - Information Access and Privacy

From: Harriman, Rheannon CITZ:EX <Rheannon.Harriman@gov.bc.ca>

To: Reed, Matt CITZ:EX <Matt.Reed@gov.bc.ca>

Sent: July 29, 2021 4:28:24 PM PDT

Attachments: govTogetherBC_Information_Access_and_Privacy_2021_Survey_interim
results_2021-07-12.pdf, Ipsos results overview - BC Gov Privacy Survey (Jul
29).docx

Hi Matt,

We received the preliminary results from the Ipsos survey this afternoon and | wanted to send you a quick overview
of where we’re at with both surveys.

govTogetherBC public survey - Information Access and Privacy 2021

Hosted on govTogetherBC, this public survey followed-up on a similar survey from Spring 2018 to understand if
people’s thoughts on access to government information and the protection of privacy has changed since that time;
especially with the shift of more government business online as a result of the pandemic. The questions focused on
how individuals access government information, data residency, the FOI process, reporting privacy breaches and
offences and penalties.

Promotion was done through the Minister and govTogetherBC social media accounts, emails to government
employees including CIRMO and Ministry Privacy Officers as well as during stakeholder roundtable meetings. These
stakeholders then promoted within their sector via newsletters/emails.

Response summary:
e 1786 surveys completed
e 16 min average survey time
e 581 visits to the govTogetherBC page

In the last week of the survey, there were over 1500 responses within a few days. We are currently unsure why there
was a major increase at that time as we did not undertake any increase promotion. In comparison, the 2018 survey
had 38 responses.

Attached is an overview of the responses and GDX is currently working on a summary report which is expected by
August 10th.

Ipsos Omnibus Survey - Information Access and Privacy 2021

Based on the responses to the govTogetherBC survey, we recognized the majority of respondents were probably
those who work in the information and privacy sector on a daily basis. To ensure we heard from a broader
representation of the population, we worked with GDX to host an Ipsos Omnibus survey with approximately 800
British Columbians across the province using the a slightly smaller subset of the questions used in the govTogetherBC
survey.

A quick summary of the results is attached, and we are expecting a more fulsome report from Ipsos by August 3rd.
These results will also be included the report from GDX referenced above.

Let me know if you have any questions! Thank you.
Rheannon

Rheannon Harriman

Director, Transformation

Corporate Information and Records Management Office | Ministry of Citizens’ Services
Cell: 250-208-7809 | E-mail: Rheannon.Harriman@gov.bc.ca
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BC Government Privacy Survey
Topline Weighted Summary
July 29, 2021 (fielded July 21-27)

1. In which of the following BC regions do you live?

53%
17%
30%

Greater (Metro) Vancouver
Vancouver Island
Somewhere else (North, Interior, Okanagan, Fraser Valley, Kootenays, etc.)

The next few questions ask for your thoughts on access to government information and the
protection of privacy in British Columbia.

2. Inthe past year, which of the following have you accessed or used?

Select all that apply.

63% Booking an appointment online for government services (e.g. COVID vaccination, ICBC)
48%  Virtual doctor’s appointment

35% Online laboratory test results

35% Paying government bills online

32%  Applying for COVID-19 benefits or supports

23% Online voter registration and/or vote-by-mail package request (Elections BC)

22%  BC Services Card mobile app

14% Video conferencing with government staff (e.g. Zoom, MS Teams, GoToMeeting, etc.)
13%  Virtual Schools (e.g. K-12, post-secondary)

9% NONE OF THESE

3. When thinking about accessing government services and information, what is most
important to you? Please rank the following elements from greatest to least importance.

Top Rank % / Average Rank

33% /2.7 Government services for the public are available online

25% /3.0 Government data has the most up-to-date security protocols

17% /3.2 Government data is hosted/stored in Canada

16% /3.1 Government services and priorities are delivered quickly

4% /4.1 Government can use and build on the latest technology from around the world
5% /4.9 Government spends less to provide services
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4. How concerned are you about the following information security risks? Please rank the
following elements from greatest concern to least concern.

Top Rank % / Average Rank

62% /1.8 Hackers stealing my personal information and/or committing identity theft
15% /2.7 Government using my personal information in ways | have not consented
12% /3.0 Organizations selling my personal information

8% /3.6 Unauthorized monitoring by other governments

4% /3.9 Accidental information loss, such as misdirected mail

5. When it comes to security, the more sensitive a piece of information or data is, the more
strongly we should protect it. Reflecting on what is most important to you, how would you
rank the sensitivity of the following personal information or data types? Please rank from
most sensitive to least sensitive.

Top Rank % / Average Rank

49% /2.2 Financial (e.g. student loan balances, social insurance number, personal tax
history)

28% /2.7 Health (e.g. lab results, immunization history, prescriptions)

9% /4.6 Social services (e.g. child protection records, income assistance, child support
information)

4% /4.9 Justice (e.g. court documents, offences)

3% /4.4 Employment / business (e.g. employment history, business permits, contracts)

3%/5.5 Personal demographics (e.g. gender, race, religion)

2% /5.5 Education (e.g. GPA, exam results, evaluations from instructors)

1% /6.2 Natural resources (e.g. land use permits, water rights applications,

hunting/fishing licenses)

6. Which (if any) freedom of information (FOI) requests have you made?
Select all that apply.

14% | have made a request for my own information
6% | have made a request for other government information
82% None of the above

7. How would you rank these in order of importance when seeking government information or
data (i.e. not your own information)? Please rank from most important to least important.

Top Rank % / Average Rank
43% /2.4 That | get the information | was looking for (accuracy)

28% /2.5 Low cost / no cost to me

23% /2.6 The speed of response

5%/3.2 The amount of information | get back
1% /4.3 That | get the information digitally
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8. How strongly do you feel the following public bodies should be legally required to notify you
and/or the Office of the Information and Privacy Commissioner if your private information is
breached?

Select one response per item.

Agree (4,5) %

82% The health sector (e.g. health authorities)

78%  The local government sector (e.g. cities and municipalities)

75%  Other public bodies (e.g. Crown corporations, professional associations, etc.)
64% The education sector (e.g. K-12 school districts and postsecondary institutions)
1 —Strongly Disagree

2

3

4

5 — Strongly Agree
Prefer not to answer

9. For each of the scenarios below, which penalty seems most appropriate for the offense?
Select one response per item.

NET Discipline / Fine /Charge %

94% Someone shares information they are not allowed to that benefits another person

89% Someone collects client names through their work to benefit their side business

79% Someone uses a government database to look up personal information about a
celebrity, neighbour, or family member without a business reason to do so

42% Someone shares information they are not allowed to because they didn’t know it wasn’t
allowed.

27% Someone accidentally sees the content of a personal file they shouldn’t have

No penalty

Remedial action (education/awareness)
Disciplinary action (suspension/termination)

Fine less than $5,000

Fine between $5,001 and $50,000

Fine between $50,001 and $500,000

Charging of an offence including potential jail time
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10. Do you have any other comments regarding BC Government Information Access and
Privacy?
Select one response.

4% Yes [specify] NOTE: This is not enough responses to code - | will provide the raw

verbatims.
96% No

Page 5 0f248 CTZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Results
Survey 374631
Number of records in this query: 1786
Total records in survey: 1786
Percentage of total: 100.00%

Page BA8£3484CTZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S1Q01

Currently, what is your primary source for information from government?

Answer Count
Government websites (A2) 775
Newspapers (A3) 203
Government social media channels (e.g. Facebook, Instagram, Twitter etc.) (A4) 114
Other social media channels (e.g. Facebook, Instagram, Twitter etc.) (A5) 180
TV (AB) 208
Other 297
No answer 9
ID Response

161 Internal Communications

181 Government newsletters

191 emails from executives within government (all staff to announce things

256 radio & social media

371 emails

471 Websites of print media

476 headline/overview from social media with a follow up link to the government website
536 youtube

611 Internal Gov't communications

711 wife and mother,..

801 News websites

826 BC news daily digest email

831 Twitter

841 CBC radio

1021 Online news outlets

1116 Several primary sources

1126 Online news

1276 news apps

1316 Working for government

1336 CBC

1431 MLA newsletters and social

1496 direct communication through my job

1546 cbc online

1571 online news

1616 News media (other than newspaper) websites

1646 Radio

1736 CBC website

1781 A combination of the above

1786 YouTube, word of mouth

1841 Various online sources, but not social media

1866 youtube newsconferences

1891 It's usually the only way you can access them

1911 CBC Radio

1966 Internet

2006 word of mouth

2031 All of the above

2066 independent journalism

2096 CBC online

2101 internet

2226 Web based news sites

2231 News websites (CBGC, CTV, etc)

2301 Radio

2331 Family

2366 CBC

2446 Real news sites

2526 Internet news, tv sites

2536 Internet news sites

Percentage

43.39%
11.37%
6.38%

10.08%
11.65%
16.63%
0.50%
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

2681 Cbc news, Apple News

2696 Online-newspapers and news media (not social media)

2741 Online news sources, government websites, social media channels (govt and otherwise)

2746 news websites

2786 independant news

2936 abc.ca

2941 Gov't,newspapers & TV

2991 aggregate news sources

2996 Radio

3021 Contacting governmetn directly

3031 radio - we don't watch the BS

3041 party and individual MP and MLA email lists

3146 CBC Radio, CBC news online

3266 news channels online

3301 Radio - News stations CBC

3306 Radio plus online sites

3331 Online News sites

3346 Google News

3376 news web sites e.g. cbc, bbe,

3476 National & Local News

3501 trusted non mainstream reporters

3536 CBC online

3541 word of mouth

3561 In person and telephone conversations for the information that | need |

3686 Radio

3691 Open Media, Global Research, other Independent NON CORPORATE websites

3761 online news sites

3841 Radio, Advocacy group emailas and websites, word of mouth by aquaintences, as well as
govenment websites

3906 CBC radio

3931 internet

3946 Online news

3951 Online non-government websites

3956 Reddit

4021 radio

4161 media generally including newspapers, radio, TV and their use of social media

4171 CBC App

4201 cbc.ca

4221 CBC

4261 word of mouth

4281 alt/indie media

4301 Reputable online news

4386 Online news

4391 CBC Radio

4456 direct contact with a real person

4466 Www

4501 Radio/on line newa

4506 reputable newspapers

4561 non-legacy media

4611 e-mails from activism organizations like Dogwood and Open Media

4686 advocacy groups

4716 Online local news

4721 Public Radio

4731 online news sites

4826 CBC

4851 Email newsletters from MPs and MPPs and from parties

4886 radio email

4961 The Tyee

4966 Online newspapers

4991 cbc.ca

5061 internet

5186 cbc radio 1 with followup to gov't websites

5251 Online news media (CBC, CTV, etc)

5256 radio news

5371 Radio
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

5396 email, other websites & forums (non-"social media”)
5416 | do not trust the government for a source of information
5426 Combination of online newspapers and other social media channels
5451 a mix of all the above

5516 news

5546 Government and news websites

i) 1st two choices for balance

5581 onnline news

5606 CBC website

5781 CBC News app

5791 CBC

5831 NGO's

5836 International News Feeds

5851 Radio

5926 online news sources the Tyee, Common Dreams
5946 Combination of official and general info channels on line.
5956 radio

5971 online news sites

6001 all of the above

6021 some media but mostly the Tyee, Dogwood and reliable sources
6076 none

6116 Radio

6131 The Internet (but not social media)

6141 any & all

6166 local online news

6186 online cbe, ctv

6271 newspaper, TV.radio

6276 Radio

6281 internet sites

6296 A combination of government websites, articles linked in social media.
6326 Online feeds from news media.

6366 trusted online news sites

6371 | use a variety of sources including news reports and government websites
6386 None

6436 Radio

6471 online CBC and NPR news

6486 CBC News programs

6551 Internet news

6601 Radio

6651 emails

6676 News sites

6696 Online news: CBC radio, CBC web news

6741 independent news

6776 Alternative news

6816 mail

6836 CBC Radio

6896 radio

6911 Requested email lists

6916 internet news sites

6941 utube, PBS, Global BC.

7121 ALL OF THE ABOVE

7146 Google news clips

7251 Radio

7286 Internet

7331 Email news

7391 The Open Media organization.

7416 CBC radio

7421 CBC Radio

7431 Reddit

7446 TV & Government Websites

7461 combination

7491 CBC/News Outlets

7496 Emails

7831 Chbc radio

7906 news reports on TV
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

8046 Co-op radio

8051 Internet emails and newsletters

8071 internet research and emails

8136 Online news

8186 Media stories will prompt me to visit Government websites.

8216 che

8301 radio, then online news sources, then gov websites

8316 Radio

8441 radio

8501 Radio stations and newspaper websites

8546 Trustworthy news sources, none of which are on this page

8611 a few dozen news analysis website sources

8666 online news

8731 Google stories of the day and government/tv channels on social media

8796 All of the above

8896 Don't have a primary... use Gov't sites, TV, online news about equally. Don't use slimy social
media sites for anything.

8916 abc and bbc news

8966 Internet News sites

8996 BC government? Hardly see anything.. friends/coworkers if anything..

9111 Online news services which include many of the above

9151 radio

9201 Web news

9251 internet

9261 Varied online

9271 a mix of all options

9421 CBC radio

9521 news

9526 NGOs and non-MSM reports

9536 Newsletters

9546 Online news sources (ex.Tyee)

9601 Websites

9741 Gov.websites, TV and Social Media

9756 Radio

9821 Friends, youtube, reddit

9851 internet

9901 Independent news blogs, sites, and agencies

9906 Online newsmagzines: Tyee, National Observer; Times-Colonist; CBC

9911 News websites

9941 3 of the above

9961 Both government websites & newspapers

10001 Radio/TV

10061 On line news outlets

10076 radio

10101 News media websites

10111 government news letter

10146 Online media but not social media

10161 CBC radio

10181 Online news sites

10186 Radio

10201 Various online news outlets and press releases

10281 non-government websites

10291 Non mainstream media

10311 online news sources

10346 internet

10356 online news

10366 Internet news sites

10376 radio

10456 Google search and redirects to gov. Websites or other sources

10471 CBC Radio

10481 Reliable news sources

10571 News Aggregation Sites

10591 Telephone

10671 I learn about government announcements via CBC radio news and email newspaper

headlines services, then check government websites for details.
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

10676
10691
10741
10771
10851
10896
10906
10921

11001
11101
11186
11226
11231
11241
11246
11256
11266
11286
11381
11421
11446
11471
11581
11691
11721
11746
11761
11896

11941
11956
11966
12136
12156
12216
12236
12286
12291
12356
12386

radio and online media .

web based news sites

Various user interest groups

Sources that tell us the truth

Foreign news websites

Online media

Internet plus CBC online

Any source other than the above paid media gianta designed to influence our collective
consciousness

News via radio and internet (eg cbc website)
News websites such as CBC and CTVNews
All and more non gov political propaganda independent sources
news websites i.e. CBC

radio

CBC, Narwhal

mla report

Radio

internet

Discussion with Colleagues

Email (stand, open media/etc)

Canada Post

News websites

Independent media

independent media

Newsletters

CBC

BCTV

internet searches

There is no possible way in which one could have a primary source of information. | get my

information from all of the above.

CBC, Online news outlets (but not social media)
News media articles recommended via social media
advocacy groups

Lies by lieberals & ndp

none

newsfeeds

CPAC

Whistleblowers and the Legislative Press Gallery Reporters
email newsfeed

News websites (cbc, global news)

CBC
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S1Q01

Currently, what is your primary source for information from government?

= 0 (Government websites)
= 1 (Newspapers)
» 2 (Government social media channels (e.g. Facebook. Instagram, Twitter etc.))
« 3 (Other social media channels (e.g. Facebook, Instagram, Twitter etc.))
= 4(Tv)
= 5 (Other)
6 (No answer)
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S1Q02a

Has your primary source of government information changed since the start of the pandemic (compared to
before March 2020)?

Answer Count Percentage
Yes (A1) 259 14.50%

No (A2) 1512 84.66%

No answer 15 0.84%
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S1Q02a

Has your primary source of government information changed since the start of the pandemic (compared to
before March 2020)?

1600

0 =0 (Yes}

= 1 (No)

1400 - = 2 (No answer)
120
1000
800 -

00
400
200

Page 1R36f 3484CTZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S1Q02b

How has your primary source of government information changed since the start of the pandemic?

Answer Count Percentage

Answer 242 93.44%

No answer 17 6.56%

ID Response

101 | have moved from social media to government websites for information

116 Previsously | would get most of my information from government websites and news,
however | get a lot of information from Instagram and Twitter now.

171 too much information, using the TV for more passively being informed rather than constantly
seeking it out using online avenues

191 | had been watching more government briefings from PHO to receive daily COVID updates.

246 More information available on social media.

341 First, | just didn't have a whole lot | felt compelled to keep up with before. Second, | started

with government since the pandemic and figured out how to navigate the websites better in
my role - they felt difficult to navigate before.

346 i prefer to get the info right from the source rather than it being shared from alternate sources,
which runs the risk of not being 100% correct

386 The daily news updates from the Prime Minister, Premier and Bonnie Henry are available to
everyone and you don't have to search websites.

421 | used to watch the news to get government information.

501 I now follow daily updates via news channels who air them. | didn't read, listen or engage the
new prior to the pandemic.

536 | hear on the radio there will be an announcemet. The next day | will look at Youtube for the
announcement

531 Used to only hear Gov't news in newspaper or TV.

691 | used to see articles on social media, now | google weekly updates and read directly from
government sites

711 | sure hear about the numbers of covid due to drum circles more...

721 More online

741 previously was more online news articles, has since shifted more to instagram - easy to digest
infographics!

746 | have started watching Provincal Health Officer's briefings online

761 more use of social media

806 Newspaper was the primary source prior pandemic

811 | rarely checked gov sites directly before.

826 | also regularly watch Bonnie Henry and Adrian Dix live on Mondays and am more engaged
with the health news

831 Look to Twitter more now

861 social media

901 Have visited government website more often to learn about restrictions, etc.

906 Use to get information from newspapers/website, now more reliant on timely updates via
social media.

936 From using the website to social media

971 More use of social media

991 | didn't visit the government's Facebook page before the pandemic.

1011 Following more government social media channels.

1016 More from Social Media

1041 now follow @RichardZussman on twitter (Reporter @GlobalBC at BC Legislature)

1076 Moved from news to government websites

1086 | "follow" more sites /groups that share relevant information.

1091 | used to rely primarily on the news media.

1096 More social media presence

1126 | actually regularly check news

1131 Checking twitter more often

1151 Prior to pandemic, relied more on newspapers and social media alerts. Got into the habit of

checking the BC Gov News website for the daily COVID-19 case counts and update from the
PHO, through the pandemic.
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

1241 Due to my itnerest in more frequent updates, | have appreciated the governments social
media sites for quick and easily digestible updates. In some cases, | will look for the more
comprehensive source on a government site or in a government publication.

1271 Bonnie Henry's livestreams.

1301 | obtained employment with BC government and so my primary source has shifted from news
media to actual government websites.

1336 | pay more attention to it.

1361 using more governmental social media accounts for alerted updates

1381 online newcasts (re: Bonnie Henry/Adrian Dix updates) more than online news reading

1386 Went from TV to web page

1411 Started following more journalists covering BC politics on Twitter.

1521 | have been watching televised briefings, which | didn't do before.

1586 Have had to search out other information to confirm or refute public health claims as much
has been at odds with established science elsewhere

1676 Reddit

1736 Reading online news much more regularly

1866 Dr Bonnie Henry

1906 A lot of the information is circulated on government social media especially about the
pandemic.

1911 Would have been websites prior to pandemic, but regularly listened to updates on radio over
past year

1921 more internet use instead of news casts

1946 | stopped reading social media

1956 More information

2111 Since pandemic started the mass & mess of public information from competing websites

including WHO, Centre for Disease Control USA , and others, made it clear to me to stick
with reliable much less hackable BC Government web sites.

2251 Less info in the papers we are being forced to use the internet for information

2336 Stoped all radio TV etc as itb is all Covid 19 propoganda

2351 I've been reading more online

2406 more online sources

2446 I no longer trust the government

2451 Didn’t used to read the paper daily

2581 Used to ignore it

2601 no longer have meetings

2841 Less dependency on news outlets.

2856 go to gov.bc.ca

2876 News from friends, social media

2941 Following more closely & avoiding social media sources

2971 Went straight to the source.

3031 The new term | hear for the CBC is the Corona Broadcasting Corporation.. very apt.

3101 More social media live feeds of government announcements

3176 tv more up to date

3226 Its become more available, through sites like Youtube, Twitter, etc

3231 Moved from a newspaper primary source to TV primary source.

3261 started checking government websites for covid information

3266 I look specifically for news reports on the covid situation and sometimes consult government
websites if | have further questions.

3276 | have lost any respect for our government. | had no idea the level of corruption at every single
level

3311 I've stopped listening or seeking out the information.

3326 Source topics to research

3356 The government has lied from the beginning. You have to get the truth from alternate media
sources

3416 The government website has become more complicated

3451 | am scanning press releases on the BC Government website now

3456 Getting information from journalists' social media instead of online news websites.

3476 From TV news & News website

3501 | now trust less and get frustrated more trying to get info from govt. sites

3506 Need more up-to-date information

3561 It has been impossible to get through to speak with a real human in person or over the

telephone. Sometimes it takes days to get through to a 1-800 number or government service.
Hours are limited to business hours which doesn’'t work well! Also, the use of Al and bots that
cannot answer questions or information is not appropriate and actually worse because you
cannot get the information you need.
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

3571 using more alternative media to receive information not following the government narrative

3611 Don't trust media

3671 check more often and follow on social media sites

3731 Distrusted

3991 Switched to Gov website

4151 More reliant on social media

4166 more reliance on Dr, Henry on teevee appearances

4261 stop accepting any information from government and MSM and Social media as anything
other than propaganda

4281 | avoid 'gaslighting' and lies -- perpetrated on behalf of WEF, BMGF, WHO, CDC etc. etc. and
government/agency corpaganda toadies/mouthpieces

4321 Becoming more difficult to find the information

4336 Increased communication from government both municipality and provincially.

4601 | do go to government sites more often as a result of the pandemic

4641 more TV coverage, media reports

4766 Changed to Twitter and reddit

4841 | used to never watch the news. now it's everywhere.

4911 Going to website gives official information with less bias than TV or social media

4926 BCCDC data has been my main source of pandemic data.

5151 | check the Covid-19 information on the website regularly

5211 Haven't used government's YouTube channel before the pandemic

5236 Much more focus now on censored or suppressed media information. No trust of MSM or
govt media!

5266 I now read some social media

5306 | now refer to government websites more frequently to read the actual information first hand
vs an “analysis” by others.

5341 I more frequently go to gov.bc.ca to confirm information | hear on the news or read in on-line
news apps.

5351 More on the news and checking websites

5416 | used to rely on government website but after pandemic no longer trust them as a reliable
source.

5426 Increased reference to government websites

5451 For COVID information and updates, | use the government online sites more; after that |
choose new with good journistic standards.

5456 Don't trust government

5466 Off mainstream media to internet media

5661 more media before pandemic

5706 | use the government website far more now than | ever did before COVID-19, and would get
information from social media or the news instead.

S5l | frequent more government pages directly

5776 Used to only search gov't websites for info.

5861 More following on internet news sites, my feeds, and TV news.

5891 Google is scraping info

5901 I was much more likely to ignore before but now | want to go directly to the source from social
media.

5911 More real time updates online

5961 More regular visits to the government websites and sources.

5966 If | see something on social media, | always go to the government website to confirm (or
refute) the information

6021 Primarily a mix of media sources, main stream and the Tyee and other non-compromised
politically motivated news sources

6061 | use the govenment websites directly

6141 I rely less on gov't info because | don't trust it anymore. | look at many sources for my info.

6171 Following more on line sources.

6246 more distrustful.

6271 more refernce to gov't websites

6331 | now subscribe to online newspapers. | got tired of being flooded with news on social media
and search pages

6431 Various media websites as well as journalists Twitter feeds

6471 d/c Times Colonist subscription

6496 Going directly to the source rather than second

6556 Following YouTube live and alerts of new content

6581 Deliberately subscribed to government social media for more direct information

6586 Used to rely more on CBC news

6711 | don't believe the media, as Trudeau has boasted about paying them off. This country and
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

media is as corrupt as they come. As a result, the media is worthless and untrustworthy.

6726 Now | start on social media and then follow links through to websites, if applicable.
Previously, websites were the first place | would start.

6741 use the research of the other side of the governments news

6776 | have lost trust in mainstream and state-funded media.

6836 Previously was news websites and other social media channels. Began listening to radio
broadcasts once the daily covid-19 updates started.

6856 Watching Dr Henry on TV for covid updates from the Gov.

6861 Moved from being findable (on government websites) - to twitter, which | don't see 4/5 posts

because of the algorithm. Meaning | don't get the information | need without being told by a
colleague something important/relevant was posted. The move to social media for
announcements is frustrating and is ableist.

6876 | use government websites directly more often than relying on news aggregators

6906 | check the sources whenever possible. After watching news on TV | go to government
websites.

6941 | don't trust anything coming from the PMO office as true. This government is sadly
unreliable.

7081 start with government social media sites, then move to ministry websites or phone calls to
specific government offices/agencies

7206 Need to verify statements that are incomplete or do not give enough information to make the
same conclusion.

7261 Look at both the government stuff and other comments

7331 COVID updates

7346 Not watching mainstream media.

7361 Use of bc.gov.news

7366 | rely more on government websites as a source of current, accurate information.

7481 TV (still is to a degree)

7641 The provincial government websites are slow and difficult to navigate: one has to know how
the government ministries are structured to find the right information.

7651 Watch the news more to get information

7691 I now check the news daily

7711 it is the Government websites more often than not

7726 Watch more TV and look at government websites

7786 more social media; less newspaper

7851 I no longer trust that the BC Government protects my data and | no longer trust their
judgement on information technology decisions

7866 started looking at social media

7941 Accessing Covid data pages

8001 | have been going directly to government sites to get accurate information on COVID. | rarely
accessed government sites prior to this

8046 use other stations more

8056 Used to just rely on Reddit or newssites

8151 | watched much more TV during the pandemic

8206 Don't trust Horgan

8241 Started using government sites more

8376 Used to be just what the local news reported

8466 Media is main source of info.

8696 M s m won't cover news and compounded equivocations

8731 More social media based

8741 Looking for balanced views and not just what the gov is feeding us. Not very trustworthy with
info.

8751 Do not watch mainstream media

8826 it moved

8856 Now | go direct to gov sites

8926 used to listen to cbc

9066 Mainstream media cannot be trusted

9256 Previously used news channels on TV specifically CBC

9276 Presence on social media has grown, exposure to information has increased as well.

9301 | didn’t use government social media sites before the pandemic

9401 Stopped looking at news sites because they only had bad news

9581 Online Independent Newsgroups

9586 Increased access to a larger sphere of information

9601 Don't use Government sources

9706 Daily updates have been more accessible through TV and Social Media---Most Government

Worksites are not as responsive or current. Also the websites are normally difficult to
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navigate. gov't wporksite

9741 When | found out that almost all covid announcemetns were paid for by federal government,
and then | found out BC gov was usurping the federal charter of rights law, | had to change
my source to look for the facts!

9781 | used to listen to the news. Now | go directly to the government website.

9871 | use more than one source of information.

9906 Pandemic information directly from Bonnie Henry's broadcasts

9941 | research several sources

10011 Previously social media driven, now directly reading government websites

10196 Laid off July 2020 - not covid related, just a souless muilti-billion dollar corporation

10221 | watch press conferences on YouTube

10231 internet

10286 While | initially get my information from news outlets, I'm much more thorough about following
up at various government sites.

10291 | do not source info from mainstream media

10311 My primary source of information is alternative online news sources. | used to get my info
from Global news and CBC on television and CBC online.

10321 From television news to the government website to confirm or find further detsils

10346 more internet search time

10351 Previously went to Service Canada to talk to a government employee or connected to the
appropriate office by phone. | always vote in person.

10396 Unfortunately | no longer believe any of the government propaganda so | use my critical
thinking skills and source other sources of truth behind what their agenda really is

10481 Looking for truthful sources that provide fact based information

10566 I now get information from the Greens.

10616 There was a lot of confusion and miss information on the site

10781 Ensuring that it is a real Government web site and not a shadow or fake one.

10791 more online, researching, comparing stats,

10876 Was tv news. Now go to give information website

10916 More online

10971 Can't get much information from the main stream media, since they don't report everything is
happening, they do "selective reporting".

10986 | check multiple sources before | accept anything the government says.

11026 | use government (official) sites more because social media sites have been targeted by
special interest groups. Information from these sources is less trustworthy than pre-
pandemic.

11411 used to be just my phone's news feed. now | pay attention to much more news, as | feel it's
more urgent to be informed regularly.

11441 | look more at information online.

11511 No longer use social media

11636 yes

11651 I tend to use a variety of sources these days to ensure | am getting accurate information,
particularly around the pandemic ( using CDC)

11661 Not as many FOls being requested perhaps and therefore posted to search for first, and FOls

| requested took longer and had more information redacted so then | had to ask was the
Section applied, applied properly.

11711 More Info On Provincial Website & Federal Gov't. Website.

11721 More news conscious

11761 | have been actively seeking out information

11771 Youtube govt updates

11776 Google search results informing of latest updates from the government. It was much easier

than trying to find the latest and correct day on the govt website. Like | don't want ot see the
daily briefing from yesterday but today.

11821 Go to government websites for covid information more.

11836 Shifted to actual gov websites instead of relying on media or other sources of accurate info

11856 More widespread search for information across all media.

11916 more online info

11936 no

12011 Used to look at the websites more

12036 Journalist twitter accounts provide quick, succinct summaries of key information from
government news releases.

12116 I no longer watch the news

12136 No news just lies!

12161 Although | realize up-to-date covid 19 information is important, | feel it doesn't need to

dominate all departments.
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12156

12166
12316
12321

| want the truth, Government sources are all derived from models that have not been
accurate so far and government is spreading propaganda.

websites dont work, and cant reach anyone by phone

I no longer watch the news/propaganda.

From the news to social media
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Summary for S1Q03

In the past year, which of the following have you accessed or used?

Answer

Virtual doctor’s appointment (SQ002)

Video conferencing with government staff (e.g. Zoom, MS Teams, GoToMeeting, etc.) (SQ004)
BC Services Card mobile app (SQ005)

Virtual Schools (e.g. K-12, post-secondary) (SQ006)

Booking an appointment online for government services (e.g. COVID vaccination, ICBC) (SQ007)
Online laboratory test results (SQ009)

Paying government bills online (SQ010)

Applying for COVID-19 benefits or supports (SQ011)

Online voter registration and/or vote-by-mail package request (Elections BC) (SQ012)

Count

997
373
426
204
1344
839
885
675
757

Percentage

55.82%
20.88%
23.85%
11.42%
75.25%
46.98%
49.55%
37.79%
42.39%
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Summary for S1Q03

In the past year, which of the following have you accessed or used?

= 0 (Virtual doctor's appointment)
= 1 (Video conf ing with g staff (e.g. Zoom, MS Teams, GoToMeeting, etc.))
= 2 (BC Services Card mobile app)
= 3 (virtual Schools (e.g. K-12, post-secondary))
= 4 (Booking an i online for g services (e.g. COVID vaccination, ICBC))
= 5 (Online |aboratory test results)
& (Paying government bills online)
= 7 (Applying for COVID-19 benefits or supports)
=« 8 (Online voter registration andjor vote-by-mail package request (Elections BC))
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Summary for S2Q04 [1]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 1]

Answer Count Percentage
Government services for the public are available online (A2) 176 9.96%
Government can use and build on the latest technology from around the world (A3) 27 1.53%
Government data is hosted/stored in Canada (A4) 1039 58.80%
Government services and priorities are delivered quickly (A5) 80 4.53%
Government data has the most up-to-date security protocols (A6) 415 23.49%
Government spends less to provide services (A7) 30 1.70%
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Summary for S2Q04 [1]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 1]

= 0 (Government services for the public are available online)
= 1 (Government can use and build on the latest technology from around the world)
= 2 (Government data is hosted/stored in Canada)
3 (Government services and prionties are delivered quickly)
« 4 (Government data has the most up-to-date security protocols)
= 5 (Government spends less to provide services)
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Summary for S2Q04 [2]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 2]

Answer Count Percentage
Government services for the public are available online (A2) 227 12.99%
Government can use and build on the latest technology from around the world (A3) 44 2.52%
Government data is hosted/stored in Canada (A4) 353 20.21%
Government services and priorities are delivered quickly (A5) 158 9.04%
Government data has the most up-to-date security protocols (A6) 910 52.09%
Government spends less to provide services (A7) 55 3.15%
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Summary for S2Q04 [2]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 2]

= 0 (Government services for the public are available online)
= 1 (Government can use and build on the latest technology from around the world)
= 2 (Government data is hosted/stored in Canada)
3 (Government services and prionties are delivered quickly)
« 4 (Government data has the most up-to-date security protocols)

700 = 5 (Government spends less to provide services)

. —

J_ _
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Summary for S2Q04 [3]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 3]

Answer Count Percentage
Government services for the public are available online (A2) 679 39.64%
Government can use and build on the latest technology from around the world (A3) 156 9.11%
Government data is hosted/stored in Canada (A4) 120 7.01%
Government services and priorities are delivered quickly (A5) 432 25.22%
Government data has the most up-to-date security protocols (A6) 210 12.26%
Government spends less to provide services (A7) 116 6.77%
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Summary for S2Q04 [3]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 3]

= 0 (Government services for the public are available online)
= 1 (Government can use and build on the latest technology from around the world)
= 2 (Government data is hosted/stored in Canada)
3 (Government services and prionties are delivered quickly)
« 4 (Government data has the most up-to-date security protocols)

500 = 5 (Government spends less to provide services)
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Summary for S2Q04 [4]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 4]

Answer Count Percentage
Government services for the public are available online (A2) 369 22.12%
Government can use and build on the latest technology from around the world (A3) 276 16.55%
Government data is hosted/stored in Canada (A4) 64 3.84%
Government services and priorities are delivered quickly (A5) 652 39.09%
Government data has the most up-to-date security protocols (A6) 105 6.29%
Government spends less to provide services (A7) 202 12.11%
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Summary for S2Q04 [4]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 4]

= 0 (Government services for the public are available online)
= 1 (Government can use and build on the latest technology from around the world)
= 2 (Government data is hosted/stored in Canada)
3 (Government services and prionties are delivered quickly)
« 4 (Government data has the most up-to-date security protocols)

500 = 5 (Government spends less to provide services)
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Summary for S2Q04 [5]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 5]

Answer Count Percentage
Government services for the public are available online (A2) 164 10.15%
Government can use and build on the latest technology from around the world (A3) 579 35.85%
Government data is hosted/stored in Canada (A4) 82 5.08%
Government services and priorities are delivered quickly (A5) 265 16.41%
Government data has the most up-to-date security protocols (A6) 67 4.15%
Government spends less to provide services (A7) 458 28.36%
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Summary for S2Q04 [5]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 5]

= 0 (Government services for the public are available online)
= 1 (Government can use and build on the latest technology from around the world)
= 2 (Government data is hosted/stored in Canada)
3 (Government services and prionties are delivered quickly)
« 4 (Government data has the most up-to-date security protocols)
= 5 (Government spends less to provide services)
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Summary for S2Q04 [6]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 6]

Answer Count Percentage
Government services for the public are available online (A2) 76 4.85%
Government can use and build on the latest technology from around the world (A3) 52 33.65%
Government data is hosted/stored in Canada (A4) 91 5.81%
Government services and priorities are delivered quickly (A5) 97 6.19%
Government data has the most up-to-date security protocols (A6) 20 1.28%
Government spends less to provide services (A7) 755 48.21%
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Summary for S2Q04 [6]

When thinking about accessing government services and information, what is most important to you?
Please rank the following elements from greatest to least importance.[Ranking 6]

= 0 (Government services for the public are available online)
= 1 (Government can use and build on the latest technology from around the world)

700 = 2 (Government data is hosted/stored in Canada)

3 (Government services and prionties are delivered quickly)
« 4 (Government data has the most up-to-date security protocols)
= 5 (Government spends less to provide services)

Page PRGTZNPAITZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S2Q05

Provide some detail why the top ranked option(s) you chose in the previous question are so important.

Answer Count Percentage

Answer 1496 83.76%

No answer 290 16.24%

ID Response

101 | am becoming more and more concerned with privacy online. Privacy has become a priority
for me.

116 Information security and privacy protection are important for me.

126 Without security on our data, all other "perks” are essentially moot. There's no value in
speedy delivery if the public has no trust in its ability to securely use its resources.

146 | want to access services online because that's most convenient for me. However, | want to

be confident that no one can steal my information if government is going to rely on digital
technology to collect and store my financial or health information.

151 Data security is paramount. | trust government to ensure our most-sensitive data is being
handled using world-leading information security best practices. This must be balanced with
the need to provide services to the public promptly and accessibly which demands an
approach to information security that scales with the potential damage of the information
being improperly accessed. In other words, highly confidential information such as medical
records must adhere to the strictest infosec protocols (at the potential expense of user
experience); whereas more benign information such as opinions on the performance of
government, or basic demographic data needed to register for an informational webinar can
prioritize usability and user experience (while still taking all reasonable steps to ensure data
remains secure. Data sovereignty is important for the most confidential information, not so
much for less sensitive information hosted within trusted countries.

166 Citizens expect services to be available online and government is no exception. Relying on
outdated technologies and forms of communication is not acceptable.

171 Services need to be easily accessible and dependable first and foremost

176 Privacy protection

181 Quick service makes everyone happy.

191 Accessibility and ease of use will allow more people to access services. It's also important we
keep our information safe.

196 Keeping our Canadian data safe and secure, within in Canada is important to me. | am not
interested in the US having any more power, control or influence over Canada and
Canadians.

211 Being able to access services in real-time, effectively, and efficiently is most important.

226 | do not like the idea of our information being stored in another country, particularly when that

country is unstable and has a very inappropriate approach to privacy. As long as the Patriot
Act and others of its ilk exist, | am exceptionally opposed to storing data/personal information
outside of the province. It is also deeply disturbing that a modern first world province cannot
get it together enough to have ample data storage in THIS province; why are we not growing
our own technology industry to meet these demands? Get people out of the forest industry
before the trees go the way of the fish, and retrain them to obtain good paying jobs in the
technology sector.

241 Protecting Canada's government data (by ensuring it's hosted/stored within the country)
along with its citizens' personal information is paramount to ensuring the democracy of this
country is maintained.

246 Online availability is key for those who can't get into an office to consume a service. It is more
reliable than passing information over the telephone as well as | can see the information | plan
to submit rather than relying on someone to take my information correctly.

256 By online | dont just mean web, Gov services need to be mobile and cognitive (ie: Alexa)
enabled

we dont have a lot compared to other jurisdictions, in part because this government IM/IT
community has been painfully slow to roll out native cloud services. Its to the point where no
one takes the intent of a digital / cloud strategy as being serious any more. | mean, what has
the Cloud pathfinder team actually achieved? Maybe its time to fold them and merge OCIO-
ES Hosting with OCIO-DPDD-Lab into one service focused team that delivers Azure and
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AWS native services for Ministry SDUs

271 Government spends far too much money, often on unnecessary things. | would like to see
government prioritize a fiscally conservative approach while cutting all non-essential
programs and services.

281 Our world is digital and government services should be available to anyone from anywhere ie
regardless of location or time of day. | expect information to be secure and that services are
provided at the least possible cost.

291 Data must be secured!

296 | expect to be able to go online to be able to request/access services quickly and easily,
without worrying about the security of my personal information.

311 How else am | going to access government services other than online?!

316 Anything data stored anywhere is unsafe, but keeping data in Canada, atleast we might have
a chance with data breaches and finding the source.

341 Providing the services effectively and in a timely manner is the primary objective and so is the

top ranked requirement. Security is also very important, but hosting (most) data in Canada
isn't particularly important to me (based on my limited knowledge only though). Spending
should be efficient, but not at the cost of service or security effectiveness.

351 availability of services is crucial and up-to-date and intuit website is helpful , should not have
to search endlessly for services from one site to another
371 safety and security of data is paramount in this ever changing world of technology with

hackers and personal information and data being stolen. so i think it is something we should
focus on so that the public can be assured their information is kept safe.

376 Online Government services are easy and efficient, but they must have the most up to date
security protocols to protect private information of British Columbians
381 The inconvenience of dealing with government has been unparalleled in BC. It is incredibly

hard to do everything all in the name of protecting data. Meanwhile every BC citizen has a
google account (gives away data), facebook account (gives away data), Instagram, tikiok etc
efc etc. - all services that give away, sell and otherwise manipulate your data. When that data
is so freely available on global servers it simply doesn't matter what the government does with
the limited data it collects so long as it's secured an alignment with how important the data is.
Secondly, all the data capturing services (google, apple, facebook, amazon, Shopify) have
made it extraordinarily easy and convenient (as well as well designed) to do things. Citizens
expect the same level of connivence/design from government services. Making services
annoying to use, by not using the latest technology (for the sake of data governance) is
absolutely non-sensical considering the landscape of private sector.

386 Itis very important to me that as a Canadian my data information is stored in Canada.
Security is of the utmost importance and should be taken very seriously. It would be great if
the government would realize that not every one in Canada has access to email, websites or
IT. The government needs to do something to assure these people can still access
information without going absolutely crazy with phone trees.

391 The old saying, "Don't recreate the wheel." If something exists already, lets understand it and
use it if we can instead of trying to build from scratch when we can borrow and modify. If our
security is of the highest standard, then housing in another country parts of our info shouldn't
be anissue if it's only Canadian accessible. | prefer it be in Canada, but security is more
important, they were a real toss up.

406 When accessing government services, people are required to provide personal information. |
believe it is of utmost importance that the citizen's of BC can trust that their personal
information will not be compromised.

416 If it's not secure government information should not be collected or stored electronically,
given the state of cyber crime and electronic fraud this is a high priority. Government must be
fiscally responsible in delivering services as is timeliness. Information bust be easily
accessible from anywhere at any time.

431 Typically, government is slow to keep up with trends and technology when providing public
services.. MUST increase the technology and speed to deploy services.
436 The public expect services to be delivered quickly and securely. Not all of the latest

technology can or should be used for government services. Spending less on government
services will result in declines in timely delivery and quality in response.

441 Data Privacy and ease of use.
476 I think security, especially data/digital, should always come first above convenience.
501 Privacy is paramount, then technology which will allow for inclusive access to information,

support clients with accessibility, diverse needs, and the result will be clients are served to
the best of governments ability. The cost should not be the primary concern. Government
needs to ensure access, privacy and inclusion and not put financial budgets as an excuse to
be inclusive or leaders in technology etc.

506 if it's not online it basically doesn't exist
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536 less time waiting on the phone to speak to someone for everyday services

531 Having worked on the US Data project, i have insight to the US laws that allow Canadians'
data to be analysed or viewed or saved if it is hosted or stored, or even traversed through a
US data centre. Those same laws can be used against Canadians by USA in ways that most
Canadians have never heard of or that have may not even been thought of.

541 | believe that government is an extension of myself, and therefore | extend the same priorities
to my ranking. | need the available information, secure and held in Canada and preferably in
BC. Costs for any information system is high at the beginning and slowly tailors off with more
use, so costing is not a priority. Safe secure information available to the Citizens of British
Columbians is the top priority. i would rather have the information correct, then by priority
delivery. Longterm sustainable practices are the hallmark of a good government.

546 there are a ton of smart people out there and we should be using tools/tech that are already
clearly working rather than spending time and money we don't have to reinvent the wheel
556 When | need a service provided by the government, | need it now. Not tomorrow, notin a

month, not next year, but now.
Governments get elected based on a set of priorities they expressed to the electorate.
Without quick delivery and tangible outcomes, the voice of electorate is muted.

576 Protection of government data, particularly sensitive data like citizens personal information, is
critical for ensuring citizens confidence and trust in government systems

591 | don't have time to wait in line or on hold and prefer to interact with government online. This
has the potential to cut staffing costs and hopefully reduce taxes over time.

611 Services, where applicable, should be available online, and a major component of any online
presence must be security. This is especially true when it comes to citizen data.

621 Government must provide the information people want in the way they want it, when they

want it, from where they want it.
Government must ensure that the information is secure. Otherwise there is no trust. Without
trust you have nothing.

631 With the surge in online hacking, it is imperative that online Government services be secure
from attack.
Given highly secure online services from government, there should be more services offered
to British Columbians.

636 Data is important and needs to be protected from bad actors. It would be preferable that
Canadian data stays in Canada.

646 Government data affects the citizens of BC and it's security is of utmost importance.

651 | don't want my information compromised so security is my #1.

666 Having worked in the IT business for some time, being familiar with the Patriot Act and other

equivalent out of country IT services, any highly sensitive personal information of Canadians
should remain in Canada. Sensitive Canadian information should not be shared even
amongst our alleys, and remain in the control of our federal government to determine if/\when
we share such information. Non sensitive information, classified as personal information,
should have the option for leveraging cutting edge technology/products only available across
borders for the creation of online services for British Columbians.

676 Making resources available online and delivered quickly is important because accessing in
person assistance is difficult with COVID-19 restrictions, plus it takes unnecessary time out of
the time. | would rather use a simple online form or read information online than have to visit
in person or call a number.

691 Our data should be housed in Canada, how are we supposed to guarantee our data's safety
in a different country?

Providing services to the public will always have a cost. spending less means less quality
service (either staff are overworked and not able to provide service to the best of their ability,
or the technology will be lacking because we chose a least expensive option, which most of
the time does not mean best and more often than not creates a lot of extra costs to

continuously fix)

696 Technology that is user friendly is important.

711 The government should hire a strong internal IT department with the understanding and skills
to deliver safe local secure options for online offerings.

716 I think government is behind in technology, yet if new technology is used, it's important that
there is up-to-date security protocols on this technology.

731 To keep us up to date as soon as possible.

736 With an increasingly tech literate society government needs to pivot to provide digital access
to services.

741 Fast and easy to access services is the goal, while use of technology is how we get there.

Data security and hosting considerations are important but | believe leading with those
priorities can pose threats to delivery and limit us from discovering solutions that are safe and
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secure without fitting into a pre-prescribed box. Let's find some middle ground where we can
satisfy both safety of information and efficiencies

746 | would like to know that the security of our data is ensured.

761 Ease of access in a secure manner should be the top priority & security/costs should not be
compromised in the delivery of that.

766 Privacy and security are most important to me. | also think we need to deliver services quickly

as people frustrate easily, although | would also add to this deliver services simply.

I think online is important as it makes things easier for some, but we need to respect it does
not do this for all. My husband for example, has never used the internet. There is a balance,
and if some services are easier to provide off line, and it makes more sense, then we should
be doing that.

When | look at cost vs latest technology, | am not always sure the latest anything is the best
decision. We should adapt technology only when it makes sense.

771 Security should be at the top of the list because in this day and age we are more vulnerable to
hacks. The last choice is of course obvious... the more online our services are the more
people in administrative positions are put out of work this is bad for the economy. So yes you
might save money in the short term but the long term will be un-profitable.

776 It could be (1) you need access and security and then (2) everything else

791 We should be cautious moving to cloud and new technologies. We should determine controls
based on risk and lessons learned, and then look for benefits from technology that can be
controlled but still enable business to grow.

801 | want my data to be secure first and foremost. Then | want access to online services with
good service delivery. | would like these services to be delivered in a cost effective way for
taxpayers. | would like the services to be effective, but they don't necessarily need to use the
'latest’ technology.

806 | prefer on-line options; however, am always concerned regarding hacks.

811 Privacy and security are very important to me. Online services are not accessible to
everyone, so other options must be maintained. The closure of many in-person service
locations is a severe problem for people who lack digital literacy skills and tech access.

826 Information security is important to me and that's why i support keeping our information in
Canada and keeping it secure. Online services are great, not necessarily accessible to all
people in BC though as there are still many communities without reliable fast internet and cell
service.

831 Canadian privacy laws are important to me, | like that we have stricter privacy laws than in
other countries. | don't mind spending more tax payer dollars to keep information secure but
making it more easily accessible online.

836 Online is where British Columbians go to get things done these days, at least the business
side of our lives. That's why | ranked online service #1 - and also why security protocols are
#2, because that online data is precious, and it would be as disastrous as an earthquake to
have it corrupted, stolen, or held for ransom.

841 I am really concerned about my information falling under the jurisdiction of governments and
laws outside Canada -- and being accessible to private companies and organisations outside
Canada. We're already seeing companies who own and access large amounts of data
making deals with ICE, selling personal information to brokers, etc., without any protection for
citizens and without any accountability. | know there is pressure to make things "easier" but
without robust protections for people the risks are extremely high.

846 Within reason provide services in a way that maximized taxpayer dollars. Also | prefer to
have easy access to answers or services online. BC Government does a fairly good job at it
but it can be better

856 | believe the 'these rules have left B.C. falling behind other provinces' is a misstatement. BC
may have fallen behind, but not because of these rules, but rather because of the excuse of
these rules. There are reliable, available resources available in Canada, and indeed right in
BC, but it was, from appearances, easier to insist that the 'rules' prevented exploring any of
those options. Poppycock. Being aware of the US and other countries jurisdiction's over the
content of information housed on servers, and the regular misuse of information that shouldn't
be available to just any regulatory body, | believe it's important to maintain an insistence on
keeping Canadian's information within Canada, with sovereign rights of use and ownership
being maintained by only Canada.

861 having access to all modern services globally would help to modernize Government and local
public agencies
866 Itis critical that government services be available online to improve accessibility during

COVID and going forward. However this should be done maintaining the security of our data,
and that probably means hosting it in Canada at greater expense. For me this is absolutely
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worth it.
896 Control of personal information.
886 I'd rather have my data distributed amongst different governments, levels of government,

organizations, and corporations so that when the inevitable data breach happens, not all of
my info is compromised.

891 People's transactions with private organizations happens with greater ease and speed than
with government. Government needs to be efficient with time and money while safeguarding
data and privacy. Data residency is much less of an issue now because using the internet
means your data is already spread all over the world.

936 Being a location where there are no physical service access points requires online access.

941 Personal data is very sensitive information and should be protected by government. Besides
forcing BC organizations to use Canadian resources allows more development to be
happening in Canada and provides jobs for Canadians.

946 Data security is critical. Online access increases the number of people who are able to
connect in rural and remote areas. Visiting a service like ICBC in-person offers no benefit if a
task can be completed remotely.

956 | do not trust that data or software hosted on US servers is safe from malicious uses.

961 | care about getting good services and trust that government will take the steps to protect my
information regardless of where it is stored.

971 Security is more important than where it is hosted - would rather have access to the top
technology to interact with government

1011 Government services should be provided online, accessible to all, in multiple languages.

Government should keep pace with the rest of the online world and use the latest and best
developed technology to deliver the service quickly and securely.

1021 Government has a responsibility to be responsive to the evolving needs of the people it
serves. To do this effectively, government needs to be agile, digital and equipped with the
right modern tools.

1026 Without up to date security, we risk chaos as services are disrupted and data stolen. The rest

of the priorities have little value if the service is down and/or not trusted.

| find online services much more efficient than in person and | want to use my time effectively.

1031 Security of personal information must be paramount in any implementation or program to
ensure there is trust in the systems integrity; Moving to online creates transparency and
accessibility regardless of ability

1041 No matter where the data is stored or transmitted, if it is protected with current encryption
standards (and the Gov't controls the keys) | feel more confident

1061 Balancing quicker response times with less government spending will allow citizens to get
things done more quickly.

1076 Ease of use and protecting information from fraud are the most critical to me

1086 | want to feel secure that my most important information - my personal details, are safe and
will not end up in the wrong hands.

1091 Current legislation has made us lag in providing the most up-to-date online technology for

services based on the storage of data in Canada. The inability to use cloud-based services
no matter where the data is hosted has created security vulnerability because software and
hardware are less likely to be current. The truth is that in today's world the location of data
storage in inconsequential as everything is equally vulnerable.

1096 No desire to access services in person

1101 | think it's a matter of sovereignty that data be hosted / stored in Canada, even if the
encryption were practically unbreakable because the hosting nation could in theory make a
copy for long-term brute-forcing or interfere with access to the data. | wouldn't *expect*
friendly nations to do that to us, but why give them the opportunity?

1106 The BC government should host my data itself, in British Columbia! After all, the cloud is just
someone else's computer.

1111 Secure, does the job, cost effective in that order. Security matters more than resisdency.

1116 Data about Canadian residents and Canadian governments should remain completely within

Canadian jurisdiction, custody, and control. As well, personal data about Canadian residents
should not be available to commercial entities outside Canadian so that they can monetize
the data. As well, ensuring the data remains within Canada can be used to encourage
Canadian ventures and start-ups.

Encouraging or requiring Canadian data residency will also create opportunities for Canadian
investors and workers, contribute to the development of technologies geared to the eeds of
Canadians, not some foreign one-size-fits-all process, contribute to the Canadian economy,
amd maintain Canadian soveriegnty.

1121 Government’s responsibility is to serve its citizens; delivering services should be the priority.
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Everyone should have access to what they need - housing, child care, etc.

1126 Digital tools should be given funding, | don't prioritize if they're done cheaply

1131 Long line for in-person services often exclude people with long or unusual work hours.
Security of data is a huge issue that | feel is a priority. Data should absolutely be hosted in
Canada, outsourcing it to take advantage of cheap developing country labour is
unconscionable.

1141 I trust only my government, not other governments or foreign corporations to keep my
sensitive data safe and private. Data stored outside of Canada would be subject to the local
jurisdictional laws and authority. Some jurisdictions are not as privacy-friendly as Canada and
may use/share my data in ways that do not benefit me or infringes on my civil rights as a
Canadian with no easy recourse to against that misuse or kind of access as an individual. By
limiting the geographical location of stored/hosted data to Canada, the negative implications
from foreign jurisdictional overreach into my data, could be limited.

1146 Spending less to provide services usually means poorer services or delivery. Government
should not be on the leading edge of technology - it should used proven, well tested
technologies.

1151 Continuous service improvement, including increased accessibility and inclusivity in provision

of government services is top priority for me - if this involves shifting what technology is used,
then government should be nimble enough to adopt best/most appropriate technologies.
Security protocols are also important, for reasons of protecting personal privacy,
confidentiality and ensuring that only the necessary information is collected, used and
disclosed for the stated purpose, with security.

1156 we can't forget about the seniors or mentally disabled who cannot access services only.
money is NOT the top concern
access to services QUICKLY is a top priority

1181 Hacking into people's personal information can cause irreparable damage.

1186 | want my personal data that the government has about me protected and not getting into
other organizations or malicious parties hands.

1206 Having services available online, where practical, makes them available to more people
because there are no time restrictions and no travel concerns.

1241 | have become accustomed to finding information and resources easily and quickly in other

forums and venues (online shopping, consuming digital content). Government services and
information should follow the same standards and service expectations as other institutions or

organizations.

1246 Online is just far more convenient

1251 Technology plays a key role in the deliverables for government. This will enable ministries to
respond to the public more efficiently.

1261 Government needs to move into the modern age and that means providing digital access in

an easy to use format that is engaging with citizens. We live our lives differently and
attending a government office or waiting on a phone call for hours just doesn't fit modern life.

1306 virtual access is the most efficient way for me to access gov services. going virtual means |
want the best security options to protect my privacy. | also want to get results quickly - ie not
walit days for a response. | think gov should be looking for the most cost effective way to
deliver those services so should not be limited to where it finds technology to deliver those
services. Limiting it to Canada hampers government and | don't think its even possible in this
day and age. Any system that cares about its clients is going to have backups or failover
sites all over the world not just Canada. limiting ourselves may be too restrictive.

1321 Its important to rethink how government uses technology and processes. Information held in
paper is generally less discoverable and accessible than digital information. Government
should embrace born digital, stay digital approaches where ever possible. BC residents are
on the go and want services to be fast, simple, easy and convenient as anything else they do

online.
1336 | do not want my data or metadata stored in the USA.
1341 Not sure why "Gov has most up-to-date security protocols” is even on here. Should that not

be a given? How is that not automatically a top priority ALREADY ? We should not be
listening to the average person about how/when/why to apply security protocols for sensitive
data, leave that to actual security professionals who work in the industry and know what
threats are out there. It doesn't matter if our data is stored locally or not if we get hit with a
hack that steals all of it anyways.
Providing user access to services online could circumvent waiting for psychical services that
could be slow, as long as physical services are still offered for those that do not have internet
access (it's a very real issue for some). Storing government data outside of Canada could be
alright as long as it's clearly stated which company will be storing/using/accessing the data.
1356 | am desperate that we drop the arbitrary requirement for Canadian data storage. It seems
like a protectionist relic and in many cases makes our data less secure as we are obliged to
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buy services from local providers who are unable to deliver modern services at scale. Nothing
is remotely as important to me as this.

1361 I'd actually like to see some priorities given to long term access and preservation--which is
not one of your options
1381 There are security breaches all the time even with the most up to date security. | don't trust

governments...particularly from other countries. I'm not real interested in just handing my data
over. If they are going to get it...then | guess they will have to work for it at least. As
technology has advanced, | personally have contracted my usage of a lot of apps and sites.

1386 Don't want to have to wait for things like health care, don't want foreign governments co-
opting my data

1391 We need to control our data safety in our own regulatory environment while delivering
effective and efficient services that are sustainable.

1396 If the government stored data is in countries other than Canada we don't have control over it.
Canada MUST have the most up-to-date security protocols.

1401 | want to know that my information is kept limited to the people | intend to share it with, and

the convenience of online is directly linked to how confident the information will stay safe. |
hold Canada's privacy laws in high regard, and believe the government has done its due
diligence to maintain the privacy of its citizens.

1406 Sometimes we get lost in the details and miss the most important thing: service to British
Columbians.

1411 Being able to quickly access government services, and seeing that its priorities are being
actioned, is critical to me as a BC resident. Online service delivery is an important component
of access.

1416 Drawing upon existing or emerging technologies and adapting them to the needs of British

Columbians, is the most cost effective and efficient way to stay current with the rapidly
changing world we live in. Trying to invent something to custom fit a specific service should
only be done so in limited circumstances due to the length of time it would take to develop,
and the likelihood of that technology being obsolete by the time it is implemented.

1426 | work in a part of the BC public sector which is impacted by the Canadian data hosting
requirement. It negatively impacts the services we provide our users, in terms of quality and
flexibility and cost. The data hosting requirement made sense at the time the law was
created, but was rapidly outflanked by the advent of cloud services. Data almost never lives
on servers in our buildings any longer. Although | care about privacy, | have an enormous
amount of personal data stored in the cloud (Facebook, Instagram, Twitter, etc.), and it's fine.
Meanwhile we generally manage to find loopholes through the data hosting requirements so
that we can offer the best services we can to our users, but at the expense of arduous and
pointless Privacy Impact Assessments and "informed consent" statements full of legal
mumbo-jumbo that not one user in a thousand ever reads. | believe users in this day and age
are more comfortable with certain kinds of personal data being out of their control.

1431 Ease of access and efficiency are most important to me - security is important, but slightly
less so - and cost shouldn't be the key factor

1436 Security regulation are different in Canada than in the US. Information should be secure from
cyber-crime. | have greater trust in Canada.

1451 Quick, easy, yet secure access provides a higher level of government transparency, along
with acceptable customer service levels in an ever changing World and environment.

1461 | support the move to online services but | am not always convinced that personal data is
being stored securely and properly.

1466 | think BC is falling behind other jurisdictions in terms of online service delivery. We need a

much more aggressive cloud strategy, using the latest technology, to ensure government
services can be delivered fairly and efficiently. The regressive rules around storage outside
Canada need to be scrapped!

1471 Brings BC back into alignment with the other Provinces and the World. This would lessen the
costs to government, while ensuring incorporating the latest security to keep government
data\information safe.

1476 The security of the information is the most important because once it is leaked it is out there
for good. The preference is to host and store data in Canada, as it benefits Canada, however
this may not always be possible as Cloud Storage becomes more prominent. Having
convenient and user-friendly online tools for citizens will reduce costs in the long-run, but a
manual option should still be available for those who cannot use the online tools (due to
disability, lack of computer skills, or poor/no internet connection).

1491 Access to online services and online solutions that are not always available in a Canadian
hosted data centre.

1511 | just feel it is important to be the ones holding our own information

1521 There are more sophisticated threats to personal information than in years past. Ransomware

is one example. | think government should maintain as much control as possible over the
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personal information it holds, so it can apply strong security measures. Keeping government
information in Canada will allow for greater control, and enhance public trust. Public trust in
government is essential, especially as the volume and type of information it collects and
stores online is increasing.

1546 We have found a tremendous amount of secrecy about govt actions in the Forests Ministry.
Particularly about harvesting and planned activities on Crown, publically owned land. There
are mutliple govt-industry committees to which the public or stakeholders or NGO are not
invited, not told about. And denied under FOI. As the info asked for was not about the
finances of a corporation but about actions on Crown Land.

Transparency is a big issue

1561 Technology is always changing, the focus should be on delivering the needed services in a
timely and effective manner.
1566 Some of these options seem very focused on enabling Cloud Services. Perhaps if the

information is going to be used in this way, it would be more transparent to introduce why you
are asking the questions.

1571 Our work and lives happen online - we work online, we store our important information there,
we are on facebook, instagram, email, nefflix, etc. Some may lament past days of in person
interactions, but those days are both expensive and slowly dying. Services MUST be
provided online. New generations will not stand in line for a service. It's inefficient and a bad
use of their time. New generations will demand working from home, all services online, online
voting, etc. There's no use fighting the future so the government of BC may as well adapt to it
proactively and quickly. Also, it will save governments a lot of money, and with shrinking
revenues, a need to reduce carbon footprints, etc. it just makes sense to do and provide as
much as possible online.

1586 Access to data is paramount, and BC is sadly lagging far behind most other jurisdictions.
Data should be available through open data API's, with identifying information scrubbed or
aggregated out as necessary to provide privacy for individuals. This needs to be a priority
with COVID still active.

1611 | think they are self evident.

1616 Accurate, reliable, and accessible services are a priority.

The decision to organize this question as a ranked hierarchy is baffling, and it seems
designed to ensure that FIPPA’s data residency protection, under s. 30.1, is identified as a
low priority. Few people would reasonably be expected to rank data residency higher than
accessibility and efficiency. In reality, British Columbians should have every right to expect
government services to be accessible, secure, efficient, *while also* protecting their privacy
by hosting / storing personal information in Canada.

1626 BC and Canadian laws do not apply outside of Canada. Security is related to the legal
requirements on governments and their contractors, not just technical measures. Please see
OIPC report on the USA Patriot Act which forced the previous Liberal government to require
domestic data storage. Also take a look at publicly available polling about the issue which will
confirm that domestic data storage enjoys massive public support. Domestic data storage
requirements implemented to protect privacy of the citizens of this province also provide for a
domestic capability in this area.

1636 Protection of personal information needs to be the foundation for everything else listed here.

1666 Our neighbouring nation is an absolute cesspool of selling personal data in all directions for
all reasons, and that is increasingly dangerous. Online security issues are an ever-growing
problem. And it's nice to have online services, but not at the expense of having high-quality in-
person services.

1671 1. Patients should have free and FULL access to their personal health info online (everything
that the doctor can access) much like a bank account. Doctors and Health Autorities need to
stop gatekeeping to keep patients from accessing their own info.

2. All data should be stored in BC, no outside jurisdictions period.

3. Government is way too lax about who they allow to have access to a full patients medical
file without any reason for it. The fact that tens of thousands of employees have full access to
patient info in Vancouver Coastal Health and yet the patient (him/ herself) can not get free
access to their personal health info is absurd in this day and age with online access to so
many things (all except health records). My experience is that Doctors are poor to follow up
with patients, and allowing patients the ability to view their own medical report will ultimately
save public health care dollars.

4. Patients should be able to restrict who has access to view their health info

1676 BC Government should have a data residency requirement. It is the most important way to
ensure data is lawfully protected within Canada, more favourably within BC. This allows for
protection and ease of access to request changes or removal of data. Public bodies should
not be enabled to reduce responsibilities to protecting data by moving it offshore or reducing

Page 4BYFIURATZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

levels of service and access as a result.

1681 In today's world, all government services ought to be available online/digitally. Any personal
information or sensitive data associated with the online services or held by the government
ought to have effective security protections in place.

1686 Personal information must be kept in Canada where it is subject to Canadian law. It should
not be moved off-shore where it may face other laws, e.g. the U.S. Patriot Act.
1691 Keeping data in Canada is misguided. Security is what keeps it safe from bad actors.

Keeping it in Canada doesn't stop foreign state hackers and it doesn't stop Canada's allies
from legally accessing the data through existing cooperation agreements. It's a giant waste of
taxpayer dollars to require data stay in Canada.

1711 It's a false trade-off to say we can protect British Columbia's information or use and build on
the latest technology from around the world.
1716 | do not want my personal data and that of other Canadians to be stored on servers outside

of Canada where the regulatory controls are more lax. Your reasoning that the citizens of BC
expect better online government services and that's is why we have to store personal
information on servers outside of Canada does not make sense. Perhaps if you began by
taking a look at how your own websites are set up and how difficult they are to navigate for
someone who might be sight impaired or dyslexic or elderly or a new immigrant with no
English or someone with a learning disability you might find that more people might use them.
Starting with this survey which makes it difficult to click and drag the items in the left hand
box on to the right box, when you are using an |Pad.

1721 Even the top ranked option is not enough. Governments and the private sector/other relevant
sectors need to think out of the box and enhance tried and true security protocols to defend
against the seriously threatening cyberattack possibility.

1736 Since online security is extremely important, | would expect the government to want to protect
its citizens with the latest security measures available
1746 Personal data is not safe from other governments(US) or bad actors, accessing Canadians'

personal data if not stored securely in Canada. It is important to have services online for so
many reasons, not the least of which is convenience and it is more environmentally friendly,
we don't have to drive or take transit to conduct our business with the government.

1766 Data sovereignty is an essential component of privacy protection. The more government
information technology is outsourced to third-parties in foreign jurisdictions with (amazingly)
weaker privacy protections than Canada, the more our basic, fundamental rights to self-
determination are eroded. A very simple cost / benefit analysis will show that any monetary
savings are quickly foregone when compared against the ability of foreign governments and
actors to scoop up the sensitive and valuable personal information that the BC government is
seeking to ship outside of Canada. Spending the time and money now to invest in information
technology in Canada will yield more returns in terms of not only privacy protection, but also
job creation and the nurturing of Canada's own information technology landscape.

1771 Service delivery is what is first and foremost required. It needs to meet my timelines for
delivery.
1781 | disagree with the forced choice mechanism for this survey. | believe it is designed not to

gather information but to promote government current priorities. Many of these choices are
equally important. Equally, in the following questions | am as concerned about hackers
stealing my data as | am about the government misusing it. | am as concerned about my
health information as | am about my financial information.

1786 | believe we need to protect the data by leveraging up to date technology and not maintaining
antiquated and more vulnerable systems. Patching existing systems on regular basis and
enforcing the use of Muti-Factor Authentication and Privileged Account management.

1791 Security of personal and proprietary business information is paramount to using online
services.

1796 Government has access to my most sensitive date they should have the best security.
Storing data outside of Canada means they have lost control of that data.

1806 The government is impinging on peoples privacy on personal and private matters.
Confidentiality to prevent discrimination advocated by the government need to be prevented.

1816 Ransomware and hacks, especially those on-going data hacks/leaks that are discovered well

after they occurred, are my biggest concern given how uncommon identity theft and financial
fraud is these days.

1821 we need to be able to use latest available tools that meet security and privacy best practices.

1836 All of these concerns are of course important - but providing accessible services and
protecting our data from hackers and foreign governments/vendors are key.

1841 Because | care about security and want to prevent data breaches. | should never be required
to use services that are hosted outside of Canada.

1851 It is difficult to rank them in the abstract. For example, | want government to spend as

required to get the software it needs, but not to spend frivolously.
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1866 Without security at the top of the list, everything else goes sideways

1871 Keeping our information safe is more important than easy access.

1886 Security and privacy high priority

1906 It's the public right to have quick and easy access to the requested records/information. Also,
while not in your ranking, it is important that access to information is not cost prohibitive.

1911 Services have to be offered online to be relevant, and government should set a high bar for

efficient and secure delivery of services and serve as a model. New technology quickly
implemented is often a source of various errors and abuses of the system to enter into things.
Good, well-trained staff with clear priorities, principles and user-centred values in place is the
most important thing.

1916 Cloud solutions that store or access Pl outside of Canada are often less expensive and better
technology (more options and greater functionality) than Canadian options (if they even exist).

1921 cannot trust offshore data storage because there is ramifications for misuse.

1931 So many promises are made and never acted on, they must be. There are too many
bureaucrats.

1936 | feel that this question and the options are worded in a way to undermine the value of having

data hosted/stored in Canada. As if giving up this protection is necessary to offer government
services effectively and efficiently. | strongly disagree.

1941 if personell information cannot be protected bc would be inviting cyber attacks which are so
common already

1946 We have been taught not to trust that data stored under different legislation would be secure

1951 Services should be usable and accessible first, then never offshore, then modern.

1956 It is very important to me that the data stays in Canada and is subject to Canadian law.

1966 Before | answer that question | just want to say that the user interface to select ranked

options is absolutely terrible.

Like my god, I've seen worse but still. What is wrong with numbered rankings?

Think about an old person or the "average” person filling this out. You have alot more faith in
them than | do.

Anyways, | selected those rankings because privacy is the most stepped on right in our
society. It's been thrown out the window in the 21st century for a quick profit and its
disgusting.

It should not be a constant battle for a citizen for the right to have privacy. No matter how
mundane the life, it should be at the discretion of the individual what information is shared.

1976 Our personal data should not be stored or used outside of Canada
1991 Our data should never be allowed outside our borders.
1996 There are too many instances of hackers these days accessing information that they should

never be able to get to. Anytime our private information is stored where our government can't
control it opens the door to more attacks.

2001 Without BC's data residency law, these investments might not have happened, and all of our
sensitive personal information would be subject to the intensive surveillance enabled through
legislation like the Patriot Act in the United States, or potentially even worse treatment in

other jurisdictions
2006 My privacy is my greatest concern and | do not want it shared with anyone.
2011 It is unthinkable that governments would consider storing citizens information anywhere but in

BC or Canada. Other countries can be invasive and have weak protection when it comes to
privacy and protection of data.

Governments should make every effort to ensure citizens data is secure and remains secure!
Any government that does not do the absolute utmost to protect citizens data does not
deserve to be in power

2026 None of these matter to me with how government representatives are consistently lobbied to
make things less accessible, harder to understand (and more expensive), to benefit

corporations. Like our current tax system.

If companies with weak security (like Equifax) are only given a slap on the wrist (for pennies
on the dollar), | don’t see the value in Canada'’s government being secure.

2031 At home assures control and accountability. Build on latest technology and up to date security
are the same.

2036 Privacy is more important than ever before.

2041 Privacy and security are very important to me.
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2066 As Representatives of the people you should ensure our data is kept safe and in Canada [2ZZI[7
2071 If the past few year have shown us anything it is that corporations can't be trusted with
anything, they will use anything you let them get their hands on to benefit them. And in the
end multimillion dollar fines are just the cost of doing business if they can make more by
breaking or stretching the law.

2076 Privacy and security are important to me as | want to ensure my information does not end up
in the wrong hands

2081 Once data leaves Canada, there is no guarantees how and who can access it. There it is
important this data stays in Canada data centres.

2086 Keeping our data in Canada [A[7I[7, means we have jurisdiction over it and the jobs associated
with keeping it here and secure.

2091 | fear the security of my data if it is not stored locally.

2096 DO NOT ALLOW ANY PERSONAL INFORMATION TO LEAVE THE PROVINCE!!
PERIOD!

2101 privacy is my number one priority

2111 With all the supposedly secure programs from Microsoft, it's affiliated, and many other

companies that promise they offer secure products only to have our data hacked & sold. BC
Gov services should be a little slower to change to protect the security of our public data. |
simply do not frust human impulse to grab the latest software only to discover a Trojan.

2116 Privacy and personal ownership of information is essential

2126 I'l be blunt. You have no right to store BC residents' information in other countries. You also
have no right to be pandering to companies like amazon, who exploit workers and consumers
as a matter of practice. | wonder, did they lobby the BC government to have information on
their web servers? Given recent news, they seem to lobby aggressively. | wonder if the BC
government has now lost its spine?

This survey is also insulting, as it clearly indicates a bias by the creators to promote the use of
technology located outside the country.
This idea needs a stake through the heart. Stop kowtowing to foreign interests. You are
accountable to BC citizens, not them

2141 Data residency in other countries is a danger to the privacy of all Canadian citizens. Seeing
how data is used in some other countries, it is crucial that we keep Canadian data within
Canadian borders.

2156 Canadian data should be stored in Canada better still British Columbian data should be
stored in British Columbia. | do not want my information going across a border

2166 My privacy is important. With so many data breaches in the news, | am concerned about my
personal safety from hackers or other countries wishing to use my data.

2171 It is imperative that information not be accessible to other countries, where we have no
control over how they use data.

2181 Really | would prefer them to be equal in importance.

2186 My privacy is very important to me. It's critical that my information is stored/hosted strictly in
Canada.

2191 Allowing data residency to siray outside of Canada was only supposed to be an emergency
measure. The emergency has passed and that measure is no longer needed, nor appropriate.

2196 | am very concerned about the security of my personal information. So store allmy info in
Canada and have strong security protocols.

2201 The government doesn't control data outside its borders.

2226 Top data security and Keeping our data within Canada is the only way to ensure foreign

organizations do not use our data for their advantage. This has been proven many times.
Allowing foreign storage of our data greatly increases our vulnerability.

2231 BC residents private Government data should only be stored in Canada

2246 We are only able to protect citizens private data if it is kept within our country, we've seen
time and time again that we have no recourse for the many data breaches outside our
country.

2251 Our personel information should NOT leave BC

2256 Digital security and integrity are the most important, especially when the Chinese Communist

Party is actively seeking the personal and health data of Western nations. Any steps the BC
Govt can take to prevent data leaks is what ranks the most important to me.

2261 Difficulty booking appointments online. Submit a web form to book appointment for pension
spousal application. It says person will reach out in 2 days. There have been no replies even
with second submission a 3 weeks later. Calling the phone number, the person on the phone
knows nothing about how to book appointment, keep say because of covid you need to use
website. After waiting for 2 month, finally drove to office WITHOUT an appointment. The staff
there had NOTHING to do. Was served right away.
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Unacceptable that your instructions say to use website, but it's not going to the actual staff at

the office.

2271 Canadian data must be stored and secured in Canada to prevent 3rd party access where
Canadian interests aren't paramount.

2276 | don't want my personal data leaving British Columbia

2281 | do not want my information to be stored in foreign countries

2291 It is not intended to be seen/used elsewhere!

2296 Privacy and security are the most important.

2301 Don’'t want my information stored outside of BC or outside of Canada

2306 Cyber warefare defines the 21st century. Data breaches of sensitive citizen data (particularly

of the nature shared with government) is the biggest threat to national security. Protecting
citizen data and maintaining (earning) the electorate’s trust in how government protects them
from these dangers is critical. More important than keeping up with technological trends.

2311 People being unable to trust the goverment to responsibly handle the extremely powerful and
consequential data that people must trust it with in order for things to function, seems like
much more of a profound structural threat, maybe even existential threat, to the basic
functioning of society, than the availability or convenience of any particular thing.

2316 Our personal data needs to be protected and NOT shared with other countries. High security
essential for government websites.
2321 It is absolutely essential that ALL government hosted online information be stored within

Canada where it is subject to our privacy legislation. There is far too much sensitive
information and too little regulation in other countries, including the USA, to allow our
information to be stored outside of Canada.

2331 Data risks are unacceptable, data risks are not controllable if outside the country.

2341 Our data needs to stay in Canada, other countries don't have the same stringent rules as we
do.

2346 | want to know my data isn't traversing around the world

2356 Canadians cannot let our data be used by foreign governments, no matter the cost savings.

It's vitally important to our privacy and freedom. Selling or trading our data will erode our
ability to remain sovereign in the face of profiteering from multi-national corporations and

interests.

2361 Because my data is mine and | want it kept in Canada. | do not want any other country to be
able to access or store my data

2366 The privacy and security of our personal data is more important than people realize. Once it's

in someone else’s hands, we can't get it back. | have the choice not to participate in corporate
online platforms but | don't have the choice to opt out of government services. Please don’t
trap citizens into giving away our personal data to foreign corporations.

2381 Privacy and control of personal information. Keeping personal data stays within our laws
2391 | feel safer if our data is kept in Canada.

2401 Easy access but only if secure and data remains in Canada

2411 In order to keep my data secure, it is important to me that it remain in Canada. Laws around

digital privacy and use of information differ between countries and | prefer transparent
information about where my data is storied and how it is secured. Privacy and digital security
are most important to me.

2416 Sensitive personal data is used only for the purposes for which it was collected, is secure and
only stored for as long as the purpose of collection warrants. Is stored in Canada.

2426 Data sovereignty and security of a government's citizens is far more important than ease of
access or cost

2431 At the very least we should be keeping our gov data where we know it can't be accessed by
foreign governments or their agents.

2441 Keeping my personal information private. Being able to use Canadian laws to protect my
data.

2446 Because it's obvious why you're trying to do. Fuck off with your bs

2451 That our information is stored in Canada and not some foreign country that might not have the
privacy act
And could be easier to hack into

2471 Cyber warfare is a critical Avenue to understand

2481 Data privacy & security is important to me. | do not want my personal information to be
subject to rules from foreign governments.

2486 Privacy and security are most important

2496 Privacy and security is important as technology giants like Google, Facebook and others

make billions in profit mining this data and selling it. This data is dangerous to anyone using it
to manipulate the population for their own gains.

2516 As if we can place any real trust in other sovereign nations to protect our data. Grow up.

2521 Government should find ways of delivering services online, when done securely, using best
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practices, this can not only improve the value British Columbians get from the government, it
can be done at a lower cost.

2526 If you are going to keep data on me keep it in my country. | do not need the NSA monitoring
my information.

2536 Our gouvernement data should not leave our country, period.

2541 Less chance of losing control of this sensitive information

2551 Data leaks can happen to any organization. Protecting the data from unauthorized use needs
to be prioritized over how guickly services are offered and costs.

2556 meta data should not be for sale

2561 Canada in general, and BC in particular, must protect Canadians from data mining and other

forms of intrusion by corporate interests, which usually come from corporations ultimately
headquartered outside of Canada, no matter if they have Canadian branches. If this makes it
harder to use the new tools that corporate interests want us to use, that is a price that
Canadians in general, and British Columbians in particular, need to be willing to pay in order
to take a stand against international corporatizing.

2576 Canada is for Canadians, Canadian data must be protected in Canada

2581 Because privacy is being eroded under the guise of the pandemic emergency. Governments
all over the world are changing laws for a temporary measure and then making it long term.

2586 With the amount of hackers stealing information, our information should be protected from
hackers, foreign entities, and all others that have no business knowing who we are and what
we do.

2591 | don't want any foreign national, private sector or public, having ready access to my private
information stored in Canadian Federal or Provincial data banks.

2601 Value of privacy is essential. | want security in my privacy when dealing with Government. |

want government to be smaller and not so big brother. Government is dead broke and wants
to load Canadians with more debt so | advocate for smaller government. | believe
Government workers make way too money compared to the rest of the population and ought
to spend less and work harder to provide better services.

2606 | want access to my own info with services delivered quickly and efficiently, but | want it at the
cheapest cost possible with the data being secure.

2616 Privacy and security of my data

2626 The Government does provide a lot of useful services for individuals who require aid in many

facets of life, but getting actual access to public aid like that often includes dealing with long
delays or brutal waiting lists. | understand these are mostly unavoidable and part of the
process to help people, but if something could be done to make it more efficient than that
would be preferable

2631 The 'latest' technology never stops changing. By chasing it, you'll waste everyone's time. You
need simple websites that can be accessed by anyone any time on ANY device. Not
everyone has google apps and the government should not require their citizens pay for a
google phone just to use a service. Use a progressive web app if you must, but a simple
website would be even more securve.

2636 The world of hacking, especially in other countries with less safe privacy protection, frightens
me. We need the best tech available while keeping our data within Canada.
2641 Actually the surey is stupid, Rankings are stupid. In many cases they are all equally

important! That said whatever is done on line for our services needs to be done properly.
Quality and security in number 1. Using third party services such as google or microsoft
should be banned as it falls outside of our control.

2651 | think that it is advisable to store personal data in Canada to reduce risk of data exposure.

2656 Privacy is paramount in both commercial and government online services and should be held
accountable when the service fails to protect the private information

2661 Data about Canadians needs to be hosted/stored in Canada - companies outside Canada

can and will change their methods and security at will and without notice, so although such
hosting/storage seems secure at first, it is unlikely to remain so.

Security is extremely important, and keeping it up-to-date is one requirement to maintaining
security.

The world works online, so government service must be online as well. But they should also
be available offline for those who cannot use online.

2666 Our data should NOT be shared with outside sources of any kind. It should be kept in British
Columbia under high security protocols. Anything else is a breach of our privacy rights.

2676 convenience of use and security of data stored

2681 The US Govt has claimed the right to access foreign data stored on US servers, no matter

how briefly. | think Canadian Sovereignty is important.
I think access to accurate Canadian Govt info is important. That means storing it under
Canada's control.

2686 All data, stored in residency, is absolutely needed to prevent potential users from other
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jurisdictions utilizing, stealing out personal data.
Foreign commercial and governmental bodies must be prevented from the invasion of our
personal, BC citizens information!!!!

2691 Information security is vitally important to protect our personal data

2696 Online government services usually involves personal and private information, and every
effort must be made to keep these data within Canada.

2706 We must never let our personal private information and data be subject to the laws of other

countries. If this was ever in doubt, the excesses of misuse of power under the Trump
administration taught us that no other country can be trusted to keep Canadians' interests
intact in the face of that country's immediate priorities.

2711 | don' want my Info to be located in another country that can and as history has shown around
the world with escalating tensions will be used against me to attack the sovereignty of the
nation and harm my own personal well being.

2726 Our data should not leave the province
2736 Data residency is crucial to information security.
2741 In the nearly 20-years that BC has enjoyed our data residency law, we’ve seen some of the

biggest companies in the world, like Microsoft and Amazon, invest in creating data centres
right here in Canada. Without BC's data residency law, these investments might not have
happened, and all of our sensitive personal information would be subject to the intensive
surveillance enabled through legislation like the Patriot Act in the United States, or potentially
even worse treatment in other jurisdictions.

2746 It is my personal information and my government has a responsibility to safequard it and
protect my privacy.

2761 Data should not be stored anywhere but in BC.

2766 Government information is often sensitive in nature and quite comprehensive. For privacy and
identity theft prevention, data should remain in Canada with a priority on security.

2771 | want my data securely and accurately held, preferably within the jurisdiction.

2781 There should be no personal data of British Columbians stored outside of Canada.

2786 All personal data should be kept safe within B.C. | think it is dangerous to have data stored

offshore or in other areas other than B.C. which makes it more possible for countries and
individuals to steal data sensitive data.

2796 Government data being hosted in Canada is paramount to ensuring the nation's security. This
is enhanced by staying on top of physical and cyber security practices. It's less important that
things are available online and more important that those things are protected first.

2801 | want safe and fast information, but my data needs to be housed in Canada.

2806 Data residency is am important part of protecting our personal information. Keeping our
personal information private from corporations and other governments, particularly foreign
national governments, is important to protect our rights in a democratic society.

2811 Once the info leaves or is stored outside Canada the government no longer controls it and
that can and will lead to problems. Just because someone or some entity offers these
services for cheaper does not make it a better option, especially if those option are outside
the country where the government's authourity is much more limited.

2821 "In the nearly 20-years that BC has enjoyed our data residency law, we've seen some of the
biggest companies in the world, like Microsoft and Amazon, invest in creating data centers
right here in Canada. Without BC's data residency law, these investments might not have
happened, and all of our sensitive personal information would be subject to the intensive
surveillance enabled through legislation like the Patriot Act in the United States, or potentially
even worse treatment in other jurisdictions. "

2826 Time and time again we hear of security breaches affecting critical identity information.
Locking that down as tightly as possible is my greatest concern. | would prioritize spending
more internally rather than cheaping out and farming out sensitive data across borders

2836 Privacy is important and allowing you to sell off our information is absolutely disgusting.

2841 The requirement that our data remains in Canada and therefore subject to ONLY our
countries laws is the reason most people trust the online services. See how long that trust
lasts if you start storing the info in the US, subject to their data collection...

2846 Being in the it industry | am aware of the critical importance of security and the increasing
attacks that can endanger our personal data. For safety and privacy of our personal data our
data privacy law is the next most important

2856 Do >>NOT

2861 Security and privacy can't be sacrificed for the sake of expediency or saving a buck.

2866 Security online, efficiency, speed and connectivity and Canadian guard of the data are very
important to me.

2871 Personal Information is to be protected from hackers and abusers especially from foreign
entities beyond our influence.

2876 Data residency is paramount to maintaining the safety of extremely sensitive data. Constant
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and sustained data breaches in the private and public sector are evidence of why we as
British Columbians need direct control and access to our data. Our personal information is
not for sale. Keep in in BC. Keep it in Canada. Data residency also fosters development in the
province by forcing large blue chip companies to invest in infrastructure locally such as data
centres and business offices. There is no reason to move any of these overseas or out of the
country, other than blatant cost slashing. Equifax was breached years ago in the USA and
several thousand Canadian citizens had personal data compromised. To this day there have
been no reparations whatsoever for their loss and damages. LifeLabs Health services was
also breached recently, again no reparations were made whatsoever. Those who would seek
to hurt us and undermine us are not going anywhere, in fact they are only getting stronger.

2881 It makes sense to ensure that sensitive data won't be subject to intrusion by foreign
governments.

2886 Europeans have GDPR, and in the United States there are many data protection laws. It is
preposterous that BC government even considers such thing!

2891 Privacy and data protection are top of the list because data exfiltration and data leaks are
currently an enormous problem in the world. The less hands in the pot the better

2911 | do not want my data to be stored outside of Canada. | distrust companies beyond the reach
of Canadian law.

2921 Governments are usually inefficient and there is no accountability on how they spend their

money, while the poorest end up paying more to finance services when everyone pays with
higher inflation or higher taxes.

2931 There is too great a risk for Government Data and my personal information to be
compromised in the hands of foreign entities. |t should be mandatory that Provincial Data
Repositories are contained, secured, and managed within Canada.

2936 | don't trust my data being stored or used by anyone or anything that | don't know.

2941 Because that's my choice for many reasons.....Canada wasn't able to produce its own
vaccines for Covid, and now you'd think it prudent to store our data offshore!
How foolhardy!!11

2966 | don't want my data ever stored outside of Canada and | want it stored securely.
2971 | am not comfortable with our country using other countries to store its citizens information.
2976 Now that | have no in person GP | am very concerned that my personal medical information is

kept private and secure. | do not reeally trust the virtual MD programs as they are hosted by
large corporations who may have an interest in selling data. | rely on the government to keep
me and my personal information safe.

2981 It's important to me that confidential information remain hosted within the country. | don't
believe that our private data should be subject to the whims of other countries who may have
very different priorities than us. It's also very important that security be as good as we can
make it.

2991 To quote an intelligent source: Data residency is a fancy way of saying that the personal
information of BC residents isn’t allowed to leave Canada. This means that our sensitive data
won't be subject to the infrusion of foreign governments, or handled in countries with weak
privacy laws. It also means greater investment in Canada'’s information technology
infrastructure. And all that means better privacy protections for all of us here in BC.

2996 Our info SHOULD STAY IN Canada

3006 Without robust security and availability the other items cannot be relied on. Hosting and
storage in Canada should protect the integrity of the data.

3011 My privacy is important and many companies have shown that they do not value it, often

selling personal data or using it for advertising. By keeping my data in Canada | benefit from
stricter privacy laws and also support Canadian businesses.

3021 Data hosting outside BC puts our confidential data at risk. Protecting our privacy is very
important.

3026 Data privacy is amajor concern to me. It is incumbane upon the government to not share its
data, even inadvertantly, with foriegn entities of any kind.

3031 The questions here look they're being spun so government can offer politicians more in

taxpayer money and less in services. Quick service should also mean secure and effective.
IN PERSON SERVICES should ALWAYS be available.

3041 The top two are really about equally ranked and deeply intertwined. | don't trust a foreign
service to manage my data and data security is of paramount importance to me.

3046 Security should be task number one. Quality will follow if security is in place.

3051 Data is subject to the laws of the jurisdiction in which it is stored. The only way to safeguard

the data of Canadians is to store it primarily in Canada, and to ensure that the systems where
it is stored meet the industry-standard for information security.

3061 Canadian public data should stay in Canada, hosted and stored, not be sent to a foreign
country where you do not know what is happening to said data.
3066 Security is always the most important element in online activity
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3071 There are few things, if any, more important than data security. Data stored outside the
country has no reasonable expectation of privacy or security since it is effectively beyond our
control.

3086 Privacy is becoming harder to maintain, especially since most info is accessed by third
parties, and because of the influence of large tech companies on governments.

3091 | am concerned about privacy, and don’t want to see an important right like data residency
erased.

3096 It seems pretty obvious but it is much safer to keep our personal data stored in Canada with

the most up-to-date security protocols in place. Storing it elsewhere is too risky.

| always use the web to search for information and do as much as possible online when the

opportunities exist.
3101 The safety of the information is the most important thing to me.
3106 Personal info gathered by the Gov't should stay where it was allowed to be in the hands of the

initial permission group alone. Gov't records for myself should be available to me alone.
Security needs to be strong on this.

3111 Government spending is inefficient and spends like its water and is not accountable except
through elections.
3116 With the advent of COVID cyberattacks have increased exponentially and even in larger

organizations private info has been compromised. It should be top priority to keep private
information secure

3126 Privacy!

3131 Government data is owned and controlled by people of BC and is better protected kept in
Canada. The privacy of this data is too important to be stored or processed in other, perhaps
less security minded countries. The fact that the data is kept in Canada does not mean that
we cannot take advantage of the most up-to-date security protocols nor does it mean that we
cannot "use and build on the latest technology from around the world." Canada, and BC
especially, has world class developers and development companies. There is no legitimate
reason for our data to be handled outside of the country.

3136 It is critical to me that my information is stored in Canada and kept safe.

3146 Information on Canadian citizens should stay in Canada, only being shared with foreign
actors when truly necessary for Canada's security. | find it upsetting that my health
information is already processed by a foreign actor.

The more | learn about Cyber Security and about the manipulative capabilities of Al, the more
| am concerned about the future of true democracy in Canada.

3156 Foreign governments and companies are not welcome to my data.
3161 All data MUST be kept in Canada.
3166 There is too much surveillance in the USA and the UK. Canadians do not need or want Big

Brother looking into every aspect of their lives, done by another country.
It's bad enough our Govt want's to collect data on us , but we do not need it to be stored
outside of BC.

3171 We are a sovereign nation. The only people who care deeply about Canadian values and
ideals are Canadians. Other countries may be similar, but they are NOT Canada. Companies
are ultimately driven by profit. Rules and policies can be changed easily to accommodate
financial needs. Breach of contract can take years to address and in the meantime the
damage is already done. Once our personal and private information is outside of Canadian
jurisdiction, we have no more control over it. At all. No policy, treaty, agreement or assurance
will change that simple fact. It is not acceptable to me to have personal information stored,
gathered, manipulated or used in any way outside Canada. No exceptions.

3176 privacy

3186 Our data should not be subject to weak privacy laws, nor should it be accessible by foreign
governments.

3191 Convenience. Online access is generally quicker than other methods for the info | want. Most

of the time | find what | need without being stuck on 'hold’ on the phone. Also, should | need
more info, | expect the online pages to direct me to the proper contact. If my personal access
should fail, | can still use public equipment (Library for instance).

3196 the information registered with the government of british columbia is solely for use by the
government of british columbia and no-one else. the only way to ensure that is for the
government of british columbia and myself to store, manage and disseminate that
information. no one else should touch or have access to that information. i do not authorize a
third party access to my information.

3216 Given the ubiquity of being online in our lives, government services should always be offered
online. Government services involve the handling of Canadian's sensitive personal
information so data security is paramount and data should not be stored in jurisdictions
outside Canada where it is subject to the privacy laws of another state.
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3221 When | need services, | want them available quickly whether that is online or by telephone.
However, | do not want my data stored and managed in a country other than Canada where it
is subject to laws other than Canadian. Cost and quality are also important but less so than
maintaining our national security and privacy standards. Keeping jobs and technological
expertise within the country will position us better for the future.

3226 We can't be letting foreign ccountries get access to our personal data,; not everyone acts in
our best interests, and our data should remain private like its supposed to , not sold to foreign
companies .

3231 It is important that government services and priorities are delivered quickly because these

services are often ONLY available through government and not the private sector (child
welfare, spousal protection) and are required most often by families without access to
equivalent services in the private sector.

3251 little faith in internet security and even less faith in privacy with third parties

3256 Privacy...

3261 Data residency is necessary for sovereignty. Government should value resiliency over
efficiency.

3266 Security breaches are becoming more common and can be used to influence politics as we
have seen happen in the US. While all of the options are important, security is essential.

3271 Our data should be secure in Canada, subject to Canadian laws. It should not be available
outside of the country where it could be subject to dubious security.

3276 | don't agree with any of it. | don't know where our data is stored but I'm sure it's not safe.

3286 In any emergency affecting the public at large, the government must move quickly to restore
the health of our citizens.

3291 no -brainer

3301 Security with regards to government / personal information is vital.

3306 Privacy of my personal data is very important to me.

3311 I'm concerned our data will be vulnerable if you send it out of Canada.

3316 We must have confidence that information provided to government is secure.

3326 Too easy to compromise data regardless of security, keep it in house.

3331 World is becoming so tech-oriented, | feel the Government is lagging behind in keeping
Canadian data safe.

3336 It just makes sense to keep our information in Canada where our laws apply and we have a
say in making sure that happens, we just saw some bizarre things happen in America in the
last 4 years.

3341 Basically logical in my opinion; our personal data protection/ security is of upmost importance,
always best kept within ones own country.

3346 With data breaches and ransomware exploits, it's important to secure our information. It's

also important to keep our data in Canada to avoid countries, where privacy is secondary to
protection, gathering or searching our data without a warrant.

3351 Citizen’s data should be protected at all costs and not be accessible to foreign powers
outside of our borders

3361 Foreign entities, whether governmental or corporative must NOT have access to our
information. This is vital.

3366 Privacy of data for all Canadians is of the utmost importance

3376 privacy, security, timely delivery

3386 | do not want my data leaving Canada. | don't want it hacked or sent outside by my own
government.

3391 It is important that we control our on line information locally. If we allow outside agencies to

have access to our data that is beyond our control then our data could be used for situations
that could be against our wishes. We have to be able to maintain control of our information
locally as much as possible.

3396 Security is paramount these days, but | feel it's important to utilize reasonably current
technology to provide services and stay competitive.
3416 Its very importantthat our sensitive data won't be subject to the intrusion of foreign

governments, or handled in countries with weak privacy laws. It also means greater
investment in Canada'’s information technology infrastructure. And all that means better
privacy protections for all of us here in BC.

3421 Keep Canadian's data safe should be our top priority. | think it's well known that the Canadian
government is slow in delivering service, moving this to online (but within Canada) should
help with this. If we want to improve on Canadian standards, let us develop our infrastructure
and IT sectors within Canada.

3431 Keep jobs/data in Canada

3436 | value my privacy and do not want my personal information being made available to foreign
governments or other foreign entities.

3441 Keeping data in Canada is the most important aspect for me. | truly believe we need to be
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autonomous in this regard. We should not be reliant on other countries for data storage.

3446 Storage of data in Canada is meaningless if it can be hacked into from other places.
However, if the data is held elsewhere, what is the accountability for privacy and protection?
And Government Services absolutely should be available online, but not only online (there are
populations who have difficulties accessing online services).

3451 Security rates above all. always.

3461 Keep British Columbian's personal data out of hands of foreign countries.

3466 | don’t want my data leaving the country | live in

3471 Data breaches heavily affect people even decades after the fact. | do not want my personal
and sensitive information getting into the hands of foreign agents.

3476 It's quick .. instant news

3481 The gov't should not offer convenience at the expense of its peoples data security.

3486 My personal information is not to be available to anyone else. | value my privacy the most.

3491 | do not trust how my personal information might be used outside of this country and see no

reason that it should be shared, which is a possibility if not hosted within Canada.
Safeguarding my ipersonal information is more important to me than any other aspect.

3496 Nothing else is as important as privacy. There is no such thing as perfect computer or
network security. The best we can do is keep data within the borders, and implement high-
standards in our efforts to keep it safe. Relying on other parties, governments, or nations to
do the same is foolish. Let's do it ourselves, and do it right. Hire the engineers. Pay the
money. Do it right the first time.

3501 what goes on with me and BC govt is not the business of anyyone or anything else. | do not
appreciate my information,supposedly privacy protected, going anywhere else than for what
itis intended!

3506 Services needs to be provided online BUT must be secured and hosted in Canada.

3521 | don't feel safe knowing my information is stored elsewhere. British Columbian's Information
should reside in British Columbia, guarded by strong privacy laws.

3526 Less government control the better.

3531 | am very concerned about the use of data, the sale of data to third parties, and access to

data by parties outside Canadian jurisdiction. The recent hacks of business in the US that
exposed Canadian data e.g. the credit check hack are a huge red flag. Storing data on
servers outside of Canada potentially exposes that data to regulations and laws that would
not be permitted in Canada.

3536 my privacy matters

3541 I'm increasingly concerned about the accessibility of private information by third-parties, and |
don't want Big Tech companies accumulating an ever-developing profile of everyone.

3546 Privacy and convenience both important

3551 Government information systems should be safe from hackers and ransomware.

3556 Data should not be made available to foreign entities and should be made secure with the

most up-to-date protocols to avoid international scammers and use by foreign governments
that may be hostile to Canada now or in the future.

3561 Too many data breeches, hacking confidential information on government sites and cyber
attacks have been happening! Puts Canadians at risk and it is not acceptable for any
information to be stored outside or Canada nor sold nor shared with any other party,
organization, corporations, other governments etc. The Canadian government has a
responsibility to work for the people and what we want! This latter part has shifted and
changed since the pandemic began and our security and safety has been compromised since
many services went online!

3566 Concern that our privacy remains private. Develop our own storage and data security, then
we can sell this service to other firms. | would think that Telus would be able to develop this in
BC for BC.

3571 Private data of Canadian (BC) citizens need to be protected and stay in Canada. No sharing
of such data with the private sector should ever be allowed.

3576 Data security is absolutely essential - my privacy is very very important to me!

3581 the most important thing is that the data is located in Canada. The bit of money we might
save is insignificant in relationship to government waste in general

3586 With proper use of technology people can access information in the best way. Using online
services is good on resources and more efficient in all aspects.

3591 Security of personal information when held by a third-party, including a peoples own

government, is of the utmost importance.

Where possible, all personal information should be stored within our own borders, and if not,
due diligence should be ensured that data will only be stored in trusted countries with the
same or more stringent privacy laws. Online tools are convenient and easy and allow for
more expedient services, but should not come at the cost of personal data risk or
mismanagement.
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3606 Lack of trust in foreign location, access, control, of BC resident information.

3611 Our privacy of personal information can so easily be used globally to control individuals and
society

3616 Online security is not keeping up with online threats, and there are no safety nets or
compensation when they fail.

3626 The varying political climate outside of Canada has led to many security breaches of personal
information. We should be the watchdog of our own citizen's information.

3636 Canadian data should be stored in Canada, and must be secure, especially in light of data
leaks/breaches in recent past.

3641 s.22 Preventing this again is important

to me. | will support much higher investment in this area, because it is obviously needed and
threats and public needs have changed.

3651 External parties/countries have no motivation or reason to protect private data. It needs to be
kept in country and in province.

3661 | believe it is more important that the government keeps our data secure than it is to have fast
or cheap service.

3671 Information about Canadians should be stored only in Canada

3676 It's just basic sense that you would want the government to store your personal data within

your own country. Like, it's not even a question, why on earth would it even be considered to
be okay to have the government store information on its citizens outside of the country.

3691 Our info has to stay IN OUR OWN COUNTRY
Gov't should be efficient not bureaucratic and Kafka-like
Services should be as easily accessible to its citizens as possible
Privacy needs to be protected from rapacious corporations and intel agencies
see #2 point
Gov't should never be cheap about protecting our rights

3701 Accessing government services online is a must nowadays, yet many of the services are
available over phone only, and some online services just gateways to phone based services.
Private data security and privacy should be the utmost importance, it is one of the pillars of
trusting in government in the age of information, when personal data has turned into currency.

3726 If 1 did not feel government services were secure | would not use them.

3716 | do not trust givernment with my personal information. Respect personal privacy and
freedom. You are not my nanny.

3721 due to frequent data breaches and data protection laws outside Canada, all governmental

data data must reside in the country on servers located on Canadian soil. this data must also
be protected from outside bad actors.

3731 I don't trusta y government information or promises

3746 In this world, we need things fast and they are expected with the rest of the economy, so
answers to queries/questions should be priority for the gov't! Not taking 2 weeks to answer
an e-mail!

3751 National sovereignty on the data, privacy and safety are my top concerns

3756 Identity theft and data leaks should be avoided.

3761 Information needs to remain on Canadian soil to ensure that we can have laws to protect it

that are not superseded by foreign interests. Continued increase in hacking and unauthorized
parties attempting to access information makes constant vigilance around security protocols
essential. Potential identity theft and misuse of the information make these critical. Once the
information is out there the risk continues for years or the rest of your life so failing to ensure
this is protected is not an option, as are apologies once it has happened. the damage has
already been done. Security and ease of use and cost are unfortunately at odds with one
another, given the critical impact breaches have it's essential that this is protected as the first

priority.
3766 | value my personal information very much and do not want it crossing borders ever
3771 | don't want to use any government service without knowing that it has the best possible

security. A hack is a terrifying thought.

Keeping our data in hosted in Canada is crucial for our economy. Without that we will lose the
investments of Microsoft and other companies who use us for their data centres. There is a
secure data storage centre in my city. Losing it would cause a huge job loss.

3786 We must maintain sovereignty over our data and information to ensure that it is safe and
never lost, stolen or misused. We elect governments to care or our collective values and
democratic rights and this must stay in the hands of the people of our province and country.
This must never be forgotten or betrayed.

3791 Post Covid it's obvious that we can’t rely or trust offshore providers for anything.
Cyberattacks are multiple daily. Canada has to step up and keep Canadian data secure

3796 Privacy and information security.

3811 Necessary for informed decisions
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Prevent hover overreach

3821 | want my information kept in Canada, some, perhaps, in B.C. In short, | have a suspicion that
the government proposals may entail far too much data-sharing and providing access to other
parties, foreign and domestic. | have not yet been hurt by it, though some have tried, but
possibly every day | see evidence of unwanted sharing, or stealing, of data. | must say that
though | voted for the party in power, said party is not in my good books at present. These
proposals do not help.

3841 There is NO SUCH THING as data security as soon as it leaves Canada, because most
every other country allows external data to be exploited, analyzed or misused. While this may
also occur within Canada to some extent, at least then it is not shared with foreign powers.
Almost every data breach | have experienced within the last 20 years was the result of my
private data having been moved to, stored or accessed outside of Canada: order fulfillment,
financial data, etc. The only exception | can think of is Life Labs, which clearly had a moron
as their CEO (Charles Brown), didn't care about such sensitive data, were too lazy to properly
protect it, or just were trying to save some money regardless of its consequences. When
these types of events occur within Canada, action by Canadian government bodies can be
taken such as fines and legal pursuits. However, both the federal and provincial government
need to develop severe punitive responses and fines per occurrence.

3846 | don't want my personal data to be accessed by anyone outside of BC. | feel BC needs to
have up to date security to protect personal data.

3851 The security of my information and the information of my family is critical. Anything that would
jeopardize this is unacceptable... absolutely unacceptable.

3856 The horrible, awful, corrupt, treasonous Trudeau govt has actively sold Canada and

Canadians to the Chinese Communist Party with no challenge from equally corrupt Opp. If we
at least insist data is kept in CA we may have a fighting chance against Trudeau and CCP.

3881 | want to make sure that the personal details that the government has on me is kept secure. |
don't trust having that information outside the country.

3891 Data security is my number 1 concern BY FAR. My data should never be stored outside of
Canada, even though | know it's not really safe here either.

3896 Control over data is critical in the modern era. Having data outside of Canada means that

Canada and therefore Canadians have ZERO control over that data. | work in the high tech
sector and I'm very aware of the data control and use of data once SaaS / PaaS providers
have access to it. In the US you may has well have zero controls over data and as data
privacy rights are basically controlled at the state level and generally only cover their citizens
within that state and do not take into consideration citizens in another state let alone another
country. Itis possible to use online services by leading providers but it may require then
setting up infrastructure in Canada (both Amazon and Microsoft have cloud datacenters in
Canada so this should not be an issue).

3906 Private Canadian citizen data should never leave Canada

3911 It's extremely odd you'd even ask such a question IMO. OBVIOUSLY because that's the
ONLY place it belongs and not in fucking China!

3926 |The government is overspending on all services already

3931 Data can be hacked

3941 Nothing of information should ever be kept or done outside of the Province of British
Columbia and our Government

3946 Other countries have less privacy regulations. Identity theft is already too easy. Let's not
make it easier!

3951 | want my data to be stored securely in Canada and used in Canada. | do not want my info
available worldwide.

3956 - Online access to government services and data helps with transparency, efficiency, and

ease of use. Without those measures, unnecessary roadblocks are placed before the people
who need access the most.
- Government data (I think this is a bit of a misnomer, as it's really the data of Canadian
citizens) should be stored in Canada to keep it out of the hands of other nations, unless as
necessary. As we've seen increasing cyber attacks, it is important to keep our data secure.
3961 It is of paramount importance to me that my data be private and stayed protected.
3966 Because our laws do not apply when our private data leaves the country.
| suggest an agent based approach based on something like holo chain which provides a
distributed secure mechanism of bottom up implementation.

Government technology implementation is often poor at best and often insecure. Itis only
more expensive because of the politics of its implementation.

3971 My top rank is that services be available online, why? Because it's the 21st CGentury.
Second rank was data storage in Canada. This just makes commonsense. Shipping
important personal and government data offshore is begging for a problem regardless of the
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'legal’ safeguards because by the time you need the 'legal safeguard’ it's too late.

Thirdly, good technology is readily available but, what we need are the people who can make
it work for us and that means investing in education.

The other concepts are easily done except spending less, which only means less service so

no thanks.

3976 Private information should remain private.

3981 Itis essential that individuals' data is protected from foreign influence and, particularly,
creeping corporatization.

3986 Data privacy is very important. Other countries do not provide the same level of protection of

personal data. BC resident data must continue to reside in Canada to ensure the privacy of
our information.
Secondly, securiyt is very important. There is no privacy without good security.

3991 Security is paramount, don't want to be subject to external surveillance.

3996 There are too many stories about government and corporate information being hacked and/or
attacked for ransom. That is why | don't want any Chinese or eastern European technology.

4001 the privacy of my data is incredibly important to me. it should never be available to anyone
outside of canada.

4011 Security has to be top as hackers operate globally regardless of the physical location of data;
housing data in B.C./ Canada protects the data from being subject to laws in other
jurisdictions

4016 | would not want data stored about me in other places such as the USA. | trust our different

levels of government to keep my details private and in the country. Leaving the country would
open all types of problems with the security of the data if in a foreign location. Not having the
data in the country would likely slow access and would make the data accessible to hackers.

4021 In this day and age, security of data is of paramount importance for the protection of our
country and its citizens. Simply by hosting/storing the data elsewhere than in Canada, you
have already defeated one of the main requisites of protection -- you are allowing the laws of
another country to govern the level of security. And friendly countries -- even allies -- can
become unfriendly in certain regards. One cannot 'protect’ against that.

Should we later find this out to be a case with respect to our data, it will already be too late.
They will have it. By giving up physical control of the storage, Canada gives up part of that
which makes it a soveriegn nation. One need only look at the revelations provided by Mr
Edward Snowden to realize that entrusting anything to the United States is a mistake -- and
they are our closest ally. The US intelligence services believe that they are entitled to
everything. Why make it easier by storing it in the very country over which they hold sway.

4031 It is important that our data stay in Canada for security and privacy reasons

4036 Because | should be able to access my information and government services online easily
and at any time in any format that's convenient for me.

4041 I don't want my information stored outside of Canada or even this province. Also the next

question is a stupid question because all of these rank equally. | don’'t want my information
release to anyone ever. Including my medical info.

4046 Online services are expected now, but with so much hacking of high profile companies/gov,
the protection of our data trumps everything, i.e. speed, cost, etc.
4056 It's important that the data about Canadian citizens be kept in Canada. | do not want our data

to be housed in other countries. This is of primary importance. | expect our governments to
use the highest levels of security possible.

4066 Security is an ever evolving landscape. There is no end-game, only the next move. Security is
most easily defeated once it is thought to no-longer be an issue.

4076 Making sure private information of any type remains private and not used by unauthorized
entities( domestic and foreign)

4086 It is very, very important that Government information about and for its citizens, and any meta

data that can be derived from these data remain under Canadian jurisdiction, if not possible
BC. there is no reason why BC should not have state of the art data storage. There are
sufficient high tech resources locally in the Lower Mainland, you just have to make this a
priority in your budgets. | have no objection to the service being contracted out as long as the
contracts are not open ended, have v. clear goals and performance measures, have controls
over profit levels and control over intellectual property invented in service of the contracts.
My impression from trying to use FOI to get access to health records data was that the CDC
was either ill equipped to handle and process the dat or that they were deliberately
obfuscating. The FOI Office was no help at all.

4091 My personal information must be kept secure and private. Allowing outsiders access to our
sensitive information, possibly with less stringent regulations and safeguards, in this day and
age of hacking, ransomware, and cyber attacks, is foolish at best. This is why we need the
most secure, up to date measures in place, and control of our data kept in Canada. Thisis a
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necessity, not a "nice to do"!!

4111 | strongly believe that other countries, particularly the United States, Russia, and China will
misuse information that they get about Canadians to our great detriment. | would much
prefer to have my own and my loved one's information kept in Canada and heavily protected

as a result.

4121 BECAUSE WE ARE HEADING INTO A DIGTAL ERA. WE SHOULD HAVE THE BEST AND
NOT BE THE MOST EXSPENSIVE

4131 News about data breaches are constant. Laws in other countries for data use and access are

obviously different and potentially fraught. By keeping the data in Canada there should be
more security. Jumping on trends and the latest hotness is foolhardy.

Canada has some of the premier tech people in the world. Pay them properly and reverse the
brain drain. Combined with proper leveraging of open source we can build reliable and
secure systems. Licensing random software from elsewhere is unnecessary and risky.
Modern lives are increasingly bound up in our data. Exposing or giving up that data to the
laws of other governments and foreign for-profit companies is unacceptable.

4136 Keeping Canadians data in Canada would only make sense in keeping it secure. Security
protocols are also top priority in keeping our data safe and secure, they are likely a top target
for hackers. (nation state or otherwise)

4141 Data residency is very important to me: Hosting data in other countries weakens privacy
protection in general.

4151 Data privacy is my top priority.

4156 Stored Data should always be stored in Canada. We learned during our COVID response
what happens when we trust foreign governments to honour Canadian Commitments.

4161 We know that government want and need our personal informant for many services provided

by government, but in this day and age, it's an absolute requirement that this data be stored
in Canada and not accessible to anyone outside the country, i.e. China, where some
countries and companies are using facilities to store their data offshore. This is especially true
in view of the fact that there have been so many data breaches in recent months with the
information being used for nefarious reasons. Our governments must be transparent about
how and what they do with our personal data...but that's something we see very little of these

days.

4166 | do not want my info going offshore

4171 It is essential that data about British columbians remains in Canada, governed by Canadian
law. It should not be otherwise, for any reason.

4181 | do not want the Americans getting my data.
EVER.

4186 | think data security is of the utmost importance.

4191 Security is obviously paramount. Not just from hackers; from others disguised as well-
meaning.

4196 KEEP OUR PERSONAL DATA SAFE AND SECURE IN CANADA!

4201 In the nearly 20-years that BC has enjoyed our data residency law, we’ve seen some of the

biggest companies in the world, like Microsoft and Amazon, invest in creating data centres
right here in Canada. Without BC's data residency law, these investments might not have
happened, and all of our sensitive personal information would be subject to the intensive
surveillance enabled through legislation like the Patriot Act in the United States, or potentially
even worse treatment in other jurisdictions.

4211 Data being hosted in Canada is by far the most important thing. As an Information
Technology professional, any data that leaves Canada and is stored on, for example,
Microsoft, Google,or Amazon servers, is immediately less secure, these platforms are a
massive target as well as, these companies will gladly hand over your data to another
government if asked to do so.

It is also increasingly important to support Canadian businesses after the pandemic, it is very
short sighted and just plain wrong for the Canadian government to funnel money out of
Canada when there are so many secure Canadian options available to them.

4216 Privacy concerns Our information is kept private and secure

4221 The BC government moves at a glacial pace to deliver ANYTHING. You make a lot of
promises, you almost never deliver. But then beg to be re-elected making the same promises
you failed to deliver on in the previous term. | also don't want to see my data for sale to

anyone.

4226 The safety and security of our data is paramount and should not be compromised. It must
stay in Canada.

4231 If data security is not guaranteed, it won't matter where these data are stored.

Page SEGTIUWRAITZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

4236 | am Canadian and | absolutely and adamantly do not want any of my information accessed,
by any means, outside of Canada.

4241 Data security should be a priority.

4246 Given the number of hacks of all kinds of online sites over the past several years, it seems
rather obvious that the best security of people's private information SHOULD be of utmost
importance.

4251 Itis critical important that governments and organizations of other countries do not have any

access to my personal information or online dealings whatsoever since we as citizens and the
government of Canada or BC would have absolutely no ability to control or gain recourse
over use/misuse of that information.

4256 Privacy is paramount. So is accountability for data breaches. | am not interested in solutions
which outsource data collection and storage to third parties. We have the capability to handle
all of this within our borders easily.

4261 Canada and Canadians are loosing their identity. The government is allowing outside media
to take over and push the real Canada off of the web
4266 There is no way for Canada to protect the information of its citizens when it is stored in

another country. It could be used against Canadian citizens and allow other governments to
target them, or sell the data to marketing companies.

4271 For all the conversations regarding tech security......tech is not 100 % secure. | do my best to
keep my life simple to be secure. My expectation is the governing power will put our security
before their ego.

4276 My top two choices were easy: the USA, Russia, China, etc. put a LOT of effort into

espionage. For example, there is good evidence that Nortel had their secrets stolen by
China. So, obviously, security protocols are top of the list. But data residency is an important
PART of security -- servers in the USA are legally open to the USA government intelligence
services. While Amazon, Microsoft and Google all claim that they protect data that's on their
servers in Canada, I'm not so sure that's true. That's because the Patriot act says the USA
government can access servers owned by American Companies no matter what country
they're hosted in. So: security is top notch important, and Canada providing verifiably safe
protection of data is a big part of that.

4281 Yeh... just see 'choices' below...

4296 In the nearly 20-years that BC has enjoyed our data residency law, we’ve seen some of the
biggest companies in the world, like Microsoft and Amazon, invest in creating data centres
right here in Canada. Without BC's data residency law, these investments might not have
happened, and all of our sensitive personal information would be subject to the intensive
surveillance enabled through legislation like the Patriot Act in the United States, or potentially
even worse treatment in other jurisdictions.

4301 Security of data and keeping within Canada and under our control is paramount

4306 Data stored outside Canada is not as secure and more subject to the whims of foreign
govenments.

4311 | value the privacy of my data. | would rather my data stayed in Canada and that the services
we purchase benefit Canadians including the purchase itself.

4316 hacking is more and more a threat, we have to be prepared for it. Keeping our data in Canada
seems prudent for security.

4321 Getting correct and real time information is at an all time low. Depending on your search
guery, depends on the answer. All of which produce different answers that conflict with each
other

4326 Nothing matters more than my privacy and online security.

4331 Because it's our frigging country and we should have our own supports and not outsource
everything. Trust level is very shallow so the fewer involved the better.

4336 I do NOT WANT my personal data to be accessible by other countries.

4346 | do not trust in nor do | approve of our governments. Provincial or Federal. They are anti

freedom and are slipping into full blown fascism. The definition of Fascism is when the state
gets into bed with big business and corporations. The USA is already there. Canada is right

behind!
4376 That is the job of government. Do not waste taxpayer's money.
4386 Government data and especially medical information on Canadians should be hosted only in
Canada and under Canadian laws so there is zero chance of access by a foreign nation
4391 Our info be visible to agencies/organizations in other countries. | would also like to see Govt.

services being available more easily by phone . E.G | have been trying to contact CRA for
weeks and have eithernot been able to get through at all or have been told there is a 1 -2 hour
wait to speak to a person.

4396 Store my personal info in Canadal!

4401 Canadian and BC laws are among the best in the world in terms of protection of privacy as
well as human rights. | do not want government information subject to the laws of other
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countries or vulnerable to security risks that can not be addressed immediately by BC
personnel and technology.

4406 I am a data engineer and | know exactly how easy it is for nefarious actors to exfiltrate data
from improperly secured systems. And that there is no method to redress losses made
outside of Canadian law.

4411 There seems to be an attempt to make money by using private information that is intended to
support and encourage the wellbeing of Canadians

4416 Our data must be kept locally, otherwise we can't know for sure that it's secure. | fully support
reenabling BC's Data Residency laws.

4426 Security and privacy are of utmost importance to me and my family. We do not want our

personal information compromised in any way.

All government services need to be available online these days.

How much government spends on these priorities is of least importance to me. More
important to provide the services than the cost of doing so.

4441 Data must be secured in Canada and not elsewhere. Critical to have personal data stored
where others cannot access them.
4446 Quite simply, | do NOT want my and our government'’s information stored outside of a

Canadian jurisdiction. This is fundamental to my personal, and to our country’s sovereignty. |
cannot understand why you would even consider this. It is a benefit to BC and Canada to
force companies to manage and store Canadian data in Canada and subject to Canadian
privacy law. | don't care about Zoom or any other corporation’s challenges. | care about
safety and control of my data.

4451 | don't want my personal data to be stored outside the country, | think we as a nation are more
than capable to maintain ourselves to a high standard of care and quality without risk of
foreign breaches

4456 Privacy is of utmost importance and protection of personal information is tantamount.

4461 Government services should be bare bones and cost effective. There is too much wasted on
excessive wages and pensions for any program to be truly effective. Our data is our
personal property and should remain under lock and key in our province.

4466 Restore our suspended residency info act immediately.

4476 All our data should never be stored in another country or with a third party. We can not trust
other entities with our data as we have seen this time after time.

4486 Privacy and security are 2 main goals

4491 It is extremely important that our personal data does not leave the country where it is likely

that the Canadian government will lose control over how Canadian citizens personal data
may be used. This is totally unacceptable to me.

4496 Keeping data secure within BC is top priority. Several years ago data surpassed oil to
become the most valuable resource in the world. As data is so valuable, it means we need to
prioritize keeping our residents' data SECURE to prevent exploration from foreign
manipulation and exploitation. Once we're secure in BC, then the next priority is to deliver
ALL government services with simple UX and Ul securely on web and mobile applications.
Give people the option to do EVERYTHING with their phones, including storing their BC IDs,
medical cards, managing taxes and services etc. To do this, you need to build a dedicated
branch of government filled by people in tech, and operate them as tech companies. A good
way to do this is to fund 3 teams, and pay big bonuses to the team that produces the highest
used and rated app by BC residents both by usage metrics and by satisfaction. Let the best
teams compete to rise to the top instead of providing a cushy gov job with no reason to do

good work.

4501 Governed and stored in Canada.

4506 | do not trust the United States or any other foreign country to have control in any way over
Canadian government data

4516 Because all data will be eventually stolen. My own email has been stolen from private
database 17 times.

4521 Online services are convenient and timely; but it is very important to keep the data in Canada,
and not allow it to be broadcast around the world.

4536 Canadian data must be hosted in Canada. Basic concept of internet security is "trust no one"

4546 Data security is immensely important in this day and age. | work in a government institution

where our data must also be stored in Canada. It can be inconvenient and/or annoying, but |
choose that over letting our data leave the country every time.

4551 Our privacy and control of our data within Canada is critical, | do not want to see our data
stored beyond Canadian borders. Do not lose control of our private data!

4556 Canadian data should remain in Canada so we can control it's security.

4566 Data security is increasingly under attack

4571 My personal information should not be allowed to leave Canada. It is my belief, and even a

personal value, that my personal information should not be shared nor stored nor handled in
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any manner in a foreign country. | am so surprised this is being considered. Please do not do

this.

4576 My personal data shouldn't be available to other governments or companies that are not
contained within Canadian borders.

4581 Develop the technology here in Canada for safe data storage.

4586 Data of Canadians should stay in Canada. Services should be updated and developed to

ensure that Canada can offer top notch services without compromising Canadian's right to
privacy. Keeping data in Canada induces technical infrastructure and development, as well
as investment. There is no need to rely on other countries, potentially adversarial ones or
those with loose privacy laws including the United States.

4591 Making services available online allows greater access to residents of BC, but it also has
risks to personal data. Up-to-date security protocols are essential to making online
government services safe and efficient. Good security also helps residents to be comfortable
with using those online services, which is part of making services practically accessible. Our
data must also remain on local servers to ensure that its use and protection is subject to our
laws - otherwise, we bypass all of our own security measures and put our security in the
hands of private corporations and foreign governments.

4596 The problems with allowing confidential information about B. C. citizens - like health
information - has already been revealed as a threat, when leaks to U. S. bodies were revealed
a few years ago. There is NO REASON for confidential information of Canadians to be
handed to outside bodies which undoubtedly use it for marketing, business profiteering, etc.!!

4601 The states is a bloody hell hole with zero protections for anyone's privacy, why would you
even consider such a measure? Data should be held in Canada and where possible, in BC.

4606 Private data must remain in Canada to be protected from foreign entities. This is also why
best practice security is crucial as well.

4611 i don't see any need for more technology than we have now. Security for digitally stored

personal info seems to always be compromisable, so no more money for that. Physically
storing it in Canada is at least some security. Digital services, like Al "virtual assistants” seem
useless. Nothing is better than a real, honest human on the other end. It is really the ONLY
way to get things done. Going too much into "the latest technology" will definitely enable more
and more loss of integrity in gov't, because w/o a human giving you an answer or a promise,
there is NO ACCOUNTABILITY. We can already do virtual meetings, which is good in some
ways, as long as we also have some in-person meetings with doctors, employment workers
etc. when necessary.

i find that when services have are working from home, there is usually no operator fielding
calls, making it very difficult to reach someone -- there is no logical reason for this. Working
remotely one also loses the structure of a physical office.

4616 Once personal data is leaked, there is no turning back. We can always save up or reallocate
our spendings to invest in the security protocols. Security always comes at a cost of some
inconvenience. | think it's important to embrace that and also teach the public about these
principles if we want to keep our data safe.

4621 | do not ever want my private personal data to leave the boarders of this country

4626 We cannot trust other countries and multinational businesses to properly protect our data. It
needs to be secure and that can only be guaranteed if it is kept in this country, not china, not
india, but here in Canada

4631 BC is the only province that keeps residents info in Canada. We can not move away from
that. Obviously security is of utmost importance. Do not reverse this law, do not lie and say
this 2004 law has made us fall behind.

4641 the privacy of my data is critical. | want BC to protect my data and | also want the Federal
government to protect my data and now allow other countries like the US to access my data.
4646 Data security is by far the most important thing to me. None of my data should EVER be

shared with any third party or other country with out my expression written permission. This is
absolutely paramount to me. Privacy is important to me and should never in anyway be
lessened or compromised. There is just no excuse aside from incompetence.

4656 Data residency is very important

4661 As a technology professional, | see daily headlines about how poorly designed or secured
systems cause direct damage to people's lives. The risk/reward trade-offs are really high, and
almost always underestimated

4666 Foreign governments do not have access to personal information

4676 Online access to government information is inevitable. It must be as secure as possible and
stored in Canada.

4681 I think its very important for personnel information safe and only be used by the authorized

people. There are far too many data breaches where people lose confidential data to
unauthorized parties with no consequences.
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4686 Because | can barely trust our elected officials and government employees to do their jobs,
and | definitely do not trust private industry or other country's governments to do theirs. See
for example, Lifelabs making 15 MILLION Canadians' health information available due to bad

data practices.

4691 The top two are prerequisites for the bottom four and help provide for safe and secure citizen
information.

4701 Wants data residency to stay in place. Don't trust security of data. There have been
government breaches.

4706 | do not want my data to be subject to risk of attacks by malicious state actors (Russia, China,

etc...) nor do | want access to my data to be governed by weak privacy laws that favour big
tech and corporate interests (like those in the US). The security of my data is far and away
my absolute highest priority when it comes to sharing that data with the BC government.

4716 We are loosing our online privacy in Canada. My personal information should not be
available to a foreign country or corporation or other social media cites. My personal data
needs to stay in Canada. We need to have high standards for securring people’s personal
information. My information belongs to me. Not the government or any other entity.

4721 | do not want my personal information subject to any laws of other countries. We already
have too much interference from China and Russia and though they are an ally | personally
do not want US law to be able to access my data.

4731 It is essential that personal data remains stored in Canada under stringent security
regulations

4741 | would like to get our government services and information securely, and that information be
safe from international meddling. By keeping that information secure and in Canada.

4746 Privacy concerns. My data should not be subject to foreign country’s control or use.

4751 Canada needs to be up-to-date with the latest technology. Other countries also have high
technological competencies.

4766 Sensitive information of Canadian citizens must be stored in Canada and not subject to the
whims or subpoenas of other nations.

4776 Security of all personal data is crucial.

4781 | am concerned about data residency outside of Canada

4786 | am extremely opposed to other countries having access to our personal data. It must

remain stored in province. Privacy and security is more important to me than having online
services or super fast delivery. | only use online services when telephone and personal

contact are not given as an option such as when an office was closed due to the pandemic.
Criminal activity and security breaches from foreign sources have become more and more
common. It can ruin a person’s financial state as well as expose them to all kinds of abuse.

4791 | believe very strongly in the protection of the privacy of Canadians, including the privacy and
security of our data. For that reason, | believe that exclusive storage of our data in B.C. - the
only Canadian province to have adopted this measure - is vitally important.

4801 My privacy is important to me.

4816 No online system is perfect, but given this era of hackers and wholesale theft and resale of
information databases, security MUST be the absolute top priority. The security of our data
must not be given to the lowest bidder, but local companies with the best reputation and
absolute highest standards of security and fidelity.

4821 Canada is the only country in the world who cares about the security of Canadian data

4826 Seriously, | need to explain why my data as a Canadian should be stored in my nation? ok
security, privacy, responsibility when you take my info, and respect.

4841 | don't want government programs to exist. I'm an anarchist. But as much as they do exist |

want them to affect my life as little as possible. So you can do that, by being cheap, by not
being intrusive and not taking my data. But when you do take it. You must protect it.

4846 | do not want data to leave this country and | want to be sure that my data is protected by the
most up to date protocols.

4851 My data MUST stay in Canada. Data security is very important to me, as is building a
Canadian data infrastructure and development of our own technology.

4861 It is extremely important that our personal government-based data NOT be made available to

other countries, especially if they have weaker privacy laws. This would endangernot only
personal but also provincial and federal security, as such data can be easily misused to
breach our organizations and their infrastructure, using phishing attacks, honeypots, Trojans,
and even simple bribery. If we allow our data to be stored elsewhere other than Canada, the
above is guaranteed to happen, and sooner rather than later.

If you have any doubts as to the above, please speak with a professional security expert ... |
know what | am talking about because I've been in the software industry (not making games,
or nice apps, but industrial, telecommunication, and other real-time systems).

4871 Privacy and security of individual data is paramount. Sloppy usage and breach of data is way
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too common in other countries.

4876 To keep our data out of American data banks.

4881 My data is private personal information, key word mine. Itisn’t free, it doesn’t belong to the
government or any one else, so keeping it secure and away from those that wish to exploit it
is of most concern.

4886 i don't want my personal information stored in another country.
| want government to spend less on everything. Big government is a waste of tax payer's
money Offer only essential services. | don't want a Nanny State

4891 Data privacy in other legal environments is not controlled by legislatures with our interests in
mind. We need to keep control of our privacy and therefore need to keep data in our borders.
4901 It is incredibly important to me that government data is hosted & stored in Canada in order to

ensure that residents' personal information and privacy are respected according to Canadian
laws and processes. Other jurisdictions do not have comparable privacy laws, and even if
they did, opening residents' personal information to other agencies and governments would
be unacceptable to me.

Additionally, in the nearly 20-years that BC has enjoyed our data residency law, we've seen
some of the biggest companies in the world, like Microsoft and Amazon, invest in creating
data centres right here in Canada. This investment has bolstered infrastructure and created
jobs, which would be unlikely to happen if data were hosted outside of Canada.

4906 Personal data should remain personal, it is important to prioritize good security around it. If a
third or more party is involved in the sharing of information the risk of a data breach goes up
exponentially.

4911 The private information of Canadians needs to stay in Canada. Other countries may not have
the same level of protections we do. Data mining and security breaches are common
everywhere, at least we are a little less vulnerable than many other places.

4921 To protect private citizens data from foreign governments.

4926 | want my personal data stored in Canada.

4931 privacy is sacred

4936 Security of private info is most important as we have seen many instances of hackers

accessing private data. Access to government services is vital but not at the expense of
sharing data with unscrupulous people.

Technology should be used to advance and help our lives, not to create more anxiety about
keeping our information private and out of the reach of harmful people.

4946 because my data privacy is important and if we send our data overseas we have little
recourse if it is breached.
4951 Reports of widespread hacks and important data being exposed are all too common.

Stringent security protocols MUST be followed.
Sensitive data being stored under different jurisdictions, outside of Canada, is a potential

threat.

4961 Data security is very important to me.

4976 Hackers are more prolific than ever. Anything that restricts their access to my personal
information is better.

4986 Governments outside Canada have full access to data stored in their countries. Itis

unconscionable for the BC government to consider allowing the personal data of British
Columbians to be placed at risk by storing it in other countries.

4991 Data privacy is a crucial watershed of the early 21st century - governments that fail to protect
personal data of their citizens from foreign governments and malicious actors risk losing
autonomy and trust in the following decades.

Government services need to be efficient and easy to access, they do not need to
compromise data security or privacy to do so.

I'd rather have services that are somewhat less convenient if it means better protection of my
personal data.

5001 Because | don't want to see our info outside of Canada.

5006 Services not hosted in Canada are subject to local domestic laws and scrutiny by agencies
such as Homeland security in the US.

5011 Data should be kept within Canada primarily from a security perspective due to US laws

regarding data inspection for Internet traffic that crosses the border. Secondly it encourages
development of Canadian technology infrastructure.

5016 | feel more secure if my information is not transported around the world. | want to support
workers in Canada.
5021 Many experiences in many places including BC have shown that poor, out-of-date security

policies have resulted in disastrous security breaches. The authorities in each case have
reacted uniformly by trying to hide the breach, pretending to to totally surprised by it,
engaging in public denial, and undertaking panic-motivated hasty unwise attempts at
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remediation.
As for your scheme to share my personal information with authorities and organizations in
foreign countries -- you should be ashamed of yourselves!

5026 Sensitive data of all residents needs to stay local and private! Not accessible to other
countries!

5031 Our personal information should be secured only in Canada and no available or shared or
sold to anyone, especially a foreign Government.

5036 | believe strongly that we must be agile and provide user friendly online services that are

secure and also safe. This includes ensuring that the data and personal information of our
citizens is protected.

5046 For our personal autonomy and national security, it is essential that confidential information
remain within our borders. If data is not stored in Canada, we have no idea how our personal
information will be used and what for.

5051 Don't want my information to be compromised or subject to foreign countries (e.g. US ) lax
privacy laws

5056 We need access to ALL government information and online is usual quicker answers than a
phone call.

Not sure if around the world technology is a good idea given the way China is behaving.
Canadian data MUST stay here and securely protected at all cost.

5061 Privacy! Canada has to protect its own private information. Not sharing with NO other country
and social toxic media.
5066 | want a commitment from the Provincial government that our personal and sensitive data

won't be subject to the intrusion of foreign governments, or handled in countries with weak
privacy laws. This would lead to better privacy protections for all of us here in BC.

5076 Quick access to services can be a barrier to many people. First and foremost government
services should be accessible to all in a timely fashion. | feel security threats are an ever
increasing concern and that should also be a priority.

5081 The privacy and security of citizens' personal information should not be at risk from
accidental or intentional disclosure.

5091 the govt shouldn't have to ask why security protocols are important.

5111 cyber security for personal / government information is critical in light of sustained hacking by
unfriendly governments and cyber criminals

5126 Personalne data security is the most important thing to me. It should not be available to
anyone without my permission.

5131 We do not want any foreign entity to have access to private information originating in Canada

5136 The government spends far too much money on useless products and Items, | do not trust the
Government to spend without the authority of the taxpayer.

5146 I live in Canada. | am Canadian. All my data collection must remain in Canada. | do not want

any foreign government/corporations to have access to my data. BC must protect my data.
Privacy is very important, not to be used for profit or any reason outside of Canada.

5151 It's essential to protect our data from misuse by other governments especially those with lax
privacy laws
5156 | do not want my information to be subject to the Patriot Act of the United States or to the

weak privacy protection laws of any foreign jurisdiction. There is also a benefit to the local
economy if the database and servers are built and maintained in BC or at least in Canada.
Outsourcing my information to India, China or the United States would result in jobs and
infrastructure that benefits their economy not ours. Even worse, Canada would have
absolutely no control over who accesses and what is done with my information. Itis a very
poor decision to store Canadian information outside of Canada in order to save money. ltis
misleading to ask me to rank my information in order of importance, and later make a
decision to outsource only the "less important” information. All of my information is important
to me, and any government which makes poor decisions with my information will lose my
support.

5171 | do not trust other countries, especially CHINA and RUSSIA among others.
Totally corrupt dictatorships.
| want nothing from them, no products, no services and definitely no internet provision from

them.

5176 | do not want my information stored or to be accessible outside of Canada.

5181 Last thing i want is sensitive information residing outside Canada where we have no control
on how it is used. Don't even think of doing it

5186 | don't want data to be collected for anyone. | object to the selling of data and marketing that
results from it.

5196 Privacy is the most important thing. BC residents’ data must remain in Canada and

preferably right here in BC so we have some control of how, when, and who can access the
data. If stored anywhere else in the world | believe it would less secure.
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5206 | want to protect the privacy of my data.

5216 Government needs to be as efficient as possible, but with due regard for patient privacy.

5221 Governments at all levels need to spend less and do less

5231 Privacy protection should be priority. Citizens deserve to have continued reasonable
expectation that our personal information is kept securely within Canada and not shared
externally.

5236 Data security is necessary to prevent fraud and scamming. Keeping data local and managed
by Canadians is a security requirement.

5241 From a software developer's perspective, a golden thumb of rule is always security over
performance.

5251 While digital service delivery is obviously a priority, the safety and security of Canadians must

be paramount to the government as representatives of Canadians. The last decade has seen
a sharp increase in authoritarianism and anti-democratic activity globally. Storing data
outside of Canada greatly increases the risk that malicious foreign actors use the data of
Canadian citizens to manipulate and undermine Canadian society.

5256 1. Safety and sovereignty: when data about Canadians is hosted and stored in Canada,
sensitive data won't be subject to the intrusion of foreign governments, or handled in
couniries with weak privacy laws. We must also PROTECT ourselves from private
companies exacting our personal data through e.g. "l agree" clickings to unreadably long,
artificially exacted conditions to using some online service that - temporarily as in the
pandemic, or permanently because in-person services disappear- has been made to become
essential. Instead of seeing how to make our private data MORE vulnerable, Canada should
be enacting laws that prohibit unreasonable mining of our personal data by private companies
such as Google and Facebook. 2. Security protocols are important too, but won't cut it by
themselves, if we hand away control over our own data. The other four items are totally
unimportant compared with these two.

5266 Because the loss of privacy is the most grievous harm the government can do to its citizens

5276 Don't want my data in another country

5281 Firmly believe that our private data should remain within the province

5286 Hacks, viruses, scams, etc are becoming way to frequent and sophisticated. Security should
be number 1.

5301 Personal information should not leave Canada. Ever.

5306 Privacy of information is paramount and foreign and corporate commercial parties should
never have access to it.

5326 Personal data require by government should be kept close to home and not available to
private sources or companies

5336 It would be NEGLIGENT, insecure, and an extreme vulnerability to host our own data outside
of the country.

5341 | do NOT want private information about, entrusted to my government, at all levels, to leave

Canadian territory!!! It should also be protected with top grade security protocols (in use and
at rest) and encryption techniques. There is no reason state of the art services cannot be
offered without having to have our data leave Canadian territory! It's not rocket science. The
government does not have to contract out services to large foreign tech. firms and
permanently compromise citizen data.

5346 We already have a bad legacy of data leaks in Canada, including student loan info and msp
info in just the past few years,g 22 o o a B
s.22 | feel Canada as a whole has poor protections and security for personal data, let's
not compound the issue by inviting foreign actors to access our data.

5351 Foreign governments (eg USA, China) have laws that say that the government can access

data stores on their territory, and don't need to tell us. We should NEVER allow our data to be
stored there.

5356 Our private/personal data absolutely must be kept in Canada, not shared with any other
country, government nor corporation. It can't be shared with any Canadian corporation either,
for risk of being traded or sold at a later date. Also, the fewer places it is securely stored, the
less risk of data being breached, and the greatest/simplest way to protect it.

In this technological climate where advances are constant in data security, and greater risks
to that grow on par minute by minute, | would prefer the security of safe protected data rather
than being convenienced. People who prefer convenience over security are not thinking

straight.

5361 Data security is important to me. | have concerns about data being stored in the USA
because of their laws around how that data can be accessed or used.

5366 The first two (use up-to-date security and host the data in Canada) are essentially of equal

priority, and a minimum starting point for any online services. Without those two, you
drastically compromise data integrity, and the rest doesn't matter at that point.
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5376 | do not want any private information leaving Canada where it may be open to scrutiny by
foreign governments (i.e. Us government Patriot Act)

5386 Data residency is paramount, following closely by data security. If you don't own it you can't
control it. If you don't protect it you can't control it.

5396 ABSOLUTELY #1 priority - personal data of canadians should remain in canada and NOT be
shared with companies like google, microsoft, etc...

5401 Delivering services quickly is irrelevant when data is not secured. Without data being

secured, trust will erode overtime for online services. When trust is lost, government will have
to provide non-online alternatives which in the end cost more money from the tax payer.

5406 Gov't data of BC residents should NEVER be stored outside of Canada. Maintaining our own
security from data breech must be the number one consideration and not knowing what a
foreign gov't might do is not worth the risk.

5416 you already have tarnished credibility, do not use the pandemic as an excuse to farm our data
out to other countries. Our data must stay here, it must have the highest security to ensure it
stays here. You have not performed a risk/benefit or cost analysis of lockdowns and when
they are performed by credible Canadian researchers without political affiliation,, it is clear
that the cost of lockowns on physical, emotional and economic health far outweigh the benefit
of lockdowns that have NEVER been able to demonstrate an improved control of covid over
countries, states that did not lockdown. MESSAGE is: STOP using a virus with a 99.7%
recovery rate in BC and pushing us online and get us back to life.

5426 Our sensitive personal information should stay in Canada and be governed by our own data
residency laws, and not become subject to the intensive surveillance enabled through
legislation like the Patriot Act in the United States, or potentially even worse treatment in

other jurisdictions.

5431 privacy from other countries surveillance is most important

5436 The BC spends too much money and has too much information on its citizens ... we need a
leaner, smaller government

5441 This information should not be made available outside of Canada to countries who don't have

the same security and privacy requirements. This is not something that multinational
corporations outside of Canada should have access to. Online is often the only way we can
access it....so it needs to be easily available.

5451 Your own statement says: "there have been big advances in technology and information
security" but this is only part of the picture. Those same advances are also used for
"insecurity" meaning hacking capabilities are also becoming more sophisticated and
escalating. We are also in a world where regimes are unstable and this is not isolated to "third
world". As demonstrated in the United States, rights to privacy can easily be waived away in
times of fear and anxiety, just as the Patriot Act did after 911. NEVER has it been more
critical as now to protect our right to privacy and maintain our information on Canadian
servers!!! Our rights to privacy are not safe on servers in other countries!!!

5456 Private Canadian citizen info stays in our country

5461 government is too much talk, not enough action.

5466 Don't like Canadian data accessed outside of Canada by US three letter agencies. Personal
FREEDOM, Privacy,security always highest priority without BC government interference of
these rights.

5471 It is important that data is secure and stored in Canada. | do not want my personal

information subject to scrutiny through the legislation of other countries (eg the US) because
my data is stored outside of Canada. | want to have access to online and virtual options, but |
think it is completely reasonable to expect that those options not come at the expense of my
privacy. Paying more to ensure that privacy and security is completely justified.

5481 WE NEED GOOD PRIVATE SERVICES that keeps our information secure but need to have
inperson back up because doesnot always work well on line all the tome | do not any
information leaving the province. and am willing to pay extrafor this . we are already saving
money by on line stuff.

5486 Data privacy cannot be guaranteed if stored outside of Canada. Canadian privacy laws have
no jurisdiction in another country.

5501 It's a no brainer isn't it? Keep my data in Canada.
Zoom "accidentally” sent a meeting to a server in China. | have never used Zoom, and never
will use Zoom.
Do you trust Facebook? Google? Twitter? Only a fool would.

5511 | do not have any influence over the governance of my date after it leaves Canadian soil. My

personally identifiable information should not be accessible to any other entity than those |
have allowed to access my data. Storing data outside Canada leaves it open to actions by
other governments or entities that do not have my best interests in mind and | have no control
over or visibility into their actions. This is not acceptable to me as a Canadian Citizen. If you
cannot find the technology you need on Canadian soil, provide funding programs to help
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online entrepreneurs create the tools for Canadians.

5516 privacy concerns

5521 Other countries- especially USA like to access personal information to use for their own
purposes which include limiting our freedom.

5561 Security of private information is tantamount if these services and their provider are to be
trusted.

5531 Keep our data secure and in Canada. The breaches including Canadian Student Loans,

Equifax, and private industry breaches just point to the need to keep our data secure. The
argument that the latest tech requires foreign data storage is irrelevant. Build it in Canada
and keep it secure. At least that is jobs for Canadians.

5536 seemed most likely to happen without government thinking.

5546 Security of personal data is incredibly important. If data is stored outside of Canada, it must
be stored in secure systems that other governments cannot access. This is a major issue as
many other governments (e.g. USA) have laws that allow them to view any data stored in
servers in their country. As long as my data is securely stored so it cannot be accessed by
anyone | have not authorized, then storage location is not a priority. But if there is any chance
that my data can be accessed by someone not authorized by me, then my data should stay in
Canada.

The second issue is that wherever possible, we should not build online services if there are
appropriate applications already built. This is not cost effective. |f someone else has built it
already, then we should use it. However, security issues must override this statement.

5551 My data is NOT for corporate or foreign use. | am reducing and eliminating online use and
never use (anti)social media. Government should respect citizens' privacy and stop exporting
my private medical and personal info to the USA or other foreign nationals. Nothing is safe.
Trust no one !

5566 Don't trust foreign businesses or governments to protect my data.

5571 My personal
Information is important to me and | do not want anyone outside of my government having
any sort of access to it without my permission

5591 Legally, | own my data, thus it must remain secure in a way that only myself or parties |
authorize are EVER able to access it, even when (not if) the government's services are
breached. Otherwise lawyers will be called.

5596 | want the government to have less info on me as historically, this has not worked out well.

5606 Privacy/data security needs to top priority and the use of US based services should be
avoided at all costs. As non US persons we have no privacy at all if the data is stored there.

5616 Because our personal data absolutely should not be exported abroad.

5621 privacy protection should be the only possible norm

5631 National and personal security

5641 As an information security and privacy expert data residency is paramount along with security

protocols. We must keep our data within our control, we cannot leave the accountability of our
data to outside parties.

5646 Online access is convenient and fast. Updates to services can be done in a timely fashion.

5656 Don't allow data to be stored outside of Canada, it's a false choice to assume we can't have
nice things and keep our data in Canada. Canada has many good data centres and can
easily build more. Any cloud service can store access the data from one of those
datacentres, it's just laziness if they pretend they cannot and such a provider should not be
selected for that reason anyhow. Uniserve Communications can help you if you can't figure it

out yourself.
Much effort should be made to keep our data here and secure.

5661 personal data security is important

5671 Security and privacy for citizens and government employees is highly important in our ever
growing digital world

5681 While having the latest online tools is nice, many have proved to be very insecure. Tech

companies have a history of data mining from "free” apps that they provide, and if this data is
stored or used outside Canada - and outside the privacy protections provided by BC and
Canadian law - those protections are meaningless. | would rather have the government spend
a little more to ensure my data is kept secure - with the added benefit that emerging
Canadian tech firms might have a greater role in this process than foreign tech giants.

5691 | feel that our provincial government should always invest in protecting any & all personal &
sensitive information & not allow anything of that nature to leave this province, or even
Canada for that matter.

5696 The government needs to be in full control of the data. Take full responsibility for it first hand.

5706 Security is still very important and | don't want my data to be shared with 3rd parties who
might exploit that information for their own personal gain, as has happened with politics in
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social media sites.

5711 It's important for information about BC citizens to stay in Canada. It is unethical to subject our
personal data to invasive surveillance such as the USA's Patriot Act. Additionally, large
companies like Microsoft and Amazon have invested in creating data centres in Canada
because we have data residency laws, creating opportunities for Canadians.

5716 Personal data security is number one priority now and always.

5721 Technologies available in Canada should be enough for government IT personal to develop
guality services that also have the latest security technologies.

Cost and ability to build on the "latest technologies from around the world" doesn't justify the
fact that our data would be stored outside Canada.

5726 Access is the most important thing, and the fastest way to have access is via online portals.
Those portals needs to be highly secure, but also built to be as uncomplicated as possible.
Using the latest technology is not important, using tried and tested technology is preferable as
long as the code is maintainable and well documented. Runaway budgets and maintenance
costs are an issue in my opinion. | don't see why the location matters for storing data. If the
proper data encryption protocols are used, as long as the keys are stored in a secure place.

5731 | believe it is very important our personal information stays in Canada. Once it leaves the
country we have no control over overuse or misuse.
5741 Canada should become more individual, not less! We must protect our own data, our own

privacy, our own banking system. Big tech companies are one of the greatest threats to
humanity. Canada should make sure it puts its citizens first, not get involved in some
corporate world oligarchies.

5751 Some personal data should never be allowed access by foreign agencies. Domestic hosting
of this data will partially mitigate this.
5756 | believe we already are swamped with so many telemarketing (scams) companies originating

from other countries that can access our names and telephone numbers, to have more
information loose and stored somewhere else is ridiculous. The government does not need to
jeopardize the privacy of the citizens of this province.

5761 There is nothing Canada can do once the data is sized. They can complain but who would
listen?
5776 | feel VERY uncomfortable with private data being stored outside of Canada. Canada needs

to have the means to store and utilize information about its citizens in-house. To do otherwise
is a huge breach of trust and puts all our security at risk.

5791 Accessibility is super important for citizen participation. It should be secure.

5806 | am distrustful of my personal data being accessed by sources outside of Canada. | am
EXTREMELY distrustful of that data being accessed by the U.S. government

5811 Citizen's data should be hosted in Canada and subject to Canada's laws and protections.

When a citizen's data is stored in another county there is no guarantee nor law that forces
that data to be 100% private and protected.

5816 Data residency of sensitive information needs to remain in Canada in order to ensure that
countries with weak privacy laws and corporations with a monetized commaodification of
information are as little involved as possible.

5831 | believe that it is vitally important that our personal information is stored within our country,
even if this means increased expense for the government.
5836 Keeping Canadian Data in Canada is number one, but it shouldn't even be a question!! It

should just be a given.. are you crazy?!?
The rest is ordered along the lines of serving the people that elect it in the first place!

And the last item is last.. as it also should not be on this list!! no one cares what the services
look like so long as they work so focus on using existing proved tech.. not new shit.. facepalm

5846 Government data should stay in Canada because international web companies may not have
to comply with privacy regulations that BC and Canadian governments have in place.
5851 | want Canadian data to be secure and safely stored in Canada because once it is stored

outside Canada there is no turning back if a foreign government decides to change it's rules
breach our privacy.

5856 Security and privacy of BC residents should be the priority to protect individuals as well as
public data stored that can be stored as securely as possible
5861 | do not want foreign entities to have access to my government collected data. Also, invest

capital and operating funds developing up to date tech here. In other words invest in
Canadian and BC citizens. This should be priority number 1.

5871 We should take responsibility for our own data and privacy. Do not trust foreigners dealing
with our government data. It's naive to think it's secure because of technology.

5876 Security and privacy concerns.

5886 Identity theft is rampant and securing personal information is already challenging. There are
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things that cannot be changed or updated, most of which are stored with the government.
Therefore it is vital that the data is properly secured and stored on Canadian soil.

5891 Privacy is important. DO NOT STORE MY DATA OUTSIDE OF BC!!!!

5896 I think it is very important to host Canadians data in Canada. | don't think we should trust our
data to other companies and governments. | would rather spend more tax dollars on having
secure, online services built and hosted in Canada than cheaper out of country solutions.

5901 What may seem like a trivial privacy breach can ruin somebody's life financially, in terms of
their reputation or their future.

5911 | don't want my vital information leaving Canada.

5916 Data sovereignty is at the heart of any security discussion, you cannot insure anything else if
you do not control the data.

5926 to control the data and access to it, not in foreign countries

to provide security in the maintenance and storage of our data

best to take advantage of technological efficiencies where we can control access to the data
so long as the government using the modern technology does not open data access doors to
the provider of the technology

5931 Data residency (Canadian's data residing in Canada) is critical to Canadian's privacy.

5936 Our data should stay only within Canada. Our technology and safety should only be
Canadian.

5941 Canadian's personal information must be held in Canada to be subject to Canadian privacy
laws. If they are stored or hosted in other countries then our privacy protections are lost.

5946 Services need to be available in a timely fashion to all who need them, either on line or in
person. Data should not go beyond Canada due to shoddy practices in many jurisdictions.

5951 | want my information to stay in Canada and not go to a company in the states or elsewhere
with different rules etc.

5956 private peoples/persons info should only be released to those people or companies that have
been approved of by the private peoples/person

5961 The security of our personal information from foreign governments, agencies, and
corporations.

5966 Hosting information on servers in other countries opens up the possibility for abuse, whether

the host country has similar privacy laws to Canada or not. If the server is in another country,
they don't necessarily have to follow Canada's laws

5971 Ransomware; protection of individual privacy; foreign intelligence snooping...
5981 Privacy and national security.
5986 Itis vital that Canadian citizens can rely on governments and service providers being subject

to Canadian laws and that those laws are in the best interest of citizen privacy. Housing or
sharing data abroad makes enforcement of data privacy more difficult and dilutes the potency
of data protection/privacy laws here in BC and in Canada.

6001 To me - protection of my personal information is paramount. We have seen so many
examples of security breaches in both public organizations as well as all levels of government
institutions.
| do not feel that having the "latest technology” can possibly keep pace with the magnitude of
unlawful access to Canadians' personal information being stored in electronic / cloud
databases.

It is certainly not worth having faster less expensive on-line services if this exposes people's
data to hackers - which it inevitably seems to.
Having my personal security breached should not just be the cost of doing business with the

government.
This is why | have not ranked the last 4 items

6021 We do not need our information or anything that is highly classified in In B.C. or Canada
stored anywhere else in the world?

6031 Data stored outside of Canada becomes subject to rules and access that may not conform to
Canadian standards.

6036 Easy access to information

6046 Personal information to be kept in Canada!

6051 Data protection is currently the greatest security threat which is faced by the general public.

There are two very troublesome aspects: private malware and foreign government
interference. The latter is rarely appreciated.

Under US law, a US company may be directed to supply any information in any database to
any agency of the US government. Further, that company can be directed to keep this action
secret from the target, from the owner of the data, and from the Canadian government, under
pain of criminal prosecution. Doubtless other jurisdictions have similar laws. Compared to
that, private malware is a mere inconvenience.
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| demand that you, in the government, protect my data from any and all potential adversaries.
That is your duty; no more, no less.

6061 Data security is the single most important requirement, which includes ensuring cardiac data
states in Canada where it is suburb to our laws. Few people understand the power of
personal information,shoulbeing online should not suppose security.

6071 as of 2021 there have been numerous studies and examples of why data residency is
important and should remain protected. The risks associated with putting trust in foreign third
parties have been shown to provide little to no benefit to BC residents. having BC residents
data hosted in Canada with strong security protocols in place is more important that saving a
small amount of cost in hosting fees.

6076 | want my data and personal information stay in Canada (Data Residency)

6101 Any government data, especially that which concerns the residents of Canada. Needs to have
its data housed within Canada and secure to the fullest extent.

6106 | believe privacy protocols are paramount in a world where content data mining from
corporations and bad actors is prevalent

6116 Security from international institutions which can target me with manipulated information
and/or advertising!

6121 | consider online content and assistance to be a bare minimum for governments and other
authorities. Hopefully, it's well structured and easy to navigate. Also, it must support the vision
impaired.

6126 Well security and privacy are critical when the government knows everything about you. But
otherwise | want efficiency. Red tape drives me nuts

6131 Data security is paramount. It is important that people trust that their data will only be used in
ways they are aware of and consent to.

6136 | don't need to have my personal data hacked, particularly by foreign sources - which are
beyond the reach of Canadian law enforcement.

6141 It's scary, horrific, stressful to think my personal data is/would be available outside of
Canada. It makes my info vulnerable & open to 'nefarious’ actions.

6151 Because my data with the government is important to me. | want to enter it once and not
have to deal with breaches of security.

6161 The question is ambiguous!

What is important in this assessment /opinion is sensitve or personal data, not all
"government services".

As a general rule everyone expects full and complete informatino about government and the
services government provides.

However sensitive and personal data sent to retained or received from the governmetn
services are a more specific matter,

and the question should be framed about personal data, not general services from
government.

Of course all my sensitive personal information should be secure.

As a basic rule it must be housed in Canada under the complete jurisdiction of BC and
Canadian law, otherwise

no policy or regulation set by BC will protect my data from US authorities.

Maintenance of data Privacy within the BC government is more complex and there should be
provision for
sharing between ministries and agencies within the BC government, if/as needed and only
under strict
control/governance/monitoring. As with GDPR,

6166 Security for private information for Canadians. Really, you have ask why that is a priority?
Canadian information stored in Canada. Is that a novel idea like the novel virus? Millions of
Canadians personal information stored in a foreign country? What could possibly to wrong?

6171 Many times governmennt make hasty decisions without weighing out the long term
repercussions, and tents to be serving political and not ethical agendas.

6181 My data should only go out as far as my country service agencies; no sharing of my data with
foreign entities or agencies beyond that required for international travel.

6186 We have to keep control of our data, and when we let others outside the country handle our
data, we surrender control and security .

6191 Because big tech has become a metastatic disease and absolutely can NOT be trusted

6221 Data residency is our most important line of defense to secure British Columbians'

information away from repressive regimes around the world. It's absolutely critical that we
retain data residency and DO NOT make the data residency suspension permanent.

6231 The privacy and security of personal data should be kept in Canada, with canadian
companies. It should never be allowed out of the country.
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6241 Every day we see breach in personal data. Data brokers. My personal provincial information
should never be located outside the province. It must be under provincial jurisdiction, subject
to provincial laws. Anything else is reckless and will not serve the citizens of BC
appropriately. Raise taxes if it requires more investment but do not farm out my personal data
to another jurisdiction.

6251 | believe digital privacy is a huge priority with the rapid expansion of technology, that is fast
outpacing data and privacy regulation
6261 Security of the data is extremely important to me.in case of a breach or an incident, | feel

more comfortable (from a legal point of view) if my data was kept in Canada since
government of Canada has no legal enforcement abilities outside of the country.

6266 It's vital that our data remain sovereign and is not exported to the lowest bidder in some
overseas data center. This is not the place for cost cutting.
6271 | do not want my personal information given or made available to foreign countries or

organizations. We have no control over what those entities might do with our info, so best not
to let them access ANY of it.

6276 | want my personal data kept securely in Canada. Allowing my data to be sent to another
couniry is a breach of control of my data.

6291 | care about my data being kept here in Canada protected. | am not interested in other
governments having access fo it.

6296 As a source of information and access to services | rely on the Internet.

6306 | do not want my private information shared with data bases outside of Canada

The cost of services is not as critical to me as the services themselves. We all know getting
good service will cost money. Spend it wisely.

6326 Security is paramount.Greater dispersion of data means less control..

6331 -1 want the best value for my dollar, so the government providing the most important services
for the least is at the top of my priorities. It isn't the government’s money to spend, but is our
money held in trust.

-l want my information stored in Canada. | believe that our personal information is too
valuable to outsource, and that digital security isn’'t always up to the job

6336 100% chance that public data will suffer a breach eventually. Public data must reside where
BC and Canadian laws have jurisdiction.

6341 Elimination of identity theft by outside parties

6346 The government should be able to control its own data and there have been too many data
leaks.

6426 data security is extremely important, while some countries provide strict security others do

not, by ensuring that the data resides in Canada we have control over our data and the
measures used to protect it. There are also tools available within the country to deal with
organisations that do not due their due diligence to protect our data that we might not have if
the data was hosted elsewhere.

6366 Data is governed by the jurisdiction in which it's held, full stop. Privacy becomes irrelevant
when data is stored in a country that enacts laws that contravene our right to control access
to our data, and then our data can become commodified and sold to the highest bidder, all
without our knowledge or consent. At least if the data stays in Canada, there may be a
semblance of transparency - and if the reality does not meet our expectations, then a person
or organization can be held to account.

6371 Data security is a huge concern given the number of data breaches in the last year

6381 Because it is essential that our information remain in Canada where our Canadian privacy
rules protect us.

6386 Because | don’t want my shit stolen

6391 Too many government services are contracted out to American and other foreign firms. This

should never have been allowed as it is wrong for many reasons, esp. loss of control of data
and a drain of jobs.

6401 Ransomware and hacking are becoming much more common and costly. Governments and
corporations have not spent enough R&D and police capability to stop or even reduce the
effects of this.

6406 | like to know my information won't be stolen and create a digital nightmare for me and my
family

6411 Itis not good enough that it is hosted/stored in Canada. It also must not be provided by a US

(or other foreign) company that is obligated by their government (e.g. homeland security) to
provide access to the data. At one point, BC had data stored here, but the contractor was
also under a legal obligation to provide data to US via Homeland Security rules.

6416 Do not want Canada using made in China or other despotic countries technology.

6421 Keeping our information here in British Columbia is the most important. Having access to
information and services on line is secondary. The cost of doing so is the least important.
Keeping our information securely in BC should be a priority for our government
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6431 It's important for a well functioning society to have the public/ society working well and this
includes having access to government services which is paid by the public through taxes. It's
also imperative that information about anything related to the public be safe and kept amped
managed at home. If we control this information by keeping it at home, there is less danger of
having it used and hacked by outside entities who could use it for nefarious purposes. This is
absolutely important for TRUSTING government with data.

6436 Don’t want other countries to have access to my information.

6441 I think the online accessibility, security and convenience is important to me. | find many of my
interfaces with government are much more efficiently served by doing it online, providing and
receiving accurate written information and record tracking, etc. compared to talking to
someone on the phone or in person where the information is less directly communicated and

tracked.
6461 The government is very slow in getting things done.
6466 | very strongly support BC’s data residency rules. Our private data held by the BC

government should not be allowed to leave Canada, where it would be subject to weaker data
privacy protections or surveillance by foreign governments or other bad actors.

6471 Safety and security. Do not want gov. using US tech. or services.

M
Gov. must continue to serve those without access to, lack of ability to use, or lack of interest
in internet.

6476 Globalization has created major problems, including enormous inequalities between countries
and within countries. | do not want to see my data shared with any international corporation
or any foreign entity.

6481 Government data should only be stored within Canada to provide better security and legal
oversight.

6486 | don't want my information shared with any foreign or domestic entities other than the Gov.of
BC., no exceptions. If privacy must be forgone to use foreign technology then don't use that
technology, no exceptions.

6491 Keeping data in Canada is absolutely essential once it's released to an offshore operator
security is gone forever
6496 I want my information to be safe, so security is the key to that. We know the best tech is often

from large multinational corporations, so using best in class is a trade off. | like being able to
resolve things online - it's not about transaction time, it's the time savings on the commute to
and from. | “don’t care” what it costs to provide these services - by this | mean there is a price
to be paid to make the services available, and | trust the officials the deal with vendors to get
the best deal possible for the taxpayer.

Given cloud-based technology means that the data that | have uploaded to “the cloud” can be
anywhere in the world, as long as the back up files to restore any data losses are held
domestically, | really don’t think it matters that much anymore.

6501 | am very concerned about allowing my personal data to be made available outside of
Canada especially but even outside of BC when it is not required. The current level of
intrusions, data breaches, and hostage incidents is very concerning. BC should prioritize
securing personal data and limiting its access above all else! We don't have to have the latest
technology but we should have the highest security for our data!

6506 | want to know my information is secure and held by the government of my country and
province. | have no choice but to submit it fo get services and want assurance that it is
secure.

6511 Canadian information should be protected and stay in Canada

6516 Data residency within Canada, and preferably in the province is key to our privacy rights and

our most sensitive data should not be stored outside the country, where it may be subject to
less secure handling, observation or spying from other governments or bad actors, and
potential data breaches. The government'’s job is to protect its citizens’ data, not put it in

jeopardy.

6521 personal privacy of data & should only be stored in Canada

6526 My health information is mine and mine only - no one should have access to it unless | allow
it.

6531 Private, personal data must not leave the country. Once it leaves here, it becomes subject to

the laws of the hosting country. The attack surface increases greatly and | do not trust US
data protections as they are all subject to the Patriot Act. Other hosting nations are equally
suspect. | cannot conceive of a valid reason for our data to be exposed.

6541 Privacy and security are my number 1 priority. All personal data should be stored in Canada
and preferably in BC. Access and cost are also important.

6551 I don't want any of my personal information to be accessible to foreign governments.

6556 Data should remain in Canada or in province
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6581 Data residency is less important if the latest technology with the best security is chosen.
Properly chosen encryption tools can make data residency largely irrelevant

6586 Time is money! But privacy and security count too.

6591 Government should focus on green tech rather then old tech, Like clear-cut logging, siteC,
LNG, and fracking.

6596 | am very worried about authoritarian regimes, including the possibility that the USA may

move away from democracy in the near future (it looks that way). | want my data stored
within my own country because | don't know how authoritarians may use it. Please protect
your citizens' data.

6601 PRIVACY. !l

6606 | want my country to control my data, not a foreign Corp or government.

6611 keeping BC residents data private and secure must be the highest priority.

6626 Our personal data, as Canadian Citizens should not be readily available to other Countries. In

this day services should be easily available to resident's online. Keeping my personal data
should be one of the highest priorities of my government.

6651 Security -Why would you share my data with another country?

6661 To provide vaccine to available elders & then others. To use the technology from around the
globe to get these vaccines provided.

6671 In BC security and protection of private personal data MUST be kept in BC with strong
security protection!

6676 Data should be protected at all costs. |If BC decides to make that not a priority like they have
during the pandemic then it is foolish.

6691 Don't believe we can trust other jurisdictions/countries to keep our personal data safely.

6696 We have no control over what happens to our data if it is stored offshore. It could be
accessed, sold, hacked, because it's beyond the reach of Canadian police, lawmakers, and
civil courts.

Data residency requirement encourages investment in the Canadian tech sector.

With data residency, we keep data tech jobs in Canada, we don't export them to who knows
where.

Yes, it may be cheaper to store data in China, but how much do we trust China's government,
or any other government for that matter.

6701 | insist that my data be kept in Canada and, better yet, in BC on Canadian technology. | do
not want it going to the US or any other country where it could be at risk of misuse.

6706 My trust in governments is not great, but | trust the BC government more than our federal
government and more than the governments of the USA or UK for example.

6711 Hosting data within the province is essential in this age of hacks, breaches and information
leaks. There is enough of a problem with identity theft and misappropriation of personal
information.

6726 No government data should be allowed on servers in the united states. the personal

information of Canadian/BC citizens and residents should be protected from the horrendous
laws of the united states.

6731 Governments must first and foremost be accountable for the security of the data they collect
from citizens. If the government begins storing Canadian data outside Canada, we have lost
control of our data. No matter what is promised at the outset, it is subject to change at the
whim of foreign governments. This is not Canadian sovereignty. If the government starts
storing citizens' data outside Canada, | can no longer trust that any data | provide the
government will be secure, and | will be much less likely to be forthcoming with my data. This
is a Pandora's Box, which once opened cannot be closed.

6741 personal information of Canadians should only be kept in Canada not managed by a foreign
country

6756 | do not want to see my data exported to countries with lower levels of security.

6766 privacy and security followed by privacy and security

6771 Security and privacy are vital

6776 Privacy is most important.

6781 | don't want my data stored in another country. Especially in the USA where they can access

it under the Patriot Act. Other countries are probably worse.
Develop the resources to keep our data stored in Canada.

6786 Taxes are out of control, govrrnment must live within bugets without harming residents. Data
must remain in B.C. and dara must be the most secure. | do not want any personal data
going out of B.C.

6801 Government requests and stores lots of sensitive personal information from the public. The

government has a moral and legal obligation to protect the privacy and security of its citizens.
As an IT professional, | use the best security practices | can, including long, complex
passwords, two-factor authentication etc. | expect my government to engage the best security
possible for the data it collects.
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6811 Security is very important

6816 my data must always be stored in the jurisdiction where i live and vote, so i have a democratic
voice in how it is stored and used, as well as meaningful access to the courts having relevant
jurisdiction over same.

6831 The US has proven that it will illegally snoop on digital communications and mine data. US
government entities are given broad authority to request vast amounts of personal data with
little oversight.

Data residency requirements encourages cloud providers to invest in Canada.

6836 | consider it absolutely essential that my personal information remains in Canada, to prevent
intrusive surveillance and unauthorized access. As a practitioner in a medical field, | also
consider it an ethical requirement for the safeguarding of my clients' personal information.
Data will be one of the most valuable resources this century, and it is worth investing in long-
term, home-grown measures to keep it protected.

6856 Personal DATA is just that personal. Storing my data outside of Canada opens it up to
possibly less secure storage, abuse by governments in the country it is stored (think Patriot
Act).

What happens to our data when the chosen country of storage falls out of favour with
Canada.here). DO NOT FARM OUT OUR DATA, instead create jobs and an industry here in
BC to store this data.

6861 Government Data & data on citizens of Canada should stay in Canada. With changing laws of
other governments (see US, Australian and Chinese laws in the last 2 years on data access
for servers hosted in their countries), storing sensitive, Pll information outside the Canadian
border is a security threat to Both the government and citizens of Canada.

6866 The security of my data is everything. Why are you even trying to find a way to get my data
out of Canada?!
6876 Maintaining and securing the privacy of citizens' data is crucial. While it is tempting to use the

latest and greatest from around the world, every effort has to be made to ensure that
government services maintain the highest levels of security and privacy as that data can be
extremely personal with significant potential to cause harm if it is leaked, hacked or otherwise

misused.

6891 | don't trust other companies not to steal our data. and | don't want the least money spent |
just want it spent wisely, or efficiently.

6896 | do not want my personal date to leave BC

6901 Allowing the data of ANY Canadian citizen to reside outside the country invites privacy

breaches and/or hacking. For example, all data stored on U.S. systems is, by law, accessible
to the American government and all its agencies. My personal information; medical, income,
taxes, driving records, etc. should not be visible to any Ministry not directly responsible for it.
To have it exposed to examination by agents of another country? That's a definite NO.

6906 Privacy is more and more difficult to maintain. Once information leaves Canada there is no
longer any control over it.

6911 All canadian personal data must be kept inside Canada as not all countries have the same
laws or rules regarding data.

6916 Although | don't trust the Canadian gov't, | trust other governments even less. We have tech
people here; there is no reason why we can't use them to protect our data.

6926 | believe it's important that our data is hosted/stored in Canada so that it won't be handled in
countries with weak privacy laws or be misused by foreign governments.

6936 It stays only in Canada!!!!

6941 The spending by this government on the most stupid and unnecessary things. This

government wastes and gives away more money than it would cost to upgrade the whole
system. The taxing is ridiculous and very nonproductive.

6946 Data stored outside of Canada, as in the BC Liberal government compromising medical data
by having it handled in the USA where Homeland Security has full access to all our personal
medical information. This was outrageous as our personal data MUST be handled and
stored in Canada

6951 | do not want my personal information shared with foreign governments or business with out
my permission
6956 Personal data is now a commodity, whether stolen through hacking or freely provided. One

main role of government is to protect its people. Therefore, online security is of high
importance. One way to help protect that data is to store it in Canada, subject to Canadian

laws.
6961 Our personal data should not be accessible outside our province
6966 Personal data should be secure and free from influences of other Governments.
6971 Efficiency should never be an excuse for putting privacy at risk.
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Saving money should never be an excuse for putting privacy at risk.
Expediency should never be an excuse for putting privacy at risk.

"But they're doing it" should never be an excuse for putting privacy at risk.

6981 | do not want my personal information available to other countries.

6986 | don't like the idea that my personal information the government has access to is shared
across borders, particularly with governments and militaries in our neighbour to the south. If |
find it acceptable for them to have it, | can provide it myself, and don't want my provincial
government to make that decision.

7001 Knowing where my personal data lives is at least one step to having a sense of security.

7011 | wanty data to stay inside my country and out of forgein governments hands. | don't believe
my data will be held securely outside of Canada.

7016 There seem to be more data breaches every year, so data security must be the top priority to
protect personal and Government information.

7026 | believe that data should be retained in the country in which it originated, and not made
available to anyone in another country.

7036 | don't trust that our government data be trusted outside BC or Canada.

7041 Security and privacy of personal data. | am concerned that the use of “technology from

around the world” would allow foreign nations access to our data. Don't buy the cheapest,
buy the best, most secure technology.

7046 To trust any government other than our own is ludicrous. Not to mention outside corporations.
Even our own Gov. is suspect if they want to ship our info. outside of B.C.

7066 Government services is usually important service. It should be provided quickly & securely as
it involves private information

7081 This means that our sensitive data won'’t be subject to the intrusion of foreign governments,

or handled in countries with weak privacy laws. It also means greater investment in Canada'’s
information technology infrastructure. And all that means better privacy protections for all of

us here in BC.

7086 My health records should be highly protected and | do not trust other countries with my
personal records.

7091 Private information is much more secure within Canada rather than in another country with
different privacy laws and protocols.

7101 Our data should say in Canada.

7121 Our Data should be stored in Canada in the care of the government and should not be store

in data banks that are on foreign soil where a foreign government at their whim could make
this day available to anyone.

7126 | am tired of my personal data being stored in countries where they do not have to abide by
Canadian privacy laws.

7136 It's about oversight and control of our own information.

7146 The only way to make our BC and Canadian privacy laws actually work in the real world is to
maintain data sovereignty as much as possible

7156 Hacking any private information has become a global threat to an individual's information.

Foreign governments have sponsored dedicated teams to do this in addition to the growing
technical ability of 'ordinary’ thieves.

Hosting our personal information in our own (hopefully well secured) country reduces the
point of attack to our information and gives us more leverage to demand better protection.

7176 All techology is essentially made anew continually...some 'self-control wisdom' is necessary to
prevent chaotic and other tendencies of mis-management and loss of skillsets

7181 Canadian technology, Canadian jobs, Canadian laws

7186 For Canadian security of our most critical data.

7191 It is important that our data be held locally.

7201 | do not like SURVEILLANCE STATES.

7206 There is a lot of cyber crime happening and it is important to keep personal info private.

7216 | need my government to use the most_ secure means to keep my privacy within Canada . My
security is paramount and must not be used outside Canada ..

7221 Data should remain in Canada and remain secure from exploitation by loose Government
Laws.

7226 Please DO NOT allow my personal information of any kind leave Canada. | would find it very

frightening if my information was held in any other country. | would also be angry if my
information was sent elsewhere without my permission.

7246 | do not trust foreign actors to keep my privacy secure.

7251 | don't trust foreign governments.

7256 I think it is mportant to keep personal information private, not shared with big business and
political parties.
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7266 There is no security if use the lowest bidder in some third world country.

7276 Canadian's data should never be in a position to be held hostage by a foreign power and any
infrastructure should be readily available in Canada. There is absolutely no reason for it to be
otherwise unless our government’s staff is completely incompetent.

7286 PRIVACY !

7291 There is a lot of ability in our country to keep and deal with our Data in Canada, why do we
need to send it elsewhere?

7296 It's all to do with privacy.

7301 Privacy and personal security are of primary importance to me.

7316 Privacy and security. Hosting our info in other countries makes us subject to their laws and
priorities and possibly lack of security

7326 Allowing such data to be stored outside Canada means that it could be accessed and
exploited by other entities or protected by lackluster security measures.

7331 Would like Canadian data protected and stored in Canada.

7336 Government services should be easily accessible by the general public.  On-line services

are universally accessible for many reasons. Services and and priorities must be delivered
quickly thereby avoiding dissatisfaction with the incumbent government.

Stream lining of government services and simplyfying application would be more cost
effective . Security of data is essential and must be kept in Canada unless we want to lose
our independence. We can utilize the latest technology where appropriate without losing
control of our data.

7341 Security is more important to me than being able to function online. It is impossible to control
information if it gets outside the country.

7346 Our privacy is important. Keep it local only!!

7351 Pi is sacrosanct. We can not trust this to third parties

7356 Data residency means BC residents’ sensitive personal information, or data, isn't allowed to

leave Canada and therefore won't be subject to the intrusion of foreign governments, or
handled by countries with weak privacy laws. It also means greater investment in Canada’s
information technology infrastructure, which means better privacy protections.

In the 20 years BC has enjoyed our data residency law, we've seen companies like Microsoft
and Amazon invest in creating local data centres. Without this law, these investments might
not have happened, and all of our data could be subject to intensive surveillance enabled
through the US Patriot Act, or potentially worse treatment from other jurisdictions.

Protection of my personal data is of utmost importance to me. | want the BC government to
reinstate the BC data residency laws to keep citizens's data safe.

7366 | am always concerned about data safety/security, followed by convenience.

7371 While | would like the convenience of using Government services online, protection of my
data is highly important. Also, | would rather have my personal information stored in Canada
and not shared with foreign entities including the USA.

7376 My personal information that is collected by the government should never leave the country,
and must be secured.

7391 The security of private personal information, and Canadian Citizens privacy in general, needs
to be of the highest priority.

7396 | had my bank account hacked because of the problem CRA had. Security is vital and
keeping the technology up to dat helps.

7406 Canadian's data is to stay in Canada. Plain. Simple. Do this and you will succeed.

7411 British Columbian's data should stay in Canada. Period. "Falling behind other provinces" is a

lame fear tactic meant to mislead our choice. Perhaps the other province's who have
sacrificed their citizens' data privacy and security have made the mistake, not BC.

7416 Data residency is a priority.

7421 My data and the data of other Canadians has no place in being handled, processed, stored,
or viewed by a foreign company/government. Why should we risk a privacy breech while
paying foreigners to do what should be done in Canada by Canadians. Sometimes the
cheapest option isn't the right thing to do.

7441 Government Security Protocols Within Canada and Readily Available Online most important.

7446 Privacy and Security are critical for DATA SOVEREIGNTY. By this | mean that if we intend
to develop our own local tech sector then we have to support the companies and careers that
enable us to retain control of our own computers and data in this country, rather than export
our data, and payments to other countries where their laws and policies permit their agencies
- NSA, CIA, FBI, HS, DEA, and so on - to access, analyze, and use our private data for their
own purposes, such as distribution to competitors. As well, there is the question of data
collection by third parties such as Google, Amazon, Microsoft, etc who sell this data to others,
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buy other data from others and correlate these data sets to develop dossiers on Canadian
citizens for their own purposes. Such data might include medical and financial records,
identification numbers such as SIN, PHN, drivers licence, credit card numbers and so on.
These agencies and corporation have no right to access my personal information.

7461 Because different countries have differing privacy laws.
7471 Keep our data private and out of corporate hands.
7481 Cyber security is extremely important, especially with all the hacking and phishing in the wild.

As for why keeping local data in Canada, there are foreign agencies (three letter ones) from
accessing our data without proper oversight or legitimate reason. Also, most likely they will be
stored in a country with weak privacy laws.

7486 Personal information should be protected

7491 Security and privacy are critically important for people in BC to feel safe and able to engage
with their government.

7496 I would like my privacy protected and not allow other people access to my personal
information. And other people have privacy.

7506 With data breeches & identity theft becoming more common occurrences in our data-centric

world, security of residents' data should be top of mind for any democratic government.
Storing of data within the country is a no-brainer too for this very reason, you cannot ensure
security of private data for which you are not the sole-owner of host. As with the bank | do
business with, | want to reside in a province that regards the security of their citizens' data as
the top priority.

7511 As British Columbians / Canadians our personal data, used for government services should
be hosted in Canada and secured accordingly. Having our personal data used for
government services stored in Canada ensures other countries aren't accessing this data for
whatever reason their laws allow.

7531 Don't want my data shared with foreign governments (eg. the US) who can use this data any
way they please. | wouldn't want to appear on a “special list” created for arbitrary reasons.

7536 Don't trust foreign governments.

7541 If governmental services are not easily available on the internet, on both private and public

devices, then many people will face a massive barrier in accessing them. Those with limited
mobility or those with other disabilities often rely on services being navigable in an online
space. Furthermore, any delays in these services being dispensed to those requiring them
can result in serious hardship financially, physically, and mentally. Evictions, loss of
employment, loss of mobility, loss of limb, and loss of life are serious possibilities if
governmental departments are slow in dispensing aid. Also is great importance is that any file
or private information regarding Canadian citizens be housed in Canada, and in Canada
alone. Should security issues arise, having any breach contained within Canadian
cyberspace limits red tape that might impede solutions.

7551 My information should only be accessible to my fellow Canadians. | don't want my
information to be accessible by foreign governments.
7556 Concerns that our data turns up unprotected in large agencies like Microsoft south of the

border and increased risk of security breaches. | appreciate this is a dilemma for the
government on how to balance safety with service.

7561 Privacy is a right and should be treated as such.

7566 Online resources, when well designed, can make getting government services much easier
than doing so in person. However having well designed and run web interfaces is important.

7571 Privacy conserns

7576 The thought of US and China having control of my personal info to do with and use how and
when they want to is quite terrifying.

7581 Protecting our personal data and information is paramount!!!

7586 A advanced country like Canada has to be independent from the rest of the world and has to
be capable to keep data in its borders.

7591 | think it's important that sensitive information about British Colombians remains within the

province. Reliance on external governments or private institutions to safeguard this
information seems inherently unsafe

7601 As a Canadian ,personal data of a Canadian does not belong elsewhere except in the country
of origin.That being said,online service should be only used in cases where a person cannot
get to an office or government agent.

7606 Data collected on Canadian Citizens should not leave Canada. Other countries can't be
trusted to handle that data responsibly and keep data private.

7611 Accessibility and security are crucial, imo.

7621 Prohibitions around use of certain technology are ineffective and create waste of effort.

7626 Personal data on Canadians must remain in Canada and not be hosted in other countries. Itis

critical to the security of our information, our privacy and our sovereignty. We only have to
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look at the data breach at LifeLabs to see how personal information can be compromised.
There is also the issue of using the issue of a virus to make a temporary solution permanent.
This is not democratic or just.

Data residency means that our sensitive data won't be subject to the intrusion of foreign
governments, or handled in countries with weak privacy laws. It also means greater
investment in Canada'’s information technology infrastructure. And all that means better
privacy protections for all of us here in BC.

7636 Data must first be completely secure and kept within the province. Needs to be foundation of
the whole model. Then build on platform.
7641 Canada seems to no longer function as a country; more like an extension of the USA or UK.

Keeping government data in Canada is at least a reminder to other countries and large
corporations that we are different.

7646 If my personal data is stored out side of BC or Canada it is vulnerable to access by other
countries

7651 My data is of no concern to any country other than my own. | do not trust that my privacy will
be maintained if my data is in another country

7666 Data security is paramount.

7676 Data security is very important. The Chinese government is unscrupulous in its use of data
collected from individuals around the world. Do not sell our security to reduce costs!

7681 | believe that we should keep our personal information in Canada. When we host/store

elsewhere, we may be subject to some of our information being ‘shared’ without permission.(
think Hong Kong for a recent example). We hand over our control to others. We lose our
independence to choose who sees our information. Others are already influencing/
demanding our data be shared ( eg USA) in many areas. It's a slippery slope.

We will also lose the jobs in Canada that support hosting/storing our personal data in
Canada. Why are we outsourcing our jobs? Who is going to support those people put out of
work? More taxes?

7686 it can be fast, safe, or cheap... Choose TWO.

If I have to choose, | would want Safety to be absolutely First.

Then Fast next, though I'm not concerned that the service be the Fastest available. After all,
when using online services, Faster is not always Better.

And finally, | understand that we get what we are willing to pay for. So for a Government
service, Cheap is not a Good Thing.

7701 Availability is a must, but so are the safety of the information being handled, and if that
information leaves Canada, it is difficult to really protect that information, leaving Canadians
vulnerable to ciber attacks, fraud, scams etc. So | think it really should stay in Canada and to
be kept as safely as possible, it doesnt matter if that implies a higher cost.

7711 My data needs to stay in Canada where its protection is good. Don't want any other country to
have access to my data!
7721 | think our government must upgrade our security to provide privacy and to protect us from

ransomware attacks by foreign groups. China and Russia are famous for this. It's naive to
think that somehow BC isn't vulnerable. Storing our data in Canada, preferably in BC is one
way to protect ourselves. Having our data online makes it easier for most of us to access
information and including a phone number that connects us with multi-lingual people, allows
everyone to access important BC. government data. As for the cost of communication with
our government, | think the old adage is true, "You get what you pay for."

7726 | want my data to say in Canada. | don't want it to be used by other countries. | think it is the
responsibility of Canada to take care of its citizens and guard against attacks or unethical use
of data.

7741 | do not trust other countries to protect my personal data
All my personal data must be kept in Canada and not shared with other countries

7746 It is vitally important that all our data is secure from foreign observation or interference, the

best way to do this is to host and store it in Canada. All our data should be governed and
maintained in accordance with Canadian privacy laws.

7756 Data stored outside of Canada is subject to data privacy laws of the host country. The host
country could access Canadian data and process it in ways not allowed in Canada and
possibly to the detriment of Canadian citizens.

7761 The world is full of crooks. We must do our best to protect ourselves.

7766 I work in IT. It's not that hard to make sure services are working over current and secure
protocols. This is the minimal acceptable level for management of sensitive citizen data. |
wouldn't deal with a private entity where | thought that was a risk, and | shouldn't have to
accept that risk when dealing with the government.

That said, the last 4 years have shown that concerns about misuse of private data stored in

Page TYTOWRAITZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

the USA and potentially accessible through National Security Letters is greater than it's ever
been before. This is not the time to think about backiracking on those requirements.

7771 I want my personal information to be secure and protected from hackers, etc.

7786 | want the government to protect my privacy COMPLETELY. It should never be shared with
third parties of any kind, and NEVER be made available to anyone other than the BC
government and myself. NEVER make available to other countries, or allow technologies
from other countries to access my personal information from BC government databanks.

7791 no thanks

7801 | don't want sensitive personal information to be subject to or misused by the intensive
surveillance enabled through legislation like the Patriot Act in the United States, or potentially
even worse treatment in other jurisdictions.

7806 We are very concerned about our online information being hacked or stolen or traded to the
highest bidder. Keeping it in Canada where it is subject to Canadian laws seems safer.
7811 | value privacy and don't even want the service corp posing as government to have it and

certainly nobody outside BC, | am against this global(lol it' flat you know) Marxist nonsense
and have a capable mind, not the mind of a farm animal and am certainly not equity for the

corp.

7816 Data should be stored in Canada, not in a foreign country where they could tamper with,
steal, distribute or sell all sorts of personal information that could be harmful to any
Canadian.

7821 It is imperative that data and information on Canadians are kept secure and within the

couniry. Other countries have demonstrated over and over again that they will use
information about Canadians to impact our personal and national security.

7831 Data privacy and security is of the utmost importance today. We have very strong privacy
laws in Canada, as we should. Storing our data outside of Canada is very risky for many
reasons, including the possibility of surveillance by foreign entities. Data breaches are even
worse, and already happening at an alarming scale.
| also have family and friends who work in IT and we should force companies like Amazon,
Google, Microsoft etc to build infrastructure here and hire Canadians.

Data breaches and ID thefts are costing us billions of dollars, not to mention the mental stress

7836 | don't trust foreign governments.

7846 Nobody like's their personal information to be used by others without their consent, and |
especially don't want people in foreign countries accessing my data without my permission.

7851 No one would willingly and knowingly give complete access to all their financial and health

data to a foreign government . By wording this survey carefully the unsophisticated general
public is being asked to support doing exactly that. Just like facial recognition data sent to
the US there is no way to get it back once our data has been misused. | fear that my data is
already lost to the US due to the poor judgement of BC government staff and politicians.

7856 It isimportant to me that my personal data is not stored abroad and is indeed saved in
Canada.
7861 Data residency is an outmoded concept. Modern systems are based in the cloud to support

redundancy, resiliency, load-balancing, performance, and security. This requires data to be
distributed across data centres in many locations around the world. Data is not more secure
when stored domestically using on-premises servers maintained by organizations for whom
data security is not their core business. The highest levels of security are provided by
organizations for whom it is their core business.

7866 Data Residency is critical, as are proper encryption & other security protocols.

7871 | have heard horror stories from people with first hand experience. The US had a contract
for Alberta health records. They sub contracted them to the Russians where they were held
for ransom. Another stupid government decision comes home to roost.

7876 Data residency is very important as to not allow access to the data outside the country. Most
modern cloud solutions have multiple Canadian Datacenters.

7881 I'm afraid that if my data is stored outside of Canada it can fall on far more invasive laws,
such as the US Patriot Act, that will not protect my privacy.

7901 My personal data and that of others needs to stay at home in BC, accessible ONLY to BC

agencies on an as needed basis. | do not trust what other countries may do with my data.
Sure get good technology, to help get information out guickly as needed but keep it at home!

7906 All of my private information regarding health, taxes and more the gov't has access to. So the
security of that information MUST be the top priority. Part of that security is making sure the
information STAYS within Canada. Once it leaves our borders, other countries have access
to it that we probably would never agree to. Those are the 2 most vitally important items. If
we need to improve our technology sector to keep up with the rest of the world, that's not a
bad thing.

7911 Storing our data in Canada is important to ensure that other countries don't access our data
and use it to their own ends. The US would use it for screening, etc. | want my data to be
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private. It is a kind of security assurance.

7916 Privacy and security of information are of utmost importance to me. | want to be assured that
any personal data | provide are used only for the stated purpose and are not shared with any
other entity.

7921 Canadian data MUST be saved om Canada on Canadian servers. period. Full Stop!!!

7926 Canadian data should stay in Canada. We should be more restrictive on what data can be

sent to outside companies -- if you want to do business in Canada with Canadians, you need
to store your data here.

7931 I like my privacy. | would like to limit any information that is being stored about me to stay
within Canada.

7946 Personal privacy and security are a top priority to protect citizens from misuse and abuse.

7966 Data hosted and stored in Canada should be non-negotiable.

7976 We pay a lot in taxes; therefore we want appropriate services supplied in a timely. The

frequent hacking scandals in the news are very worrying for our personal data for which the
best security methods are required. We do not want our data stored or hosted ANYWHERE

ELSE BUT CANADA.
7981 Personal data needs to be protected and stored in Canada and preferably in BC
7986 | want to ensure my information is protected, and the online services | use now are adequate
8011 | trust our systems...not other countries' so | prefer to keep Cdn info in Cdn hands...and I'd

prefer better, up to date security than I've experienced in past with govt...| do not begrudge
the govt. the funds it needs to do this.

8016 Data security is of utmost importance. Our data should not be subject for searching or even
accessible by foreign governments.

7991 It is unconscionable that the private information of a citizen should be stores in other
countries which may not have the same privacy laws or security.

8001 There is absolutely no excuse to not host private information in Canada. I'm extremely

concerned that this was even on the list or that the government would ever consider hosting
private information on servers in other countries.

8021 I think it would be extremely foolish to store/host Canadian citizens' sensitive personal
information/data outside of Canada where the levels of security are not within our control.
8031 Secure storage of data is an obvious top priority. Data that the government collects should be

stored on Canadian servers, the government has no business storing the information it
collects on people in foreign servers, part of keeping data secure is ensuring that data
servers used by Canadian/provincial governments is bound by Canadian law. The
government shouldn't export our data just to save a guick buck.

8036 Keeping data out of jurisdictions with weak privacy regulations it keeping it secured. As soon
as data is on a US server it's subject to
us regs, ie: Patriot Act.

8041 Privacy and security are most important to me, even to the loss of convenience.
8046 Want Canada safe from outside indluence
8051 | fear the consolidation of an individual's personal information which can be used for

commercial purposes. With increasingly interacting communications, there is no need for
highly concentrated personal data bases.

Information is power and accessing highly concentrated personal data bases can be abused
by commercial interests.

Need to know as the basis for access is difficult in enforce when large numbers of individual's
personal information is consolidated.

8056 With how many times usernames/profiles are hacked and leaked it can't happen with such
important public information.
8071 If governing means so little that it gets offshored, that pretty much puts the nail in the coffin

regarding sovereignty. We're supposed to have some control over our lives and government
is supposed to be accountable to us for the uber-important role of governance, as opposed to
"doing business". There's a reason why there is a separate word for government as opposed
to business and it's long past time we got leaders and representatives who understood this.

8081 I am concerned that agencies outside Canada might gain access to my personal data

8086 Canada is part of a global environment and cannot be competitive without accessing all of the
resources that are available in other countries. Requiring data to be stored in Canada
increases costs and reduces security, creating a greater burden on taxpayers without any
privacy benefits.

8101 Security and data residence are critical if our information is to remain protected *from*
malicious actors as well as *by* stronger Canadian privacy laws, which are much more
stringent (and rightfully so) than other such laws in the developed world.
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8106 Date security is of VITAL importance and once we lose control of it, our personal information
is available to other governments, business and criminals. Have you never heard of the
"Patriot Act" in the USA. It gives free government access to any data stored in the US. Other
countries/ companies are even worse. Do you really want your family's info spread all over the

internet??

8116 Need the government to not share personal info with other country's. Need to keep our
privacy laws the way they are.

8121 Security of personal information should be a top priority. New technology that is more
streamlined should not be used at the expense of the security of personal information.

8136 I trust our government to protect our data. | do not trust anyone outside Canada.

8146 It is crucial that our secure information in Canada be kept discrete from exploitation abroad.

8151 Governments should protect personal privacy.

8156 My personal data like tax/income, driving, medical and potentially legal

(driving/fines/arrests/etc) are MY personal data and | expect & require my government to
protect it at all costs. There is already plenty of risk with my data online and with private
business, | should not have to worry about its security when held by the government. This is
the "cost of entry". Requiring my data to be held in Canada ensures that everyone involved is
following Canadian law and in our jurisdiction in the event they don't comply. It should also
support Canadian business and employment.

8166 we need easy access o this info.
8171 Data privacy and keeping information in BC or Canada absolute first priority
8181 Keeping our data 'at home' is not only the safest, but the most rational method to store and

guard our data. Technology changes weekly and Geopolitics is a crap shoot. Keeping the
public's personal data here not only facilitates a more robust local IT industry, but allows far
greater control and responsibility for such an important public service.

8186 Government data on Canadians belongs in Canada. A perfect example is Statistics Canada.
All that data should be collected and kept in Canada...supposedly for the benefit of its citizens
and informed decision-making.

8201 It is my information, my countries information, it should stay in MY COUNTRY

8206 Want my information to stay in my country | don't trust globalists

8216 Security of information is everything, without that all the others are inconsequential.

8226 vital to control national data sets in own democratic system

8236 Privacy is way more important to me than it is to the government.

8241 Because offloading or storage and services to other countries will cost us money and
security, not save money.

8251 Hacking of government data is becoming more frequent. | am very concerned about business
entities getting access to stored information.

8266 Our data should not leave Canada.

8271 we dont know where itgf may go or by whom it could bew used.

8286 Long waits are beyond frustrating and shake one's faith in our systems.

Since people don't answer telephones anymore online is the only alternative.
Why should another govmnt have access to my information?

We have no choice but to use/study the latest technology and use it wisely.

8301 " keep British Columbians’ personal information in Canada”. | am extremely concerned that
the BC Government would be considering extending the current Ministerial order that waives
this intent. | do not want my personal data, nor that of my fellow BC residents, to be hosted or
potentially managed outside of Canada. It makes my skin crawl. | have been aware of the
rule and was very comfortable, | was NOT aware that this was waived for Pandemic support
purposes. | would expect the BC Government to revert to the rule as soon as possible, and |
believe that the BC Government can ensure we have world class supports that are Canadian

based.

8306 | do not want my personal information stored outside of Canada and subject to foreign rules
and laws. The data you have already is sensitive and at risk.

8311 | feel very strongly that keeping Canadian citizens data in Canada is the only way to go

forward. As someone working in local government Foippa is incredibly important as all data
stored in the us is subject to their laws and therefore is vulnerable. Microsoft and other
agencies have been bringing data centres to Canada and making their tools and business
into Canada and eliminating Foippa would remove any reason for them to do that.

8316 Privacy is most important to protect individuals and societies from the invasive reach of
dishonourable governments and individuals (identity theft, data theft about me, etc.). The best
security protocols are essential to protect our identities, data, infrastructure and national/local
security.We have plenty of home-grown talent who can get us to groundbreaking technology.
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We don't need to rely on the rest of the world for talent. It is the role of government to supply
services efficiently and quickly. This shouldn't be a choice given to us. It's your job.
Priorities need to be fairly balanced - not just in the interests of business/corporations, but
also in the interests of the environment, social development, respect for and promotion of
cultural and other forms of diversity, education and health of the population.

8321 We as citizens of the modern world are constantly being bombarded with slogans and
opinions. It's well understood that if you hear, see or read something often enough you will
likely be effected by it in some way or another, modern advertising is predicated upon this
one single principle. We must be cautious who can receive the data that our online presences
create, because this kind of information given to the wrong people (or even the right people
for the wrong reason) can be used against us. For nefarious purposes? Unlike | think, but of
course it's possible. Moreso it'll be used to change our opinions, and sell us products that we
don't need. And in the age of a rapidly changing climate, and global instability looming ever
closer, the absolute last thing we as a society need is to have our minds changed in a way
that negatively effects our ability to sustain and prosper as a species.

8326 Our private information should never be utilized by other countries. In a democratic country,
like Canada, this is simply intuitive. We are threatened with so many ways that our private
information can be used , much of it unethically, to say the least. It is also most important that
the most up-to-date security is used to protect our private information.

8336 Private information protection for Canadians should be paramount!

8376 The world is getting hacked, well sorta. | don't mean to be hyperbolic but digital infrastructure
is complicated and must be kept safe. In my opinion, it's most important to keep data safe
and under our own country’s control.

8381 I want my information to be kept secure and private-1 don't want to worry about it falling into
someone's hands that may abuse my information.
8391 If the government of BC is considering doing the business of governance online, the only

concerns | have is the protection of personal private information, which has been breached in
the past, as in the case of privately operated labs having access to private client information
as non government entities that were hacked. What have you done about that?

8396 It is more difficult to guarantee security when privacy regulations in other jurisdictions might
change, and may not align with your own policies. I've often seen this basic warning on
websites (e.g. companies, organizations, NGOs) that your data may be stored on foreign
servers; this always includes a warning that, even though the organization in question has its
own privacy policy, it has no control over changes in the policies of third party servers. But
typically these organizations are not collecting anywhere near the amount of personal
information the government has! And they do warn you, so, depending on what information
they are requesting, you do have the option of not dealing with them. | don't think you can do
that with the government!

Btw, | felt that the statement | ranked at the bottom possibly contains a "hidden agenda" and
was a bit manipulative!

8406 No data should be stored outside Canada

8416 1. We have to have regulations to protect our data & avoid opening ourselves up to
exploitation
2. Security protocol essential to protect sensitive information

8426 Other jurisdictions, especially the USA, have do not have the privacy protections which

Canadians enjoy, and even that level of weak protection often does not apply to data of non-
nationals, and is also frequently ignored even for citizens of that country. There is a reason
that the European union makes it illegal to store personal information in the USA.
Nonetheless there are many other countries around the world which even less protection! At
least in Canada, politicians exhibit some responsibility to voters and do not entirely ignore
Canadian privacy commissioner.

8431 | do not want any personal data to be at risk or to be available to anyone other than the
intended receiver. There is no totally secure site but governments have a duty to protect
data.

8436 It should be self-evident, but personal information needs to be kept out of other countries
reach and Canadian IT must be as self sufficient as possible

8441 | want my personal information to be private!

8451 I think all online data should be very secure especially if it concerns government and the

citizens they serve
| also think databases should be stored in the provinces or countries they pertain to not in

another country

8456 While the reasons should be obvious, personal data should be kept under the highest level of
security.

8461 My top two choices are tied for importance. The private data of citizens should be stored in
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Canada with the greatest level of security. It should not be a compromise.

8466 | want my personal information kept private and used only for intended purpose that |
provided information.

8476 | care about privacy and security

8481 The personal and/or private information and/or the data that the Federal, Provincial,

Municipal and/or Territorial governments have accumulated about me over my lifetime should
remain in Canada and it should be securely stored by using the best technology available. |
do not agree with any proposal that would make my personal and/or private information
and/or the data that the aforementioned levels of governments in Canada have accumulated
about me over my lifetime available to any other country, government, agency, business
and/or persons [efc]...

8491 Don't want my data stored in another country

8501 Keeping our private information secure and safe from hackers or security breaches is a top
priority for me. Also, having government services available online increases efficiency,
expediency and reduces costs for delivery of services.

8506 As a slew of cyber attacks have shown, data is valuable. Protecting our personal information
is the utmost priority. Storing our data outside of our own jurisdiction makes it far too
vulnerable.

8511 Way too many security breaches have occurred with service providers that had the

wherewithal to protect personal information but it was jeopardized. There is a cost to
maintaining our privacy.

8526 Those who trade security for convenience deserve neither

8531 | believe that Canada can supply our data storage needs and that it should.

8546 A more thorough online menu to replace the outdated phone in system as well as the poor
skill level of temporary workers that answer the gov phones.

8551 I do NOT want my personal data in the hands of a foreign service provider who could then be

forced to share it with a foreign government. | am thinking particularly of the United States of
America. In NO WAY do | want my information stored or handled by a county that is being
hacked more and more by Russian hackers of both private corporations and government

agencies.

8556 Why would | allow my data to be transported outside Canada? So China can access it
because it's beyond the Canadian government’s power to control access? Please.

8576 We need top security because hacking is becoming so prevalent and we want our personal

information kept at home.
Keep our BC information at home in BC.

8591 With on going hackers accessing online information | personally don't like the thought of
opening up another way for these thieves to hold us up for ransom or invade our personal and
private records. | think as the government requires our personal data they should be totally
responsible for the care and safety of all sensitive information provided them by its citizens.

8596 There are too many examples of data breaches involving data stored outside the originating
country. Many of these take years to track and come to light. The thought of my data or that of
my family being stored somewhere that does not have the same control(s) and rules about
data is disturbing as we head in too a more data-centric world.

8601 need to ensure my data cannot be used by anyone that i have not consented to use it.
8606 | emphatically do not want out-of-country data storage
8611 Personal data stored outside Canada is subject to possible weaker privacy laws. Though

Canada's participation in the Five Eyes spying network already compromises Canadians'
privacy, the America NSA is a veritable quagmire of government intrusion into its citizens'

privacy.
8626 | care about data security and where data is hosted
8636 | firmly believe the best place for storage of government data is our own country. Other

jurisdictions may have reasons to not respect the private nature of our data; and, we have
better recourse for taking action in our country should anything go amiss.

8641 Security and efficiency are important to me.

8646 It is best to keep our information in-house

8651 My info is stored at my expense. The least you can do is keep it secure in Canada

8666 any information that is personal should be not accessable by third parties for surveys or
whatever. keep it in bc.

8671 "In 2004, the Freedom of Information and Protection of Privacy Act (FOIPPA) was updated to

keep British Columbians’ personal information in Canada; however, these rules have left B.C.
falling behind other provinces. It has also made it more difficult and often more expensive for
government to use new or innovative technology."

This is absurdly biased and bad for Canadians. Whoever wrote it has broken the oath to
serve British Columbians to the best of their ability that they swore when they joined the
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public service. The US Patriot Act, for example, has no checks or balances to prevent their
government from snooping in any data residing in the US that they want to for any reason
they want to. | absolutely do not consent for my medical information or any information about
my use of government services to be made easily available to a foreign government, and
particularly not a government as aggressive as the US government.

8676 Services are important and online can help, but opening them to online also increases the
threat of the data being hacked. Data must not go outside of Canada and should be hosted at
secure sites.

8681 Cyber attacks, endless news articles of computer breaches. i had my account with two large
company's breached. One was yahhoo in the USA and they did nothing but deny it. Lifelab's
was another. | recall the third was Home Depot another USA company. Our information is
sold to the highest bidder online now days and it is sad. Remember the Cambridge Analytica
scandal changed the world - but it didn't change Facebook. | could spend an hour talking
about cyber crime. Its intrusive wrong and just dishonest. Keep our information in this
Country! Or do we slowly lose our sovereignty. | mean seriously, look at European laws
around online personal information on the web. Individuals in Europe can force large tech
companies to remove social media and other posts on the web, because those Country's put
their citizens rights before the Corporate greed. European Union - Data Privacy and

Protection
Sea

8691 There has too many security breaches and peoples information has been compromised.

8721 When trying to get ahold of pension information always a 30 minute wait time I'm trying from
Asia for information and can't be30 + min. It's ridicules every time I've tried

8726 | do not want my important government information and data to be outsourced to a different
country. | want my information and data to stay in Canada and remain as secure as possible.

8731 Canada based storage and security at least limits international service and privacy issues like
selling information to third parties despite opting into do not call registries.

8736 | think protecting our privacy is of utmost importance. Other countries and governments

should not have access to our personal information. All data should be stored in Canada for
the previous reason. | am Canadian and want this information to stay in Canada.

8741 Security of the data is of utmost importance. | want the info to stay in Canada and not farmed
out to some of the big tech firms that are popular today. They aren't trustworthy. My personal
is not for sale.

8751 Don’t want my personal information spread all over !
Tired of over paying for everything and often getting very little in return

8761 Don't want my personal data subject to US (or other) unauthorized usage

8771 Data needs to remain in Canada to protect Canadians, and ensure continued investment in
Canada by companies that

8766 | do not want any of my personal identification to go to the USA or any other country

8776 Our personal information should not be stored outside Canada, and most certainly not by non-
Canadian organizations

8781 The governments job is to provide the services which we as a society deem important for our

health wellbeing and safety. These services need to be delivered efficiently and effectively to
ensure that we can build a healthy caring community.

8796 Do not let my personal data leave this country or | will no longer trust my government.

8801 no convenience (speed, price, design) should ever come before the essentials (security,
reliability, ethics)

8806 Weakening data residency protections would be massively shortsighted - short term gains in
expediency for long term or permanent vulnerability. Our data must remain protected and in
Canada.

8816 | do not want foreign states to have access to Canadian data.

8821 Services need to both be accessible to Canadians, but also private. If there is a service for

which a BC citizen is required to provide data to the government, the government needs to be
responsible for the management of that data, not third parties.

8826 so that the data is subject to Canadian laws

8836 There are endless security issues and information leaks, information ending up in the hands
of others that should not have it. Big data mining. All government services and information
needs to stay in the hands of British Columbia - NOT farmed out.

Not everyone has equitable access to on-line services, so they have a place, but shouldn't be
the only option.

8841 | do not want my private data in the hands of a foreign government. Even our allies have
done questionable and inappropriate things (like the in the U.S. the NSA spying on everyday
citizens who have done nothing wrong). Canadians data should be sacredly entrusted to
Canadians only, otherwise we lose control of what happens with our data and how it is used.

8846 My data needs to stay in Canadal!
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8851 | do not believe ANY foreign entity should have access to my personal information

8856 Data safety is my primary concern

8866 Security of our personal data entered on gov't sites is of the utmost importance. These data
should not be exported to foreign entities.

8876 | am concerned about personal data being widely distributed. Using data management

software from outside the local jurisdiction leaves open the possibility of foreign miss use of
this information.

8881 Protecting the privacy of the citizens is of utmost importance to me. Having my personal
information stored outside of Canada is not safe for me. Violation of privacy of citizens are
already extremely serious and | can see and have been subject to extreme violations due to
invasion of privacy. There must be protection for citizens and there needs to be
repercussions for those who harass, bully and threaten citizens through these violations.

8886 Security is most important because Hacking for political or monetary gain (ransomware)
appear to me to be on the increase. In addition to established autocracies, | see more
instability in "democratic" countries around the world in recent times. Keeping our data in
Canada just makes sense because of these unstable political viewpoints.

8891 Privacy is important, and the government should back it up with the best security

8896 The only thing that matters is that MY DATA AND INFO THAT BC'S GOV'T HAS STAYS IN
CANADA, PREFERABLY IN BC 1111111

8916 It is unthinkable for any illegal access attempts to be successful.

8926 Why would | want my personal information being collected in or by a country where the right

to privacy doesn't exist, or one in which human rights are violated? My data belongs here in
Canada where | live , work and pay taxes, not somewhere else where it is susceptible to
being used for purposes that | haven't given permission for. | would not store anything else
that was personal or private in another person’'s home or country. It doesn't belong there.

8936 Because | do not trust other countries’ privacy laws.

8941 Because the technology has always been there to provide services online and it has been
underutilized until the pandemic

8956 Want my information to remain safe and secure.

8961 Security and privacy should be paramount. Canadian citizens' data should not be outside
Canada

8971 | dint trust the government with my private data

Don’t want any of my data online

8976 to protect my data!
8986 Because Canadian data should stay in Canada.
8996 Shiny new technology is great and all, but if it comes at the cost of our privacy and data

security, it isn't worth the risk. | would prefer to see stronger Canada-wide data protection
laws along the lines of the EU's GDPR than just handing our personal information to arbitrary
foreign companies with little jurisdiction to control what happens after its out of our borders
and very little recourse when (not if) our data is compromised.

9011 Security, sovereignty, accountability.

9016 Privacy of info has become even more important in these times. It's crucial that local/Cdn
representatives are accountable to citizens. | don't care if it's slower or more expensive. | am
willing (and do) to pay more for services that ensure privacy and accountability.

FYI I wasn't able to use the ranking system above. Presumably it's b/c | use a mobile device
(7). Comments above indicate my first priority is to keep government data in Canada. | don't
want to speak with someone with an American twang thank you very much.

9031 Data residency is important to me. Not all countries have the legal protections that Canada
offers. | don't want my sensitive data to be subject to the intrusion of foreign governments, or
handled in countries with weaker privacy laws.

9041 | simply do not want my information leaving this country and, preferably, having only my
provincial government and the feds access it.

9056 Data created at home should stay at home

9061 | don't trust most foreign governments to not abuse my privacy!

9066 Data stored here provides more jobs for local Canadians.

9071 Making online service delivery more efficient is NO excuse for infringing the privacy rights of
citizens!

9076 | do not trust commercial or foreign entities with my personal information. Government should
keep my information secure and local.

9081 Because they are slow. | had to access some very important info and the BC gov website had

lots of 404’s, dead links and | use a Mac and the BC gov website was recommending Internet
Explorer. | don’t believe it even exists anymore.
9091 Data should be stored securely in Canada so that foreign governments and businesses do
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not have access to it. Government data should be protected by the very best security to stop
data theft and ransom attacks.

9096 self evident

9101 We need to keep our personal data at home in Canada. No storing of my info outside the
province.

9111 when gov services are required they are required pronto
citizen's info should be retained/stored gov controlled/operated sites within BC to prevent
data loss

9116 | do not want to see our personal data control by either private corporations or foreign entities.

I think politicians and bureaucrats are stupid, gullible, highly susceptible to influence
peddlers, lobbyists, and sales pitches, when comes to most matters, and computer
technology is no exception. The government should use open source software, develop there
own data systems and hire there own in house computer, IT people. The government should
never use propriety software and private corporations, especially when it comes to
information services. Look at the disgusting Phoenix system the federal government screwed
its employees with, absolutely criminal. Personally | use a LINUX O/S on my computer, | do
not use social media, and would never own a smart phone.

9121 Security and prompt delivery seem key (which feels impossible to provide without having
services available and delivered via online sources), but I'm honestly not equipped to
ascertain whether the latest technologies or keeping data in Canada is truly necessary for
assuring these priorities.

9126 | do not want the personal information of BC residents to be allowed to leave Canada. | do not
want our sensitive data to be subject to the intrusion of foreign governments, or handled in
countries with weak privacy laws.

9131 Data residency is of paramount importance!!! | don't want my personal information exposed
to the patriot act, or worse.

9136 Keep my data in the country, safe from the Americans and Chinese

9141 Privacy is our Freedom and Rights

9151 security & data stored in Canada is essential

9161 | do not want my data to be available to corporations or foreign governments

9166 | believe that data residency in BC maintains the government’s obligation to its citizens to
keep private data private. It also has created good paying jobs.

9186 They are on service delivery.

9191 | want a government run platform not a corporate tech accessing my personal data.

9196 Data privacy and residency is crucial to ensuring citizens are not targeted or manipulated by
foreign governments or multinational corporations.

9201 Ease of access to information 24 hr day. Unencumbered bureaucratic delays.

9206 Security of the data is very important in light of all the beaches we've seen over the last few
years. Letting out data be held out of the country where the laws are different is just a
nonstarter

9216 If we don’t have data security, on our terms, in accordance with our preferred rules, then the
rest doesn't much matter. Security is compromised, and the costs just come in forms different
than dollars.

9231 Very important that we do not lose control of our own information and that we use the best
security to do so.

9236 Protection of personal data is paramount in any circumstance when handled by anyone.

Considering that today in the world there are over 100,000 online data breaches per minute,
24/7/365, current computer systems and current security, especially in large organizations
like government, are simply NOT good enough, and not secure enough to withstand regular
data breaches, and the compromising of personal data. Recent examples are hacking or
ransom demands in this country including against the RCMP, the Healthcare System, CRA,
Canada's top banks, Lifelabs, Social Security, CSIS....the list goes on. And the problem
worsens. In government, personal data is handled by so many hands, it is nearly impossible
to ensure total security. The convenience of digital and electronic use and sharing is enticing,
and sometimes cost effective, but in today's world is likely the most unsafe way to use, and at
the same time protect personal data. Electronic data mining is now the new global warfare.

9241 Our data needs to stay in Canada. This means that our sensitive data won't be subject to the
intrusion of foreign governments, or handled in countries with weak privacy laws. It also
means greater investment in Canada’s information technology infrastructure. And all that
means better privacy protections for all of us here in BC.

Additionally, over the nearly 20-years that BC has enjoyed our data residency law, we've
seen some of the biggest companies in the world, like Microsoft and Amazon, invest in
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creating data centres right here in Canada. Without BC's data residency law, these
investments might not have happened, and all of our sensitive personal information would be
subject to the intensive surveillance enabled through legislation like the Patriot Act in the
United States, or potentially even worse treatment in other jurisdictions.

9246 No control of other countries data security laws/policies

9256 Privacy is extremely important to me and ensuring that government is in 100% control of all
information and the security of it is paramount. There are too many examples of breaches
when the data is kept in other countries. We cannot control other country policies but we can
control ours.

9261 Without data security, all can be lost.

9271 Data security us most important, some data can't can't be changed if hacked or leaked.

9276 Don't trust foreign governments and potential for lower levels of security. The cheapest option
isn't always the best option; it rarely is.

9281 Privacy of data is key

9286 Trustworthiness of foreign governments is in Flux. Governments like the USA have clearly

proven they cannot be trusted and have engaged in kidnapping foreigners, braking
international law, torture, use of foreign property to skirt around their own laws, etc.

9296 Its extremely important to protect citizens , particularly vulnerable people, . Keep all info as
close to home as possible also encourage more tech workers in BC

9301 Safety of data is of primary importance even before effectiveness and cost efficiency

9316 What is most important o me wasn't in the list of choices. | would have chosen cleaning up

links on government sites, so people don't have to search through so many pages to find what
they are looking for. Most links take a person to information web pages on how to do
something without giving the link to where it can actually be done. My number one choice in
the above question was to keep our information in Canada, because we have seen that being
dependent on outside companies and countries often lead us to be without when we really
need something. To trust in outside information outlets and services makes us more
vulnerable to outside interests.

9326 | don't want Canadian sensitive information to be accessible by other country regulations
which we have no real authority over. Its a very risky prospect.

9331 | do not trust other jurisdictions to respect my privacy and/or be responsible for security

9336 Security of the information is most important in this day of hacks and cyber crime. | would far

prefer the data is kept secure (and that also means in Canada since other jurisdictions can
have radically different rules) than have any ‘newest technologies’

9341 It is impossible to secure any digital data, despite what your I.T. people tell you, Just look
around the world and see how much data is being stolen every day.

Therefore | do not want any of my personal data made available to private corporations or
foreign governments.

| will not participate in any tracking applications.

I will not install applications of any kind on my phone.

9346 Data held in other countries is subject to their laws and scrutiny which may not provide the
same privacy protection that Canadian/BC law does, e.g. the US Patriot Act and documented
surveillance by US agencies.

9351 The US demands for our private information should be enough to scare anyone.

9366 Privacy of personal information is important and must remain in Canada and should definitely
not be accessed by governments, agencies or corporations outside of the country. Even in
Canada permission must be given for our personal information to be used.

9376 Our data should be kept at home.

9391 Privacy of information and protection of the privacy is necessary to prevent fraud and identity
theft as well as preventing jurisdictions that have no business in my private information
getting access to that information

9396 Retaining Data Residency is essential and ensuring privacy protection always remain the
priority. Stopping all Hacking is the major concern related to this matter

9411 Privacy is of utmost importance

9416 Security of our data must be the most important consideration. As a key part of that, our data
must kept in Canada and not hosted outside our borders.

9421 Our data stored by another nation or corporation whose only interest is Profit At Any Cost
puts our personal security at risk.

9431 It is essential that Canadian data be stored in Canada where it is protected from surveillance,

data breaches, and data mining. This will only become more important as technology
infiltrates more of our lives and reveals its inherent vulnerabilities.

9441 My private data is not for monitization by outside groups.

9456 Personal data should be stored in secured servers within our borders to provide citizens the
best protection from malicious cyberattacks.
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9466 government data should remain in Canada and not be allowed access outside of Canada to
keep it safe and secure. Until the world is united as one Planet..
9471 1, Cyber espionage and ransomware attacks became heightened risks in the last few years

and will continue to be so.

2, China is becoming an increasingly hostile state with massive cyber capabilities.

9481 NATIONAL SECURITY

9496 No level of Government should EVER host data under the control of any foreign jurisdiction.
To do so exposes personal and private data to free and open access by foreign governments,
their agents, or criminals and threatens the privacy, health and security of Canadian citizens.
This risk is very high since foreign jurisdictions can change rules at any time or use our
personal data for nefarious purposes without any checks or oversight.

9516 Keeping government data in Canada helps to eliminate some of the vectors 3rd parties can
use to access the data without permission.

9521 convenience

9526 Ridiculous options.

9536 | do not want my data (or anyone else's for that matter) to be moved, transferred or sold in
any way to any foreign entity, even for the purpose of 'streamlining’ how government services
work.

If inter-Canadian government services are proving to be more expensive, perhaps it should
be a priority to trim the bulk of the bureaucratic waste that is bloating our government's
administration and processes. Things are becoming more and more unnecessarily
complicated for the simple reason of spending money to "figure out the problem” or simply
fulfill bureaucratic fantasies about increasingly complex systems of governance.
| repeat, DO NOT GIVE MY DATA TO FOREIGN ENTITIES. Keep it in Canada, monitored
by Canadian administrations. My data is not for you to give away.

9541 It's extremely important that data be secured in Canada - how could you even think about
having this data sourced somewhere else where it's out of Canada. Security is so important,
spending less is not always the best approach - as you get what you pay for in most things.

9546 | need to know that any information | am providing has the necessary confidentiality and
privacy, and will not be used for nefarious purposes (including corporate data mining).

9556 The gov has access to sensitive personal information of residents. It has a duty to ensure that
data is kept secure. | do not want my personal information hacked, leaked or stolen.

9561 | strongly believe that data residency should not change. It is very important that our personal
data remains in BC.

9571 Releasing data to other countries would make our data more vulnerable to misuse. If it can be
accessed by others there will be danger of such misuse.

9581 Our government overspends on everything!

9586 We live in the digital age, everything is online so Gov should keep up with the times and
provide open information, completely transparent

9591 | don't want anyone having my personal information, unless | have given my personal
permission.

9611 Big brother is watching and Canada is the littlest brother.

9626 | do not trust that Canada data will no be used without permission if stored in non-Canadian
places, but even in Canada security must be up to date to prevent data theft.

9631 | want our interactions with our government to be safe. Safety is the condition of a “steady

state”of our government to do only what they are supposed to do, and to not do anything
inadvertently or unexpectedly. “What it is supposed to do" is defined in terms of provincial
statues and regulations, policies, associated architectural and

engineering standards, our vision and mission statements, operational plans and
administrative procedures.

| am very disturbed that the options "Government data will be stored safely” or "Government
services for the public remain safe” were not offered.

9636 | do not want my personal information stored anywhere but in Canada. It is a dangerous,
slippery slope. | feel very strongly about this.
And | don't mind going back to snail mail, if that is required!!

9646 All government data absolutely should be stored in our own country. Why subject our
information to the laws of another nation?

9656 Because the government wastes so much of my tax dollars and we are over-taxed.

9671 prevention of other countries stealing data

9681 | do not trust foreign governments. There is plenty of evidence to support this mistrust. Don't
trust the Sell us out BC government either.

9696 Our valuable personal data is increasingly more susceptible to security breaches

9706 There is no reason to off load or bring in expertise from outside our own Country. Why
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introduce a dependency on other jurisdictions and Governments to support Canada. We have
the requisite expertise within the Country.

9711 It's important to keep sensitive personal information about BC residents secure and the only
way to do that is to keep it stored in BC.
9721 Having safeguards on my personal information, so there is limitation on how it is being used

without my personal consent is the highest priority, and | believe the other considerations can
be adequately achieved while still honoring my privacy.

9726 I don’t want my data anywhere else in the world because | don't trust other jurisdictions to
protect my data.

9731 Security Risks. See Below

9736 Canadians' data should be kept within Canadian jurisdiction only.

9741 Privacy laws, health freedom, and NON Big pharma paid and or directed healtcare all part of

the same issue.

No government body should be able to provide private citizens information to Big
pharmaceutical companies in Canada, nor any large corporation for that matter.

Any Federal or Provincial health officer, any director or administrator on the Federal and
Provincial Board of Directors of Medial Association of, College of Surgeons and Physicians
of, who has received any form or perk or compensation from any Corporation espeically
Pharma Corporation or Lobby group, needs to be investigated for conflict of interest and
potential fraud.

9746 It is vital that personal information NOT be hosted outside Canada, most especially not in the
USA. Neither the US government nor the major multinationals can be trusted.

9761 My privacy is of utmost importance to me!!

9766 Keeping my private data online is a huge risk to me and my family, so | want that data stored

in the country | live in.

Having the most up-to-date security is obviously just as important as where it is stored, but
since | have to state which is the most important than | choose keeping the data in Canada.
Having access to the latest security updates and software from around the world is nearly as
important as keeping the data locally and securely, but not important enough to warrant
trusting my private, personal, data to foreign entities except in an emergency like this
pandemic. Even then though with grave concerns about the consequences of sharing
sensitive information to private foreign entities, useful or not.

9781 | appreciate my data being kept in Canada

9786 I have little or no faith in the probity or moral legitimacy of most governments, and none
whatsoever for governments for whom, or against whom, | cannot vote. | am therefore utterly
opposed to my data being available to any government agency outside Canada, with the
exception of Canadian embassies or consular offices.

9821 Citizens Data and information should be kept private, and should be held within Canada. The
government holds the responsibility to protect its citizens other governments and corporations
and individuals.

9826 | feel it is very important to make sure our private information does not get into the hands of
international governments/organizations. The government service of booking my online
vaccination appointment has not worked for either vaccine. For many people this has been
the case. It is always best to have a human to speak to.

9831 Safety of data is important. There have already been shameful data leaks by health BC. We
need to prioritize our safety of information
9836 It is very important that government data remain in Canada otherwise there is no guarantee

that it won't be accessed by other governments who can use it to the detriment of Canada as
a whole and our citizens. The Americans in particular, through their Patriot Act, already have
mechanisms in place to access data stored in their country.  As they become more unstable,
their usage of such data becomes more and more problematic. Security protocols need to be
the most up-to-date possible as cyber crime by individual groups and by governments
becomes more and more widespread. Reports of the theft of personal data are becoming
almost a daily occurrence. | am afraid to give anyone any personal data that is not absolutely
required because | have no idea how robust their on-line security is; this includes the
government and medical sites.

9841 While there may be some short term benefits from taking advantages of services that involve
our data leaving our country, this means losing the constitutional and legal protections our
data enjoys when in Canada. Over the long term this presents a much more serious and hard
to remedy risk. Canada has the technical capacity and resources to provide secure, timely
and efficient data services. If we invest in these, there is no need to sacrifice our fundamental
sovereign rights.

| object to the one-sided framing of the preamble to this question. It is clearly biased, and
invites the impression that the survey is attempting to favour a particular response with
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respect the issue of data residency. This undermines the credibility of the survey.

9861 | strongly do not feel that our data should not be stored outside of Canada because we should
have total control over our data and not be affected by changes to laws and regulations in
other jurisdictions. Our data should have the most up-to-date security measures so our
information does remain secure and in Canada.

9866 Don't need communist countries (China) spying on Canadians

9871 | want data/ my information to remain within my country. | see no reason nor the necessity of
other countries having our Government data..

9876 the data is not the governments property, it belongs entirely to we, the people. The

goverment should never have been permitted to allow other less than savory organizations
any access to any private or personal information.

9886 In this age of surveillance capitalism, indiscriminate spying by government actors around the
world, and data theft and ransomware from criminal actors, data security and privacy are
more important than ever before. The more information about us the government collects, the
greater their responsibility to safeguard it from both disclosure and misuse, either by
themselves or others. As Bruce Schneier has often elucidated, incentives for commercial,
third-party service providers to invest sufficient efforts in security are exceedingly weak, as
data breaches primarily harm their customers, not themselves, and the benefits of a well-run
security system are that -nothing happens-, making it difficult to justify the budget for over
time. Ata minimum, the government should legislate much stronger security requirements for
Canadian companies (and then work with those companies rather than poorly-regulated
foreign ones) before relying heavily on third-party services that handle our data.

9901 Data privacy and data residency are inherently important in an open and democratic country,
and the protection of that data should be of great concern to any society that is based on the
sovereignty of the individual.

Unrestricted access by governments and corporations will always inevitably result in more
centralization of government, and in tyranny / authoritarianism.

The wider the distribution and of public information , the greater the threat of illegal markets
and criminal / terrorist activity against the public.

9906 I have little trust in the security of my personal data held out of country.

9911 Data needs to stay resident in Canada. Canada has both the services and talent to provide
current and next-generation services if the governments chose to tap into those. The cost of
services is secondary to data privacy.

9916 Our information should be protected. It is important that nefarious regimes, companies in
other countries do not have access to our data.

9936 Stored in Canada means my personal information is not subject to the rules of another
country

9941 * NO intrusion by countries with weak privacy laws or access by foreign - including USA -
governments.

*More investment needed for Canada's info tech infrastructure. Yesterday!!! already
*repeal laws put in place during Covid that allowed data to be stored outside of Canada.

9951 In order to maintain high standards of data security and privacy, | feel it is important to keep
our personal information in BC.

9956 Keep things local and safe.

9961 While | believe it is important that public services are provided online, | also believe that it is

equally important that our sensitive personal data is secure and not shafed or stored in
jurisdictions with weak privacy protections.

9966 While it is important to have easier access to government services online, it is also important
to keep Canadian's data safe and secure from foreign entities who may not have as stringent
security and privacy laws.

9971 Canadian data. USA be stored in Canada. Too many hacking events by foreign entities

9976 Corporate and government entities have ignored privacy in their race to monetize personal
profiles on the web (the surveillance economy). Google, Facebook and other social media
companies make their money exploiting this data (Facebook about $50 per month per user on
average) so that much of what is "free” or "inexpensive" comes at a huge privacy cost.
Privacy is not only a huge factor in preserving our identity, but also is a human right. Those
that ask if you have something to hide are avoiding the issue. We continue to use curtains on
our windows and locks on our doors for a reason. What we do in the bathroom is NOT secret,
but it is PRIVATE. Hosting citizen's data outside of Canada opens it to scrutiny and abuse by
foreign corporations and governments. | chose to stop using Skype when it was purchased by
Microsoft and no longer had the protections afforded by European Union privacy laws.

10001 Cyber spying and data manipulation are big problems today. If data remains in Canada there
may at least be some measure of control.
10006 Government's purpose is to serve the people. We need easily accessible and safe
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connections.

10011 Keeping my data within Canada with high quality security protocols is hugely important. | am
appalled that the government is exploring other options.

10026 It's more important to me that Government services are readily and easily available to all.

That these services are fast and user friendly using new dependable technology and that the
public’s personal information is safe guarded and not sold to the highest bidder.

10041 During Covid it appears that governments have been engaging in activities/directives that
violate our Charter rights and freedoms so government doesn't seem to have the integrity that
many of us had believed it did. When citizens need to engage with government | think most
believe that what they convey will have some level of privacy attached....consider now
doctors who teleconference with patients...a huge mistake, diagnosis was poor enough even
when in the same room as the MD, can't imagine how poor the results are now. Data is the
new "gold" and | don't think storing data outside of Canada will ensure that the data is not
sold. Hoping that we have a better chance if it's stored in Canada.Regarding Government
spends less to provide services...government is notorious for misspending tax dollars. If [ ran
my household the same way government agencies (and | worked for one) budget and spend
money I'd be living on the street. Latest technology is no guarantee it's better.

10046 | value national security

10051 Data residency is vital to protecting Canadians' privacy and security and attract investment in
Canadian IT infrastructure.

Both in-person and online services are important.

10056 BC has some of the best data and privacy protection policies in Canada. Storing data in
Canada ensures that all of our private information held by government is shielded from
massive corporations and large international spy agencies. Government must ensure the
continued protection of British Columbians and our data, which we are choosing to entrust to
government.

Additionally, compelling corporations to store British Columbians' data here means that they
are making investments into our province. We must not outsource.

10061 | don't want my personal data to be accessed by foreign governments, unauthorized
individuals, businesses or entities. | want the holder(s) of my data to be accountable to me
and the public at large. Having data stored offshore would prevent this accountability.

10071 Data security and keeping Canadian data in Canada is the only thing that matters to me. If
you sell my datat out you are committing treason in my eyes.

10076 My time is valuable and expensive and Gov't doesn't understand that. Gov't efficiency is
appalling

10091 | want my privacy well protected

10101 | care more about using up to date and secure services than | do with how much they cost or
where data is stored.

10111 | do not want any of my personal data exposed to the Patriot Act in the US or other
governments outside of Canada.

10146 As Canadians we should never ever allow our personal information to be handled outside of
Canada. Once we allow this there will be no going back and no accountability.

10151 The ability to hold the BC Government accountable for Data privacy is paramount

10161 | don't trust foreign governments , and resent a giving up of our national sovereignty, which
storing such data outside Canada would constitute.

10171 | do not want my info stored in another country. BC and Canada need to ensure my data
privacy which they cannot do if the data is not in Canada.

10181 Online is cheaper for the gov't than staffing offices to meet the public. Cheaper means less
taxes for us to pay.
| do not want my personal info. going to the Chinese Communist Party, the US gov't, efc.

10186 While providing innovative services online is important, retaining data residency is also a

crucial part of the consent process. It will prevent other countries governments from having
unilateral control over the government data of BC residents.

10196 Keeping BC citizens data within Canada is very important to me. Storing data in any other
country can put our data and privacy at risk. Additionally the data that is collected needs to be
tightly secured.

10201 Public citizen data is some of the most valuable information that both the government and

citizens have in a connected internet based future. While storing information in our native
country isn't automatically perfect it should be the highest priority instead of sending that
same information abroad. Likewise security for the information of citizens should be of higher
priority than cost or speed, mishandled private information is both more expensive and more
intrusive to the life of citizens than cheaper initial costs.

10206 Canadian Data belongs in Canada. Up-to-date Security (anti-virus etc) is vital.
10211 Privacy and security are the prime concern.
10216 Not all foreign governments respect or adhere to Canadian privacy laws, or share Canada's
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values. | can easily envision a circumstance where the private information of Canadians is
disclosed to foreign entities in ways it could be used against Canadians directly, or their
families abroad

10221 Allowing data to exit Canada creates too many privacy risks and makes us vulnerable to
fraud or other potential abuses.

10226 When foreign governments have access to my data | have less, if any, control over how this
data is used.

10231 Too much wast ink Gov. spending.

10246 speed is important in a guickly changing world

10256 Hosting and storing data in Canada goes hand-in-hand with using the most up-to-date

security protocols. Additionally, it prevents unauthorized access by foreign governments to
citizens' personal data that may be stored on Government servers.

10261 Storing data in Canada is the most secure technique. Using the latest tech stays ahead of
those not so capable.
10266 My main concern is that hackers will attempt and steal personal information by hacking

government websites and servers. | believe that information will be easiest to protect when it
is handled solely within Canada.

10276 Our data should ALWAYS remain on sovereign Canadian soil. This should not even be a
talking point. Our data should Never be at risk of prying eyes of foreign governments/bad
actors which would happen if it was stored on servers outside of Canada.

10281 Having online service makes life much easier. However it's very important that our personal
data is secure from cyberattacks and that it is stored in Canada. | feel very uneasy about
having our data stored in other countries, especially ones that are powerful and more
authoritarian or leaning that way (eg USA).

10286 All members of the population should have easy, safe, secure and affordable access to
government services. The opportunity for fraud in all transactions could be devastating, so
security in the processes are essential.

10291 My personal data is mine not the governments and it should be kept secure and in Canada,
other jurisdictions are not entitled to my data

10296 Security and privacy are paramount

10311 My information is private and needs to stay in Canada. This is Canada, we are Canadians,
so our data should stay in Canada and be kept secure. This is a priority.

10316 Security and accessibility are far more important than cost effectiveness.

10321 Keeping our personal data in our country and secure is important because of ethical and
safety concerns about my personal data and how it can be used, especially with the US
government. g 22 and larger powers are also subject to online
hacking where our personal data would also be available. Other countries can misuse our
data.

10326 If government data is hosted outside Canada's legal jurisdiction, there is a risk that any and

all other aspects can be compromised regardless of what agreements were made. It renders
Canada's data protection laws irrelevant. (For example, there is a history of incidents
involving US government agencies disregarding the data privacy laws of other countries
when other countries data is hosted on US-based servers.)

10336 | don’t want other governments that | don’t trust eg USA to access my personal information

10341 Other countries have less protections in place for privacy and security of personal
information. | want Canada and BC to invest in secure online services that are based IN
CANADA, with high levels of privacy protection for Canadians.

10346 Government should not use any Chinese equipment if any of my personal information is
involved.

10356 | do not want my personal information outside of Canada.

10371 | don't want other governments (especially the USA) having access to my private information,
and | want it secure.

10376 hosting and soring government data in Canada is the very least assurance that we maintain

control over our own data (unlike My Health data that when you telephone My Health is in
Missouri, stored and accessible under American legal system accessible to several agencies)
Our personal information should be totally within our borders and 100% under our control
absolutely secure, private and readily accessible to the person whose information it is.

10381 the province should fully and solely manage/store its data, no 3rd parties. This is too
important to be in the hands of others.

10386 We need to keep Canadian data and information in Canada where our laws can protect our
privacy.

10396 | feel strongly that the existing data residency law must be maintained and that our personal
security is of utmost importance

10406 Because | don't want the government having ANY control over my information. None.

10411 | entrust my information with my own government and | do not want my information shared
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beyond our borders as their are untrustworthy parties who may have access to it.

10421 Generally it is always highly suspect to make permanent anything that was taken as a
temporary emergency measure. So that would be a no for that reason alone.

As for this specific issue | am NOT okay with having my personal data subject to possible
intrusion by another government or through less rigorous privacy protection than in Canada.

10426 I am concerned that data warehouses outside of Canada may not be subject to the privacy of
information rules we have here.
10451 That's a no brainer | would say. Canadian residents data must stay in Canada. Other

countries might not have the same privacy rules and regulations and it will be a breech of
privacy to store Canadian residence data in databases stored or managed by other
couniries/governments.

10456 Data stored outside Canada can be compromised by foreign govt and policing authorities
with no recourse for Canadian entities. You can't take back released information.

With continued developments of cyber crime the use of the newest and best security
developments is crucial.

My experience with govt database access is nominally poor. Govt programmers typically
design interfaces that are hard to use and difficult to understand. Often information access is
buried behind bureaucratic connundrums that take hours to untangle and often take a phone
call to a call centre and hours long waits on hold to resolve. Hire better programmers!

10461 if government data is not secure it could be the largest source of sensitive data
providing services though online and offline means can make them as easy to uses as
possible
| would assume if the security is up to date than it should be using at least modern technology

10471 The statements speak for themselves, and need no further detail that I'm aware of.

10481 Our confidential information stored on government servers should remain in BC only. It
should not be provided to national or international agencies.

10491 Data security is of utmost importance. We need to safeguard the security and privacy of
citizens' data and should keep sensitive data out of the hands of foreign powers.

10506 | don't want corporations and foreign governments to have access to my data.

10536 Not all countries or governments have the same level of security as Canada. | do not want

my personal information out there where it can be hacked, or accessed by anyone that does
not have explicit permission.

10541 | top-ranked "Government data is hosted/stored in Canada" because | want to be sure that
British Columbians' sensitive data will not be subject to the intrusion of foreign governments,
or handled in countries with weak privacy laws. | also want to provide for greater investment
in Canada’s information technology infrastructure. In sum, my overarching concern is to
ensure that we enhance privacy protections for all of us in BC.

In the nearly 20-years that BC has enjoyed our data residency law, we've seen some of the
biggest companies in the world, like Microsoft and Amazon, invest in creating data centres
right here in Canada. Without BC's data residency law, these investments might not have
happened, and all of our sensitive personal information would be subject to the intensive
surveillance enabled through legislation like the Patriot Act in the United States, or potentially
even worse treatment in other jurisdictions.

10551 | have always appreciated that BC chose to enact laws that keep personal information in BC.
Data Residency should be reinstated and maintained with ever more vigilance.

10566 | do not want my information and data hosted or stored outside of Canada. | am a CANADIAN

10571 While some jurisdictions, like the EU, pride themselves on data privacy other major nations,

like the US, do not. By having data remain in Canada, Canadian citizens can be secure in teh
knowledge that their data is being protected.

10591 | do not want my data floating in a limbo which can be got at by any entity other than the
relevanyt BC institutions or government departments.

10601 Please keep data hosting in province... not outsourced to other countries.

10616 There is so much of our privacy that isn’t safe, nor are we told the truth on who has our
information and what exactly are they doing with it.

10621 | don't see many reasons the vast majority of data cannot reside in Canada with modern tech
and still be delivered guickly. Most major providers have Canadian presence now.

10626 | hope and pray my government takes the security protocols very seriously!

10636 Data residency in BC is essential to protect the data of BC residents.

10641 My personal information is my right to share, not to looked at or stolen by individuals or
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companies .

10661 Accessing services online should be a right. It drastically reduces the time spent by the
person to perform such service, it makes the service way more efficient from the government
perspective and it helps the government achieve interaction between such services.

10671 Local control over privacy and protection of personal information is my foremost priority.
Exposing Canadians' (and in the specific case, British Columbians') data to foreign
government and corporate surveillance, where we have zero regulatory input, is an absolute
non-starter. Using the pandemic as an excuse for accessing foreign services is lazy. Build the
necessary platforms in Canada and ensure they are subject to the tightest privacy strictures.

10676 The most important factor to me is that the technology and data physically reside in BC for
everything to do with the BC Government.

10686 When my personal information is being handled in India or the Philippines - - - well - - - | don't
think my privacy is being maintained!

10691 Privacy is for me very important. Ensuring the data remains in Canada reduces the

possibilities the data will be hacked by criminals or read by other governments. From
paranoid US to genocidal China. And remember that Russian, Byelorussian and North
Korean hackers are pretty good at their job!

Every government service that can be delivered on-line should be delivered on-line. | live in a
rural area, so it is not neither convenient not efficient to go to town for routine government
business.

As a taxpayer, | do not want money wasted! But services have a cost, and let's not be penny
wise pound fool. This also relates to the ".. latest technology..," around the world. To be in the
bleeding edge of technology is a safe way to get hurt. If not check the story of the electronic
health record for the NHS in the UK.

10696 Sensitive information must be protected.

10716 Canada is my home

10731 We can not regulate or control what other countries decide to do with our personal data so we
need to keep our data secure and contained in our country.

10741 With laws like patriot act it's imperative that personal identifiable data be maintained in data

bases we control. Some data could be kept off shore as long as it's keyed by unidentifiable
tokens and the mapping to persons is kept in Canada.

10751 Data for BC residents needs to stay in BC.
Data for Canadian citizens must stay in Canada.
Amazon, Google, Microsoft (the big 3 in cloud services) all provide Canadian data centres.
There's no need to use US or European services.

10756 Online technology is NOT the best way to deliver services. It serves the elite corporations &
technology sectors who seek to control & manipulate for their own gain.

10771 Privacy has become the most important issue to protect the rights of all people

10776 Govt info must remain in BC. Who knows how it would be used by foreign entities.

10781 British Columbia Data MUST be stored in British Columbia. We simply cannot rely on any
foreign government protecting our information like our own!!

10786 Security of my data is paramount; I'd rather not have a lot of my (digital) information at
potential risk

10791 Our data should stay with us! Security is important. It's hard to put things in order, because |
can't say both that you need to spend less, but you need to deliver things quickly....

10796 Security is obviously a concern. | do not want those services to allow indiscriminate use of

my private data. When it comes to health services this is doubly important. Response speed
is critical for obvious reasons and technical advances need to be utilized in order to aid
efficiency and cost savings that can be used to better serve the public.

10806 Our private government data should not be available to or stored with other entities

10821 Data should be secure and stored in Canada, in BC if possible

10826 | feel all personal data should NOT be stored outside the country, too many hands in the pot
means more scams and ransomware attacts

10841 privacy and data security is the most important thing. Compromising on either is a threat to
canadians and British colombians safety and rights.

10846 Security should mean privacy

10851 Personal information and data should only be held by entities and corporations in Canada
No information should be sent out of country

10861 | don't want my data shared with anyone without my knowledge. It should be my choice
whether | want to share personal information

10876 Our information should be retained within Canada. Ensure multinational corporations and
foreign governments are not assessing and using. Keep jobs and secure information within
Canada
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10881 | think security of person is a foundational feature of being able to live well. One of the original
defining features of governance in societies is to ensure better protection for citizens than
individuals can achieve for themselves - think Hobbes' state of nature. If a government cannot
deliver on one of its most basic functions, there is a severe problem with the organization of
that government, and it needs to be changed. | have a role in the election of my country's
government, but have no such say in any other country's government. So my government
ought to keep my personal data "in-house", and apply the most stringent criteria available to
protect it.

10886 The previous question is very slanted in the way it's been posed for two reasons.

1) There is only one option in favour of maintaining the laws as they are.
2) Even the way that one option is worded doesn't underline the main reason it would be
picked (privacy, security of information, etc.)

This isn't even a real survey fairly presenting how each side would best make their argument
given how you've chosen to word it. For instance, it's obvious that you've lined things up with
1 pitfall and 5 merits here, which superficially creates a "5 to 1" illusion. | can see how you
want people to answer and you've worded and restricted the options in such a way that
anyone who doesn't look at things analytically would find themselves feeling like there were
more merits than not. This isn't how you check if people are okay with something, this is how
you push something through that you want without honestly and fairly presenting the other

side of things.

10891 I think it's no other country/entity's business to have Any of my personal info -especially say
communist China?

10896 Privacy regulations are not as stringent in other jurisdictions. Hosting in Canada provides
Canadian jobs and encourages Canadian technology advancement.

10906 We need to keep citizen data away from CSIS and American Security services.

10916 Safety, Trust, secure data, We need to have control over our own information and data. Too
much is overseas as it is; we cannot trust our information isn't being used against us.

10921 The order is cancelled, your current actions are illegal

10926 Privacy is a human right.

10931 Too many companies have taken our information outside of Canada. It is bad enough to have

our information sent to other provinces within Canada but to send our information outside of
Canada is like giving ammunition to foreign countries if they ever want to retaliate against
Canadians for any reason. Our Provincial Government has already been destroying Canada
and our various laws and traditions from within, we do not need the B.C. Provincial
Government to do the same thing. ALL CANADIAN GOVERNMENTS are to be OF THE
PEOPLE and FOR THE PEOPLE but those who get into power seem to have forgotten that
WE THE TAXPAYERS are the EMPLOYERS OF ALL GOVERNMENT EMPLOYEES
including THE PRIME MINISTER AND THE MP's. | do not want my information to be put on-
line as there have already been too many cases of these 'secure’ sites being hacked and who
knows where all the information has gone or how it is being used.

10956 s.22
s.22
s.22 Thatis only one of numerous data thefts my family has experienced. My info is on the
dark web. At the same time, Google and Facebook and many websites have collected a great
deal of information about me that | did not want to share.s.22
s.22 most people do not know how much
information is being collected about them and also shared, and that the government and most
companies are virtually unable to protect data

10961 BC and Canada's information must be controlled by Bc and Canadians. Subject to Canada
and BC law.

10971 | don't want my personal information to fall into the wrong hands and be used maliciously.

10981 Canadian/ BC data should not be accessible to potentially untrustworthy foreign
governments.

10986 Access to government should be easy and free

10996 BC citizens' privacy should be the top priority and not be made vulnerable to America's
invasive surveillance. Otherwise we might as well give up and become part of the States.

11001 Security (including hosting) is top priority, then the fact they exist online. | don't care if they
use the latest technology or if it is the cheapest option. Security is more important than cost.

11006 Privacy & security paramount

11016 Modern technologies offer better security practices and usually a better user experience.

11021 Itis increasingly important that government services are accessible to the public from

wherever they live whenever they require access 24/7. This is particularly true for rural folks
and shut-ins because it allows them to minimize their isolation.
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11026 I work in the field of Indigenous education. Keeping personal data safe is a my priority for
students and their families. This cannot be done if personal data is stored on servers hosted
outside of Canada and not subject to Canadian data protection laws.

11036 Keeping Canadian information in Canada should be a default. We are lacking in independent
thinking national leadership; as a nation we are too friendly with foreign powers who do not
necessarily have benign intentions towards us and are buying up strategic assets.
Information can be exploited as well as other resources. The poor management of care
homes on Vancouver Island involved foreign ownership. We need more 'protectionism' rather
than following the global mindset facilitated by technology which has left us vulnerable
through e.g. not having our own vaccine production capabilities. As a citizen it should be my
information and my choice who to share it with. | have no trust in NDAs involving entities
outside the country as they can become unenforceable.

11046 Hosting content in Canada is critical to our security.

11051 Important to keep info in Canada. Important to still have options for people to visit in person
or get help on the phone. So many seniors cannot do online services.

11056 | am very concerned about the security of my personal information, and its unauthorized use
by those who are willing to steal it.

11061 We should never be in a position to relinquish the privacy needed to conduct government
services online, in particular, data sharing and storage with foreign entities.

11071 BC has a democratic system that permits chamge of government with elections. This system

is almost perfect except where it is vulnerable to those serving their own and their colleagues
business interests before the best common interests and best long term interests of the
general public. Therefore | believe privacy needs to be protected at all costs. We must
contain our residents information in BC. Technology has advanced so far that there are
countries like China that use information gathering processes for nefarious purposes and
China's governing processes are not likely to change to improve individual privacy and
personal interests that support individual well-being over business interests that exploit many
to support a few....and make the country as a whole powerful at an enormous cost to its
poorest residents.

11076 Really long wait times and lots of hangups when | have been waiting hours.

11081 If data is not stored in Canada we might as well publish it for everyone to see as we'll have
zero legal control over it. This has been proven out multiple times. I'll point at the NIFTY
prenatal tests are a current example of this.

11086 Host Canadian's data in Canada so as to have control over privacy protocols.

11091 | strongly believe that all government data needs to be stored in Canada, preferably within the
province or territory that the data pertains to. | would move to another province or country if
this was not the case. Storing Data in Canada is the best thing for the Canadian economy and
security.

11101 Information security and data sovereignty are crucial to protect British Columbians'
information from bad actors around the globe. The only way to provide certainty and
protection of our information is to carefully and thoroughly secure it, and to ensure it is hosted
in Canada to ensure the information remains under our own jurisdiction.

11111 Keeping Canadian data in Canada is a no-brainer. Do not fall victim to the "but, we need to
go on American cloud hosting to be on relevant tech' bandwagon, please. Every server
connected to the 'internet’ is on the ‘cloud'. The most secure operating system in the world, is
based in Calgary, AB, Canada. We have the resources, do not outsource. | repeat, do not
outsource. If there are employees working for the government, lobbying for throwing out
talent in lieu of paying a cloud provider, fire them today.

There are no coveted 'latest technologies’ only available by outsourcing to a major cloud
provider. They have absolutely nothing that you can't already get for free by following open
source channels. The only thing these cloud providers have, is substantial coffers to push out
advertising myths that get eaten up by bureaucrats every day. Do not give in to this, and do
not outsource our government technology stack.

11116 Given the international climate regarding cyberattacks from foreign actors, security is my
most significant concern.

11136 Canadian information about Canadian citizens must stay in Canada. We are not for sale.

11141 | do not want my data to be shared with third parties as a result of my government choosing a
third party data storage provider outside Canadian jurisdiction.

11156 Storing data in Canada keeps the private information of Canadians safe. Storing it in the US

would make this data subject to the Patriot Act, which would be an unacceptable violation of
our privacy and security.

11161 As a technical person, | would expect E2E encryption would be used, plus encryption-at-rest,
so country of residence is not so serious. I'd prefer government use the latest technologies
and practices to move more quickly, evolve more quickly, smaller iterative steps. More cost-
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efficiently and more efficient on developer skills. My technical job role involves helping
developers move more quickly and be more efficient, so this bias guides my interest.

11166 Security of Pll is extremely important, especially with all the phishing attacks these days. If
hackers got to government information, they could design extremely effective and targeted
phishing attacks and steal from the most vulnerable Canadians. Access to government
services should still be easily available though.

11171 Other countries should not be able to access private info.

11186 Canada and especially BC gov has had major cybersecurity breaches during the last 10
years, due to insufficient resources allocated to security risk management. That's
irresponsible weather due to negligence or incompetence of gov organizations, and public
employees. Despite of the unacceptable unjustified secrecy of gov public affairs, it's now
clearly shown that Canada was and continues to be targeted by APT organized hacking
(large majority China affiliated) for espionage, civil services disruption and military strategic
attacks. These helped targeting and blackmailing corruption in BC of public employees
members of Parliament through local Chinese criminal organizations involved in drug
trafficking, and BC casinos and inflated real estate money laundering

11191 Keeping my personal information in Canada is very important given the issues that the USA
have had.

11201 We need the best and safest systems to hold our data.

11206 A lot of money can be spent trying to keep up with the latest technology, and a lot of money

can be spent on keeping overly-aged technology running. Regardless, the data must be
secure to an above-average degree.

11211 Data should be as secure as possible and never leave Canada. ltis as simple as that.

11216 our personal info should be kept in canada no matter the cost

11226 | want my personal data stored within Canada's boundaries so as not to be subject to weaker
privacy laws elsewhere

11231 If data is not stored in Canada it generally means it is being sent to the USA for storage. |
have no trust in Government in the States or the level they would sink to to get access to any
data.

11246 privacy is paramount given the leaks of personal data in a wide variety of industries

11256 Regardless of what platform or service is provided, it must be kept safe and secure. Hackers

are even more prevalent and determined to get at important data for nefarious purposes.
Such data must only be available to those who need to see it, use it and know it.

11261 Data privacy is of utmost importance to me, | don't want any of my personal info getting into
the hands of non-authorized persons.

11266 My data belongs in my country - not in some other country's servers

11271 Privacy is much more certain if the data is stored in Canada. Data breaches are more likely

to occur with significant abuse if stored outside of Canada with stringent security
requirements.

11286 because it's essential we stop the mad push to foreign nationals for our storage and compute
resources - we must build this in Canada, it solves a great many problems and eliminates
many risks, otherwise we are giving away our ability to be somewhat self-reliant - look at the
supply issues at the start of the pandemic if you need more reasons.

11291 | wish the data was only stored in Canada and these with top security

11306 We are a sovereign country and gov't. data should always be stored in Canada.

11311 What's the point in having a government if they are not going to provide services quickly.

11336 Convenience. Care more about service and deliverable than the privacy.

11341 because my information is my information and it must be kept safe even though online access
is convenient and quicker

11366 Privacy and personal ownership of personal data / information is paramount. Absolutely

sharing / profiting from use of private data. Significant and proportionately punitive penalties /
fines for violators: permanent termination of public employees; permanent termination of
contracts. Case in point: LifeLabs ... wtf??

11381 Security and privacy matters

11386 Information about British Columbians ( and all Canadians for that matter) should be kept in
Canada, where Canadian privacy laws are enforced, and in order to build state of the art
infrastructure which employs Canadians.

11391 Data security is a big issue for me. | am already being tracked against my will, and | don't
want to have any sensitive information to get leaked. | also do NOT want my data stored
outside of Canada, as there is NO GUARANTEE that the hosting country won't get hacked,
or sell the info to others.

11396 There is no reason any of my information needs to leave this country. | do not trust our own
government and trust other’s (eg. China) even less.
11401 I am strongly in favour of my government data be resident in Canada and be protected with

the most up-to-date security protocols!
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11411 Our data is our collective property, and it must stay in the hands of the Canadian government,
exclusively, as that is what we have given our consent to.

11416 | want to know that my data is stored safely & securely.

11421 I think the items at the top of my list are the most secure ways to handle my personal data.

11431 Data privacy is very important. At the same time, online services offer opportunities to
citizens who are disabled or unable for various reasons to access services in person.

11436 Security trumps convenience; BC has expertise which the government could harness~ | am

thinking of the Cambridge Analytical Debacle- which involved a BC company- and maybe
even commercialize, and not give up and Amazon, Microsoft, or Apple take over the task of
safeguarding our private info. Under no circumstances should Facebook be involved. | hear
thst the Cambridge Analyticsl data has been recycled by Facebook a year after the scandal
passed. Also, out medical info was compromised recently. Too bad Bill 11 was not passed by
feds.

11441 It's important that my data not be stored in other countries and is kept local for security
reasons. Security is top of mind when it comes to data protection. [ think it's extremely
dangerous to use any technology from around the world, especially when you think of devices
coming from places such as Communist China. Anything coming from a place like that can
be microchipped and collect data on citizens without their consent.

11446 Without data residency and strong security measures the government cannot control how and
by whom citizen's data is accessed. This crucial for confidence in and use of government
services. The government needs to restore data residency requirements that were relaxed
during the pandemic in order to adequately protect citizen privacy and confidence in the
government. The fact that many people likely are unaware of how this impacts them does not
make it any less critical.

11456 Information of Canadian citizens should be secure and should stay in Canada. The thought
of international robbery of our personal information is frightening.
11461 The way that this ranking list is structured seems designed to trick / confuse / mislead /

distract the person answering the question. | say this, because the very issue that is of
primary importance, is listed last. As | read through them, | wondered of what importance this
list served, until | arrived at the very last question "government data is hosted/stored in
Canada. This guestion does not come across as being in the same league as the other
guestions, as the consequences of our public data NOT being hosted/stored in Canada are
of much more weight that the consequences of any of the other questions (perhaps barring
the one regarding government data having the most up to date security protocols.

11466 Itis very important for our privacy that our data is stored in BC and not allowed to be stored in
the US or elsewhere. As China and Russia keep hacking US sites and less Canadian sites, |
don't want my information to be hacked by them.

11471 Privacy is a key concern as there are multiple examples of information being hacked or
divulged that lead to serious harm. | don't want my private information in the hand of a foreign
power.

11496 Security

115086 Availability and ease of access are most important to me.

11511 Once data travels outside our country we lose control of it and therefore privacy as well. We
can also create a made in Canada/ BC solution that works as well or better than imported
solutions.

11516 With cyber threats and ransomware we need to be very vigilant and up to date on the latest in
security or our personal information will be compromised and used against us.

11521 As a software developer | work with data every day and understand the risks of storing data

in data centers that are not physically located in Canada. It's a matter of sovereignty that |
hope the government will not ignore.

11556 Our interaction with our government needs to be confidential. It is fundamental to our
democracy that individuals can trust that there interaction with state institutions will not be
used for purposes other than those explicitly disclosed.

11576 Security is the most important thing when it comes to data | give the government. Keeping
data locally in Canada is part of this.

11581 | do not want my data stored outside of Canada. | do not want other nations to have access to
my private data.

11591 Privacy, protection of, and therefore security of my personal information from corporations,
foreign governments and cybersecurity threats.

11601 Privacy and protection of personal information is a top priority. Exploitation of personal data
and inappropriate surveillance are risks that increase with the storage of data outside the
country.

Secure and quick delivery of government services is a self-evident priority, ideally online with
security, using the best available technology.
11616 My data is my property! Whether it is medical, browsing use, or whatever. It is part of my
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being, like my body, mind and soul. Whoever has that data stored, and any use of that data
by any software or entity, must be safeguarded with powerful means that have real teeth.
Software User Agreements must be superseded by active legal protections by Canadian and
BC Provincial law. The BC government should have active, effective and fast acting
monitoring and correcting forces dedicated to cyber-security for its citizens not against them.
Its time for the government to be real-time pro-active and get up to speed. Governments have
the unigue position and power to protect and serve its citizens. This is not about politics per
se', this is about the current reality of cyber-security in our online world. Obviously individual
citizens and citizenry as a whole or part, does not have the option to opt-out of electronic
information in order safe-guard itself.

11626 Privacy is majorly important

11646 Our personal data is private and when it's hosted elsewhere we lose control over it. It's also
important to have the most secure method of encryption so that hackers can't access it even
if it is stored in Canada.

11651 in these times of internet piracy, 'hostage taking', and identity theft, the security of everyone's
data is paramount. | also believe Canada has the expertise to achieve this within our own
country. We must stop exporting the expertise in online security to other countries.

11656 Easy access is essential, especially for those whose income/health/age precludes effective
efforts at securing access.

Keeping personal data in Canada is important to ensure that it is not use against our interests
by foreign interests. By the same token, security of that data is important.

Online availability of services will help a growing number of people, though in person supply
will remain critical for those without access to the internet

11661 Citizens need to have a sense of safety and security in a technological driven world, so that
their daily lives aren't disrupted by scams of one type or another; else people will not benefit
from what technology might offer, especially relating to health, and preventative health, which
is the first and foremost consideration.

11666 In this day and age, the public seems to be able to be more informed and educated more
guickly with important information regarding world events surrounding our Canadian
government and international governments due to the extreme media coverage surrounding
the Covid-19 pandemic.

11676 the protection of personal information collected by government should be strengthened and
sharing should be limited to the use for which the information was collected. however,
knowing that data linkages occur that potentially and most likely mean that personal info does
not remain personal but is identifiable, stronger oversight and protections are more than ever
needed in this digital world. the standards of data security vary from the types of database
systems that the data reside in. as well, we have seen a growing trend of the legislation
meant to protect the personal information collected by government appears more and more
an illusion - the legislation is weak and there's not enough oversight and enforcement of
ensuring data is collected, used and disclosed safely and appropriately.

11681 We need to keep control and security of our own information. Do it properly securely in
Canada by Canadians stop giving all our assets away. build Canadian quality etc. for this.

11691 Security of data is critical in this digital age. Nothing is more important than knowing our
personal information is secure.

11706 It is of utmost importance that our personal data be stored only in Canada and no where else.

I, as a BC resident, do not approve of my data being stored anywhere outside of Canada and
| would consider this a serious breach of my rights if my personal information was stored
anywhere outside of Canada. This is not an option.

11711 Security Of Private Information Is Critical, & Should Be Kept In Canada.

11716 | don't want my personal data to be accessible to foreign governments.

11721 Privacy is paramount

11726 The Data Residency Requirements in BC amount to bureaucratic overreach and make work

for privacy consultants. It is important that those Government Services which must exist, are
delivered in the most effective, efficient, and inexpensive manner while complying with
cybersecurity standards set by the marketplace.

11736 | want to ensure that our sensitive data won't be subject to the intrusion of foreign
governments, or handled in countries with weak privacy laws. hosting and storing data in
Canada will also lead to greater investment in Canada's information technology infrastructure.
And all that means better privacy protections for all of us here in BC.

11746 Itis truly abhorent as how long it can take to get answers to simple question from an person
who answers the phone

11751 | don't want any of my personal information subject to another government's privacy laws (or
lack thereof)

11761 | strongly believe the data residency laws should stay in place, This means that our sensitive

data won't be subject to the intrusion of foreign governments, or handled in countries with
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weak privacy laws. It also means greater investment in Canada'’s information technology
infrastructure. And all that means better privacy protections for all of us here in BC.

11776 As a developer myself, if modern methodologies are used a lot of security concerns can be
mitigated from proper solution architecting. However the current laws around Pl are
awesome and bit restricting, | would like to hope that going forward we can continue to have
some strictest laws in the word for our BC citizens, however | wouldn't like this to prevent
collaboration with the government and the open source community that is easily available to
tap into in BC.

11791 | would not under any circumstances be in favour of storing any personal information of
Canadians outside of Canada or of allowing any non-Canadian entity or entity from outside of
Canada to access such information. | do not trust the governments of other countries, over
which the Canadian government has no control, to safeguard and keep confidential my
personal information. Other countries (such as the US) are too vulnerable to political lobbying
by powerful corporations, and once data is stored in the US, it's gone for good.

11796 I want all my information kept private!

11801 Because there are too many security breaches - we need to protect our data, and the safest
way to ensure that is to do it HERE

11821 I've had so much trouble working with government and other organizations through the

pandemic. It's like everything shut down including on line services. This should not have
happened as the country still needs to run in an efficient and timely fashion.

11831 Our personal data provided to government should not be accessible outside Canada.

11836 Services are crucial and ideally yes they will be available online with latest technologies. Data
privacy is essential though and should be a foremost consideration.

11841 Data residency and security is of critical importance, protected from intensive surveillance
enabled by legislation such as the Patriot Act in the United States.

11846 The data should never leave Canada and should maintain strict security protocols, nothing
less!

11856 Personal data hacking is an ongoing problem.

11861 Canadian data MUST be stored and remain in Canada.

11866 Don't want my personal info stored in other areas of the world with less stringent protection

11876 Would like to access all government services online, but not at the expense of the security of
my personal information. That security must remain sacrosanct.

11881 As vaccine development and rollout has shown us, it is imperative that Canada maintain

domestic capacity as well as engaging internationally. It's not good to be sanguine about
security developments, as there's generally a way to be found around any sophisticated new
safeguard, so there's still a case to be made for not giving up data residency. Economy is not
so much of a priority in this area.

11886 | don't want my data to get into the hands of people who don't need it.

11891 The security of the personal data of Canadians is extremely important to me. | don't want my
personal information to be stored outside of Canadian jurisdiction and want to see
strengthened privacy and data security legislation.

11896 | only care that our information is not shared with any other country. Time and time again
other countries have politicians, leaders, business people who become adversarial with BC
and Canada. These are public scenarios. It is foolhardy to trust our information in databases
we do not have full control over.

11901 Keeping our data in Canada is the only way to keep our data secure within our Canadian
legal system. Once it leaves Canada it is out there beyond our borders.

11911 | do not want my personal information being compromised in any way. | don't want it to be
subject to the intrusion of foreign governments, or handled in countries with weak privacy
laws.

11916 Personal information of BC residents must not be allowed to leave Canada.

Our sensitive data must be kept from foreign governments and not handled in countries with
weak privacy laws.
Better privacy protections have to be a priority.
For the good of all BC, the provincial government has to reinstate the data residency
requirements of our data & laws. Temporary measures put in place in response to an
emergency MUST be temporary.

11936 It is important to me that government data is hosted/stored in Canada, so that it is not subject
to laws/legislation of other jurisdictions (e.g. the Patriot Act).

If the BC government is interested in utilizing the "latest technology from around the world",
then those companies should be required to invest in Canadian infrastructure & follow
Canadian laws.

11941 Privacy and data sovereignty are far more important to me than accessing the latest silicon
valley invention. . In my professional life, | help to implement of new collaborative
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technological platforms. | can tell you that concerns about privacy and confidentiality are the
number one concern of end users. BC's data residency laws give most people substantial
relief to understand that all their data will be housed locally and not, for example, subject to
external laws, such as America's Patriot Act. In my experience, it is entirely possible to build
innovative, effective databases and service delivery platforms while maintaining strong data
residency requirements to protect British Columbians.

11946 Using "latest technology" does not require compromises on where the data will exist
physically or the level of security protocols. Options exist. Effectively protecting data collected
from Canadian citizens outweighs incremental costs and impact on implementation timelines.
In other words, trading off data protection for reductions in cost and time is a very bad
compromise. Going a bit further, in my opinion, citizen data governance rules should prohibit
ministers from even contemplating such compromise.

11956 Data security is a highly valuable quality that is becoming increasingly rare around the world.
Without expert-verified protocols as well as sovereign control over our data centers, we are
more vulnerable to malicious attacks from independent and state-sponsored criminals,
negligence from incompetent companies (such as Equifax), and executive overreach from
foreign governments (United States, Russia, China). Also, we should ensure efficient
communication between the government and its citizens in order to operate as a high-level
economy. We cannot afford to cheap out on these services and outsource elsewhere. Data
infrastructure should be cultivated in BC to remain current with the global economy and it
should be designed with input from the very best experts in computer science.

11966 | don't want my data being stored out of the country where who knows what can happen to it.

11971 It is paramount that our personal information not be shared with other countries, especially if
they engage in surreptitious practices. Our personal information should not go beyond our
provincial borders.

11976 | feel safer knowing my personal information remains within Canada.
11981 Information stored outside of Canada is not protected by Canadian laws.
Servers are owned by someone and they determine the level of security.
11986 Data privacy and security are by far the most important.
11996 Government services are vital to the population. Providing this service quickly can be a

matter of life and death for some. Data security is very important today. Making government
services available online is important and makes it accessible to a large portion of the
population.

12006 Given data is nowadays expected to be encrypted at rest, location of data hosting is not so
much a concern.

Accessibility and security of government services are more important, with cost and lower
barrier to internet access for all Canadians (regardless of location) being a close second

12011 I think that as long as the information is secure and there is protection and strong agreements
in place it matters less where information is stored.

12021 protection from poorly regulated countries

12026 | we are Canadians and cannot trust our information with other governments

12036 We live in an increasingly volatile world where we must be able to adapt to new situations

quickly. Services and priorities have to be able to be delivered quickly to address changing
situations. At the same time, digital information is the site of cold war between political
entities, and citizens need to have reasonable confidence that their government is setting
rules that and enacting policies that protect them in a reasonable way.

Also, | have worked in a public capacity for close to 6 years now, and have seen first hand
how difficult the data residency requirements make service delivery and change. | don't think
those requirements are wrong per se - the thinking behind them is sound. But in practice, they
frequently cripple the ability of public organizations to act. Some new balance must be
sought, or the province must find a way to make it substantially easier or massively increase
the ability of service providers to store data in Canada or BC.

12041 International privacy and security laws are not necessarily acting in the best interests of
Canadian citizens. A robust online platform for government services is necessary and useful,
but not at any cost.

12046 Keeping citizen data within Canada is very important. If privacy is about the right to control
what happens to your own personal data, then an individual must be able to control where it
goes (including when personal data goes outside of Canada). If FOIPPA were changed to
remove the (Canadian) data residency requirement (except under certain conditions/ with
consent as currently allowed under FOIPPA), then individuals are basically forced to forfeit
and surrender their right to privacy - there is no privacy if they cannot control where their
personal data goes geographically and subsequently who sees or handles it.

12066 Government Services should be available and accessible to all members of the public, with
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the least amount of burden placed upon the users.

12081 privacy is the basis of freedom . if we don't have privacy we don't have freedom

12086 | want my data to be as securely stored as possible.

12096 Security is paramount

12101 | feel data Must be stored in Canada.

12111 It creates transparency, accountability and engagement with the public.

12116 Havana Syndrome

12121 If I have to provide information to the government, | want it to remain private. | would not trust
off-shore storage of my data.

12136 Lieberals and new dumb party are not believable or trustworthy for anything they touch! Just
lies and
Propaganda, no facts or truth at all!

12161 There are some people that aren't aware of the dangers of using the internet

Very convenient for those of us that know how to use and look for this information

Why would the government even consider storing the province's information in another
country

Technology is awesome if used correctly

Cost shouldn't be an issue when providing information for the people of British Columbia

12156 | chose none of them because none of them are frue.

12166 Why would we allow any other country to access?

12176 Functionality is the key consideration - | think utility should be maximized.

12196 Security for our data in Canada should be paramount. | believe we have the skills and people
to provide up to date and innovative services.

12201 Information needs to be secure and accessible to the public for all to access
Should remain in Canada for security

12211 It's important the data is kept in Canada, and protected with the strongest security so that it

does not get accessed and abused by third parties. So that companies that simply want to
profit off of data collection and advertising do not have access to private personal information
of British Columbians.

12216 Data security is THE MOST IMPORTANT item - when my data collected by the province and

is housed out of the province/offshore by the government, it will be subject to foreign
jurisdictions. NO ifs, ands, or buts; KEEP all BC citizens' data IN BC
\

12221 | want my data safe and secure and hosted in Canada. | don't want some 3rd party data
breach affecting the privacy of BC residents. Some services | like to have in person (seeing
the dr for eg) but in unusual circumstances an online visit is ok. | don't like using computers
for absolutely everything, sometimes yes, not everything. It is convenient to have access to
online education for eg, but also in person options are necessary.

12236 Governments always seem to not do what they promise, but then when they are ready for
election, then comes their big promises!

12241 Do not want a global government.

12246 I want my personal information kept in Canada and not available digitally globally.

12256 | expect that the people who are elected and take accountability for the governance of my

country (and particularly my Province) are respectful of my individual right to feel safe from
unwanted intrusion and the use of my personal data without my express permission.

12261 Security of my personal information is of the utmost importance to me and if the data is stored
outside of our jurisdiction there can be no guarantee of that security.

12271 Digital is faster and more convenient. | would be unaware of, or even unaware of where to go
to find, many services if | wasn't able to find them online via search engines.

12281 The data must be literally within Canada for us to actually have ultimate control over the uses
of the data.

12286 This section presents choices that create various false equivalencies and ask the public to

prioritize them. That can invalidate the quantitative data. As a survey question it does not
stand up to academic rigour. A similar problem exists in section 3.
We are left with the impression this question was designed to craft support for government's
policy agenda.
We support the data residency requirement. It is an important way to guarantee the protection
of personal information, which is particularly critical for public bodies. This would be
compromised if the law was changed to allow British Columbians’ data to be stored and
processed outside of Canada.
Public bodies should not be enabled to reduce their responsibility to protect personal
information by moving it offshore without appropriate protections and options for citizens to
opt out and receive equal levels of service and access.

12291 High quality public services that are responsive to the needs of citizens and can pivot in
unusual circumstances are more important than selecting the cheapest bidder. Public
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services should be publicly owned and operated.

12311 | do NOT want my stored outside the country if | am required to provide it in order to access
government services or certification. Foreign governments have shown themselves not to be
trustworthy in guarding security and privacy generally and | do not provide information to my
government so that it can be stored elsewhere, subject to the domestic laws over other
jurisdictions with no accountability to me. (I have had this experience previously with regard
tog. 22 which subcontracted data
storage to a firm which stored it in the US without my knowledge and in violation of what |
understand to be ourn law.)

12316 Data security is important.

12331 In the time we currently live and work privacy of our data is very important.

12341 The government data and tools used get outdated very quickly. There should be an
innovation centre within government divisions.

12346 BC data privacy laws help keep BC residents safe and organizations responsible for

safeguarding our personally identifiable and other sensitive information safe accountable for
their actions.

12351 | ranked these in order of importance and value to Canadian citizens; which is the priority that
government should always be using as it is their sole reason for existing.

12356 National security is pretty important!

12386 Security is essential & Canadian-based data adds to tht.

12391 Online services and tools by government is the way of the future, but it is important that the

information be safeguarded with up-to-date security protocols.
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Summary for S2Q06 [1]

How concerned are you about the following information security risks?[Ranking 1]

Answer Count Percentage
Hackers stealing my personal information and/or committing identity theft (A1) 556 31.41%
Government using my personal information in ways | have not consented (A2) 488 27.57%
Organizations selling my personal information (A3) 205 11.58%
Accidental information loss, such as misdirected mail (A4) 27 1.53%
Unauthorized monitoring by other governments (A5) 494 27.91%
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Summary for S2Q06 [1]

How concerned are you about the following information security risks?[Ranking 1]

= 0 (Hackers stealing my personal information and/or itting identity theft)
= 1 (Government using my personal information in ways | have not consented)
= 2 (Organizations selling my personal information)

« 3 (Accidental information loss, such as misdirected mail)

= 4 (Unautherized monitoring by other governments)
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Summary for S2Q06 [2]

How concerned are you about the following information security risks?[Ranking 2]

Answer

Count Percentage
Hackers stealing my personal information and/or committing identity theft (A1) 361 20.45%
Government using my personal information in ways | have not consented (A2) 415 23.51%
Organizations selling my personal information (A3) 436 24.70%
Accidental information loss, such as misdirected mail (A4) 83 4.70%
Unauthorized monitoring by other governments (A5) 470 26.63%
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Summary for S2Q06 [2]

How concerned are you about the following information security risks?[Ranking 2]

= 0 (Hackers stealing my p | information andjor itting identity theft)
= 1 (Government using my personal information in ways | have not consented)
= 2 (Organizations selling my personal information)

« 3 (Accidental information loss, such as misdirected mail)

= 4 (Unautherized monitoring by other governments)
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Summary for S2Q06 [3]

How concerned are you about the following information security risks?[Ranking 3]

Answer Count Percentage
Hackers stealing my personal information and/or committing identity theft (A1) 342 19.50%
Government using my personal information in ways | have not consented (A2) 356 20.30%
Organizations selling my personal information (A3) 502 28.62%
Accidental information loss, such as misdirected mail (A4) 174 9.92%
Unauthorized monitoring by other governments (A5) 380 21.66%
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Summary for S2Q06 [3]

How concerned are you about the following information security risks?[Ranking 3]

= 0 (Hackers stealing my p | information andjor itting identity theft)
= 1 (Government using my personal information in ways | have not consented)
= 2 (Organizations selling my personal information)

« 3 (Accidental information loss, such as misdirected mail)

= 4 (Unautherized monitoring by other governments)
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Summary for S2Q06 [4]

How concerned are you about the following information security risks?[Ranking 4]

Answer Count Percentage
Hackers stealing my personal information and/or committing identity theft (A1) 336 19.66%
Government using my personal information in ways | have not consented (A2) 316 18.49%
Organizations selling my personal information (A3) 426 24.93%
Accidental information loss, such as misdirected mail (A4) 378 22.12%
Unauthorized monitoring by other governments (A5) 253 14.80%
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Summary for S2Q06 [4]

How concerned are you about the following information security risks?[Ranking 4]

= 0 (Hack tealing my | information andjor itting identity theft)
= 1 (Government using my personal information in ways | have not consented)
= 2 (Organizations selling my personal information)

« 3 (Accidental information loss, such as misdirected mail)

= 4 (Unautherized monitoring by other governments)
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Summary for S2Q06 [5]

How concerned are you about the following information security risks?[Ranking 5]

Answer Count Percentage
Hackers stealing my personal information and/or committing identity theft (A1) 143 8.58%
Government using my personal information in ways | have not consented (A2) 173 10.38%
Organizations selling my personal information (A3) 171 10.26%
Accidental information loss, such as misdirected mail (A4) 1031 61.88%
Unauthorized monitoring by other governments (A5) 148 8.88%
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Summary for S2Q06 [5]

How concerned are you about the following information security risks?[Ranking 5]

41007 = 0 (Hack tealing my | information andjor itting identity theft)

= 1 (Government using my personal information in ways | have not consented)
= 2 (Organizations selling my personal information)

« 3 (Accidental information loss, such as misdirected mail)

= 4 (Unautherized monitoring by other governments)
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Summary for S2Q07 [1]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 1]

Answer Count Percentage
Health (e.g. lab results, immunization history, prescriptions) (A2) 612 34.79%
Financial (e.g. student loan balances, social insurance number, personal tax history) (A3) 825 46.90%
Employment / business (e.g. employment history, business permits, contracts) (A4) 18 1.02%
Education (e.g. GPA, exam results, evaluations from instructors) (A5) 1 0.06%
Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses) (A6) 16 0.91%
Personal demographics (e.g. gender, race, religion) (A7) 98 5.57%
Justice (e.g. court documents, offences) (A8) 74 4.21%
Social services (e.g. child protection records, income assistance, child support information) (A9) 115 6.54%

Page 102988482417 Z-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S2Q07 [1]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 1]

= 0 (Health (e.q. lab results, immunization history, prescriptions))
« 1 (Financial (e.g. student loan balances, social insurance number, personal tax history))
= 2 [Employment / business (e.g. employment history, business permits, contracts))
3 (Education (e.g. GPA, exam results, evaluations from instructors))
= 4 (Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses))
= 5 (Personal demographics (e.g. gender, race, religion))
6 (Justice (e.g. court documents, offences))
= 7 (Social services (e.g. child protection records, income @, child support inf 1
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S2Q07 [2]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the

following personal information or data types?[Ranking 2]

Answer

Health (e.g. lab results, immunization history, prescriptions) (A2)

Financial (e.g. student loan balances, social insurance number, personal tax history) (A3)
Employment / business (e.g. employment history, business permits, contracts) (A4)

Education (e.g. GPA, exam results, evaluations from instructors) (A5)

Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses) (A6)
Personal demographics (e.g. gender, race, religion) (A7)

Justice (e.g. court documents, offences) (A8)

Social services (e.g. child protection records, income assistance, child support information) (A9)

Count Percentage
583 33.26%

448 25.56%

91 5.19%

24 1.37%

26 1.48%

140 7.99%

196 11.18%

245 13.98%
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Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S2Q07 [2]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 2]

= 0 (Health (e.q. lab results, immunization history, prescriptions))
= 1 (Financial (e.g. student loan balances, social insurance number, personal tax history))
= 2 [Employment / business (e.g. employment history, business permits, contracts))
3 (Education (e.g. GPA, exam results, evaluations from instructors))
= 4 (Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses))
= 5 (Personal demographics (e.g. gender, race, religion))
6 (Justice (e.g. court documents, offences))
= 7 (Social services (e.g. child protection records, income @, child support inf 1
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Summary for S2Q07 [3]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the

following personal information or data types?[Ranking 3]

Answer

Health (e.g. lab results, immunization history, prescriptions) (A2)

Financial (e.g. student loan balances, social insurance number, personal tax history) (A3)
Employment / business (e.g. employment history, business permits, contracts) (A4)

Education (e.g. GPA, exam results, evaluations from instructors) (A5)

Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses) (A6)
Personal demographics (e.g. gender, race, religion) (A7)

Justice (e.g. court documents, offences) (A8)

Social services (e.g. child protection records, income assistance, child support information) (A9)

Count Percentage
257 14.76%

216 12.41%

223 12.81%

55 3.16%

63 3.62%

256 14.70%

331 19.01%

340 19.53%
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Summary for S2Q07 [3]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 3]

= 0 (Health (e.q. lab results, history, presc n
» 1 (Financial (e.g. student loan balances, social insurance number, personal tax histary))
= 2 [Employment / business (e.g. employment history, business permits, contracts))

3 (Education (e.g. GPA, exam results, evaluations from instructors))

= 4 (Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses))
= 5 (Personal demographics (e.g. gender, race, religion))

6 (Justice (e.g. court documents, offences))
= 7 (Social services (e.g. child protection records, income e, child support inf 1
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Summary for S2Q07 [4]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the

following personal information or data types?[Ranking 4]

Answer

Health (e.g. lab results, immunization history, prescriptions) (A2)

Financial (e.g. student loan balances, social insurance number, personal tax history) (A3)
Employment / business (e.g. employment history, business permits, contracts) (A4)

Education (e.g. GPA, exam results, evaluations from instructors) (A5)

Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses) (A6)
Personal demographics (e.g. gender, race, religion) (A7)

Justice (e.g. court documents, offences) (A8)

Social services (e.g. child protection records, income assistance, child support information) (A9)

Count Percentage
154 8.98%

120 7.00%

253 14.75%

143 8.34%

100 5.83%

263 15.34%

345 20.12%

337 19.65%
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Summary for S2Q07 [4]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 4]

= 0 (Health (e.q. lab results, history, presc n
= 1 (Financial (e.g. student loan balances, social insurance number, personal tax history))
= 2 [Employment / business (e.g. ploy history. b permits, 1]
3 (Education (e.g. GPA, exam results, evaluations from instructors))
= 4 (Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses))
= 5 (Personal demographics (e.g. gender, race, religion))

6 (Justice (e.g. court documents, offences))
I = 7 (Social services (e.g. child protection records, income e, child support inf 1
I ,
) I‘l
|
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Summary for S2Q07 [5]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 5]

Answer Count Percentage
Health (e.g. lab results, immunization history, prescriptions) (A2) 70 4.16%
Financial (e.g. student loan balances, social insurance number, personal tax history) (A3) 66 3.92%
Employment / business (e.g. employment history, business permits, contracts) (A4) 381 22.65%
Education (e.g. GPA, exam results, evaluations from instructors) (A5) 281 16.71%
Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses) (A6) 146 8.68%
Personal demographics (e.g. gender, race, religion) (A7) 254 15.10%
Justice (e.g. court documents, offences) (A8) 248 14.74%
Social services (e.g. child protection records, income assistance, child support information) (A9) 236 14.03%

Page 104881 238241TZ-2021-13977
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Summary for S2Q07 [5]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 5]

= 0 (Health (e.qg. lab results, history. p ions))
« 1 (Financial (e.g. student loan balances, social insurance number, personal tax history))
=20 ! 1 busi {e.g. employ histary. b permits, 1}

= 3 (Education (e.g. GPA, exam results, evaluations from instructors))
= 4 (Natural resources (e.q. land use permits, water rights applicati hunting/fishing li N
= 5 (Personal demographics (e.g. gender, race, religion))
6 (Justice (e.g. court documents, offences))
= 7 (Social services (e.g. child protection records, income e, child support inf ion))
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Summary for S2Q07 [6]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 6]

Answer Count Percentage
Health (e.g. lab results, immunization history, prescriptions) (A2) 47 2.84%
Financial (e.g. student loan balances, social insurance number, personal tax history) (A3) 22 1.33%
Employment / business (e.g. employment history, business permits, contracts) (A4) 371 22.39%
Education (e.g. GPA, exam results, evaluations from instructors) (A5) 445 26.86%
Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses) (A6) 212 12.79%
Personal demographics (e.g. gender, race, religion) (A7) 192 11.59%
Justice (e.g. court documents, offences) (A8) 189 11.41%
Social services (e.g. child protection records, income assistance, child support information) (A9) 179 10.80%

Page 10298f 24R241TZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S2Q07 [6]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 6]

= 0 (Health (e.q. lab results, history, presc ]
» 1 (Financial (e.g. student loan balances, social insurance number, personal tax histary))
= 2 [Employment / business (e.g. employment history, business permits, contracts))
3 (Education (e.g. GPA, exam results, evaluations from instructors))
= 4 (Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses))

] « 5 (Personal demographics (e.g. gender, race, religion))
6 (Justice (e.g. court documents, offences))
) = 7 (Social services (e.g. child protection records, income e, child support inf 1

Page 10398 238241T7-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S2Q07 [7]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 7]

Answer Count Percentage
Health (e.g. lab results, immunization history, prescriptions) (A2) 14 0.86%
Financial (e.g. student loan balances, social insurance number, personal tax history) (A3) 21 1.29%
Employment / business (e.g. employment history, business permits, contracts) (A4) 232 14.22%
Education (e.g. GPA, exam results, evaluations from instructors) (A5) 437 26.79%
Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses) (A6) 371 22.75%
Personal demographics (e.g. gender, race, religion) (A7) 233 14.29%
Justice (e.g. court documents, offences) (A8) 188 11.53%
Social services (e.g. child protection records, income assistance, child support information) (A9) 135 8.28%
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Summary for S2Q07 [7]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 7]

o = 0 (Health (e.qg. lab results, history. p ions))
« 1 (Financial (e.g. student loan balances, social insurance number, personal tax history))
=20 ! 1 busi {e.g. employ histary. b permits, 1}

= 3 (Education (e.g. GPA, exam results, evaluations from instructors))
= 4 (Natural resources (e.q. land use permits, water rights applicati hunting/fishing li N
= 5 (Personal demographics (e.g. gender, race, religion))
6 (Justice (e.g. court documents, offences))
= 7 (Social services (e.g. child protection records, income e, child support inf ion))
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Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S2Q07 [8]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the

following personal information or data types?[Ranking 8]

Answer

Health (e.g. lab results, immunization history, prescriptions) (A2)

Financial (e.g. student loan balances, social insurance number, personal tax history) (A3)
Employment / business (e.g. employment history, business permits, contracts) (A4)

Education (e.g. GPA, exam results, evaluations from instructors) (A5)

Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses) (A6)
Personal demographics (e.g. gender, race, religion) (A7)

Justice (e.g. court documents, offences) (A8)

Social services (e.g. child protection records, income assistance, child support information) (A9)

Count Percentage
10 0.63%

8 0.50%

100 6.27%

261 16.37%

716 44.92%

263 16.50%

124 7.78%

112 7.03%

Page 1R@8f2UR241TZ-2021-13977
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Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S2Q07 [8]

When it comes to security, the more sensitive a piece of information or data is, the more strongly we
should protect it. Reflecting on what is most important to you, how would you rank the sensitivity of the
following personal information or data types?[Ranking 8]

= 0 (Health (e.q. lab results, history, presc ]
» 1 (Financial (e.g. student loan balances, social insurance number, personal tax histary))
= 2 [Employment / business (e.g. employment history, business permits, contracts))
3 (Education (e.g. GPA, exam results, evaluations from instructors))
= 4 (Natural resources (e.g. land use permits, water rights applications, hunting/fishing licenses))
= 5 (Personal demographics (e.g. gender, race, religion))
6 (Justice (e.g. court documents, offences))
= 7 (Social services (e.g. child protection records, income e, child support inf 1

_mill m

Page 10398f238241T7-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

Summary for S3Q08

Which (if any) freedom of information (FOI) requests have you made? | have made a request for:

Answer Count Percentage
My own information (SQ002) 265 14.84%
Other government information (SQO003) 184 10.30%
None of the above (SQ004) 1404 78.61%
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Summary for S3Q08

Which (if any) freedom of information (FOI) requests have you made? | have made a request for:

1600 : :
v = 0 (My own information)
= 1 (Other government information)
1400 = 2 (None of the above)
1200
1000 4
800
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Summary for S3Q09 [1]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 1]

Answer Count Percentage
The speed of response (A2) 170 9.69%

Low cost / no cost to me (A3) 208 11.85%

The amount of information | get back (A4) 91 5.19%

That | get the information digitally (A5) 49 2.79%

That | get the information | was looking for (accuracy) (AB) 1237 70.48%
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Summary for S3Q09 [1]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 1]

= 0 (The speed of response)

1200 » 1 (Low cost / no cost to me)

= 2 (The amount of information 1 get back)

o « 3 (That | get the information digitally)

1000 - » 4 (That I get the information | was looking for (accuracy))

200

100
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Summary for S3Q09 [2]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 2]

Answer Count Percentage
The speed of response (A2) 478 27.49%

Low cost / no cost to me (A3) 256 14.72%

The amount of information | get back (A4) 571 32.83%
That | get the information digitally (A5) 141 8.11%

That | get the information | was looking for (accuracy) (AB) 293 16.85%
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Summary for S3Q09 [2]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 2]

600 4

= 0 (The speed of response)

= 1 (Low cost / no cost to me)

= 2 (The amount of information I get back)

« 3 (That | get the information digitally)

» 4 (That I get the information | was looking for (accuracy))

200

100
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Summary for S3Q09 [3]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 3]

Answer Count Percentage
The speed of response (A2) 554 32.19%

Low cost / no cost to me (A3) 378 21.96%

The amount of information | get back (A4) 442 25.68%
That | get the information digitally (A5) 208 12.09%
That | get the information | was looking for (accuracy) (AB) 139 8.08%
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Summary for S3Q09 [3]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 3]

= 0 (The speed of response)

= 1 (Low cost / no cost to me)

= 2 (The amount of information I get back)

« 3 (That | get the information digitally)

= 4 (That | get the information | was locking for (accuracy))

200

100
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Summary for S3Q09 [4]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 4]

Answer Count Percentage
The speed of response (A2) 352 20.90%

Low cost / no cost to me (A3) 504 29.93%

The amount of information | get back (A4) 377 22.39%
That | get the information digitally (A5) 392 23.28%
That | get the information | was looking for (accuracy) (AB) 59 3.50%
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Summary for S3Q09 [4]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 4]

600 4

= 0 (The speed of response)

= 1 (Low cost / no cost to me)

= 2 (The amount of information I get back)

« 3 (That | get the information digitally)

» 4 (That I get the information | was looking for (accuracy))

200

100
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Summary for S3Q09 [5]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 5]

Answer Count Percentage
The speed of response (A2) 164 9.92%

Low cost / no cost to me (A3) 358 21.66%

The amount of information | get back (A4) 228 13.79%
That | get the information digitally (A5) 881 53.30%
That | get the information | was looking for (accuracy) (AB) 22 1.33%
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Summary for S3Q09 [5]

How would you rank these in order of importance when seeking government information or data (i.e. not
your own information)?[Ranking 5]

= 0 (The speed of response)
= 1 (Low cost / no cost to me)
= 2 (The amount of information | get back)
3 (That | get the information digitally)
= 4 (That | get the information | was locking for (accuracy))
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Summary for S3Q10

Provide some detail why the top ranked option(s) you chose in the previous question are so important.

Answer Count Percentage

Answer 1273 71.28%

No answer 513 28.72%

ID Response

116 If | request government information, | would like it to be what | am looking for.

126 Accuracy is best over speed and format.

146 I need to feel that ministries are taking their duty to assist and the commitment to open

government seriously. | also believe that money should not be a barrier to access and despite
the right to charge for FOI requests in prescribed circumstances, | think that certain ministries
hide behind the fee structure as a way to avoid their duty to provide records under FOIPPA.

151 The most critical aspect of an FOI is that the full nature of the request is honoured, and that
information is not unreasonably withheld or intentionally obfuscated. Almost equally important
is that government transparency should not be pay-to-play, and should be accessible to
anyone seeking the truth. That said, the system is currently open to abuse by media outlets,
political opposition or other organizations seeking to 'troll' for information and see what comes
up, rather than investigating a specific issue. protections need to be in place to ensure the
system is not abused.

166 Access delayed is access denied. British Columbians should not have to wait years to receive
information they have requested. This is especially important for requests for personal
information - the information is about the individual and they have a right to access itin a
timely manner. Government information should also be provided in a timely manner -
accountability does not exist when government delays providing records/information about
the work it is doing

171 Service needs to be guick and accessible and I'd be willing to pay for the service if | have to.
Other services require payment

176 if the info is mine, and the gov is a public service, | should not be charged for someone to
attend to their duties; | do expect it to be accurate and the rest are non-issues for me.

181 People want to receive what they have requested.

191 | wouldn't want to go through the whole process just to receive records that are not what | was

asking for. Accessibility is important too, so a digital option opens it up to more people and
prevents me from losing the documents or having to scan them into electronic format.
Obviously you don't want to have to wait a long time to receive the information, but it's more
important to me that it's done right and I'm getting back an accurate response.

196 If the accuracy is present, the amount and cost is less important. Format - digital - would also
increase the speed and searchability.

211 Accuracy and response time are most important.

226 | do not have a lot of money so a large fee would make the information inaccessible to me. If

everyone paid an initial fee of say $10 - $25 regardless of the outcome, | think that would be
fair. The offices are understaffed, therefore the response times are slow. More admin people
need to be hired to do this work. No idea if information even exists on a topic, so the amount
of information would always be a crap-shoot.

241 In order to maintain government integrity, it is important it manage it's records accurately
along with be as open and as accountable as possible to the citizen's it serves.

246 If | don't get the information | need, then the process if not useful.

256 timeliness is the most applicable currency in a FOI request IMHO

271 Answering the correct question is more important than answering a question.

281 The information should be available and it should be accurate. Government needs to

streamline its processes to have integrated data that is easily searchable or made public
where ever possible.

316 Some government websites have to much information. | spend enough time on a computer for
work daily, | don't want to spend an hour reading a page with multiple links to get a simple
answer.

341 To me, if | asked for information, | want what | asked for (accuracy) and | want it when | need
it (speed). | also think cost shouldn't be a barrier to individuals requesting information they
need.

376 if | were to put in a FOI request, | would be most concerned with the accuracy of the
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information and if | receive what | am looking for.

381 Just make it easy FFS.

386 Because there is way to much time spent at the computer trying to get information and figure
out how to find what you need.

391 | would rather have the correct information in a timely manner that doesn't cost a fortune.

406 If requesting information or data, | would expect to get a response within 24 hrs, and when

the information or data is available, would expect that it contains what | was seeking (IF |
asked for the correct information/data).

Receiving information or data digitally is expected, but there should also be an option to
provide information or data in hard-copy for those who may not have access to a computer or
printer.

Government should not apply costs to people seeking information or data. Government
information and data and should be accessible to EVERYONE, without restrictions for those
who may not be able to afford it.

416 If the information is not accurate there is no value, doesn't mater how fast or inexpensively it's
provided.

431 everything needs to be instant now. If people wait, they get cranky or ignore it...

436 Cost is immaterial as true costs of FOI requests are not captured within the fees. The amount

of information matters little since if it is an accurate response, all the pertinent records would
be disclosed. Digital records (with some exceptions) should be the default. Accuracy in
response is paramount as this is providing the transparency and accountability enshrined by
the law.

501 Speed will be dependent on volume so last thing important in my mind within reason, there
still should be limits and expectations. The legislation and OIPC held keep that accountability
already though. What is most important is access in general. Feds don't charge to access
records. Using an arbitrary fee guide to prevent access to records by issuing fees is so
obstructive, unfair, not inclusive to those who cannot access. Yes, they can request a fee
waiver, but most people in limited means, also have limited abilities or confidence to navigate
that process. It is also not clear, how, when, who you do that through other than through an
official and some times intimidating letter.

506 basically right now the FOI process is a botomless pit, and the lack of timely accurate
responses means that it is not serving a key primary purpose of keeping government in check
531 There is no point submitting the request if it is not what i was expecting, or inaccurate, or

pages of redacted blacked out pages. The speed is often too slow, due to insufficient staffing
levels to meet objectives. If data is digital, why is there a cost per page, as if they are
photocopying and handing it to you.

541 | would rather the information be right then sifting through irrelevant data to obtain what was
needed. Maybe there should be a nominal cost, but the ability and accuracy that we can
request the information is most paramount.

546 if you are going to do a job, do it right and if you don't understand ask clarifying questions

556 There is a tendency to avoid answering questions so getting the information | am actual
seeking is important to me.

576 Accurate, timely information is important. Nobody likes to wait for a long time and then get
inaccurate information. Not helpful or useful.

596 Finances are always an issue.

621 The most important must be that the information received is accurate.

631 I work in a digital paradigm and expect to continue working digitally. | expect my government
to keep pace with technology and offer products/services digitally.

651 What's the point of asking for info if you aren't going to get a proper/accurate response?
Would waste my time if it came back inaccurate.

666 The associated costs, though associated with being 'raw’ costs, feels like a deterrent, more

than anything, as it's a right to inquire for this information as per the context above. Hence,
keeping the costs down as best can be.

676 If I am seeking information, the most important thing is that the information is accurate.
There's no point in low cost or speed if | cannot rely on that information.
691 alot of time gets wasted trying to find out what an applicant is looking for, working with

government and the public is important to figure out exactly what that is so no time is wasted
on either parties side.

696 Receiving the information that is requested and not redacted.

711 | would prefer something mailed via canada post than delivered in an insecure fashion online.
731 It is important that | receive accurate information.

741 Digital delivery should just be the norm now. If we want citizens to respect and utilize

government services, we must be prepared to deliver services digitally. Low or no cost is
confusing to me - Does it mean an additional cost separate of taxpayer dollars? My
expectation is that digital access and flow of information comes at no additional cost to me as
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a citizen.
746 It is a potential reflection of government recordkeeping practices.
761 timely and transparent response is critical in building public trust and support.
766 I am not concerned with the amount of information, only that it is accurate. | am happy to

receive it on paper if it is quicker than receiving it digitally, although it shouldn't be. And |
prefer no to low cost, but understand that you may need to have a way of preventing make
busy projects.

771 Accuracy is the most important because without it we may be revisiting the same scenarios
over and over and that is costly. | don't care if | get the information digitally or not.

776 Firstly | need to get the information | require without costing an arm and a leg...... then it need
it quickly, without extra. Digitally would be "nice" but could easily be digitized by most, if
necessary.

791 FOl is looking for any and all relevant records about a topic. Accuracy and completeness
seem like logical priorities.

801 | want a response that's accurate and answers the question that I'm looking to answer. Being

able to access the information digitally and at a reasonable cost is very important. Timeliness
is important. | didn't rank the amount of information - as quantity doesn't reflect quality.

806 There is no point in requesting information if it is not accurate.

811 accessibility is key. must be low cost or free. then i want good info. format is less important.
826 | think timeliness shows respect and attention to requests for information.

831 Usually when seeking information you need it quickly

836 Getting the information is the point. Everything else is secondary.

841 Without accurate and complete information it's very hard to have accountability.

846 What's really important is | get the exact information | am looking for.

866 Freedom of information should have as few barriers as possible, and cost would present a

barrier to many. To my mind it is more important to maintain the integrity of the information
than to provide it fast or digitally.

896 .

886 | think end users prefer convenience and speed over privacy.

891 | would want the information received to be relevant and received quickly. Digitally because
it's easier to process.

941 We should be able to get information when needed but it's perfectly normal to pay for access.

946 If the information cannot be provided accurately, the process is a waste of time for
government staff and the public.

961 Government needs to get digital. Holy cow.

1011 Would like to receive the information | was looking for (to reduce follow-up requests),
relatively guickly (not more than 5 months), and that the information be provided digitally.

1021 The other choices don't really matter if the information | receive isn't accurate.

1026 If the information is not accurate then the Fol request was pointless.

1031 There is a reason the information is asked for, so accuracy is critical. Getting the information
digitally allows for quick easy access. Digitally and speed are equal waiting.

1061 The length of time to get an FOI Request processed is very long.

1076 Cost is a barrier for people who may need access

1086 If | make a request | want to trust that | am receiving everything that is available. Accuracy
over efficiency.

1101 Well, if you want information X, and you don't get it, the rest is almost irrelevant.

1116 | expect the government, elected officials, and organizations, to be honest and forthright with
the residents of Canada. They are there to serve the citizenry, not the other way round. The
citizenry should not need to pay to learn what the officials and organizations it elected and
pays for are doing or have done.

1121 Accuracy of information is more important than speed.

1141 Since most government records are stored digitally today, they should be made available
digitally as well (with proper safeguards) for speed and ease of access.

1146 It's all about the quality and content of information | receive back, and that it's reasonably

quick. It does not matter to me the format in which | receive it, and | expect | may be charged
for getting that information.

1151 The content of the information provided matters the most, but the speed and form | can
access that information matter as well, especially if I'm relying on that information to inform
research, advocacy, or media stories, all of which rely on timeliness.

1176 in democratic society values of transparency and openness are crucial for maintaining
democracy and accountability of those in power. Everybody should have full freedom to
exercise their right to know and be free from extensive government surveillance. In today's
reality of technological surveillance this need is even more important to balance off the
growing power of technology in collecting and processing large volume of data of users,
including users of government services. Introducing fees to submit an FOI request goes
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against government goal to achieve reconciliation, equity and inclusion. A citizen does not
have to care a burden to proof seriousness of intentions for knowing, they also should not be
tracked for the use of their right to know. Public officials are responsible for the best records
management practices and should utilize a use of security labels at the moment of document
creation. Lets learn from Denmark, Sweden, Norway how to encourage FOI requests.

1181 When seeking information/records it is important that you get what you are looking for and not
a bunch of irrelevant material. The FOI process takes such a long time with too many players
involved. Some people can wait a ridiculous amount of time to get the information they are
seeking.

1206 Accurate information is critical because it is used to determine what actions, if any, should be
taken. Incorrect information can cause serious, and unnecessary, problems for everyone
involved.

1251 There is legislation for FOIPPA requests which dictates the time for responses. If
government has proper records management then the information that is provided should be
accurate.

1261 If I have a question and am making a request for information | likely have a reason and want
to get an answer as quickly as possible. | want that inforamtion to be accurate so | don't have
o go back and get further clarification.

1271 Free and open access to information is a foundational element of democracy.
1276 open and transparent government is critical to our democratic society
1306 Information that is wrong (ie in accurate) is worthless. So, get it right. Information digitally

means | can get my response quicker and allows me to analyze it easily. Getting itin a timely
fashion makes sense - if it takes too long, then the information or my information need may
have already expire. | paid for the information to be created (As a taxpayer) so | shouldn't
have to pay lots to get it; the amount of information is not overly important as long as it is

correct.

1321 | find waiting for a paper version slows down the process, costs more, and by getting it
electronically | am able to file it electronically on my end.

1336 | don't care about getting the information digitally.

1341 The most important thing is that, however long or expensive the process is, | only have to do it

once (outside of one-off mistakes). Otherwise there's no point worrying about time or cost,
cus I'm going to have to do it all again anyways. If the process is a bit slow but ensures all the
information needed is provided, then an estimate of delivery is more than fine to plan when to
contact the gov. I'll know I'm more likely to get all of the info | need during that wait, and won't
be anxious about potentially having to facilitate the entire process again (I understand others
might not be as patient, haha). Getting information digitally can also be helpful for retrieving
that information later if | need it again as well, as | don't have to store and find a physical copy
that | might not have access to if I'm not home, though | understand privacy and security may
be a barrier to that in some cases.

1361 Why would anyone file an FOI and be satisfied with highly redacted results or a non-
responsive records found

1381 I don't have a lot of need to be seeking out others' info. So if it costs me money then that's
prohibitive.

1386 Inaccurate information is useless, so is information that is provided too late

1391 | want information to comprehensive and accurate.

1396 Accurate information/data is vital

1401 if the information provided is not relevant and doesn't answer my questions it is of no value.

the amount of information also relates to how open and honest the response is. costs can be
prohibitive and we shouldn't restrict people from finding out truths citizens are effected by.
Timeliness is a requirement, to ensure the information is still relevant to the query and that the
person isn't frustration gated away. digit access is a low requirement, as some my be
sensitive, so that depends on the request.

1406 | want confidence that government is managing information in a way that | can get correct
information
I am likely to have a reason to need the information, which may have a time dependency

1411 | would expect to receive accurate information about the subject | was requesting. | would
only want to receive the information digitally.

1416 Processing only responsive information should be considered paramount as processing any

non-responsive information is a waste of time and money for both the FOI applicant and the
government. Precious taxpayer dollars should not be spent on reviewing items that an
applicant is not interested in. This can be achieved by establishing up front agreements with
applicants to exclude certain types of information before the records gathering commences.
1426 | can't imagine myself ever submitting an FOI request. As far as I'm concerned, it's mostly a
tool for journalists to hold government accountable by pulling records. And it's incredibly
important to me that journalists have this power. The charades of the previous Liberal
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government declaring all day-to-day work records to be transitory and double-deleting
everything every night was an appalling abuse of power.

1431 Not sure when I'd need it - but I'd want the info quickly and accurately

1436 If | were looking for information that required an FOI request be filed, | would want the
information to be accurate, and | imagine if | was asking for it, it would be because | needed it
fore something, so would like it to be provided as quickly as possible.

1461 no comment

1466 The biggest problem is still that many government bodies don't store information efficiently
and | think they probably fair to make adequate searches for records in many cases.

1471 Without accurate information provided from the request, would waste time in sorting through
information, which is time consuming and wasteful from both the government and requestor's
perspective

1476 | would rather the local government use the time needed to get me accurate results rather

than rush the request and miss some records or provide them in such poor quality that they
are useless. As long as the costs seem reasonable then there are no concerns.

1511 | want to be able to trust that | can get what | need when | need it.

1521 Accuracy is most important because without it, there is little point in making in FOI request.
The amount of information is important, because the response should be as complete as
possible. Cost is important, because fees should not be prohibitive to people wanting to make

a request.
1546 | am doing forestry analysis and not being paid for it. so | wouldnt want to pay as well. Plus
from experience there is a very good chance | will be refused. so dont want to pay as well.
1561 It is critical that government respond accurately to requests for information.
1566 | know that my own FOI requests were not the process | wanted to follow, | wanted

government to be responsive to requests made directly to ministries. Too often access to
routine information is denied and questions aren't answered. | used FOI when | got the run
around from gov services. Maybe an alternative service provision that sought out information
(rather than records) for people would cut costs - e.g. to advocate for individuals with
government services to get information that is needed. It seems that FOI requests have to
capture information that isnt needed to ensure that all the information that is needed is
gathered, its a correction for an already failing service.

1571 ease of access and retrieval and searching digitally is important. speed is also important in
some cases. The accuracy of the information is also important otherwise the search is
irrelevant. Cost is inevitable for service provision.

1581 Government information is public information and disclosure by default must become a
priority. Only delay release of information that is of the most-sensitive nature.
1586 Speed of response is the main problem with FOI in this province, followed closely by very

'liberal' redacting of documents. Requested information needs to be provided quickly and
with maximum transparency

1611 Obvious.

1616 Access to information is a human right, and a cornerstone of democracy. Meaningful
transparency requires that information be (1) created in the first instance (implying the need
for a legislated ‘duty to document’ in FIPPA), (2) proactively disclosed to the greatest extent
possible, especially with regards to information that pertains to the public interest, and (3)
accessible via an FOI process that is accurate, comprehensive, timely, and inexpensive.
These are not priorities that should be regarded as divisible.

Consider how this question would read if the issue was clean drinking water, rather than
transparency:

How would you rank these in order of importance when seeking drinking water?

The water is available quickly

The water is clean

The water is available locally

The water is available at low cost to me

British Columbians have a right to expect that their provincial government is committed to
providing timely, accurate, and comprehensive access to information.

1626 Access to information is a quasi constitutional right. Exercise of rights should not depend on
payment of fees. Government meeting its obligations should not be dependent on the cost of
meeting those obligations. The cost you outlined can be significantly reduced by eliminating
fees entirely and saving the amount of public servant time spent trying to determine what the
fees should be charged to requesters. The federal government has done this, why can't you?
It would also speed up responses since in many instances the process stalls while
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government attempts to justify why it is imposing fees to respond to a request. These delays
don't show up in statistics because the law itself stops the process while the batile takes
place at OIPC. We have also seen a number of instances where the government has used
large fee reguests to try to get requesters to abandon their requests. There should be
penalties on the government if they try to impose fees and are rejected by the OIPC.

1636 The current system is costly, slow and open to political influence.

1666 The speed of responses are currently abysmal, and | know for a fact it is mainly caused by
interference in the processes -- government and third parties not wanting to release important
public information in a timely fashion if they think it might be in any way sensitive or help a
critic. Searching for any possible reasons to censor data. Conducting inordinately long
consultations with multiple third parties in poorly organized fashion. Forcing applicants to go
through time-consuming and complicated appeal processes. (How much of that $3,000 is
caused by government forcing people into appeals?) There should be proactive disclosure
like there is in the United States -- information should be available publicly on the web already
or promptly released unless a compelling argument is made not to release it. That would save
everyone lots of time and money.

1671 KEEPS GOVERNMENT ACCOUNTABLE.

1676 Slow and bureaucratic system with political involvement is the reason towards high costs for
FOI requests. As a cornerstone of the democratic process, accountability and transparency
should be key and effortless. Delays in accessing government records needs to be curtailed
as well, access delayed is access denied.

1681 When seeking information, my primary objective is to receive an accurate response; the
amount of information is useless if it doesn't answer the question being asked. Following
that, a timely response is my next most valued item. I'd rather have no cost but would be
happy to pay a nominal fee for information that | would value receiving.

1686 | have found the (former) provincial government to be excessively secret with regard to
release of information that should be public. Information | get back is often not what | asked
for and legislated deadlines are often broken. The only reason the cost of government
responding to FOI requests is so high is because of the multiple layers of bureaucracy that
need to sign off and because the focus seems to be on finding pretexis to stop information
from being released.

1711 You're asking for trade-offs for things that are mandatory: you can't suggest cheap and fast
responses that are inaccurate. All responses must be accurate - the level of detail may vary,
otherwise it's not information it's garbage and a waste of the requestor's and Government's
time and resources.

1716 Surely, in this day and age where everything seems to be done electronically, there would be
a way to simplify the FOI process so that the information requested is able to be digitally
scanned and not photocopied. |loocked at the FOI site, nowhere do you actually seem to
provide an example on how to word the form or give more specific examples of where you
should be looking for.information.

1721 Self evident

1736 Not helpful if it's not what | need

1746 If the information is not accurate, it is pointless and of little use. It should not be expensive to
seek government information for citizens.

1766 This survey is a complete farce. This isn't a zero sum game and we shouldn't be asked to

choose between which basic democratic rights we have. That the government is even
ASKING these questions is revealing of a dangerous, anti-transparency and accountability

agenda.

1771 If I don't get what | was looking for the response to my request is useless and a waste of
resources

1781 | disagree with the forced choice mechanism for this survey. | believe it is designed not to

gather information but to promote government current priorities. Many of these choices are
equally important. | want my information accurate, quick and complete. | also want it at low
cost. You could equally, and more honestly, ask if | preferred my information slow, expensive,
incomplete or inaccurate.

1786 Accuracy | believe is paramount. Timely access to information is essential to provide quality
government. Cost not being an obstacle to obtaining important information.

1796 Accuracy is paramount. if it takes to long it may affect accuracy. If it is my information it
should cost nothing. The way i get the info should be up to me.

1806 It would seem the government is engaging in censorship and data tampering. Or just out
right misrepresenting information to the public. They lie about not having it.

1816 My main interest is that | get what | asked for, to the extent | can get it. The amount of
information or the method | get the information is irrelevant if the information is not what |
requested.
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1821 whatever information | receive it should be complete and accurate in timely manner.

1836 Complete and accurate information within a reasonable time frame is the core deliverable.

1851 BC government and OIPC routinely breaches the time limits in the Act, which is not
acceptable. Fees act as a delay tactic and barrier.

1866 I've never requested information, but I'm guessing accuracy would be the top issue for
anyone looking for information

1871 Accuracy is far more important than speed. No value to data that is wrong.

1886 That government is transparent and not hiding anything

1906 In my experience, the cost of processing FOI requests have been exceedingly high and
sometimes the information isn't even accurate so, there should be exceptions made.

1911 getting the info requested is most important, with issues of speed, cost, etc secondary.
If more gov info was open by default, fewer requests would be needed.

1916 Speed of response should be tied to the volume, complexity and availability of records
requested.

1921 the cost is prohibitive for low income people

1931 | should not have to pay for this information. If it was costly many people may not be able to
access the information.

1936 | would argue that the government is NOT committed to supporting the FOI system, but

indeed has dragged its feet on necessary improvements despite strong input from the public
and civil society groups over the past 5 years: the same improvements which the NDP
government promised to implement while it was in Opposition but has not implemented.
Some of the costs of the FOI system could be reduced by a much more robust pro-active
release program (negating the need to place an FOI request) and better recordkeeping
practices (to facilitate retrieval). One huge gap in the current system is the exclusion of
subsidiary corporations of public bodies from the scope of the FOI legislation, including the
recently-created InBC Crown Corporation.

1941 when i have a question i would like it to be answered if the information is there. this is
common of most people but it seems politicians espeacially in question period find it amusing
to see how creative they can manipulate a response into a distant relative of the original
guestion. still dont understand how this is acceptable but it is also frustratingly comical to
watch. but when requesting serious files there should not be any deception or omission

1951 Accessible, free, fast are priorities
1956 If the cost is too high it will effectively mean lower income people are excluded.
If it takes too long to get the information it will be out of date.
1991 Accurate databases are invaluable
1996 Accuracy is most important as it doesn't make sense that you would have to ask again (and

costs more) to have to request more information if the first request doesn't give you accurate
information. If you don't receive the information in a timely manner it can have a knock on
affect on other things.

2006 If I am looking for information, | obviously want it to be accurate and get it in a reasonable
amount of time
2011 Bad governments would raise the costs to discourage people from requesting FOI

Evil governments would not provide accurate information, slow down the delivery of it, or not
provide all that is requested

No one wants an evil government that hides information from its citizens
2026 I would like it if | actually received information about myself that | request.

I've consistently been jerked-around by both the government of Canada (like needing to get
the previous tax year’s information from the government so that | can file this year's tax
information via the government, and still having to go to a tax professional to get my own
information) and companies like Equifax (gaslighting me about my own address, or other
personal identifying information). I've never actually received a requested credit report or
other information, just more and more forms to fill out).

2031 Acciracy critical otherwise why bother?

2036 I'm a minimalist and hate getting things in the mail.

2041 I'm OK waiting or paying if it means getting accurate results.

2066 Staff tax payers funded services adequately and up to date technology to support the
workers.

2071 Ultimately if | were to make a FOI request it would be because i want/need the information.

Therefore getting the info | wanted is most important, followed by the cost of the attempt.
Wouldnt really care if their was a reasonable cost to it though.

2076 The government's information is MY information. I've already paid for the work to be done - |
don't want to pay again to find out what it is.
2086 FOI cost as much as it does because of the attitude of ministries and little fiefdoms that exit.
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Data should be made more available in an anonymous format.

2101 attempting to manipulate and being uncooperative in providing requested FOI in a speedy
manner. FOI requests are made for specific needs at specific times. False delays should be
criminal!

2111 Government needs to be kept accountable as it is it's almost opaque. | depend on journalists

writing in TheTyee.ca, the walrus, the Observer & others to tell me what sweetheart deals are
being made for a select few, e.g., Gordon Campbell’s Run of the River, Christie Clark/John

Horgan Site C Dam.
2121 If the info is not accurate it is of no use
2126 The government/BC society has to pay $3000 per request? You know what? TOO BAD.

That's the cost of doing business, so to speak. The importance of getting accurate
information, all of the information, and having it returned in a timely manner is crucial for
democracy. Cost simply isn't much of a concern; it's the price of good society.
Equally important is that such info STAYS IN CANADA. Switching to foreign services for
such requests is COMPLETELY unacceptable

2141 | believe that citizens in a functioning democracy should have access to relevant government
information. Adding a high cost makes it inaccessible. Confidentiality is needed at times to
maintain the functionality, but sunshine is the best way to both maintain honesty and build
trust in the system.

2156 Obviously If | am requesting information it only makes sense that | get what I'm asking for and
that it's accurate

2166 | hate spending too much time seeking information on the web with unsatisfactory results

2171 | would only be requesting the information if | needed it, thus | would want a speedy reply.

2181 They are equally important

2186 Why would anyone seek inaccurate information? Of course | expect accuracy as well as
relevancy!

2191 Providing heavily redacted or outright inaccurate information is a bad-faith usage of the FOI
process, undermining the credibility of the program and of the government on the whole.

2196 Accuracy saves time and effort for both parties.

2226 Less than accurate information is not useful.

2231 If I'm requesting this type of information | would prefer speed and accuracy with a higher cost

2246 Accuracy of a request is, of course, paramount, but also keeping the cost of the request low is
required for universal access, especially as the population's income lowers over time.

2261 If you've gone through the trouble to request info. It better be accurate and comprehensive.

2271 Answering the question | asked is obviously the reason | asked.

2281 What good is getting information if it is not accurate

2291 None of your business

2296 information must be correct.

2301 Getting all information requested timely and not redacted

2306 If it's not accurate, what's the point?

2316 Poor and slow response often from government agencies.

2321 Governments at all levels are consistently not providing information requested accurately and
in a timely manner, in order to discourage people from using FOI process

2331 All of the above are essential/critically important

2341 Without accuracy everything else is redundant.

2346 Free is good

2351 The information needs to be accurate and truthful

2356 We already pay enough in taxes and government should find ways to be more efficient within
the budgets provided.

2361 It is my information it shouldn't cost to get my information back.

2366 Information should not just be available to the rich. Transparency in government is the
bedrock of our democracy.

2381 The need for what I'm seeking info on is true.

2391 It is important to me that the answer be accurate and relevant.

2401 It is about access to information

2411 If | were to do a freedom of information request | imagine that | wouldn't do it lightly.

Therefore, | would want the information received to be accurate so | wouldn't have to repeat
the request.

2416 The process should eliminate obfuscation and be accessible and efficient.

2426 Accuracy of information is far more important than cost or method of delivery

2431 There is no point getting incomplete or inaccurate information.

2441 Government information should never be kept from anybody who has a right to it, ie people of

the province of BC. Government should never have secrets and all government info should be
available for the poor as well as the rich. The government works for me not the other way
around.
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2446 Because if you weren't such a corrupt piece of shit people wouldn’t need to make so many
requests. Do better governing and get less investigative requests.
Why is this so hard?!? STOP BEING TYRANNICAL PIECES OF SHIT AND REMEMBER
WHO ELECTED YOU

2451 Do not want to pay a lot as I'm a senior citizen on limited income
That the information has to be accurate, this is a must as incorrect information could have
very negative impact

2471 Governments have become increasingly less trustworthy.

2481 There is no sense in getting information | don't want

2486 gov departments should not be allowed to drag their feet especially if the information is
potentially embarrassing to the government

2516 Time is money.

2521 The cost should be high enough to prevent abuse but should be low enough so that anybody
can access their records and information from the government

2526 | would not want to wait 1 to 2 years for a response.

2536 | think it is obvious.

2541 Unless information is accurate it is useless

2556 no cost because the money trail is fraceable too, no vaccination records on mobile devices

2561 Common sense: if | request information, then actually getting it - all of it, and accurately - is
the first priority.

2576 Truth, the whole truth, nothing but the truth.

2586 Government has shown no interest in giving the public any information.
They keep some information locked within itself and the public in the dark

2591 When | am researching information | want it to be accurate, complete and delivered in a

timely manner. This information should be provided free to individuals to prevent barriers
being created for people with limited financial resources.

2601 | want accurate and secure information in a reasonable time frame, | pay a lot of taxes and |
ought not to be spending a lot of money to get what | need!

2606 My perception is that govt avoids giving the information actually asked for and delays it if it
embarrasses them

2616 In doing a FOI request | would want to get at a truthful response

2626 If i seek out information about things that should be public knowledge it should be easy to

obtain and accurate. Getting private information about individuals or etc shouldn't be a thing,
though, as it seems amoral.

2631 If 1 ask a question | want the correct answer and | want it in detail.

2636 If safety and security of the information is not in question, accuracy is paramount.

2641 Again, A ranking survay is stupid, They are all equally important to me.

2656 Accuracy is paramount

2661 It is obvious, information is useless if it is not accurate. It is also important that it be complete
and provided speedily.

2666 Information accuracy & release are paramount

2676 If I am interested enough to look into a matter and request info about it | would hope to get
accurate information back

2681 | would prefer the info by mail, which has more personal protections than personal.

A govt that doesn't hide info is more trusted than one that does. Dealing with info openly
shows accountability.

2686 Didn't....never ask for other peoples info!

2691 Little barriers should be in the way

2696 If I go through he effort of submitting a FOI request, and possibly pay for the process, | expect
accuracy of the information foremost.

2706 Information about me that is in the possession of anyone else is still my information. There

should be no cost for me to access information that | own even, especially, ifitis in the
possession of anyone else including my government. In fact, | believe | should be notified
every time government collects or stores any information about me.

271 If | request Info, | want it to be accurate, and what | want.

2741 Transparent and accurate information is crucial to uphold the sanctity of the act in the first
place. Timeliness of response prevents delayed access to information which should be
available per the act. Detailed information ensures that the request is taken seriously.

2746 Government agencies redact or withhold information if it they feel it poses a legal, public
relations,or financial risk.

2761 Cost of a FOI request is important because it can make a request prohibitive to even get
started in the process.

2766 The core of FOI is public access to government information. People should be getting the

information they asked for in the full quantity that exists. From there is should be no/low cost
to allow anyone access. From there, speed is important because the information may be
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needed for a time-sensitive issue.

2771 Generally | want the information quickly and accurately, and information which responds to
my request.

2786 Past FOI that have been requested had information redacted or sharpied out. Or information
was not provided and the process very slow that acted as a deterrent.

2796 It's critical that FOI requests are taken seriously and that those fulfilling the request are held

accountable for failure to deliver the information. If disruptions are allowed into this process, it
threatens democracy and enables corruption.

2801 FOl is often too slow.

2806 It is obviously important to know that one is receiving the full amount of relevant information
available in an FOI request, and that the info is accurate and to the purpose of the request.
FOI services should not be priced to be prohibitive for the average person. These requests
may concern our personal information, or information about government activities or resource
activities on what is deemed public land, and should not be priced to be out-of-reach for
people acting for the benefit of a community (rather than, say, a corporation). | do think it is
fair to fully charge corporations looking to profit from resource extraction from public land for
information they are seeking.

2811 Being on Disability (i.e. low income) should not be a hindrance to getting any info | need and it
should be as accurate as possible and not arbitrarily limited. Getting the info digitally would
go a long way to speeding up the whole process.

2821 n/a

2841 | don't see these things as exclusive. You should be providing accurate, complete
information quickly and at low cost. Anything less is unacceptable. But they are ranked the
way they are because the exercise is useless if the first two are not met.

2856 Speedy, delivery of accurate DATA

2861 There's no reason - in this day and age - that getting fast, accurate, and complete results to a
(reasonably common) query should take a long time. Also - why does it have to be
expensive? Small fee? Maybe. But $3000 to fulfill a request? Really?

2876 Freedom of information is based on access to information. The core of the issue is the
information itself. The cost and speed of delivering it are byproducts of the core issue - the
actual information. The concept of FOI fails entirely if the information and accuracy of it is not
considered if paramount importance. Accuracy and relevance of the data are the only things

that matter.
2881 I don't want to have our sensitive personal information subject to foreign surveillance.
2886 My choice reflects steps necessary to move BC government toward modern technology.
2891 FOI keeps government accountable, putting a fee on accountability is unacceptable because

it discriminates against the poor.
The information should be accurate and full or what's the point?
And it needs to be done in a timely manner or government can “run out the clock,” so to

speak.
2911 Governments traditionally drag their feet when it comes to releasing sensitive information.
2921 Usually the whole point of getting a request to information is to ensure that it is accurate. Part
of that is that all the information be presented. Selective data can paint a false picture.
2931 COVID information for the West Kootenay region was obscured, incomplete, uninformative,

and manipulated by health agencies so as to keep our citizens here in the dark about area
statistics. Information seemed only available to major metropolitan centres rather than
outlying Provincial regions and cities within the West Kootenays. Disclosure was applied on a
discriminatory basis using false fear claims such as not wanting to cause any concerns to our
residents and false privacy claims where generic community statistics, not impacting privacy,
were not disclosed here. This eased with local reporting in the past 6 months or so of
COVID-19, but the initial 2020 reports to our communities were woefully inadequate.

2936 It is important for citizens to be able to monitor their government.

2941 The current FOI is so lacking in every aspect!!!

2956 There's no point in applying to FOIA if you don't get the information.

2961 The Truth Matters.

2966 | believe that all of the previous choices are all equally important.

2976 | have mad 2 FOI requests. The first one | got everything | had asked for in a timely manner.

The second | got nothing and was told it was not available to the public. Thia was annoyong
and frustrating. | immediatrly wonder edwhat was being hiddenin the report that the
government body didn't like. That is a very political response and does nothing to promote
public trust.

2981 Well, clearly when making a request for information from the government, the most important
thing is the accuracy of that information. If the information is garbage than nothing else
matters. | also want it digitally, since in all likelihood I'm going to need to process it in some
way.
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2996 No point otherwise

3021 Full and accurate disclosure is essential for government accountablility

3026 Speed is important to prevent the bureaucracy from using delay as a tactic to avoid providing
embarrasing information.

3031 Re: security - you didn't ask WHY on the last page. Government has already proved they

screwed uo our health breach by trusting LifeLabs. WHY? Guess we'll never find out, Maybe
GOV can look into those reasons and add them to the list on the previous page.

And now to above: FOI I've had to repeatedly make the same request before | was answered
with limited info. Maybe just be honest and open in the first place? Would create a lot less
waste and work for you

3046 Accurate information is key. Speed and and modern delivery methods should supplant mail,
fax as soon as possible.

3066 Accuracy and full disclosure are most important

3071 If the information is inaccurate all the rest is irrelevant.

3081 My info is my property. The Government has to figure out how | can access to that fast,

accurately and at no cost for me. | already pay taxes if that cost $3000 obviously there is
something wrong with how the Government is managing that. Look into how other countries in
the European Union manage that. It is a shame that a doctor in BC can deny to give me my
original medical records, or to delete them from their system or ask me money for that.

3086 It needs to be relevant to what | am requesting and done quickly, as it isn't as useful to me
otherwise.

3091 Accurate and complete information is most important when dealing with data.

3096 Again, it seems obvious - info is of no use if it's not accurate as well as thorough.

3111 That should be obvious. The information should be substantiated and correct otherwise it is
useless

3116 If data is not accurate then what is the point of getting the data?

3126 Seems obvious.

3131 They are all important, but it is safer, easier, quicker and cheaper to get the information
digitally, as secure solutions to keeping data safe online are well known.

3136 Access to information needs to be accessible to all with no economic boundaries.

3146 Thinking as a potential journalist, | would want unredacted information.

3156 I work for a newspaper. We need accurate information to write fair & balanced stories.

3161 It should not cost $3,000 to retrieve information. Something is wrong if it does.

3166 It should not cost $3000 for a FOI. | realize Govt employees are more than well paid, but at

$3000 a pop for a FOI, someone somewhere is laughing.

Does it really take a ton of skill to search a Database, find what is being looked for, then cut
and paste.

Hit the 'Send' key and job done.

Gimme a break.... $3000...!!!

3171 | only ranked these because | had to. They are actually all equally important. | should be able
to determine what information the Gov't has about me quickly, easily digitally and at no cost to
me. | want it all, and | want it accurate. | also want the ability to make corrections to certain
data (such as address, political affiliation etc.)

3176 want correct informatio

3186 When | ask for information from the government, why wouldn't | want accuracy

3191 FOl is undermined and meaningless is it is not accurate. | demand that | be able to vet my
personal info. The method of correction should be clearly explained within the returned info.

3196 the response is self explanatory. information is only information if it is accurate and complete,
otherwise it is meaningless.

3211 | live below the poverty line.

3216 Accuracy should always be the top priority to ensure that the information requested is correct.

3221 Most often these requests are made to obtain information necessary to make decisions. In

any decision-making process, accuracy of information and speed are most important,
however much is obtained or cost of obtaining that information. However, lack of funds should
not hinder average citizens from obtaining information held by the government.

3226 | want to be able to find what | am searching for ,right away, and not be going in circles, and
constantly redirected to other departments . My time is precious, and | don't want to be
spending it , running around looking for information that | need, only to be given a cursory
statement that tells me absolutely nothing of what | am looking for .Government websites,
needs to be less vague about where the information is, and make it easier to access.

3231 A request for information from government is usually required in a situation of critical
importance - foreclosure for taxes, a death in the family, connecting with children formerly put
up for adoption, etc. Thus it's important the requested information be both complete and
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delivered in a timely manner.

3236 FOI should be useful. Requested information should be complete and timely.

3251 previous experience with govt ministries made it impossible to get the needed information,
partly due to excessive cost and information which appeared to have disappeared

3256 Easily found information...

3261 If the information is not accurate, the other factors do not matter.

3271 You should receive the information within a reasonable length of time, it should be accurate
and complete (not redacted)

3276 The government has been hiding and skewing information and data and | want to find out
what is really going on

3286 There should be no cost to access this kind of vital information.

3291 another no-brainer... what's the sense in asking for information that isn't accurate?

3301 If | did request documents the accuracy and speed would be vital.

3306 Good use of time and resources are important.

3311 Government workers are paid well and should be able to respond in a reasonable amount of

time and with exact in writing information instead of vague answers that make no sense, or
are contradictory to own government site details.

3316 Accurate & speed are important standards for FOL.

3326 Transparency is very important

3331 | don't want the government to lie to me

3336 Tax money is used to store my information, the few times | want something for personal
reasons are rare, and | believe | am entitled to my own information.

3341 Again, Logic.

3346 I've made a number of FOI and never received a response from any.

3361 If | require information, | necessarily require that it be accurate and complete.

3366 Susinct and private information that was requested that remains private and not available to
outside sources

3376 private, accurate, timely

3386 Information is no good out of context. It's also not worthwhile if it is inaccurate and could lead
to false assumptions.

3391 It's so important that the government disburses accurate and complete information when

requested to do so without bafflegab or gaslighting as politicians are prone to do, especially
when this information is necessary for ongoing research into government activities. Our
government should be open and above board. They are after all public servants not public

overseers.
3416 When I'm seeking information accuracy is the point. My other responses follow from that.
3436 If the information | would receive is inaccurate then it becomes useless.

3441 Accuracy in information is critical. If the data is bad it is useless.

3446 Costs shouldn't be used as a barrier for people to access information

3451 Without accuracy none of the other criteria matter.

3476 Important that | get the information of course that | want

3481 It is ineffective for gov't to provide inaccurate information in a timely manner. At the same time

gov't needs to find a way to provide high quality information at low cost to its citizens, and
recoup a higher proportion of the costs involved. Five dollars is too low. Twenty dollars is not
that burdensome, | think. The fee could be waived if warranted.

3486 It is often difficult to get real answers that you can rely on from the government and people
pretend to know the answers when they aren't sure.
3491 Cost should not prohibit an individual from obtaining their personal information from

government; otherwise only those who have the means would benefit, which is contrary to the
principles of social justice, valued by Canadians - we do not want to be like the US where
money and profit are the only priority of government. Canada is not a third world country
lacking infrastructure so Canadians expect that taxpayer funded government employees
should be able to provide information that is correct and complete.

3496 It doesn't matter what it costs to do things right. Take a few extra million of Bezos if you need
some scratch to fund this. But do it right, do it local, and aim for transparency in process.

3501 ALL govet. expenditures of OUR MONEY should be transparent without requiring FOI. If
there is no deceit, why would it not be transparent?

3526 Governments tend to redact too much information to conceal from the public

3531 Anecdotally | read about FOI requests that have been so heavily redacted the information is

virtually useless. Given that the information is collected by government and therefore belongs
to the public, | can't think of a reason that the service provided is not a public service and
therefore should have little or no cost

3536 runaround seems to be the current response to any request and then when you do get the
information, it is incomplete or the wrong information sent.
3541 | believe that transparency breeds accountability and propriety, and | want that from our
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government

3546 Speed is important when applying for jobs. Passports etc

3551 | want accurate information because wrong information is useless and misleading.

3556 Completeness and accuracy of data is obviously more important when | request information
from any entity.

3561 The government should not be charging Canadian citizens to access their own information or

any documents that the government hold about their own citizens!
The fees associated with obtaining copies of documents is not acceptable and puts many ppl
unable to access them!

3566 Digital response carefully giving information would | hope be less expensive to produce.

3571 Governments need to be held accountable. They need to be transparent and release
requested information immediately, accurately and non-censored.

3576 How many times have we heard about freedom of information requests provided, with great
swathes of information blacked out, or information missed out???

3581 information accuracy makes the process reliable. But essentially the most important thing is
to store all data in Canada

3586 It's important to have information in digital form as well as it being easily accessible
financially, because it would be reasonable to be able to request it.

3606 | don't ask for much grom the government. If | do ask | want to believe that | will get what |
ask for and that the content will be sufficient for what | need.

3611 Totalitarian governments conceal/withhold what information is being used

3616 It's a complete waste of time and money if I'm sent the wrong information, and if it's not sent
in a timely manner it may not be useful for my purposes anymore.

3626 If | seek information from the government, | want it all, not a redacted document, unless

personal information is sensitive. The government is in the service of the public, and should
never be self-serving.

3636 The information is useless if it is not what I'm looking for. If it is at no cost, speed is less
important to me.

3651 My information/Your Cost. Accuracy is key.

3661 I'd rather get a little bit of accurate information than a lot of broad information

3671 Information should be available without cost

3676 | was not able to get the personal data | requested, so first of all it needs to be available when
asked for.

3691 Gov't is supposed to work for its citizens and no one should ever be charged for information

that should be available in the first place to begin with.

info that isn't accurate constitutes a crime by Gov't.

Delaying response is either incompetence by Gov't or a crime
Same as above

Doesn't matter so long as info is delivered

3701 Data is just a number, information is the given data put into context.
Inaccurate information is basically a lie.

3726 If 1 did not need (or want) the information requested | would not ask for it.

3716 It's my absolute right, with NO cod barriers. Costs have prohibited my exercising my right to
information

3731 Distrust and manipulation of imformatuon provided

3746 My experience in the past has been very slow service, with reminder e-mails sent to ask for
answers after a week of nothing!

3751 | preffer avoiding noise and get the actual information that concerns me

3761 Cost should not be a barrier to accessing information and for accountability. The information

needs to be relevant, complete and done so in a reasonably timely manner. Preference would
always be that the information is provided in a secure digital way, however if the other criteria
aren't fulfilled the delivery method is moot.

3766 If I'm asking for information | want it to be accurate

3771 Government is there to protect and serve the people. My information is mine. When | need
access to it there shouldn't be a cost or it should be minimal.

3786 We need to ensure that the information that we are requesting is accurate and relevant and

that we receive everything that we are requesting in full. Speed is often important, but not as
important as the quality of the information itself.

3796 My choice is obvious

3811 Accurate timely information is essential to preserving democracy.

3821 It would be a pointless exercise and cost if one doesn't get the information requested, and in
full.

3841 Access to FOI requests is critical in a democracy. It needs to be accurate, fast, reliable and

complete, and fast. BUT, if costs imposed become a burden, or limit who can access this
information, that is indeed troublesome and concerning. It is called FREEDOM of information,
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not "those who can afford information”, or "information when we're good and ready to provide
it, and what we want you to see". It is the responsibility of government to make sure there is
full access to such information, to individuals, advocacy and legal agencies and legitimate
media. FOI is one of the methods to keep authorities honest, and to inform individuals and
citizenry generally of the actions of governmental agencies. It can reduce and reveal
corruption, misuse of power, special treatment to entities not afforded others, etc. | am very
suspect of why this is even being put to survey and commentary. If government is responsible
for collection of data, they are responsible to reveal it when asked for it.

3846 As the government offices are paid for by the tax payer (which seems to be forgotten by
politicians), | feel that information requested should be accurate and free of charge.

3851 Accuracy and security are most important

3856 Our CCP-infected fed prov municipal govts can no longer be trusted. Period.

3881 It's important for me to know that my details are accurate.

3891 Never be a cost to access my data. Transparency should be the goal, not the enemy of my
government

3896 Data should be available and accurate. Anytime data is not accurate it is basically useless or

even worse, can be used to make decisions that are incorrect. Data should be digital
because in this day and age there is no reason to use paper.... this requires manual
processing and delays delivery of response.

3906 No more or less information should be provided than requested

3911 Because government has a HUGE well known record of totally ignoring requests for such
information often forcing people to make several requests over months of NO response.

3926 My data must be accurate

3941 No use getting information that is not accurate

3946 Information that isn't accurate is worse than no information at all.

3951 Databases should be able to supply information quickly and accurately with minimal human

monitoring. Government websites are notoriously difficult to navigate, but if information is
collected in a database, | should be able to access that database and bypass a majority of
the government website.

3961 If the information isn't accurate it is of no use or can be detrimental. It is absolutely necessary
that the information be correct.

3966 There is little point requesting information is it is not accurate, accessible and timely. Cost is
often too high for data which costs virtually nothing to provide.

3971 Accuracy is critical in everything including horseshoes and grenades, contrary to popular
opinion. Full information also.

3976 As a citizen in a democratic nation, information held by the government should be available to
any citizen regardless of financial standing.

3981 In a democratic society, knowing what one's government is doing and holding it to account is

essential. It is particularly important for journalists to be able to get timely information
government actions - eg. the true costs of the Site C dam. Cost of FOI should not be a
deterrent in this process.

3986 Government transparency relies on the accuracy and completeness of information.

3991 Accuracy is most important

3996 Too often information is redacted. When | want information | want ALL the information

4001 in the past, i have been unable to get clear, complete information from the government,
particularly on the environment.

4006 Old Age pensioner with limited resources

4016 | have heard FOI requests taking up to two years. This is entirely unacceptable. If | make a
request, | would like all of the information and not just pieces of paper heavily redacted.

4021 Freedom of information is useless unless you get accurate information. If you price ordinary

citizens out of the market, you no longer have freedom of information, you have freedom of
information for the rich only. If a response is delayed, the information can become useless --
e.g. if a court case is pending with regards to a certain issue and the holder of information
(the government) withholds pertinent information until after the the case has been decided.

4036 Transparency is the cornerstone of democracy and as a citizen of British Columbia | should
have complete access to what my Government is doing.

4041 Because | want accountability

4046 accuracy is important

4056 It's important to receive the information asked for - all of it without redaction, and in a timely

manner. A reasonable fee for access is understandable but | think that to expect to recoup all
the fees is unreasonable. It is the government's job and duty to keep citizens informed and
this must include paying its employees to do so.

4066 Thoroughness is extremely important. Missing information would be concerning.

4076 There is no point in asking for information if inaccurate response is provided. If the
information protected by privacy laws is searched | need an answer why | can't access the

Page 18308f438241T2-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

information requested

4086 On one request, to do with gas station pollution, the detailed analysis was critical to our
forcing the owners to rehabilitate the site. Without that data the City would have accepted
their assurance that this was not necessary.

On a Covid request, the CDC filibustered for months on a time sensitive inquiry about death
rates, refused in the end to release any detailed information and tried to fob me off with a
bunch of graphs (but no data) that did not answer the question and by that time, the question
was moot because we were in wave-3 lockdown

BTW your ranking questions should allow for equal ranks or even 'all of the above" choices..

4091 Any information request is only as useful as the information obtained. In other words, if | do
not get the right information, or | get too little, then everyone's time and effort is a waste!!!
Timeliness is also important, as if it takes months or longer, possibly the usefulness of the
information is compromised.

As long as costs are not prohibitive, that issue is less important. Having to pay a small fee,
will possibly discourage somewhat "frivolous" requests.

4111 Hunting for information through levels of government is notoriously difficult, although much
more likely in Canada than in other countries if | understand the various systems correctly --
getting what | asked for is therefore important to me. Speed of response could be better,
though -- last time | used this service, it took more than a month to get the information.
Getting it digitally saves me a LOT of time and effort in searching the data returned and in
processing it because | can use my computers to help in the work.

4131 What is the point of free information if that information is not accurate, complete, or timely?
4156 | shouldn't have to pay for information that should have been available in the first place.
4161 Often with FOI, so much of the information is redacted that it has very little meaning when

received by the person requesting the info.Governments need to be far more transparent and
react more quickly for information that's requested. Government often use FOI requests as
blatant opportunity to obfuscate, confuse, delay and deny citizens their rights under the
Freedom of Information Act. Government should be held accountable by the courts for this

lack of transparency.

4166 it needs to be accurate

4171 Accuracy is paramount, this should be obvious. Turnaround time is next because it may affect
decision making. How it gets to me or how much it costs isn't that important.

4181 Inasmuch as it is possible, | want to get only the data | am looking for, and no more. | don't

want to violate anyone else's privacy, just as | don't want my privacy violated. And it needs to
be available online, because | live hundreds of kilometers from the nearest city.

4191 The government works for me and is paid by me. It has an obligation to be accountable.
4196 If information is requested, | expect the be given exactly what was asked for

4201 | should not have to pay for access to my own information.

4211 Putting a cost on FOI requests is tantamount to class warfare. There are enough people who

live paycheque to paycheque, who can't afford to be active in the processes because they
don't have enough money.

The best way to lower costs of FOI requests, is to be more open and free with the data.

4216 Government transparency is of the utmost importance!

4221 | want to get accurate information in a timely fashion.

4226 There's no point in having information which is not accurate. It's better to have NO
information than false information

4231 Governments are known to provide detailed answers to questions that have not been asked
in the first place.

4236 If | were to request information | would expect the results to be completely accurate and
pertinent to the information | am seeking.

4241 When | request info, | expect to get accurate info ASAP.

4246 Accuracy is obvious, i.e. why would ANYBODY want information that was incorrect.

4251 Full, complete and accurate responses to FOI requests are absolutely necessary in order for

these requests to have any validity or reliability toward their intended purpose(s). Speedy
response is also desirable, as some requests "time out" either by inattention or design;
however, minimizing the information provided is most undesirable when the recipient
obviously would have need of all of the information requested.

4256 From what | have heard, FOI requests suffer from glacial response times and often heavy
redaction. This is not how a free and open society should operate.

4261 If 1 do not get all the information and accurate information the rest is irrelevant

4266 Information requests can often be heavily redacted, often the point where the main
information requested is not available

4271 Simply, asking for information, government being democratic and transparent and providing

requested information.
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4276 Well, if it's not accurate then why bother!? So obviously that's number one. And | can only
check it for accuracy if | get quite a bit of it to check.

4281 You figure it out!

4301 If information is not accurate or if there is not enough information, then the request service is
useless.

4311 If I make a request, I'm interested primarily in getting the information I'm asking for.

4316 if people need information speed is important

4321 Costs are escalating out of control, and digital info is at a premium cost to any individual

4326 Cost, speed, and accuracy are priority.

4331 | don't want to decide which | want and don't want. | expect them all from my government or
you're not doing your job.

4336 Because historically the government "drags its feet" when completing a request. There needs
to be a timeliness for filling requests.

4346 | want the truth. Not B.S.

4351 One needs to know all of the info to make decisions

4361 Accuracy is important

4376 You can stifle access to information by putting a high cost on its retrieval.

4386 If the information isn't accurate what is even the point of accessing it?

4391 Foi information should be received promptly as dragging it out or stalling defeats the whole
purpose of requesting it.

4401 Accurate and complete information is the whole point of making a FOI request, otherwise it's
a waste of time and resources.

4406 inaccurate data is worth less than nothing. It is an active detriment to research.

4411 If I need information that is in government data reserves, | need it to be accurate and
complete.

4416 If a government collects information on its citizens, citizens should also be able to collect
information on the government. As a check and balance, transparency is vital.

4426 It's very important to me that | get accurate information and that it is complete.

4446 | would expect the information held by government to be accurate

4451 Fast and accurate, | don't need data for later, and | want it to be correct

4461 Governments at all levels are using fees to block the ordinary citizen access to public records.
How is this justified?

4466 Itis important that | have access to public info unfettered by governments.

4476 Unless the information is highly secret (military) or trade secrets then all information should be

sent. No more hiding incompetence or mistakes under the guise of secret or heavily redacted.

4486 Information must be detailed, concise and precise. no black felt pen marks omitting data

4491 A well informed public is of prime importance for democracies to function properly.
Appropriate transparency is vital which means that there should not be over restriction of
information based on possibility of embarrassing the government while maintaining privacy
and security concerns where necessary.

4496 It's a waste to make a request and then not get the information you wanted in the first place.
It's also important that data is complete and that it's searchable digitally. A reasonable time is
good, but unless it's an emergency situation, it can take a bit longer if that will reduce costs,
although if it's digital, speed will already be fast.

4501 Accuracy means right actions on my side

4506 There are so many requests for information and simply not enough resources to provide the
service with speed and accuracy

4516 Because its requested for a purpose that may diminish through time and my experience is
that government delays as long as possible

4521 Complete and accurate disclosure in the first instance would decrease the need for follow-on
inquires, which sould decrease government costs.

4541 not getting what you ask for ....if request is unclear, clarify

4551 Respectful government response with relevant content.

4556 Recieve pertanant information that answers my question so as to uncover hidden
transactions, etc.

4561 Financial means must not be a barrier to the public knowing about information the State

collects (either openly or secretly) from its citizens; what information, how much is collected,
when & where it is collected and where that information is stored.

4566 The only point to asking a question is to get the answer

4571 If I am requesting an FOI, then the quality of information is the most important. Appropriate
cost will likely not impact me if | require the information. That said, if considering changing the
fees, costs and fees should never present a barrier to applicants in exercising their right to
access information. | believe that the government has duty to share information and that
should remain accessible, which includes not making it cost prohibitive - especially if making
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a personal request for your own personal information. That's part of the business (or burden)

you are in.

4576 The request has no value if | don't get what | was looking for

4586 Government information is frequently used to navigate emergencies, safety, bylaws, etc. Itis
important to get accurate information in order to make informed decisions.

4591 For FOIs to be useful, the information provided must be as relevant and complete as

possible. Sparse or heavily redacted responses prompt mistrust in the FOI process. It is also
essential that cost is not a barrier, otherwise FOls are unavailable to those with less financial
resources, further reducing options for disadvantaged people seeking government
accountability.

4596 | pay taxes, and | don't necessarily agree with how they are spent. Public services are created
to be just that - PUBLIC services. Laws like the FOIPPA most often facilitate the provision of
information to citizens only after they have overcome huge barriers, financially and otherwise.
Any challenges to requests for necessary information must be evaluated for their necessity.

4601 Accessibility is key and increasing costs could become a barrier both to individuals and
media who need access to government information to do their jobs.

4606 We've already paid in taxes to have this information gathered and stored. It's up to gov to
make this information in an easy to access method when designing these databases.

4611 i'm a low income senior and don't have much money. It is better to get exactly the right info
than partial info or inaccurate info and waiting for snail mail would be OK.

4616 | think its important that the information | request is the exact information that | receive.

Otherwise | would lose my trust from the government as it seems like they might be trying to
hide something from me.

4621 | would not ask for information | do not want.

4626 People should not be charged to get the information they need and it should be given to them
guickly unless it is a huge request. They should also get just the info they asked for, not a lot
of filler and camouflage data to hide embarrassing to the government fact.

4631 Accuracy is of the utmost importance.
4641 Accuracy of information is important to me and how it is used.
4646 It seems rather odd that | have to rank what is more important in some of these lists. All of the

items are important. There should be no compromise on these issues. Once again, there is
no excuse aside from lazy incompetence.

4661 Even if unintentional, receipt of inaccurate data is misreading at best and damaging at worst.
Obfuscation disguised as ineptitude is a waste of taxpayer money and squanders the
goodwill of constituents.

4676 Itis very frustrating when it seems the government is making it difficult to access information,
especially my own.

4681 | think its very important that governments provide information, so that the government is
scrutinized and held accountable. Being they should be working for the people.

4686 Because free information exchange is literally the foundation of free society. If it costs so

damn much maybe the government's process should be changed. I'm sure there are many
middle management beaurocrats who could do with a pay trim.

4691 If it's not accurate it's useless and even harmful.

4701 Personal choice.

4716 | want the information lamseeking to be accurate and all the information | can receive about
the subject.

4721 When looking for any kind of information, in any venue or any format | expect it to be detailed
and accurate first and foremost. If it costs more, either through taxation or pay per ask, then it
costs more...

4731 What is the point of requesting information and not receiving it accurately?

4741 When | need a service | want what I'm looking for. If it is subject to fees, or being sent by post,
so be it.

4751 Most often the speed in which | get the information is of immediate importance in order to
make a proper and efficient decision

4776 If the information is not accurate, it is basically useless.

4781 The other options are meaningless if the data is not correct

4786 If you're going to go through the process of accessing information, it needs to be accurate
and useful or what's the point of it all.

4791 Top ranking to amount of information, accuracy, and speed of response seem evidently most

important to me. | would be willing to pay some small amount to defray expenses if that
seemed necessary - though | would not like to see this happen because all people should be
able to apply with no financial constraints. Whether digitally provided or not is immaterial - in
fact, in order to preserve privacy of the information, | might prefer to receive it by mail.

4801 Should be public

4816 If I am looking for information, | want it to be accurate and as complete as possible, or what's
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the point?

4821 Inaccuracy makes the whole thing irrelevant

4826 Are you actually sending FOI's through email now? Are you unaware of privacy laws. Those
are put in the mail.

4841 The government shouldn't have my data. But when | go looking for it it should be there and
easy for me to find.

4846 As a tax paying citizen, | expect to be able to get public accessible information from the
government.

4861 Information is only useful if it is accurate ... if | want inaccurate information, | can get it from

the Internet.

Speed or response is almost as important as accuracy: no sense getting information so late
as to make it out-dated or no longer of use.

Amount: this is pretty obvious. In addition to the information being accurate, I'd like to get all
of it. Not being able to get all of it would make anything | receive less accurate. This option
really shouldn't be listed.

Lowcost/nocost: we pay taxes, and lots of them, so it should be easy enough for you to
ensure that they're being spent wisely (e.g., not on wood-cutters, liquor, personal junkets ...
you get the picture). In fact, you get so much of our tax dollars that this too should not be an
option. If you have millions to spend on COVID relief, etc., surely something as this should be
in your budget and no need to ask BC residents to pay for their own information. If you get it
freely from us, we should get it freely back.

4871 Pertinent and accurate information in a timely manner is important when working through
issues.

4876 Governments always seem to find reasons not to completely answer FOI requests -

4881 Inaccuracy means | don't have the information | was looking for. | also think you should have
asked this question for two questions previous of which | find more important than this
question.

4886 | want the information that | ask for. There is too much secrecy in government. You are all

paid by my and others tax dollars Don't forget it. | don't like seeing big black pages of
redacted information. YOU ARE HIDING TOO MUCH | don't trust you when you do that
4891 Information that is inaccurate is worse than no information.
Information that is not received in a timely fashion can become useless, depending on the
situation.
Cost is a concern for any individual, and indeed is a significant issue for any government or
private organization.
Incomplete information can be misleading, so this is also very important.
Digital availability is useful but not essential.
4901 Accuracy in providing the information requested should be a high priority when providing
government information or data. Low cost is incredibly important so as not to impose an
artificial barrier that would prevent those who are legally entitled to the information from

accessing it.

4906 Hopetfully any data stored about me is accurate, if there is a need for it probably sooner is
better than later.

4911 | want to get the information | seek as accurate, complete, and quickly as possible. That |
have to pay for that is less of a problem than not getting the appropriate information.

4921 Government should not abuse the FOI process and arbitrarily delay information through
government bureaucracy and complex processes.

4926 I think it is obvious that accuracy is paramount.

4931 i wish to have my request clearly and timely

4936 The accuracy of the information requested is the most important, and also the speed at which

it is delivered in order to be utilized in a timely fashion. The cost must not be beyond a
reasonable or affordable amount or the request becomes unmanageable. Whether the
information is provided digitally or in written form would not matter.

4951 If | ask for certain information, | want that information.

4961 Cost should not impede access to FOI.

4971 FOA needs to be accessible to low income households.

4976 Security forces in Canada; RCMP, CECES ,etc. have been known to lie a lot; and brag about
it.
Anything that improves the integrity of government agencies in a step in the right direction.

4986 FOI requests are often time sensitive and long delays are effectively the same as not
providing the data in many cases

4991 FOI requests among the most critical tools the public has for holding governments to account.

These laws along withe free speech and democratic elections form the bedrock of a
functional, accountable, transparent system of representative governance.
5001 In order to make an informed decision, all info would be required otherwise it is a waste of
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money and time.

5006 FOI requests need to be affordable so that not just those with the financial resources can
access these requests

5011 It's not really freedom of information if it's delayed until it's irrelevant or the fees make
requesting the data inaccessible

5016 If 1 asked for information from the government then | want all of that information. Seems like
that's a no brainer

5021 Speed of response! Various agencies frequently fail to respond in a timely fashion. There

should be serious penalties for failure to do so! Insulting excuses such as not having the staff
or time to deal with information requests should attract penalties in themselves.

5026 One cannot take correct actions if received information is not accurate. It also needs to be
complete.

5031 Correct info is paramount.

5046 It is essential, if we are to retain our democracy, to get enough accurate information, without
unnecessary redactions, in a timely manner in order to keep our governments accountable.

5051 Without fast and accurate results what's the point

5056 I think my order of choices speaks for itself

5061 whole fruth and detailed is better

5066 | believe there should be transparency in government and FOI requests should always be as
accurate and reflect the amount requested as possible

5081 Government should be transparent and accountable to the citizenry, and the more accurate

the information provided by FOI, the more certain people can be about the importance and
the outcome of decisions that need to be made.
5111 no point getting deluged with useless or inaccurate information;
unacceptable if response takes forever;
unreasonable costs can be used to deter requests

5126 | am looking for governmental information that is in accordance with privacy laws and The
Charter of Rights

5131 There is little point in asking for info and being fed garbage.

5136 Typically Governments take too long to respond

5146 Transparency and accuracy is very important to me. Otherwise how can | trust my
government?

8151 Cost should not be a barrier to information access

5156 One of the ways a government can rig the system is to make it prohibitively expensive to

demand information. If it takes months or years to receive the information, the government
will not be held accountable until the next election. It is typical to receive only a partial
response, or a response that is not at all related to the information demanded. Further, the
last thing | want is for information the government considers sensitive to be stored outside of

Canada.
5171 The whole point of the request is for the information that | require ig.22
s.22
5176 | feel this should be a free or minimal cost service.
5181 so often one gets dribs and drabs or highly redacted. Have to have it all and have it accurate
5186 If an FOI request involves a fee, it will be inaccessible to some citizens. This is the equivalent
of a SLAPP suit.

Making an FOI request that is returned with information blacked out is pointless and certainly
not worth paying a penny (or a nickel) for.
If an FOI request is made and it contains the information desired, it's a useless effort if it
takes so long that the information is no longer relevant.
(The last item in Section 3 was impossible for me to rank so | just copied them in the order
they appeared)

5196 If I am seeking information, t must be the correct and accurate information otherwise there is
no point in getting it. Getting it digitally gives me the option selecting what | want or need to
print and have a hard copy.

5206 Many communications with government in this computer age are less efficient than when it
was done by mail or in person or by phone before the use of computers.

5216 It would be a waste of time to go through the FOIA process and then not get the information.

5221 Time is important to me

5231 Timely, thorough, and accurate response is a reasonable expectation.

5236 FOI requests should not be impeded by using fees/charges to block access. FOI requests
should be completed within 30 days as time is of the essence.

5251 Top priorities are accuracy and quantity, which minimizes wasted time long term.

Minimal cost is also an important factor as it is imperative to democracy that everyday
citizens are able to review the actions of the government which they choose to represent
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them.

5256 Lack of transparency is the greatest curse of governments elected under obsolete and first-
past-the-post electoral systems. It is an enabler of power abuse, since it allows governments
to hide the extent of wrongdoings and the extent to which some abusive decisions (such as
propping up the fuel industry with OUR tax dollars, against general consensus from the
population that we HAVE to stop causing temperature rises that are killing many and will end
up killing us all). It should be obligatory to provide ALL the info requested, and to provide it
accurately. Machines, by definition, cannot deliver: Canada needs to create more jobs
instead of displace people by robots, particularly where robots are SO much more inefficient
and unaccountable than humans!

5266 What's the point of getting lies?

5276 Accuracy

5281 Security is more important than speed

5286 No use requesting information unless you get all info and it is accurate.

5301 FOl is of no use if | don't get what was requested.

5306 Government transparency and accountability are key concerns.

5326 Becuse there is too much false data and fake news.

5336 The government exists to serve the people, not the other way around.

5341 | hear news stories about protracted FOI request responses and the negative effect the
delays can have.

5346 Many more FOI requests are issued than are filled, oftentimes these things are time sensitive.

| have a perception of the government stymieing these requests and denying information so
needed changes can not be affected and cover ups can't be exposed.

5351 It needs to be accessible to the poor as well as the rich.

5356 Being forthright and honest with regard to FOI requests is most important, otherwise we
aren'tin a democracy. People requesting specific info from government are entitled to receive
that info.

5361 If I make a request for information, | expect to obtain the complete and accurate information in
a timely manner!

5366 The most important factor when getting government data (such as through an FOI request) is

that | get the information | was looking for. If | don't get that, it doesn't matter how fast, cheap,
etc the information is.

5376 Your government and others are adept at hiding information that is politically embarrassing.
This is morally wrong and it has to stop. The protection of privacy is often used as an excuse
when it really doesn't apply.

5386 I have work in Government and received FOI requests. | have also submitted FOI requests.
They can be easy or hard depending the number of departments involved. Taking a year to
get a result is foot dragging on the governments part. Laziness on departments results in
incomplete results.

5396 Appropriate information for request with MINIMUM redactions or omissions

5401 The goal of FOl is to ensure transparency and accountability for public bodies. Without
accurate information, data is open for interpretation or require further FOI. Both of these add
to additional financial costs for both the government and the requestor.

5406 If the information is not accurate it's useless. Getting it digitally is important because | can get
it more quickly than going in person or having it mailed.
5416 | want real accuracy, not politized science and cherry picked and CENSORED data from any

educated person w a counter narrative.
| do not care about digital and after the covid fiasco, | see this is a scam to ensure we stay
separated, detached and reliant only our our government

5431 fransparency is primary concern

5441 What good is inaccurate information?

5451 Because when | ask for something, it is most important to me to get the information | asked
for. Simple as that.

5456 If asking for information government has on me the answer should be complete and efficient
and no cost

5461 Wrong or incomplete answers are unacceptable.

5466 Absolutely the plain WHOLE truth, facts and data to back up the responses. Not interested in
opinion, just the facts given as fast as possible and easily accessible

5471 If I am requesting information, | would like to feel assured that the information | receive is

complete and accurate. | would prefer it take longer to get a response and to pay for the time
and energy and resources that civil servants used to obtain the information.

5476 If the information is not accurate then it will be of little or no use. Why would | be expected to
pay for it?
5481 The cost of getting information does not have to be so high if reading each piece before it is

sent out is not done ecept where national security is involved this would also seed it up
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5486 Without these items; there is no actual "freedom of information"

5511 | shouldn't have to explain why accuracy is important and should be the top-most item. |
actually find this previous question frustrating. Additionally, positioning the cost of a request
as $3000 to fulfil seems leading prior to asking us to rate the importance of government

spending.
5561 | don't like unnecessary redactions.
5531 FOI requests and other data needs to be made available. The government currently has an

atrocious turn around time, and redacts excessively. This is paid for by us, the data is about
us, or what we pay for (e.g. police, government, education, health, etc.), and we need access
to that data to keep systems accountable through our legislative and judicial systems. The
gov't wants census information from us so they can make decisions, and in the same way, we
need information on the government to keep it accountable. Canada has been, and
continues to be run like a banana republic with many politicians and civil servants just trying
to get a pension rather than focusing on what benefits Canadians. Without access to the
data, all we have to push back are specious arguments. With actual data, we can
demonstrate when conduct is benefiting Canadians, and when it is harming them. We all
need accountability if we are using public funds.

5546 If | make a request, | want the information that | requested and | want accuracy. The
response should be made in a timely manner so that it meets my needs. Digital information is
usually the best way to receive the data, however, there are some requirements for hard

copies.

5551 Often info under FOI is redacted. That should not happen if it government funded by
taxpayers.

5571 Freedom of
Information should
Not be monetized or it will not be a freedom
For everyone

5591 Inaccurate data is useless when making any kind of decision based on said data, so it MUST
be delivered accurately and digitally in our current technologically driven world.

5596 For the most part, good government is transparent. |f government was transparent, there
would be few FOI's. That would save money?

5616 Because receiving information that is not in a digital form is unnecessary in 2020's.

5621 the data should be reliable and up to date

5631 | would want speedy accurate information

5641 None of the other items matter if the data isn't accurate or pertinent to my request.

5656 actually obtaining the information is most important, and that it be the right information.

Otherwise, what's the point? Secondly timeliness is next most important because too old
information is nearly as useless as inaccurate information, because while time passes things
generally change. Cost is next most important because cost is a barrier to obtaining the
information and information is key to the maintenance of our democracy. The amount of
information | get back is not as important as the accuracy and that the information provided
fully addresses the request. The amount could be little and do the job perfectly, the amount
could be a lot and obscure the information most relevant to the question asked. Digital
information is a nice to have, but the information itself is most important. Large requests
should be digital if at all possible to save on carbon resources and allow for searching the
documents digitally.

5661 getting the wrong info is worse than waiting

5671 There's no point to the other options if | don't get the correct data. Second priority is then it
being digital to help protect the environment.

5681 None of the rest matters if the information is wrong or incomplete. There shouldn't be financial

barriers to accessing government information. As long as the information is accurate, and
delivered affordably and quickly, the quantity and delivery method are less important - but
digital is probably going to be faster.

5691 No comment at this time

5696 | understand the concept of user fees but the cost of government is already far too high.
Besides, does it make sense to buy my own personal information back from the government?

5706 | think you should get what you ask for and accuracy means everything. While | have not

exercised my right to FOI about government activities, if | were to use it, | want to be told the
truth and specific details and not have some political agenda attached to it by whatever
political party is in charge of the province, or country for that matter.

5711 Information that deserves to be public must be accessible to the public through low costs and
accurate disclosure.

5716 Access to information in itself is paramount to democratic process. It must be made available
to all and for a reasonable cost. Otherwise, we are on the wrong track...period.

5726 Getting a bunch of redacted info isn't useful, neither is getting as much data as you could
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easily look up online.

5731 Accurate info is essential, otherwise there's no point.

5741 The biggest problems with FOI responses are unwarrented redactions and slow response
times.

5751 Usually when information is required it is time sensitive.

5776 If I make a FOI request, it will be because | am looking for specific and important information.
It's important that my request be responded to with accuracy.

5781 Well, the information has to be accurate otherwise it's useless, plus | expect to get back

everything | asked for (none of it redacted). Getting the info in a timely manner can be very
important, depending on the situation. | realize that there are costs involved and | think
individuals who make requests should have to pay a fee, as long as it doesn't become
prohibitively expensive.

5791 Especially if | have to pay for something, don't waste my time with inaccuracy.
5806 The most important aspect is that | get precisely what data | want, more so than getting it fast
5811 Getting the information fast and accurately is the minimum that should be expected when

seeking government data. If this have a high cost it is a symptong that the system was not
planned for this and that it should be updated to enable such retrieval, not an excuse that it
should not be done at all.

5816 What is the point of receiving information that is not accurate to request?

5831 Since it is so costly to fulfil FOI requests, | believe they should be as accurate as possible.

5836 Intentional obscurification by government agencies is rampant in western society. These
were ranked thusly to account for this terrible practice.

5846 When | ask for information | want an answer within a week. | ask because of something that is
going on for me and do not want it lost in bureaucracy.

5851 Our government should be highly transparent regarding the information it keeps and provides
because the government works for the public, not the other way round.

5856 Accountability through access to information that is accurate and fair

5861 | hate wandering thru the internet trying to find what data it is | need and where it is.

5871 | think we have very very weak freedom of information system

5876 Public accessed info must be accurate and reasonably quickly available or access is
essentially denied.

5886 I should be in control of the data held by other entities to ensure it is correct and they only

have the necessary data for day-to-day operations, therefore it should be at no cost that | can
review personal data held by the external entities. Next is that there is no point in getting
information back that does not reflect what is being held, so accuracy is important.

5891 Government stuff is funded by the public, we should have open access to it

5901 FOI responses are not worthwhile if the information is not what was actually being asked for,
if so much is redacted you can't make sense of it and if it takes so long and/or you get so little
information that its usefulness is limited.

5911 The internet is too vulnerable to have FOI information left on it.

5916 What point is having the information if it is inaccurate and not thorough.

5926 FOl is useless if the information is inaccurate or redacted beyond personal privacy
identification

5931 What good is a request for information if the requested information is not provided?

5936 Accuracy and speed should be prioritized

5946 Delay and redaction lead to blocking of possible necessary actions, Most everything a

government does should be posted on line immediately on adoption of policy thereby
obviating the need for man FOI requests.

5956 sometimes events move fast so foi requests should be released quickly

5961 If you cannot get the complete information with few barriers, why ask in the first place. It is
also critical for a democratic society to be able to access information.

5966 Accuracy in information is vital so it can be applied correctly and fairly. A low to no cost
access is paramount for equitable access

5971 No; the answer should be self-explanatory.

5981 Freedom of information is very important for citizens to make informed choices and prevent
corruption.

6001 | have only ranked 3 choices

| feel the first 2 choices | ranked are the actually the same thing - how accurate can
incomplete information be?
| do not feel cost and digital access are all that important
Frankly - | don't feel that government should be charging anything for FOI requests
This tends to be a disincentive - (which may actually be the purpose behind the charges
levied?)

6021 I think it is important to get information about myself or about Government at any level fast so
it can be dealt with in a just and fast way. Especially if the information is not true or disgusting

Page 18398f988241TZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

in nature towards anything that Government is doing behind the people of B.C.'s backs!

6031 If I am after information through FOIA | would want it in days/weeks and not months.

6036 cant wait all Day

6046 Accuracy. If it's not accurate it's useless.

6051 Accuracy - that should be obvious.

6061 If I request information, | expect to receive what i ask for, accurately and timely and securely.

6071 Accuracy and accountability are most important as this is central to what my data contains.

6101 The amount and accuracy of the information | receive should be exactly as requested. It is my
information and | should have the right to see any and everything | want.

6106 Transparency

6116 Currently links can lead to different places, and the process can be a bit confusing, (maybe
not BC, little experience, but definitely federally, sorry) takes a long time and costs.

6121 If I'm accessing information online, | want it to be as complete and accurate as possible. |

want it to be easy fo find, easy to view and allow me options for saving the information. | also
want it to be easy for me to communicate corrections or updates to the information, if

necessary.

6131 If the information isn't accurate none of the rest matters.

6136 When | request personal information from any source, | feel that | should get ALL of it.

6141 How can | trust that I'm getting ALL the information? | know the responses can take months,
even up to a year. |t needs to be quicker. Employ more people to do this.

6151 don't want to waste my time

6161 Clearly government has a strong incentive to collect data and information on its citizens.

By providing clear rules and guidelines to government, some types of personal data should
not be collected (or retained) int he first place,

and then government must plan and manage data collection, data access and use across
ministries on a thorough and complete basis.

Haphazard data collection, retention, use and reporting across all ministries will of course
mean a large effort to report on information

use. So the principles of FOI and reporting to the data subject must be retained, and
government must learn to design its information

and data systems to be privacy sensitive (Privacy by Design) and efficient in privacy controls
and reporting.

No excuses for poor information management, inadequate privacy impact assessments, poor
data management or inefficient data reporting!

6166 Inaccurate information/ data is useless. Full information as requested, not the one liners and
bafflegab that is often the reply.

6171 Quality of information is more important than how it was received. Transparency is visibly
lacking in our government agencies and they need to be held accountable.

6181 Oftentimes, | have experienced multiple layers of sorting through categories based on my

own assumptions of what | am looking for -- which often results in me ending up in the wrong
place or with the wrong info -- all of which takes lots more time to get what | was wanting
initially...

6191 El wrongly targeted me for fraud by perverting the privacy act to exclude all exculpatory
information. As it was finally resolved before a federal court judge, El employees were trying
to win a Mexican vacation and thoroughly abused my rights and the process to help me for

personal gain.

6221 The key thing to me when searching for information is that it is clear and accurate first and
foremost.

6231 Itis important that what is requested is delivered right the first time.

6241 Less and less FOI requests are fulfilled accurately. Less redaction, expediently.

6251 | would prefer accuracy and detail be the highest priority, as | would expect it to be, especially
at the cost of $3000 quoted above, that's ridiculous.

6271 If 1 ask for information | want to be assured it is complete, accurate, timely, and that cost of
access is not prohibitive.

6276 Inaccurate information is useless. The information must be comprehensive.

6291 I am willing to wait a reasonable amount of time for high quality information.

6296 If requesting information time is often a significant factor.

6306 If | requested information | would want it to be accurate and complete. | would want it in a
timely manner. While digital access and cost are relavent they are secondary to me.

6331 Well, if the information | get isn’t accurate then it isn't worth anything is it?
-my info should be available to me, and it shouldn’t cost me much, if anything, to access it

6336 Prompt complete and accurate results over convenience.

6341 Accurate information is really important .
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6426 Want to ensure that the data is accurate

6366 Financial cost should not be a barrier to persons or groups seeking information that the public
has a right to know and access, UNLESS an individual or group has demonstrated a
continuous, ongoing, frivolous and voluminous abuse of the FOI process - as determined by a
court and when compared to what might seem frivolous and voluminous by an average
citizen - then, and only then, should some burden of cost be associated with FOI requests.

6371 Data is pretty much useless if it is not accurate and timely

6381 | have never requested any information.

6386 Slow response time is bullshit

6391 Self evident

6401 Accuracy of the information is critical since it was the purpose of why needed the info. Speed
is also important as is a complete document with ALL the relevant info.

6406 Nothing worse than hunting down all the information you need/want

6411 Information should not be edited so that it is not useful. | would rather see the word
"complete’ added to the descriptor instead of just 'accuracy’

6416 Information can be time sensitive .

6421 If I need the information. Then it should be available and | should pay for the right to access
that information.

6431 In a democratic society, government is accountable to its citizens and therefore freedom

information is most important for accountability and transparency. These are basic rights not
to be tampered with.

6441 Getting the correct and complete information is most important, otherwise it is useless
regardless of how fast or cheap it is. All of these things are nearly equally important, but if it
isn't correct and complete it isn't actually useful information.

6461 | find that it is difficult to get full complete answers to my questions and needs. | find not
complete information and its all over the place.
6466 Fol requests play a vital role in ensuring transparent governance and are particularly

important for the media. Citizens, including journalists, should not have to pay user fees for
such requests - they should be viewed as an integral part of the service government provides,
as funded by all of us through general taxation.

6471 Cost is equal to access for many.

6476 Itis a very frustrating system. It is a misnomer. It is a control of information. The blacking of
important information is a convenient way to hide information. | am old enough to have
known better days. The lack of transparency of this government is appaling.

6481 Government information should always be complete and accurate as well as detailed as
possible

6486 What good is information if it isn't accurate?

6491 The right of a citizen to access information is essential to free and fair government

6496 | want minimal costs to the user for these types of requests. Otherwise it can be a barrier to

accessing information that | ought to have a right to. The speed of response | rank lowest not
because | don't care how long it takes, but it is much more important that it is correct and
accurate and gives me what | asked for.

6501 The government should ensure that information made available is as accurate as possible
and peer-reviewed. It should be provided as part of the taxes we pay and provided as quickly
as possible, although this is (perhaps) less important. Our privacy and confidentiality are
paramount, IMO.

6506 It is my information. | should have cost free access to all of it, accurately and in a timely
fashion.

6516 Any search of data should contain accurate results, and as much information related to the
guery as possible.

6526 | am afraid that data is left up the the discretion of government workers who are not thorough,
because there are no repercussions if they get it incomplete or totally wrong.

6531 A transparent govenment should accurately provide the information requested.

6541 Inaccurate info is a waste of time. If | can't afford to get the information it is of no use.

6551 | don't want governments to try to hid information like they do now.

6581 Most information isn't relevant after some period of time, so speed matters most

6586 Nothing else counts if the info isn't accurate

6596 Accuracy and speed are important when actions must be taken and accurate information

needs to be available in a timely manner. Delays could be seen as the government
obfuscating, which is not a good thing. We need transparency and honesty.

6601 That govn't not hold back for their own reasons
6606 Speedy access allows me to verify my information.
6611 Accuracy is essential to any information. No photo copies or paper info should be used,

digitaal info is easily printed be the end user at no cost to the government. Digital info keeps
the cost of access down.

Page 18398f538241T2-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

6626 | think getting the information is part of the "transparency” of government. The information
should be available quickly, as the government has all our and other government at it's finger
tips. In this electronic age the information should be clicks away with good security. The cost
should be low.

6651 Freedom of information requests should be done expeditiously and at low cost as obviously
people need the information such as the illegal gambling and drug and underground money
that is ruining the BC and Canadian democracy. We should have ALL the information dealing
with this corruption and the names ,dates, etc. The populous needs to know where are
politicians are getting there election financing from and from whom. Freedom of Information is
necessary to stamp out government abuse. Stop dithering.

6661 Accurate information if needed!

6676 Accurate data is important for those who want to form their own opinions.

6691 If I am requesting information, then | want to get the most accurate and the most information
available.

6696 We have the right to public information. It should be what we ask for and within a reasonable
time frame.
All of the above are important.

6701 all are important, no strong feelings on this topic

6706 It is important that the information requested is what is received by me.

6711 Heavily redacted information that hides the gist of what was requested is not an acceptable
government response.

6726 If the information isn't accurate or what | needed/was seeking, none of the rest matters.

6731 What good is it to me if | don't get the information | asked for?

6741 to vote in any government | need accurate information regarding the government's decisions
and laws implemented in the past.

6766 information needs to be prompt and accurate

6776 The government should work for the people accurately and promptly and not charge them on
top of the already-abusive taxation.

6781 | should be able to access information to insure it is correct. Cost to get this information
should not be a financial barrier.

6786 It is imperative to receive informationin a timely mannet and that the information is accurate
and fulfill the request.

6801 Obviously the most important part of requesting and obtaining information is to get the correct
information the first time. This saves everyone time, effort, and money.

6811 If you want informed you should get the whole truth

6816 equality of access requires equality of cost. the only way to achieve that in my case is that i

have full access for no cost to me. it may be possible to charge more for some well heeled
persons, but it would be best to recover the costs through a properly progressive tax system.
6836 Cost should not be a barrier to the right of access to personal information. Anything beyond
minimal fees would constitute a form of classism. If requests cost $3,000 each on average, |
think we should look at ways to streamline that process rather than passing the cost on to

citizens.

6856 I should be able to correct any miss information the government has on me. Why should | pay
for their mistakes.

6861 If the information I've requested doesn't exist, or is in process (RCMP cases not being

available for FOI even after the cases are closed) is a big annoyance, usually involving
lawyers and threatening lawsuits.

The speed is important, we're all busy, sometime our lives are at stake based on the
response time and accuracy

6866 Our government does a terrible job of responding to FOI requests in a timely and honest
manner.
6876 Obtaining accurate information and minimizing the number of additional requests in order to

obtain the necessary information is essential. FOI is pointless if citizens can't obtain accurate
and timely information. It is also an equity issue. People shouldn't be denied access to FOI
requests simply because they don't have the financial resources to make requests. Data
security and privacy, especially when related to personal data, are key areas/responsibilities
for governments in the 21st century to uphold and safeguard but so is maintaining
appropriate transparency. So, this becomes a critical part of the provincial infrastructure, in
the same way other key infrastructure is maintained by the provincial/federal governments.

6891 I don't have a lot of money so low cost is necessary. it's not freedom of information if only
some people can access it. also it's not freedom of information if we can't see the information
or if its inaccurate

6896 | cannot afford to pay for needed info
6901 Too many of my requests to date have come back as "No match" or equivalent
6906 Ability to trust information is necessary.
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6911 If the information is not correct it can create a lot of problems.

6916 | think the top answer is self explanatory. It should be complete. With all the gov't gives out to
corporations they can eat the cost of these requests also. It's our money that pay for
everything so why charge us for something again?

6926 If I am seeking information or data from the government, | expect the data to be accurate and
contain all if not most of what | am looking for.

6936 i wan to know exactly what information has been gathered.

6941 We pay enough for the meager resources we get in return for the huge taxes we pay. The
unionized government workers that feel total entitlement and smug belligerence are worthy of
firing but no...

6946 Accuracy is paramount in this, that is the whole purpose of FOI is get the actual facts.

6951 information must be delivered in a timely manner otherwise it is useless

6956 | want the information to be accurate and specific to what | asked. Too much information is
good. Vague and redacted information is bad.

6966 Seeking information should be fast and reliable for citizens to access at no or low cost. Itis
vital that citizens can review government actions and decisions to reflect the laws and
concerns of society.

6971 Cost should never be used as a barrier to transparency. If you increase fees, you create
forms of economic discrimination that mean that transparency and openness is only available
to the wealthy.

The ranking mechanism in this survey is flawed and will result in misleading results that will
be biased and can be abused.

6981 It can be a waste of time, and frustration, not to receive all of the information that was
requested. Never mind the cost.

7001 No matter how accurate or thorough the information | receive is , it won't matter unless | get it
in time.

7016 | want to get the information that | requested because it is important to me. | don't want
something | didn't ask for.

7026 First, if | am not looking for my own information, it should not be available to anyone.

7036 Full and accurate information should be provided.

7041 I am most concerned about getting the right, accurate information.

Digital information is more prone to theft and manipulation. | prefer hard copy.

7046 That's useless if not on subject or accurate. Wouldn't need it if not accurate.

7066 Shouldn't have to waste my time getting correct information

7081 often in my dealings with government, i don't get the information | am asking for, | think

because the first "clearing house" is a person answering the phone, who is not an expert in
the area of information | am seeking, does not know to where s/he should direct my call.

7086 Same as previous section.

7091 The purpose of filing a request is to obtain all the pertinent and accurate information about the
subject of interest, anything less is an exercise in futility.

7101 Accuracy could change a person's decisions.

7121 Governments forget they work for us and any information that isn't of a personal nature

belongs to us whenever and where ever we ask for it. The government is the boss they are
the employees and need to remember this in everything they do or say.

7126 Answer speaks for itself - accurate information.
7136 | often hear that this process is frustrating because one doesn't get what one is looking for.
7146 FOI was never intended to achieve cost recovery; this is a red herring and is always used as

a pretext to limit access to information and maintain government control of information.
Access to accurate, full and timely information is absolutely fundamental to democracy, as
the NDP knows well from its time in opposition -- it's part of the cost of democracy. BC's
Liberal governments used the same argument to linit access in their day. To people who put
partisan interests and power politics ahead of freedom of information principles, | say:
"Beware what you wish for".

7156 If the information is not accurate, why bother?

Assuming the information was collected from me at no cost (perhaps not valid?) then why
charge me to provide it?

Timeliness of a request could be very important (i.e. in days at worst...NOT weeks, months,
or heaven forbid years).

7176 This is an important service since data is more and more a collected and archived institution
that belongs in reality, to the individual and in merely 'borrowed' by 'society' to manage these
individuals 'correctly'.

7181 Well if you request info you'd want it to be accurate and thorough.

7186 Regarding medical issues require rapid response and that the info be accurate to avoid
added stress and quick doctors response time to emergency issues.
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7191 It is important that government is accountable and accessible.

7201 The responsibility of Citizens in a (supposed-to-be) democracy is to hold officials of public
institutions to account.
It is not possible to do so without Freedom of Information.

When you remove the fire walls between Governance and Commerce, as we have done, you
get Corruption. We have big-time corruption in Canada. Coupled with weak mainstream
media. Strong and inexpensive FOI is absolutely essential to the effort to regain some
modicum of Open Government. Without it we are dancing ever more intimately with the
devils of police and surveillance states, well-known through the lessons of history.

7206 | want to trust and feel secure that the info is accurate and not being shared.

7216 | have seen instances of persons and organizations being unable to access information
because of Government withholding it . Evan though this information was free and open to the
public . The Freedom of Information act is a joke .

7221 The information requested should not be tampered with or altered in anyway and be as
accurate as possible.

7226 | expect government to make all relevant information that relates to areas that they control. ie
environmental impact regulations

7246 If | am taking the trouble to ask for information, | want the response to be correct.

7251 Self explanatory.

7256 If I need the information, | probably need it quickly and since you have it, | should not have to
pay to,access it.

7261 Not useful if not accurate

7266 The right information in a timely manner is essential to make financial decisions.

7276 Huh? | should get what is asked for. Self evident.

7286 | want accurate and complete information. Citizens are often on the receiving end of too much
mis-information, manipulated information and "lies by omission”.

7291 It is about truth not cost for me

7296 It's everyone's right, we vote you in to service us fast and accurate.

7301 Obviously (!), | want the information | requested and that it be accurate

7316 Government has an obligation to be transparent in a timely manner. Money shouldn't be an
issue

7326 Transparency is of the utmost importance. A government that hides information that the
people deserve to know or allows certain sectors to act outside the law should not be in
power.

7331 The rest is irrelevant if the information is inaccurate.

7336 If the information is accurate, it allows me to move on to the next step

7341 When | need access to information, that is what is important not the means.

7346 Proper ,accurate info is important

7356 It's a waste of everyone’s time and resources if you don't get the information you asked for.

7366 When | request information, | want it to complete and accurate.

7371 It's important to me to receive accurate and comprehensive information in a digital format.
Obviously, if I'm paying high taxes, | would expect to receive this information a little to no cost.

7391 Journalistic integrity relies on the accuracy of information from the bodies upon which they
report.

7396 There are reports of governments taking so long to reply that the information is useless. Much

more information should be readily available. After all the public has paid for all the
information governments have.

7406 Digital information is more handy to me, and for my means more secure. | don't care if | have
to pay for my information UNLESS it's required for legal/financial/essential reasons.

7421 If | ask the government for information | would expect the trained professionals working for
the government to be competent enough to do thier job right the first time. What good is an
incompetent government.

7441 Speedy response, accuracy and no cost to me most important.

7446 Redacted information is of no use to me and is essentially an unfulfilled request. So accuracy

is important. If | request some information | don't want something else. If | ask a question I'd
like to have the question answered, rather than talked about. Minimal cost is important
because many people are asking for information about themselves or their accounts. No one
should be profiting over this. Responses should not take months or be mailed out. Mail is
expensive these days and email is very cheap to send. Digital formats can be easier to work
with than paper. But Security should be considered. Encryption is a solution especially on
secure accounts.

7461 B/C without accuracy, the info is useless.
7471 We pay enough for government and our information should be included in our taxes.
7481 If 1 ask for information, and it's heavily redacted, that information the Government spent
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$3,000 preparing would be of limited use (if at all, depending on the amount of redaction).

7486 They are not SO important, but if they were those would be my choices

7496 The information that is collected is free to me because | pay the salary of the people in the
gov.

7506 Obviously, all other points are worthless without the accuracy of the information that was
requested.

7511 If I make a foi, | expect to get accurate information, as it pertains to my request.

7531 Ease of access toit. | don't like phoning and waiting to speak to someone. | can more easily
navigate my way through information digitally.

7536 Don't charge for this.

7541 Redacted documentation, or documentation that only states semantics, would be utterly

insulting to receive. Information should be specific and detailed, should be available in an
easily-accessible and easily-shared format, should be completely accurate, and should be
given the day or week that it is requested. Failure to do so on behalf of the government would
be morally unjustifiable.

7551 Accuracy of information is utmost.

7556 A pointless exercise unless you can get accurate information

7561 This is a stupid question as my first response is self-explanatory. No one wants to ask for
information and then receive something other than they were asking for.

7576 Accuracy is really important.

7581 It is of the utmost importance that accuracy be this information

7586 This is self explanatory

7591 If we're requesting information from the government, it's usually as a result of need. Thus,
timeliness and data accuracy are ranked high.

7601 It is quite self explanatory.Accuracy to information asked for is the reason a request is made

7606 You should not be charged to find out what data of yours the Government has. It's the
persons info, not the Governments.

7626 FOI requests should be accessible to all, not just those who can afford it.

7641 This question and the rationale provided above are vague and confusing. What it sounds like

is: the government wants to be accountable but really it costs too much to be accountable, so
we're going to do something else. Why is it so difficult to tell the public what information is
available or not available?

7646 | should be able to access reliable information in the government that can affect me.
7651 What point is there to getting information if it is not accurate??
7676 My experience was that my FOI request took many months, was heavily redacted, and did

not contain the information | specifically requested. This was information that | already had,
but needed to request for some bizarre legal reason, in order to use in my writing.

7681 It is a waste of time and money to receive incorrect information. Sometimes speed is of the
essence! Thatis why we use the Internet rather than write a letter. If a small charge was
made to receive information that was needed quickly, this might be a solution....like getting
your passport quickly means incurring an extra fee.

7686 For this list, Accuracy and Cost were my two most important factors. | do not feel that | should
be required to pay for the information my own government has kept on record about me.

As an aside, | would be concerned about the amount of information that my government
keeps, but I'm not sure there would be any way | could control that.

7701 Because it is important for the general public to be able to held institutions and even private
corporations accountable for their actions, actions that can affect the lives of other people.
7721 When seeking information, if the information | receive is inaccurate, it's essentially useless.

And if I'm asking for information, in addition to the information being accurate, the delivery of
that information my be fast. In general, when | need information it's for a specific purpose that
the purpose likely is time sensitive. A component to speed is receiving the information digitally
as a pdf file or other format. Digital information can be sent and received almost instantly and
is also less expensive because there are printing and mailing fees. Making the receipt of
information "at no cost" aka free, is also important because that makes access to information
equally available to all residents of BC. How much information | can receive should be
proportional to the need and the ask.

7726 If I am going through the process of applying, paying for and waiting for information to arrive, |
want the information to be accurate.
7746 Digitally transmitting the data ensures that | can copy the information easily as well as get the

entirety of the data in a searchable format. If the information is given via paper or other
method it can be used as a way to prevent the dissemination of data through obfuscation.
7756 An FOI request response is of no value if it contains irrelevant, inaccurate, or incomplete
data. When the response is is of high volume then a digital format is easier and more guickly
reviewed (and likely less costly to provide!)
7761 | have a right to know who has what information about me without cost. Cost should be born
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by keeper of the info.

7771 Not everyone can afford to pay

7786 FOI requests should be processed within 48 hours; no exceptions, no excuses. Why else do
we pay taxes? To help someone keep information from us, or throw up road blocks to make it
difficult to impossible to access information? Also, FOI requests should not cost us as we are
already paying taxes for government services.

7791 no thanks

7801 If the information is inaccurate, it's useless and a waste of everyone's time and money.
7806 How could accuracy not be deemed the top ranked option? DUH!!!!!

7811 because | rightly don't frust the criminal service corporation.

7816 Any information being provided should be as accurate as possible

7831 | dont mind waiting for accurate, detailed information.

| rated low cost higher, even though | might not mind paying. | believe we are the government
and government services need to be low cost or free. We need to find the revenue with fair

taxation

7846 If | ask the government for information, it's because | trust that the information is as accurate
as possible.

7851 Having spent my working career in government service | strongly believe that governments

should always be transparent, honest, and open in all their actions providing they do not
cause damage or break the rights of other citizens.

7856 The most important issue when requesting is that the response is to the request. the speed
and cost become irelevant if the response is not accurate.!
7861 The entire point of requesting information is to get what | am looking for. | would value the

assistance of staff within the organization adding value by helping me to refine my requests
and by reviewing the records to eliminate information that is not relevant to me.

7871 The information is usually needed in a timely fashion.

7881 Information requests are only worthwhile if the information provided is accurate

7886 Accuracy so that the information can be relied on legally.

7891 Just like it says..accuracy

7901 What use is data that won't solve a problem or meet the needs of the person requesting it? |t
would only result in frustration and a re- request for what was needed- a waste of time for
both parties.

7911 | want accurate information - if it isn't accurate, how can | even use it? Without an assurance
of accuracy the data cannot be used.

7916 One seeks to access information for a particular purpose. Thus accuracy and speed are of
primary importance.

7921 Information is useless if it is inaccurate. It ought be delivered in a timely fashion so one is not
waiting months for the information

7931 Does anyone want inaccurate information?

7946 Accuracy of information is crucial. There is far too much misinformation on the loose these
days without adding to it.

7966 Accurate information should be a given, but it isn't.

7976 | hope to get what | asked for. | want all information that exists. | want it in a reasonable time
frame.

7986 Getting what you're asking for and getting accurate information are important

8011 if you need something you need it accurately, completely and quickly...the rest is gravy.

8016 The most important thing has to be that | get the information | am looking for. If | am not

getting the information | am looking for, then it doesn't matter how quickly or how cheaply |
was able to access the information. At the end of the day this information won't help me if it
isn't what | was looking for.

7991 I've heard this can take years and that is not right. For you to say it costs 3000 for one request
makes me think you need to look at what's going wrong there. That sound like you are making
that up. Maybe I'll put in a request for more info on how that is spent.

8031 | would hope that if | requested information the information would be correct, who would want
to waste time and money to get inaccurate information.

8036 If you don't get the data you are requesting all you are doing is wasting the time of everyone
involved.

8041 The information has no value if it is not accurate or thorough.

8046 get information honestly and what | need to know

8051 I am concerned about who can get access to my personal information and for what purposes.

8056 Without accuracy it seems disorganized.

8071 What's the point of any of the other reasons if you don't get access to what you request?

8081 When | ask for information, | want it to be accurate, timely and complete

8086 The goal is to be provided with the information | have asked for. No more, and no less.

8101 I am willing to pay money and travel in order to get accurate and complete reports of
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government information in a speedy fashion, digital or otherwise.

8106 What's the point of asking for information and not getting anything useful.
| also noticed, there was no comment section for the security risks question... | wonder why?

8116 The government is known for slow responses when it comes to requests.

8121 A FOI should be comprehensive and provided in a timely manner. It does not matter to me if
that is in paper or digital format.

8136 Need to get the right data

8146 "Accuracy is more important than truth" is a time-honoured guideline for scientists. That is
why accurate and swift information is necessary for peace of mind.

8156 The stereotype is that requests provide little info with too much redaction and take forever
(even years).

8166 Accuracy says it all!

8171 Accurate, maintaining my privacy with others & all information available is obtained is first
Priority

8181 What is the point in seeking information that may not be accurate? Also, because many FOl's
are of a political nature they should be freely available to the citizens of a democratic society.

8201 Our/my government is supposed to be the ultimate source of information, that information
should be available with guaranteed accuracy and provided in a reasonable time period.

8206 | want to know how much and what information they have on me

8216 If im requesting information, it would make sense that its at least accurate...

8226 | believe government records should be available to citizens without prohibitive costs or

delay. | cannot believe a single cost would require $3000. of what? staff time at what rate?
xeroxing? This does not compare to any imaginable library research time.

8236 If simple paperwork costs $3000 you are paying government employees way too much. Start
cutting their wages before you charge me for information. A simple request for information
should not cost what | take home in a month and a half.

8241 Because they increase transparency, and transparency benefits all citizens

8266 They are all important and | had to pick one

8271 inaccurate information can fllow you for decades

8286 So much of what we read and hear is inaccurate and one starts to distrust everything so the

word accuracy got my attention.

The amount of info asked for should be what is required to cover the request

8301 There are no ties. | think they are all very important, the low cost is very important as cost
can be prohibitive and can be used to deter FOI. | think speed is very very important, but the
accuracy is vital so that there isn't false placating by providing reams of information that
overwhelms and under informs.

8306 | have been trying to get information about my high school records for over 50 years. A little
quicker would be nice.
8311 Foippa requests need to remain available to everyone and keeping costs low is an important

part of that. This should be something the taxpayer covers so that no one at any income level
is left out or can't access their records.

8316 If you collected the information from tax payers, you should be able to return it on request at
no charge. We weren't charged for your collecting if. You used our tax dollars for that. Use
our tax dollars to give it back on request. When | ask for particular information, that's what |
am looking for. Competent workers will ensure this, so hire appropriately. | ask for
information when | need it. so speed, accuracy and amount of response is important. | don't
care if the information is digital or not.

8321 It truly seems like information is always at your finger tips these days... UNLESS it's
something to do with the Government or a Bank. I'll be honest here, | fruly figure that
Government sites are intentionally kept vague and difficult to navigate because the
Government does want to make it easy to apply for support or dispute payments. | presume
this is for two main reasons. The first reason being that many people would over-use
government services if they were just a few clicks away from applying. The second reason
being that the Government tries to maintain an omniscient ever bearing presence to remind
us all that it's here and enormous, and a difficult website further cements that vision. Lol, |
hope I'm wrong about it.

8326 | would wish that there will always be the ability to receive information that is important, so
that we are able to make the right decisions about our health, occupations etc.

8336 Accuracy is key!

8376 Reasons. Most important is that the info is accurate. Digital
Means it's accessible. Etc.

8381 What is the point of requesting a FOI if you do not get the information you were seeking, or if
it is not accurate?

8391 | don't believe government should be obligated in any way other than a court order to provide
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information in any way, shape or form on any private citizen.

8396 There would not be much point to it otherwise!

8406 No additional comment

8416 Those are my priorities. Its what makes sense to me

8426 There is a history of governments either not providing the actual information requested and

delaying responses until after it is too late to rectify a situation, or at least until after
publication deadlines for news organizations. To this day, the governments of Canada have
not accounted for residential school students forcible removed from the families and never
returned. As such is necessary to start providing information in a complete and timely
fashion, even on ancient requests, in order to put Canada back on the foundation of trust
which governments like to claim but which policticians have squandered right up to the
present day.

8431 Money should not be a bar.

8436 Of course | would most want accurate and complete information related to my inquiry
8441 | want accurate information quickly.

8451 Why get information if it's not accurate

8466 What good is inaccurate information?

8481 Getting information that | need and/or want from the government that is not accurate would

not only waste mine and the government's time, it could also put me at risk for penalties
and/or fines and/or cause me to miss deadlines [etc]. As far as the cost goes | have always
paid my taxes and they should cover most if not all of the costs. The response time should be
reasonable if not speedy...

8491 Accuracy and full disclosures are the most important because they show you the fullest
picture

8506 If the information isn't accurate, why would | want it? That this is even a question makes me
suspect that you have no idea what FOI is even for.

8511 It's about knowing - not speed of delivery always. Some requests may be time sensitive, that

would be fine to charge a fee to expedite the request if it is required. Response time should
otherwise be reasonable.

8531 Information requested under the freedom of information statutes MUST be accurate, timely,
complete and cannot be so expensive that it is prohibitive. Digital is simply cheaper.

8546 When seeking information from any source, it is important you get the answer that relates to
the information in the request and in a timely manner. Al answers are pitiful! !!

8551 | want accurate information that | was looking for that has not been withheld. modified,
censored or redacted because it is held in a foreign country or under pressure from a foreign
government.

8556 Government agencies are under-funded and largely done unavailable in a timely manner,
especially by phone, which allows quickest, most efficient communication of my needs.

8591 Government in most cases moves too slow way too much RED tape and far too many people
handling the the information prior to the person requesting the information acquires it.

8596 | want the best possible information. Time to get it is not as important.

8601 full information needed if i ask

8611 Accuracy of information is crucial. A set fee (unless nominal) is unduly onerous for low-
income citizens.

8636 If | ask for some information, the best result is to get what | asked for, in full. Speed may be of

essence and | may chose to not get the results in digital format. And, if the information is
important enough for me, | may be willing to pay something towards retrieving it.

8646 If you don't get what you asked for, it would be a waste of time and money

8651 If | were to request information, | would like to get what | was asking for in a reasonable time
while it is still relevant. After all it is me and the rest of the tax payers that are paying for the
collection and storage of it. If you do not want to share it with the persons that it is relevant to
do not possess or collect it

8666 I don't want a bs answer back.

8671 If | don't get the information | wanted, it really doesn't matter how quickly | got it, how much |
paid, or what the format is.

8676 Government works for the people. Without accuracy the data is usually useless. | shouldn't
have to pay for something that should be open and available to citizens when | am a
contributor via taxes.

8681 open and accurate is the backbone of open democracy

8691 It's useless to get back information that is not accurate or is not what | was looking for.

8696 Did not give me what | was looking for

8726 Accuracy and availability of information is the most important.

8731 Accurate quick response to inguiries helps prevent bigger issues like identity theft

8736 As a democratic country, it is our right to receive information .

8741 it's important to get what you ask for and not have the govt decide what you get.
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8751 Cost to me very important! Government gets enough of my money!

8761 If the info isn't accurate it's useless.

8766 | would presume that the information | requested was accurate

8776 Getting information fast or cheap is of no value if it's incorrect. But we also should not have to

wait an inordinate amount of time for that information either. If it takes too long to get the
information, it can be outdated and incorrect by the time it's received

8796 Accuracy is always the most important part of FOIPPA

8801 primary purpose of FOI requests is to get information. That purpose is fulfilled if the requested
information is accurate, relevant, and complete

8821 | want to know that both my knowledge is accurate, but also that the information the

government is providing is accurate. | don't want to be provided with information that is
misleading, incomplete, or protracted, understanding that some information may be difficult to
access in a timely manner and that other people's Pl must still be respected.

8826 really?

8836 Low cost is important to keep the dissemination of information equitable. The money is better
distributed through taxes - which is where the $3,000 would come from.

8841 Accuracy, because | should be able to trust | recieve all that has been requested and nothing
is left out or hidden from me.

8846 nn

8866 Obviously if the info requested is not forthcoming, that is worrisome.

8876 Delay of information is denial of freedom of access. Information can be time sensitive.

8881 In order to trust the government, the information given to me must be accurate, otherwise |
would not trust the system.

8886 If information is not accurate is not useful.

8891 | don't like to pay, when | pay plenty of taxes already

8896 Governments try to hide too much and are too paternalistic. It's not up to governments to

unilaterally decide how much info they give in answering any info request | might make. You
should be required to provide a full and complete answer

8916 accurate info is essential. With zero moneys involved.

8926 Accuracy is important when collecting data
The amount of information can reflect how in depth the search was. If | am asking for details
about something | would expect the search results to be conclusive. As a public service, FOI
needs to be accessible and at no extra cost, to all taxpayers.

8941 Because if there is full transparency then the data | request should be as accurate and
complete as possible otherwise it is meaningless and makes me wonder what else is being
hidden

8956 Need accurate info to make sound decisions.

8961 It is important that | get the information | asked for, and that it be complete as possible

8971 The government is totally untrustworthy and will hide sensitive data

Meanwhile all data needs to be transparent- but it is not

8986 None. | would not like my data stored outside of Canada for any reason or shared beyond the
minimum, even for any advances in the above.

8996 Getting back inaccurate information is a waste of everyone's time and taxpayer money. So
that's absolutely the top issue. Similarly, getting back too little information can be just as
useless.

The remaining three options are kind of equivalent to me and if | ever have reason to make an
information request, | imagine the ordering of those would be related more to the nature and
purpose of my inguiry than any sort of general standard.

9006 Accurate, timely, complete information available to any Canadian Citizen about any and all
goverment activities, even ones deemed national security sensitive, is the obligation of
goverment to comply with and provide without question or hesitancy.

9016 Again the app doesn't allow me to rank the choices. Can't type info, can't tap/move choices.

9031 Accuracy and speed feel most important; without accuracy there's no purpose to the FOI
system. A modest fee would be acceptable to me. Digital copies are preferred, but not
paramount. The amount of information (if it's not what | was looking for) is mostly irrelevant.

9041 Obviously if I've gone to the effort of making a request | want the information | was specifically
lookingfor.

9056 The flow of garbage in garbage out.

9061 Inaccurate information isn't helpful!

9066 We already pay huge in taxes any further costs constitute burden that may keep individuals

from access to information they are entitled to access such as information about Canadians
and what their government does!
9071 Any reasonable request for government information should be granted in full (consistent with
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personal data security) with little to no delay.

9076 | expect information to be accurate.

9081 The last section was re: privacy! There was no opportunity to comment. The last section is
the MOST IMPORTANT!!! They all have equal standing in importance. Unless the page is
broken. Information should be secure and private. You pay me for my data if you wish. It's not
free. | had my health info hacked for Pete’s sake. You guys don't protect us from currency
exchange gouging from Apple/Google/Android et al.

9091 Speed is most important for FOI requests often have time limited value. The information
should be accurate and complete to be useful.

9111 well, duh

9116 No comment

9131 When it comes to my personal information, accuracy and thoroughness are the two most

important things.

Re: previous question the highest ranked items are the ones that could be used to steal my
identity, and are therefore the most important.

9141 Truth of Information
9151 accurate information is essential & shouyld be provided free of charge
9156 Creating and subsequently storing and then communicating inaccurate information can be life

changing--and not for the better. Records that are not accurate and are then replicated are a
poor way for people to make decisions about themselves or other people. This is an
additional reason for making sure that OTHER governments and bodies do not have access
to personal information. Replies should be speedy, since people often require information to
make decisions about health care, insurance, travel, wills, marriages...well, you name it. The
amount of information should be complete, it should go without saying. We pay for it in our
taxes, so it should not be a fee based service at all. Digital versions are useful, inasmuch as
they are speedy, but the accuracy is far more important than anything else.

9161 Accuracy and completeness is paramount!

9166 Information received is useless if it is not what was requested. | say this as an average
citizen not an investigator.

9186 Those are the information | need.

9191 These are all important and hard to rate.

9196 Effective use of information means that accuracy is the most important

9201 Accuracy- some of the answers on sites are so ambiguous to what | may be seeking that
search parameters are not adequate.

9216 Government has to be accountable and accessible. Speed and accuracy are paramount in
order to push back against foot-dragging.

9221 Inaccurate information is of absolutely no value.

9231 If 1 don’t get the information and have it returned in a timely fashion in a format that | can
access quickly why would | trust the government in any information they provide anywhere
else.

9236 Receiving the information accurately in the response is key to the request, especially if legal

or financial information is involved. The details of the response are critical, as decisions will
be made based on the response. | would not expect the information to be free, just as in the
private sector requests of almost any kind are charged for. However, | pay very high taxes in
B.C., which is mandatory, and would expect government services to be more than reasonable
for requested information. In the private sector there are no mandatory taxes, and fees are
expected. With critical information requests, safety as well as promptness are extremely

important.

9241 It is important to get the information you are requesting the first time its requested and in its
entirety.

9256 It is essential to have access to accurate info for personal reasons as well as to keep

government responsible and accountable. Speed is important but it isn't as important as
getting full information

9261 This question is ridiculous. If | ask for information | obviously want accurate information, not
inaccurate!

9276 Transparency is important in maintaining trust.

9286 Inaccurate data makes the request irrelevant to my cause. Sometimes the acquisition of data
is required for a time sensitive cause.

9296 Citizens info is private and has to be protected. Government info is public and should be
available.

9301 Accuracy and speed of response are most important

9316 | would think it is obvious why accuracy would be most important. As to cost, | am barely

making ends meet, so cost is an issue for me. Speed of response is an important factor in
most interactions. Waiting weeks or months for a piece of information is just not acceptable.
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9326 Accurate information is most crucial. How can you plan and vote without that. Bad information
leads to bad decisions.

9331 | want all of the information, not censored

9336 Freedom of information should mean you actually get the info you request unless there is a
very good reason why you can't have it.

9341 I would like a way to guaranty that the information | receive is correct and legally binding If |
am going to make decisions based on that information.

9346 Itis important that | get what | am asking for and not some Government spin on the topic.

9351 The government is a public organiztion and we are the users.

9366 If for example the information is for a legal use, such as a court appearance, it needs to be

received quickly. The information should be as complete and accurate as possible depending
on the reason for the request. If the cost is too high then | would only request the information if
it is vitally important to my survival.

9391 Accuracy of information is critical and digital format is easier to store and utilize

9396 Gov't has a historic tendency to not give ALL details requested in relation to personal info
requests. Current example: Medical example would be a lack of response or limiting gov't
information requested about adverse effects of Covid 19 vaccinations such as full disclosure
lists that come with all medications by law, risk of adverse effects... etc.

9411 accuracy is important

9416 | would want the specific information | was seeking, and would want it to be as complete as
possible. Speed would also be a consideration.

9421 I think it is important to get accurate details about an issue of concern.

9431 Accurate information is of course the most important, because why else bother?

9441 If | request specific requests, | want specific information for that request.

9456 Accuracy is the most important when looking for useful information from the government.

9466 The correct information and Full disclosure is most important. Only having half of the
information is useless.

9481 We have already paid for the information to be made available

9496 Accurate information is obviously the most important. Wrong, incorrect, erroneous,

incomplete, or out of date information is of no use at all as it could lead to the wrong
conclusions, poor understanding, or misdirected actions.

9516 Not much point in making a FOI request if you don't actually get the information you asked
for.

9521 convenience

9526 Vital to keep up with what the government is doing on critical issues.

9536 We have a right to request every bit of information from our governments regarding how they

are using our tax money to run the country. We have a right to understand what powers are at
play when that money is being spent.

9541 I've not made any FOI requests and thus this question was hard to answer as | have not first
hand experience.
9546 My biggest concern is information being unnecessarily redacted, thus undermining the

efficacy of the FOI process. It is too easy for governments to claim transparency and then
hide behind the stroke of a Sharpie. However, | also feel there needs to be some mechanism
to prohibit frivolous requests, given the cost of the process. | believe it is hard to overestimate
the value of holding leadership accountable, so if a request is legitimate it should be fully

executed.

9556 Obviously when making a request for information, you want the information you were asking
for.

9561 From news media reports it appears that FOI requests can be too easily ignored, delayed or
unnecessarily redacted. FOI rules & procedures needed to be strengthened.

9571 The primary purpose of FOI rules is to get the information requested.

Obviousljy | would like to see the cost kept to manageable levels, but it is very important that
citizens with limited means still have access to information. Rich corporations should be
charge more for FOI data.

9581 Information that is stored in the government data bases should be freely assessible only to
the individual concerned.

9586 Gov represents the desires of the people, not the monied interests who pay for their
campaigns . We deserve open gov information at all times.

9591 Just because | hate waiting for information.

9611 The above are best guess answers as | have never done an FOI request. | do think land titles

and SROWSs should be in digital format and accessible online at no cost. Land Titles has this
information recorded digitally. Yes, | should have to register to use the database but why
should | have to pay to access something that is already in the data base. Land Registry
employees should not need to have any further involvement.

9626 | have not used this service, but ranked the items in the order which makes sense to me.
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There is no point receiving information that is not accurate and timely. | am appalled at
hearing of FOI requests that take months or years for a reply and then redact most of the
requested information.

9631 Democracy in a pluralistic society depends on individual and group participation. | have
ongoing concerns with how our government affects the education, health or safety of my
child.

Security issues, the need to segregate data when dealing with service providers that serve
multiple customers, potential secondary uses of metadata, when our government considers
transferring information to service providers, we also need to ensure that information is safely
handled. Furthermore, privacy intrusions have an expressive function, especially when
carried out by government. The threat of the misuse of information renders individuals fearful
of developing or expressing non-conforming thoughts or behaviors, which in turn can prevent
individuals from developing as citizens.

Accordingly, a focus on cost reduction and efficiencies risks enabling uncontrolled intrusion
into the personal lives of citizens implies that our government does not respect the
boundaries that define our self-hood.

9636 There is no point in asking for information, if you can't be sure you are being sent accurate
results. Depending on what it is, sometimes it is important to have all available details.

9646 Government exists to serve the people. The people finance the government. As a taxpayer
and a voter, | expect value for my investment.

9656 What could be more important than accuracy? Everything else is a waste if it's not accurate.

9671 it is important to get accurate info after all the mixed messaging received during the
pandemic...that was absolutely abhorrent and unforgivable!

9681 The process should be easy for any of individual and speed and accuracy are usually very
important.

9696 | should recieve what | asked for with no cost as it belongs to me

9706 Government should have information technology which enables clear request and response.

Too often the attempts to computerize and have lists of options is confusing to most
requesters. Human interaction as opposed to digital recordings and phone options where the
wrong options selected are more frequent. Canada is not so large that we cannot have direct
live interpersonal contact to resolve matters and access the correct information sought by the
member of the Public. Computer generated responses will never replace direct human to
human contact to provide the most accurate information and resolve issues whether simple or

complex.

9711 Optimistically, the FOIPPA is used to improve our government and make better decisions for
the future.

9726 Accuracy is most important (for obvious reasons). But so is being able to access it online. We
have come to expect things are available through online means.

9736 For democracy to work, information must be complete, speedy, and accurate without
redaction (blacking out or withholding) except in some cases of national security.

9741 | should be entitled to any and all my personal information the government holds on me.

Regardless of whether they put a note that is supposed to be for internal use.
Also, If | need information on a local or foreign corporation, including beneficial owners, |

need it!
9766 | believe gov. services should be free or close to it so not only the well off can access it.
That the information be accurate and up-to-date.
9781 Mail takes too long. | want access to the information at the time | need it. Also when requests

for information are made, sometimes those requests are lost and never get sent. | want to
know that the information | want is accessible to me.

9786 If I am asking for information, | expect to receive the information | asked for, and | want it to
be accurate. Otherwise, what is the point of asking for it?
9826 | have seen information that has been redacted to the extent it is fairly useless. Which also

means what has been asked for may not be accurate. There are times when organizations
have been waiting for years for information which can be problematic if it is needed for a court
decision or something that has an end date.

9831 If you put a cost barrier to freedom of information, it's not free for all to access anymore. It
becomes a privilege for the rich, and not free access.
9836 If the information provided is not accurate, it is worthless. If the information is not complete,

again, it has limited worth. Presumably if you request information you are trying to resolve a
problem. The longer it takes to get the information, the longer it will take to resolve the
problem and frankly, the more it appears that the Government has something to hide.

9841 FOI requests are fundamental to holding governments accountable. FOI is notoriously slow,

Page 1Fa08f898241TZ-2021-13977



Quick statistics
Survey 374631 'Information Access and Privacy 2021 Survey'

indicating a reluctance on governments to reveal what may be embarrassing information and
to invest in the service. FOI is a right of citizens and an important foundation of democratic
governance. It needs to operate accurately and promptly. Barriers to access need to be keep
low.

9861 When | take the time and energy to make a request, | feel that the top three items are very
important. Of course accuracy is very important as why bother if the data isn't accurate. Not
having a speedy response is a bit redundant if you are wanting to look at data in the current

context.

9871 I want to be able to trust the information | am receiving is correct.

9876 the accuracy of the information that gets received is of the utmost importance. Inaccurate
information is worse than no information.

9886 As both our current and previous federal governments have demonstrated, pretending a

commitment to openness and transparency means nothing if the process is delayed, cherry-
picked, or heavily censored. Emphasis must be placed on honouring the spirit of requests
and actually returning the information requested (within reasonable limits).

9901 For me to go asking the government for information, | have an important reason to do so.
Naturally the accuracy and completeness of the information is critically important - especially
when requesting information on the government itself.

Transparency is the single greatest tool to keep institutions, organizations and people from
becoming corrupted, and for the ship of state to be set back on it's proper course.

9906 Otherwise the request is a waste of time: mine and the government's.

9911 Accuracy of information is the most important, since the rest don't matter if the information is
wrong.My taxes already pay for that information to be accumulated in the first place, so
charging my for my data is not appropriate.

9916 It is information belonging to the public, so we should not have to pay for it. The information is
need now, delays are not helpful.

9936 None of the other responses are relative if | don't receive the information | am requesting.

9941 Obvious, | think.....

9956 FOI Should be timely and efficient

9976 Accuracy is notoriously missing from many online services such as credit bureaus where the

client is financial institutions, not the person whose records are being maintained. There is
also a tendency for an organization to redact their own documentation, including reasons for
rejecting or classifying a person's status. While the speed of much of this is slow, as
electronic records are created with new entries, that should be quicker. An example is the
maintenance of paper records in a doctor's office. They are safer from ransomware, but not
fire, unauthorized snooping or loss, but are much more costly to copy. There is little "savings"
if the cost to me is small yet my information becomes available to third parties to either
assess my credit worthiness, fitness for life insurance or simply to more effectively sell to me
because the cost is going to get paid somehow.

10001 The accuracy and amount of information is the reason for the request. As it is informations
personal to you the speed of response is also important.

10006 Ant request for information | might make would be clear and specific, so | would expect a
matching response.

10026 Obtaining government information should be quick and painless. However in most cases it is

quite the opposite. Corporations, news agencies, law firms should be charged a fee that
reflects the amount of time and effort to produce the information. However the average
Canadian taxpayer should not be penalized for requesting their information.

10041 Speed is important when seeking information that will help inform citizens of whatever the
current issue is that they are dealing with. Government data belongs to the public so why
should we have to pay for it twice...we paid for it to be gathered, collated and stored, access
should be easy. We all want accuracy, that's what gives everything credibility and the amount
of information is also important so we have a more complete picture.

10056 We need additional investments into making sure FOI requests are carried out very fast and
at no cost. This is one of the most important tools to keep government accountable. Concern
trolling about the costs of the process is how authoritarians try to avoid accountability.

10076 Because there appears to be a reaction by many 'officials’ that gov't information is private ---
and yet it is about the public's business --- orisit 7 !

10091 | don;t want to have to make multiple requests to get what | asked for in the first place, and |
want the information to be accurate

10101 I think that the timely response to requests is important when looking for information from the
government

10146 Any and all information should always be complete and accurate so the person requesting it
can make an informed decision how to proceed.

10151 Information must be accurate & timely

10161 I am not rich, and | don';t think wealth should determine anyones access to govt info, as that
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can slant legal rights, to make guilty or not guilty verdicts, be determined by ones wealth,
rather than by the facts.

10171 We need accurate information

10181 | don't want to receive frustrating gobbledygook which attempts to cloud the waters rather
than addressing my query. | don't mind paying as long as the price is not 'extortionate’.

10201 Accuracy and depth of information are important for transparency in government. Likewise

ideally it shouldn't cost much if anything to make such requests of the government. Ideally
speed would also be prioritized to prevent information being withheld through omission,
though overall speed is less important than accuracy and clarity.

10206 The response should address the question. Have gotten long-winded, typical bureaucratic,
mambo-jumbo in the past that did not address my actual question.

10211 Prompt accurate and secure information and services are what we expect and pay for with
our tax dollars .

10216 We as citizens pay for the information to be collected, stored, and maintained. We should not

be asked to pay again to view what we have already paid for. If it costs $3,000 per FOIA
request, the focus should be on improving record retrieval efficiency thereby reducing costs,
not on finding new and innovative ways to pass increasing costs to individuals who may not
be able to afford to pay. Freedom dies in the dark.

10221 It should be free and inclusive

10226 It's a question of trust.

10231 Untrue and or lack of accuracy in information received is misleading and usless and await of
time & money.

10246 too much information costs is now born by individuals whereas beforetaxespaid for it. Becaue
of this taxes should be going down but they aren't.

10256 The best disinfectant is sunlight. Accuracy and amount of information returned to the
requestor in a Freedom of Information request are thus my top priorities.

10261 Time is money.

10266 | value correct information as being the most important and that | can access it online for
convenience.

10286 FOI legislation is essential to democracy. Government needs to take this seriously and
provide the requested information accurately, thoroughly and affordably to its population.

10291 Governments needvto be open an honest about what they are uo to and transparent, you
work for the public...politicians and bureaucrats are public servants and not the ruling elite!

10296 Only the required information gets released

10311 They are all equally important. | don't appreciate that you've given me no other option but to
rank them.

10316 Accuracy and accessibility of complete information are important to hold governments
accountable for their actions. This government may mean well but other have not.

10321 To request this information | would be greatly concerned about something, so speed and

accuracy would be important but the cost should not be a barrier for those who face financial
barriers to accessing justice.

10326 If the information provided is not what I'm looking for (or is inaccurate), what is the point of the
other factors?
10341 A person's financial status should not be an obstacle to accessing information. Government

works for the people, therefore should provide full and accurate information when requested,
promptly and easily.

10346 information should be honest and truthful and as detailed as possible.

10351 Information is owned by the public and we expect accuracy and efficiency from our public
servants who are paid for with our tax dollars.

10356 Digital access is the easiest and most accessible for me

10376 government information regarding resource projects should be public information available on

request outside of the costly FOI process. This used to be recognized as information that
belonged to the public (recognizing that the government was the organizational instrument of
the public) The FOI process has served to protect exploitative companies from rightfully
concerned citizen groups while, as you point out, creating undue costs to the government
(which is the tax paying citizen). Information regarding exploitative companies (mining,
logging etc.) should only have financial information redacted when the government receives
the document and then it should all be available on the net for all to see, allowing the public to
make truthfully and fully informed decisions on whether to speak up or not.

10381 if you don't get what you ask for why ask?

10386 Accurate information leads to informed choices and accountability

10396 Itis important to get information that is accurate and efficient

10406 Because | have zero confidence to begin with that the government is even capable of ever
providing truth. "Truth" to government only means disseminating information that serves its
own end.
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10421 Cost should never be a barrier to transparency. | have lived in this province for 60 years and
have seen a shameful decline is what resources, services and information | can be access
because of cost considerations. As a member of the "working poor" | can't afford to fish,
camp, travel on the ferries etc. anymore. To be excluded from being able to access
information available through FOI based on financial considerations is completely

unacceptable.

10426 It is important that government info is available to the constituents. (remember government of
the people by the people FOR the people)

10451 I am a Canadian citizen and pay the taxes. This is a service that should be available to me
accurately and at no cost.

10456 Need for information is often critical for external reasons, accuracy and quick response is

very important.

Cost is often a barrier to individuals and other parties with vested interests in the info
requests.

Digital response is fast and can be secure.

10461 you should be able to get the info you need and it shouldn't cost much to do it, a reasonable
response time is important but | don't the it should have to be digital

10471 There again, the statements are self-explanatory and leave nothing more to be said.

10481 Government has intruded far too much into our personal lives including telling us how to

breathe indoors. Government is also using coercion to extort people into getting an
experimental injection that does not meet the definition of a vaccine. The misinformation and
disinformation caused by the endless marketing is unacceptable. That is unacceptable.

10491 If I'm asking for something, | would expect to get what I'm asking for.

10506 It should not cost me anything to get copies of all collected data on me. | should be able to
review my data for inaccuracies.

10536 There is no point in seeking information from a source if there is no accuracy.

10541 Accurate and pertinent information is always most useful.

10566 As a Canadian citizen | should be able to get everything that i ask for in that field.

10571 They are all very important. Tough to rank them, honestly. But accuracy and being able to use
the information digitally is key.

10591 If I want info. and will probably be paying for it, | expect the full package.

10601 Freedom of information is paramount in a democracy.

10616 Accurate information is key to understanding your information

10636 Government services are paid with our taxes.

10641 There is no point in getting information if it is not accurate.

10661 Retrieving information must be low cost so that it stays affordable for every person. Price

must not be a blocker at any point in time when people are trying to retrieve information
regarding themselves.

10671 Government could readily reduce the cost of fulfilling individual requests by making more
information public by default. Governments that operate in secrecy are held as suspect by
their citizens for good reason. Too many publicly funded agencies and functions are already
excluded. The trend should be towards greater openness, not less. The current government
is doubling down on exactly the kind of anti-democratic behaviour and policies it has long
accused previous governments of employing.

10676 If the information is not accurate , it is worthless . If it cost more then a token amount , the rich
can more easily get it and the poor less so .

10686 Obfuscation is a bureaucrat's pleasure palace!

10691 All are important, so to rank them is difficult. Accuracy | think is the most important, as if the
returned information is not related to my search then all the others characteristic are
irrelevant.

Cost should not be a barrier, and | understand there are some frivolous requests though.
Speed is also important: a FOI request returned one | am buried missed the spirit of the law.

Digital information may made the parsing and analyzing the information faster by the
recipient. All of us are aware of killing FOI under tens of thousands of unrelated pages

10696 Inaccurate information is useless.

10716 When looking for information should be no cost

10731 What's the point of requesting information if it is not accurate and informative.

10741 | feel that information held by the government on me and on public institution tax payer money

funds or regulates belongs in part to me and should be available on request at a cost that
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does not prevent me or anyone from accessing it.

10751 It shouldn't take weeks or months to respond to a simple query

10756 The obvious ... ACCURACY ... needs no embellishment.

10771 Accuracy is most important when receiving information requested.

10776 The 3000% figure is clearly inflated to discourage foia requests.

10786 If I'm making a FOI request clearly it's important for my request receive an accurate and full
response.

10791 Accuracy is THE most thing! Low or no cost would be nice

10796 Self evident.

10806 As a disabled woman, | don't have enough money to provide basic needs monthly. When |
need information | can't pay for it and it needs to be done quickly and accurately

10821 If the info is not accurate is has no value

10826 Accuracy is most important because if not accurate it would be useless

10841 inaccurate data is useless. It if has a high cost, then it is not freedom if information, or is
information for rich people, which goes against the rights of canadians.

10846 Prohibitive costs will deter people from asking for information.

10851 Accurate information is critical when decisions are required

10861 When our elected government officials refuse to answer their emails from concerned citizens |
want to know what is the government hiding

10876 Important to get accurate information

10881 Had a hard time with this question because it's so broad. My responses would depend to a

large degree on what, specifically, | was looking for. But, in any case, accuracy would have to
top the list. If my goal is to obtain information, any response that fails to provide that
information is wholly inadequate.

10886 If you don't get accurate information then it's a waste of everyone's time. If you charge
anything beyond a token amount of money for it, you are saying that the poor should not have
freedom of information. If it's costing you $3000 per request then you need to be better in how
you organize your records and labour surrounding such requests, setting things up such that
all branches of government have their information organized in a way that can satisfy such
requests in a prompt and efficient manner.

10896 If it's not accurate there's no point in getting it.

10906 All government information should be online unless the privacy commissioner deems
information requires protection. There should be almost no freedom of information requests
to process if everything is available online. Computer software using artificial intelligent
should assist with making information available. Formal information requests would be
limited to a few cases where the privacy commissioner is asked to review the criteria for
protecting certain information. The bulk of information should be available as fast as Google
can retrieve it.

10916 | usually need it in an.accurate and timely fashion, also | want to have confidence that it is
Secure.

10921 June 30 emergency is cancelled all things related to covid 19 lie are to be non existent.

10926 They're all important. If | ask for information and | get something else back, that isn't really

fulfilling my request, is it? The idea that these should be mutually exclusive to some degree is
offensive. These are ALL important. Respond to FOI requests quickly, accurately, and
comprehensively.

10931 When one asks a question on-line they often have to sort through so many different places to
find the correct information and this wastes a lot of one's time and is very frustrating. | would
rather talk directly to a person in the department where | am looking for the information and if
they cannot give me the information themselves then direct me to someone who can. |, like
many other people, am sick of talking to machines especially when so much of the
information you have to go through is of no consequent to why you are calling. My time is also
worth money even if the Government and companies do not think so.

10956 Obviously in a freedom of information search, it's important to get accurate information
otherwise the search is pointless. It's also important to get it in a timely fashion. It shouldn't
take years to get the information and it should be achievable for the average person.

10961 Accurate valid Information in a timely manner

10971 Well, | guess is self explanatory... Isn't it???

10981 If I were to use this service, it needs to be trustworthy.

10986 Having to rephrase gquestions or make multiple requests is reduculous

10996 Finances should never be a barrier for someone to exercise their rights. It's irrelevant if it
comes digitally or not, it's the information that's been requested.

11006 Obviously, accurate information is necessary, rest are superfluous

11016 Being given accurate FOI details are integral to trusting the process.

11021 If someone goes to the trouble of making an FOI there is usually an action or response they

anticipate making and it is critical that the information they receive is accurate to best insure
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that their action or response is founded in fact and not fiction or misunderstanding.

11026 Accuracy is the most important because, if | am seeking assistance, it's because | am unable
to find accurate information by other means. That the information is in digital format is not
significant.

11036 Accuracy and completeness are at the heart of satisfying any information request. With not

context on the scope, speed may not be possible. Reasonable cost is necessary to make ita
level playing field in terms of accessibility for all citizens. Likewise, digital records may
require additional work and time and may not suit all circumstances. This could be an option
for the requestor/provider if agreed to and more efficient. However this is on the assumption
that the information can become public and does not need to be secure.

11046 Electronic delivery wastes the least amount of time and resources.

11051 With government it can be hard to drill down to what you need and find the right person to
help you if you get stumped. Not all digital info answers all questions and waiting 30+
minutes on the phone is hard.

11056 In my experience, public bodies do not respond honestly, and most of the time withhold
sensitive records that should be included in a response. It is a stalling game that inevitably
results in documents being withheld for a year or more, despite diligent efforts to obtain the
records in question. Inevitably, this is the result of the public body deliberately looking in
places where it likely knows the records are not held and calling such searching a reasonable
effort. This occurs in spite of my direct identification of much more likely sources of the
records, within the public body. This issue is important because the values of access to
information concern openness and accountability--even if the records will likely demonstrate
an uncomfortable truth for the public body.

11071 When asking for any information about anything at all we are asking because we want to
know the answers. We want the truth, the whole truth and nothing but the truth. This is
essential for moving forward with applications for services, for claims and benifits as well as
our productivity in work and home life. Information that is concealed from us and accessed
by those who would consult the information to with-hold entitiements, not give the best
possible opportunity for the best outcome for the individual and ultimately for the constituancy
or give preferences like nepotism can cause a lot of grief and harm. ...at best they prevent the
best application of everyones best potential for the best benifit of the whole.

11076 Wait times are really really long

11081 It should be self evident that accuracy is required, otherwise what would the point be.

11091 Because if | am requesting data, | want to receive the data. Costs should be sliding scale and
reasonable.

11101 An inaccurate result is often worse than no result at all. This particular ranking is not
meaningful - all of these are required to properly provide a meaningful FOI result.

11111 Accurate information is important, and | am concerned that this was even part of the question.

What is the point of quickly returning incorrect information. If the government were to find a
person had just quickly submitted tax records despite some missing information, would that
be OK?

The amount of information | get back is also a silly thing to put on there. It should just be 'all
the information'. Not cliff notes. Speed and cost and whether or not something is digital
should all be optional. Digital copies don't cost nearly as much in terms of resources as a
physical copy. Physical copies cost money. Digital copies cost little to no money.

11116 If I want information and | go through the proper channels, it is the information itself that is the
most important to me.
11136 The only government information | would look for would government services as they

pertained to me. | am not interested in information about other people and neither should
anyone else be.

11141 Information from the government must be accurate.

11156 Low cost is important to ensure access to justice is available to all regardless of social status.

Cost of providing information could be lowered if government were set up to proactively
release public information in the first place, as part of being transparent to its citizens.

11161 To think that many organizations are working from paper -- which is so fragile compared to
reed-solomon-protected digital storage -- is appalling. Unless it's a paper-backed digital
format (ie self-repairing QR codes on paper for >20yr durability) there's no use for physical
paper as the primary means. People who want physical paper responses can keep the
business of Facsimile Machines alive at their cost.

11166 Getting the right information is most important, and low/no cost is essential to make FOI
requests just as feasible for low income citizens as higher earners. Speed of response is
probably less important, and digitally would probably help with cost and convenience but isn't
as much of a priority as the other factors.
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11171 Accuracy is vial

11186 Because this is a key mean of governance transparency, and reduce the existing unjustified
secrecy of government which should be public because it should be representative and
accountable to all voting eligible citizens. Unfortunately Ca BC historical monarchy nostalgia
is intrinsically feudal aristocratic and maintains antidemocratic unelected structures like
(lieutenant) governors and privy councils. Anything private or secretive about government is
public so nothing should be private or secretive

11191 Accuracy is the most important. As a local government employee responsible for the
oversight of FOI, it would be nice to be able to charge an initial set rate in addition to the other
fees available for charging. | don't like to send information electronically given the location of
email/yahoo, etc servers.

11201 Accuracy is the most important

11206 Seems to me that the most important thing is that the information is actually received.

11216 the first choice | made accuracy of info

11226 I want the FOI request to be processed thoroughly such that all information that | requested is
provided

11231 | do not like information being redacted. most of the time it is not necessary and only covering
up government action or inaction. Speed is also important = it should not take more than a
few months.

11241 Important for personal security/health

11246 | want accurate info or it is not worth the effort

11256 The FOI process we have now was designed in a paper world where there was not too many

records to search or produce. Now we get mountains of data that is captured merely by
association or tangential reasons, which is frustrating to sift through to get what you really
want. I'd rather have a system that promotes and produces requests with high accuracy.

11261 Timely response to FOI is important for obvious reasons.

11266 | believe that governments have a tendency to censor some inofrmation when asked ot
provide it.

11271 The quality and quantity of data is of most importance in determining next steps.

11286 Most of these are don't care too much about - | never made a FOI and doubt | will. But the
information returned should be accurate and ONLY that which is reasonable.

11291 I min a low income group

11306 Getting the correct info is important if you want to avoid playing e-mail or phone tag with some
bureaucrat.

11311 The government usually does not give me the exact information | am seeking.

11336 If it's not accurate, why bother?

11341 what is the point if | don't get accurate information

11366 All data should be freely accessible.

11386 The accuracy of, and completeness of the information is of the highest priority, rather than the
speed or cost.

11391 Accurate information is so hard to come by, with all the fake news out there, so coming to a

government website, | would EXPECT that the information is accurate (in the case of wild
fires, accurate to a certain time of day ie 9am, noon, 3pm 7pm 11pm) | pay taxes, so |
wouldn't want to have to pay to get information (to get documents and other things, | am OK
with a small fee, as there is more work involved than just keeping the website going). Speed
of response is listed next, but this is because | hear of complaints of issues that are time
sensitive NOT getting a response in the time frame needed.

11396 Heavily redacted information is not useful.

11401 Accuracy of the requested information is very important to me.

11411 what good is data that is inaccurate?

11416 The rationale for requesting information is to ensure that the recipient receives ALL the
relevant material.

11421 If it takes too long to receive information, the reason for seeking it may no longer be served.

Obviously the information must be accurate and complete and not restricted to people with
lots of money to receive this information.

11431 Accuracy is most important in any information gathering activity.
11436 Friends have received lots of paper with little relevance to the information requested
i have been given incorrect information.
11441 If I don't get the information I'm looking for, it's useless. FOI requests are a public service,

and if governments are governing justly, they should not be afraid of FOI requests. Attaching
a cost to FOI requests hampers access to information.

11456 It is important that the information should be on point to the enquiry. | do not want to be sent a
bunch of generalized responses that only muddy the waters.
11461 if it was important for me to get particular information then | would like that information to be

accurate. Otherwise | would doubt the competency/transparency of the governing bodies.
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11466 It is important when an FOI is made to get back the information asked for in a timely manner.
Otherwise it is of little use often.

11471 That is the primary goal of making an information request. What use is useless information
given to me in the most cost effective and speedy manner.

11496 Accuracy is important

11506 Accurate and abundance of information that can be reasonably disclosed it most important to
me.

11511 Accurate information is needed to make informed decisions and often there is a deadline.

11516 Time is valuable to me and | don’t want to waste it and without accuracy it is useless.

11551 accurate information is essential. If it's not accurate all the others don't matter.

11556 Transparency is part of an accountability. Request for information is a fundamental right, the

request should be managed in a timely manner and provide the proponent with the best
information available.

11576 FOl is useless if the information received is inaccurate

11581 If I have to wait many, many months to receive information it's importance to the situation may
be almost useless. If | have to pay huge amounts of money for the data, that is a strong
deterrent to seeking information. If the information comes back mostly redacted, it is no
longer freedom of information and if I've had to pay a great deal of money for mostly redacted
information, that is an added insult.

11601 It is not low cost to me that is a concern, but rather the risk that excessive cost estimates will
be used to deter or defeat legitimate public investigation. Public access to information at low
cost is critical to accountability in government.

Once access is assured, the need for accurate information in a timely manner is a self-

evident priority.

11616 Access to ones own records should be at no cost, thereby available as a basic right to
information that is part of their personal being. The same could apply to small business.

11626 Accuracy as done during the pandemic

11646 | want my own information quickly, inexpensive (it is MY information after all), and accurately.
| think digital is better than mailing it whenever possible as | am giving my email so it should
be accurate.

11651 | believe as a tax payer, that government information is mine to access, and therefore there

should be little or no cost associated with it. | also feel that digital information exchange is vital
as we try to reduce our carbon footprint.

11656 FOls are normally sought forgery important reasons which are time sensitives. If there are
delays in providing it, or excessive gaps in what is provided, it becomes much less useful.
11661 | should not be the one checking for accuracy, nor having to then ask for a review. This

speaks to suspicion and distrust of government. Much of what | ask for is statistics and
should be published and available to the general public, and also for MLA's, because they
really don't know what is going on, and cannot respond effectively in the legislature without
full disclosure of how well or not, a program is working. Costs are another way of erecting a
barrier, especially for regular citizens for self advocates, for so called citizen journalists, for
someone to participate in democracy. Looking back in annual reports, there was much more
data provided than in the past 10 years. Why is that? We have computerized systems to
spew this out, and have less disclosure.

11666 | don't feel it is fair for any cost to be charged for our own Personal Information or any
Government Information surrounding an individuals request for their own personal
information. Furthermore, an FOI request should be respected by the government as far as
information accuracy, timeliness, etc. as it could have a great impact on an individuals life
and future.

11676 i acknowledge the challenges in seeking government information or data given the numerous
ways data is stored and the individual interpretations of what is discloseable or protected
information can vary from business to business.

11681 in accuracy is a disaster, makes good excuses to avoid truth and block information for
political motivation

11706 It would seem obvious, that , in the end, it is the information that is the most important thing.

11716 What's the point of asking for information if you don’t get what you ask for

11721 Accuracy is paramount

11736 If I'm requesting specific information, | would expect it to be accurate and detailed.

11746 The government agent that was spoken to should have the correct training of where all
information is stored

11761 All my privacy is important and | strongly want the data residency laws to stay in place

11791 Obviously, if | am seeking information then getting correct and complete information is the
priority - duh!

11796 | need reliable accurate information that is relevant to my request.

11801 Because information is only truly information when nothing is excluded
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11821 Think we've overdone it regarding FOI. | can't answer guestions for my husband if it's
somewhere like a phone change and the account is in his name. It's not hugely important but
I've had to change everything so | can look after financial and service issues.

11836 Without accurate and fulsome information the rest is not meaningful.

11841 An incomplete or unacceptably slow response is wasteful and undermines the goal of
transparency.

11846 The quality and integrity of service.

11861 There is no point to records sharing if the information is not accurate or complete

11866 it's just important

11876 After security, accuracy is the most important aspect to me.

11881 Timeliness may be the most significant factor re: the usefulness of information. Inaccuracy
wastes more time than anything else.

11886 What's the point in a FOI request if you don't get what you're aiming for?

11891 The provision of information should not be hindered by cost. It's not an even playing field and

service costs should not be prohibitive for persons with low incomes. Providers of information
should be striving to respond to requests fully, accurately and completely in as short a time as
is possible. Improve systems of delivery and reduce the cost of providing the service.

11896 | am constantly horrified by the amount of information that is redacted. It is offensive to
democracy that bureaucrats and politicians conduct business on behalf of the public and are
neither open about what they have done or open about what theirs plans are.

11901 Accurate information is important otherwise what's the point?

11911 When you make such a request, you want the correct information and all that was requested.

11916 Accuracy of government info is of prime importance -- if it costs a little more in service fees,
that's ok.... But the info has to be reliable / factual.

11941 If I had need of such information, | expect a timely and accurate response is most important.

the format of the information is not especially important to me--all formats can be easily
digitized if needed. Some cost is reasonable, but it should not be a barrier to the request.

11946 Getting the information | was looking for is (quite obviously) the number one thing that matters
in a FOI request. It is why the FOI Act exists in the first place. Compared to this everything
else (speed, cost, digital format) is of trivial importance. The "amount of information” should
not have been a choice in the question above - it is completely irrelevant to the question.

11956 The most determining value of information is its accuracy. Without that, the information is
already useless. Also, information needs to be delivered in a timely manner to keep up with
important decisions in public policy, such as elections. The information should be complete:
The government cannot be allowed to determine what is and is not important enough to

share.
11966 If 1 would request information, | of course would like to get it and have it be accurate and
timely.
11971 | want to be able to receive accurate and complete information in an expedited manner.
11976 This is public information and there should be no cost to me.
11981 Inaccurate information is useless or worse.

Government information belongs to the people within the limits of personal privacy.

If it costs an average of $3,000 per request then there might be something wrong with the
storage/recovery system,

maybe more information should be available to the public reducing the number of FOI

requests.

11986 If I make a request for information | expect that the information is accurate.

11996 If i don't get the information i'm looking for, the whole proces would've been such a waste of
time.

12006 To be fair, all the points above should be equally important. In this day and age given the

technology available, none of the above should be sacrificed for the other as all should be
equally achievable.

12011 | mainly would want information that is related to my request and not get bogged down by
other things that are irrelevant to my purpose

12026 These requests are often crucial for many reasons - the process takes way too long

12036 When citizens make FOI requests, to my mind the most important aspects are that they get

what they requested (accuracy) and that they get the complete scope of responsive records
(the amount of information). | do know that many journalists and other complain that the
process can be extremely slow (years) and extremely variable from organization to
organization. This speaks to a need for greater professionalization of Information
Management and standardization of government and public body information management
practices. Personally | would not care whether | get the information digitally or not, but |
realize some people are extremely concerned and would rank that much higher.

12041 The accuracy of the information sought needs to be high, as generally it needs to be used ina
further decision making process.
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12066 Speed of response is critical for FOI requests.

12081 we should be able to get information at minimal expense

12086 Speed and accuracy are very important to me.

12096 I don't want it sitting on somebody's desk while my situation deteriorates

12101 Accuracy

12111 | prefer digital copy of information so | can access efficiently however, an optional hard or
printed copy is also good.

12116 Havana Syndrome

12121 If I make a request, i want the information to be relevant and timely.

12136 If | requested it it should be provided now not weeks or months away! It is my data and no
excuse t not grant it is criminal!

12156 When you ask for information you almost never get the information that you asked for.

12166 I want it as quickly as | would recieve it with someone speaking directly to me at the other

end. | HATE having to scroll through a whole pile of drivel only to find my question not there.
The websites are horriblw.

12176 Precision is key - | want government to provide correct, comprehensive data above all else.
12196 Waste of time if not accurate - or if information not included.
12201 If | apply there is a valid reason and | am looking for specific information

Thé cost can be prohibited for some
The amount in order to know that all records were provided
Response is not a concern | expect a delay

12211 Cost should be as low as possible as well, but accuracy and detail is the most important
aspect. It also shouldn't take an unreasonably long amount of time o receive.
12216 Often information is redacted when that is not necessary. Government should supply the

information without the need for FOI requests. Often departments hide behind FOI requests.
The information used to be requested and supplied prior to the freedom of information acts of
various kinds in Canada. Corporations paid more tax, too, and we, (the government) had a
larger and vastly superior Civil Service. My top 4 responses are all equally important, today.

12221 transparency in government is important so that ethics and honesty can be consistently
checked. the public has a right to have a say in how their money is being spent, and in how
well (and how) services are being provided. democracy requires an informed public.

12236
The Speed of Response is slow and poor

12241 Common sense.

12246 Accuracy from government is my top priority.

12256 This question is ambiguous. Another person’s information can be referred to as “data” and |
don’t support the sharing of that information without clear and specific consent.

12261 Why would | make a request if | wasn't going to get the information | requested.

12271 Without a low cost, only rich people or companies have access to information. | would like to
see a two tiered system. If you have personal income exceeding $100k you pay full costs plus
20% thereby offsets the cost for lower income residents.

12281 If the information | get is not accurate, then it is of little value to me.

12286 Government frames FOI as expensive and lacking cost recovery. They cite a specific per-

request cost which appears to attribute the problem to the public making requests. Our desire
to seek information which could be made public or better yet proactively disclosed under the
Act (e.g. reports, emails, and audits etc.) is being forced through a bureaucratic system which
is inefficient and expensive.

The biggest challenges with the current FOI system are not the public requesting information,
but the costly and slow bureaucratic system with political involvement. Accountability and
transparency dictate that governments and local public bodies should be subject to the FOI
system as a cornerstone of the democratic process. The Act must be amended to address a
specific gap where public bodies through subsidiary corporations can avoid transparency yet
receive substantial tax dollars to deliver a public service.

Most importantly, access delayed is access denied.

12291 | place a lot of information requests, fewer from the provincial government and more form
other levels of government and cost is often used as a deterrent. | can't send all of these
requests to the FOI commissioner. | end up dropping many. Government data should be
accessible and not be hidden. If businesses want to do business with government they
should expect to have that information shared.

12311 When | request information | need it for a purpose which is not addressed if the information is
not complete and accurate. | am willing to sacrifice speed of reply in the interest of receiving
guality information.

12316 Truth is more important than liberal double speak.
12331 I think that it is important that accurate information is provided back in a timely manner.
12346 | want to get what | have requested in the amount of detail that is reasonable to request for.
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12351

12356

12386
12391

For any purposes | would ask for information these are the top items of importance to me To

others it may vary.

| consume Fol requests via journalists, and | see them complaining mostly about speed and

censorship
Bad information is no information

| should get what is being requested and it is good customer service to provide the accurate

information.
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Summary for S4Q11(SQ002)[The health sector (e.g. health authorities)]

How strongly do you feel the following public bodies should be legally required to notify you and/or the
Office of the Information and Privacy Commissioner if your private information is breached?

Answer Count Percentage
1 - Strongly Disagree (A1) 59 3.30%

2 (A2) 1 0.06%

3 (A3) 11 0.62%

4 (Ad) 48 2.69%

5 - Strongly Agree (A5) 1651 92.44%
Prefer not to answer (A6) 7 0.39%

No answer 9 0.50%
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Summary for S4Q11(SQ002)[The health sector (e.g. health authorities)]

How strongly do you feel the following public bodies should be legally required to notify you and/or the

Office of the Information and Privacy Commissioner if your private information is breached?

= 0 (1 - strongly Disagree)

= 1(2)

= 2(3)

= 3(4)

= 4 (5 - Sstrongly Agree)

= 5 (Prefer not to answer)
6 (No answer)
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Summary for S4Q11(SQ003)[The education sector (e.g. K-12 school districts and post-
secondary institutions)]

How strongly do you feel the following public bodies should be legally required to notify you and/or the
Office of the Information and Privacy Commissioner if your private information is breached?

Answer Count Percentage
1 - Strongly Disagree (A1) 46 2.58%

2 (A2) 36 2.02%

3 (A3) 162 9.07%

4 (Ad) 241 13.49%

5 - Strongly Agree (A5) 1258 70.44%
Prefer not to answer (AB) 29 1.62%

No answer 14 0.78%
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Summary for S4Q11(SQ003)[The education sector (e.g. K-12 school districts and post-
secondary institutions)]

How strongly do you feel the following public bodies should be legally required to notify you and/or the
Office of the Information and Privacy Commissioner if your private information is breached?

= 0 (1 - strongly Disagree)

1200 = 1(2)
1 = 2(3)
L) = 3(4)
1000 = 4 (5 - strongly Agree)
900 = 5 (Prefer not to answer)

6 (No answer)
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Summary for S4Q11(SQ004)[The local government sector (e.g. cities and municipalities)]

How strongly do you feel the following public bodies should be legally required to notify you and/or the
Office of the Information and Privacy Commissioner if your private information is breached?

Answer Count Percentage
1 - Strongly Disagree (A1) 50 2.80%

2 (A2) 18 1.01%

3 (A3) 53 2.97%

4 (Ad) 168 9.41%

5 - Strongly Agree (A5) 1477 82.70%
Prefer not to answer (A6) 11 0.62%

No answer 9 0.50%
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Summary for S4Q11(SQ004)[The local government sector (e.g. cities and municipalities)]

How strongly do you feel the following public bodies should be legally required to notify you and/or the
Office of the Information and Privacy Commissioner if your private information is breached?

1600

1400 +

1200

1000

800

600

400

200 4

= 0 (1 - strongly Disagree)

= 1(2)

= 2(3)

= 3(4)

= 4 (5 - Sstrongly Agree)

= 5 (Prefer not to answer)
6 (No answer)
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Summary for S4Q11(SQ005)[Other public bodies (e.g. Crown corporations, professional
associations, etc.)]

How strongly do you feel the following public bodies should be legally required to notify you and/or the
Office of the Information and Privacy Commissioner if your private information is breached?

Answer Count Percentage
1 - Strongly Disagree (A1) 53 2.97%

2 (A2) 12 0.67%

3 (A3) 54 3.02%

4 (Ad) 172 9.63%

5 - Strongly Agree (A5) 1475 82.59%
Prefer not to answer (AB) 8 0.45%

No answer 12 0.67%
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Summary for S4Q11(SQ005)[Other public bodies (e.g. Crown corporations, professional
associations, etc.)]

How strongly do you feel the following public bodies should be legally required to notify you and/or the
Office of the Information and Privacy Commissioner if your private information is breached?

1600 :
= 0 (1 - strongly Disagree)

= 1(2)

1400 - . 2(3)

= 3(4)

= 4 (5 - Sstrongly Agree)

= 5 (Prefer not to answer)
6 (No answer)

1200

1000

800

600

400

200 4
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Summary for S5Q12(SQ007)[Someone uses a government database to look up personal
information about a celebrity, neighbour, or family member without a business reason to
do so]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of
penalty increases from left to right.

Answer Count Percentage
No penalty (A1) 35 1.96%
Remedial action (education/ awareness) (A2) 167 9.35%
Disciplinary action (suspension/termination) (A3) 557 31.19%
Fine less than $5,000 (A4) 178 9.97%

Fine between $5,001 and $50,000 (A5) 284 15.90%

Fine between $50,001 and $500,000 (AB) 145 8.12%
Charging of an offence including potential jail time (A7) 380 21.28%

No answer 40 2.24%
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Summary for S5Q12(SQ007)[Someone uses a government database to look up personal
information about a celebrity, neighbour, or family member without a business reason to
do so]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of
penalty increases from left to right.

= 0 (No penalty)
» 1 (Remedial action (education/ awareness))
. = 2 (Disciplinary action (suspension/ termination))
] 3 (Fine less than $5,000)
= 4 (Fine between $5,001 and $50,000)
= 5 (Fine between $50,001 and $500,000)
6 (Charging of an offence including potential jail time)
= 7 (No answer)
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Summary for S5Q12(SQ008)[Someone collects client names through their work to benefit

their side business]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of

penalty increases from left to right.

Answer

No penalty (A1)

Remedial action (education/ awareness) (A2)
Disciplinary action (suspension/termination) (A3)
Fine less than $5,000 (A4)

Fine between $5,001 and $50,000 (A5)

Fine between $50,001 and $500,000 (A6)

Charging of an offence including potential jail time (A7)
No answer

Count

13
71
428
128
438
239
428
41

Percentage

0.73%
3.98%
23.96%
717%
24.52%
13.38%
23.96%
2.30%
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Summary for S5Q12(SQ008)[Someone collects client names through their work to benefit
their side business]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of
penalty increases from left to right.

= 0 (No penalty)
» 1 (Remedial action (education/ awareness))
= 2 (Disciplinary action (suspension/ termination))
400 = 3 (Fine less than $5,000)
= 4 (Fine between $5,001 and $50,000)
= 5 (Fine between $50,001 and $500,000)
6 (Charging of an offence including potential jail time)
= 7 (No answer)
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Summary for S5Q12(SQ009)[Someone accidentally sees the content of a personal file

they shouldn’t have]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of

penalty increases from left to right.

Answer

No penalty (A1)

Remedial action (education/ awareness) (A2)
Disciplinary action (suspension/termination) (A3)
Fine less than $5,000 (A4)

Fine between $5,001 and $50,000 (A5)

Fine between $50,001 and $500,000 (A6)

Charging of an offence including potential jail time (A7)
No answer

Count

367
1057
194
41
38
17
32
40

Percentage

20.55%
59.18%
10.86%
2.30%
2.13%
0.95%
1.79%
2.24%
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Summary for S5Q12(SQ009)[Someone accidentally sees the content of a personal file
they shouldn’t have]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of
penalty increases from left to right.

i = 0 (No penalty)
100 » 1 (Remedial action (education/ awareness))
= 2 (Disciplinary action (suspension/ termination))

3 (Fine less than $5,000)
= 4 (Fine between $5,001 and $50.000)
= 5 (Fine between $50,001 and $500,000)

6 (Charging of an offence including potential jail time)
= 7 (No answer)
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Summary for S5Q12(SQ010)[Someone shares information they are not allowed to that

benefits another person]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of

penalty increases from left to right.

Answer

No penalty (A1)

Remedial action (education/ awareness) (A2)
Disciplinary action (suspension/termination) (A3)
Fine less than $5,000 (A4)

Fine between $5,001 and $50,000 (A5)

Fine between $50,001 and $500,000 (A6)

Charging of an offence including potential jail time (A7)
No answer

Count

45

381
169
375
206
566
42

Percentage

0.11%
2.52%
21.33%
9.46%
21.00%
11.53%
31.69%
2.35%
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Summary for S5Q12(SQ010)[Someone shares information they are not allowed to that
benefits another person]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of
penalty increases from left to right.

= = 0 (No penalty)

» 1 (Remedial action (education/ awareness))
i = 2 (Disciplinary action (suspension/ termination))
| 3 (Fine less than $5,000)

= 4 (Fine between $5,001 and $50,000)

= 5 (Fine between $50,001 and $500,000)

6 (Charging of an offence including potential jail time)

I I » 7 (No answer)
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Summary for S5Q12(SQ011)[Someone shares information they are not allowed to
because they didn’t know it wasn’t allowed.]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of

penalty increases from left to right.

Answer

No penalty (A1)

Remedial action (education/ awareness) (A2)
Disciplinary action (suspension/termination) (A3)
Fine less than $5,000 (A4)

Fine between $5,001 and $50,000 (A5)

Fine between $50,001 and $500,000 (A6)

Charging of an offence including potential jail time (A7)
No answer

Count

29
916
439
126
110
45
81
40

Percentage

1.62%
51.29%
24.58%
7.05%
6.16%
2.52%
4.54%
2.24%
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Summary for S5Q12(SQ011)[Someone shares information they are not allowed to
because they didn’t know it wasn’t allowed.]

For each of the scenarios below, which penalty seems most appropriate for the offense? Note: Severity of
penalty increases from left to right.

= 0 (No penalty)
» 1 (Remedial action (education/ awareness))
= 2 (Disciplinary action (suspension/ termination))
3 (Fine less than $5,000)
= 4 (Fine between $5,001 and $50.000)
= 5 (Fine between $50,001 and $500,000)
6 (Charging of an offence including potential jail time)
= 7 (No answer)
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Summary for S6Q13

If you have any further comments about access to government information and protection of privacy,
please let us know.

Answer Count Percentage

Answer 693 38.80%

No answer 1093 61.20%

ID Response

121 OIPC needs more funding/resources. Wait times for reviews are excessive and hamper
access to information.

171 Thank you for asking for feedback. Looking forward to improvements

191 There should be safeguards in place to prevent the same people from becoming a burden on

the system for FOI requests. The way it is now, the same few people clog up the system and
slow things down so first-time applicants or others requesting personal info or business
reasons end up having to wait longer and not receiving the excellent customer service that
they should. | know we want to encourage transparency and keeping government
accountable and a part of that is being able to see what government is working on, but the
burden that some applicants put on the system is not sustainable.

226 Not enough information being posted by government on sites. Too little information released
in formal requests - why the secrecy? Need to ramp up staffing in the administrative areas of
government such as records and foi as there are clearly not enough people to keep the
information moving to where it needs to go.

256 tie it back to the cloud

381 Please update FOIPPA so that interacting with government can get significantly less
annoying and so that government employees can use the tools they need to be efficient in
delivering those services.

501 People are human, so if they accidentally see or access information that should not be their
fault. Government should protect data from being access in error and accountability should
be on them, not the poor staff who saw it in error. Then you ask about what discipline should
happen to them, that is scary. | suspect you will lose a ton of government workers who don't
want to have that risk, if you go that route bases off biased surveys.

506 The way "record" and "Personally Identifying Information” are defined right now are
LUDICROUS. Right now, as an example, a patron barcode from a library, a random 9 digit
string, is enough to prevent that sector from using US-based servers, even though the ONLY
way an individual could be identified with it is by reference to a master database that resides
in Canada. This is preventing the use of valuable 3rd party services by many of our public
entities.

The OIPC also needs to be seriously resourced (or else experts resourced in various
ministries) to provide timely feedback on proposed services before engaging in lengthy and
costly PIA processes.

Finally, while https://www2.gov.bc.ca/gov/content/governments/services-for-government/infor
mation-management-technology/privacy/privacy-impact-assessments/corporate is helpful, i
seems neither up to date NOR does it cover any of the "public bodies" who must also comply.
A clearinghouse of PlAs would greatly speed sectoral innovation.

541 Overall the BC Gov does a good job in this area. The breeches that have happened are due
to negligence or misunderstandings that | have seen. More education to employee's and to
the Citizen's of BC as to the nature of the hard work we do, and the why would be beneficial.
As a population we still don't have a good grasp of how our information can be used against
us, until it happens to you. We as a government body should spend more time on the "why" to
inform our citizens why it is so important and why the BC government has taken such a stand
to secure the Citizens of BC. The general population still does not understand how important
this work is.

556 A patient needs to have unlimited, centralized, and free access to all of their own medical
records, as well as those of their children, including all doctors' notes, medical imaging, etc.,
well beyond the current offerings of BC Health Gateway & Island Health MyHealth.
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For inspiration,

seriously look at:

https://e-estonia.com/solutions/healthcare/e-health-record/

https://datafordeler.dk/

https://e-estonia.com/solutions/

and even how some Florida jurisdictions have special software to deal with email records

606 Hi -- data residency is important, but there aren't enough options for storing data in Canada,
and on-prem is expensive. Need to find ways to build better and more competitive
alternatives.

611 | think that the penalties need to scale with the magnitude of the offence. For instance, if

someone's information was looked up for curiosity, education or suspension/termination
would seem the most appropriate. If there were a financial motivation -- information were
being sold -- there should be a financial penalty commensurate with the gain (in addition to
forfeiting all gains from the activity); if the activity were undertaken on behalf of a criminal
enterprise, a criminal charge should be made (I'm sure that there would be non-foippa laws
involved at this point).

621 Need to be very clear about what is sensitive and what is not. Then ensure appropriate
safeguards.

766 Thanks for all you do!

791 Privacy is under attack in every form. Using commercial services and risk to privacy is a

personal decision. But | consider Government held to a higher standard because some
information must be kept by Government, and it has a duty to protect without consideration of
profit.

836 The best way to reduce the volume and cost of FOIPPA requests is to ensure that
government records are managed well and are designated as open and freely available,
either immediately or after a reasonable period. The current approach of cherry picking a few
designated records categories here and there is not going to address this properly. A culture
change is needed whereby the goal of protecting ministers and executive from
embarrassment is not a top priority. This has to come from the top and also be supported by
citizens. It has to be okay to make mistakes along the way, so it's not a complete disaster
when they are revealed. Tough challenge but a worthy goal!

886 It seems pointless to post privacy notices that end users don't read. We wring our hands
about privacy but carry on and think that posting notices to end users is a worthwhile
endeavour.

946 Someone shares information they are not allowed to that benefits another person - this query
is too vague to answer in such a concrete way.

1021 I would like to see BC govt services delivered more seamlessly and digitally whenever

possible. | would like agencies to share information more so that | don't have to fill out forms
asking for the same info again and again.

1046 In providing access to information please remember that not everyone is a smartphone user. |
use a laptop, not a phone, for internet access. | cannot access my health records online
because the ONLY means of authentication is by use of the BC Services Card app on a
phone. This excludes a significant part of the population from a vital online service.

1101 I think in general transparency is a good thing, especially with regard to public institutions. |
wouldn't want to see any privacy initiative make government in general more opaque.
1116 Canada and BC must retain sovereignty over the information of its citizens and its pubic

institutions. The personal information of Canadians and their elected governments should
not be placed in the hands of another nation, no matter how friendly, nor should that data be
provided to foreign commercial entities to monetize at the expense of Canadians' rights and
freedoms. To do so would not only jeopardizes the rights and freedoms of Canadians, it
would force us to adopt processes which may not meet the needs of Canadians, and fuel the
economies of other nations at the expense of our own. The purpose of the federal and
provincial governments in Canada is to protect the rights and freedoms of its citizens at all
costs - place the personal information of our residents into a foreign jurisdiction negates that
protection, and throws open the opportunities for prtoections afforded in Canda to be violated
even if a citizen has never set foot into the other nation where the data is stored

1141 Assessment of impacts to privacy should be made on government information made publicly
available to take into account of the mosaic effect when different pieces of non-identifiable
information could be combined to build an identifiable profile on an individual. At present,
PlAs do not assess how privacy could be impacted when the information being collected via
one tool/service/initiative is combined with information collected via another
tool/service/initiative.

1176 The legislation should introduce the notion of levels of personal information sensitivity and
information security based on the notion of personal harm. Personal information must be
protected proportionally to the harm from the unauthorized disclosure. Security policies
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should specify types of personal information and appropriate security measures.

1231 For the question about a legal obligation to report a privacy breach, my answer would be "it
depends". For me it depends on the severity of the breach. What would a legal obligation to
report any and all privacy breaches look like? I'm not sure there is a real value-add or benefit
to society or individuals to report something minor. | can see there being a legal obligation to
report breaches but only subject to a prior assessment

1276 my answers for the information security ranking are all of equal importance.

1306 Reporting and appropriate penalties depend on context. Someone who continually abuses
their access should have a higher penalty than someone who only did it once. Reporting
breaches should look at the risk involved. REporting insignficant breaches (for example, the
neighbour accidently opened my letter and saw my lab results) is not valuable. Reporting a
hacker got into the tax system - yes, that is worth reporting and provides value in that it
notifies all those who may be impacted. As a taxpayer, | want you to be careful how you
spend my money. Determine the value of reporting and ask whether the result warrants the
cost to collect.

1356 Please let BC's cargo cult privacy regime end. | have been thinking of leaving the province for
years because it makes it nearly impossible to do competitive work with the public sector.

1361 You really need to have a more responsive FOI system.

1396 Public schools / Ministry of Education must prohibit the use of Google Suite for Education,

school google emails, Chromebooks and Zoom.

It is wrong that all students/families in the public school system in BC are requested to sign a
waiver that voids our wonderful BC FOIPA so that students can use Google Suite for
Education. For the past 10 years (about) we have refused to sign this form and it has made
our experience in BC public schools very difficult - high school in particular. BC Universities
have successfully held up BC's FOIPA - why does the BC Ministry of Education continue to
allow the public school system to depend on parents and students to sign waivers
relinquishing their rights under BC's FOIPA? Please prohibit this schools from using Google
Ed. as itis a major source of privacy violations and teaches our children that BC's FOIPA is
worth signing away - this is setting a very poor example of how to personal take responsibly
monitor/hold up the value of our privacy.

1401 there should be proper trails to indicate what information has been looked up inside
police/government departments, (user id. logs) and these should be scrutinized to ensure
employees aren't using authority in a negative/unauthorized way.

1406 Getting information about someone's own records should be made simpler for the people
requesting it; many of these people have other challenges and need the information to
manage their situation.

Getting non-personal information from government should include an explanation to the
requester of how many people may be involved, and the complexity and time required for
such requests - especially if the requester is not covering the costs

1426 To continue my earlier comments: | think people are much more comfortable now than they
were 15 years ago with personal information being out of our control out there in the cloud.
Privacy matters to me, and most people say it matters to them, and yet | (and most people)
cheerfully give Facebook and other cloud services a huge amount of personal info. There are
categories of info (financial, medical and health) which | would not share, but in general I'm
less concerned about privacy now than | was in previous decades. Before the internet,
privacy was a kind of luxury made possible by the fact that gathering data about people was
really hard. Now it's easy to do, and we benefit enormously from participating in social media
and other online services. If | had to choose between more privacy and the benefits of global
connectivity, | would choose the second.

1436 for last question, | suppose | am thinking of minor or first offence types of infractions. To me
the biggest issue is, is malice intended. ie, Not that it should be allowed, but say a mom is a
nurse, and looks up info about her adult child. That is a very different situation than a nurse
who looks up information about her ex during a bitter divorce to use against him in court
proceedings. Although neither is OK, the punishment should definitely not be the same.
Likewise, first offence vs repeat offenders.

1466 Wholly owned subsidiaries of public bodies should be brought under the Act.

Also, put some teeth into the legislation! We need credible fines for public bodies and
individuals that violate the legislation.

Get rid of the foreign data storage restrictions now - they are harming our public bodies and
our citizens.

1521 I think government should be more transparent about how it uses personal information. Many
people assume their information stays in a filing cabinet or on a government computer
system, but that is increasingly not the case. | would like to see government raise awareness
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about that. Citizens often do not have the option to consent or opt out, but they do have the
right to know how widely and often their information is being shared and that it is being stored
in other locations.

1546 Information on Crown, Public assets regarding the management of those resources needs
more transparency. If Forest resources are being unsustainably managed, anyone should
have access to that info. While GIS forest inventory BCGW readily available, anything else is
not. And the lens of "financial" interest is too readily applied and inappropriately. its public
land not industrial.
for example for an FOI we were told that the shape files for a map available on line as a pdf
was confidential and financial. This was for proposed harvest blocks. Why cant the public
know about harvesting on Crown land.

More transparency is needed to ensure proper resource management.
Needs an easy simple appeal process for refused FOls
FOI often not completed in 30 days

1561 The government needs to invest in more records and information management staff, tools,
and technology in order to support the effective management of the high volume of
complex/digital government information. Effective management of records at the point of their
creation and use, will help reduce the timelines for access, and also increase the accuracy of
requests. Proper management also ensures that the necessary security and privacy controls
are applied to the appropriate records.

1566 | think use of personal information held by government for wealth generation i.e. for a
business you own or to support someone else's business should be a chargeable offence.
Bad situations caused by lazyness or curiousity should be disciplinary, situations caused by
lack of knowledge should be education opportunities.

Government should recognize that our concepts of personal information are very limited and
actually don't adequately cover some of the worst things that happen to people. Our
legislation needs to focus less on the minute details of the information transactions and more
on what parties are trying to achieve. Collecting information from individuals for the purpose
of tracking them or surveilling them should be regulated regardless of the data elements
involved. surveillance, including to advertise, should be much more heavily regulated. Too
much emphasis is on cost to business of governing information not recognizing that the cost
of allowing it is carried by individuals

1571 Knowingly breaching privacy should be an offense with penalties and loss of employment so
the staff cannot commit the offence again. Protection of privacy trumps protection of an
unethical staff's employment rights. Unknowingly breaching privacy can be addressed
through education.

1581 The duty to document law and FOI reforms, as proposed by the NDP in private members'
bills before 2017 and the last all-party Legislative committee on FIPPA, need to be
implemented in full, without any further delay. Plus the 2019 promise to add the Legislative
Assembly to FIPPA.

1616 The FIPPA is subject to cyclical statutory review by a Special Committee of the Legislature.
These all-party committees have issued numerous reports over the years, identifying priority
areas for reform. They have sounded the alarm that the FIPPA has fallen behind global
standards. The recommendations of these reports have gone unheeded by successive
provincial governments. Parties in opposition are quick to criticize the governing party of
secrecy and a lack of accountability, but when they take power, they lose their appetite for
meaningful transparency reform. FIPPA needs to be reformed. Taking this seriously means,
among other things, creating a ‘duty to document’ under FIPPA that applies to all public
institutions subject to the Act (unlike the Information Management Act), implementing
penalties for interference with the FOI process, ensuring that all entities working on behalf of
the public (including subsidiary corporations and contractors) are subject to the FIPPA,
taking the r

1626 The questions and sorting of this questionnaire are biased and designed to provide you with
supports for restricting access rights and eliminating domestic data storage. The fact you are
conducting this bogus survey during a pandemic at the height of summer after the entire
population has been locked down for months is the height of cynicism. It also invalidates
whatever result you get from this, certainly in the eyes of the public. You have had
recommendations for reform of FIPPA from multiple Legislative committees but nothing has
been done by either party, now this attempt to justify undermining the system. There is also
not a word in here about a duty to document, | presume you have no intention of doing that
despite the Triple delete scandal and every information commissioner in the country
recommending it. | also look forward to seeing what fees and delays and consultations you
will come up with in response to FOI requests about this 'survey'.

1636 BC requires a duty to document, proactive rather than reactive disclosure, and the elimination
of Crown copyright, which poses a substantial financial barrier to accessing government
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information.

1656 Information has never been less free, in my opinion, and the list of exemptions upon which
public bodies can rely to withhold information is far too long. Public information belongs to the
public.

1666 The government should act on recommendations of the OIPC and on pledges it has made.

Some years ago the BC government pledged to the OIPC and in the legislature and to the
news media that it would amend Schedule 2 of FOIPPA to include the BC Association of
Chiefs of Police, and potentially also the BC Association of Municipal Chiefs of Police. This
came after multiple investigations found that these two organizations were conducting
substantial public business on public working time, and had explicitly avoided registering as
lobby groups because they'd made the argument they were doing public work. They were
also inappropriately dodging their responsibilities under FOIPPA and PIPA. So add the
BCACP and BCAMCP to Schedule 2 of FOIPPA so that they have responsibilities to disclose
public information to the public.

1671 Access from government given to its employees is WAY too liberal and unaccountable to the
public. This needs to be given as a “need to know' as it is supposed to be, not what is really
going on where government employees in admin are given full access to medical databases
for example, or researchers who are supposed to not receive identification on files get full
access. Government needs to be accountable for its employees and improper conduct when
it comes to an individual's personal info. It is illegal to trespass or spy through windows into
someone's home, why isn't it illegal for those doing this online- this is same and just severe
invasion of privacy.

1676 Not every business reason should be permitted to use public databases. BarWatch program
accessing public databases and police using Clearview Al is exposing civil liberties at risk.
Penalties need to be addressed for public employees who deliberately delete and actively
interfere with FOI requests. The Information Management Act lacks independent oversight,
enforceability, and application to all public bodies in BC. It is time for a mandatory and
consistent duty to document that applies to all public bodies with independent oversight and
enforcement similar to the OIPC.

1686 My biggest concern is the reflex of government to seek to block release of information that
should be public.
1691 On PIPA, if we do something different than what the federal government does, there should

be a really good reason. For now, we should add mandatory breach notification and some
reasonable fining power for the OIPC (like $5,000 in most cases but $100,000 for severe or
repeat offenses). Then wait and see what the feds do. On mandatory breach notification,
there should be a public database of low risk breaches with no notice required and notice for
breaches where there is a real risk of significant harm. Both Alberta and the Feds get this
wrong by setting the threshold for notice too low, so people get all kinds of seemingly-
important breaches that are actually trivial, but not requiring any transparency for trivial
breaches. Individuals should be able to know when their data is breached no matter how
serious or not, but only be notified when it's serious.

On FOIPPA, remove data residency or at least limit it to highly sensitive information. Also add
mandatory breach nofification.

1711 The duty to document should be considered in this review, or we risk "oral government”
secrecy, including independent oversight and enforcement of the Information Management
Act.

Business reasons for using a government database should be limited to categories where
inclusion in those categories gets independent oversight.

1766 Instead of this leading and farcical online survey, how about you just implement the
recommendations of the last three legislative committees that have reviewed FIPPA? They're
solid recommendations and include putting the Duty to Document in the FIPPA and not the
Information Management Act. The NDP made a promise to British Columbians to update and
improve FIPPA before they became a government and have only weakened since that time.
Stop the musical chairs cabinet shuffle in Citizen Services' and take this stuff seriously. The
NDP won't be in power forever, and when they're sitting in opposition again, they're going to
wish that had done what they had said they'd do as the Liberal Party goes wild with neoliberal
agenda and absolutely guts our public services again.

1781 British Columbia has gone from being a leader in Freedom of Information to being a laggard.
Recommendations from previous committees, and NDP promises from the 2017 election
have been ignored. Improvements are needed, but the framing of this survey suggests they
are unlikely.

1786 In my opinion, government should strive for transparency while protecting the privacy of the
data entrusted to them.
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1796 | work for government and find we hand out to much information to corporations mostly
through poor education and processes around private information protection.
1806 Government should not be collecting information so they can discriminate against people.

The fact that in one sentence the government claims to be anti-discriminatory for one
marginalized group such as indigenous people and then promotes the discrimination of
another marginalized group such as those who have real lived experience with vaccine injury
doesn't make any sense. Be transparent, provide informed consent and make sure when
someone reports and adverse event that they medical system validates them and they get the
support they need. No more gas lighting. No more discrimination.

1841 British Columbians should have the opportunity to opt out of data collection and data sharing
as much as possible. For example, | should have the right to keep my own medical records,
and to have that information not stored in my physician’'s database, or the province’s
database. At present | don't have that option, and | am concerned about ways in which
medical records are shared in my community. Consequently, | have not seen a physician in
years and do not plan to seek health care in BC.

There is no reason for BC to print my personal details (weight, eye colour, birthdate, home
address) on my driving licence. | am forced to use the licence as ID, such as when checking
into a hotel. Why put this info on display for all to see, which just makes identity theft easy?
Police can already get all the details they want when they check the driving licence database.
Please don't make me share those details with hotel clerks and the like.

1866 | strongly feel that those people who access private information without having any business
to do so should be punished with a heavy fine and legal ramifications.

1886 B-c10 and b-36 are bills Canadians DO NOT WANT!!!!11]

1911 There is a need for a better pipeline and staff support for opening more information by default

to reduce pressures on this system. It follows that government employees and systems in
place need to be better educated and designed to protect privacy of sensitive info by default,
and also to conduct the business of gov't under the public eye.

1916 Mandatory reporting of major privacy breaches, but not minor ones. Criteria should be
provided, defining the severity of a breach.

Data residency is a major impediment to the work of educational bodies in BC and needs to
be amended.

Should be a small fee to file a FOI request to encourage applicants to think about the costs of
initiating a quasi-judicial process.

Should be able to charge fees for requests that involve a large volume of personal

information.
1921 municipalities are weak on privacy and abusive with the info they hold.
1936 | am dismayed by the ongoing culture of secrecy and "governing by post-it notes" which

continues in BC despite the Triple-Delete Scandal. | would like to see a much stronger
(mandatory) duty to document than is provided in the Information Management Act. The IMA
does not have independent oversight or enforcement, and does not apply to all public bodies.
There should be strong penalties for government employees who deliberately delete
information or otherwise interfere with the FOI process.

The protection of privacy and provision of access-to-information are two essential
commitments that all governments must respect and fund appropriately to ensure public
confidence and engagement. | am very disappointed that the NDP -- which | supported in the
past -- seems to have lost its way here. This will be a major factor in my voting decisions in

future.
1951 Penalties should be steep otherwise people will knowingly violate / lie. This is common sense.
1996 Our privacy is the one thing we can try to control ourselves, however, since the government if

the main holder of all this information it is very important that they do everything they can to
keep it private. Please do not offshore this.
2011 Keep data in BC and Canada

Protection or citizens data is extremely important

ALL breaches by any government or associated agency MUST be reported to the persons
and authorities concerned or affected

2026 Our system is inaccessible as it currently is, and | have many complaints about Government
of Canada services over the years.

2031 | do not.

2066 Big government is ineffective and expensive. Downsize and put our money into the programs
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we support.

2086 Keep our data and the associated jobs in Canada. Technology can accommodate this if it is
required.
Don't let tech companies and other governments tell you otherwise.

2101 governments are paid by the people to protect and serve the people...NOT to enlarge their

power and control over the people. These abusive government officials should be made an
example of and charged financially and with jail time. PERSONAL PRIVACY IS A NATURAL

RIGHT!!!
2116 We all own our private information. This needs to be protected.
2121 Fines only affect the poor. They are a ineffective deterrent against the wealthy
2126 Canadian/BC information needs to stay in Canada, period. The BC government needs to

accept this fact and STRENGTHEN privacy laws, no matter the cost, as well as
strengthening penalties for breaking said laws.

COVID is no excuse to weaken privacy laws, which are CRUCIAL for western liberal
democracy.

| can guarantee | will vote for a dancing gorilla before | vote for a party that endangers privacy
laws. | will also vote against any party that does endanger such laws as matter of principle

2156 I'm strongly in favour of data residency. Canadian data should be kept in Canada.

2166 Protect data residency

2181 Regarding the last section on penalties. Circumstances may mean the severity of the fine or
charge could go up or down from my choices

2186 BC has a data residency law which matters to me. | do not want that law to be rescinded or
erased. It was put in place to protect BC residents' privacy and must be kept in place.

2201 Privacy is more important than fancy tech.

2226 | have worked hard to ensure my companies have followed the Canadian site storage rules
for the last 20 years. | know it is not easy, but | feel very strongly that we must uphold this
standard.

2271 All Canadian must be exclusively resident in Canada.

2276 Protect my data and privacy at all times

2296 Personal records must be stored in BC. Out sourcing should be considered a breech of

privacy and Government (and their officials) be held liable for any loss or damage caused to a
person, and be made to pay restitution for any and all personal and financial losses or

damages.
2301 Keep my information in BC. Or at least in Canada
2316 Ensure security and protection of our personal information at all times.
2321 Under NO CIRCUMSTANCES should the government be considering storing any of our

personal information outside of Canada, no matter the perceived cost savings. Ultimately the
potential cost of breaches far outweighs the benefits to BC residents

2341 Keep Bc data base in Canada

2356 Please maintain our privacy laws as they are truly one of the values that separate Canada as
one of the remaining true democracies.

2361 | want our info to stay in Canada only accessed in Canada and highly secured in Canada.

With regard to the section on security & the more sensitive a piece of information or data is,
the more strongly we should protect it, | think ALL of the data collected should be ranked as
sensitive & needing thee most secure protections. | also do not think that anyone's info is
more important than any others, it is all highly sensitive!

2381 | do not want my personal data stored outside Canada.

2401 Keep Canadian information in Canada and under the highest security.

2416 People’s rights and the processes to protect them should be widely advertised. Securing data
close to the point of collection is important.

2426 It is the government's job to protect its citizens from hostile foreign actors. This includes

personal information. Currently, there is no evidence from any level of government of
understanding the negative impact that data harvesting is having on the financial and cultural
aspects of life in Canada.

2431 Privacy is paramount to trust.

2441 Government information should be open and accessible to all, unless it is personnel
information.

2446 Stop hiding behind surveys and just do the right thing. You know you're corruot

2451 My information has been breached a couple of times and the strictest rules and penalties

should be adhered to and the individual has the right to know each and every time that any of
their information has been breeched. | do not trust other countries to have the same high
standards that Canada has so | say keep it here in Canada where Canadians have more
control of our information.

2481 Data privacy and access is very important. It lets us hold our government accountable. FOIA
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while expensive to the government. Should still be accessible to everyday citizens for a
nominal fee. Increasing the fees will create a barrier of access for those most vulnerable.

Canadian data must stay within Canada. | would hate it if my personal information was stored
in repressive countries such as the unites states or China.

2516 Fines are useless. If you want something to be treated as a criminal act then give it the weight
of real personal loss.
2536 Digital information about private citizens has become a gold mine for large corporations and

criminal elements. There should be struck regulations on how corporations are allowed to use
that information, robust protections and storage of government held information inside our
country, and severe penalties for the misuse or illegal distribution of that information.

2556 muzzle the online and TV media in data mining operation, restrict advertising

2561 A lot of us trust that the government will not use temporary covid emergency measures as the
thin edge of the wedge in order to try to remove current privacy protections British
Columbians currently enjoy, and have long enjoyed. Anyone will see through this if this is
attempted, and this will not be a small issue, nor will it go away.

2576 My information should be fully available to me to inspect any time with notification as to who
has accessed it on record. It should be protected like the gold in Fort Knox. It must stay in
Canada.

2581 Keep erosion of privavcy due to covid emergency measures temporary - people are losing

trust in the govs ability to handle issues of concern appropriately...ie pandemic, wild fires,
climate change, colonization and healing our community. | am a registered clinical counsellor
and this year has been unprecendented for these issues and issues of how the government is
handling things, causing distress that is impacting people's mental health.

2586 Do not hide information from the public.
We own that information. The government does not own our information
2601 My family has been in Canada before it came a nation. We have given everything to build

Canada to become a leader in the World and we are not happy to just give it away.
Government is not and never has been a hierarchy to command its people. It has been a
government for the people ,by the people of Canada, but sadly now is moving in the direction
of dictators. Canada needs to place the security and privacy of its people in accordance with
the laws we had and not go and change them without informing the tax payers of Canada and
getting their consent.

2616 My data is personal and | require govt. to honour my privacy or else not to collect and store
my personal data if it is unable or unwilling to protect this data.
2626 It's a new and complicated issue that we have to deal with in the modern age, but protecting

our personal information is incredibly important. At least some degree of privacy should be a
right granted to all individuals, otherwise we’ll be vulnerable to the machinations of those with
more financial power than us, and possibly fall prey to their personal bias or agendas.

2631 Don't use Microsoft windows, Google Android or Apple iOS. Use open source software like
Linux and keep everything accessible to everyone. Track as little as possible.

2636 Stop the shell game and do what is morally and ethically correct

2641 OK, this survey is rediculous. You cannot "rank" most of these things. They are all important.

Privacy needs to be taken seriously. That mean no external servers or agencies, strict and
clear penalties for ANY misuse of data, no use of data whatsoever is allowed outside of the
original intent. Victims of privacy breaches need to be immediately informed and
compensated.

2651 | feel it is of the utmost importance that Data remains in Canada under the control of
Canadians

2656 Please remember Government is for the people and the public should be treated with respect,
dignity and pleasantness. Many government employees are jaded, indifferent and even rude
attimes

2666 Private information should remain private. | strongly suggest keeping private information
stored in British Columbia with the strongest security measures in place.

2681 There should be a way of changing unchangeable personal info numbers such as SIN,
drivers licence, personal health numbers etc, after they have been identified in a computer
breach. That would entail updating all govt computers. The old number would need to be
stored as a reference for un updated systems in the private sector.

2706 Privacy of personal information is one of the most important aspects of personal safety. No
person, organization or government should collect and keep personal information without the
consent of the individual concerned and under no circumstances should legally obtained
information be placed at jeopardy of being accessed or used by anyone not specifically
authorized by the individual about home the information pertains, and under no
circumstances whatsoever should Canadians' information be available to foreign bodies
without the express consent of the individual concerned. In the case of crime, incontrovertible
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evidence of an individual's participation in the crime must be provided by any jurisdiction
seeking access to that individual's personal information.

271 Info of Canadians should remain in CANADA. Not the servers of another country, where it
can and will be used against us.
2736 Data residency is a fancy way of saying that the personal information of BC residents isn't

allowed to leave Canada. This means that our sensitive data won't be subject to the
intrusion of foreign governments, or handled in countries with weak privacy laws. It also
means greater investment in Canada’s information technology infrastructure. And all that
means better privacy protections for all of us here in BC.

Last year at the start of the pandemic, the provincial government suspended the data
residency requirements of our laws in order to make use of tools that stored our sensitive data
elsewhere to deal with the emergency. The BC government is now exploring making this
temporary measure a permanent fixture. This is a tactic straight from the toolbox of power-
hungry and repressive regimes around the world: introducing temporary measures in
response to an emergency, and then making them permanent.

2771 | expect that my government keeps my information private and within the jurisdiction using
adequate security measures. | expect that it does not share my personal information with a
third party, organization or government, except by law, and that it does not lose control of my
information to any third party, organization or government.

2786 Securing and the storing of personal data that the B.C. government is responsible for is
incredibly important that standards or upheld to the highest . | will continue to monitor the
government of B.C. to ensure that they hold that responsibility and be accountable to the
people of B.C.

2796 As more information is collected, it poses both an increasing convenience and a risk.
However there is a point where the convenience is no longer being passed on to the
individual, but all of the risk remains in their shoulders. Consent, data retention policies, and
privacy laws with sufficient enforcement are required to maintain order in this growing

information environment.

2806 Please work to protect data residency and privacy protections.

2811 Canadian citizens should have more control or say in who can access their info, this includes
control over which, if any, government organization try to access that info.

2816 Data should be stored in Canada.

Data should be "double blind" in that there is no PIl with data, and the ability to link the data to
Pll can only be done by someone with sufficient privileges.

Data should never be transmitted outside of Canada. Routine audits of this is necessary.

The government should only be interested in maintaining as little amount of data as possible
to perform its duties.

Government agencies should not share information for purposes outside the original intent of
said data collection.

Two-factor authentication for both citizens and public servants should be required--no

exceptions.

2836 Put it back the way it was. Do not! | repeat do not use the pandemic to push your government
agenda. We all know, you're not fooling us.

2841 If you are going to ruin the protections we have for our data, then you MUST give citizens a

reasonable way to opt out of the data collection. You do not have the right to mandate that
my data privacy is violated to access government services that | fund with my taxes. Keep
the data residency laws as is.

2856 Under no circumstances should CANADIAN DATA be stored/shared/analyzed outside
Canada. NEVER sold. For essential use by the Govt of BC and Govt of Canada ONLY.

2861 Thank you for creating this survey. Getting this “infrastructure stuff” right will have a far
reaching effect - on our province and those who share it after we're gone!

2876 Privacy is being erroded across the globe on all fronts and being sold to us as a good will

gesture and convenience factor. The right of a human being to be secure in their personal
effects and private information should never be violated. Government bodies are elected by
the population to represent their best interests, which includes all reasonable efforts at the
maintenance of privacy. Failure of government to provide and continue to develop services
which secure and protect our personal data undermine the right for government to exist at all.
This issue is not negotiable and | think | speak on behalf of the majority of British Columbians
when | say that we demand the absolute best for our personal data privacy and it absolutely
MUST be kept IN CANADA! Thank you.

2881 Retain and strengthen our data residency law.

2886 Section 5 of this survey made no sense at all! In section 5 of this survey, we were asked to
answer questions such "someone accidentally sees the content of a personal file they
shouldn't have". How is this a personal offense? Such "accident” is government's fault.
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Because, the information was not protected properly. The government must be responsible
for protecting our data.

One of the guestion reads: "Someone collects client names through their work to benefit their
side business". Again, how is this related to protecting citizens data that is held by the
government. This question seems to be related to the penal code, and not related to where
our data is kept, and how it is protected.

2891 Keep our information in Canada, the risk is not worth the reward.

2921 The area of genomics can potentially be of high importance.

2931 Nothing within Government should be withheld from public access and scrutiny. Citizen's
rights to comprehensive privacy protections must be maintained and enhanced where
necessary.

2956 We are not assets to be chopped up and sold off piecemeal one way or another, Even though
that seems to be the way the digital world is heading.

2966 In an increasingly dangerous world it is critical that Canadians keep our data safe, secure
and inside of Canada at all times.

2996 DO ALL POSSIBLE TO STOP THIRD PARTY ACCESS EXCEPT UNDER OWNER
APPROVAL

3006 Information should ALWAYS be available regardless which political party is in power.

3011 Penalties for privacy violations need to be significant enough that businesses and their

employees can't simply shrug them off. The same needs to apply when organizations are
found to have been negligent with their systems for managing data regardless of if there was
a breach. Just like their finances are audited, their privacy policies and systems should be
audited.

3031 Re questions before: do you feel the following public bodies should be legally required to
notify you and/or the Office of the Information and Privacy Commissioner if your private
information is breached?

Speaks VOLUMES you even have to ask this question!!!

YES all public should should be legally required to notify you and/or the Office of the
Information and Privacy Commissioner if your private information is breached?

IF you cannot understand that as a basically constitutional right, you should NOT be in office.

3046 Keep my information local to the province at best and in the country at worst. Personal
approval should be required to share any personal data.
3071 Do not store any data whatsoever outside the country since there would be no control over

how it is stored or used. Once out of the country it is beyond the reach of any laws or
regulations we may have in place.

3101 In a digital world it's too easy for identity theft. The government should do everything to
protect the information what we cannot change.
3116 It is of the utmost importance that private information be kept private, otherwise we may as

well not call it private information. If requests are made for private information, owner of that
information should be given the option to consent or not to consent.

3136 Information should be stored securely in Canada and subject to strict protection and harsh
penalties for breaches of that protection.
3166 Keep the information of the public in BC, not farmed outside.

And also tell those under worked, overpaid Govt employees bums, not not seek more
personal info on me.
Yes, you can tell them | said so. Useless parasites.

3171 Personal information is the definition of a person in the digital/legal form. It should be
protected with the same care and rights as those of all citizens as Canadians and human
beings. My personal information is MINE. | give it up to the government and health and
related agencies for the purposes of obtaining services and contributing to how society
functions. It is not meant for anyone to profit from or aim marketing at me etc. Itis illegal to
prostitute one's body for profit, it should be illegal for my government to prostitute our
personal information for anyone's profit. Get the point?

3176 current penalties are a joke.
3186 Don't store my information outside the country.
3191 | don't believe the present fines reflect changes in the economy. | would increase personal

fines to 10 times their current value and fines for corporations be set as a percentage of the
annual net worth, at a minimum of 20%. Otherwise numbers on the order of $500,000 might
be meaningless as a deterrent to multinational entities.

3196 information is provided to the government for its and my use. those are the only two sets of
eyes that should have access to my personal information unless authorization is requested
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and granted by me for the release, no exceptions.

3231 The collection and use of personal information by government has become a pervasive
problem in every province. The infrastructure for gathering and collating this information is
largely unknown in terms of scale and frequency. In the years before the internet such data
was relatively benign, as it was difficult to access without special dispensation. With today's
internet culture and technology, very little information can be completely protected and private
information can be valuable in a multitude of ways. It can also be abused in a multitude of
ways if released by accident or used in a personal attack. Governments have a unique
mandate and opportunity to collect detailed personal information and should perform to an
equally rigorous level of protection and privacy.

3261 Privacy is necessary for a free society.

Facial recognition software should also be banned in BC.

3276 | hope that when the government is planning anything to do with our safety of information that
our charter rights are respected and upheld.

3311 you gave examples of single employees; what about Government taking personal
information/data and selling it to organizations/corporations?

3316 Health information should be shared with whomever can benefit from knowledge of risks of
medication and medical procedures.

3336 trying to find information about a family member for say health reasons is a lot different than
looking for information on a neighbor or celebrity.

3361 Do not----repeat--- do NOT allow foreign access to our information. If we choose to share
information with our provincial government, that is where it MUST securely remain. Privacy is
paramount.

3366 Personal information and strict privacy laws benefit all Canadians and should be absolutely
protected

3386 | own my personal information and it is my decision if | deem sharing of value. It's up to me
and breaches or hacks must be dealt with in the courts with harsh penalties.

3436 | want my personal information that is held by government to be stored and accessible only
within Canada.

3441 Keep Canadian/BC data Canadian

3446 | understand that FIPPA also creates problems for organisations as it results in them not
using services because they don't meet FIPPA requirements... such as Mural and Miro

3476 Our Privacy must be Protected 100%

3481 In many ways people are their own worst enemy when it comes to protecting their privacy.

The role of gov't is not to exacerbate the problem, but to act as a guardian of data and
information, not for its own sake, but for its citizens sake. We call that service.

3486 My information is mine. | do not post information about myself and in a free country | expect
respect of that decision. No one should have the right to any of my information unless | permit
it.

3491 It is already difficult enough to control personal information on the internet. Government has a
responsibililty to ensure information it gathers from and about its citizens is tightly protected
and secure.

3496 Do it right, keep it local, maintain transparency in process, and keep privacy as the number
one objective. We've done a great job so far, let's keep it up.

3501 LESS GOVERNMENT - MORE COMMON SENSE AND INDIVUAL MORAL RIGHTS

3526 Less government control and spending is best.

3531 In my opinion the government of BC can provide digital services to the residents of BC while

ensuring data is store and accessed only from Canada. There is a wealth of IT talent and
Canadian companies who can provide or write software to achieve the goals of getting BC
online without selling the farm

3536 Privacy has not been taken seriously by the provincial or federal governments ever. | do not
understand why we use foreign companies to hold our data and this has got to stop. There
has been no penalty to companies that have had security breaches and there is no excuse for
this. It has usually happened due to laziness or cheapness on their part to update their
security. Penalties should be at a level to hurt companies that do not protect their client data.

3551 If someone knowingly accesses information for their own financial gain and is convicted of
breaching privacy laws, they should be required to give up that financial gain and go to jail.

3556 Access to government information should be restricted to Canadian citizens/agencies. Use of
foreign entities to store or process info is neither OK nor necessary.

3566 | get concerned when | hear there are data breaches, it seems strange that this cannot be
controlled. Why do we have computers connected to the internet also connected to data
storage.

s.22
s.22 The computer where they were stored was not connected to the internet,
effective and simple. Avoiding 6 months of work if they were ever compromised by a hacker.
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3581 keep all the data in Canada

3586 Keep systems up to date and the modern technology to help. | hope our information is as
secure as can be.

3616 Keep all information in the country (preferably in BC). If you need to create data centers and
departments then do so. Do not outsource to other countries AT ALL.

3626 How can someone accidentally come upon someone else's personal information? | found it

disconcerting to see that this is happening through government bodies. Those sorts of
possible security breach avenues should be closed.

3651 Secure the data! Keep encryption keys to a high enough bit strength, another key to encrypt
the encryption key. There is so many standards, base it off PCl DSS. Our credit card data is
stored more strongly than our health and financial and personal data? That doesn't make
sense, it should be secured even more!

3676 Data privacy and security need to be taken far, far more seriously than they are currently, and
immediately. That is very obvious both from all of the incidents that have already ocurred and
the high risk of potentially very severe consequences.

3691 All info regarding corporations should be posted online without the need for anyone to have
idle FOI requests.

All personal health info should be made available to just the individual themselves while
otherwise being protected (eg; vaxx passports should be illegal)

3701 Information collected by government (or by any other entity collecting information) shall not be
used for other purpose than it was collected for in the first place.

3716 Givernment leaders who abuse power to lie to or fraudulently mislead the public must be
jailed. This includes Liar-In-Chief Horgan. And PHO Henry. And Dix.

3731 Government has not demonstrated they can be trusted
In my opinion it is the exactly opposite

3766 Don't let my personal information be vulnerable to anyone unauthorized or in an other country

3786 This is an extremely important topic. Governments need to be iron clad in their treatment of
the private information of its citizens.

3791 Cyber security and keeping information private should be top of mind for all govt bodies now
and future. Hacking is real.

3841 Regarding the prior question: there are circumstances where remedial/disciplinary action

PLUS a fine would be appropriate. The responses should have allowed for more than one
response per circumstance. Ex: remedial action or suspension AND a $5000 fine, depending
upon the nature of the misuse/breach, number of people impacted by the individual's action.
Also, there should be mandatory and substantial fines to organizations (including crown,
government or private) for not providing adequate security, delays in reporting the event, not
informing all individuals who were or might have been impacted by the breach, and the nature
of information which was accessed. In some cases, compensation to those impacted,
including for cost in trying to rectify the situation, payment for time involved, costs for
protective services, and in the most egregious cases, actual damages awarded to those
individuals who were impacted. The Life Labs breach was one such egregious event.

3846 | feel that the privacy of all Brltish Columbians should be protected and information kept
within the province or country of Canada.

3851 Maintain our privacy!

3856 Our govis today MUST ramp up security vetting for all public servants with IMMEDIATE

TERMINATION for those with ties to terrorist organizations and foreign enemies. Muslim
Brotherhood, Chinese Communist Party, Palestinian organizations, for example. Public
servants must be competent - free from enemy affiliations - to fulfill loyalty duties and
obligations to Canada. No dual citizenship in public service. Many new rules, old rules
restored, and conflict of interest rules to preclude those with dangerous conflicts. Start by
terminating PET's Fr directive. Translation is cheap.

3881 | worry about how secure my personal information is. There is a lot of news about data
breaches by hackers, but | don't know if the security is a priority within the government. Not
just the BC Government, but other public organizations like Translink and municipalities (I
think of Whistler). | suspect it isn't a priority particularly among the other public organizations.

3896 | do not support local/provincial or the Canadian government hosting data outside of Canada.
This would be an election issue for me and | would vote against any party that supports not
hosting in Canada. Having sovereign control over our government data is a national security
interest and allowing for it to be kept outside of Canada is paramount to giving up control. If
vendor selection is limited because vendors do not currently host in Canada | would rather
see a technology program put in place that promotes and encourages platform companies
like Google, Microsoft and Amazon to build more data centers in Canada and then provide
incentives for Software vendors (SaaS vendors) to host in Canada. s.22
s.22
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s.22
3906 Please keep our Pl safe
3931 private means private
3936 Too often we hear about delays and extreme redactions when FOI requests are made about

sensitive government information. It is clear that there are many tactics that government
personnel can use to make it difficult for the public (including journalists) to access important
information in a timely way, and the more embarrassing the information is for governments,
the more difficult it can be to actually get the information. Government's claims about the
freedom of information are usually exaggerated, and important information is often withheld
from the people who would benefit by truly having access.

3941 Some of the above could include fines as well as suspension or termination

3956 Preferably the fine relates to the size of the offense. If someone is collecting names for their
business, and they make several million dollars, the fine must be commensurate in order for it
to have impact. On the other hand, if someone collects a few names for their business and
makes only a thousand dollars from it, the fine should be small. There's no point in treating
corporations and independent actors the same way.

3966 Some of these questions are not appropriate because if facebook collects data and uses it for
a side business, effectively aggregating personal information that can be leveraged into
manipulating sales and behaviours like voting then this becomes a very important question
indeed with enormous impact for millions of people. But the way the questions are currently
posed makes them seem like they are much less important and at a personal level. This
comment applies to all of the question posed.

3971 Just don't be stupid dealing with it and get some advice from folks outside industry on all
aspects of the plan.

3976 Personal ,private, information is self explanatory.

3986 BC needs to keep strong data protection in place.

Data residency in Canada is important.
Stronger penalties for breaches and violations are required.

3991 Keep data local

3996 | do not want ANY of my information available to any other country. | do not want ANY of my
information available to any corporation that | have not expressly consented to.

4036 Let's get our Government accessing the technology needed to properly provide services to
the people of British Columbia.

4086 "I didn't know the law" has never been a defence in criminal court, why should it be here? By

2021 everybody that works with access to computers should
have internalized the fact that data is valuable and needs to be protected. Passwords,
encryption, secure channels, etc. All of the above!!

4091 Information security, especially in this day and computer age is critical. Every possible effort
must be made to insure the best possible practices are in place and followed.

4141 Please take data residency seriously.

4151 Please prioritize privacy in all of your dealings.

4181 Fines should be proportionate to the amount of benefit recieved. And there should be a

category for aggrevated privacy invasion. If you knowingly break privacy laws in order to do
harm to someone else (say, stalking someone as an exmaple,) then that should itself be a
criminal offence, much in the same way that armed robbery is a more serious crime than
simple burglary.

Also, and | cannot stress this enough, we MUST NOT allow the Americans access to our
data. They simply cannot be trusted, their "justice" system is nothing of the sort, and once the
bad guys are in charge again down there, they absolutely, unquestionably WILL use any and
all personal data they have against ordinary people. To be clear about this: the far-right in the
US are deep into Nazi territory, and we should NOT be giving them the infomraiton they need
to single out whatever marginalized group is irritating them on a given day.

4196 KEEP OUR DATA SAFE AND IN CANADA, DON'T EVEN THINK ABOUT
SELLING/GIVING IT TO FOREIGN GOVERNMENTS UNLESS YOU'VE ASKED OUR
PERMISSION TO DO SO.

4201 Last year at the start of the pandemic, the provincial government suspended the data
residency requirements of our laws in order to make use of tools that stored our sensitive data
elsewhere to deal with the emergency. The BC government is now exploring making this
temporary measure a permanent fixture. This is a tactic straight from the toolbox of power-
hungry and repressive regimes around the world: introducing temporary measures in
response to an emergency, and then making them permanent.

The BC government needs to understand the importance of privacy, and that British
Columbians don't want to see an important right like data residency erased. We must protect
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this important and unigue measure (we're the only province in Canada to have a data
residency law).

4216 Personal information that the Government collects should be kept as local as possible (within
our province) and not be shared with anyone or stored out of province The utmost care
should be taken to protect our personal information.

4221 Keep our data in Canada. The US is not a trusted ally, they will turn on Canada the second it
becomes profitable for them to do so and they don't share our same civic values. And misuse
of data by government officials should carry heavy jail time. They are in a position of trust, the
standards need to be much higher.

4226 Do not make changes to the laws which allow the data to leave Canada. Do not make
changes which allow other than the recipient to access that data.
4231 Any law, rule or bylaw is completely useless without enforcement and consequences.

Legislators globally do not seem to grasp this. It appears to be either a case of ignorance,
plain stupidity or ulterior motives; more likely a combination of all. People break laws and
violate rules on a daily basis. Insufficient or no enforcement literally teaches these people that
they can get away with offences every time and not face consequences. Other people then
tend to copy this behavior (a.k.a. Lemming Effect).

4241 Privacy and security should be a priority for personal information. Servers should be local and
secure. Data breaches must be taken very seriously due to the potential impact on
individuals.

4251 Since governments of all levels can mandate individuals to provide much personal

information for a variety of reasons, strong rules and protections must be in place to only
permit authorized use of each piece of information by any Canadian having digital access to
it. There must be no sharing of this information whatsoever without expression permission of
its owner with any entity outside of Canadian borders, where any of these protections can be
abandoned or abused without recourse.

4261 Information about me should not be a secret to me. The government keeps secrets from the
people not for privacy but to allow corruption to run rampant and hide behind the mask of we
are protecting you

4271 Privacy matters!

4276 Justan FYI: .22 You know
what the best way to not break any privacy laws is? It's to not collect personal information in
the first place -- if you don't have it, you cannot use it and nobody can steal it from you. So
that means having a business model that does not rely on (a) collecting and selling or
otherwise using personal information, and (b) not displaying advertisements, and (c) not
using "free" libraries or development environments that are free precisely because they
collect/sell/share personal information. It's really not that hard, and is getting easier as people
slowly are being educated about privacy. So my NUMBER ONE SUGGESTION is that the
privacy organizations in Canada should start with a big education campaign that clearly
explains to people what companies like Facebook, Twitter, Instagram, etc. are really doing
with their data, and that "Free" is not really free. Educate the population, please.

4301 Think about how you would want your personal information protected.

We want ours stored in Canada and protected.

4326 Protect my privacy!

4331 | think government should not share any of my stuff without personal ,written consent and
citizen's should have access to any information of all government dealings as we are your
employers.

4336 Store all data in Canada. Do not allow other countries access to Canadian data records.

4351 The current NDP government is doing a terrible job.

4401 | would prefer that the BC government invests in technology, training and personnel to enable

government information to be hosted in British Columbia, while ensuring compatibility with
systems around the world. The pandemic has shown that self-sufficiency is vital, and the
threats to democracy in other parts of the world show that local control over, and protection
of, citizens' and governments' information is essential.

4406 Data residency is no joke. Once data has left the boundaries where the Canadian legal
system can take action it is as good as gone.

4411 I'd like to trust that governments guard privacy of citizens without fail.

4426 I am very concerned about the sharing of personal information outside of its original intended

purpose, e.g., medical information shared with private insurers, personal information copied
to databases outside of my province or country.

4456 Personal information should be protected from misuse and from access by private
corporations or unauthorized government agencies or personnel.

This includes businesses asking for any personal health information as a condition of work,
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entry to a business, or of service.

4466 Restore our current laws now, end the temporary suspension.

4496 Government data should not be used for profit, and should be kept within BC at all times
under the HIGHEST security.

4521 Keep data residency protections in place.

4541 Above all vigilantly protect our privacy as we at times are unaware what is being done with
our info....

Heavy fines and penaltys for companys that abuse consumers information with long unclear
"click to accept" invasions of privacy that benieft only the company....you should not need a
law degree or hour to read conditions to understand your new tv's permissions!

requirments like opting in instead of having to decline permission for privacy items would be a

great start...

4551 The public's personal data is becoming increasingly threatened in this day and age and
security is more critical than ever before. We see how countries like Russia an China are
hacking

into government systems around the world. We would have better control by keeping our
data on Canadian based servers regulated by our own laws.

4556 Information privacy should be treated in the highest regard. Once it is lost it is the start of the
government downfall.
4576 It's inexcusable to host our personal information with an organization that's outside of Canada

or can be controlled by a foreign government.
FOI needs to be readily and freely accessible to all

4586 | implore you to end the emergency use of out of country data access/storage. If Canada is
unable to provide a secure service to Canadians it is something that should absolutely be
addressed immediately.

4596 | am disappointed to learn, thanks to the organization OpenMedia, of these secretly
negotiated changes to the data residency laws undertaken by the B. C. government! For sure,
there have been many necessary TEMPORARY alterations to how government needed to
carry out activities during the pandemic. However, as infections subside and activities
resume, there is NO REASON to continue with regressive policies like this, especially when
the privacy of British Columbians is at risk!!

4611 Yes, in my experience some personal info is kept much longer than necessary, i.e. that
collected for mental health services. FIPA should be tightened up to absolutely require
destroying or irrevocably deleting such info after at the longest, 1 year. It seems to me such
personal info usually is only kept, i.e. with the client's name on a file that anyone in the office
can see -- for income tax purposes, i.e. to justify the payment of gov't funds in an audit. Given
the sensitivity of this info, and the effect it could have on a person trying to start a new life in
the community, there is no reason that they need to keep it for 7 years for tax purposes, and
exemptions should be available so health services don't need to retain it. It is always the
lawyers and accountants who tell the administrators to keep it.

4641 Please guard our privacy. LifeLabs was hacked into last year and we have no choice, we
have to use that agency for lab tests. Government should have tight reins on all contractors
who have access to private information

4646 Is this a joke? Seriously? Our privacy is paramount. PERIOD. There should be no
compromise. There is no excuse for many of the things suggested in this survey. Suggesting
someone should only face minor disciplinary action for offences that are criminal in nature is
beyond comprehension.

No data about me should ever be shared with any individual, corporation, or government with
out clear and express authorization by myself. There is no reason for any of this to even be
suggested. What exactly are you planning to do with my personal information? Which
appears to possibly include everything from education, medical, financial, and real estate. No
one needs access to any of this and nor should any of this be stored outside of BC or on any
computer system not directly owned and controlled by the government. Finally, none of this
data should be used for anything but what it is directly needed for. El: medical information
being used only by my direct Doctor.

Shame on you for suggesting this

4661 My responses to the previous question were based on the assumption that a)the actor was an
agent of the crown/government employee/employee of another public body, and b) the person
providing the information to the actor is included in the disciplinary measures. Eg: supervisor
gave the wrong file so that the worker saw the wrong data. Supervisor is also responsible for
the breach.

4686 Stop trying to ship my personal information offshore you monkeys.
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4716 Do not reclined the personal data protection we had before Covid. Maintain our personal
privacy

4721 Please do not send my information and data outside of Canada!!

4731 It is essential that my data remains in Canada under the strictest privacy regulations.

4791 It would be a reason for me not to vote for the Horgan government in the next election if that

government should make permanent the suspension of B.C.'s highly commendable data
residency laws by repealing them.

4816 Keep it local. We have a (currently suspended) law preventing our information from being
stored or processed outside the country. It should stay that way. Companies with branches in
other countries are subject to those laws, and the more our information gets shipped around,
the lower the level of potential security becomes. As they say, the only way to keep a secret is
to not tell anyone.

4821 | would hate to see a data theft breach Cambridge Analytica scandal in Canada
4826 It really feels like you are trying to minimize my privacy. This concerns me.
4841 I hardly trust you, the government | live under to handle my data and protect my rights. Do you

honestly think I'd let you get away with handing away my personal data to other MORE
authoritarian and power hungry regimes? You are clueless if you think so. It is down right
felonious that you are trying to sneak this expansion of your powers in under the radar. I'm
disgusted and will not stand for it.

4851 Do not let our data out of the country

4861 Please consult professional security experts when making decisions about our (and your)
data, and not just some "Working Group" of concerned citizens or, worse, civil servants or
politicians. The latter two have absolutely no idea about what is going on in the cyber-security
world ... trust me.

4886 Private means PRIVATE

4891 In the section referring to penalties for improper access/sharing of personal information, all
guestions seem to only reference individuals accessing single persons information. The
severity of the penalty should increase in proportion to the number of persons whose data is
accessed, and the relative severity of the use to which the data is put. l.e.if datais used to
blackmail someone, this should result in criminal prosecution and possible incarceration for
conviction. Similarly if the number of persons whose data is improperly accessed/shared is
higher a higher level of penalty should accrue. In line with this, an organization that
improperly uses private data obtained improperly should face more severe penalties.

4901 The changes to government information and protection of privacy during COVID-19 were
meant to be emergency measures to allow residents of British Columbia to adapt quickly to a
temporary circumstance. Any permanent changes should be separate from the emergency
measures, rather than allowing them to become the status quo.

4951 Digital information and data is no different than that which exists in physical media. Just
because it's stored digitally it does not mean other should have access to it without my explicit
consent. It should not be shared with other individuals, governments or third-parties, least of
all for profit.

4976 RCMP still use the Profunc list to harase the hell out of innocent citizens; but we do not have
the right to dispute or correct erroneous information on that list.

4986 Government should do much, much more to protect the privacy of citizens' data. Rules and
penalties should be well-publicized and made very clear. Breaches by companies should be
prosecuted.

4991 Jurisdictions with strong privacy rules and greater transparency a poised to succeed in a
world where many governments are failing to protect their citizens or even actively using
personal data to monitor and control the populous. BC should position itself as a leader in
government transparency, accountability, and protection of personal data. Policies like this
will continue BC's position as one of the best places in the world to live, work, and do
business.

5006 Security and protection of privacy needs to be paramount with governments and Crown
agencies. The damage that leaked information can do to an individual or a business can be
life altering (think Equifax and | know this wasn't government). | take security very seriously
and preach that gospel regularly. Privacy also needs to extend to political parties to btw

5021 Past behaviour on other questions shows that the government has already made up its mind
about how it plans to weaken the Freedom of Information and Protection of Privacy Act and
that this survey is just a phoney exercise to generate fake results falsely appearing to support
the decisions which have already been made.

5031 Prevent cyber-attacks. Encrypt all info leaving your office. Store info in BC by British
Columbians for British Columbians in a Union Shop.

5046 Privacy is the hallmark of any functioning democracy.

5061 Please Respect British Columbians Privacy Protect them against Google (Goolag) Facebook

Twitter and all foreign social media Protect Medical Data as the big pharma wants to rape
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and use people's data to profit even more Protect the people against misuse of Private Data
Promote Privacy and dont let politicians 'influenced' by big tech or pharma or big money to rot
our Privacy Laws

5066 Due to the BC data residency law, some of the biggest companies in the world, like Microsoft
and Amazon, have invested in creating data centres here in Canada. Without BC's data
residency law, these investments might not have happened, and all of our sensitive personal
information would be subject to the intensive surveillance enabled through legislation like the
Patriot Act in the United States, or potentially even worse treatment in other jurisdictions.
While | understand the necessity during the pandemic, when the BC government issued an
order to temporarily disable BC's data residency law so that more government services that
would traditionally be offered in person could be offered digitally. | strongly believe that this
should not be made permanent, as | believe this will end all of the benefits offered to us
through our right to data residency

5081 In the Information Age - and especially after a global pandemic, people increasingly are being
made to use the internet to get products and services. They should not be at risk from
anyone, especially their government, accidentally or intentionally disclosing personal
information no matter how important, potentially to bad actors.

5156 One of the reasons | insist that my information be held only in Canada, is that makes it an
offense under Canadian law to misuse my information. There is no effective mechanism to
sanction an individual, corporate or government entity outside of Canada for the misuse or
failure to protect my information. The damage done to an individual whose information is
misused or accessed in an unauthorized manner could last a lifetime. There should be
criminal sanctions for those who provide or access my information in an unauthorized
situation. There is a saying that ignorance of the law is no excuse; which should apply to
anyone who shares my information, and when caught; tries to avoid repercussions by stating
they were unaware they were not allowed to share my information.

5171 All information about Canadians should be stored in Canada and nowhere else.

Access to government information about myself should be made much easier.
Privacy and data breaches should be reported immediately, in the media (not social media,
an oxymoron), and to each specific person affected.

5181 no

5191 | do not want my information collected in any way other than what | consented to. Collected
information should remain in Canada and only should be held by entities that | have given
consent to.

5206 | don't want data shared with businesses or political parties or other governments. It should
be PRIVATE!

Example. Erin Otoole and the Conservatives got my address from someone at Revenue
Canada. If someone is handing out addresses for political campaigning what other
information are they illegally sharing?

5231 FOIPPA and PIPA were created in response to strict European trade standards. There are
good reasons for them. They may be costly to maintain but anything worth while is.
5236 Governments should have records of all activities available for FOI. Governments should not

use tricks like outsourcing, verbal communications only, delay tactics like claiming national
security to block FOI requests. Governments have proven to be devious in avoiding FOI
requests.

5251 The protection of personal information is essential for safety and security in a democratic
society.

Representatives who change laws to reduce the protections of their citizens will be
remembered when elections come around.

5256 The previous guestion is unanswerable unless it specifies where the "someone” in guestion is
from: an individual? a private corporation? foreign? local? ..... And what are the potential
consequences of the breach?

5266 It's very important and | will definitely not vote for any party that weakens privacy laws
5341 Don't sell your citizen's privacy out! Once the data is out you can never get it back.
5346 In recent years, it's become more apparent than ever how important access to information is

for government transparency and to make sound economic decisions. It's also become
obvious how unscrupulous corporations are about reselling unauthorized data. Please
continue to keep Canadian data within Canada.

5351 Fines must be higher than the benefit. If someone can make millions, they should be fined
tens of millions, not tens of thousands.

5356 | can't stress enough, our data should be protected above all other considerations.

5366 The previous section was somewhat ambiguous. For example, if someone sees a document

they didn't intent to see, and shouldn't have seen in. The person themselves shouldn't face
any penalty in that case, but the organization that let that information be viewed should face a
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stiff penalty. It wasn't clear from the questionnaire who would be facing the penalty.

5376 Do not farm out data storage to foreign companies. Keep these functions within Canada and
promote Canadian IT businesses.

5396 There was no entries for penalties for CORPORATIONS that steal or misuse data - Fines for
corporations should be larger with option of criminal penalties for directors/executives

5401 If certain provisions are relaxed, there should be corresponding provisions to provide

protection and remediation from the government or data hosting providers (through contracts)
should a privacy breach occurred (eg a service provider in the US has a security breach
resulted in PIl being released)

5406 Most important is to maintain sovereignty in the storage of BC residents' data by keeping the
data in BC/Canada.
5416 | have extreme concerns of government privacy! Our government supports bioconvergence /

transhumanism for heavens sake ( no | am not a Conspiracy theorist, Health Canada has
full document on it) We know your end game is complete control of everything and you are
AGAIN using an exaggerated response to a pandemic ( no i am not a covid denier, | am
quoting STATSs from Health Canada on death rates/survival rates) to get us online to harvest
data. This is DISGUSTING and you do not deserve the public trust - you are killing us

5436 DO NOT REVOKE BC DATA RESIDENCY LAW ... WITHOUT PRIVACY THERE CAN BE
NO FREEDOM

5456 All information stays in the province. Nothing goes out of country

5461 Whistle-blowing to expose government incompetence and malfeasance must be allowed -- it
trumps privacy.

5466 Freedom, security and privacy all go together and closely support each other. One fails

usually the other two quickly follow. Government must be transparent at all times to all the
people whom they represent. We the people have the last word of government that is only as
effective as our access to facts. An informed electorate voting makes good Government.
Information and data has to come from a free and unobstructed media and alternate sources
without the bias influences of government. We the people want just the facts, live free from
invasion of privacy and are secure laws are followed.

5511 The last question didn't provide enough context in any scenario for me to make a reasonable
judgement of remedial actions to take. I'm not sure there's much value in these answers.

5521 If BC Hydro is still using out of country services put a stop to it.

5531 Corporate enforcement of privacy violations, and government enforcement of privacy

violations / breaches is simply not working. There is no real teeth in any of this legislation to
enforce actual change, and moreso, to focus on prevention - that is up to date and secure
systems. Everything is online now and everything is getting breached or ransomwared. We
can only expect more of this. Pathetic fines does nothing to encourage compliance OR
prevention. Fines should be based on REVENUE not a setpoint. A 25k or 50k fine to a
corporation, at least medium and larger size ones, is irrelevant to their bottom line. If you
want change, look at a revenue % model, such as Finland. Also consider corporate charter
suspension, revocation, for serial offenders. C-suite executives are getting off scott free and
just dumping the cost of doing business on the shareholders. We need regulatory reform not
just in privacy act domains, but corporate and bank and securities regulation.

5546 Security is the main issue with online records. If security can be maintained as if the data is
in Canada (meets or exceeds Canada's law on privacy and security), location of the data
becomes a moot point. The issues then fall to availability of the data, response times for
requests, etc.

5551 Managers need to monitor their employees more closely for breaches of information.
Accountability is necessary to ensure repeat offences do not happen. Better security features
to prevent hacking of our data is required.

5571 Canadian data collected by the Canadian government needs to stay private to Canada/the
Province it was collected by
5591 The question ranking which type of data | would like to protect was left deliberately

unanswered because I'm not ranking my privacy based on type of data - all my data is
important to protect equally.

5606 The Targeted advertisement/surveillance ad tech/broker industry must be reigned in.
Advertisers should be limited to selectors using differential privacy: meaning that they can
only target a properly anonymous audience this would also mitigate a large number of data
breaches as there would be less need to collect large troves of data via what is basically

digital stalking.
5621 keep all private personal data within Canada's boarders
5641 Encryption and data protection is paramount. While anything stored digitally could potentially

be accessed by someone outside of borders having our data stored outside of our borders
opens us up to more attack vectors and less control over the security controls that in place.
5646 Do what you can to simplify deploying online government services to the Cloud (AWS, Azure,
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etc).
5656 Keep the data in Canadal!
5681 | understand that some of our privacy protections were suspended in response to the

pandemic. It is important to restore these protections - particularly data residency
requirements - as soon as possible. | understand the need to coordinate an international
medical response, but any personal information shared needs to be kept to the absolute
minimum. And while teleconferencing and digital content delivery are important during
lockdown, any tool the government chooses to provide these services needs to comply with
our privacy laws. Now that the emergency is largely over, it's time to rethink the tools we are
using, and if the ones chosen in haste during the pandemic don't comply with our pre-
pandemic security laws, they need to be fixed or replaced.

5691 No comment at this time

5696 Keeping it safe is Paramont. It should not be privately administrated or held. Maybe the
government should minimize the amount of information collected and stored and thus ending
much of the concern?

5711 Please do not repeal BC's data residency laws. Instead, please strengthen the office of
Privacy Commissioner, allowing them to issue fines to businesses.
5716 Protection of information and privacy is paramount in today's world. Access by citizens to

government information is also critical to democracy.
Anything less is absolutely unacceptable.

5731 It is essential our personal info is protected. Once it's out, there is no recourse. | think it's
better to err on the side of caution.
5741 The previous screen on fines does not include the major culprits. Real privacy issues that

deserve large fines are criminal actors, major tech corporations, and shadow government
security corporations. The screen you have shown implies that all transgressions are
innocent.

5776 Privacy of Canadians and British Columbians should be a priority of the government and the
necessary funds should be allocated to make sure information stays in Canada and is
properly protected.

5791 | think a stepped approach is best (education/awareness, then suspension/termination, then
fines).
5816 Previous guestion needs to be more specific in terms of my unanswered questions. The

benefit to the individual/corporation that used the information for profit needs to be taken into
account in accordance to punitive measures.

5836 Those were stupid questions on the last one.. as they are asking what we think the govt.
should do about those.. and while | say that the govt. should do nothing the implication that
there is no penalty at all for all of them is wrong and disingenuous to the intent of the survey..
just more intentional crafting of data points to get what you want eh.. guess someone got paid
well to write it up that way eh.

5846 | do not expect a temporary provision to address the COVID pandemic to become a
permanent situation.

5856 Worried about the potential of security breeches and cyber attacks - the privacy of BC
residents should be the priority over costs or moving security systems and protocols out of
province or country.

5861 Do not engage foreign entities when storing and using my data. Invest here. We have some of

the best and brightest IT developers and companies. This should be priority number one for
our long term benefits. It is the wisest thing our government can do for our peoples future.

5886 We should have stricter control and enforcement over privacy. There are too many
companies buying and selling personal information that could have been illegitimately
obtained or through data/privacy breaches, causing an increase in spam through email,
phone calls, text messages. There should be more restriction in limiting how the information
provided can be used, and/or transferred that cannot be completely waived through Terms of
Service/Terms of Use or other legal documents.

5901 | would like to see penalties for individuals include some kind of assessment of whether they
just made a 'stupid’ mistake or if they are actually well aware that what they are doing is
wrong - so if there are repeat offences then penalties should escalate.

5911 Don't outsource our data. It's a bad idea. Overseas anything goes, and there's zero recourse
in case of malfeasance or outright theft.
5946 Don't send Canadians' data abroad. Expedite the FOI process, enact a real policy of

transparency (as opposed to promising to do so, yet maintaining covert operation of
government and crown activities).

5961 Make hosting of Canadian information mandatory and cheaper. It is not a viable solution for
many organizations as there are few Canadian options and/or it is much more expensive than
hosting outside of Canada.

5981 Access should be prompt, and be assisted if necessary.
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6001 | am extremely concerned about the possibility that my personal information (of ANY kind)
could end up being stored in or accessed from other jurisdictions.
| do not think as a society that people should have to live in constant concern that their private
information is at risk and beyond the reach of known / local legislation that purportedly
protects it.
| understand that Big Data is supposedly anonymized but that is not the point.

The point is that MY DATA BELONGS TO ME and | should have the ultimate say in where it
is stored and who is accessing it and for what purpose.,

And should | agree to it being accessed - | should have the right to say how long it can be
kept and used for.

It's hard enough to monitor all of this locally - but once data leaves the local jurisdiction -
control is lost and all bets are off.

Whether the data comes under the control of other laws or via illegal access - the concern is
real.

We have only to peruse the media to see what is actually happening.

6021 All changes in rules that Governments make about Privacy protection and access to
Government information, should be made up front and not behind closed doors, or without
consultation with the Public.

6051 The previous question was poorly framed. Consequences of the action are paramount. Was
anyone harmed? Did someone find a client for a window washing business or did he provide
the address of a murder victim? Et cetera.

These are just a few of the obvious complicating factors. Hence such a question is not
amenable to a survey response, in my opinion.

6061 | can't beg you enough to ensure our data privacy supersedes all other requirements, the
geopolitical situation is rapidly destabilizing and taking citizen data will be primary mode of
attack, never mind the obvious ramifications of criminals using it. Please do not loosen the
requirements for data security, make then tighter!

6076 Do NOT repeal the BC Data Residency laws. BC should not use covid as a pretext to change
our current laws.

6106 It is important that the gov does not let our personal info be used by anyone without our
permission.

6116 Nothing more, let's keep control of our data in BC. tks

6121 | would like the government websites to share some navigation elements so that there is
consistency across the board which will make it easier to find the information.

6136 Unless personal information is being accessed to investigate criminal conduct, it should be

treated as protected information; otherwise the person involved should be advised that it is
being collected.

6161 Privacy fines and criminal charges should be consistently applied.
Ignorance of the law, especially for government employees who have access to sensitive
data is not an excuse.
Even though all violations should have consequences (fine or criminal charge) | agree with
aggravated charges or damages/liability when the perpetrator commits an act for personal
gain or commercial gain.

6171 Adults and children's privacy should be protected by the law.

6191 Keep it all on bc based secure severs

6221 Please reinstate the rules on data residency and protect British Columbians.

6231 Personal information of any individuals should be protected to the outmost. This information

should be kept in Canada at all time, and never shared with any individuals except the person
affected. It is not for public domain, ever.

6241 British Columbia should implement the most stringent protections to protect its citizens
privacy. As more of our lives revolve online the breach’s and theft of personal information only
increases. The law is lagging. The penalties for those that disregard the law in such instances
must also be highly deterrent. The cost of implementing preventative and punitive measures
is a investment in our citizens future.

6271 | believe we need better, faster access to information that is important to us a citizens, users
of services, people whose personal info is stored in government files or databases. | see
ready access to info about me as the most urgent in terms of response to requests. General
info about gov't programmes, services, etc., is less urgent.

6276 Intentionally accessing information for personal gain or the benefit of another person should
include disciplinary action and fines of $5000 or more, and criminal charges that can result in
jail time for the most serious cases.

I do NOT want my personal information sent out of Canada because it's less expensive.
When it leaves the country, my information can be accessed by the government of the country
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it's sent to, is not subject to Canadian security regulations, such as I've suggested above,
and breaches of security won't necessarily be made public in a timely manner.

6296 When providing personal information to government authorities the assumption is it will be
used for the intended purpose and not made available for any reason beyond same. Personal
information collected by the Provincial or Canadian government should never be provided to
any business, or managed by service providers outside of Canada.

6326 No personal data or information should be stored or sent outside the jurisdiction having legal
control of that information...Sending our data outside Canada, or giving access to it from
outside Canada should not occur .

6331 Please keep data residency as a priority. | don’t want my info stored or accessible outside of
Canada

6426 There should be severe penaties to deliberate neglegent actions

6396 Privacy Protection is important and should not be compromised.

6401 Because other governments can gain access to data within their borders without BC approval

or knowledge, ALL personal information listed previously MUST be kept within BC borders.
BC governments can maintain security and still have access to cybersecurity developed
elsewhere but monitored locally.

6406 The safety of my | information is security in my mind. If the government can make my data
secure, the are also making my mind secure knowing my information won’t be used by the
wrong people.

6431 Privacy is more precious than money at times and must be taken extremely seriously. There
are too many players who profit by selling information not belonging to them.
6436 | tried to do this survey twice and both times the technology did not work. First the drag and

drop didn't work but did on second try. Then the information scrolled by quickly when |
pressed next so | could not read or answer any questions.

This does not increase my faith in the Government having its mastery of even simple
management of information! | can't even read what | have just written as it is above what |
can see on the screen.

6461 | believe that giving up privacy of our children should not be aloud. | believe protecting
children's and adults personal data, and against companies having information, strangers
having this information is unnecessary.

6466 | want to see this BC government strive to be a world leader on these issues. In particular, we
need to preserve our data residency requirements and maintain the highest possible data
protection rules here in BC and across Canada.

6476 Itis a dismal service, highly politicized , slow, obscure, mainly aimed at controlling. NOT
TRANSPARENT. Tries to protect government and bureaucrats.

6486 Do not use data banks, in the cloud facilities or otherwise that is controlled by entities other
than the Gov. of BC.

6501 | am very concerned about (what | understand to be) changes made /processes relaxed, to

support effective and rapid response to the COVID-19 epidemic, NOT BE MADE
PERMANENT without the proper evaluation and parliamentary decision process being

followed.

6506 There should be strict and clear rules. Those with access should be well versed in them and
held accountable when they fail to observe them.

6531 Please, please, please do not allow our personal data to leave the country. Please reinstate
our Data Residency laws

6541 The consequences from breaching personal information or dissemination of such information

should be in accordance with the severity of the crime and its impact on the victim(s) whose
personal information was compromised and the value of the material to the thief. In other
words, no set consequences -rather a sliding scale.

6551 Too many government employees and consultants have access to information they don't
need.

6591 All personal data is personal and should not be shared. Especially without the owners
permission. This should be on a per use basis not global connect when using the site.

6596 Government employees who violate personal information should be terminated. They very

well know that, if they achieved a security clearance, that this is a violation and they should
lose their job and therefore their access to such information. They cannot be trusted. This is
another reason that information should be stored in Canada. If it is stored elsewhere and
violated, we cannot fire the people responsible.

6601 Privacy, privacy, privacy !!!

6611 Keep us and our data safe!

6661 This is very important to me re protection of privacy!

6676 Keep my data private. | do not want my data shared with other governments or organizations.
6691 I do NOT want my personal information stored in any other country than Canada.

6711 How hard is it to use some common sense (not so common these days) and not send British
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Columbian's data all over the world to other databases, where it can be leaked, mined,
analyzed, sold, stolen and used against us? Personal data is important, and should not be
taken lightly, as our various levels of government have repeatedly demonstrated. Also, public
data and free expression is not something to be manufactured, hidden, propagandized
against, censored, blocked, fined and snitched against such as bill C-10 and C-36 wish to do.
They have no place in this society.

6726 The government should be protecting my data (i.e., information about my health, my finances,
the govt services | use, etc.) better and with more security than absolutely any other
organization and should be held to the absolute highest standards. These are my most
personal, identifiable records and data and a breach of data here could be potentially

catastrophic.
6731 If a decision is made to allow storage of citizen data outside Canada, it will be a voting issue
for me. Any party responsible for or supporting such an initiative will NEVER get my vote.
6766 please keep our information safe, encrypted and here in BC
6776 Please continue to provide offline options wherever possible, and provide online options if

and only if they maximize anonymity (ex, do not use Facebook for announcements or ads,
and do not require any form of login or account to obtain information, schedule appointments,
or file forms -- forms can be designed to be filed without an account with a reference
confirmation number at the end of the process, for example). Also, stop pretending you care
about victims of the COVID economic disaster you have inflicted on everyone.

6781 Keep our information in Canada.

6801 | do not support the idea of non-Canadian entities managing Canadian data. Our data should
remain in Canada. The tools, services, and companies that are employed to manage our data
should be Canadian owned and operated.

Itis in Government's best interest to safeguard the data of the citizens. Failing to do so makes
Government look incompetent at best and untrustworthy
or even criminal at worst.

6836 Privacy is fundamental to society, and more important now than ever given the emerging
prevalence of surveillance capitalism and the digital nature of our lives. One of my top voting
considerations is a party's stance on privacy, and | hope the BC government will continue to
prioritize privacy over convenience.

6856 DO NOT FARM OUT ANY PERSONAL INFORMATION. Create a new business by in
sourcing those requirements to BC people
6861 If the Pl data for a citizen of Canada is to be stored outside of the countries borders, the

citizen should have the legal right to have all government collected information about them on
paper only. This amount of manual work would immediate out-weight the cost of hosting the
data on servers inside Canadian borders.

6876 | urge that every effort is taken to ensure and uphold the privacy and security of personal
information as the baseline position. As part of any proposed reform, a public information
campaign outlining why privacy and data security are important, what the government is
doing to uphold this, and what people can do to protect their own personally identifiable
information should be launched. While it may be tempting to reduce protections in the name
of efficiency or because it can feel like a hassle, the long term interests of both the
government and residents of British Columbia are best served by strong privacy and data
protections. Individuals can consent to opt out of such protections, but the default position
should be to protect privacy and data and not the opposite of minimizing safeguards and
requiring people to opt into protections.

6901 Data breaches are a fact of life in the digital age. Encouraging them by allowing the data of
British Columbians, or any other Canadian resident/citizen, to be stored in a jurisdiction over
which we have no authority is, at best, irresponsible, and at worst, criminal.

6911 Corporate fines should be based % against total corporate value and not just a basic fine as
those are sometimes cheaper for a company to pay than to do it correctly from the start.

6946 Data breaches are becoming more prevalent and BC gov't needs to keep our information and
data in their possesion safe from hackers by keeping it in Canada

6951 Our information must stay in Canada free for threat of intrusion by foreign business and
governments

6966 Protection of personal information is of great value. Governments should work to protect all
such information from unauthorized collection and abuse.

6971 The use of ranking in this survey can be abused to claim findings that are not meant by
participants.

BC's data residency law should never have been waved.

As | am forced to provide data to the government (and given that the government collects
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data about me), if the government refuses to protect this data by keeping it within the
jurisdiction of Canada where Canadian laws apply and the laws of other jurisdictions don't,
then the government is putting me and my data at risk, and any claims that this is consensual
are invalid and lies.

Furthermore, if the assurances that | have previously received that my data will not be
transferred out of the country can be so easily negated without the requirement to obtain
consent, then that shows that any promises from the government are not worth the paper
they're written on. How can we trust you when this sort of thing can happen?

7001 Don't give my personal info collected for running the government to any other government
agency either public or private without my express consent.

7026 | don't believe that ANY business should have access to my personal information. This is a
breach of confidentiality, is unethical, and should be against the law.

7036 Please keep our information in BC or at least in Canada.

7041 Personal data can be the most precious data government holds. It must be protected to the
utmost from all intrusion, manipulation and theft.

7046 Remember, ALL personal info belongs to the person. Not anyone else...

7066 Personal information should never be shared with anyone without consent

7086 They should be protected from outside sources unless specific authorization from the person
is given.

7091 Privacy laws must remain or be improved for the absolute benefit for all public citizens of

British Columbia. Government must be held accountable for their actions and must be
transparent while not intruding into the sovereign lives of the citizens it serves.

7101 Our information must stay in Canada. Individuals should also have the right to be forgotten.

7121 In the last few years, the government seems to think they are our parents, that they know
better and will tell us what to do. The government and all the bureaucrats need to remember
it's the people's government and they are where they are at our pleasure and that they are all
our employees, not the other way around

7126 Government security at both the federal and provincial level is severely lacking in Canada. It
gets 1000 times worse, when that data is stored out of country. We need to build a better
security infrastructure here, rather than take chances with storage in foreign countries.

7146 Regarding creation, preservation and destruction of documents: no public official should be
allowed to make their own decision about what information and records they record or
destroy -- and this should apply to information recorded in any format, including text
messaging and email on any platform. It is the content of the communication, not the medium,
that defines it as a government record and therefore encompassed by the FIPPA. Strict rules
should apply to the creation and preservation of all communications and other documents
used and generated by government activity. Violations -- particularly willful destruction of
records when they should be preserved or are subject to an FOI request -- should be
punishable by strong legal penalties.

In addition, increased transparency should be brought to government policy-making
processes. Too much of this is done out of the sight of citizens, which is a severe limit on
democracy and government accountability.

7156 There still appears to be a number of 'legacy' systems in various government levels that are
not easily able to communicate data. The various Health systems and doctor's offices come
to mind and, at the risk of making it easier to hack, standardization of systems and more
efficient processing could be a significant benefit to all concerned.

Sharing of raw, depersonalized data could be of significant benefit in fighting pandemics, like
COVID variations, but also of use to general humanity if a world wide common pool of data
could be made available free of charge for research.

7176 How is trustworthy behaviour developed in a person? What are the motives behind obtaining
and processing data?

7201 RE: your words "Access to GOVERNMENT INFORMATION".
Itis NOT government information. The information BELONGS TO THE INDIVIDUAL.

You might express yourself correctly if you are aware of The Canadian Charter Right to
Privacy of Personal Information:

“In fostering the underlying values of dignity, integrity and autonomy, it is fitting that s. 8 of the
Charter should seek to protect a biographical core of personal information which individuals
in a free and democratic society would wish to maintain and control from dissemination to the
state.”

7206 Keep the data residency policy in place do not weaken our privacy laws. Don't use the
pandemic to change it.
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7226 Keep it private and keep it in BC. Only allow it outside BC at the personal request of me or my
representative (lawyer, power of attorney)

7256 I don’t ant my personal information shared with any marketing or political parties.

7266 Any government employees caught selling personal information must be jailed and
terminated.

7286 Governments exist to serve the people of a particular jurisdiction. Citizens are not the
servants of government officials to be manipulated, mis-informed or milked.

7346 NA

7391 Without privacy there is no freedom. Without freedom there is no liberty. Without liberty we
have nothing.

7411 The penalty depends on the scale of the infraction. lllegal access to large data sets for

malicious and illegal intent should be dealt with more harshly (prison) versus access to an
individual's/small collection of people's data (fine). The access penalties should also include
data harvesting (including anonymized data harvesting), especially by commercial search
engines and major vendors like Google and Microsoft who use the data to advance their Al
and algorithms for profit, influence and other reasons not condoned by the data owners.

7421 Canadian data is exactly that, Canadian. It belongs in Canada.

7471 If you can't keep our information safe then delete it and stop collecting it!

7486 Before accessing any information the person requesting it should prove they have a legitimate
reason

7491 Don't water down BC privacy laws - protect what we have!

7496 | believe privacy is very important to me.

7536 Don't host my information outside Canada

7541 Freedom on information involving cases before the courts, environmental protection,

corporate malpractice, and governmental incompetence should be as easy to access as the
phone number of a local pizzeria. The information of private citizens should never, under any
circumstances, be shared with private businesses or foreign governments accused of human
rights abuses. Sharing information regarding private citizens with Allies should only be done
when their is a clear and present danger to national security. Failure to meet the standards
mentioned above is morally unjustifiable.

7666 Keep Data in BC/Canada
7676 PLEASE keep our data within Canada!
7686 Previous section, Ignorance is not a valid excuse. This must always be true.

But also, accidents do happen, and if the accident does not result in further harm, then talk it
through and move on.

Having said that, information wants to be Free, but personal information must be protected,
unless the person releases it themselves. The choice to Release must not be made easily and
almost never by Government.

7701 I think the government should invest into training people, having more digital protection and
generally improving digital services, since that is the future and can simplify a lot of things.

7721 | hope that the protection of privacy extends beyond BC Government facilities and become
provincial law for all businesses.

7741 My personal information must never be shared without my consent ever

7756 Whoever or whatever collects personal and/or sensitive data must:

1. maintain complete control over that data,
2. use the data only as promised at the time of collection,
3. advise data sources when control of the data is compromised or lost
7811 What right do you have even storing my PERSONAL information?
7821 | am a strong proponent of keeping informantion about Canadians stored in Canada and that
the information is carefully guarded. | also believe strict protocols should be in place to
safeguard information.

7831 We have a right to data residency and strong privacy protections. | hope the government
does the right thing. We voters are watching

7861 Please modernize the Freedom of Information and Protection of Privacy Act!!!

7871 In Alberta, Vital Statistics have been contracted out. The information is not correct, and the
client has to pay to have their mistake corrected. What part of vital don't they get?

7881 Protection of my privacy and personal data is of high concern to me

7901 Just get a workable system with up to date tachnology , hire BC citizens to run it, and keep it
here in BC.

7911 We need to keep our data in Canada. Once data is available to other actors, accountability
is lost.

7921 Don't put Canadian information in jeopardy by storing it outside the country where foreign
entities have the right to surf it for their own purposes!!

8011 I'm very concerned with privacy as we have so little left. | hate hearing about how hackers

have stolen info from govt websites and then that's left for us to deal with privately...NOT fair
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as it's not usually our fault. | want Cdn info kept in Canada in Cdn hands and | want the
highest level of security available for that info. | don't want foreign technology used, esp. NOT
Huawei, to do this...as | fear that our info will be on foreign servers. If something goes wrong
the foreign tech will not be responsive to Cdn concerns...accountability will be lost. At least if
we keep Cdn info in Canada on Cdn servers, there will be some accountability. An example of
something similar is VW...USA customers got deals after emission scandals, Cdns got
nothing...and this sort of thing happens often eg. Equifax and TransUnion...they're not
accountable for their mistakes with Cdn info. Keep our info here & safe!

7991 Section 5 did not allow for dismissal and a fine. It was either or. | would have selected recieve
a fine and be fired for a number of the questions.

| would also like to say that this survey is not circulating as not should be. It should more
visible to the public.

8031 If a government or corporation collects any data on anyone it should be their responsibility to
ensure the safety of that information first and foremost. Data that is not frequently required
but only needed for potential audits in the future the data should be moved to cold storage
(l.e. offline storage) to significantly reduce the risk of a data breach. Just because the
internet exists does not mean all citizen personal data needs to be available online. Keep the
data in Canada, keep your servers up to date, and employ security experts to audit your
systems security. Don't offload responsibility of our data's security to a foreign corporation,
it's the governments responsibility to keep our data safe, period.

8041 It is very important to me that our data remains secure and protected within the country. We
should have the highest privacy standards, and not give in to the risk of tampering or leaks,
just because it would provide convenient services.

8051 Personal information held in government records/data bases needs to be protected. Access
should not be allowed for commercial purposes. Statistical access should be allowed for
properly authorized projects which protect individual's personal information.

8071 Government must start putting the needs of its citizens ahead of those of the business /
corporate sector and must put much more emphasis on accuracy and transparency with
regard to all of the information it manages - i.e. stop deceiving us because it is these
behaviours that are responsible for the erosion of so-called democracy. Also, it's long past
time for Proportional Representation! Government mismanagement / manipulation of
information has robbed us of our collective sovereignty at both the provincial and federal
levels.

8106 It was hard to sort the security risks question because the top 4 , at least, are ALL important.
Selling off our personal information (out-sourcing) is not reversible. Once it's out there you
can't get it back. | hope you make the ethical decision, and not one based on temporary
political gain.

8121 Timely access to digital records is preferable, but only if that can be accomplished by
maintaining a high level of security of personal information. Personal information of British
Columbians should not be stored in servers outside Canada if there is a greater risk of the
data being compromised than if it was stored in servers in British Columbia.

8156 Just put as much as possible of gov business online for everyone to see. All reports (say, like
the business case model for Site C or the geological reports for Site C that said it was a good
place to build a dam), all Expense reports (for all elected officials, gov staff, gov departments,
contractors, etc), pretty much all meeting minutes.

| expect government to prize my privacy, guard it within gov systems and with laws, and bury
anyone or corporation who breeches my privacy.

8171 Maintain my data and privacy. | expect that the government does not sell any of my
information. Government does all possible to prevent and report any privacy breaches. All
data to be maintained by government in BC or Canada so other Countries canNOT acquire
my information

8186 A breach of privacy is an assault or breach of trust that individuals have a right to expect. In
today's world, data is often the most valued commodity. Privacy should be recognized.

8201 Penalties in the previous section should be commensurate with the level of the breach. Very
difficult to give a broad answer, every situation is different, penalty should fit the level of the
crime.

8306 Is this input (opinion before a decision) or feedback (you've already made a decision)

8311 Following up on the last questions businesses and government should have mandatory

Foippa training in place for all employees dealing with personal information or who might
encounter personal information in the course of their duties.

8316 Restore our privacy legislation as it was before Covid allowed the loosening of the protocols.
Strengthen what you can to enhance privacy security. Convenience is fine, but not at the
expense of privacy.
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8321 We are now well passed the crossroads where our species could function properly without
the Internet. The internet is now part of the human story, it's in our cultural DNA. We adore it.
It represents one of the most beautiful things about what it means to be human, we want to be
connected, and to be together. We need to make sure the Internet stays true to this purpose,
and in order to do that, at the very minimum we must protect things that ought to be
protected, notified with absolute crystal clear transparency where our online personas go and
immediately contacted when our data is stolen.

8326 Please protect our privacy. Do not loosen any of the laws that we depend upon to protect our
privacy.

8336 Protection of privacy should be the main goal!

8376 | do not. But, hey, thanks for asking.

8391 QUOTE - "Government holds a lot of information about British Columbians. While every
reasonable effort is taken to keep your personal information safe and secure, privacy
breaches do happen.”

With this attitude | suggest you take a second look at your "reasonable effort" and change
that to extraordinary efforts. Pretty casual attitude on your part concerning sensitive private
information which provided no comfort to me.

8396 Protection of privacy must be taken very seriously. Training of government employees at any
level must include warnings of serious consequences for any breach of confidentiality.
Nobody should ever be able to claim they didn't know it wasn't allowed! That cannot ever be
an excuse!

8426 Trust must be earned and performance of governments at all levels, throughout Canada's
history have eroded trust to the point that fully empowered third party monitoring is the only
way to proceed.

8431 In the era of the dark web and hackers most government records should be off-line not even
"air-gapped"”

8436 Personal data given to government should only be used for legitimate government purposes.
All best practices must be employed to maintain security and privacy.

8451 The people expect the government to protect any and all information that they have on an
individual and as such whoever they hire should also be protective of that information

8466 I have no idea whatsoever what information the government maintains on me or how/who
they share with. | should have this info from the government.

8476 Please send money to keep my data safe from hackers and do not sell or share it

8481 I think my participation in this survey and the responses that | have given clearly express my

position(s) about access to government information and protection of privacy in regards to my
personal and/or private information as well as every other person's in Canada...

8491 Keep our data in Canada where we can trust our laws to keep them secure

8506 Information has become a new commaodity. Personal information is "personal”, it should
belong to the individual. Collecting information voluntarily is understandable, but selling it
should be considered akin to violating intellectual property rights.

It is our information.

8511 Protecting our privacy and misuse of personal information has a cost, and is worth the money
spent to protect us, otherwise trust is broken with our government.

8526 Keep the data in Canada. Period. No excuse good enough not to do that

8546 Full disclosure without redaction, blackouts regarding government information. As far as

protection of privacy is concerned, with the advent of Covid theatre, not only is there no
privacy, there is also no free speech.

8551 My main concern is that the BC Government has used the Covid Pandemic as a reason to
use foreign organizations to hold certain data that may include my personal data. This was
done without the Privacy Commissioner clearly informing the BC public/electorate that this
was the case. | want this practice to end as quickly as safely possible as the pandemic scales
down, and | want the Privacy Commissioner and the Premier to keep the public continually
apprised of the steps take and the progress made to retrieve this date from from foreign
hands.

8556 | resent the attempt to permanently weaken Canada’s privacy laws on the back of an
emergency (Covid) that required some flexibility in applying privacy laws. Your doing so
promotes distrust in BC's current government and suspicion of your motives, not to mention
that the next time a pandemic occurs, citizens will be less willing to support the temporary use
of data - to the detriment of everyone.

8591 No
8626 important that government take citizens privacy seriously
8636 I'm a full citizen of our digital economy but I'm also old enough to remember the days when

everything was stored and retrieved on paper and in some ways | prefer to be a luddite. On
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the guestion of data residency, | strongly believe our information is safest in our own country
and Canada and its provinces must stop farming out our lives to other countries. We need to
be more self-sufficient if only to provide more jobs to our citizens

8651 If governments think they need information on people, they should only be able to keep what
affects that department. Example: driving records by the motor vehicle, criminal records by
the justice department.
Any request by another department the subject is be notified of it at time of release.

8671 Privacy is very important to me, | believe | should have control over who can see intimate
details of my life like my medical records or use of government services.

8676 Canadian's data stays in Canada! Do not send data out of the country and do not share or
store it outside of the country. The government should build it's own systems if needed.

8681 Why is Europe always so far ahead in protecting it's Citizens. We can do Better!! Think You

European Union - Data Privacy and Protection

Search domain trade.govhttps://www.trade.gov/european-union-data-privacy-and-protection
The EU General Data Protection Regulation (GDPR), which governs how personal data of
individuals in the EU may be processed and transferred, went into effect on May 25, 2018.
GDPR is a comprehensive privacy legislation that applies across sectors and to companies of
all sizes. It replaces the Data Protection Directive 1995/46.

8731 First offence for accidental viewing or allowing the unauthorized viewing of personal
information should be educated, after that face disciplinary and or criminal charges and jail
time

8761 It made sense back then to protect Canadian data by not allowing it out of the country. Given

the privacy invasions of the American gov't over the intervening years it continues to make
sense to protect our data by keeping it within the country.

8776 Privacy laws need to be tightened, not loosened. More than ever, our privacy and personal
information is under threat.

8796 Do Not let my personal information leave this country. Do not take a temporary measure in
response to an covid emergency, and then make it permanent. Data residency is under threat
in BC.

8801 Please let the only reason that my data gets into the hands of foreign governments (especially
US, China and Russia) and big business be accidental, not systemic.

8806 BC's data residency law is unique and incredibly forward thinking. It protects the citizens of

this province, and its benefits far outweigh any inconveniences it may cause. Please don't
repeal or weaken this law.

8821 The BC government stated in this survey that BC's privacy laws are holding BC back from
technological advancements. However, BC's privacy laws are significantly weaker than other
laws globally, such as California's laws and especially the GDPR. Both of these regions are
significantly more advanced than BC in technological handling of constituent data, and do not
appear to be adversely impacted by PIl handling regulation.

| request that the government carefully consider the long-term impacts of permanently
relaxing data handling restrictions, especially in the current climate where data theft by
governments and private enterprise is on a steep increase. With the digital security expertise
in private and public enterprise in BC, BC should be leading the way in developing effective
forward-looking data handling strategies, not attempting to relinquish what we already have
for short-term gain.

8826 don't let our data fly away

8836 The personal information of BC residents should not be allowed to leave Canada. This means
that our sensitive data won't be subject to the intrusion of foreign governments, or handled in
countries with weak privacy laws. It also means greater investment in Canada'’s information
technology infrastructure. And all that means better privacy protections for all of us here in

BC.

8846 Bottom line. My personal information and that of my family should NEVER | repeat NEVER
leave this country!

8856 Security and privacy of data is more important to me than connivence or cost

8881 My privacy protection must be of utmost importance to those who are trusted with my

personal information. If any organization/government or otherwise fails to protect my personal
information, that organization/government needs to be held accountable/fined/, and | expect
to be compensated for losses to my privacy, security and well-being from the
organization/government which has not protected my private information.

8886 | found Question 5 difficult to respond to. If | assume that persons are provided adequate
training by their employer prior to having access to these data sources, then my responses
would be more severe. If training and acceptance of privacy standards are not required by
the employer, then | think the punitive actions should be placed on the employer.
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8896 Don't you dare even think about storing my info outside Canada.
8916 Any lllegal activity must be punished. This is Canada, not some dictatorship.
8956 I am appalled to find out that | can find out what a stellar paid for their house when they

bought ...ie they bought it for 68,000 and are selling for 420,000. How is that information
available to the general public? (Redfin.ca). Where/how are they accessing that information.
My home is probably my biggest financial asset and | don't think purchasers should have
access to my financial info. It could have a negative financial impact to me. Or my house
assessment...why is that info public?

8971 The government is corrupt and we need full transparency and protection from them

They are not to be trusted with my personal data

8986 Please do not sell us out.

8996 Generally speaking, I'm more for stronger privacy laws than weaker. | realize that the world
runs on data and that some sharing is necessary and inevitable, but we should be doing as
much as possible to ensure that the data we provide to an entity (government or corporate) is
used for, and only for, the purposes we explicitly consent to.

This may include things like providing data to advertisers and the like - I'm not looking to end
the internet. But we, in BC, Canada and around the world, are currently in a situation where
we have little insight and almost no control over how our data is used and collected. If | agree
to let a commercial website collect my data for the purposes of implementing advertisements
from a third-party, that's all fine and good. The problem in this example is that | have no idea
what that third party is doing with my data once _they receive it. | don't have an agreement
with them. | probably don't even know who they are....

... This box is too small.

9006 Public officials need to make ALL financial and business activities for the previous 10 uears
fully publicly available including all off shore and foreign investments, businesses and
banking. All meetings with ALL persons private and professional need to be FULLY
monitored and publicized. As they are 'honorable public officials', they should have nothing
hide and more than willing to share all information with the public.

9031 Please err on the side of protecting our personal data. Keep it in Canada. Keep it secure.

During the pandemic, the BC government disabled BC's data residency law so that more
government services could be offered digitally. | understand the need for this, but | urge you
to build the necessary infrastructure in BC to avoid this during future emergencies. We must
have the capacity to offer critical services digitally while respecting data residency and
privacy. Once our personal data has left Canada, it's never really coming back; copies will
likely remain abroad.

9066 Data about Canadians for Canadians needs to be housed and managed in Canada for
Canadians by Canadians period all stop!
9081 My info should be protected. You guys complained about sharing tax info and health info.

Now It's MANDATORY to use computers. Before we could use faxes. That's more secure
because humans are directly involved. Now everyone gets hacked. It's as bad as gov
employees putting paper in the recycling without shredding. It's our taxes and you work for
the people right? It's our info you store. And you want to be lax with our data. That a
hypocritical stance. | worked with hospital data and | know exactly what goes on. The money
that's wasted by the bargaining committees and the financial bargainers with the BC gov. The
FBC does less work and just like the Quebec guy who bought breakfasts, reno’s and useless
PPE's while frontline workers everywhere in the pandemic had to pay the price while you
guys made up your minds as usual. | suffer because our taxes get wasted. What did BC do?
The Feds came up with all the financial help. The BC gov did what for my dad who's
handicapped? It cost a lot.

9111 Never ever allow private businesses to run public services

9116 The section 5 of this survey is poorly worded, or worded in such a manner to get a particular
answer. For example in matters of Land Assessment and Titles, this type of information has
to be completely open to personally information to prevent corruption in taxation....... | think

politicians and bureaucrats are stupid, gullible, highly susceptible to influence peddlers,
lobbyists, and sales pitches, especially when comes to most matters, and computer
technology is no exception.

The government should use open source software, develop there own data systems and hire
there own in house computer, IT people. The government should never use propriety
software and private corporations, especially when it comes to information services. Look at
the disgusting Phoenix system the federal government screwed its employees with,
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absolutely criminal. Personally | use a LINUX O/S on my computer, | do not use social media,
and would never own a smart phone...... NOT ENOUGH SPACE FOR COMMENTS

9156 | can't emphasize strongly enough the importance of keeping information about residents and
citizens of Canada localized, with strong protections. Delocalization of information is a tactic
employed by both corporations and governments in totalitarian states and so is knowingly
creating and distributing false information about citizens. China does this; Russia does this;
and so do states like Saudi Arabia--the US under the previous president was prone to this as
well, especially the creation of false information distributed in its own interests. We should not
join this club. EVER.

9166 I don't have the answer but preventing the hacking of data bases for unlawful gain or extortion
is my biggest worry.

9191 Keep our personal information secure and controlled by canadians on Canadian soil on
Canadian government servers. Not banking partnerships and telecommunication corporation
partners.

9196 Privacy is like healthcare. It should be universal and if the highest integrity.

9236 As with most governments globally today, it is unclear to the public just exactly what

information is used and shared, and the privacy and safety of that process is dubious.
Despite the efforts that are supposedly made, information in government passes through so
many hands. And so many of those hands are relatively untrained and inexperienced. If
government truly wants to protect and safeguard the information it gathers and uses, then
stringent measures should be developed and put into effect so that data privacy handled by
public sector individuals must be cleared by a superior and a manager before being shared to
anyone, thus safeguarding the privacy by having a chain of authorization to guarantee it.

9241 Make our privacy laws stronger and give them teeth. There is no excuse for weak privacy
laws.
9256 Privacy is particularly important for marginalized or vulnerable populations and government

needs to understand and protect them as much as anyone else. For instance, people using
shelters or experiencing homelessness should not have that info available to health providers
or others as the discrimination and stigma that results from that is significant. Yet there is
much less privacy given to people who are experiencing homelessness.

9261 The last question was too vague. | could imagine scenarios in which either greater or lesser
penalties should be given, according to actual circumstances, not just the general
circumstances provided in the question.

9316 Trying to access government information online is like getting the runaround. Doing a online
search takes you to a page that tells you to go to another page, that tells you to go to another
page, that takes you back to the first page. Trying different links take you to larger or smaller
loops, until you often have to phone someone just to find the hidden link to get you to the
correct page. Until that sort of think is cleaned up, | don't have a lot of faith that the
government can handle online information effectively or safely. But that doesn't mean the
government should go outside Canada with our information and services.

9326 We need to keep all sensitive information safe and in Canada. There should be a gap
between safe storage and connection to the internet. That would be full backup storage.
9346 The law should differentiate between people and organizations (government, business,

education, religious). Organizations should be more transparent and should not have the
same privacy protection as people.

9396 The public elects government officials to assist the electoral public who pay the gov't officials
wages - government was not elected to control charter freedoms such as gathering, travel,
freedom of speech etc or to give Hackers access to private information.

9416 Security of our data must lead all other considerations when it comes to personal information
held by government. More resources should be dedicated to FOI requests so they are
handled more quickly.

9421 Once a leak has happened, the information is public forever as it is passed on from one
digital portal to another.. Protection of private information is essential in a world that has
become Techno cratic. Anyone not connected to internet service in some way today has
become a luddite, someone not able to receive services or deal with work or school issues as

needed.

9431 Keep Canadian data in Canada! We are seeing the abuse of data, hacking, identity theft, and
ransomware, increase in the digital world. It's your duty to protect citizens from these undue
risks.

9441 A persons private data is just that private, any corporation, government agency that has a

data breach should be fined heavily and have to install proper data security procedures.
Companies prefer a fine over the cost of installing and maintaining effective data security.
The cost of the fine should exceed the cost of installing and maintaining data security, not
just a slap on the wrist. We will never get true data security until the consequences outweigh
the cost of doing business as usual.
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9496 Using the latest technology is fine, so long as the data is hosted in Canada and jobs are
created in Canada to implement and manage the technology, monitor security and
operations, and provide services. We should never, ever outsource to non-Canadian
jurisdictions these types of projects or infrastructure.

9526 Yes | want to know how Bonnie Henry was able to access my health information and use it to
persuade me have an experimental vaccination!

9536 My information is not for sale, to be stolen or misused, and the government has a
responsibility to ensure that any data they collect is kept in Canada in a very secure manner.

9546 There is a benefit to demonstrating a strong commitment to government protection of

personal information and privacy. The greater the trust, the greater the willingness of people
to share relevant information, thus the more useful information the government has to work

with.

9561 Please do not dilute the limited protections we have had. We need stronger data protections
and governments need to be more accountable via FOI.

9571 | am extremely concerned at the prospect of private information being shared with other
countries. Confidential Canadian data should be kept in Canada.

9586 Consent is extremely important and we have a right to a certain amount of privacy related to
private, personal information. We are not assets to be sold or traded to benefit a business

9611 When it comes to discipline people only take note when you talk to their wallets, that is, they
suffer a monetary penalty. The penalty needs to fit the crime.

9626 Several of these scenarios require "it depends” answers and could need higher penalties. |
marked the lowest penalty that | thought appropriate.

9631 | am concerned with the lack of discussion of algorithmic transparency or accountability.

These are principles that we, as the subjects of automated decision making, should be able
to understand the basis on which the software makes those decisions about us. The problem
with secret algorithms is studies show that not only are they unreliable - only a little more
accurate than a coin toss - but they also contained significant racial disparities. Without
knowing how the algorithm was made, it's impossible to understand where these disparities
come from. If government agencies are collecting large data sets in order to create algorithms
to help shape their decision making and delivery of services, it's imperative that the
information going in is the right information - otherwise what comes out has little to no value
and might even be harmful to the individuals affected.

9636 Please keep our information in Canada!

9646 With respect to the previous guestion,| believe penalties should be in accordance with the
severity or complexity of the violation so that blatant offences are penalized more harshly. My
experience is that FOI has had a detrimental effect on the integrity of key decision makers.
Many decisions are deliberately not stated in writing because the initiator doesn't want to later
be held accountable through an FOI search. This erodes the confidence of the public when
there is no paper trail to properly evaluate issues and their impacts.

9671 If info of BC residents must be kept on line...make certain that security is the best available.
9686 Prevent hacking at all possible efforts...
9706 Government websites are notoriously poorly constructed with inadequate support to the

customer---most of it is to limit direct contact with the Public rather than to promote it. Public
Service is just that ---service to the Public. How many Government Buildings have no
Reception Centres so that the public can access direction, information and problem solving
directly?

Whose convenience is being reinforced here? The Public or the Worker?

9736 In Section 5 above, potential breachers of privacy are all called only "someone.”
Corporations and government bodies should be held to much stricter standards and face
much higher penalties.

9741 All personal health information on all Canadians must be returned to each Canadian
individually, The government should not be allowed to store on a database, hold, track or use
an individuals health information without an individual consent for that specific situation, visit

All individuals should be able use their health care card for any health care provider in
Canada not only at a Canadian health care facility, since they have no ability to prevent
disease, no ability, cure disease, only manage disease, and create long term health issues
and addictions!

9756 The FOI system is dangerously slow It is hard to believe that it isn’t deliberately so.

9766 Keeping Canadian's data in-country is the only way to control it effectively. Otherwise, we
leave ourselves open to foreign governments, and actors, having unauthorised access to my
most intimate online data and having to depend on outside forces for security. That is just not
good for Canada and its citizens.
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9781 Please do not allow any of my personal information to be stored outside of Canada

9826 | really feel that transparency in government is important but | also feel that citizen's private
info should always be treated with utmost security.

9831 Fines are there to help recoup cost.

In practice, fines just mean "rich people can do this and poor people cannot".
The proper response is educational or remedial action

9836 Providing personal data to the Government is normally not voluntary. This should put an
added onus on the Government to keep that data secure and not allow it to be misused by
either Government employees, accessed by hackers or utilized by foreign governments.
Allowing the transfer of any such data to a non-Canadian entity, either inside or outside of
Canada is reprehensible and a breech of trust.

9861 | am very concerned that privacy laws will be eroded. | feel that this will be very bad for our
communities and our country. An individual's privacy is very important in a free and
democratic society.

9866 give everyone a long form of their birth certificate without cost

9876 Foreign agencies, including their representatives whether in business or government should
be banned from ever having any access to the information about citizens of this country.

9886 While | recognize that this is likely a federal responsibility, pressure from the provinces to

implement stronger security regulations for increasingly ubiquitous networked technology (the
so-called Internet of Things, e.g. smart speakers and appliances), including requirements to
fix reported security issues and distribute those fixes, would be most welcome.

9901 Please maintain and strengthen information residency and privacy laws in Canada.
Information residency and privacy laws form part of the bedrock of culture and laws that allow
democratic institutions to function and thrive.

Weakening these laws inevitably lead to the weakening of our institutions and legacy of
democracy in the long-term and tilt us ever-more towards authoritarianism and social
destabilization.

9906 My biggest concern is that foreign corporate or government interests will be able to access
my information if it is handled offshore.
9916 In the last section, jail time could also be warranted depending on the severity of the breach

and if it is a repeat offence.

Keep our data secure and within Canada.

9926 No business of any government should ever be "redacted" or criminality covered up. If there
is no wrongdoing, there is no need for redactions and selective omissions of what should
ALWAYS be PUBLIC information and documentation of government actions, and there
should be NO impunity from prosecution by officials' colonial classist complicity with
capitalistswhile in "public" office.

9941 DO NOT SHARE data from or about Canadians with ANY OTHER foreign government.
INVEST in our own infrastructure.

USA systems. Hell, is this survey even secure? | have doubts.

9956 Bring back BC's data residency law, we've seen some of the biggest companies in the world,
like Microsoft and Amazon, invest in creating data centres right here in Canada. Without BC's
data residency law, these investments might not have happened, and all of our sensitive
personal information would be subject to the intensive surveillance enabled through
legislation like the Patriot Act in the United States, or potentially even worse treatment in
other jurisdictions.

Thanks

9966 | think it's important that Canadians data stays within Canada, given the high rise in data
breaches worldwide. People have little to no recourse when their data is breached, sold,
stolen or accessed improperly, once the data is loose, there is little that can be done. Keeping
our data within Canada means we should have more control over this.

9976 While there is a balance between privacy and access, itis NOT a zero-sum issue. Should a
person caught using personal information for unauthorized purposes be treated differently
than someone that leaks the provincial budget before its official release or provides access to
a secure facility? While there are obviously issues of degree, the infraction would feel the
same to the person(s) affected, especially if they were not informed about the incident and
were then to suffer a personal loss as a result.

10006 I would like to see the Government of BC hold tightly too any information which is private. It
should not be kept on databases housed in other places.
10026 Canadian citizens' information should be safeguarded and protected from security leaks.

Hackers, corporations and governments looking to profit from it.
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10041 s.22

s.22 . It was an error as were many of these
letters that were sent out coercing people to get jabbed against Covid. What was Fraser
Health or any other Health Authority doing by going through their databases to identify such
citizens? Where is the privacy? My understanding is that medical records (s.22 |are
to be kept between the MD and the patient. If the MD felt it was important for their patient
then certainly they would have that discussion. The government needs to stay out of it! So
there we have it, our government breached our privacy protection. Will anyone suffer any
consequences? You infer that people should have some sort of penalty for breaching
privacy...wonder what those penalties should be for those who engaged in the
aforementioned privacy breach?? Perhaps you could publish an answer in your follow-ups to
this survey?

10056 | find the attempts to use the pandemic to push a weakening of our privacy extremely
disturbing. This is not the right way to approach things, and selling out our people's privacy
and information to corporations for digital convenience is inexcusable. The government must
continue to ensure BC remains the best place for protecting data integrity, and must stop
cutting deals with private corporations looking to access our data.

10171 The government cannot protect my data if it is stored on a laptop or on a server that is not
local.

10181 Personal info. of British Columbians should not be allowed to be accessed by any foreign
entities.

10186 The privacy and security of the personal data of British Columbians is critically important.

Please do not compromise this in the name of innovation. We can be innovative in BC, and
we can encourage technology companies to invest here.

10196 Thank you for creating this questionnaire - it covers important topics that most
companies/governments would not ask the public about.

10216 Canadians information should remain in Canada. Data residency laws should be upheld and
maintained.

10226 It is absolutely critical that all data about me be stored in Canada, where | have some legal
recourse to deal with any incident of missuse of my data.

10266 Security and accuracy of government services is most important to me.

10281 The list of what personal information is considered most sensitive did not include

"Membership or other support for advocacy NGOs" . | consider this personal information very
important to keep private and secure.

10286 Given the immense power government has over citizens, it must make itself fully responsible
in protecting against fraud, commercial misuse of personal data, and political misuse of data.
This includes the inappropriate access of citizens’ data with foreign governments.

10291 Stop using covid as an excuse to sneak through undemocratic policies

10321 | would not want the US government or other countries to have access to my personal
information because they have different values and have too much power.

10336 | do not want my personal information stored outside of Canada!

10341 The government should not use the COVID 19 pandemic to push through slacker privacy
protections. We need stronger privacy protection, now more than ever.

10346 Any government employee that misuses my personal information should be not only open to
court law suit but immediate termination with added jail time where applicable.

10376 Any company that collects personal information and fails to keep it secure, either through not

wanting to pay for the best security or keeping up with the best security, or, failure to do
diligence, should lose the right to collect personal information for an appropriate time (eg.
One or more years or permanently) even if this means a collapse of the company. Only this
will incentivize companies to take seriously the need to act responsibly. As far as a company
collapsing, in our democratic capitalist society if there is a need for such a company the gap
will be a business opportunity that will be filled.

10381 please be extremely diligent in protecting the provinces data

10396 Do not abolish the data residency law

10406 Yeah, whatever.

10426 Please don't use out-of-country data storage facilities for the personal information of BCers.
10451 The Pandemic was a scam to begin with. Now stop using the scam to further control the

people of British Columbia. The government has become a mouth piece for WEF (World
Economic Forum), Agenda 2030 and Big Pharma. Stop lying to us and do what's right for the
people who have put their trust in you. COVID-19 was created to sell the highly questionable
"Vaccines" that are killing and injuring thousands upon thousands. In the US alone there are
9048 deaths (as of July the 2nd) recorded in the VAERS database (and historically only 1%
of adverse events are entered in that database)

https://medalerts.org/vaersdb/findfield.php? TABLE=ON&GROUP1=AGE&EVENTS=0N&PE
RPAGE=100&VAX=COVID19&VAXTYPES=COVID-19&DIED=Yes.
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In Canada injuries and deaths from Covid "Vaccines" submitted by doctors are being rejected
by health authorities. Why?

The BC government has already betrayed us with the fake pandemic. Now stop using this
fake pandemic to sell our privacy.

10461 someone who illegally uses personal information should have any profits taken away and
percentage of yearly profits based on size of business used to determine the size of the fine
10481 Our personal information is personal information and should not be shared with any other

government, institution, organization, individual or any other similar bodies. It must be kept
confidential and should only be released by the individual that the information pertains to.

10491 BC residents should be guaranteed privacy protection of their personal information, with clear
consent given by the residents on the use of their data, not in complex legalese, but rather in
a way that all can understand. It is the same interpersonal courtesy of maintaining
confidentiality unless granted permission by the person to share their information.

10536 Do not permit personal information in government databases or other databases containing
personal information to be removed from Canada. If we are falling behind because of this,
find another way around it.

10541 BC is the only province in Canada that has a data residency law.
| strongly support this law.
| want the BC Government to end the temporary disablement of this law.

It is an accountability issue for me, at the next election.

10551 Strengthen laws to protect privacy! keep our personal information IN BC!
10566 Let us please keep the Government governing and not "Big Brothering”
10571 The penalties for privacy/security breaches all depend.

There's a difference between looking up info in a government database of a friend if the friend
asks and looking up the info of a friend for a malicious reason.

The fining system should also be changed to be based on proportionality of income earned.
An example would be a fine of 1% of earned income ($500 for someone making $50,000 a
year, $1,000 for someone making $100,000. This would also then naturally match inflation.
Far more fair than a fine of $5,000 regardless of what the person earns.

| also want to stress that data residency and security should be the most important things.
Many companies are only putting data servers in Canada due to government requirements.
Making those more lax would mean we'd be reliant on data servers in jurisdictions with fewer
rules and safeguards for personal information.

10601 Keep Data hosting as close to the source ie as local as possible. | don't want to see data
hosting for provincial matters outsourced outside the province.

10636 The government of BC temporarily suspended the Data Residency Act during COVID-19.
This Act protects the data of BC residents and should not be changed.

10661 Adhering to the spirit of the european GDPR is what Canada should strive for and possibly
enforce in terms of privacy.

10671 The Penalties section of this survey includes language that attempts to separate accidental

from deliberate breaches. This needs to be better refined so that penalties for intentional
breaches (for personal or other gain) carry proportionate penalties.

Moreover, governments (including elected members' offices) too often engage in the
deliberate destruction of documentation (both paper and digital) or failure to document at all.
More education, regulations and oversight are needed to ensure that accurate records are
kept (and made accessible to the greatest extent possible).

10681 support for data residency and other strong privacy protections in BC and Canada

10686 What privacy??7??

10691 In the balance between privacy and convenience | opt for privacy

10721 too long.

10741 | believe that personal identifiable data should be kept in Canada and protected. It should be

possible to use services from global providers if necessary by deidentifying that data and
only unmasking g it one it's safely in Canadia jurisdiction.
10751 Data services for all public sectors SHOULD be hosted in BC.
Data services for all public sectors MUST be hosted in Canada.
No exceptions.

If a service isn't available in Canada, that's a golden opportunity for a Canadian business!

10781 Keep our information in CANADA, preferable British Columbia. Now is NOT the time to play
with our data!
10786 Protection of privacy is important and we rely on government to prevent unauthorized access
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to and use of our personal information. Thanks for taking measures necessary to uphold this.

10826 We put our trust in the government data bases, they should not be "sold" to the lowest bidder
for safe keeping.

10841 privacy and data security is of the utmost importance.

10861 No one should be able to share my information with anyone without my consent

10876 Most important to keep our information here in Canada, not in foreign location

10881 The previous ranking system did not offer enough nuance. For starters, the punishment

should often reflect less about whether or not someone knew they were doing wrong, and
more about the harm caused. Ignorance of the law is no defence for breaking it, especially if
one reasonably ought to have known better. But here too, the devil is in the details - no broad
strokes are going fo cover it.

Furthermore, | think a combination of punitive measures is often appropriate. An employee
who breaches privacy legislation (particularly if there is harm done, and particularly if the
action was wilfull) should definitely face disciplinary measures, but a fine and/or jailtime might
also be appropriate, depending on the circumstances.

10886 As soon as you use any tools outside of what is directly in control of the government,
particularly using large-scale companies you lose the power of oversight and have to be
entirely dependent on, more or less, the assurances the company gives you about their
security procedures. If the sensitive information of British Columbians is stored on services
that are based outside of our jurisdiction, all it takes is one data breach in any of these
companies for our private information to be leaked. These sorts of things happen constantly,
and with the biggest and most well-known of corporations. As long as BC hires the correct
security experts and keeps things local, it's not as worth the effort.

Side note: The question about ranking in order the importance of various privacy things was a
strange way to ask about it. | wouldn't rank the top 4 or 5 of my responses, | think they're all
equally extremely private matters that should all be protected at a very high level of priority.

10906 Fines should be much higher for corporations and jail time for corporate executives for major
abuses of privacy.

10916 Make it easier to find and contact appropriate people/agencies about concerns.

10921 These acts of violence, injecting poisens into human beings is a criminal act of violence

against Humanity with no disclosure nor informed consent.

No right to consent was provided, the media is guilty as the one poking the innocent in
informed living being receiving the jab.

10926 Just fucking stop it, jesus christ. Stop. Let people have their privacy. Fucking STOP.

10931 | do not like the idea of our information being on-line as there are too many ways for it to be
hacked, lost, sold etc. | know that can also happen with the old fashion way of doing things
on paper but | feel that there is a lesser possibility of a paper theft then an on-line theft. Also,
there are too many companies as well as our government that seem to think that everyone
has a computer and or a cell phone. Most of the people | know do not have access to a
computer nor a cell phone and we feel that it is rude for various companies and the
government to assume that the majority of people have these luxuries.

10961 Keep it local and secure.
Stay in BC and Canada.

10971 The bottom line here is that privacy is very important and should not be violated no matter
what, especially if it will end up being used for personal or corporate gaint or financial profit.

10986 Stop reacting. If your ashamed of it don't do it.

10996 Don't use Covid as an excuse to undo the privacy protections BC citizens have a right to. No
other government should have access to our private information.

11006 Questions seem biased, aimed at misguiding responses, especially last Section 5

11026 | am absolutely against storage or sharing of personal citizens' data outside of Canada under

ANY circumsytances.

| see no reason why, if it is an offence under law to do something (such as access or share
personal data) that someone should not be prosecuted under the law. It is what laws are for.
The more serious the breach of trust the more severe the penalty should be. The exception
may be an inadvertent offence. However, following education, a second breach should be
treated as intentional and prosecuted under the law.

11036 The last question on penalties should have allowed more than one selection. Culpability and
intent and the consequences should determine the scope of the penalty e.g. perhaps should
be suspension and a fine. Depending on circumstances court action may also be
appropriate.

My father's generation went through WWII and he didn't ever volunteer any information to
anyone that he didn't think was necessary. He fired a bank who took the money from his
account without permission to pay a credit card bill. | was asked what his occupation was
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when filling out paper work for University and he said 'Director’. | said 'Director of what?' and
he replied 'they don't ask that'. And they never did. With modern technology the risk to
information is far greater but attitudes are more lax. | was once asked for my SIN to get a
store card, and refused. Government has to take a harder line on behalf of those of us who
are unaware of the extent to which breaches can be exploited, and damaging.

11056 The Office of the Information and Privacy Commissioner has become a farce. It steadfastly
refuses to address virtually all issues concerning accuracy of information--resolving such
issues by allowing patently untrue information to remain, and allow the public body to
annotate a file instead. When such information is in dispute, and the public body is placed in
the position of then weighing such information to decide a right, the untrue information that
the public body has placed in its own records tends to prevail. The OIPC essentially allows
public bodies to create untrue realities in this way, and allows public bodies to be
unaccountable with such useless enforcement of the FIPPA. Public bodies should deal in
truth as much as possible, and not be enabled, themselves, to change a truth.

11061 Maintaining (and not disabling) the data residency law is imperative so that our sensitive
data won't be subject to the intrusion of foreign governments, or handled in countries with
weak privacy laws. It also means greater investment in Canada’s information technology
infrastructure. And all that means stronger privacy protections for all of us here in BC.

11071 | believe that it is essential that personal information should only be provided with a persons
informed consent and only on a need to know basis.

11081 Fines are not a deterrent when the gains are potentially in the millions. Jail time or criminal
records in all cases are warranted for intentional breaches.

11091 store stuff in BC.

11111 There exist people in the world that enjoy technology for the sake of simply figuring out the

best possible solutions. Find people like that. Do not find people that just do bare minimum
'learn a cloud provider stack and hope for a big paycheque'. Those people have no real
skills, do not understand the fundamental ways that computers and networking exist. We
need to fight back against the rewarding of lesser knowledge.

Just because something works doesn't mean it is the best way to do it. | believe this fits
many cases in life. The first solution is probabably not the best solution. Obsession over total
bottom line expenditure leads to degradation over time. | prefer my government to spend a
bit more to stay autonomous, than allow cloud providers with spotty stability and/or security
records. Cloud providers do not care about information security or loss.

11156 The duty to document is an important way to maintain citizen oversight of their government.

11161 There is no such thing as "acceptable sharing of private information". A judge should so
order it, by name and signature, or it doesn't happen.

11186 If Canada is still a nation state you have to rapidly do your job and repair the serious damage

of not protecting borders against illegal immigrants, or foreign power economic and political
interests; stop spending gov resources on favoring some (for example from 10 sizeable
minorities why only Chinese & indian dialects are provided At icbf, wotksafebc, etc) ethnic
immigrants with any service in their foreign maternal languages while fairly and efficiently only
provide it in official languages (en/fr) which they should learn if chosing to reside here, for
practical and respect of BC and Canada

11191 It would be nice if the OIPC would be more helpful to local governments when we are seeking
clarification and assistance. The more information we have the less files go to them.

11206 Privacy of our data is very important to me and | think an important step of preserving that is
keeping the data at home. Thank you for asking opinions.

11246 Government is in place to protect the people

11256 | think the legislation needs to be modernized and harmonized with other leading FOI and

privacy legislations, such as GDPR for privacy obligations. Also, not all personal information
is the same givenb how broadly it is defined. For example, sensitive health information (which
was the reason why the restrictions on storing/accessing personal info outside Canada was
brought in) should not have the same requirements as personal info used for system
authentication purposes. | also think that the commissioner should have the ability to levy
fines that do not require the crown to charge an individual. Public bodies should also need to
prove they have a program to proactively protect personal information.

11261 Canadian's private and personal data must not ever be allowed into foreign hands or foreign
companies.

11271 Privacy is more and more challenging so steps should be taken to protect it. FOI needs to be
more than gestures.

11286 PLEASE bring our data back to Canada and keep it here!

11291 Mostly - the level of security used by the government institutions

11366 I regard all personal information - however and whenever generated (including retroactively

acquired) - to be to be my property, exclusively. As such, | grant zero permissions for the
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gathering, storage, use and sharing of those data without express consent from myself. Any
such permissions are limited-term (timed) approvals, after which time access to those data is
once again comprehensively restricted. Penalties for breaching that privacy need to be
severe and punitive - financially and legally - to violators. Persons managing those violators,
including senior management, need to be held equally if not more substantially accountable.

No exceptions.
11386 No further comments
11391 My personal information is MINE, and MINE ALONE. | do NOT want any /every Tom, Dick

and Harry being able to access my information legally. A hack is a different story.. and
please, put in stiffer fines for people. some fines are so low, that the reward for hacking
greatly outweighs the slap on the wrist.

11411 thanks for asking!!!

11431 The greatest concern would be the intrusion of the laws and practices of another country in
the management of our private information. The idea that the data is kept here in this country
seems to be a good one. And with the technological expertise available here, it should be
possible to provide online services without going outside the country. Cost is a consideration
but data privacy of your citizens is more important.

11436 Keep BC data in BC, apply privacy laws to companies and political parties- politicians should
follow strict rules same as the Googles, Facebooks, Microsofts, Apples should!
11441 FOl is an important service, and taxpayers should have the right to access information on

how the government is behaving. That is part of accountability. However, in terms of
personal date, the government has plenty of data on its citizens, and there is always the
concern that the data could be combined with other information from other sources for
unlawful purposes or purposes for which it is not provided. This should not be allowed. Data
should only be used for the purposes for which consent was provided.

11446 The protection all all personal information is critical and this should not need to be ranked as
if the protection of some information is not of importance.
11461 The previous guestion (section 5) is difficult for me to simply choose a level of punishment, as

these breaches should be dealt with differently depending on the circumstances, and who
was breaching. | believe corporations and service providers should be held accountable with
the highest punishment.

11466 Please keep the BC residency law in place as you have done through the pandemic, do not
weaken our privacy laws, just because things are improving with the pandemic.

11496 Government Bills should be published for all to be aware of before they are passed.

11581 in this surveillance society where we are being filmed and watched so frequently, the

protection of privacy is of the utmost importance. Finding out what information the
government may have on me is of the utmost importance. There have been many
governments around the world that spy on their citizens for no good reason. | want my privacy
protected and i want the right to find out what information the government is keeping on me.

11601 Timely and honest access to government information is a bedrock requirement in a
democracy. Delay, dishonesty and deterrence through high fees in response to access
requests militate against good government.

Protection of personal information is a challenging task in a surveillance society driven by
social media, but government should be doing all it can to protect personal privacy (and at
least as actively as it often protects corporate privacy against the public interest).

11616 If and when the current laws and regulations do not greatly reduce or eliminate breached data
events, then those laws and regulations are not being effective and/or protected by design.
As such, quick acting and effective changes must proceed. The government has the unigue
ability to step in as and when required to safe-guard its citizens and BC/Canadian businesses
information. This of course includes information that the government may have that is
collectively owned. We don't need more big-brother - HOWEVER, just as police forces and
the military have a mandate to protect, government components must constantly and actively
protect information and privacy of those it represents and serves.

11621 s.22
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11626 Please insure that my privacy is maintained and that the Privacy law is reinstated

11631 Personal privacy is crucial to ensure citizens are protected from being exploited and harmed
by governmental offices, corporations and other individuals.

11651 While | understand that using out-of-country providers to house information may be more cost-

effective, | strongly feel that our own data should reside within our own country. There is a
slippery slope which we have seen politically across our southern border, which shows how
guickly things can change in other countries. Canadian data should reside IN Canada.
thank you.

11661 At this stage, an independent body needs to investigate each ministry, crown corporation,
with a checklist of what should be provided without asking, what needs to be in annual
reports comprehensively so as not to trigger a FOI request, since ministry and crown
corporations appear to be viewing FOls and supplying comprehensive data as onerous on
their time and finances rather than this is an expected procedure in a democratic government.
There currently exists an inherent contradiction in our so called open information system, and
this survey confirms it.

11666 Even with the help of the FIPA and the OIPC some government organizations tend to think
they are "above the law" by losing or destroying important documents with regards to our own
Personal Information in order to protect themselves and their organizations. This seems
highly corrupt and illegal as | have personally experienced these actions against my person
numerous times in the past.

11676 any measures taken to allow the disclosure of personal information outside of canada in
response to the pandemic must be temporary and these measures must be repealed
immediately. there are many reasons why housing data outside of canada should not be
permitted and it is imperative that this continues to be standard practice within canada. as
new tools were utilized to ensure citizens stayed connected in this digital world throughout the
pandemic, determining the security of the world's systems being used should be a key priority
for canadian governments. many of the popular tools used around the world would not meet
proper standards to ensure that personal information gathered to use the tool will not be
accessible or hackable or sold/shared/disclosed. government should be ensuring citizens are
more cyber savvy and more transparent about its own laws and data uses.

11691 Privacy is crucial, and needs to be prioritized in the digital age.

11706 Do not even consider storing Canadian/BC personal data outside of Canada. Such an action
would be a serious privacy breach to do so. This is not an option.

11761 please keep the data residency laws in bc

11776 This is really exciting, | really like how well protected we are here in BC compared to our

counterparts in Canada, and below in the USA. | think open disclosure for any sort of
breaches of government system should be reported and transparent with appropriate follow
up, re: LifeLabs breach resulted in what sort of restitution for the company?

11791 With respect to the previous question, for any individual who has the authority to access
private information, ignorance is not an excuse to abuse that privilege!

With respect to an earlier question that | did not respond to, my rationale for not responding is
that | am not prepared to pick and choose what types of information (e.g., health vs financial
vs employment, etc) are more or less of a priority - these are ALL PRIVATE PERSONAL
AND CONFIDENTIAL DATA AND ALL NEED TO BE KEPT PRIVATE, CONFIDENTIAL,
AND OUT OF THE HANDS OF FOREIGN GOVERNMENTS OR ANY CORPORATIONS!

This survey and indeed, the fact that the Horgan government is even entertaining permanent
changes to the residency of personal data of BC residents, has been undertaken in an
underhanded and secretive way, and at a time when BC residents are still distracted by the
pandemic, now another horrific wildfire season. The optics are that the NDP are trying to
sneak through the proposed changes before anyone notices.

11796 Keep all my personal government information private and safe.

11821 | think there needs t be better ways of handling of files. There quite often are breaches in
security because someone has a briefcase with work files. Perhaps that should be something
that's not allowed.

11836 Balancing all the priorities is tough, but data being protected in BC or at the very least
Canada is in our best interests too.

11841 Data residency requirements must be protected. Preferably in BC, or within Canada at a
minimum.

11846 Keep the records in Canada

11891 Please give the Privacy Commissioner legislative powers to compel governments,

organisations and NGOs to provide information or exact significant fines for late compliance.
Keep the personal information of citizens in the province/Canada. Please, help us to
safeguard our information by writing legislation and laws that clearly define and protect the
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individuals privacy.

11901 Keep our data secure in Canadian borders.

11911 Just that the protection of privacy and access to information should be an absolute priority.
11916 Please keep all of the benefits offered to BC people through our right to data residency.
11941 BC's data residency laws help to nuture IT infrastructure in Canada. It also assures British

Columbians that our sensitive data will remain protected by the laws of our own government,
in which we have some say. It's not an either/or question; it is entirely possible to advance
digital innovations in government services while maintaining data residency laws. If this
government removes the protections that data residency laws provide British Columbians, it
is just a matter of time before we face high profile controversies in which our data is accessed
by foreign players--leading to erosion of public trust in online/digital government services.

11946 In recent years an ever increasing portion of our activities and interactions as citizens have
been moving online. This trend will not just continue but is expected to accelerate in years to
come. Effective protection of our online identities is as important today as counterfeit -
resistant government IDs were 50 or 80 years ago. The nature of digital technology has
increased the "attack surface" available to hostile or deceitful actors by orders of magnitude.
Compromising based on cost or delivery speed is an ill-advised strategy; the negative impact
that any potential data breaches have on society far outweighs any short term benefits.

11956 In the nearly 20-years that BC has enjoyed our data residency law, we've seen some of the
biggest companies in the world, like Microsoft and Amazon, invest in creating data centres
right here in Canada. Without BC's data residency law, these investments might not have
happened, and all of our sensitive personal information would be subject to the intensive
surveillance enabled through legislation like the Patriot Act in the United States, or potentially
even worse treatment in other jurisdictions.

11966 Please keep alll our digital information athome or at least in Canada.

11971 It is very important in this era of increasing data breaches that the government take every
precaution to guard and protect our private and sensitive information.

11981 Government information should be as easily accessible as possible while protecting personal
privacy.

12011 | think that there should be more educational opportunities from the OIPC and that data
residency should align with federal rules

12036 As noted earlier, the government should consider ways that it can encourage the

professionalization of information management and privacy work, and also how it can
promote a more standard experience in freedom of information for requestors.

12096 Nothing here specifically about RCMP sharing information to corporations domestic and
foreign to advance premiers anti environmental stance regarding his support for old growth
forest destruction, pipeline construction(Ing) and site C damn.

12111 Hoping the reason of privacy issues can be done in a justifiable, reasonable way unlessiit is a
national security risks.

12116 Havana Syndrome

12121 The government keeps too much information secret. Requests would not be necessary if

more data was published in the first place, i.e. government member's expenses. There are
no questions here about the duty of government to document. That should be a priority; duty
to document plus making more info available without the need for requests. It is disturbing
that the government exempts certain government bodies from FOI.

The trend | see is the government making it harder to access government information by not
being open in the first place and then stonewalling requests with refusals, delays and
redactions while at the same time requiring citizens to give up ever more privacy.

12156 We have no choices. Someone who is not elected can make us do anything they want with
the blessing of the present government. With everyone saying the exact same thing is a
script for the government to do exactly what they want to the citizens. We need politicians
who are honest and truthful that we can vote for. Everyone no matter the party, at the
moment, is standing in the same line and reading from the same script. How can we trust
anything that comes from government? Anyone who has a differing opinion is silenced and
fired if they don't change their opinion. Under communism or any other ism there is no
necessity for large numbers of politicians. Do the politicians even realize that most of them
will be out of a job? What is more important money or truth. We can already see that
everyone is choosing the money. |s the last question so that they know where the most
decent is so that they can treat them to more punishment.

12166 Jets just get back to the offices, so | can go in and speak to someone if | need to. This
dragging of feet is ridiculous, when stores have been open thru the whole process.
12176 Thank you for taking privacy seriously. The tension between free flowing information between

services and the right to privacy is tricky to navigate.
| would guess that you are aware of their initiative, but the Estonian government has
implemented some exemplary policies and practices when it comes to their citizen's privacy.
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12196 This survey doesn't address many concerns. See F..P.A.'s concerns, for e.g. Many sets of
records could be opened to public inquiry. This would reduce the govt workers workload &
the time waiting for responses.

12201 Clients submitting requests should have information shared and next steps
Communication should happen regularly
12211 Data privacy has become the most important issue in the modern digital world. If data is not

secured properly, it can and will be abused and used for profit. We should keep British
Columbians data within BC, and secured with the strongest security available, so that it
cannot be used and abused by corporations or foreign governments.

12216 keep BC citizens' data in BC. End the temporary suspension of the data residency
requirements NOW. It may be more costly but is incredibly important to keep our data in BC
12221 I think in some cases a fine or charge AND disciplinary action would be a good idea. The

threat of losing your job would seem to be a good deterrent, but might not dissuade some
people from breaching data privacy. If someone's motives are to whistleblow on unethical
practices within a department, that is a different matter and, though i am unfamiliar with any
whistleblower protections offered in BC and Canada, whistleblowers need to be protected.

12236 Too many agencies within agencies, and thereby causes confusion and delays especially in
British Columbia, where all head offices are in Eastern Canada
12256 | would prefer that the BC government re-instates our data residency laws before trying to

dilute or strengthen them. The Pandemic should not become a gateway for an unnecessary
policy change. One of the thingsl am proud of as a BC resident is our data residency.

12261 Why is this survey even needed. Just re-instate the pre-pandemic rules and keep our data in
Canada. Some of the questions and the format in which they are presented in this survey,
especially those in section 2 are disingenuous. Some/all of the choices are as important as
the others and the ranking system in this survey does not reflect that. This leaves those
analyzing or presenting the survey wide latitude in their defining the survey respondent's
answers. This brings the survey and its results immediately into question.

12271 Protect people's privacy and stop making the poor pay for everything.

12281 Every organization from governments down to NGOs must do their very best to protect the
privacy information they hold.

12286 We do not believe that every business reason should excuse someone using a government

database to look up personal information. There should be a penalty for public employees
who deliberately delete information and actively interfere with FOI requests is necessary and
long overdue.

Missing from the survey is any consideration of the duty to document.

Itis time for a mandatory and consistent duty to document that applies to all public bodies
with independent oversight and enforcement similar to the OIPC.

While happy to see engagement on FIPPA, We note the previous recommendations by the
Special Committee to Review the FIPPA have not been acted upon by government. This
despite time substantial time effort resources and goodwill by members of the legislature and
the public. Consultation should not take the place of action and Government should act on the
recommendations from the legislature and its all-party legislative committees.

12311 The need for privacy is an absolute. It requires the full protection of the law. When information
is required to be provided to government by mandate or as a condition of receiving service
the guarantee of privacy should be beyond question and enforcement should be rigorous.
Housing such data outside the country exposes it to access by others with no direct
accountability to the owner of the information. It also makes its protection on the regulation
and protection of foreign authorities. | am completely opposed to any such arrangement.

12341 Make it easier to access! No one will use it if it's not easy and obviously accessible

12346 As an information security professional, these safeguards help keep Canadian and BC
residents safe. There are ways to review modernizing changes to these regulations without
weakening controls that protect our safety and privacy.

12351 In terms of the penalties proposed in the last question---my answers might be different
depending on the type of information and who shared it and why.
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Summary for S7Q14

What best describes how you are responding to this questionnaire? | am responding as a:

Answer Count Percentage
Representative of an commercial or non-profit organization (A1) 37 2.07%
Interested member of the public (A2) 1591 89.08%
Representative from a local government (A3) 42 2.35%
Representative of an Indigenous organization (A4) 2 0.11%
Representative of a First Nations government (A5) 2 0.11%
Other 84 4.70%
No answer 28 1.57%
ID Response
246 BC Gov employee
256 prefer not to say
391 Trusted government employee
511 government employee and member of the public
531 BC Gov't Employee with CISSP certification
621 Representative of a provincial government
656 rep of prov govt
671 citizen but also work for BC Gov
721 Gov Employee
741 public servant and citizen
766 BC Government Employee
826 gov employee
836 government employee
1251 government employee
1301 representative from the bc public service
1316 bc gov public servant
1406 Employee of the Provincial Government
1491 Post Secondary Institutuion
1496 both personal and as employee in post-secondary sector
1521 govt employee
1546 Forest Professional
1591 civil servant
1656 News reporter
1691 An individual with expertise who wants privacy laws that are strong and smart
1911 academic expert in gov't info
1916 University employee
2836 You said in previous questions not to identify myself so | choose othee
3031 numerous of the above
3176 private citizen
3196 my information is being held and managed by the government, i have a vested interest.
3361 Retired educator
3471 IT Professional, member of public
3501 WOMAN
3856 Prefer not to say. No trust.
3966 Media
4086 Retired software engineer who worked on library data systems.
4261 A Human Being with Rights
4301 First Nations Military Veteran and current Government Employee.
4326 As a resident and voter of BC. | have a vested interest
4411 Private citizen active in supporting efforts to reverse serious climate change, animals and
children
4456 a person that knows we have inalienable rights whether recognized or not recognized by
governement.
4561 Representing people who don't thing racialised lables are healty!
4586 Canadian citizen
4596 retired nurse
4611 Independent Researcher
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4826 Your sections are racist an offensive, your need to distiniguish response from one group of
people over another is racist. | am a person who lives in BC

4976 police harassment victim

5231 Retired privacy officer

5381 Independent Crown Corporation

5456 Taxpayer and private resident

6246 myself

6471 Myown concerns re: these issues.

6726 member of the public and also run my own consulting business

6776 Human

6861 Member of Public, Defense Security Consultant

7461 health authority employee

7496 Mai land

7571 professional interest (professor)

7756 Computer systems manager, retired

8071 I'm a citizen, resident, voter, taxpayer and "stakeholder”, not an "interested member of the
public"

8106 A worried member of the public.

8171 Interested member of public and caregiver

8186 As a taxpaying member of the public.

8546 woman

8781 concerned member of the public.

9081 Would be personally identifiable info

9636 Interested member of the public plus professional in a private practice.

9681 Small buisness owner.

9926 tax-extorted wage slave

10311 a living woman

10481 a citizen

10691 BC citizen

10751 Employee of K-12 school district

10921 | exist, therefore | am

11006 Interest member of the public AND representative from a local government AND

representative of a commercial or non-profit organization - in all cases impactged by security
breaches in the past

11036 BC employee

11186 An audible & invisible ethnic minority excluded discriminated by gov

11621 I Am a FN individual... with a Brown name now because my FN last name is nothing but
troubles for me!

11666 Ongoing Member of FIPA

11681 what difference does this make or is this more politics

12011 Crown corporation

12036 Public body employee

12116 Havana Syndrome

12236 low retired income pensioner
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Summary for S7Q14

What best describes how you are responding to this questionnaire? | am responding as a:

= 0 (Representative of an commercial or non-profit organization)
= 1 (Interested member of the public)
= 2 (Representative from a local government)
3 (Representative of an Indigenous organization)
= 4 (Representative of a First Nations government)
= 5 (Other)
6 (No answer)
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Summary for S7Q15

In which region of the province do you live?

Answer

Vancouver Island / Coast (A2)
Mainland / Southwest (A3)
Thompson / Okanagan (A4)
Kootenay (A5)

Cariboo (AB)

North Coast (A7)

Nechako (A8)

Northeast (A9)

| live outside of B.C. (A10)

No answer

Count

654
796
160
60
27
18
20
14
4
33

Percentage

36.62%
44.57%
8.96%
3.36%
1.51%
1.01%
1.12%
0.78%
0.22%
1.85%
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Summary for S7Q15

In which region of the province do you live?

= 0 (Vancouver Island / Coast)
= 1 (Mainland / Southwest)
= 2 (Thompson / Okanagan)
3 (Kootenay)
= 4 (Cariboo)
= 5 (North Coast)
6 (Nechako)
= 7 (Northeast)
8 (I live outside of B.C.)
= 9 (No answer)
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%s, Jackie CITZ:EX

From: Harriman, Rheannon CITZ:EX

Sent: July 29, 2021 4:28 PM

To: Reed, Matt CITZ.EX

Subject: Survey updated - Information Access and Privacy
Attachments: Ipsos results overview - BC Gov Privacy Survey (Jul 29).docx;

govTogetherBC_Information_Access_and_Privacy_2021_Survey_interim results_2021-07-12.pdf

Hi Matt,
We received the preliminary results from the Ipsos survey this afternoon and | wanted to send you a quick overview of
where we’re at with both surveys.

govTogetherBC public survey - Information Access and Privacy 2021

Hosted on govTogetherBC, this public survey followed-up on a similar survey from Spring 2018 to understand if people’s
thoughts on access to government information and the protection of privacy has changed since that time; especially
with the shift of more government business online as a result of the pandemic. The questions focused on how
individuals access government information, data residency, the FOI process, reporting privacy breaches and offences
and penalties.

Promotion was done through the Minister and govTogetherBC social media accounts, emails to government employees
including CIRMO and Ministry Privacy Officers as well as during stakeholder roundtable meetings. These stakeholders
then promoted within their sector via newsletters/emails.

Response summary:
e 1786 surveys completed
e 16 min average survey time
e 581 visits to the govTogetherBC page

In the last week of the survey, there were over 1500 responses within a few days. We are currently unsure why there
was a major increase at that time as we did not undertake any increase promotion. In comparison, the 2018 survey had
38 responses.

Attached is an overview of the responses and GDX is currently working on a summary report which is expected by
August 10th.

Ipsos Omnibus Survey - Information Access and Privacy 2021

Based on the responses to the govTogetherBC survey, we recognized the majority of respondents were probably those
who work in the information and privacy sector on a daily basis. To ensure we heard from a broader representation of
the population, we worked with GDX to host an Ipsos Omnibus survey with approximately 800 British Columbians across

the province using the a slightly smaller subset of the questions used in the govTogetherBC survey.

A quick summary of the results is attached, and we are expecting a more fulsome report from Ipsos by August 3rd.
These results will also be included the report from GDX referenced above.

Let me know if you have any questions! Thank you.

Rheannon
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Rheannon Harriman

Director, Transformation

Corporate Information and Records Management Office | Ministry of Citizens’ Services
Cell: 250-208-7809 | E-mail: Rheannon.Harriman@gov.bc.ca
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Response ID

Date submitted

Date started

Date last action

76

2021-06-14 18:27

2021-06-14 18:25

2021-06-14 18:27

101

2021-06-159:54

2021-06-15 9:48

2021-06-159:54

116

2021-06-1512:14

2021-06-15 12:00

2021-06-1512:14

121

2021-06-15 12:12

2021-06-15 12:00

2021-06-15 12:12

126

2021-06-15 12:07

2021-06-15 12:02

2021-06-15 12:07

146

2021-06-15 12:54

2021-06-15 12:04

2021-06-1512:54

151

2021-06-15 12:27

2021-06-15 12:04

2021-06-15 12:27

161

2021-06-15 12:11

2021-06-15 12:05

2021-06-15 12:11

166

2021-06-15 12:17

2021-06-15 12:06

2021-06-15 12:17

171

2021-06-1512:15

2021-06-15 12:08

2021-06-1512:15

176

2021-06-1512:17

2021-06-15 12:09

2021-06-1512:17

181

2021-06-15 12:25

2021-06-15 12:17

2021-06-15 12:25

191

2021-06-15 12:59

2021-06-15 12:28

2021-06-15 12:59

196

2021-06-15 12:42

2021-06-1512:29

2021-06-15 12:42

201

2021-06-15 12:38

2021-06-1512:31

2021-06-15 12:38

206

2021-06-15 12:42

2021-06-15 12:36

2021-06-15 12:42

211

2021-06-15 13:04

2021-06-15 12:46

2021-06-15 13:04

226

2021-06-15 13:08

2021-06-1512:54

2021-06-15 13:08

236

2021-06-15 13:35

2021-06-15 13:25

2021-06-15 13:35

241

2021-06-15 13:53

2021-06-15 13:25

2021-06-15 13:53

246

2021-06-15 14:03

2021-06-15 13:39

2021-06-15 14:03

251

2021-06-15 13:43

2021-06-15 13:39

2021-06-15 13:43

256

2021-06-15 14:47

2021-06-15 13:40

2021-06-15 14:47

261

2021-06-15 13:47

2021-06-15 13:41

2021-06-15 13:47

266

2021-06-15 13:43

2021-06-15 13:41

2021-06-15 13:43

271

2021-06-1513:51

2021-06-1513:44

2021-06-1513:51

276

2021-06-15 13:54

2021-06-15 13:46

2021-06-15 13:54

281

2021-06-15 14:02

2021-06-15 13:47

2021-06-15 14:02

291

2021-06-15 13:59

2021-06-15 13:49

2021-06-15 13:59

296

2021-06-15 14:01

2021-06-15 13:53

2021-06-15 14:01

311

2021-06-15 14:40

2021-06-15 13:54

2021-06-15 14:40

316

2021-06-15 15:05

2021-06-15 13:58

2021-06-15 15:05

321

2021-06-15 14:05

2021-06-15 14:01

2021-06-15 14:05

341

2021-06-15 14:30

2021-06-15 14:09

2021-06-15 14:30

346

2021-06-15 14:19

2021-06-15 14:13

2021-06-15 14:19

351

2021-06-15 14:24

2021-06-15 14:14

2021-06-15 14:24

361

2021-06-15 14:24

2021-06-15 14:19

2021-06-15 14:24

371

2021-06-15 15:13

2021-06-15 14:28

2021-06-15 15:13

376

2021-06-15 14:39

2021-06-15 14:29

2021-06-15 14:39

381

2021-06-15 14:42

2021-06-15 14:30

2021-06-15 14:42

386

2021-06-15 14:49

2021-06-15 14:32

2021-06-15 14:49

391

2021-06-15 15:02

2021-06-15 14:37

2021-06-15 15:02

406

2021-06-15 14:59

2021-06-15 14:43

2021-06-15 14:59

411

2021-06-15 14:48

2021-06-15 14:43

2021-06-15 14:48

416

2021-06-15 15:26

2021-06-15 14:48

2021-06-15 15:26

421

2021-06-15 15:04

2021-06-15 14:50

2021-06-15 15:04
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426

2021-06-15 14:54

2021-06-15 14:51

2021-06-15 14:54

431

2021-06-15 14:59

2021-06-15 14:51

2021-06-15 14:59

436

2021-06-15 15:14

2021-06-15 14:52

2021-06-15 15:14

441

2021-06-15 15:02

2021-06-15 14:55

2021-06-15 15:02

456

2021-06-15 15:13

2021-06-15 15:07

2021-06-15 15:13

466

2021-06-15 15:29

2021-06-15 15:22

2021-06-15 15:29

471

2021-06-15 15:28

2021-06-15 15:22

2021-06-15 15:28

476

2021-06-15 15:35

2021-06-15 15:26

2021-06-15 15:35

501

2021-06-15 16:01

2021-06-15 15:45

2021-06-15 16:01

506

2021-06-15 16:00

2021-06-15 15:45

2021-06-15 16:00

511

2021-06-15 16:00

2021-06-15 15:53

2021-06-15 16:00

516

2021-06-15 16:04

2021-06-15 15:57

2021-06-15 16:04

521

2021-06-15 16:13

2021-06-15 16:04

2021-06-15 16:13

531

2021-06-15 16:32

2021-06-15 16:07

2021-06-15 16:32

536

2021-06-15 16:24

2021-06-15 16:10

2021-06-15 16:24

541

2021-06-15 16:31

2021-06-15 16:14

2021-06-15 16:31

546

2021-06-15 16:28

2021-06-15 16:16

2021-06-15 16:28

551

2021-06-15 16:22

2021-06-15 16:18

2021-06-15 16:22

556

2021-06-15 16:56

2021-06-15 16:18

2021-06-15 16:56

576

2021-06-15 17:09

2021-06-15 16:36

2021-06-15 17:09

591

2021-06-15 17:08

2021-06-15 17:01

2021-06-15 17:08

596

2021-06-1517:17

2021-06-1517:02

2021-06-1517:17

606

2021-06-15 20:13

2021-06-15 20:09

2021-06-15 20:13

611

2021-06-15 21:08

2021-06-15 20:54

2021-06-15 21:08

621

2021-06-15 23:27

2021-06-15 23:15

2021-06-15 23:27

631

2021-06-16 7:07

2021-06-16 6:59

2021-06-16 7:07

636

2021-06-16 7:28

2021-06-16 7:01

2021-06-16 7:28

641

2021-06-16 7:48

2021-06-16 7:37

2021-06-16 7:48

646

2021-06-16 7:53

2021-06-16 7:37

2021-06-16 7:53

651

2021-06-16 8:08

2021-06-16 8:00

2021-06-16 8:08

656

2021-06-16 8:18

2021-06-16 8:06

2021-06-16 8:18

661

2021-06-16 8:19

2021-06-16 8:14

2021-06-16 8:19

666

2021-06-16 8:32

2021-06-16 8:19

2021-06-16 8:32

671

2021-06-16 8:29

2021-06-16 8:23

2021-06-16 8:29

676

2021-06-16 8:38

2021-06-16 8:29

2021-06-16 8:38

681

2021-06-16 8:36

2021-06-16 8:32

2021-06-16 8:36

691

2021-06-16 9:16

2021-06-16 8:49

2021-06-16 9:16

696

2021-06-16 9:02

2021-06-16 8:51

2021-06-16 9:02

706

2021-06-16 9:18

2021-06-16 9:02

2021-06-16 9:18

711

2021-06-16 9:58

2021-06-16 9:51

2021-06-16 9:58

716

2021-06-16 11:11

2021-06-16 9:54

2021-06-16 11:11

721

2021-06-16 10:22

2021-06-16 10:15

2021-06-16 10:22

731

2021-06-16 10:51

2021-06-16 10:43

2021-06-16 10:51

736

2021-06-16 10:52

2021-06-16 10:45

2021-06-16 10:52

741

2021-06-16 11:12

2021-06-16 10:55

2021-06-16 11:12

746

2021-06-16 12:49

2021-06-16 11:18

2021-06-16 12:49

Page 2 0f 39 CTZ-2021-13977



Response ID

Date submitted

Date started

Date last action

751

2021-06-16 11:54

2021-06-16 11:46

2021-06-16 11:54

756

2021-06-16 12:56

2021-06-16 12:34

2021-06-16 12:56

761

2021-06-16 12:56

2021-06-16 12:49

2021-06-16 12:56

766

2021-06-16 13:18

2021-06-16 13:02

2021-06-16 13:18

771

2021-06-16 13:19

2021-06-16 13:09

2021-06-16 13:19

776

2021-06-16 14:46

2021-06-16 14:38

2021-06-16 14:46

791

2021-06-16 16:02

2021-06-16 15:38

2021-06-16 16:02

801

2021-06-16 17:42

2021-06-16 17:16

2021-06-16 17:42

806

2021-06-17 7:22

2021-06-17 7:14

2021-06-17 7:22

811

2021-06-17 8:49

2021-06-17 8:44

2021-06-17 8:49

826

2021-06-17 8:58

2021-06-17 8:49

2021-06-17 8:58

831

2021-06-17 9:01

2021-06-17 8:56

2021-06-17 9:01

836

2021-06-17 9:18

2021-06-17 8:58

2021-06-17 9:18

841

2021-06-17 9:22

2021-06-17 9:11

2021-06-17 9:22

846

2021-06-17 9:22

2021-06-17 9:15

2021-06-17 9:22

856

2021-06-17 9:35

2021-06-17 9:20

2021-06-17 9:35

861

2021-06-17 9:40

2021-06-17 S:31

2021-06-17 9:40

866

2021-06-17 10:13

2021-06-17 9:57

2021-06-17 10:13

881

2021-06-17 10:17

2021-06-17 10:11

2021-06-17 10:17

886

2021-06-17 10:21

2021-06-17 10:13

2021-06-17 10:21

891

2021-06-17 10:59

2021-06-17 10:14

2021-06-17 10:59

896

2021-06-17 10:26

2021-06-17 10:19

2021-06-17 10:26

901

2021-06-17 10:27

2021-06-17 10:21

2021-06-17 10:27

906

2021-06-17 10:41

2021-06-17 10:33

2021-06-17 10:41

926

2021-06-17 11:40

2021-06-17 11:33

2021-06-17 11:40

936

2021-06-17 12:12

2021-06-17 12:05

2021-06-17 12:12

941

2021-06-17 14:10

2021-06-17 12:16

2021-06-17 14:10

946

2021-06-17 12:51

2021-06-17 12:40

2021-06-17 12:51

956

2021-06-17 13:20

2021-06-17 13:12

2021-06-17 13:20

961

2021-06-17 14:08

2021-06-17 13:47

2021-06-17 14:08

971

2021-06-17 14:20

2021-06-17 14:16

2021-06-17 14:20

991

2021-06-17 15:42

2021-06-17 15:37

2021-06-17 15:42

1011

2021-06-17 16:39

2021-06-17 16:12

2021-06-17 16:39

1016

2021-06-17 16:23

2021-06-17 16:18

2021-06-17 16:23

1021

2021-06-17 16:56

2021-06-17 16:38

2021-06-17 16:56

1026

2021-06-17 16:55

2021-06-17 16:43

2021-06-17 16:55

1031

2021-06-17 17:27

2021-06-17 17:14

2021-06-17 17:27

1036

2021-06-18 6:50

2021-06-18 6:42

2021-06-18 6:50

1041

2021-06-18 7:40

2021-06-18 7:31

2021-06-18 7:40

1046

2021-06-18 9:05

2021-06-18 8:55

2021-06-18 9:05

1061

2021-06-18 9:36

2021-06-18 9:29

2021-06-18 9:36

1066

2021-06-18 9:59

2021-06-18 9:31

2021-06-18 9:59

1071

2021-06-18 10:06

2021-06-18 9:32

2021-06-18 10:06

1076

2021-06-18 10:24

2021-06-18 10:19

2021-06-18 10:24

1081

2021-06-18 10:43

2021-06-18 10:37

2021-06-18 10:43

1086

2021-06-18 11:52

2021-06-18 11:34

2021-06-18 11:52
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1091

2021-06-18 12:47

2021-06-18 12:29

2021-06-18 12:47

1096

2021-06-18 13:14

2021-06-18 13:07

2021-06-18 13:14

1101

2021-06-18 16:59

2021-06-18 16:04

2021-06-18 16:59

1106

2021-06-19 10:47

2021-06-19 10:38

2021-06-19 10:47

1111

2021-06-19 22:10

2021-06-19 21:58

2021-06-19 22:10

1116

2021-06-20 0:13

2021-06-19 22:58

2021-06-20 0:13

1121

2021-06-20 11:52

2021-06-20 11:43

2021-06-20 11:52

1126

2021-06-20 14:49

2021-06-20 14:44

2021-06-20 14:49

1131

2021-06-20 15:20

2021-06-20 15:06

2021-06-20 15:20

1141

2021-06-21 9:21

2021-06-21 8:20

2021-06-21 9:21

1146

2021-06-21 8:52

2021-06-21 8:39

2021-06-21 8:52

1151

2021-06-21 10:42

2021-06-21 10:30

2021-06-21 10:42

1156

2021-06-21 11:15

2021-06-21 11:04

2021-06-21 11:15

1161

2021-06-21 11:32

2021-06-2111:24

2021-06-21 11:32

1176

2021-06-21 15:45

2021-06-21 15:07

2021-06-21 15:45

1181

2021-06-21 15:40

2021-06-21 15:26

2021-06-21 15:40

1186

2021-06-21 15:40

2021-06-21 15:31

2021-06-21 15:40

1201

2021-06-22 8:17

2021-06-22 8:11

2021-06-22 8:17

1206

2021-06-22 8:56

2021-06-22 8:35

2021-06-22 8:56

1231

2021-06-22 13:22

2021-06-22 13:11

2021-06-22 13:22

1241

2021-06-22 17:56

2021-06-22 17:46

2021-06-22 17:56

1246

2021-06-23 0:53

2021-06-23 0:47

2021-06-23 0:53

1251

2021-06-23 8:12

2021-06-23 7:53

2021-06-23 8:12

1261

2021-06-23 10:40

2021-06-23 10:31

2021-06-23 10:40

1271

2021-06-23 10:45

2021-06-23 10:34

2021-06-23 10:45

1276

2021-06-23 10:57

2021-06-23 10:47

2021-06-23 10:57

1286

2021-06-23 12:37

2021-06-23 12:26

2021-06-23 12:37

1301

2021-06-23 17:04

2021-06-23 16:52

2021-06-23 17:04

1306

2021-06-24 8:19

2021-06-24 8:02

2021-06-24 8:19

1311

2021-06-24 9:04

2021-06-24 8:41

2021-06-24 9:04

1316

2021-06-24 15:49

2021-06-24 15:43

2021-06-24 15:49

1321

2021-06-25 7:56

2021-06-25 7:21

2021-06-25 7:56

1336

2021-06-25 11:50

2021-06-25 11:44

2021-06-25 11:50

1341

2021-06-25 12:26

2021-06-2511:44

2021-06-25 12:26

1351

2021-06-25 12:04

2021-06-25 11:54

2021-06-25 12:04

1356

2021-06-25 12:26

2021-06-25 12:22

2021-06-25 12:26

1361

2021-06-25 12:30

2021-06-25 12:24

2021-06-25 12:30

1371

2021-06-25 12:58

2021-06-25 12:50

2021-06-25 12:58

1381

2021-06-25 13:13

2021-06-25 13:00

2021-06-25 13:13

1386

2021-06-25 13:06

2021-06-25 13:02

2021-06-25 13:06

1391

2021-06-25 13:23

2021-06-25 13:13

2021-06-25 13:23

1396

2021-06-25 13:55

2021-06-25 13:21

2021-06-25 13:55

1401

2021-06-25 14:24

2021-06-25 14:06

2021-06-25 14:24

1406

2021-06-25 14:34

2021-06-25 14:18

2021-06-25 14:34

1411

2021-06-25 14:41

2021-06-25 14:32

2021-06-25 14:41

1416

2021-06-25 15:23

2021-06-25 15:02

2021-06-25 15:23
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1421

2021-06-25 15:52

2021-06-25 15:36

2021-06-25 15:52

1426

2021-06-2517:59

2021-06-2517:33

2021-06-2517:59

1431

2021-06-27 16:39

2021-06-27 16:33

2021-06-27 16:39

1436

2021-06-28 9:33

2021-06-28 9:13

2021-06-28 9:33

1446

2021-06-28 11:20

2021-06-28 11:08

2021-06-28 11:20

1451

2021-06-28 11:25

2021-06-28 11:10

2021-06-28 11:25

1456

2021-06-28 11:27

2021-06-28 11:22

2021-06-28 11:27

1461

2021-06-28 11:39

2021-06-28 11:33

2021-06-28 11:39

1466

2021-06-28 14:15

2021-06-28 14:02

2021-06-28 14:15

1471

2021-06-28 14:38

2021-06-28 14:13

2021-06-28 14:38

1476

2021-06-29 8:36

2021-06-29 8:17

2021-06-29 8:36

1491

2021-06-29 15:29

2021-06-29 15:18

2021-06-29 15:29

1496

2021-06-29 16:00

2021-06-29 15:50

2021-06-29 16:00

1511

2021-06-30 16:18

2021-06-30 15:55

2021-06-30 16:18

1516

2021-07-01 16:51

2021-07-01 16:43

2021-07-01 16:51

1521

2021-07-02 10:14

2021-07-02 9:51

2021-07-02 10:14

1531

2021-07-05 12:23

2021-07-05 12:15

2021-07-05 12:23

1546

2021-07-0517:22

2021-07-05 16:57

2021-07-0517:22

1556

2021-07-06 8:11

2021-07-06 8:09

2021-07-06 8:11

1561

2021-07-06 10:05

2021-07-06 9:17

2021-07-06 10:05

1566

2021-07-06 11:19

2021-07-06 9:27

2021-07-06 11:19

1571

2021-07-06 10:25

2021-07-06 10:08

2021-07-06 10:25

1581

2021-07-06 15:49

2021-07-06 15:37

2021-07-06 15:49

1586

2021-07-06 15:46

2021-07-06 15:40

2021-07-06 15:46

1591

2021-07-06 15:52

2021-07-06 15:47

2021-07-06 15:52

1611

2021-07-06 16:07

2021-07-06 15:56

2021-07-06 16:07

1616

2021-07-06 16:29

2021-07-06 15:57

2021-07-06 16:29

1621

2021-07-06 16:05

2021-07-06 15:58

2021-07-06 16:05

1626

2021-07-06 16:45

2021-07-06 15:59

2021-07-06 16:45

1636

2021-07-06 16:19

2021-07-06 16:07

2021-07-06 16:19

1646

2021-07-06 16:35

2021-07-06 16:16

2021-07-06 16:35

1656

2021-07-06 16:34

2021-07-06 16:27

2021-07-06 16:34

1666

2021-07-06 17:01

2021-07-06 16:36

2021-07-06 17:01

1671

2021-07-06 17:18

2021-07-06 16:37

2021-07-06 17:18

1676

2021-07-06 17:02

2021-07-06 16:51

2021-07-06 17:02

1681

2021-07-06 19:05

2021-07-06 18:50

2021-07-06 19:05

1686

2021-07-06 19:16

2021-07-06 19:02

2021-07-06 19:16

1691

2021-07-06 19:54

2021-07-06 19:44

2021-07-06 19:54

1701

2021-07-06 22:15

2021-07-06 22:11

2021-07-06 22:15

1706

2021-07-06 23:00

2021-07-06 22:54

2021-07-06 23:00

1711

2021-07-06 23:16

2021-07-06 23:02

2021-07-06 23:16

1716

2021-07-07 0:02

2021-07-06 23:22

2021-07-07 0:02

1721

2021-07-07 6:10

2021-07-07 5:38

2021-07-07 6:10

1736

2021-07-07 9:34

2021-07-07 8:27

2021-07-07 9:34

1746

2021-07-07 9:19

2021-07-07 9:00

2021-07-07 9:19

1766

2021-07-07 9:47

2021-07-07 9:27

2021-07-07 9:47
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Response ID

Date submitted

Date started

Date last action

1771

2021-07-07 9:47

2021-07-07 9:36

2021-07-07 9:47

1781

2021-07-07 10:15

2021-07-07 10:00

2021-07-07 10:15

1786

2021-07-07 11:31

2021-07-07 10:09

2021-07-07 11:31

1791

2021-07-07 10:38

2021-07-07 10:31

2021-07-07 10:38

1796

2021-07-07 11:09

2021-07-07 10:34

2021-07-07 11:09

1806

2021-07-07 11:13

2021-07-07 11:02

2021-07-07 11:13

1816

2021-07-07 11:24

2021-07-07 11:19

2021-07-07 11:24

1821

2021-07-07 11:40

2021-07-07 11:32

2021-07-07 11:40

1831

2021-07-07 12:11

2021-07-07 12:06

2021-07-07 12:11

1836

2021-07-07 14:36

2021-07-07 14:00

2021-07-07 14:36

1841

2021-07-07 14:47

2021-07-07 14:34

2021-07-07 14:47

1851

2021-07-07 16:05

2021-07-07 15:58

2021-07-07 16:05

1866

2021-07-07 16:24

2021-07-07 16:12

2021-07-07 16:24

1871

2021-07-07 19:25

2021-07-07 19:14

2021-07-07 19:25

1886

2021-07-08 7:46

2021-07-08 7:39

2021-07-08 7:46

1891

2021-07-08 8:39

2021-07-08 8:19

2021-07-08 8:39

1901

2021-07-08 9:08

2021-07-08 8:46

2021-07-08 9:08

1906

2021-07-08 10:35

2021-07-08 10:20

2021-07-08 10:35

1911

2021-07-08 12:09

2021-07-08 11:55

2021-07-08 12:09

1916

2021-07-08 16:53

2021-07-08 16:08

2021-07-08 16:53

1921

2021-07-08 16:27

2021-07-08 16:16

2021-07-08 16:27

1931

2021-07-08 18:24

2021-07-08 18:16

2021-07-08 18:24

1936

2021-07-08 19:20

2021-07-08 18:43

2021-07-08 19:20

1941

2021-07-08 21:09

2021-07-08 20:49

2021-07-08 21:09

1946

2021-07-08 22:37

2021-07-08 22:28

2021-07-08 22:37

1951

2021-07-09 7:17

2021-07-09 7:04

2021-07-09 7:17

1956

2021-07-09 7:15

2021-07-09 7:05

2021-07-09 7:15

1966

2021-07-09 7:29

2021-07-09 7:06

2021-07-09 7:29

1976

2021-07-09 7:16

2021-07-09 7:06

2021-07-09 7:16

1981

2021-07-09 7:24

2021-07-09 7:06

2021-07-09 7:24

1986

2021-07-09 7:14

2021-07-09 7:06

2021-07-09 7:14

1991

2021-07-09 7:13

2021-07-09 7:06

2021-07-09 7:13

1996

2021-07-09 7:20

2021-07-09 7:07

2021-07-09 7:20

2001

2021-07-09 7:19

2021-07-09 7:07

2021-07-09 7:19

2006

2021-07-09 7:32

2021-07-09 7:07

2021-07-09 7:32

2011

2021-07-09 7:32

2021-07-09 7:08

2021-07-09 7:32

2026

2021-07-09 7:26

2021-07-09 7:09

2021-07-09 7:26

2031

2021-07-09 7:26

2021-07-09 7:09

2021-07-09 7:26

2036

2021-07-09 7:19

2021-07-09 7:09

2021-07-09 7:19

2041

2021-07-09 7:26

2021-07-09 7:09

2021-07-09 7:26

2046

2021-07-09 7:20

2021-07-09 7:10

2021-07-09 7:20

2061

2021-07-09 7:17

2021-07-09 7:12

2021-07-09 7:17

2066

2021-07-09 7:24

2021-07-09 7:12

2021-07-09 7:24

2071

2021-07-09 7:28

2021-07-09 7:12

2021-07-09 7:28

2076

2021-07-09 7:44

2021-07-09 7:13

2021-07-09 7:44

2081

2021-07-09 7:25

2021-07-09 7:13

2021-07-09 7:25
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Response ID

Date submitted

Date started
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2086

2021-07-09 7:33

2021-07-09 7:13

2021-07-09 7:33

2091

2021-07-09 7:19

2021-07-09 7:14

2021-07-09 7:19

2096

2021-07-09 7:20

2021-07-09 7:14

2021-07-09 7:20

2101

2021-07-09 7:25

2021-07-09 7:14

2021-07-09 7:25

2111

2021-07-09 7:36

2021-07-09 7:15

2021-07-09 7:36

2116

2021-07-09 7:35

2021-07-09 7:15

2021-07-09 7:35

2121

2021-07-09 7:27

2021-07-09 7:16

2021-07-09 7:27

2126

2021-07-09 7:38

2021-07-09 7:16

2021-07-09 7:38

2131

2021-07-09 7:25

2021-07-09 7:17

2021-07-09 7:25

2141

2021-07-09 7:32

2021-07-09 7:18

2021-07-09 7:32

2156

2021-07-09 7:31

2021-07-09 7:19

2021-07-09 7:31

2166

2021-07-09 7:28

2021-07-09 7:19

2021-07-09 7:28

2171

2021-07-09 7:47

2021-07-09 7:20

2021-07-09 7:47

2181

2021-07-09 7:34

2021-07-09 7:21

2021-07-09 7:34

2186

2021-07-09 7:47

2021-07-09 7:21

2021-07-09 7:47

2191

2021-07-09 7:32

2021-07-09 7:21

2021-07-09 7:32

2196

2021-07-09 7:37

2021-07-09 7:22

2021-07-09 7:37

2201

2021-07-09 7:41

2021-07-09 7:23

2021-07-09 7:41

2211

2021-07-09 7:30

2021-07-09 7:25

2021-07-09 7:30

2221

2021-07-09 7:33

2021-07-09 7:25

2021-07-09 7:33

2226

2021-07-09 7:41

2021-07-09 7:26

2021-07-09 7:41

2231

2021-07-09 7:38

2021-07-09 7:26

2021-07-09 7:38

2246

2021-07-09 7:51

2021-07-09 7:28

2021-07-09 7:51

2251

2021-07-09 7:38

2021-07-09 7:28

2021-07-09 7:38

2256

2021-07-09 7:44

2021-07-09 7:29

2021-07-09 7:44

2261

2021-07-09 7:42

2021-07-09 7:29

2021-07-09 7:42

2271

2021-07-09 7:40

2021-07-09 7:30

2021-07-09 7:40

2276

2021-07-09 7:42

2021-07-09 7:30

2021-07-09 7:42

2281

2021-07-09 7:41

2021-07-09 7:30

2021-07-09 7:41

2291

2021-07-09 7:47

2021-07-09 7:31

2021-07-09 7:47

2296

2021-07-09 7:48

2021-07-09 7:32

2021-07-09 7:48

2301

2021-07-09 7:42

2021-07-09 7:32

2021-07-09 7:42

2306

2021-07-09 7:43

2021-07-09 7:32

2021-07-09 7:43

2311

2021-07-09 7:59

2021-07-09 7:33

2021-07-09 7:59

2316

2021-07-09 7:48

2021-07-09 7:33

2021-07-09 7:48

2321

2021-07-09 7:46

2021-07-09 7:34

2021-07-09 7:46

2331

2021-07-09 7:52

2021-07-09 7:35

2021-07-09 7:52

2336

2021-07-09 7:47

2021-07-09 7:36

2021-07-09 7:47

2341

2021-07-09 7:47

2021-07-09 7:36

2021-07-09 7:47

2346

2021-07-09 7:41

2021-07-09 7:36

2021-07-09 7:41

2351

2021-07-09 7:49

2021-07-09 7:36

2021-07-09 7:49

2356

2021-07-09 7:51

2021-07-09 7:36

2021-07-09 7:51

2361

2021-07-09 8:11

2021-07-09 7:36

2021-07-09 8:11

2366

2021-07-09 7:51

2021-07-09 7:36

2021-07-09 7:51

2376

2021-07-09 7:43

2021-07-09 7:37

2021-07-09 7:43

2381

2021-07-09 7:48

2021-07-09 7:38

2021-07-09 7:48
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Response ID

Date submitted

Date started
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2391

2021-07-09 7:59

2021-07-09 7:40

2021-07-09 7:59

2401

2021-07-09 7:50

2021-07-09 7:42

2021-07-09 7:50

2406

2021-07-09 7:50

2021-07-09 7:42

2021-07-09 7:50

2411

2021-07-09 7:54

2021-07-09 7:42

2021-07-09 7:54

2416

2021-07-09 8:09

2021-07-09 7:42

2021-07-09 8:09

2426

2021-07-09 7:57

2021-07-09 7:43

2021-07-09 7:57

2431

2021-07-09 8:03

2021-07-09 7:43

2021-07-09 8:03

2441

2021-07-09 8:04

2021-07-09 7:43

2021-07-09 8:04

2446

2021-07-09 7:53

2021-07-09 7:43

2021-07-09 7:53

2451

2021-07-09 8:04

2021-07-09 7:44

2021-07-09 8:04

2471

2021-07-09 7:56

2021-07-09 7:46

2021-07-09 7:56

2481

2021-07-09 8:00

2021-07-09 7:47

2021-07-09 8:00

2486

2021-07-09 8:29

2021-07-09 7:48

2021-07-09 8:29

2496

2021-07-09 7:58

2021-07-09 7:48

2021-07-09 7:58

2506

2021-07-09 7:59

2021-07-09 7:49

2021-07-09 7:59

2511

2021-07-09 7:59

2021-07-09 7:49

2021-07-09 7:59

2516

2021-07-09 7:58

2021-07-09 7:50

2021-07-09 7:58

2521

2021-07-09 8:01

2021-07-09 7:52

2021-07-09 8:01

2526

2021-07-09 8:03

2021-07-09 7:52

2021-07-09 8:03

2531

2021-07-09 8:17

2021-07-09 7:52

2021-07-09 8:17

2536

2021-07-09 8:20

2021-07-09 7:53

2021-07-09 8:20

2541

2021-07-09 8:10

2021-07-09 7:54

2021-07-09 8:10

2551

2021-07-09 8:04

2021-07-09 7:54

2021-07-09 8:04

2556

2021-07-09 8:10

2021-07-09 7:55

2021-07-09 8:10

2561

2021-07-09 8:15

2021-07-09 7:55

2021-07-09 8:15

2576

2021-07-09 8:18

2021-07-09 7:57

2021-07-09 8:18

2581

2021-07-09 8:13

2021-07-09 7:57

2021-07-09 8:13

2586

2021-07-09 8:14

2021-07-09 7:57

2021-07-09 8:14

2591

2021-07-09 8:13

2021-07-09 7:57

2021-07-09 8:13

2601

2021-07-09 8:36

2021-07-09 7:58

2021-07-09 8:36

2606

2021-07-09 8:15

2021-07-09 7:59

2021-07-09 8:15

2616

2021-07-09 8:17

2021-07-09 7:59

2021-07-09 8:17

2621

2021-07-09 8:10

2021-07-09 7:59

2021-07-09 8:10

2626

2021-07-09 8:18

2021-07-09 7:59

2021-07-09 8:18

2631

2021-07-09 8:28

2021-07-09 7:59

2021-07-09 8:28

2636

2021-07-09 8:15

2021-07-09 8:00

2021-07-09 8:15

2641

2021-07-09 8:15

2021-07-09 8:03

2021-07-09 8:15

2651

2021-07-09 8:13

2021-07-09 8:03

2021-07-09 8:13

2656

2021-07-09 8:22

2021-07-09 8:04

2021-07-09 8:22

2661

2021-07-09 8:18

2021-07-09 8:05

2021-07-09 8:18

2666

2021-07-09 8:15

2021-07-09 8:06

2021-07-09 8:15

2676

2021-07-09 8:15

2021-07-09 8:06

2021-07-09 8:15

2681

2021-07-09 8:37

2021-07-09 8:06

2021-07-09 8:37

2686

2021-07-09 8:30

2021-07-09 8:06

2021-07-09 8:30

2691

2021-07-09 8:14

2021-07-09 8:08

2021-07-09 8:14

2696

2021-07-09 8:45

2021-07-09 8:08

2021-07-09 8:45
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Response ID

Date submitted

Date started
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2706

2021-07-09 8:32

2021-07-09 8:08

2021-07-09 8:32

2711

2021-07-09 8:17

2021-07-09 8:09

2021-07-09 8:17

2721

2021-07-09 8:18

2021-07-09 8:10

2021-07-09 8:18

2726

2021-07-09 8:17

2021-07-09 8:11

2021-07-09 8:17

2731

2021-07-09 8:19

2021-07-09 8:12

2021-07-09 8:19

2736

2021-07-09 8:35

2021-07-09 8:12

2021-07-09 8:35

2741

2021-07-09 8:23

2021-07-09 8:13

2021-07-09 8:23

2746

2021-07-09 8:30

2021-07-09 8:14

2021-07-09 8:30

2761

2021-07-09 8:32

2021-07-09 8:17

2021-07-09 8:32

2766

2021-07-09 8:29

2021-07-09 8:17

2021-07-09 8:29

2771

2021-07-09 8:28

2021-07-09 8:17

2021-07-09 8:28

2781

2021-07-09 8:26

2021-07-09 8:19

2021-07-09 8:26

2786

2021-07-09 8:46

2021-07-09 8:20

2021-07-09 8:46

2791

2021-07-09 8:33

2021-07-09 8:20

2021-07-09 8:33

2796

2021-07-09 8:36

2021-07-09 8:21

2021-07-09 8:36

2801

2021-07-09 8:29

2021-07-09 8:21

2021-07-09 8:29

2806

2021-07-09 8:47

2021-07-09 8:22

2021-07-09 8:47

2811

2021-07-09 8:58

2021-07-09 8:23

2021-07-09 8:58

2816

2021-07-09 8:35

2021-07-09 8:24

2021-07-09 8:35

2821

2021-07-09 8:31

2021-07-09 8:24

2021-07-09 8:31

2826

2021-07-09 8:37

2021-07-09 8:25

2021-07-09 8:37

2836

2021-07-09 8:39

2021-07-09 8:28

2021-07-09 8:39

2841

2021-07-09 8:50

2021-07-09 8:29

2021-07-09 8:50

2846

2021-07-09 8:45

2021-07-09 8:29

2021-07-09 8:45

2856

2021-07-09 8:44

2021-07-09 8:30

2021-07-09 8:44

2861

2021-07-09 8:43

2021-07-09 8:31

2021-07-09 8:43

2866

2021-07-09 9:04

2021-07-09 8:31

2021-07-09 9:04

2871

2021-07-09 8:42

2021-07-09 8:33

2021-07-09 8:42

2876

2021-07-09 8:50

2021-07-09 8:34

2021-07-09 8:50

2881

2021-07-09 8:58

2021-07-09 8:34

2021-07-09 8:58

2886

2021-07-09 9:22

2021-07-09 8:35

2021-07-09 9:22

2891

2021-07-09 8:50

2021-07-09 8:35

2021-07-09 8:50

2911

2021-07-09 8:43

2021-07-09 8:36

2021-07-09 8:43

2921

2021-07-09 8:57

2021-07-09 8:36

2021-07-09 8:57

2931

2021-07-09 9:11

2021-07-09 8:38

2021-07-09 9:11

2936

2021-07-09 8:50

2021-07-09 8:39

2021-07-09 8:50

2941

2021-07-09 9:04

2021-07-09 8:39

2021-07-09 9:04

2951

2021-07-09 8:42

2021-07-09 8:39

2021-07-09 8:42

2956

2021-07-09 9:02

2021-07-09 8:42

2021-07-09 9:02

2961

2021-07-09 9:09

2021-07-09 8:42

2021-07-09 9:09

2966

2021-07-09 8:55

2021-07-09 8:43

2021-07-09 8:55

2971

2021-07-09 8:49

2021-07-09 8:43

2021-07-09 8:49

2976

2021-07-09 9:03

2021-07-09 8:44

2021-07-09 9:03

2981

2021-07-09 9:09

2021-07-09 8:44

2021-07-09 9:09

2991

2021-07-09 8:52

2021-07-09 8:45

2021-07-09 8:52

2996

2021-07-09 8:57

2021-07-09 8:46

2021-07-09 8:57
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Response ID

Date submitted
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3006

2021-07-09 9:06

2021-07-09 8:47

2021-07-09 9:06

3011

2021-07-09 9:07

2021-07-09 8:47

2021-07-09 9:07

3021

2021-07-09 8:58

2021-07-09 8:48

2021-07-09 8:58

3026

2021-07-09 9:00

2021-07-09 8:50

2021-07-09 9:00

3031

2021-07-09 9:10

2021-07-09 8:50

2021-07-09 9:10

3041

2021-07-09 9:01

2021-07-09 8:52

2021-07-09 9:01

3046

2021-07-09 9:06

2021-07-09 8:52

2021-07-09 9:06

3051

2021-07-09 9:01

2021-07-09 8:53

2021-07-09 9:01

3061

2021-07-09 9:07

2021-07-09 8:54

2021-07-09 9:07

3066

2021-07-09 9:11

2021-07-09 8:54

2021-07-09 9:11

3071

2021-07-09 9:09

2021-07-09 8:55

2021-07-09 9:09

3081

2021-07-09 9:14

2021-07-09 8:57

2021-07-09 9:14

3086

2021-07-09 S:09

2021-07-09 8:57

2021-07-09 S:09

3091

2021-07-09 9:11

2021-07-09 8:58

2021-07-09 9:11

3096

2021-07-09 9:35

2021-07-09 8:58

2021-07-09 9:35

3101

2021-07-09 9:08

2021-07-09 8:58

2021-07-09 9:08

3106

2021-07-09 9:06

2021-07-09 8:58

2021-07-09 9:06

3111

2021-07-09 9:21

2021-07-09 8:58

2021-07-09 9:21

3116

2021-07-09 9:25

2021-07-09 8:58

2021-07-09 9:25

3126

2021-07-09 9:14

2021-07-09 8:59

2021-07-09 9:14

3131

2021-07-09 9:55

2021-07-09 9:01

2021-07-09 9:55

3136

2021-07-09 9:14

2021-07-09 9:01

2021-07-09 9:14

3146

2021-07-09 9:21

2021-07-09 9:02

2021-07-09 9:21

3151

2021-07-09 9:04

2021-07-09 9:02

2021-07-09 9:04

3156

2021-07-09 9:11

2021-07-09 9:02

2021-07-09 9:11

3161

2021-07-09 9:16

2021-07-09 9:05

2021-07-09 9:16

3166

2021-07-09 9:30

2021-07-09 9:05

2021-07-09 9:30

3171

2021-07-09 10:56

2021-07-09 9:05

2021-07-09 10:56

3176

2021-07-09 9:17

2021-07-09 9:06

2021-07-09 9:17

3186

2021-07-09 9:17

2021-07-09 9:07

2021-07-09 9:17

3191

2021-07-09 9:33

2021-07-09 9:08

2021-07-09 9:33

3196

2021-07-09 9:31

2021-07-09 9:08

2021-07-09 9:31

3201

2021-07-09 9:13

2021-07-09 9:08

2021-07-09 9:13

3206

2021-07-09 9:16

2021-07-09 9:08

2021-07-09 9:16

3211

2021-07-09 9:31

2021-07-09 9:08

2021-07-09 9:31

3216

2021-07-09 9:23

2021-07-09 9:08

2021-07-09 9:23

3221

2021-07-09 9:34

2021-07-09 S:09

2021-07-09 9:34

3226

2021-07-09 9:25

2021-07-09 9:10

2021-07-09 9:25

3231

2021-07-09 9:33

2021-07-09 9:10

2021-07-09 9:33

3236

2021-07-09 9:49

2021-07-09 9:10

2021-07-09 9:49

3251

2021-07-09 9:26

2021-07-09 9:14

2021-07-09 9:26

3256

2021-07-09 9:24

2021-07-09 9:14

2021-07-09 9:24

3261

2021-07-09 9:32

2021-07-09 9:15

2021-07-09 9:32

3266

2021-07-09 9:48

2021-07-09 9:16

2021-07-09 9:48

3271

2021-07-09 9:31

2021-07-09 9:17

2021-07-09 9:31

3276

2021-07-09 9:27

2021-07-09 9:22

2021-07-09 9:27
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Response ID

Date submitted

Date started

Date last action

3281

2021-07-09 9:30

2021-07-09 9:22

2021-07-09 9:30

3286

2021-07-09 9:39

2021-07-09 9:22

2021-07-09 9:39

3291

2021-07-09 9:38

2021-07-09 9:23

2021-07-09 9:38

3301

2021-07-09 9:37

2021-07-09 9:26

2021-07-09 9:37

3306

2021-07-09 9:37

2021-07-09 9:29

2021-07-09 9:37

3311

2021-07-09 9:40

2021-07-09 9:29

2021-07-09 9:40

3316

2021-07-09 9:42

2021-07-09 9:30

2021-07-09 9:42

3326

2021-07-09 9:46

2021-07-09 9:31

2021-07-09 9:46

3331

2021-07-09 S:39

2021-07-09 9:32

2021-07-09 S:39

3336

2021-07-09 9:55

2021-07-09 9:33

2021-07-09 9:55

3341

2021-07-09 9:42

2021-07-09 9:34

2021-07-09 9:42

3346

2021-07-09 9:48

2021-07-09 9:34

2021-07-09 9:48

3351

2021-07-09 9:40

2021-07-09 9:35

2021-07-09 9:40

3356

2021-07-09 9:41

2021-07-09 9:35

2021-07-09 9:41

3361

2021-07-09 9:53

2021-07-09 9:36

2021-07-09 9:53

3366

2021-07-09 9:50

2021-07-09 9:37

2021-07-09 9:50

3376

2021-07-09 9:55

2021-07-09 9:37

2021-07-09 9:55

3386

2021-07-09 9:51

2021-07-09 9:38

2021-07-09 9:51

3391

2021-07-09 10:12

2021-07-09 9:38

2021-07-09 10:12

3396

2021-07-09 9:45

2021-07-09 9:39

2021-07-09 9:45

3411

2021-07-09 9:58

2021-07-09 9:43

2021-07-09 9:58

3416

2021-07-09 9:58

2021-07-09 9:44

2021-07-09 9:58

3421

2021-07-09 10:09

2021-07-09 9:44

2021-07-09 10:09

3431

2021-07-09 9:51

2021-07-09 9:46

2021-07-09 9:51

3436

2021-07-09 10:10

2021-07-09 9:48

2021-07-09 10:10

3441

2021-07-09 10:00

2021-07-09 9:52

2021-07-09 10:00

3446

2021-07-09 11:45

2021-07-09 9:52

2021-07-09 11:45

3451

2021-07-09 10:04

2021-07-09 9:54

2021-07-09 10:04

3456

2021-07-09 10:21

2021-07-09 9:55

2021-07-09 10:21

3461

2021-07-09 10:03

2021-07-09 9:56

2021-07-09 10:03

3466

2021-07-09 10:02

2021-07-09 9:57

2021-07-09 10:02

3471

2021-07-09 10:05

2021-07-09 9:58

2021-07-09 10:05

3476

2021-07-09 10:21

2021-07-09 9:59

2021-07-09 10:21

3481

2021-07-09 10:47

2021-07-09 10:00

2021-07-09 10:47

3486

2021-07-09 10:12

2021-07-09 10:00

2021-07-09 10:12

3491

2021-07-09 10:24

2021-07-09 10:01

2021-07-09 10:24

3496

2021-07-09 10:17

2021-07-09 10:02

2021-07-09 10:17

3501

2021-07-09 10:14

2021-07-09 10:03

2021-07-09 10:14

3506

2021-07-09 10:25

2021-07-09 10:04

2021-07-09 10:25

3521

2021-07-09 10:41

2021-07-09 10:07

2021-07-09 10:41

3526

2021-07-09 10:33

2021-07-09 10:07

2021-07-09 10:33

3531

2021-07-09 10:36

2021-07-09 10:07

2021-07-09 10:36

3536

2021-07-09 10:22

2021-07-09 10:07

2021-07-09 10:22

3541

2021-07-09 10:24

2021-07-09 10:08

2021-07-09 10:24

3546

2021-07-09 10:17

2021-07-09 10:08

2021-07-09 10:17

3551

2021-07-09 10:25

2021-07-09 10:08

2021-07-09 10:25
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Response ID

Date submitted

Date started

Date last action

3556

2021-07-09 10:24

2021-07-09 10:09

2021-07-09 10:24

3561

2021-07-09 10:31

2021-07-09 10:09

2021-07-09 10:31

3566

2021-07-09 10:30

2021-07-09 10:10

2021-07-09 10:30

3571

2021-07-09 10:17

2021-07-09 10:11

2021-07-09 10:17

3576

2021-07-09 10:22

2021-07-09 10:11

2021-07-09 10:22

3581

2021-07-09 10:33

2021-07-09 10:12

2021-07-09 10:33

3586

2021-07-09 11:28

2021-07-09 10:14

2021-07-09 11:28

3591

2021-07-09 10:30

2021-07-09 10:16

2021-07-09 10:30

3606

2021-07-09 10:36

2021-07-09 10:20

2021-07-09 10:36

3611

2021-07-09 10:29

2021-07-09 10:20

2021-07-09 10:29

3616

2021-07-09 10:47

2021-07-09 10:21

2021-07-09 10:47

3626

2021-07-09 10:50

2021-07-09 10:23

2021-07-09 10:50

3631

2021-07-09 10:31

2021-07-09 10:24

2021-07-09 10:31

3636

2021-07-09 11:11

2021-07-09 10:25

2021-07-09 11:11

3641

2021-07-09 10:34

2021-07-09 10:25

2021-07-09 10:34

3651

2021-07-09 10:35

2021-07-09 10:28

2021-07-09 10:35

3661

2021-07-09 10:56

2021-07-09 10:29

2021-07-09 10:56

3671

2021-07-09 10:35

2021-07-09 10:30

2021-07-09 10:35

3676

2021-07-09 10:43

2021-07-09 10:32

2021-07-09 10:43

3686

2021-07-09 10:40

2021-07-09 10:33

2021-07-09 10:40

3691

2021-07-09 11:11

2021-07-09 10:33

2021-07-09 11:11

3701

2021-07-09 11:12

2021-07-09 10:35

2021-07-09 11:12

3711

2021-07-09 10:44

2021-07-09 10:36

2021-07-09 10:44

3716

2021-07-09 10:51

2021-07-09 10:37

2021-07-09 10:51

3721

2021-07-09 11:49

2021-07-09 10:39

2021-07-09 11:49

3726

2021-07-09 11:24

2021-07-09 10:41

2021-07-09 11:24

3731

2021-07-09 10:58

2021-07-09 10:42

2021-07-09 10:58

3746

2021-07-09 10:48

2021-07-09 10:43

2021-07-09 10:48

3751

2021-07-09 10:53

2021-07-09 10:43

2021-07-09 10:53

3756

2021-07-09 10:58

2021-07-09 10:44

2021-07-09 10:58

3761

2021-07-09 11:12

2021-07-09 10:46

2021-07-09 11:12

3766

2021-07-09 10:58

2021-07-09 10:46

2021-07-09 10:58

3771

2021-07-09 11:02

2021-07-09 10:47

2021-07-09 11:02

3776

2021-07-09 10:57

2021-07-09 10:49

2021-07-09 10:57

3786

2021-07-09 11:14

2021-07-09 10:51

2021-07-09 11:14

3791

2021-07-09 11:08

2021-07-09 10:51

2021-07-09 11:08

3796

2021-07-09 11:06

2021-07-09 10:52

2021-07-09 11:06

3806

2021-07-09 10:58

2021-07-09 10:52

2021-07-09 10:58

3811

2021-07-09 11:10

2021-07-09 10:52

2021-07-09 11:10

3821

2021-07-09 11:09

2021-07-09 10:53

2021-07-09 11:09

3826

2021-07-09 11:05

2021-07-09 10:54

2021-07-09 11:05

3841

2021-07-09 12:18

2021-07-09 10:55

2021-07-09 12:18

3846

2021-07-09 11:16

2021-07-09 10:55

2021-07-09 11:16

3851

2021-07-09 11:03

2021-07-09 10:55

2021-07-09 11:03

3856

2021-07-09 11:15

2021-07-09 10:55

2021-07-09 11:15

3861

2021-07-09 11:12

2021-07-09 10:58

2021-07-09 11:12

Page 12 of 39 CTZ-2021-13977



Response ID

Date submitted

Date started

Date last action

3876

2021-07-09 11:16

2021-07-09 11:00

2021-07-09 11:16

3881

2021-07-09 11:22

2021-07-09 11:00

2021-07-09 11:22

3891

2021-07-09 11:14

2021-07-09 11:02

2021-07-09 11:14

3896

2021-07-09 11:19

2021-07-09 11:02

2021-07-09 11:19

3901

2021-07-09 11:39

2021-07-09 11:03

2021-07-09 11:39

3906

2021-07-09 11:16

2021-07-09 11:03

2021-07-09 11:16

3911

2021-07-09 11:18

2021-07-09 11:04

2021-07-09 11:18

3926

2021-07-09 11:17

2021-07-09 11:07

2021-07-09 11:17

3931

2021-07-09 11:20

2021-07-09 11:07

2021-07-09 11:20

3936

2021-07-09 11:49

2021-07-09 11:08

2021-07-09 11:49

3941

2021-07-09 11:50

2021-07-09 11:11

2021-07-09 11:50

3946

2021-07-09 11:23

2021-07-09 11:12

2021-07-09 11:23

3951

2021-07-09 11:39

2021-07-09 11:12

2021-07-09 11:39

3956

2021-07-09 12:10

2021-07-09 11:14

2021-07-09 12:10

3961

2021-07-09 11:22

2021-07-09 11:14

2021-07-09 11:22

3966

2021-07-09 11:30

2021-07-09 11:16

2021-07-09 11:30

3971

2021-07-09 11:35

2021-07-09 11:17

2021-07-09 11:35

3976

2021-07-09 11:33

2021-07-09 11:21

2021-07-09 11:33

3981

2021-07-09 11:39

2021-07-09 11:23

2021-07-09 11:39

3986

2021-07-09 11:32

2021-07-09 11:23

2021-07-09 11:32

3991

2021-07-09 11:30

2021-07-09 11:24

2021-07-09 11:30

3996

2021-07-09 11:33

2021-07-09 11:24

2021-07-09 11:33

4001

2021-07-09 11:42

2021-07-09 11:26

2021-07-09 11:42

4006

2021-07-09 11:37

2021-07-09 11:27

2021-07-09 11:37

4011

2021-07-09 11:46

2021-07-09 11:27

2021-07-09 11:46

4016

2021-07-09 11:41

2021-07-09 11:28

2021-07-09 11:41

4021

2021-07-09 11:55

2021-07-09 11:29

2021-07-09 11:55

4031

2021-07-09 11:37

2021-07-09 11:30

2021-07-09 11:37

4036

2021-07-09 11:42

2021-07-09 11:30

2021-07-09 11:42

4041

2021-07-09 11:43

2021-07-09 11:32

2021-07-09 11:43

4046

2021-07-09 11:42

2021-07-09 11:33

2021-07-09 11:42

4056

2021-07-09 12:01

2021-07-09 11:41

2021-07-09 12:01

4066

2021-07-09 11:54

2021-07-09 11:42

2021-07-09 11:54

4076

2021-07-09 12:01

2021-07-09 11:45

2021-07-09 12:01

4086

2021-07-09 12:13

2021-07-09 11:48

2021-07-09 12:13

4091

2021-07-09 12:13

2021-07-09 11:49

2021-07-09 12:13

4111

2021-07-09 12:03

2021-07-09 11:50

2021-07-09 12:03

4121

2021-07-09 11:58

2021-07-09 11:51

2021-07-09 11:58

4131

2021-07-09 12:13

2021-07-09 11:52

2021-07-09 12:13

4136

2021-07-09 12:04

2021-07-09 11:52

2021-07-09 12:04

4141

2021-07-09 12:01

2021-07-09 11:52

2021-07-09 12:01

4151

2021-07-09 12:04

2021-07-09 11:53

2021-07-09 12:04

4156

2021-07-09 12:07

2021-07-09 11:53

2021-07-09 12:07

4161

2021-07-09 12:09

2021-07-09 11:53

2021-07-09 12:09

4166

2021-07-09 12:00

2021-07-09 11:53

2021-07-09 12:00

4171

2021-07-09 12:03

2021-07-09 11:53

2021-07-09 12:03
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Response ID

Date submitted

Date started

Date last action

4181

2021-07-09 12:10

2021-07-09 11:53

2021-07-09 12:10

4186

2021-07-09 12:03

2021-07-09 11:53

2021-07-09 12:03

4191

2021-07-09 12:04

2021-07-09 11:53

2021-07-09 12:04

4196

2021-07-09 12:02

2021-07-09 11:53

2021-07-09 12:02

4201

2021-07-09 12:03

2021-07-09 11:54

2021-07-09 12:03

4211

2021-07-09 12:12

2021-07-09 11:54

2021-07-09 12:12

4216

2021-07-09 12:09

2021-07-09 11:54

2021-07-09 12:09

4221

2021-07-09 12:02

2021-07-09 11:54

2021-07-09 12:02

4226

2021-07-09 12:01

2021-07-09 11:54

2021-07-09 12:01

4231

2021-07-09 12:20

2021-07-09 11:54

2021-07-09 12:20

4236

2021-07-09 12:21

2021-07-09 11:54

2021-07-09 12:21

4241

2021-07-09 12:11

2021-07-09 11:54

2021-07-09 12:11

4246

2021-07-09 12:11

2021-07-09 11:54

2021-07-09 12:11

4251

2021-07-09 12:21

2021-07-09 11:54

2021-07-09 12:21

4256

2021-07-09 12:06

2021-07-09 11:54

2021-07-09 12:06

4261

2021-07-09 12:10

2021-07-09 11:55

2021-07-09 12:10

4266

2021-07-09 12:14

2021-07-09 11:55

2021-07-09 12:14

4271

2021-07-09 12:12

2021-07-09 11:55

2021-07-09 12:12

4276

2021-07-09 12:13

2021-07-09 11:55

2021-07-09 12:13

4281

2021-07-09 12:14

2021-07-09 11:55

2021-07-09 12:14

4296

2021-07-09 12:03

2021-07-09 11:55

2021-07-09 12:03

4301

2021-07-09 12:12

2021-07-09 11:55

2021-07-09 12:12

4306

2021-07-09 12:03

2021-07-09 11:55

2021-07-09 12:03

4311

2021-07-09 12:56

2021-07-09 11:56

2021-07-09 12:56

4316

2021-07-09 12:06

2021-07-09 11:56

2021-07-09 12:06

4321

2021-07-09 12:04

2021-07-09 11:56

2021-07-09 12:04

4326

2021-07-09 12:21

2021-07-09 11:56

2021-07-09 12:21

4331

2021-07-09 12:19

2021-07-09 11:56

2021-07-09 12:19

4336

2021-07-09 12:13

2021-07-09 11:56

2021-07-09 12:13

4341

2021-07-09 12:07

2021-07-09 11:56

2021-07-09 12:07

4346

2021-07-09 12:15

2021-07-09 11:56

2021-07-09 12:15

4351

2021-07-09 12:29

2021-07-09 11:56

2021-07-09 12:29

4356

2021-07-09 12:04

2021-07-09 11:56

2021-07-09 12:04

4361

2021-07-09 12:12

2021-07-09 11:56

2021-07-09 12:12

4371

2021-07-09 12:04

2021-07-09 11:57

2021-07-09 12:04

4376

2021-07-09 12:13

2021-07-09 11:57

2021-07-09 12:13

4386

2021-07-09 12:04

2021-07-09 11:57

2021-07-09 12:04

4391

2021-07-09 12:16

2021-07-09 11:57

2021-07-09 12:16

4396

2021-07-09 12:04

2021-07-09 11:58

2021-07-09 12:04

4401

2021-07-09 12:15

2021-07-09 11:58

2021-07-09 12:15

4406

2021-07-09 12:03

2021-07-09 11:58

2021-07-09 12:03

4411

2021-07-09 12:22

2021-07-09 11:58

2021-07-09 12:22

4416

2021-07-09 12:08

2021-07-09 11:58

2021-07-09 12:08

4426

2021-07-09 12:22

2021-07-09 11:59

2021-07-09 12:22

4441

2021-07-09 12:08

2021-07-09 11:59

2021-07-09 12:08

4446

2021-07-09 12:18

2021-07-09 11:59

2021-07-09 12:18
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Response ID

Date submitted

Date started

Date last action

4451

2021-07-09 12:05

2021-07-09 11:59

2021-07-09 12:05

4456

2021-07-09 12:25

2021-07-09 11:59

2021-07-09 12:25

4461

2021-07-09 12:10

2021-07-09 11:59

2021-07-09 12:10

4466

2021-07-09 12:19

2021-07-09 11:59

2021-07-09 12:19

4471

2021-07-09 12:08

2021-07-09 11:59

2021-07-09 12:08

4476

2021-07-09 12:25

2021-07-09 12:00

2021-07-09 12:25

4486

2021-07-09 12:08

2021-07-09 12:00

2021-07-09 12:08

4491

2021-07-09 12:14

2021-07-09 12:00

2021-07-09 12:14

4496

2021-07-09 12:36

2021-07-09 12:00

2021-07-09 12:36

4501

2021-07-09 12:10

2021-07-09 12:00

2021-07-09 12:10

4506

2021-07-09 12:09

2021-07-09 12:01

2021-07-09 12:09

4516

2021-07-09 12:18

2021-07-09 12:01

2021-07-09 12:18

4521

2021-07-09 12:18

2021-07-09 12:01

2021-07-09 12:18

4536

2021-07-09 12:13

2021-07-09 12:01

2021-07-09 12:13

4541

2021-07-09 12:23

2021-07-09 12:01

2021-07-09 12:23

4546

2021-07-09 12:08

2021-07-09 12:02

2021-07-09 12:08

4551

2021-07-09 12:23

2021-07-09 12:02

2021-07-09 12:23

4556

2021-07-09 12:34

2021-07-09 12:02

2021-07-09 12:34

4561

2021-07-09 12:21

2021-07-09 12:02

2021-07-09 12:21

4566

2021-07-09 12:15

2021-07-09 12:02

2021-07-09 12:15

4571

2021-07-09 12:34

2021-07-09 12:02

2021-07-09 12:34

4576

2021-07-09 12:10

2021-07-09 12:02

2021-07-09 12:10

4581

2021-07-09 12:12

2021-07-09 12:02

2021-07-09 12:12

4586

2021-07-09 12:18

2021-07-09 12:02

2021-07-09 12:18

4591

2021-07-09 12:32

2021-07-09 12:03

2021-07-09 12:32

4596

2021-07-09 13:03

2021-07-09 12:03

2021-07-09 13:03

4601

2021-07-09 12:10

2021-07-09 12:03

2021-07-09 12:10

4606

2021-07-09 12:18

2021-07-09 12:03

2021-07-09 12:18

4611

2021-07-09 12:43

2021-07-09 12:03

2021-07-09 12:43

4616

2021-07-09 12:20

2021-07-09 12:03

2021-07-09 12:20

4621

2021-07-09 12:08

2021-07-09 12:03

2021-07-09 12:08

4626

2021-07-09 12:15

2021-07-09 12:04

2021-07-09 12:15

4631

2021-07-09 12:28

2021-07-09 12:04

2021-07-09 12:28

4636

2021-07-09 12:10

2021-07-09 12:04

2021-07-09 12:10

4641

2021-07-09 12:13

2021-07-09 12:04

2021-07-09 12:13

4646

2021-07-09 12:21

2021-07-09 12:04

2021-07-09 12:21

4656

2021-07-09 12:09

2021-07-09 12:04

2021-07-09 12:09

4661

2021-07-09 12:27

2021-07-09 12:04

2021-07-09 12:27

4666

2021-07-09 12:13

2021-07-09 12:04

2021-07-09 12:13

4676

2021-07-09 12:14

2021-07-09 12:05

2021-07-09 12:14

4681

2021-07-09 12:18

2021-07-09 12:05

2021-07-09 12:18

4686

2021-07-09 12:15

2021-07-09 12:05

2021-07-09 12:15

4691

2021-07-09 12:26

2021-07-09 12:05

2021-07-09 12:26

4701

2021-07-09 12:14

2021-07-09 12:06

2021-07-09 12:14

4706

2021-07-09 12:14

2021-07-09 12:06

2021-07-09 12:14

4716

2021-07-09 12:28

2021-07-09 12:06

2021-07-09 12:28
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Response ID

Date submitted

Date started

Date last action

4721

2021-07-09 12:17

2021-07-09 12:06

2021-07-09 12:17

4731

2021-07-09 12:23

2021-07-09 12:07

2021-07-09 12:23

4736

2021-07-09 12:12

2021-07-09 12:07

2021-07-09 12:12

4741

2021-07-09 12:36

2021-07-09 12:07

2021-07-09 12:36

4746

2021-07-09 12:19

2021-07-09 12:07

2021-07-09 12:19

4751

2021-07-09 12:20

2021-07-09 12:08

2021-07-09 12:20

4766

2021-07-09 12:16

2021-07-09 12:09

2021-07-09 12:16

4776

2021-07-09 12:26

2021-07-09 12:09

2021-07-09 12:26

4781

2021-07-09 12:17

2021-07-09 12:10

2021-07-09 12:17

4786

2021-07-09 12:39

2021-07-09 12:10

2021-07-09 12:39

4791

2021-07-09 12:47

2021-07-09 12:10

2021-07-09 12:47

4801

2021-07-09 12:18

2021-07-09 12:10

2021-07-09 12:18

4816

2021-07-09 12:23

2021-07-09 12:10

2021-07-09 12:23

4821

2021-07-09 13:29

2021-07-09 12:10

2021-07-09 13:29

4826

2021-07-09 12:23

2021-07-09 12:11

2021-07-09 12:23

4841

2021-07-09 12:21

2021-07-09 12:12

2021-07-09 12:21

4846

2021-07-09 12:41

2021-07-09 12:12

2021-07-09 12:41

4851

2021-07-09 12:17

2021-07-09 12:12

2021-07-09 12:17

4856

2021-07-09 12:16

2021-07-09 12:12

2021-07-09 12:16

4861

2021-07-09 12:35

2021-07-09 12:13

2021-07-09 12:35

4871

2021-07-09 12:30

2021-07-09 12:13

2021-07-09 12:30

4876

2021-07-09 12:25

2021-07-09 12:14

2021-07-09 12:25

4881

2021-07-09 12:25

2021-07-09 12:14

2021-07-09 12:25

4886

2021-07-09 12:30

2021-07-09 12:14

2021-07-09 12:30

4891

2021-07-09 12:32

2021-07-09 12:14

2021-07-09 12:32

4901

2021-07-09 12:44

2021-07-09 12:14

2021-07-09 12:44

4906

2021-07-09 12:28

2021-07-09 12:14

2021-07-09 12:28

4911

2021-07-09 12:27

2021-07-09 12:15

2021-07-09 12:27

4921

2021-07-09 12:26

2021-07-09 12:15

2021-07-09 12:26

4926

2021-07-09 12:24

2021-07-09 12:15

2021-07-09 12:24

4931

2021-07-09 12:35

2021-07-09 12:15

2021-07-09 12:35

4936

2021-07-09 12:54

2021-07-09 12:15

2021-07-09 12:54

4946

2021-07-09 12:22

2021-07-09 12:15

2021-07-09 12:22

4951

2021-07-09 12:25

2021-07-09 12:15

2021-07-09 12:25

4961

2021-07-09 12:31

2021-07-09 12:16

2021-07-09 12:31

4966

2021-07-09 12:56

2021-07-09 12:16

2021-07-09 12:56

4971

2021-07-09 12:49

2021-07-09 12:16

2021-07-09 12:49

4976

2021-07-09 12:50

2021-07-09 12:16

2021-07-09 12:50

4986

2021-07-09 12:25

2021-07-09 12:16

2021-07-09 12:25

4991

2021-07-09 12:35

2021-07-09 12:16

2021-07-09 12:35

5001

2021-07-09 12:35

2021-07-09 12:16

2021-07-09 12:35

5006

2021-07-09 12:31

2021-07-09 12:16

2021-07-09 12:31

5011

2021-07-09 12:26

2021-07-09 12:16

2021-07-09 12:26

5016

2021-07-09 12:31

2021-07-09 12:16

2021-07-09 12:31

5021

2021-07-09 13:06

2021-07-09 12:17

2021-07-09 13:06

5026

2021-07-09 12:38

2021-07-09 12:17

2021-07-09 12:38
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Response ID

Date submitted

Date started

Date last action

5031

2021-07-09 12:27

2021-07-09 12:17

2021-07-09 12:27

5036

2021-07-09 12:27

2021-07-09 12:17

2021-07-09 12:27

5046

2021-07-09 12:47

2021-07-09 12:18

2021-07-09 12:47

5051

2021-07-09 12:41

2021-07-09 12:18

2021-07-09 12:41

5056

2021-07-09 12:29

2021-07-09 12:18

2021-07-09 12:29

5061

2021-07-09 12:49

2021-07-09 12:18

2021-07-09 12:49

5066

2021-07-09 12:38

2021-07-09 12:19

2021-07-09 12:38

5076

2021-07-09 12:29

2021-07-09 12:19

2021-07-09 12:29

5081

2021-07-09 12:33

2021-07-09 12:20

2021-07-09 12:33

5091

2021-07-09 12:28

2021-07-09 12:20

2021-07-09 12:28

5096

2021-07-09 12:43

2021-07-09 12:21

2021-07-09 12:43

5111

2021-07-09 12:34

2021-07-09 12:21

2021-07-09 12:34

5126

2021-07-09 13:02

2021-07-09 12:23

2021-07-09 13:02

5131

2021-07-09 12:54

2021-07-09 12:23

2021-07-09 12:54

5136

2021-07-09 12:36

2021-07-09 12:23

2021-07-09 12:36

5146

2021-07-09 12:37

2021-07-09 12:24

2021-07-09 12:37

5151

2021-07-09 12:35

2021-07-09 12:24

2021-07-09 12:35

5156

2021-07-09 13:10

2021-07-09 12:24

2021-07-09 13:10

5171

2021-07-09 12:35

2021-07-09 12:24

2021-07-09 12:35

5176

2021-07-09 12:33

2021-07-09 12:25

2021-07-09 12:33

5181

2021-07-09 12:35

2021-07-09 12:25

2021-07-09 12:35

5186

2021-07-09 13:03

2021-07-09 12:25

2021-07-09 13:03

5191

2021-07-09 12:34

2021-07-09 12:26

2021-07-09 12:34

5196

2021-07-09 13:18

2021-07-09 12:26

2021-07-09 13:18

5201

2021-07-09 12:42

2021-07-09 12:26

2021-07-09 12:42

5206

2021-07-09 12:57

2021-07-09 12:26

2021-07-09 12:57

5211

2021-07-09 12:35

2021-07-09 12:26

2021-07-09 12:35

5216

2021-07-09 12:38

2021-07-09 12:26

2021-07-09 12:38

5221

2021-07-09 12:49

2021-07-09 12:27

2021-07-09 12:49

5231

2021-07-09 12:53

2021-07-09 12:28

2021-07-09 12:53

5236

2021-07-09 12:41

2021-07-09 12:28

2021-07-09 12:41

5241

2021-07-09 12:36

2021-07-09 12:28

2021-07-09 12:36

5251

2021-07-09 12:43

2021-07-09 12:29

2021-07-09 12:43

5256

2021-07-09 12:57

2021-07-09 12:29

2021-07-09 12:57

5266

2021-07-09 12:40

2021-07-09 12:29

2021-07-09 12:40

5276

2021-07-09 12:38

2021-07-09 12:29

2021-07-09 12:38

5281

2021-07-09 12:40

2021-07-09 12:30

2021-07-09 12:40

5286

2021-07-09 12:43

2021-07-09 12:30

2021-07-09 12:43

5301

2021-07-09 12:38

2021-07-09 12:31

2021-07-09 12:38

5306

2021-07-09 12:46

2021-07-09 12:31

2021-07-09 12:46

5326

2021-07-09 12:49

2021-07-09 12:32

2021-07-09 12:49

5336

2021-07-09 12:50

2021-07-09 12:32

2021-07-09 12:50

5341

2021-07-09 12:58

2021-07-09 12:33

2021-07-09 12:58

5346

2021-07-09 12:50

2021-07-09 12:33

2021-07-09 12:50

5351

2021-07-09 12:45

2021-07-09 12:34

2021-07-09 12:45

5356

2021-07-09 13:19

2021-07-09 12:34

2021-07-09 13:19
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Response ID

Date submitted

Date started

Date last action

5361

2021-07-09 12:48

2021-07-09 12:34

2021-07-09 12:48

5366

2021-07-09 12:52

2021-07-09 12:35

2021-07-09 12:52

5371

2021-07-09 12:42

2021-07-09 12:35

2021-07-09 12:42

5376

2021-07-09 12:57

2021-07-09 12:35

2021-07-09 12:57

5381

2021-07-09 12:41

2021-07-09 12:35

2021-07-09 12:41

5386

2021-07-09 12:48

2021-07-09 12:36

2021-07-09 12:48

5391

2021-07-09 12:48

2021-07-09 12:36

2021-07-09 12:48

5396

2021-07-09 12:45

2021-07-09 12:37

2021-07-09 12:45

5401

2021-07-09 13:05

2021-07-09 12:37

2021-07-09 13:05

5406

2021-07-09 12:56

2021-07-09 12:37

2021-07-09 12:56

5416

2021-07-09 13:05

2021-07-09 12:38

2021-07-09 13:05

5426

2021-07-09 13:00

2021-07-09 12:38

2021-07-09 13:00

5431

2021-07-09 12:51

2021-07-09 12:38

2021-07-09 12:51

5436

2021-07-09 12:47

2021-07-09 12:39

2021-07-09 12:47

5441

2021-07-09 12:53

2021-07-09 12:39

2021-07-09 12:53

5451

2021-07-09 12:59

2021-07-09 12:40

2021-07-09 12:59

5456

2021-07-09 12:51

2021-07-09 12:40

2021-07-09 12:51

5461

2021-07-09 12:59

2021-07-09 12:41

2021-07-09 12:59

5466

2021-07-09 13:22

2021-07-09 12:41

2021-07-09 13:22

5471

2021-07-09 12:55

2021-07-09 12:41

2021-07-09 12:55

5476

2021-07-09 12:57

2021-07-09 12:41

2021-07-09 12:57

5481

2021-07-09 12:59

2021-07-09 12:42

2021-07-09 12:59

5486

2021-07-09 12:57

2021-07-09 12:42

2021-07-09 12:57

5501

2021-07-09 13:03

2021-07-09 12:44

2021-07-09 13:03

5506

2021-07-09 12:50

2021-07-09 12:44

2021-07-09 12:50

5511

2021-07-09 13:01

2021-07-09 12:44

2021-07-09 13:01

5516

2021-07-09 12:56

2021-07-09 12:44

2021-07-09 12:56

5521

2021-07-09 13:06

2021-07-09 12:45

2021-07-09 13:06

5526

2021-07-09 12:58

2021-07-09 12:45

2021-07-09 12:58

5531

2021-07-09 12:58

2021-07-09 12:46

2021-07-09 12:58

5536

2021-07-09 12:53

2021-07-09 12:46

2021-07-09 12:53

5546

2021-07-09 13:05

2021-07-09 12:46

2021-07-09 13:05

5551

2021-07-09 12:59

2021-07-09 12:46

2021-07-09 12:59

5561

2021-07-09 12:54

2021-07-09 12:47

2021-07-09 12:54

5566

2021-07-09 12:58

2021-07-09 12:47

2021-07-09 12:58

5571

2021-07-09 12:57

2021-07-09 12:47

2021-07-09 12:57

5581

2021-07-09 12:54

2021-07-09 12:48

2021-07-09 12:54

5591

2021-07-09 12:55

2021-07-09 12:48

2021-07-09 12:55

5596

2021-07-09 12:58

2021-07-09 12:48

2021-07-09 12:58

5606

2021-07-09 13:05

2021-07-09 12:49

2021-07-09 13:05

5616

2021-07-09 13:32

2021-07-09 12:49

2021-07-09 13:32

5621

2021-07-09 12:59

2021-07-09 12:50

2021-07-09 12:59

5626

2021-07-09 12:58

2021-07-09 12:50

2021-07-09 12:58

5631

2021-07-09 13:02

2021-07-09 12:51

2021-07-09 13:02

5641

2021-07-09 13:06

2021-07-09 12:52

2021-07-09 13:06

5646

2021-07-09 13:00

2021-07-09 12:52

2021-07-09 13:00
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Response ID

Date submitted

Date started

Date last action

5656

2021-07-09 13:43

2021-07-09 12:54

2021-07-09 13:43

5661

2021-07-09 13:00

2021-07-09 12:54

2021-07-09 13:00

5671

2021-07-09 13:02

2021-07-09 12:54

2021-07-09 13:02

5676

2021-07-09 13:08

2021-07-09 12:55

2021-07-09 13:08

5681

2021-07-09 13:57

2021-07-09 12:56

2021-07-09 13:57

5686

2021-07-09 13:47

2021-07-09 12:56

2021-07-09 13:47

5691

2021-07-09 13:10

2021-07-09 12:57

2021-07-09 13:10

5696

2021-07-09 13:32

2021-07-09 12:57

2021-07-09 13:32

5706

2021-07-09 13:10

2021-07-09 12:57

2021-07-09 13:10

5711

2021-07-09 13:09

2021-07-09 12:57

2021-07-09 13:09

5716

2021-07-09 13:11

2021-07-09 12:58

2021-07-09 13:11

5721

2021-07-09 13:09

2021-07-09 12:58

2021-07-09 13:09

5726

2021-07-09 13:27

2021-07-09 12:58

2021-07-09 13:27

5731

2021-07-09 13:09

2021-07-09 12:59

2021-07-09 13:09

5741

2021-07-09 13:15

2021-07-09 12:59

2021-07-09 13:15

5751

2021-07-09 13:13

2021-07-09 12:59

2021-07-09 13:13

5756

2021-07-09 13:19

2021-07-09 12:59

2021-07-09 13:19

5761

2021-07-09 14:01

2021-07-09 12:59

2021-07-09 14:01

5776

2021-07-09 13:13

2021-07-09 13:01

2021-07-09 13:13

5781

2021-07-09 13:20

2021-07-09 13:01

2021-07-09 13:20

5791

2021-07-09 13:08

2021-07-09 13:01

2021-07-09 13:08

5796

2021-07-09 13:11

2021-07-09 13:02

2021-07-09 13:11

5806

2021-07-09 13:14

2021-07-09 13:03

2021-07-09 13:14

5811

2021-07-09 13:16

2021-07-09 13:04

2021-07-09 13:16

5816

2021-07-09 13:27

2021-07-09 13:04

2021-07-09 13:27

5831

2021-07-09 13:20

2021-07-09 13:06

2021-07-09 13:20

5836

2021-07-09 13:17
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2021-07-09 15:57

7346

2021-07-09 15:50

2021-07-09 15:37

2021-07-09 15:50

7351

2021-07-09 15:45

2021-07-09 15:38

2021-07-09 15:45

7356

2021-07-09 16:05

2021-07-09 15:38

2021-07-09 16:05

7361

2021-07-09 15:46

2021-07-09 15:39

2021-07-09 15:46

7366

2021-07-09 15:51

2021-07-09 15:40

2021-07-09 15:51

7371

2021-07-09 15:53

2021-07-09 15:41

2021-07-09 15:53

7376

2021-07-09 15:51

2021-07-09 15:44

2021-07-09 15:51

7381

2021-07-09 15:57

2021-07-09 15:44

2021-07-09 15:57

7391

2021-07-09 16:06

2021-07-09 15:48

2021-07-09 16:06

7396

2021-07-09 16:04

2021-07-09 15:48

2021-07-09 16:04

7406

2021-07-09 16:01

2021-07-09 15:50

2021-07-09 16:01

7411

2021-07-09 16:09

2021-07-09 15:50

2021-07-09 16:09

7416

2021-07-09 16:03

2021-07-09 15:51

2021-07-09 16:03

7421

2021-07-09 16:55

2021-07-09 15:51

2021-07-09 16:55

7431

2021-07-09 15:58

2021-07-09 15:54

2021-07-09 15:58

7441

2021-07-09 16:16

2021-07-09 15:54

2021-07-09 16:16

7446

2021-07-09 17:02

2021-07-09 15:55

2021-07-09 17:02

7461

2021-07-09 16:23

2021-07-09 15:56

2021-07-09 16:23

7466

2021-07-09 16:04

2021-07-09 15:57

2021-07-09 16:04

7471

2021-07-09 16:04

2021-07-09 15:57

2021-07-09 16:04

7481

2021-07-09 16:26

2021-07-09 15:58

2021-07-09 16:26

7486

2021-07-09 16:14

2021-07-09 15:58

2021-07-09 16:14

7491

2021-07-09 16:05

2021-07-09 15:58

2021-07-09 16:05

7496

2021-07-09 16:28

2021-07-09 15:59

2021-07-09 16:28

7501

2021-07-09 16:08

2021-07-09 16:01

2021-07-09 16:08

7506

2021-07-09 16:22

2021-07-09 16:03

2021-07-09 16:22

7511

2021-07-09 16:18

2021-07-09 16:04

2021-07-09 16:18

7531

2021-07-09 16:22

2021-07-09 16:04

2021-07-09 16:22

7536

2021-07-09 16:11

2021-07-09 16:06

2021-07-09 16:11

7541

2021-07-09 16:28

2021-07-09 16:07

2021-07-09 16:28

7546

2021-07-09 16:19

2021-07-09 16:08

2021-07-09 16:19

7551

2021-07-09 16:20

2021-07-09 16:11

2021-07-09 16:20

7556

2021-07-09 16:37

2021-07-09 16:11

2021-07-09 16:37

7561

2021-07-09 16:24

2021-07-09 16:13

2021-07-09 16:24

7566

2021-07-09 16:24

2021-07-09 16:13

2021-07-09 16:24

7571

2021-07-09 16:28

2021-07-09 16:13

2021-07-09 16:28

7576

2021-07-09 16:21

2021-07-09 16:13

2021-07-09 16:21

7581

2021-07-09 16:28

2021-07-09 16:14

2021-07-09 16:28

7586

2021-07-09 16:28

2021-07-09 16:14

2021-07-09 16:28
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Response ID

Date submitted

Date started

Date last action

7591

2021-07-09 16:22

2021-07-09 16:14

2021-07-09 16:22

7596

2021-07-09 16:32

2021-07-09 16:14

2021-07-09 16:32

7601

2021-07-09 16:31

2021-07-09 16:15

2021-07-09 16:31

7606

2021-07-09 16:28

2021-07-09 16:16

2021-07-09 16:28

7611

2021-07-09 16:23

2021-07-09 16:16

2021-07-09 16:23

7621

2021-07-09 16:22

2021-07-09 16:16

2021-07-09 16:22

7626

2021-07-09 16:56

2021-07-09 16:16

2021-07-09 16:56

7636

2021-07-09 16:37

2021-07-09 16:16

2021-07-09 16:37

7641

2021-07-09 16:42

2021-07-09 16:17

2021-07-09 16:42

7646

2021-07-09 16:51

2021-07-09 16:17

2021-07-09 16:51

7651

2021-07-09 17:00

2021-07-09 16:18

2021-07-09 17:00

7656

2021-07-09 16:24

2021-07-09 16:19

2021-07-09 16:24

7661

2021-07-09 16:23

2021-07-09 16:19

2021-07-09 16:23

7666

2021-07-09 16:33

2021-07-09 16:19

2021-07-09 16:33

7676

2021-07-09 19:17

2021-07-09 16:20

2021-07-09 19:17

7681

2021-07-09 17:12

2021-07-09 16:22

2021-07-09 17:12

7686

2021-07-09 16:55

2021-07-09 16:22

2021-07-09 16:55

7691

2021-07-09 16:28

2021-07-09 16:22

2021-07-09 16:28

7701

2021-07-09 16:38

2021-07-09 16:24

2021-07-09 16:38

7706

2021-07-09 16:43

2021-07-09 16:25

2021-07-09 16:43

7711

2021-07-09 16:39

2021-07-09 16:25

2021-07-09 16:39

7716

2021-07-09 16:32

2021-07-09 16:26

2021-07-09 16:32

7721

2021-07-09 16:52

2021-07-09 16:28

2021-07-09 16:52

7726

2021-07-09 16:41

2021-07-09 16:29

2021-07-09 16:41

7741

2021-07-09 17:13

2021-07-09 16:30

2021-07-09 17:13

7746

2021-07-09 16:39

2021-07-09 16:32

2021-07-09 16:39

7756

2021-07-09 17:02

2021-07-09 16:36

2021-07-09 17:02

7761

2021-07-09 16:44

2021-07-09 16:36

2021-07-09 16:44

7766

2021-07-09 16:56

2021-07-09 16:36

2021-07-09 16:56

7771

2021-07-09 16:50

2021-07-09 16:38

2021-07-09 16:50

7776

2021-07-09 16:47

2021-07-09 16:39

2021-07-09 16:47

7786

2021-07-09 16:55

2021-07-09 16:43

2021-07-09 16:55

7791

2021-07-09 16:58

2021-07-09 16:44

2021-07-09 16:58

7796

2021-07-09 16:53

2021-07-09 16:44

2021-07-09 16:53

7801

2021-07-09 17:01

2021-07-09 16:45

2021-07-09 17:01

7806

2021-07-09 17:08

2021-07-09 16:45

2021-07-09 17:08

7811

2021-07-09 17:00

2021-07-09 16:45

2021-07-09 17:00

7816

2021-07-09 17:13

2021-07-09 16:47

2021-07-09 17:13

7821

2021-07-09 16:58

2021-07-09 16:48

2021-07-09 16:58

7826

2021-07-09 16:54

2021-07-09 16:49

2021-07-09 16:54

7831

2021-07-09 17:09

2021-07-09 16:49

2021-07-09 17:09

7836

2021-07-09 16:59

2021-07-09 16:50

2021-07-09 16:59

7846

2021-07-09 17:03

2021-07-09 16:53

2021-07-09 17:03

7851

2021-07-09 17:30

2021-07-09 16:54

2021-07-09 17:30

7856

2021-07-09 17:10

2021-07-09 16:55

2021-07-09 17:10

7861

2021-07-09 18:16

2021-07-09 16:55

2021-07-09 18:16
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Response ID

Date submitted

Date started
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7866

2021-07-09 17:01

2021-07-09 16:55

2021-07-09 17:01

7871

2021-07-09 17:10

2021-07-09 16:57

2021-07-09 17:10

7876

2021-07-09 17:02

2021-07-09 16:57

2021-07-09 17:02

7881

2021-07-09 17:26

2021-07-09 17:01

2021-07-09 17:26

7886

2021-07-09 17:54

2021-07-09 17:03

2021-07-09 17:54

7891

2021-07-09 17:14

2021-07-09 17:04

2021-07-09 17:14

7896

2021-07-09 17:15

2021-07-09 17:06

2021-07-09 17:15

7901

2021-07-09 17:26

2021-07-09 17:07

2021-07-09 17:26

7906

2021-07-09 17:19

2021-07-09 17:08

2021-07-09 17:19

7911

2021-07-09 17:20

2021-07-09 17:08

2021-07-09 17:20

7916

2021-07-09 17:28

2021-07-09 17:10

2021-07-09 17:28

7921

2021-07-09 17:26

2021-07-09 17:12

2021-07-09 17:26

7926

2021-07-09 17:21

2021-07-09 17:15

2021-07-09 17:21

7931

2021-07-09 17:42

2021-07-09 17:16

2021-07-09 17:42

7941

2021-07-09 18:47

2021-07-09 17:17

2021-07-09 18:47

7946

2021-07-09 18:05

2021-07-09 17:20

2021-07-09 18:05

7966

2021-07-09 17:37

2021-07-09 17:23

2021-07-09 17:37

7976

2021-07-09 17:48

2021-07-09 17:26

2021-07-09 17:48

7981

2021-07-09 18:14

2021-07-09 17:26

2021-07-09 18:14

7986

2021-07-09 17:47

2021-07-09 17:29

2021-07-09 17:47

7991

2021-07-09 17:50

2021-07-09 17:33

2021-07-09 17:50

7996

2021-07-09 17:44

2021-07-09 17:34

2021-07-09 17:44

8001

2021-07-09 17:43

2021-07-09 17:34

2021-07-09 17:43

8006

2021-07-09 17:39

2021-07-09 17:34

2021-07-09 17:39

8011

2021-07-09 17:53

2021-07-09 17:35

2021-07-09 17:53

8016

2021-07-09 17:44

2021-07-09 17:36

2021-07-09 17:44

8021

2021-07-09 17:57

2021-07-09 17:40

2021-07-09 17:57

8026

2021-07-09 17:56

2021-07-09 17:42

2021-07-09 17:56

8031

2021-07-09 18:07

2021-07-09 17:43

2021-07-09 18:07

8036

2021-07-09 17:58

2021-07-09 17:46

2021-07-09 17:58

8041

2021-07-09 18:02

2021-07-09 17:48

2021-07-09 18:02

8046

2021-07-09 18:46

2021-07-09 17:52

2021-07-09 18:46

8051

2021-07-09 18:24

2021-07-09 17:53

2021-07-09 18:24

8056

2021-07-09 18:04

2021-07-09 17:54

2021-07-09 18:04

8061

2021-07-09 18:02

2021-07-09 17:55

2021-07-09 18:02

8071

2021-07-09 18:39

2021-07-09 17:56

2021-07-09 18:39

8081

2021-07-09 18:11

2021-07-09 17:59

2021-07-09 18:11

8086

2021-07-09 18:16

2021-07-09 18:01

2021-07-09 18:16

8101

2021-07-09 18:11

2021-07-09 18:04

2021-07-09 18:11

8106

2021-07-09 18:29

2021-07-09 18:05

2021-07-09 18:29

8116

2021-07-09 18:27

2021-07-09 18:12

2021-07-09 18:27

8121

2021-07-09 18:27

2021-07-09 18:15

2021-07-09 18:27

8136

2021-07-09 19:14

2021-07-09 18:16

2021-07-09 19:14

8141

2021-07-09 18:25

2021-07-09 18:16

2021-07-09 18:25

8146

2021-07-09 18:31

2021-07-09 18:17

2021-07-09 18:31

8151

2021-07-09 18:33

2021-07-09 18:17

2021-07-09 18:33
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Response ID

Date submitted
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8156

2021-07-09 18:53

2021-07-09 18:19

2021-07-09 18:53

8161

2021-07-09 18:30

2021-07-09 18:20

2021-07-09 18:30

8166

2021-07-09 18:32

2021-07-09 18:20

2021-07-09 18:32

8171

2021-07-09 18:36

2021-07-09 18:21

2021-07-09 18:36

8181

2021-07-09 18:44

2021-07-09 18:22

2021-07-09 18:44

8186

2021-07-09 19:55

2021-07-09 18:22

2021-07-09 19:55

8201

2021-07-09 18:46

2021-07-09 18:28

2021-07-09 18:46

8206

2021-07-09 18:41

2021-07-09 18:29

2021-07-09 18:41

8211

2021-07-09 18:37

2021-07-09 18:29

2021-07-09 18:37

8216

2021-07-09 18:36

2021-07-09 18:30

2021-07-09 18:36

8226

2021-07-09 18:47

2021-07-09 18:32

2021-07-09 18:47

8231

2021-07-09 18:51

2021-07-09 18:33

2021-07-09 18:51

8236

2021-07-09 18:54

2021-07-09 18:33

2021-07-09 18:54

8241

2021-07-09 18:44

2021-07-09 18:37

2021-07-09 18:44

8251

2021-07-09 18:53

2021-07-09 18:39

2021-07-09 18:53

8256

2021-07-09 18:49

2021-07-09 18:42

2021-07-09 18:49

8266

2021-07-09 19:06

2021-07-09 18:52

2021-07-09 19:06

8271

2021-07-09 19:01

2021-07-09 18:53

2021-07-09 19:01

8286

2021-07-09 19:21

2021-07-09 18:56

2021-07-09 19:21

8301

2021-07-09 19:11

2021-07-09 19:00

2021-07-09 19:11

8306

2021-07-09 19:13

2021-07-09 19:00

2021-07-09 19:13

8311

2021-07-09 19:59

2021-07-09 19:00

2021-07-09 19:59

8316

2021-07-09 19:30

2021-07-09 19:02

2021-07-09 19:30

8321

2021-07-09 19:27

2021-07-09 19:06

2021-07-09 19:27

8326

2021-07-09 19:30

2021-07-09 19:07

2021-07-09 19:30

8336

2021-07-09 19:27

2021-07-09 19:12

2021-07-09 19:27

8351

2021-07-09 19:23

2021-07-09 19:17

2021-07-09 19:23

8376

2021-07-09 19:37

2021-07-09 19:26

2021-07-09 19:37

8381

2021-07-09 19:34

2021-07-09 19:26

2021-07-09 19:34

8391

2021-07-09 19:55

2021-07-09 19:31

2021-07-09 19:55

8396

2021-07-09 20:22

2021-07-09 19:32

2021-07-09 20:22

8406

2021-07-09 19:44

2021-07-09 19:36

2021-07-09 19:44

8416

2021-07-09 19:53

2021-07-09 19:40

2021-07-09 19:53

8426

2021-07-09 20:01

2021-07-09 19:41

2021-07-09 20:01

8431

2021-07-09 21:12

2021-07-09 19:44

2021-07-09 21:12

8436

2021-07-09 20:00

2021-07-09 15:47

2021-07-09 20:00

8441

2021-07-09 20:05

2021-07-09 19:51

2021-07-09 20:05

8451

2021-07-09 20:19

2021-07-09 19:55

2021-07-09 20:19

8456

2021-07-09 20:08

2021-07-09 19:56

2021-07-09 20:08

8461

2021-07-09 20:08

2021-07-09 19:57

2021-07-09 20:08

8466

2021-07-09 20:12

2021-07-09 19:58

2021-07-09 20:12

8476

2021-07-09 20:44

2021-07-09 20:01

2021-07-09 20:44

8481

2021-07-09 21:04

2021-07-09 20:03

2021-07-09 21:04

8486

2021-07-09 20:14

2021-07-09 20:06

2021-07-09 20:14

8491

2021-07-09 20:35

2021-07-09 20:08

2021-07-09 20:35

8501

2021-07-09 20:34

2021-07-09 20:12

2021-07-09 20:34
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Date submitted
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8506

2021-07-09 20:28

2021-07-09 20:13

2021-07-09 20:28

8511

2021-07-09 20:35

2021-07-09 20:13

2021-07-09 20:35

8526

2021-07-09 20:27

2021-07-09 20:19

2021-07-09 20:27

8531

2021-07-09 20:34

2021-07-09 20:22

2021-07-09 20:34

8541

2021-07-09 20:35

2021-07-09 20:25

2021-07-09 20:35

8546

2021-07-09 20:41

2021-07-09 20:27

2021-07-09 20:41

8551

2021-07-09 20:55

2021-07-09 20:29

2021-07-09 20:55

8556

2021-07-09 21:42

2021-07-09 20:29

2021-07-09 21:42

8566

2021-07-09 20:41

2021-07-09 20:35

2021-07-09 20:41

8576

2021-07-09 20:57

2021-07-09 20:41

2021-07-09 20:57

8581

2021-07-09 20:52

2021-07-09 20:43

2021-07-09 20:52

8586

2021-07-09 20:48

2021-07-09 20:44

2021-07-09 20:48

8591

2021-07-09 21:19

2021-07-09 20:47

2021-07-09 21:19

8596

2021-07-09 21:00

2021-07-09 20:48

2021-07-09 21:00

8601

2021-07-09 21:14

2021-07-09 20:49

2021-07-09 21:14

8606

2021-07-09 21:02

2021-07-09 20:51

2021-07-09 21:02

8611

2021-07-09 21:15

2021-07-09 20:51

2021-07-09 21:15

8626

2021-07-09 21:05

2021-07-09 20:58

2021-07-09 21:05

8636

2021-07-09 21:34

2021-07-09 21:00

2021-07-09 21:34

8641

2021-07-09 21:12

2021-07-09 21:01

2021-07-09 21:12

8646

2021-07-09 21:17

2021-07-09 21:02

2021-07-09 21:17

8651

2021-07-09 21:52

2021-07-09 21:05

2021-07-09 21:52

8661

2021-07-09 21:35

2021-07-09 21:08

2021-07-09 21:35

8666

2021-07-09 21:28

2021-07-09 21:11

2021-07-09 21:28

8671

2021-07-09 21:35

2021-07-09 21:12

2021-07-09 21:35

8676

2021-07-09 21:28

2021-07-09 21:13

2021-07-09 21:28

8681

2021-07-09 21:34

2021-07-09 21:14

2021-07-09 21:34

8691

2021-07-09 21:36

2021-07-09 21:15

2021-07-09 21:36

8696

2021-07-09 21:29

2021-07-09 21:18

2021-07-09 21:29

8701

2021-07-09 21:27

2021-07-09 21:19

2021-07-09 21:27

8721

2021-07-09 21:53

2021-07-09 21:25

2021-07-09 21:53

8726

2021-07-09 21:35

2021-07-09 21:25

2021-07-09 21:35

8731

2021-07-09 21:47

2021-07-09 21:26

2021-07-09 21:47

8736

2021-07-09 21:46

2021-07-09 21:28

2021-07-09 21:46

8741

2021-07-09 22:22

2021-07-09 21:31

2021-07-09 22:22

8751

2021-07-09 21:48

2021-07-09 21:35

2021-07-09 21:48

8761

2021-07-09 21:51

2021-07-09 21:38

2021-07-09 21:51

8766

2021-07-09 22:19

2021-07-09 21:48

2021-07-09 22:19

8771

2021-07-09 22:07

2021-07-09 21:50

2021-07-09 22:07

8776

2021-07-09 22:11

2021-07-09 21:58

2021-07-09 22:11

8781

2021-07-09 22:45

2021-07-09 22:08

2021-07-09 22:45

8796

2021-07-09 22:30

2021-07-09 22:14

2021-07-09 22:30

8801

2021-07-09 22:32

2021-07-09 22:14

2021-07-09 22:32

8806

2021-07-09 22:32

2021-07-09 22:17

2021-07-09 22:32

8816

2021-07-09 22:28

2021-07-09 22:19

2021-07-09 22:28

8821

2021-07-09 22:41

2021-07-09 22:20

2021-07-09 22:41
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8826

2021-07-09 22:28

2021-07-09 22:21

2021-07-09 22:28

8836

2021-07-09 22:52

2021-07-09 22:25

2021-07-09 22:52

8841

2021-07-09 22:41

2021-07-09 22:25

2021-07-09 22:41

8846

2021-07-09 22:40

2021-07-09 22:30

2021-07-09 22:40

8851

2021-07-09 22:43

2021-07-09 22:34

2021-07-09 22:43

8856

2021-07-09 22:51

2021-07-09 22:36

2021-07-09 22:51

8866

2021-07-09 22:51

2021-07-09 22:40

2021-07-09 22:51

8876

2021-07-09 22:59

2021-07-09 22:43

2021-07-09 22:59

8881

2021-07-09 23:08

2021-07-09 22:44

2021-07-09 23:08

8886

2021-07-09 23:09

2021-07-09 22:46

2021-07-09 23:09

8891

2021-07-09 22:55

2021-07-09 22:46

2021-07-09 22:55

8896

2021-07-09 23:13

2021-07-09 22:47

2021-07-09 23:13

8911

2021-07-09 23:20

2021-07-09 23:09

2021-07-09 23:20

8916

2021-07-09 23:27

2021-07-09 23:14

2021-07-09 23:27

8926

2021-07-10 0:07

2021-07-09 23:21

2021-07-10 0:07

8936

2021-07-09 23:46

2021-07-09 23:32

2021-07-09 23:46

8941

2021-07-09 23:44

2021-07-09 23:34

2021-07-09 23:44

8956

2021-07-09 23:59

2021-07-09 23:42

2021-07-09 23:59

8961

2021-07-10 0:00

2021-07-09 23:51

2021-07-10 0:00

8966

2021-07-10 0:03

2021-07-09 23:59

2021-07-10 0:03

8971

2021-07-100:12

2021-07-10 0:00

2021-07-100:12

8976

2021-07-10 0:26

2021-07-100:13

2021-07-10 0:26

8986

2021-07-100:34

2021-07-100:24

2021-07-100:34

8991

2021-07-10 0:37

2021-07-10 0:26

2021-07-10 0:37

8996

2021-07-10 1:04

2021-07-10 0:46

2021-07-10 1:04

9006

2021-07-10 1:40

2021-07-10 1:02

2021-07-10 1:40

9011

2021-07-10 1:46

2021-07-10 1:35

2021-07-10 1:46

9016

2021-07-10 2:13

2021-07-10 2:02

2021-07-10 2:13

9031

2021-07-10 3:36

2021-07-10 2:33

2021-07-10 3:36

9036

2021-07-10 2:54

2021-07-10 2:33

2021-07-10 2:54

9041

2021-07-10 3:17

2021-07-10 3:06

2021-07-10 3:17

9046

2021-07-10 4:01

2021-07-10 3:58

2021-07-10 4:01

9056

2021-07-10 4:46

2021-07-10 4:08

2021-07-10 4:46

9061

2021-07-10 4:55

2021-07-10 4:34

2021-07-10 4:55

9066

2021-07-10 5:16

2021-07-10 4:59

2021-07-10 5:16

9071

2021-07-10 5:51

2021-07-10 5:31

2021-07-10 5:51

9076

2021-07-10 5:52

2021-07-10 5:39

2021-07-10 5:52

9081

2021-07-10 6:11

2021-07-10 5:52

2021-07-10 6:11

9091

2021-07-10 6:10

2021-07-10 5:59

2021-07-10 6:10

9096

2021-07-10 6:18

2021-07-10 6:07

2021-07-10 6:18

9101

2021-07-10 6:25

2021-07-10 6:17

2021-07-10 6:25

9106

2021-07-10 6:34

2021-07-10 6:20

2021-07-10 6:34

9111

2021-07-10 6:42

2021-07-10 6:23

2021-07-10 6:42

9116

2021-07-10 7:37

2021-07-10 6:23

2021-07-10 7:37

9121

2021-07-10 6:36

2021-07-10 6:24

2021-07-10 6:36

9126

2021-07-10 8:04

2021-07-10 6:38

2021-07-10 8:04

Page 29 of 39 CTZ-2021-13977



Response ID

Date submitted

Date started

Date last action

9131

2021-07-10 6:55

2021-07-10 6:41

2021-07-10 6:55

9136

2021-07-10 6:58

2021-07-10 6:46

2021-07-10 6:58

9141

2021-07-10 7:07

2021-07-10 6:52

2021-07-10 7:07

9151

2021-07-10 7:08

2021-07-10 7:01

2021-07-10 7:08

9156

2021-07-10 7:20

2021-07-10 7:04

2021-07-10 7:20

9161

2021-07-107:16

2021-07-10 7:05

2021-07-107:16

9166

2021-07-10 7:32

2021-07-10 7:10

2021-07-10 7:32

9186

2021-07-10 7:33

2021-07-107:24

2021-07-10 7:33

9191

2021-07-10 7:49

2021-07-10 7:24

2021-07-10 7:49

9196

2021-07-10 7:37

2021-07-107:26

2021-07-10 7:37

9201

2021-07-10 7:58

2021-07-10 7:45

2021-07-10 7:58

9206

2021-07-10 8:02

2021-07-10 7:45

2021-07-10 8:02

9211

2021-07-10 7:58

2021-07-10 7:46

2021-07-10 7:58

9216

2021-07-10 8:00

2021-07-10 7:48

2021-07-10 8:00

9221

2021-07-10 8:06

2021-07-10 7:49

2021-07-10 8:06

9226

2021-07-10 7:58

2021-07-10 7:51

2021-07-10 7:58

9231

2021-07-10 8:16

2021-07-10 7:58

2021-07-10 8:16

9236

2021-07-10 9:27

2021-07-10 7:59

2021-07-10 9:27

9241

2021-07-10 8:17

2021-07-10 8:00

2021-07-10 8:17

9246

2021-07-10 9:25

2021-07-10 8:01

2021-07-10 9:25

9251

2021-07-10 8:14

2021-07-10 8:06

2021-07-10 8:14

9256

2021-07-10 8:49

2021-07-10 8:13

2021-07-10 8:49

9261

2021-07-10 8:33

2021-07-10 8:15

2021-07-10 8:33

9271

2021-07-10 8:38

2021-07-10 8:18

2021-07-10 8:38

9276

2021-07-10 8:33

2021-07-10 8:19

2021-07-10 8:33

9281

2021-07-10 8:29

2021-07-10 8:22

2021-07-10 8:29

9286

2021-07-10 8:49

2021-07-10 8:29

2021-07-10 8:49

9296

2021-07-10 8:47

2021-07-10 8:31

2021-07-10 8:47

9301

2021-07-10 8:55

2021-07-10 8:39

2021-07-10 8:55

9316

2021-07-10 9:35

2021-07-10 8:46

2021-07-10 9:35

9321

2021-07-10 8:57

2021-07-10 8:47

2021-07-10 8:57

9326

2021-07-10 9:10

2021-07-10 8:51

2021-07-10 9:10

9331

2021-07-10 9:05

2021-07-10 8:54

2021-07-10 9:05

9336

2021-07-10 9:09

2021-07-10 8:57

2021-07-10 9:09

9341

2021-07-109:30

2021-07-10 9:01

2021-07-109:30

9346

2021-07-10 9:25

2021-07-10 9:02

2021-07-10 9:25

9351

2021-07-10 9:13

2021-07-10 9:02

2021-07-10 9:13

9366

2021-07-10 9:43

2021-07-10 9:05

2021-07-10 9:43

9376

2021-07-10 9:21

2021-07-109:18

2021-07-10 9:21

9386

2021-07-10 9:27

2021-07-10 9:20

2021-07-10 9:27

9391

2021-07-1010:13

2021-07-10 9:20

2021-07-1010:13

9396

2021-07-10 10:15

2021-07-109:23

2021-07-10 10:15

9401

2021-07-10 9:58

2021-07-109:24

2021-07-10 9:58

9411

2021-07-10 9:36

2021-07-10 9:27

2021-07-10 9:36

9416

2021-07-10 9:45

2021-07-10 9:27

2021-07-10 9:45

9421

2021-07-10 9:56

2021-07-109:28

2021-07-10 9:56
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9431

2021-07-10 9:46

2021-07-10 9:37

2021-07-10 9:46

9441

2021-07-10 10:05

2021-07-10 9:51

2021-07-10 10:05

9456

2021-07-10 10:46

2021-07-10 10:04

2021-07-10 10:46

9466

2021-07-10 10:34

2021-07-10 10:18

2021-07-10 10:34

9471

2021-07-10 10:48

2021-07-1010:19

2021-07-10 10:48

9481

2021-07-10 10:33

2021-07-10 10:21

2021-07-10 10:33

9486

2021-07-10 10:26

2021-07-10 10:21

2021-07-10 10:26

9496

2021-07-1011:08

2021-07-10 10:41

2021-07-1011:08

9501

2021-07-10 10:43

2021-07-10 10:42

2021-07-10 10:43

9516

2021-07-1011:01

2021-07-10 10:52

2021-07-1011:01

9521

2021-07-1011:00

2021-07-10 10:53

2021-07-10 11:00

9526

2021-07-10 11:15

2021-07-10 10:54

2021-07-10 11:15

9536

2021-07-1011:10

2021-07-10 11:00

2021-07-1011:10

9541

2021-07-10 11:15

2021-07-1011:06

2021-07-10 11:15

9546

2021-07-1011:31

2021-07-10 11:08

2021-07-1011:31

9551

2021-07-10 11:29

2021-07-10 11:11

2021-07-10 11:29

9556

2021-07-1011:19

2021-07-1011:12

2021-07-1011:19

9561

2021-07-1011:29

2021-07-1011:13

2021-07-1011:29

9566

2021-07-10 11:23

2021-07-10 11:15

2021-07-10 11:23

9571

2021-07-10 11:47

2021-07-10 11:15

2021-07-10 11:47

9581

2021-07-1011:48

2021-07-1011:39

2021-07-1011:48

9586

2021-07-10 11:58

2021-07-1011:40

2021-07-10 11:58

9591

2021-07-10 13:35

2021-07-1011:41

2021-07-10 13:35

9601

2021-07-10 11:59

2021-07-1011:44

2021-07-10 11:59

9611

2021-07-10 14:08

2021-07-10 11:52

2021-07-10 14:08

9626

2021-07-1012:22

2021-07-10 12:05

2021-07-1012:22

9631

2021-07-1012:50

2021-07-10 12:05

2021-07-10 12:50

9636

2021-07-1012:24

2021-07-10 12:07

2021-07-1012:24

9646

2021-07-1012:36

2021-07-1012:11

2021-07-1012:36

9656

2021-07-1017:56

2021-07-1012:24

2021-07-1017:56

9671

2021-07-10 12:52

2021-07-10 12:38

2021-07-10 12:52

9681

2021-07-10 13:02

2021-07-10 12:42

2021-07-10 13:02

9686

2021-07-10 13:16

2021-07-10 12:46

2021-07-10 13:16

9691

2021-07-10 12:57

2021-07-10 12:47

2021-07-10 12:57

9696

2021-07-10 12:58

2021-07-10 12:47

2021-07-10 12:58

9706

2021-07-1013:24

2021-07-10 12:57

2021-07-1013:24

9711

2021-07-10 13:19

2021-07-10 12:58

2021-07-10 13:19

9721

2021-07-1013:26

2021-07-10 13:09

2021-07-1013:26

9726

2021-07-1013:20

2021-07-1013:10

2021-07-1013:20

9731

2021-07-10 13:22

2021-07-10 13:11

2021-07-10 13:22

9736

2021-07-10 13:34

2021-07-10 13:13

2021-07-10 13:34

9741

2021-07-1013:44

2021-07-10 13:17

2021-07-1013:44

9746

2021-07-10 13:21

2021-07-10 13:17

2021-07-10 13:21

9756

2021-07-10 13:27

2021-07-10 13:17

2021-07-10 13:27

9761

2021-07-10 13:33

2021-07-10 13:20

2021-07-10 13:33

9766

2021-07-10 13:58

2021-07-1013:26

2021-07-10 13:58
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9771

2021-07-1013:41

2021-07-10 13:27

2021-07-10 13:41

9776

2021-07-10 13:43

2021-07-10 13:32

2021-07-10 13:43

9781

2021-07-10 13:43

2021-07-1013:36

2021-07-10 13:43

9786

2021-07-10 13:59

2021-07-10 13:45

2021-07-10 13:59

9791

2021-07-10 13:52

2021-07-10 13:48

2021-07-10 13:52

9801

2021-07-10 14:02

2021-07-10 13:52

2021-07-10 14:02

9821

2021-07-10 14:40

2021-07-10 14:25

2021-07-10 14:40

9826

2021-07-11 10:22

2021-07-10 14:31

2021-07-11 10:22

9831

2021-07-10 14:43

2021-07-10 14:36

2021-07-10 14:43

9836

2021-07-10 15:06

2021-07-10 14:39

2021-07-10 15:06

9841

2021-07-10 15:23

2021-07-10 14:42

2021-07-10 15:23

9851

2021-07-10 14:59

2021-07-10 14:47

2021-07-10 14:59

9856

2021-07-10 14:56

2021-07-10 14:49

2021-07-10 14:56

9861

2021-07-10 15:10

2021-07-10 14:51

2021-07-10 15:10

9866

2021-07-10 15:00

2021-07-10 14:51

2021-07-10 15:00

9871

2021-07-10 15:23

2021-07-10 14:51

2021-07-10 15:23

9876

2021-07-10 15:18

2021-07-10 14:52

2021-07-10 15:18

9886

2021-07-10 15:30

2021-07-10 15:07

2021-07-10 15:30

9901

2021-07-10 15:48

2021-07-10 15:22

2021-07-10 15:48

9906

2021-07-10 15:41

2021-07-10 15:22

2021-07-10 15:41

9911

2021-07-10 15:34

2021-07-10 15:24

2021-07-10 15:34

9916

2021-07-10 15:43

2021-07-10 15:30

2021-07-10 15:43

9926

2021-07-10 15:56

2021-07-10 15:39

2021-07-10 15:56

9936

2021-07-10 16:12

2021-07-10 15:52

2021-07-10 16:12

9941

2021-07-10 16:05

2021-07-10 15:52

2021-07-10 16:05

9951

2021-07-10 16:05

2021-07-10 15:55

2021-07-10 16:05

9956

2021-07-10 16:08

2021-07-10 15:58

2021-07-10 16:08

9961

2021-07-10 16:34

2021-07-10 16:16

2021-07-10 16:34

9966

2021-07-10 16:30

2021-07-10 16:20

2021-07-10 16:30

9971

2021-07-10 16:35

2021-07-10 16:22

2021-07-10 16:35

9976

2021-07-10 16:55

2021-07-10 16:28

2021-07-10 16:55

9981

2021-07-10 16:39

2021-07-10 16:29

2021-07-10 16:39

9991

2021-07-10 16:57

2021-07-10 16:43

2021-07-10 16:57

10001

2021-07-1017:06

2021-07-10 16:53

2021-07-1017:06

10006

2021-07-1017:11

2021-07-10 16:58

2021-07-1017:11

10011

2021-07-10 17:07

2021-07-10 16:59

2021-07-10 17:07

10026

2021-07-1017:44

2021-07-1017:25

2021-07-1017:44

10036

2021-07-1017:38

2021-07-1017:30

2021-07-1017:38

10041

2021-07-10 18:06

2021-07-10 17:37

2021-07-10 18:06

10046

2021-07-10 17:52

2021-07-1017:41

2021-07-10 17:52

10051

2021-07-1017:52

2021-07-1017:43

2021-07-1017:52

10056

2021-07-10 18:10

2021-07-1017:48

2021-07-10 18:10

10061

2021-07-10 19:03

2021-07-10 18:21

2021-07-10 19:03

10071

2021-07-10 18:46

2021-07-10 18:37

2021-07-10 18:46

10076

2021-07-10 19:02

2021-07-10 18:41

2021-07-10 19:02

10091

2021-07-10 19:32

2021-07-10 19:23

2021-07-10 19:32
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10101

2021-07-10 20:07

2021-07-10 19:35

2021-07-10 20:07

10111

2021-07-10 20:31

2021-07-10 19:46

2021-07-10 20:31

10146

2021-07-10 20:58

2021-07-10 20:31

2021-07-10 20:58

10151

2021-07-10 20:51

2021-07-10 20:31

2021-07-10 20:51

10156

2021-07-10 20:47

2021-07-10 20:37

2021-07-10 20:47

10161

2021-07-10 20:56

2021-07-10 20:37

2021-07-10 20:56

10171

2021-07-10 21:05

2021-07-10 20:49

2021-07-10 21:05

10181

2021-07-10 21:05

2021-07-10 20:53

2021-07-10 21:05

10186

2021-07-10 21:18

2021-07-10 21:10

2021-07-10 21:18

10191

2021-07-10 22:34

2021-07-10 21:15

2021-07-10 22:34

10196

2021-07-10 21:57

2021-07-10 21:38

2021-07-10 21:57

10201

2021-07-10 21:51

2021-07-10 21:42

2021-07-10 21:51

10206

2021-07-10 22:21

2021-07-10 21:53

2021-07-10 22:21

10211

2021-07-10 22:22

2021-07-10 21:55

2021-07-10 22:22

10216

2021-07-10 22:16

2021-07-10 21:58

2021-07-10 22:16

10221

2021-07-10 22:41

2021-07-10 22:31

2021-07-10 22:41

10226

2021-07-10 23:29

2021-07-10 23:11

2021-07-10 23:29

10231

2021-07-110:10

2021-07-10 23:25

2021-07-110:10

10246

2021-07-11 0:03

2021-07-10 23:40

2021-07-11 0:03

10256

2021-07-11 0:02

2021-07-10 23:50

2021-07-11 0:02

10261

2021-07-11 0:16

2021-07-11 0:04

2021-07-11 0:16

10266

2021-07-11 0:53

2021-07-11 0:29

2021-07-11 0:53

10271

2021-07-11 4:33

2021-07-11 4:22

2021-07-11 4:33

10276

2021-07-11 6:12

2021-07-11 5:47

2021-07-11 6:12

10281

2021-07-116:14

2021-07-11 5:53

2021-07-116:14

10286

2021-07-11 6:55

2021-07-11 6:25

2021-07-11 6:55

10291

2021-07-117:22

2021-07-11 7:06

2021-07-11 7:22

10296

2021-07-117:21

2021-07-117:10

2021-07-117:21

10306

2021-07-11 7:49

2021-07-11 7:40

2021-07-11 7:49

10311

2021-07-11 8:09

2021-07-11 7:52

2021-07-11 8:09

10316

2021-07-11 8:12

2021-07-11 8:02

2021-07-11 8:12

10321

2021-07-11 8:50

2021-07-11 8:06

2021-07-11 8:50

10326

2021-07-11 8:36

2021-07-11 8:06

2021-07-11 8:36

10336

2021-07-11 23:17

2021-07-11 8:29

2021-07-11 23:17

10341

2021-07-11 8:51

2021-07-11 8:37

2021-07-11 8:51

10346

2021-07-119:18

2021-07-11 9:01

2021-07-119:18

10351

2021-07-11 9:25

2021-07-11 9:02

2021-07-11 9:25

10356

2021-07-119:10

2021-07-11 9:03

2021-07-119:10

10366

2021-07-11 9:21

2021-07-119:14

2021-07-11 9:21

10371

2021-07-11 9:31

2021-07-119:18

2021-07-11 9:31

10376

2021-07-1110:01

2021-07-119:20

2021-07-1110:01

10381

2021-07-119:42

2021-07-119:24

2021-07-119:42

10386

2021-07-11 9:39

2021-07-11 9:28

2021-07-11 9:39

10396

2021-07-11 9:49

2021-07-11 9:37

2021-07-11 9:49

10406

2021-07-11 10:14

2021-07-11 9:58

2021-07-11 10:14

10411

2021-07-11 10:22

2021-07-11 10:00

2021-07-11 10:22
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10421

2021-07-11 10:43

2021-07-11 10:03

2021-07-11 10:43

10426

2021-07-11 10:22

2021-07-11 10:06

2021-07-11 10:22

10441

2021-07-11 10:24

2021-07-11 10:16

2021-07-11 10:24

10451

2021-07-1112:18

2021-07-11 10:18

2021-07-1112:18

10456

2021-07-11 10:47

2021-07-11 10:18

2021-07-11 10:47

10461

2021-07-11 11:06

2021-07-11 10:28

2021-07-11 11:06

10466

2021-07-11 10:41

2021-07-11 10:30

2021-07-11 10:41

10471

2021-07-11 11:02

2021-07-11 10:37

2021-07-11 11:02

10481

2021-07-11 10:54

2021-07-11 10:43

2021-07-11 10:54

10491

2021-07-11 11:08

2021-07-11 10:54

2021-07-11 11:08

10496

2021-07-1111:30

2021-07-11 11:02

2021-07-11 11:30

10506

2021-07-11 11:29

2021-07-1111:18

2021-07-11 11:29

10511

2021-07-11 11:35

2021-07-11 11:22

2021-07-11 11:35

10531

2021-07-11 12:27

2021-07-1112:17

2021-07-1112:27

10536

2021-07-11 12:43

2021-07-1112:29

2021-07-11 12:43

10541

2021-07-1113:14

2021-07-11 12:39

2021-07-1113:14

10551

2021-07-11 12:56

2021-07-11 12:43

2021-07-11 12:56

10566

2021-07-1113:14

2021-07-11 13:01

2021-07-1113:14

10571

2021-07-1113:21

2021-07-11 13:03

2021-07-1113:21

10591

2021-07-11 13:52

2021-07-11 13:24

2021-07-11 13:52

10601

2021-07-11 13:48

2021-07-11 13:36

2021-07-11 13:48

10606

2021-07-11 14:13

2021-07-11 13:46

2021-07-11 14:13

10616

2021-07-11 14:12

2021-07-11 13:56

2021-07-11 14:12

10621

2021-07-11 14:07

2021-07-11 13:59

2021-07-11 14:07

10626

2021-07-11 14:10

2021-07-11 14:00

2021-07-11 14:10

10636

2021-07-11 14:18

2021-07-11 14:06

2021-07-11 14:18

10641

2021-07-11 14:25

2021-07-11 14:09

2021-07-11 14:25

10656

2021-07-11 14:31

2021-07-11 14:25

2021-07-11 14:31

10661

2021-07-11 15:18

2021-07-11 14:59

2021-07-11 15:18

10671

2021-07-11 16:18

2021-07-11 15:24

2021-07-11 16:18

10676

2021-07-11 15:57

2021-07-11 15:29

2021-07-11 15:57

10681

2021-07-11 15:57

2021-07-11 15:41

2021-07-11 15:57

10686

2021-07-11 15:58

2021-07-11 15:50

2021-07-11 15:58

10691

2021-07-11 16:18

2021-07-11 15:56

2021-07-11 16:18

10696

2021-07-11 16:04

2021-07-11 15:59

2021-07-11 16:04

10716

2021-07-11 16:32

2021-07-11 16:19

2021-07-11 16:32

10721

2021-07-11 16:39

2021-07-11 16:29

2021-07-11 16:39

10731

2021-07-1117:17

2021-07-11 16:44

2021-07-1117:17

10741

2021-07-1117:09

2021-07-11 16:52

2021-07-1117:09

10751

2021-07-11 17:15

2021-07-11 17:05

2021-07-11 17:15

10756

2021-07-1117:44

2021-07-1117:34

2021-07-1117:44

10761

2021-07-1117:42

2021-07-1117:35

2021-07-1117:42

10771

2021-07-11 18:06

2021-07-11 17:50

2021-07-11 18:06

10776

2021-07-11 18:10

2021-07-11 18:00

2021-07-11 18:10

10781

2021-07-11 18:22

2021-07-11 18:14

2021-07-11 18:22

10786

2021-07-11 19:01

2021-07-11 18:35

2021-07-11 19:01
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10791

2021-07-1119:11

2021-07-11 18:41

2021-07-1119:11

10796

2021-07-11 19:12

2021-07-11 18:51

2021-07-11 19:12

10806

2021-07-11 19:17

2021-07-11 19:08

2021-07-11 19:17

10816

2021-07-11 19:31

2021-07-11 19:20

2021-07-11 19:31

10821

2021-07-11 19:39

2021-07-1119:31

2021-07-11 19:39

10826

2021-07-11 19:50

2021-07-11 19:37

2021-07-11 19:50

10841

2021-07-11 20:18

2021-07-11 20:07

2021-07-11 20:18

10846

2021-07-11 20:38

2021-07-11 20:20

2021-07-11 20:38

10851

2021-07-11 20:42

2021-07-11 20:34

2021-07-11 20:42

10861

2021-07-11 21:17

2021-07-11 20:54

2021-07-11 21:17

10876

2021-07-11 21:57

2021-07-11 21:30

2021-07-11 21:57

10881

2021-07-11 22:36

2021-07-11 21:51

2021-07-11 22:36

10886

2021-07-11 22:20

2021-07-11 21:58

2021-07-11 22:20

10891

2021-07-11 22:15

2021-07-11 21:59

2021-07-11 22:15

10896

2021-07-11 22:16

2021-07-11 22:06

2021-07-11 22:16

10906

2021-07-11 22:39

2021-07-11 22:20

2021-07-11 22:39

10916

2021-07-11 23:16

2021-07-11 22:46

2021-07-11 23:16

10921

2021-07-11 23:10

2021-07-11 23:03

2021-07-11 23:10

10926

2021-07-11 23:19

2021-07-11 23:11

2021-07-11 23:19

10931

2021-07-12 0:32

2021-07-11 23:39

2021-07-12 0:32

10941

2021-07-12 1:21

2021-07-12 1:17

2021-07-12 1:21

10956

2021-07-12 5:14

2021-07-12 4:56

2021-07-12 5:14

10961

2021-07-12 5:27

2021-07-12 5:14

2021-07-12 5:27

10971

2021-07-12 6:50

2021-07-12 6:13

2021-07-12 6:50

10976

2021-07-12 6:25

2021-07-12 6:13

2021-07-12 6:25

10981

2021-07-12 6:57

2021-07-12 6:49

2021-07-12 6:57

10986

2021-07-12 7:17

2021-07-12 7:05

2021-07-12 7:17

10991

2021-07-12 7:14

2021-07-12 7:09

2021-07-12 7:14

10996

2021-07-12 7:33

2021-07-12 7:16

2021-07-12 7:33

11001

2021-07-12 7:44

2021-07-127:24

2021-07-12 7:44

11006

2021-07-12 7:54

2021-07-12 7:37

2021-07-12 7:54

11016

2021-07-12 7:53

2021-07-12 7:47

2021-07-12 7:53

11021

2021-07-12 8:06

2021-07-12 7:49

2021-07-12 8:06

11026

2021-07-12 8:26

2021-07-12 8:02

2021-07-12 8:26

11036

2021-07-12 9:01

2021-07-12 8:25

2021-07-12 9:01

11046

2021-07-12 8:49

2021-07-12 8:32

2021-07-12 8:49

11051

2021-07-12 9:19

2021-07-12 8:47

2021-07-12 9:19

11056

2021-07-12 9:27

2021-07-12 9:01

2021-07-12 9:27

11061

2021-07-12 9:19

2021-07-12 9:09

2021-07-12 9:19

11071

2021-07-12 10:00

2021-07-12 9:25

2021-07-12 10:00

11076

2021-07-12 9:31

2021-07-12 9:25

2021-07-12 9:31

11081

2021-07-12 9:31

2021-07-12 9:25

2021-07-12 9:31

11086

2021-07-12 9:40

2021-07-12 9:26

2021-07-12 9:40

11091

2021-07-12 9:38

2021-07-12 9:28

2021-07-12 9:38

11101

2021-07-12 9:59

2021-07-12 9:45

2021-07-12 9:59

11111

2021-07-12 10:41

2021-07-12 10:03

2021-07-12 10:41
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11116

2021-07-12 10:22

2021-07-12 10:15

2021-07-12 10:22

11136

2021-07-12 10:50

2021-07-12 10:36

2021-07-12 10:50

11141

2021-07-12 10:56

2021-07-12 10:42

2021-07-12 10:56

11151

2021-07-12 11:09

2021-07-12 10:59

2021-07-12 11:09

11156

2021-07-12 11:25

2021-07-12 11:02

2021-07-12 11:25

11161

2021-07-12 11:28

2021-07-12 11:04

2021-07-12 11:28

11166

2021-07-12 11:33

2021-07-12 11:14

2021-07-12 11:33

11171

2021-07-12 11:29

2021-07-12 11:20

2021-07-12 11:29

11186

2021-07-12 12:27

2021-07-12 11:35

2021-07-12 12:27

11191

2021-07-12 11:46

2021-07-12 11:36

2021-07-12 11:46

11196

2021-07-12 11:48

2021-07-12 11:41

2021-07-12 11:48

11201

2021-07-12 11:56

2021-07-12 11:46

2021-07-12 11:56

11206

2021-07-12 12:16

2021-07-12 11:52

2021-07-12 12:16

11211

2021-07-12 12:06

2021-07-12 11:57

2021-07-12 12:06

11216

2021-07-12 12:08

2021-07-12 11:57

2021-07-12 12:08

11226

2021-07-12 12:58

2021-07-12 12:47

2021-07-12 12:58

11231

2021-07-12 13:01

2021-07-12 12:48

2021-07-12 13:01

11236

2021-07-12 13:19

2021-07-12 13:13

2021-07-12 13:19

11241

2021-07-12 13:33

2021-07-12 13:16

2021-07-12 13:33

11246

2021-07-12 13:31

2021-07-12 13:20

2021-07-12 13:31

11256

2021-07-12 14:10

2021-07-12 13:48

2021-07-12 14:10

11261

2021-07-12 13:59

2021-07-12 13:51

2021-07-12 13:59

11266

2021-07-12 14:06

2021-07-12 14:00

2021-07-12 14:06

11271

2021-07-12 14:36

2021-07-12 14:16

2021-07-12 14:36

11286

2021-07-12 14:51

2021-07-12 14:44

2021-07-12 14:51

11291

2021-07-12 15:07

2021-07-12 14:54

2021-07-12 15:07

11306

2021-07-12 15:17

2021-07-12 14:58

2021-07-12 15:17

11311

2021-07-12 15:32

2021-07-12 15:18

2021-07-12 15:32

11336

2021-07-12 16:11

2021-07-12 16:06

2021-07-12 16:11

11341

2021-07-12 16:27

2021-07-12 16:15

2021-07-12 16:27

11366

2021-07-12 17:18

2021-07-12 17:02

2021-07-12 17:18

11371

2021-07-12 17:26

2021-07-12 17:17

2021-07-12 17:26

11381

2021-07-12 17:46

2021-07-12 17:36

2021-07-12 17:46

11386

2021-07-12 18:03

2021-07-12 17:44

2021-07-12 18:03

11391

2021-07-12 18:14

2021-07-12 18:01

2021-07-12 18:14

11396

2021-07-12 18:18

2021-07-12 18:04

2021-07-12 18:18

11401

2021-07-12 18:22

2021-07-12 18:05

2021-07-12 18:22

11411

2021-07-12 18:21

2021-07-12 18:08

2021-07-12 18:21

11416

2021-07-12 19:38

2021-07-12 19:30

2021-07-12 19:38

11421

2021-07-12 19:55

2021-07-12 19:40

2021-07-12 19:55

11431

2021-07-12 20:22

2021-07-12 19:53

2021-07-12 20:22

11436

2021-07-12 21:03

2021-07-12 20:00

2021-07-12 21:03

11441

2021-07-12 20:36

2021-07-12 20:18

2021-07-12 20:36

11446

2021-07-12 20:42

2021-07-12 20:26

2021-07-12 20:42

11451

2021-07-12 20:37

2021-07-12 20:30

2021-07-12 20:37

11456

2021-07-12 20:56

2021-07-12 20:36

2021-07-12 20:56
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11461

2021-07-12 21:19

2021-07-12 20:37

2021-07-12 21:19

11466

2021-07-12 20:54

2021-07-12 20:44

2021-07-12 20:54

11471

2021-07-13 6:42

2021-07-12 20:59

2021-07-13 6:42

11486

2021-07-12 22:14

2021-07-12 21:54

2021-07-12 22:14

11496

2021-07-12 22:24

2021-07-12 22:12

2021-07-12 22:24

11506

2021-07-12 22:28

2021-07-12 22:14

2021-07-12 22:28

11511

2021-07-12 22:55

2021-07-12 22:37

2021-07-12 22:55

11516

2021-07-12 23:03

2021-07-12 22:53

2021-07-12 23:03

11521

2021-07-12 23:07

2021-07-12 23:00

2021-07-12 23:07

11536

2021-07-12 23:32

2021-07-12 23:22

2021-07-12 23:32

11551

2021-07-13 3:47

2021-07-13 3:21

2021-07-13 3:47

11556

2021-07-13 7:10

2021-07-13 6:52

2021-07-13 7:10

11576

2021-07-13 7:44

2021-07-13 7:33

2021-07-13 7:44

11581

2021-07-13 8:13

2021-07-13 7:55

2021-07-13 8:13

11591

2021-07-13 8:37

2021-07-13 8:01

2021-07-13 8:37

11596

2021-07-13 8:24

2021-07-13 8:17

2021-07-13 8:24

11601

2021-07-13 9:00

2021-07-13 8:34

2021-07-13 9:00

11616

2021-07-13 10:11

2021-07-13 8:51

2021-07-13 10:11

11621

2021-07-13 9:18

2021-07-13 8:57

2021-07-13 9:18

11626

2021-07-13 9:08

2021-07-13 8:58

2021-07-13 9:08

11631

2021-07-13 9:45

2021-07-13 9:00

2021-07-13 9:45

11636

2021-07-13 9:21

2021-07-13 9:09

2021-07-13 9:21

11646

2021-07-13 9:43

2021-07-13 9:37

2021-07-13 9:43

11651

2021-07-13 10:05

2021-07-13 9:49

2021-07-13 10:05

11656

2021-07-13 10:19

2021-07-13 10:01

2021-07-13 10:19

11661

2021-07-13 10:21

2021-07-13 10:01

2021-07-13 10:21

11666

2021-07-13 10:58

2021-07-13 10:11

2021-07-13 10:58

11676

2021-07-13 11:19

2021-07-13 10:18

2021-07-13 11:19

11681

2021-07-13 11:33

2021-07-13 10:21

2021-07-13 11:33

11691

2021-07-13 10:33

2021-07-13 10:25

2021-07-13 10:33

11706

2021-07-13 10:50

2021-07-13 10:36

2021-07-13 10:50

11711

2021-07-13 11:25

2021-07-13 11:00

2021-07-13 11:25

11716

2021-07-13 11:12

2021-07-13 11:02

2021-07-13 11:12

11721

2021-07-13 11:12

2021-07-13 11:03

2021-07-13 11:12

11726

2021-07-13 11:13

2021-07-13 11:05

2021-07-13 11:13

11736

2021-07-13 11:20

2021-07-13 11:09

2021-07-13 11:20

11741

2021-07-13 11:25

2021-07-13 11:16

2021-07-13 11:25

11746

2021-07-13 11:59

2021-07-13 11:44

2021-07-13 11:59

11751

2021-07-13 11:54

2021-07-13 11:45

2021-07-13 11:54

11761

2021-07-13 12:16

2021-07-13 12:03

2021-07-13 12:16

11766

2021-07-1312:21

2021-07-1312:10

2021-07-1312:21

11771

2021-07-1312:19

2021-07-13 12:15

2021-07-1312:19

11776

2021-07-13 12:39

2021-07-13 12:22

2021-07-13 12:39

11791

2021-07-13 14:05

2021-07-13 13:08

2021-07-13 14:05

11796

2021-07-13 13:26

2021-07-13 13:13

2021-07-13 13:26

11801

2021-07-13 13:25

2021-07-13 13:20

2021-07-13 13:25
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11821

2021-07-13 15:24

2021-07-13 15:11

2021-07-13 15:24

11826

2021-07-13 15:18

2021-07-13 15:12

2021-07-13 15:18

11831

2021-07-13 15:33

2021-07-13 15:22

2021-07-13 15:33

11836

2021-07-13 15:53

2021-07-13 15:38

2021-07-13 15:53

11841

2021-07-13 16:17

2021-07-13 15:58

2021-07-13 16:17

11846

2021-07-13 16:19

2021-07-13 16:10

2021-07-13 16:19

11851

2021-07-13 16:30

2021-07-13 16:20

2021-07-13 16:30

11856

2021-07-13 16:50

2021-07-13 16:41

2021-07-13 16:50

11861

2021-07-13 16:49

2021-07-13 16:43

2021-07-13 16:49

11866

2021-07-13 16:59

2021-07-13 16:49

2021-07-13 16:59

11876

2021-07-13 17:53

2021-07-13 17:43

2021-07-13 17:53

11881

2021-07-13 18:22

2021-07-13 18:02

2021-07-13 18:22

11886

2021-07-13 18:20

2021-07-13 18:12

2021-07-13 18:20

11891

2021-07-13 19:03

2021-07-13 18:42

2021-07-13 19:03

11896

2021-07-13 19:04

2021-07-13 18:46

2021-07-13 19:04

11901

2021-07-13 19:22

2021-07-13 19:12

2021-07-13 19:22

11911

2021-07-13 20:22

2021-07-13 20:04

2021-07-13 20:22

11916

2021-07-13 21:04

2021-07-13 20:43

2021-07-13 21:04

11926

2021-07-13 21:02

2021-07-13 20:49

2021-07-13 21:02

11936

2021-07-13 21:27

2021-07-13 21:13

2021-07-13 21:27

11941

2021-07-13 23:01

2021-07-13 22:18

2021-07-13 23:01

11946

2021-07-14 0:51

2021-07-13 23:52

2021-07-14 0:51

11956

2021-07-14 1:31

2021-07-14 1:00

2021-07-14 1:31

11966

2021-07-14 7:52

2021-07-147:38

2021-07-14 7:52

11971

2021-07-14 8:06

2021-07-14 7:46

2021-07-14 8:06

11976

2021-07-14 8:30

2021-07-14 8:13

2021-07-14 8:30

11981

2021-07-14 9:07

2021-07-14 8:16

2021-07-14 9:07

11986

2021-07-149:18

2021-07-14 8:29

2021-07-14 9:18

11996

2021-07-14 8:50

2021-07-14 8:33

2021-07-14 8:50

12006

2021-07-14 8:51

2021-07-14 8:44

2021-07-14 8:51

12011

2021-07-149:24

2021-07-14 8:47

2021-07-149:24

12021

2021-07-14 8:59

2021-07-14 8:50

2021-07-14 8:59

12026

2021-07-14 9:24

2021-07-14 9:11

2021-07-14 9:24

12036

2021-07-14 10:39

2021-07-14 10:11

2021-07-14 10:39

12041

2021-07-14 10:41

2021-07-14 10:13

2021-07-14 10:41

12046

2021-07-14 10:44

2021-07-14 10:33

2021-07-14 10:44

12066

2021-07-14 11:16

2021-07-14 10:50

2021-07-14 11:16

12081

2021-07-14 11:15

2021-07-14 10:59

2021-07-14 11:15

12086

2021-07-14 12:16

2021-07-14 11:33

2021-07-14 12:16

12096

2021-07-14 12:23

2021-07-14 11:45

2021-07-14 12:23

12101

2021-07-14 13:09

2021-07-14 12:58

2021-07-14 13:09

12106

2021-07-14 13:22

2021-07-14 13:09

2021-07-14 13:22

12111

2021-07-14 13:29

2021-07-14 13:14

2021-07-14 13:29

12116

2021-07-14 13:41

2021-07-14 13:36

2021-07-14 13:41

12121

2021-07-14 14:17

2021-07-14 14:03

2021-07-14 14:17

12131

2021-07-14 14:34

2021-07-14 14:28

2021-07-14 14:34
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12136

2021-07-14 14:56

2021-07-14 14:43

2021-07-14 14:56

12156

2021-07-14 16:11

2021-07-14 15:36

2021-07-14 16:11

12161

2021-07-14 16:14

2021-07-14 15:59

2021-07-14 16:14

12166

2021-07-14 16:37

2021-07-14 16:27

2021-07-14 16:37

12176

2021-07-14 17:26

2021-07-14 17:16

2021-07-14 17:26

12181

2021-07-1417:24

2021-07-1417:19

2021-07-1417:24

12186

2021-07-14 17:35

2021-07-14 17:30

2021-07-14 17:35

12191

2021-07-14 19:45

2021-07-14 19:36

2021-07-14 19:45

12196

2021-07-14 20:24

2021-07-14 20:05

2021-07-14 20:24

12201

2021-07-14 21:19

2021-07-14 21:00

2021-07-14 21:19

12206

2021-07-14 21:04

2021-07-14 21:00

2021-07-14 21:04

12211

2021-07-14 21:22

2021-07-14 21:01

2021-07-14 21:22

12216

2021-07-14 22:45

2021-07-14 22:17

2021-07-14 22:45

12221

2021-07-14 22:55

2021-07-14 22:33

2021-07-14 22:55

12236

2021-07-15 2:11

2021-07-151:36

2021-07-15 2:11

12241

2021-07-15 4:20

2021-07-15 3:53

2021-07-15 4:20

12246

2021-07-15 5:42

2021-07-15 5:23

2021-07-15 5:42

12256

2021-07-157:39

2021-07-15 7:09

2021-07-157:39

12261

2021-07-15 8:20

2021-07-15 7:57

2021-07-15 8:20

12271

2021-07-15 9:05

2021-07-15 8:50

2021-07-15 9:05

12281

2021-07-1512:23

2021-07-15 10:06

2021-07-1512:23

12286

2021-07-1512:26

2021-07-1510:13

2021-07-1512:26

12291

2021-07-15 10:36

2021-07-15 10:27

2021-07-15 10:36

12306

2021-07-15 11:37

2021-07-1511:28

2021-07-15 11:37

12311

2021-07-15 11:52

2021-07-1511:28

2021-07-15 11:52

12316

2021-07-1511:48

2021-07-1511:29

2021-07-1511:48

12321

2021-07-15 11:58

2021-07-15 11:45

2021-07-15 11:58

12331

2021-07-15 12:06

2021-07-15 11:55

2021-07-15 12:06

12341

2021-07-1512:34

2021-07-1512:24

2021-07-1512:34

12346

2021-07-1512:36

2021-07-1512:29

2021-07-1512:36

12351

2021-07-15 14:17

2021-07-15 14:02

2021-07-15 14:17

12356

2021-07-15 14:17

2021-07-15 14:05

2021-07-15 14:17

12361

2021-07-15 14:24

2021-07-15 14:15

2021-07-15 14:24

12366

2021-07-15 15:47

2021-07-15 15:13

2021-07-15 15:47

12376

2021-07-15 15:36

2021-07-15 15:13

2021-07-15 15:36

12381

2021-07-15 15:29

2021-07-15 15:15

2021-07-15 15:29

12386

2021-07-15 15:36

2021-07-15 15:31

2021-07-15 15:36

12391

2021-07-15 15:46

2021-07-15 15:35

2021-07-15 15:46
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