From: Massey, Christine MMHA:EX (Christine.Massey@gov.bc.ca)

To: Sturtevant, Darryl MMHA:EX (Darryl.Sturtevant@gov.bc.ca)

Cc: Cruse, Cassandra MMHA:EX (Cassandra.Cruse@gov.bc.ca); Howatson, Evan MMHA:EX
(Evan.Howatson@gov.bc.ca)

Subject: RE: BCCSU

Sent: 10/06/2023 21:34:59

Attachments: image001.jpg

Message Body:

Can you please send me a bit more info (whatever you have) on the highlighted work below. 17d like to share with
Steve for a discussion about BCCDC?s role.

From: Sturtevant, Darryl MMHA:EX <Darryl.Sturtevant@gov.bc.ca>

Sent: Tuesday, October 3, 2023 2:53 PM

To: Massey, Christine MMHA:EX <Christine.Massey@gov.bc.ca>

Cc: Wiman, Holly A MMHA:EX <Holly.Wiman@gov.bc.ca>; Cruse, Cassandra MMHA:EX <Cassandra.Cruse@gov.bc.ca>
Subject: BCCSU

Hi ? | spoke with Cheyenne. Provided her with the background context for my call. s-13
s.13

Darryl

Darryl Sturtevant

Assistant Deputy Minister

Mental Health & Substance Use

Ministry of Mental Health & Addictions and Ministry of Health

Ph: 17
E: Darryl.Sturtevant@gov.bc.ca
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From: Compton, Miranda [VCH] (Miranda.Compton@vch.ca)

To: Sturtevant, Darryl MMHA:EX (Darryl.Sturtevant@gov.bc.ca)

Subject: Fw: Termination of VCH/DULF Society contract for drug-checking and overdose prevention
services

Sent: 10/03/2023 23:19:43

Attachments: Letter to DULF re termination, Oct 3 2023.pdf

Message Body:

[EXTERNAL]

FYI

From: Bennett, Robin [VCH] <robin.bennett@vch.ca>

Sent: October 3, 2023 4:09 PM

To: druguserliberationfront@gmail.com <druguserliberationfront@gmail.com>

Ce: s.22

$.22 ; Compton, Miranda [VCH] <Miranda.Compton@vch.ca>; Poznanski, Leon [VCH]
<Leon.Poznanski@vch.ca>

Subject: Termination of VCH/DULF Society contract for drug-checking and overdose prevention services

Good afternoon,

Please see the attached correspondence, sent on behalf of Miranda Compton.

Robin Bennett, LL.B (he/him)

Director, Regional Contract Support Services
Contract Management Office

Vancouver Coastal Health
robin.bennett@vch.ca

Cell:s. 17

| recognize that Vancouver Coastal Health provides care on the traditional homelands of the x*maBkwayam (Musqueam), Skwxwu7mesh (Squamish), and
Salilwata?/Selilwitulh (Tsleil-Waututh) Nations.

WARNING - CONFIDENTIALITY NOTICE

This email message, including any attachments, contains confidential information and is intended solely for the use of the individuals or entity to
whom it is addressed. Any distribution, copying, disclosure, or other use is strictly prohibited. If you have received this e-mail in error, please notify
the sender immediately and permanently delete this message. Thank you.
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Vancouver -~ _— Vancouver Coastal Health
Hea Ith Addiction Services — Harm Reduction and Prevention

7' Floor, 601 West Broadway
Vancouver, BC V5Z 4C2

October 3, 2023

Drug User Liberation Front Society
s.22

Attention: Eris Nyx, Co-Founder and Jeremy Kalicum, Co-Founder

To Eris and Jeremy;

Re: Contract #DH014517 between Vancouver Coastal Health Authority (“VCH”) and Drug User Liberation
Front Society (“DULF”), dated for reference December 1, 2022 (the “Contract”)

Further to our in-person meeting on October 2+, 2023, | am writing on behalf of VCH to confirm that the
above-referenced Contract is terminated effective 5:00 p.m. on October 31, 2023 (the “Termination Date”).

As discussed, DULF will utilize the period between now and the Termination Date to transition the contracted
care of DULF members over to new supports. As well, DULF will vacate the Columbia Street Clinic premises
situated at 390 Columbia Street, Vancouver, BC by no later than 5pm on the Termination Date. VCH will not
make any further payments under the Contract to DULF after the Termination Date, including (without
limitation) the payment scheduled for November 1, 2023.

We will contact you in the coming days regarding any other operational matters that need to be addressed
prior to the Termination Date.

We appreciate your organization’s dedication to providing drug-checking and overdose prevention services
to individuals living in the VCH region. If you have any questions, please do not hesitate to contact me at the
email address or phone number below.

Sincerely,

/

Miranda Coripton
Executive Director, Substance Use and Priority Populations
Vancouver Coastal Health

mobiles.17
e-mail Miranda.Compton@vch.ca




From: Massey, Christine MMHA:EX (Christine.Massey@gov.bc.ca)

To: Sturtevant, Darryl MMHA:EX (Darryl.Sturtevant@gov.bc.ca); Howatson, Evan MMHA:EX
(Evan.Howatson(@gov.bc.ca)

Subject: FW: For Review: DULF KMs for QP (8am tomorrow deadline)

Sent: 10/03/2023 16:02:48

Attachments: 2023.10.02 QP MMHA DULF.docx

Message Body:

sharing

From: Marriott, Sarah GCPE:EX <Sarah.Marriott@gov.bc.ca>

Sent: Monday, October 2, 2023 5:49 PM

To: Salter, Shannon PREM:EX <Shannon.Salter@gov.bc.ca>; Massey, Christine MMHA:EX
<Christine.Massey@gov.bc.ca>; Collins, Teri HOUS:EX <Teri.Collins@gov.bc.ca>; Smith, George PREM:EX
<George.Smith@gov.bc.ca>

Cc: Olson, Michael GCPE:EX <Michael.Olson@gov.bc.ca>

Subject: For Review: DULF KMs for QP (8am tomorrow deadline)

Hi all,
As this one is moving quickly ? am checking in directly re the QP note.

Passages for your review are below. Christine, Teri and Shannon ? there are some questions below where |?m
looking for more info, or confirmation.

My deadline for updates is 8am tomorrow ? at that point the note will be going out to ministers for prep. Any
updates past that will be verbal updates.

Thank you all for your assistance with this.

Sarah Marriott

Executive Director, Issues Management
250.361.8416

Pronouns: She/Her

s.13
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Advice to Minister

Highlights:

e Some media and critics are claiming that the Drug User Liberation Front (DULF)
has received $200,000 in funding from VCH to run a compassion club.

e DULF’s contract with VCH is for drug checking, overdose prevention training, and
harm reduction supplies. DULF was notified of the contract termination on Oct 2.

e The BCUP has also criticized VCH funding to the Vancouver Area Network of Drug
Users (VANDU). When the BCUP Leader was Health Minister, VANDU received

$271,145 from VCH [2010 VCH Suppliers Schedule].
s.13

MMHA October 2, 2023
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Main Message:

« The toxic drug crisis is taking too many lives, and it’s
hurting people and communities.

. Our government is doing everything we can to
expand access to mental health and addictions
services.

. Our partnerships with community organizations are
crucial to delivering services that reduce harm to
keep people safe and alive so they can access health
care and treatment.

. Contrary to the claims some members opposite have
been making, the contract between VCH and DULF
was explicitly for drug checking, overdose prevention
training, and harm reduction services.

. These are critical services to keep people safe and
keep people alive.

. That said — our expectation is that partner
organizations follow the law.

« Due to this organization’s admitted transactions on
the illicit market, the Minister of Mental Health and
Addictions has directed that Vancouver Coastal
Health terminate their contract with DULF.

. A new provider will be found for the legitimate
services that were being offered.

Page 2 of 4
Page 14 of 67 MHA-2023-32701



Page 15 of 67 to/a Page 16 of 67
Withheld pursuant to/removed as

s.13



s.13

From: Howatson, Evan MMHA:EX (Evan.Howatson@gov.bc.ca)
To: Sturtevant, Darryl MMHA:EX (Darryl.Sturtevant@gov.bc.ca)
Subject: Re: Proposals and Agreements - PPN Groups

Sent: 10/01/2023 01:46:41

Message Body:

I asked the team on Friday to pull all of the funding agreements/contracts and any others that we may have
with DULF etc so we show have them soon but we don’t yet.

From: Sturtevant, Darryl MMHA:EX <Darryl.Sturtevant@gov.bc.ca>
Sent: Saturday, September 30, 2023 6:38:35 PM

To: Howatson, Evan MMHA:EX <Evan.Howatson@gov.bc.ca>
Subject: Fwd: Proposals and Agreements - PPN Groups

Fyi

Get Outlook for i0S

From: Massey, Christine MMHA:EX <Christine.Massey@gov.bc.ca>

Sent: Saturday, September 30, 2023 6:29:34 PM

To: Whiteside, Jennifer MMHA:EX <Jennifer.Whiteside@gov.bc.ca>

Cc: Tapp, Christine MMHA:EX <Christine.Tapp@gov.bc.ca>; Wiman, Holly A MMHA:EX <Holly.Wiman@gov.bc.ca>
Subject: Proposals and Agreements - PPN Groups
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From: Compton, Miranda [VCH] (Miranda.Compton@vch.ca)

To: Sturtevant, Darryl MMHA:EX (Darryl.Sturtevant@gov.bc.ca); Daly, Patty [VCH]
(Patricia.Daly@vch.ca); Massey, Christine MMHA:EX (Christine.Massey@gov.bc.ca); XT:HLTH
Eliopoulos, Vivian (Vivian.Eliopoulos@vch.ca)

Cec: XT:Chiang, Charlene GCPE:IN (Charlene.chiang@vch.ca); XT:Indyk, Ar1t GCPE:IN
(ari.indyk@vch.ca)

Subject: RE: DULF story

Sent: 09/29/2023 18:15:02

Attachments: DHO14517_2224 DULF (Drug Checking and Overdose Prevention)vFINAL.docx
Message Body:

[EXTERNAL]

See my responses below — us know if you need further.

M

Miranda Compton, MSW, RSW

Executive Director, Substance Use & Priority Populations
Regional Program Director, Addiction

Office of the Chief Medical Health Officer

Vancouver Coastal Health

mobile s.17
e-mail miranda.compton@vch.ca

For meeting scheduling: Roni Johal roni.johal@vch.ca

| acknowledge that my place of work lies on the unceded traditional homelands of the Musqueam, Squamish and Tsleil-Waututh Nations.
The content of this e-mail is confidential and may be privileged. If you receive this e-mail in error, please contact the sender and delete it immediately.

From: Sturtevant, Darryl MMHA:EX <Darryl.Sturtevant@gov.bc.ca>

Sent: Friday, September 29, 2023 10:54 AM

To: Daly, Patty [VCH] <Patricia.Daly@vch.ca>; Massey, Christine MMHA:EX <Christine.Massey@gov.bc.ca>;
Eliopoulos, Vivian [VCH] <Vivian.Eliopoulos@vch.ca>

Cc: Compton, Miranda [VCH] <Miranda.Compton@vch.ca>; Chiang, Charlene [VCH] <charlene.chiang@vch.ca>;
Indyk, Ari [VCH] <ari.indyk@vch.ca>

Subject: RE: DULF story

EXTERNAL SENDER. If you suspect this message is malicious, please forward to spam@phsa.ca and do not open attachments or
click on links.

Thanks Patty. Minister Whiteside has asked for some additional information that you can provide as soon as possible
as follows:

How long has VCH contracted with DULF,
Since mid fiscal year 21/22

what assurances does VCH have in place to know that their funding is not supporting illegal drug purchases
We have specified through their contract deliverables (see Schedule A on the attached)- the purpose of the funding
(staffing to operate OPS and drug checking, along with peer honoraria; and funding for an Indigenous steering

committee) , and we monitor this through our regular contract management meetings with them, and their financial
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reporting indicates that they are using the funding as per contract deliverables.

Any information on DULF’s current activities, including are they still actively operating the Compassion Club
VCH funds drug checking and overdose prevention& education services for DULF members. This recently released
report provides a detailed overview of DULF’s activities related to their compassion club.
https://www.dulf.ca/

Any information you might have on their Section 56 application to HC ( | will also follow up with my OERC
team)
It has been turned down, they appealed it and the appeal was also turned down. In both cases HC specified the lack
of access to legal, regulated drug as the barrier to receiving the exemption (see “resources” tab at link above)

Thanks
Darryl

From: Daly, Patty [VCH] <Patricia.Daly@vch.ca>

Sent: Friday, September 29, 2023 10:31 AM

To: Massey, Christine MMHA:EX <Christine.Massey@gov.bc.ca>; XT:HLTH Eliopoulos, Vivian
<Vivian.Eliopoulos@vch.ca>

Cc: Sturtevant, Darryl MMHA:EX <Darryl.Sturtevant@gov.bc.ca>; Compton, Miranda [VCH]
<Miranda.Compton@vch.ca>; XT:Chiang, Charlene GCPE:IN <Charlene.chiang@vch.ca>; XT:Indyk, Ari GCPE:IN
<ari.indyk@vch.ca>

Subject: RE: DULF story

Thanks Christine — this reporter’s request came to our Public Affairs team and they actually did respond to the
reporter in time for the story, with messaging approved by GCPE. Below is a copy of what was sent. Please let us
know if there are any other questions — Miranda has connected with Darryl this morning as well.

Patty

From: Lancaster, Deana [VCH] <deana.lancaster@vch.ca>
Sent: Thursday, September 28, 2023 4:19 PM
To: Paul Johnson <Paul.Johnson@globalnews.ca>

Cc: Media <Media@vch.ca>
Subject: Re: Question regarding funds for DULF?

Hi Paul,
Thanks for your patience. Information below — please attribute any or all to Vancouver Coastal Health.

The toxic drug poisoning crisis is a significant and concerning public health crisis in our communities and we
remain committed to providing and expanding services to prevent toxic drug poisoning events and death in
our region.

Vancouver Coastal Health (VCH) can confirm the document is genuine, and funding is provided to DULF for
overdose prevention and drug-checking services.

On April 14, 2016, British Columbia's Provincial Health Officer served notice under the Public Health Act to
exercise emergency powers in response to the toxic drug crisis. The declaration of a Public Health emergency
allows medical health officers throughout the province to take proactive action to protect people who use
drugs.

In the context of that declaration, on Dec. 9, 2016, the Minister of Health issued an order under the
Emergency Health Services Act and the Health Authorities Act, for regional health authorities to provide
overdose prevention services “in any place there is a need for these services.”

As such, Vancouver Coastal Health (VCH) partners with organizations throughout our region to deliver life-
saving harm reduction and overdose prevention services wherever they are needed.

Funding provided to DULF is restricted by contract for:
the development, implementation and delivery of the drug checking program
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training in overdose prevention, recognition and response for DULF members
Harm reduction supplies and equipment

VCH Response to additional question

It is the unregulated, illegal drug supply — contaminated by a growing and unpredictable mix of dangerous
substances, including synthetic opioids like fentanyl, benzodiazepines, xylazine and other adulterants — that is
now the leading cause of death in B.C. for people aged 10 to 59, accounting for more deaths than homicides,
suicides, accidents and natural disease combined.

Overdose prevention services and drug checking services are intended for those consuming illegal drugs, due
to the unpredictable nature of these substances. A provincial Ministerial order, in the context of a declared
Public Health emergency, allows these sites to operate.

Outside of services contracted by VCH, the determination of whether any other activities are illegal, and the
response to those, is outside the jurisdiction of VCH.

Deana Lancaster
Communications Leader, Public Health
Vancouver Coastal Health

work 604 2306130
e-mail deana.lancaster@vch.ca

Patricia Daly, MD, FRCPC
Vice-President, Public Health & Chief Medical Health Officer
Vancouver Coastal Health

office 604 675 3924
e-mail  patricia.daly@vch.ca

Erika Bell
Executive Assistant
office 604 6753918

e-mail erika.bell@vch.ca

| acknowledge that my place of work lies on the unceded traditional homelands of the Musqueam, Squamish and Tsleil-Waututh Nations.
The content of this e-mail is confidential and may be privileged. If you receive this e-mail in error, please contact the sender and delete it immediately.

From: Massey, Christine MMHA:EX <Christine.Massey@gov.bc.ca>

Sent: Friday, September 29, 2023 10:24 AM

To: Eliopoulos, Vivian [VCH] <Vivian.Eliopoulos@vch.ca>

Cc: Sturtevant, Darryl MMHA:EX <Darryl.Sturtevant@gov.bc.ca>; Daly, Patty [VCH] <Patricia.Daly@vch.ca>; Compton,
Miranda [VCH] <Miranda.Compton@vch.ca>

Subject: DULF story

Importance: High

EXTERNAL SENDER. If you suspect this message is malicious, please forward to spam@phsa.ca and do not open attachments or
click on links.

Vivian — My minister asked me to flag this story for you

Falcon/Kalicum - DULF funding
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CHAN
Thursday, September 28, 2023, 17:05
By Global BC Early Newsg

Copyright

VCH response

Funding provided to DULF is restricted by contract for:
the development, implementation and delivery of the drug checking program
training in overdose prevention, recognition and response for DULF members
Harm reduction supplies and equipment
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COMMUNITY HEALTH SERVICES AGREEMENT

SERVICE PROVIDER: Drug User Liberation Front Society
CONTRACT ID #: DH014517
PROGRAM NAME: Drug Checking and Overdose Prevention

To be completed by Service Provider:

Service Provider’s WorkSafe BC #: 200945677

DHO14517_CHSA_2224 Page 1 of 43
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COMMUNITY HEALTH SERVICES AGREEMENT

CONTRACT ID #: DH014517
PROGRAM NAME: Drug Checking and Overdose Prevention

THIS AGREEMENT dated for reference December 1, 2022
BETWEEN:

VANCOUVER COASTAL HEALTH AUTHORITY, a regional health board designated under the Health
Authorities Act (British Columbia)

Contract Management Office

11 Floor, 601 West Broadway

Vancouver, BC V5Z 4C2

(“VCH”)
AND:

DRUG USER LIBERATION FRONT SOCIETY
202-268 Keefer Street
Vancouver, BC V6A 1X5

(the “Service Provider”)
RECITALS:

A. VCH is a regional health board designated under the Health Authorities Act (British Columbia) with responsibility
for the development, delivery and administration of health care services and programs within the geographical
boundaries set out in the Health Authorities Act (British Columbia);

B. The Service Provider provides valuable community health services which may involve complex health care and
social issues; and

C. The parties are committed to working together and establishing a cooperative and collaborative relationship to
support and improve the delivery of community health services by the Service Provider to VCH patients, residents
and clients.

IN CONSIDERATION of the terms and covenants hereinafter contained and other good and valuable consideration
provided by each of the parties to the other, the receipt and sufficiency of which are hereby acknowledged, the parties
hereto agree as follows:

1. THE SERVICES

1.1 The Service Provider will provide the services set out in Schedule A (Services and Additional Terms) (the
“Services”) during the term set out in Schedule A (Services and Additional Terms) (the “Term”) in accordance
with this Agreement.

1.2 The parties will comply with all additional terms and conditions that may be set out in Schedule A (Services and
Additional Terms).

DH014517_CHSA_2223 Page 3 of 43
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2.1

2.2

2.3

3.1

3.2

3.3

4.1

5.1

6.1

PERFORMANCE BY SERVICE PROVIDER

Unless otherwise specified herein, the Service Provider will deliver the Services to a standard of care, skill and
diligence maintained by reputable and competent persons providing services similar to the Services.

If any key personnel are specified in Schedule A (Services and Additional Terms), the Service Provider will ensure
that those key personnel deliver the Services, unless VCH otherwise approves in writing, which approval will not
be unreasonably withheld.

The Service Provider agrees to diligently and responsibly perform and deliver the Services in accordance with:
(a) the terms and conditions set out herein; (b) all applicable laws, which may include the Society Act (British
Columbia); and (c) the instructions, protocols, guidelines and policies of VCH which VCH communicates to the
Service Provider.

CARE QUALITY AND PREVENTION, REPORTING AND MANAGEMENT OF INCIDENTS

The Service Provider must cooperate with VCH to improve the delivery of health care in accordance with the
Patient Care Quality Review Board Act (British Columbia) and agrees to:

(a) inform patients, residents and clients about the VCH Patient Care Quality Office, where appropriate, as
an option for resolving concerns about the quality of the Services; and

(b) provide all reasonable assistance (including by promptly providing any available information or records)
requested by VCH in relation to any care quality complaint under the Patient Care Quality Review Board
Act (British Columbia).

In this Agreement, “Incident” means an event or circumstance which could have resulted, or did result, in
unnecessary harm to a patient, client or resident. The Service Provider will comply with any additional clauses
relating to Incidents which may be set out in Schedule A (Services and Additional Terms).

The Service Provider will take reasonable measures to prevent Incidents, including collaborating with VCH on
preventive initiatives relevant to the programs of the Service Provider, and will report and manage Incidents in
accordance with any protocols issued by VCH from time to time.

GOOD GOVERNANCE

VCH and the Service Provider are committed to the good governance principles of accountability, leadership,
integrity, stewardship and transparency. VCH expects that the Service Provider will deliver the Services and carry
out its operations in accordance with such principles.

COMMUNICATION AND FEEDBACK

The parties recognize the importance of maintaining ongoing dialogue and communication on matters relevant
to this Agreement. VCH will provide feedback to the Service Provider on the Service Provider’s delivery of the
Services and its performance under this Agreement, and will provide opportunities for the Service Provider to
provide feedback to VCH.

PAYMENT

The parties agree that payment for the Services will be handled in accordance with Schedule B (Payment and
Financial Reporting). The parties will comply with the terms and conditions in Schedule B (Payment and Financial
Reporting).

DHO014517_CHSA_2224 Page 4 of 43
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6.2

6.3

6.4

7.1

7.2

7.3

7.4

8.1

8.2

8.3

9.1

The Service Provider will not in any manner whatsoever commit or purport to commit VCH to the payment of
any money except pursuant to this Agreement.

VCH may withhold or set off against any payment due to the Service Provider any charge, liability or indebtedness
owed by the Service Provider to VCH or which under this Agreement is to be paid by or charged to the Service
Provider.

Notwithstanding any other provision of this Agreement, the payment of any monies by VCH to the Service
Provider is subject to the Province of British Columbia having provided funds for such purposes for the fiscal
year in which such funds are required. VCH reserves the right to amend this Agreement and, in particular,
Schedule B (Payment and Financial Reporting), if subsequent to providing VCH with its funding, the Ministry of
Health or other government funding bodies increases or decreases the funding allocation to VCH.

TAXES

It is the Service Provider’s responsibility to pay all business and revenue taxes, assessments and charges in
relation to the Service Provider’s business/operations and the provision of the Services.

The Service Provider will apply for and obtain, from the appropriate taxation authorities, any available refund,
credit, rebate or remission of federal, provincial or other tax or duty imposed on the Service Provider as a result
of this Agreement that VCH has paid or reimbursed to the Service Provider or agreed to pay or reimburse to the
Service Provider under this Agreement, and immediately on receiving or being credited with any such amount,
the Service Provider will remit that amount to VCH.

The Service Provider will reimburse to VCH any federal, provincial or other tax or duty that is collected by the
Service Provider from VCH that is not required under applicable law to be remitted to the appropriate taxation
authorities, and is not in fact remitted to the appropriate taxation authorities under applicable law.

If the Service Provider is not a resident in Canada, the Service Provider acknowledges that VCH may be required
by law to withhold income tax from any payment of monies made by VCH under this Agreement and then to
remit that tax to the Receiver General of Canada on the Service Provider’s behalf.

CAPITAL ASSETS

VCH may, in its discretion and subject to such terms and conditions as VCH may impose, provide capital funding
to the Service Provider for the purchase of capital equipment or improvements required to provide the Services
(the “Capital Assets”).

The Service Provider will protect and preserve any Capital Assets purchased (whether in whole or in part) with
capital funding from VCH under Section 8.1, for the purposes of the Services and will, if required by VCH, enter
into a separate agreement with VCH in respect of the acquisition, ownership and use thereof.

The Service Provider will, upon request by VCH, provide a list setting out any Capital Assets purchased with
capital funding from VCH under Section 8.1, and any related information as may be reasonably requested by
VCH.

AUDIT

VCH may from time to time, for the purpose of ensuring compliance with this Agreement and upon reasonable
advance notice to the Service Provider, arrange for the audit, review or examination, of:

(a) the Service Provider’s books of accounts, records, invoices and receipts and any Financial Reports
required to be kept or provided by the Service Provider under Schedule B (Payment and Financial
Reporting); and

DHO014517_CHSA_2224 Page 5 of 43
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(b) any other documents or records (including non-financial documents and records) relating to the
Services, the payment of monies made by VCH under this Agreement, this Agreement or the Service
Provider’s operations to the extent that such documents or records are determined by VCH, acting
reasonably, to be related or ancillary to the purpose of ensuring compliance with this Agreement.

Such audit, review or examination will be carried out by a representative of VCH or a duly authorized
independent Chartered Accountant or Chartered Professional Accountant. The Service Provider will fully
cooperate, permit and provide reasonable assistance to facilitate any audit, review or examination under this
Section 9.1.

10. REPRESENTATIONS AND WARRANTIES
10.1  Asof the date of this Agreement, the Service Provider represents and warrants to VCH that:

(a) the Service Provider is duly registered to carry on business in the jurisdiction where the Services will be
performed;

(b) the Service Provider is fully trained and qualified to deliver the Services in accordance with the terms of
this Agreement, or has all the trained and qualified personnel to deliver the Services in accordance with
the terms of this Agreement. Without limiting the foregoing, the Service Provider represents and
warrants that it or its personnel, as applicable, hold all the licenses, credentials and gualifications set
out in Schedule A (Services and Additional Terms);

(c) the Service Provider has all the tools, facilities, materials, equipment, vehicles and contracts in place
and available to enable the Service Provider to perform the Services in accordance with the terms of
this Agreement;

(d) the Service Provider holds all permits, licenses, approvals and statutory authorities issued by any
government or government agency that are necessary for the performance of the Services in accordance
with the terms of this Agreement;

(e) the Service Provider has the power and capacity to enter into this Agreement and to observe, perform
and comply with the terms of this Agreement; and

(f) this Agreement has been legally and properly executed by, or on behalf of, the Service Provider and is
legally binding upon and enforceable against the Service Provider in accordance with its terms.

10.2  In addition, if the Service Provider is incorporated or otherwise organized, the Service Provider represents and
warrants to VCH that:

(a) the Service Provider is duly incorporated or otherwise organized and in good standing under the laws of
Canada or a Canadian province or territory; and

(b) all necessary corporate or other proceedings have been taken and done to authorize the execution and
delivery of this Agreement by, or on behalf of, the Service Provider.

10.3 At VCH’s request, the Service Provider will provide proof of the foregoing representations and warranties.
1. PERFORMANCE AUDIT AND QUALITY ASSURANCE
11.1  The Service Provider will permit VCH, its representatives and/or agents to conduct audits and satisfaction surveys
related to the performance and the delivery of the Services, from time to time.
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11.2  The Service Provider will cooperate with VCH for the purpose of Section 11.1 and provide reasonable assistance
to VCH, including by allowing access by VCH staff, agents and consultants to the Service Provider’s site(s) where
the Services are carried out and to any patients, residents and clients receiving Services.

11.3  The Service Provider will provide accurate and correct quality assurance and/or performance measurement
reports to VCH as VCH may reasonably require from time to time and in such format as may be required by VCH,
including without limitation any such reports set out in Schedule A (Services and Additional Terms).

11.4  The Service Provider acknowledges and agrees that VCH may use and report aggregate statistical information
and other results of performance measurement, including reported output indicators, within VCH, and that VCH
may from time to time share such information and results with the Ministry of Health and other governmental
bodies or agencies, health authorities or organizations, and other service providers.

12. SERVICE PROVIDER’S PERSONNEL

12.1  The Service Provider will comply with all applicable municipal, provincial and federal laws relating to any persons
employed or engaged by the Service Provider to provide the Services, including its employees, officers,
independent contractors, subcontractors, volunteers, students, agents and representatives (collectively, the
“Service Provider’s Personnel”). The Service Provider is the employer of the Service Provider's Personnel, and
accordingly, all of the Service Provider’s Personnel will be under the direct management and sole supervision of
the Service Provider and the Service Provider is solely responsible for all aspects of employment and labour
relations in connection with the Service Provider’s Personnel, including the interviewing, hiring, training, payroll,
compensation, benefits, supervision, direction, management, control, scheduling, evaluation, occupational
health and safety, security, discipline and termination of the Service Provider’s Personnel. In addition, the
Service Provider is responsible for maintaining a respectful workplace and ensuring that the Service Provider’s
Personnel conduct themselves in a civil, respectful and cooperative manner at the workplace.

12.2  The Service Provider and the Service Provider’s Personnel are independent contractors to VCH. No employment
relationship is created between the Service Provider or any of the Service Provider's Personnel (on the one hand)
and VCH (on the other hand), and no employee terms, conditions or benefits available to VCH's own personnel
will accrue to the Service Provider or the Service Provider's Personnel. VCH will have no liability or responsibility
for, and the Service Provider is solely responsible for, all payroll functions in respect of the Service Provider's
Personnel, including requirements of applicable law and will pay and accept full and exclusive liability for all
salaries and benefits, taxes, Employment Insurance premiums, Canada Pension Plan premiums or contributions,
workers insurance assessments and other assessments and contributions of any kind and nature whatsoever or
that are payable pursuant to any applicable laws.

12.3  If the Service Provider or Service Provider's Personnel is also employed or engaged to perform services for VCH
outside of this Agreement, the parties agree that any such person:

(a) is not an employee of or in an employment relationship with VCH, with respect to the work carried out
by that person under this Agreement;

(b) will not hold him or herself out as being an employee of or in an employment relationship with VCH,
with respect to the work carried out by that person under this Agreement; and

(c) will not be entitled to any terms or conditions of employment or any employment benefits from VCH,
with respect to the work carried out by that person under this Agreement.

VCH will have no liability or responsibility to the Service Provider or Service Provider's Personnel for any salaries
and benefits, taxes, Employment Insurance premiums, Canada Pension Plan premiums or contributions, workers
insurance assessments and other assessments and contributions of any kind and nature whatsoever or that are
payable pursuant to any applicable laws, on behalf of, or for the benefit of, any such persons, with respect to the
work carried out under this Agreement.
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12.4 Upon VCH’s request, the Service Provider will, and will ensure that any subcontractors will, provide to VCH or to
an association of employers designated by VCH, statistical information in a form satisfactory to VCH respecting
compensation paid to employee groups of the Service Provider or subcontractor, as applicable. Where
acceptable to VCH, this statistical information may be provided without including identifying names. Without
limiting the foregoing, and as applicable the Service Provider will comply, and will ensure compliance by any
subcontractors, with all reporting requirements associated with the Health Sector Compensation Information
System.

13. WORKERS COMPENSATION INSURANCE

13.1  The Service Provider will at its expense carry throughout the Term, workers compensation insurance for the
Service Provider’s Personnel, as required by the Workers Compensation Act (British Columbia) or similar laws in
other jurisdictions in which the Service Provider’s Personnel may be situated. If the Service Provider is an
individual or a partnership of individuals and does not have the benefit of mandatory workers compensation
coverage under the Workers Compensation Act (British Columbia) or similar laws in other jurisdictions, the
Service Provider is exempt from the foregoing requirement, but will at its expense carry throughout the Term,
personal optional protection insurance (consisting of income replacement and medical care coverage) from
WorkSafeBC or other sources, if available.

13.2  The Service Provider will keep its WorkSafeBC account (and equivalent accounts in other jurisdictions in which
the Service Provider’s Personnel may be situated) active and in good standing at all times during the Term, and
be solely responsible for all premiums, assessments and other costs associated with doing so. Upon the request
of VCH, the Service Provider will provide a clearance letter from WorkSafeBC (or equivalent agency in other
jurisdictions) indicating that the Service Provider is active and in good standing and has no outstanding
premiums, assessments, fines, penalties or debts.

13.3  If the Service Provider is advised by WorkSafeBG that the Service Provider or the Service Provider's Personnel is
a “worker” of VCH, the Service Provider will advise VCH and provide VCH with any related documentation from
WorkSafeBC. The parties acknowledge and agree that such determination by WorkSafeBC is not relevant to the
Service Provider's status for any purpose except for the purposes of the Workers Compensation Act (British
Columbia), that the Service Provider remains an independent contractor to VCH, and that neither the Service
Provider nor any of the Service Provider’s Personnel is an employee of VCH.

14. CRIMINAL RECORD CHECKS

14.1  The Service Provider will comply with following, as may be applicable, in addition to any other background checks
that the Service Provider considers reasonably appropriate or necessary:

(a) if the Service Provider or any of the Service Provider’s Personnel (including volunteers) will work directly
with or have or potentially have unsupervised access to children or vulnerable adults, the Service
Provider will at its expense (unless otherwise exempted from payment by the Ministry of Justice’s
Criminal Records Review Program), register with the Ministry of Justice’s Criminal Records Review
Program, carry out criminal record checks and ensure they are kept current, all in accordance with the
Criminal Records Review Act (British Columbia);

(b) if the Service Provider or any of the Service Provider’s Personnel (including volunteers) will work directly
with or have or potentially have unsupervised access to children or vulnerable adults, but the Criminal
Records Review Act (British Columbia) does not apply, the Service Provider will carry out at its expense
at least every five years, vulnerable sector checks with the RCMP or local municipal police; or

(c) if the Services are delivered at a private residence under the care or control of the Service Provider, the
Service Provider will ensure that every person 18 years or older who resides or spends significant time
in the home or place where the Services are provided or are to be provided, and who has or will have
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significant and unsupervised access to children or vulnerable adults in that home or place, undergoes a
criminal record check under Section 14.1(a) or vulnerable sector check under 14.1(b), as applicable.

14.2  The Service Provider will not permit anyone who has not been cleared by a criminal record check or vulnerable
sector check as required by Section 14.1 or who is otherwise determined by the Service Provider to be a potential
risk to children or vulnerable adults, to work directly with or to have or potentially have unsupervised access to
children, vulnerable adults or their records.

14.3  If the Service Provider is an individual person, the Service Provider must arrange for the results of any criminal
record check or vulnerable sector check under Section 14.1 to be sent to VCH for review prior to the
commencement of any Services. In such case, if the Service Provider is not cleared by the criminal record check
or vulnerable record check, VCH may terminate this Agreement immediately upon written notice to the Service
Provider.

14.4  Upon written request, the Service Provider will provide VCH written confirmation that: (a) criminal record checks
and/or vulnerable sector checks have been initiated; (b) criminal record checks and/or vulnerable sector checks
were completed prior to the Services beginning or prior to unsupervised access to children, vulnerable adults or
their records; (c) the Service Provider has acted on instructions from VCH and in accordance with the Criminai
Records Review Act (British Columbia); and (d) all other related procedures have been followed.

15. PERSONAL INFORMATION
15.1  The Service Provider will comply with Schedule E (Privacy).

15.2  Schedule E (Privacy) will govern in the event of any conflict between Schedule E (Privacy) and the balance of this
Agreement, except that the following provisions will govern over any conflicting provision in Schedule E (Privacy):

(a) As contemplated in Section 11(b) of Schedule E (Privacy), if the Service Provider receives a request under
FIPPA for access to or correction of Personal Information, the Service Provider will, in respect of any
Records that are created, maintained, or held by the Service Provider, comply with FIPPA in responding
to the request or in correcting the Records, and may consult with VCH as needed. The Service Provider
will be responsible for providing notice of the corrected information to any person(s) who are entitled
to receive such notice under FIPPA.

15.3  In addition, if applicable, the Service Provider will comply with the Personal Information Protection Act (British
Columbia).

16. CONFIDENTIALITY

16.1  “Confidential Information” means any and all information which the Service Provider receives or becomes aware
of, including information relating to VCH's organization, operations, business, funding, financials, properties,
facilities, assets, services, contracts, procurements, purchases, personnel, patients, residents, clients, service
providers, suppliers, contractors, plans, designs, strategies and specifically includes this Agreement, any reports
generated by the Service Provider under this Agreement and any other information relating to the Services or
this Agreement, or that otherwise by its nature or by the circumstances in which it was disclosed, ought
reasonably to be considered confidential, whether or not the information is labeled or described as
"confidential". Where the Service Provider is in doubt about whether certain information is Confidential
Information, the Service Provider will treat the information as Confidential Information.

16.2  The Service Provider will only use the Confidential Information for the purpose of performing the Services and
will not disclose the Confidential Information to any third party without the express written consent of VCH,
unless in furtherance of delivering the Services and the Service Provider ensures that such third party is bound
by confidentiality obligations similar to those of the Service Provider herein.
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17. INTELLECTUAL PROPERTY

17.1  The parties agree that the Service Provider owns all right, title, and interest in and to the Service Provider’s
manuals, guidelines, policies, documents or materials relating to the Service Provider’s services and operations
(and all intellectual property rights thereto), which may be conceived, developed or made by the Service Provider
in the course of delivering the Services and which may be used by the Service Provider during the delivery of the
Services (the “Property”).

17.2  The parties agree that, as between them, VCH owns all right, title, and interest in and to any and all existing
records, software and any other materials (and all intellectual property rights thereto) that are provided by or
on behalf of VCH to the Service Provider or any subcontractor under this Agreement.

17.3  The Service Provider grants to VCH an irrevocable, perpetual, world-wide, royalty-free, no-charge, non-exclusive,
transferable and sub-licensable license to use, reproduce, modify and distribute the Property (including any third
party material that is embedded or incorporated into the Property by the Service Provider or any subcontractor
under this Agreement) for any non-commercial purpose relating to the mandate of VCH, including the provision
of health and community care services. VCH will consult with the Service Provider prior to any sub-licensing,
modification and/or distribution of the Property in accordance with this Section 17.3.

18. INDEMNITY AND INSURANCE

18.1  The Service Provider will indemnify and save harmless VCH and its directors, officers, employees and agents
(collectively, the “Indemnitees”), from any loss, claim (including any claim of infringement of third-party
intellectual property rights), damage award, action, cause of action, cost or expense (including all legal fees and
disbursements) that any or all of the Indemnitees may sustain, incur, suffer or be put to at any time, either before
or after this Agreement ends, (each a “Loss”) to the extent that the Loss is directly or indirectly caused or
contributed to by: (a) any act or omission by the Service Provider, its directors or the Service Provider’s Personnel
in connection with this Agreement; or (b) any representation or warranty of the Service Provider being or
becoming untrue or incorrect.

18.2  The Service Provider will comply with the insurance requirements in Schedule D (Insurance).
19. LIMITATION OF LIABILITY

19.1  The Service Provider agrees that notwithstanding anything otherwise provided in this Agreement or any duty,
principle, term or rule of law to the contrary, whether express or implied, VCH will not be liable to the Service
Provider or any Service Provider's Personnel in connection with any claim for any special, incidental, indirect or
consequential loss or damages, including loss of profits or loss of revenue.

19.2  VCH will not be liable in tort or any other cause of action to the Service Provider or any Service Provider's
Personnel in respect of any act or omission of VCH relating to or arising in connection with this Agreement, except
to the extent of the negligence or willful misconduct of VCH.

20. INTERRUPTION OF SERVICES AND EMERGENCIES

20.1  For the purposes of this Article 20, “Emergency” is defined as any sudden, urgent, or unexpected occurrence or
occasion that: (a) causes a major disruption to the usual provision of the Services; and (b) endangers patient,
resident or client safety or life. Without limitation, an Emergency may include an earthquake, flood or pandemic.
For greater certainty, VCH will determine in its discretion whether an unforeseen interruption reportable under
Section 20.3(a) is an Emergency for the purposes of this Article 20.

20.2  During any Emergency, VCH may require access to the Service Provider’s site(s) where the Services are delivered

and VCH may, in its discretion, elect to provide some or all of the Services or retain others to provide some or all
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of the Services. The Service Provider shall cooperate with VCH for the purpose of this Section 20.2 and provide
reasonable assistance to VCH.

20.3  Ifthereis any interruption in the provision of the Services other than an Emergency, the Service Provider must:

(a) in the case of any unforeseen interruption, immediately notify VCH of the interruption, which
notification can be made verbally, but must be followed up in writing within 5 calendar days of the verbal
notification; and

(b) in the case of any planned interruption, notify VCH of the interruption in writing at least 30 calendar
days (or as soon as practicable) prior to such interruption;

in order to ensure a prompt, appropriate and orderly response to such interruption by all parties. VCH, in
consultation with the Service Provider, will determine how the interruption in the provision of the Services will
be handled.

20.4  Either party may request that the parties renegotiate Schedule A (Services and Additional Terms) and Schedule
B (Payment and Financial Reporting), in order to address any concerns of the requesting party arising from an
Emergency or an interruption in the provision of the Services, including any health and safety concerns, taking
into account the nature and length of such interruption.

21. DISPUTES, DEFAULT, REMEDIES AND TERMINATION

21.1  Subject to Sections 21.4 and 21.5, in the event of a dispute relating to this Agreement, VCH and the Service
Provider will use reasonable efforts to resolve the dispute in a cooperative and timely manner while minimizing
any detrimental impact of such dispute on the delivery of the Services.

21.2  If the parties are unable to resolve the dispute in accordance with Section 21.1 within a reasonable amount of
time, the parties may mutually agree to submit such dispute to mediation (the costs for which will be shared
equally by the parties, although each party will bear its own legal costs and expenses arising from the mediation).

21.3  If VCH considers that the Service Provider is or may be in non-compliance with a term or condition of this
Agreement, VCH will communicate its concerns to the Service Provider and the Service Provider will work in good
faith to address VCH’s concerns. If the Service Provider fails to address VCH’s concerns within a reasonable
amount of time (as may be defined by VCH), and VCH considers that the Service Provider has failed to comply
with a term or condition of this Agreement:

(a) VCH will provide written notice to the Service Provider of such failure to comply (the “Default Notice”);

(b) the Service Provider will remediate the non-compliance to the reasonable satisfaction of VCH within 30
calendar days (or such longer or shorter period as required by VCH in writing) after delivery of the
Default Notice; and

(c) if the Service Provider does not remediate the non-compliance in accordance with Section 21.3(b), VCH
may terminate this Agreement immediately upon further written notice to the Service Provider.

21.4  If arisk to human life, safety or health arises in relation to the Service Provider's performance of the Services,
VCH may terminate this Agreement immediately upon written notice to the Service Provider.

21,5  If an order is made, a resolution is passed or a petition is filed, for the Service Provider’s liquidation or winding
up; the Service Provider commits an act of bankruptcy, makes an assignment for the benefit of the Service
Provider’s creditors or otherwise acknowledges the Service Provider’s insolvency; a bankruptcy petition is filed
or presented against the Service Provider or a proposal under the Bankruptcy and Insolvency Act (Canada) is
made by the Service Provider; acompromise or arrangement is proposed in respect of the Service Provider under
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the Companies’ Creditors Arrangement Act (Canada); a receiver or receiver manager is appointed for any of the
Service Provider’s property; or the Service Provider ceases, in VCH’s reasonable opinion, to carry on business as
a going concern (each, an “Insolvency Event”), then VCH may terminate this Agreement immediately upon
written notice to the Service Provider or receiver or trustee in bankruptcy.

22. TERMINATION FOR CONVENIENCE

22.1  Either party may at any time and for any reason terminate this Agreement upon 90 calendar days’ written notice
to the other party or such other time frame as the parties may agree to, acting reasonably.

23. RECEIVER

23.1  Upon the occurrence of an Insolvency Event or a failure to comply with any term or condition of this Agreement
where VCH wishes to terminate this Agreement but determines, in its discretion, that such termination would
result in an unacceptable interruption of the Services and/or risk to the health or safety of patients, residents or
clients, VCH may take proceedings in any court of competent jurisdiction for the appointment of a receiver or
receiver manager, of the Service Provider, all or any part of the Service Provider’s property, and/or all or any
part of the operations of the Service Provider, and from time to time, may request that the court remove any
such appointed receiver or receiver manager and appoint another in his/her/its stead.

24, EFFECT OF EXPIRY OR TERMINATION

241  Expiry or termination of this Agreement will not prejudice, limit or affect any unpaid payment obligation, claim
or matter outstanding prior to termination or obligations consequent upon termination as provided for herein.
Without limiting the foregoing, for clarity, this provision will record that it is understood that Article 6 (Payment),
Article 7 (Taxes), Article 9 (Audit), Article 12 (Service Provider’s Personnel), Article 15 (Personal Information),
Article 16 (Confidentiality), Article 17 (Intellectual Property), Article 18 (Indemnity and Insurance), Article 19
(Limitation of Liability), Article 24 (Effect of Expiry or Termination), Article 28 (Service Provider Accountable),
Article 30 (Nature of Relationship), and Article 31 (Notices), and any other terms and conditions of this
Agreement which, by their terms or nature, are intended to survive any expiry or termination of this Agreement,
will survive any expiry or termination of this Agreement.

25. ASSIGNMENT

25.1  The Service Provider will not assign, either directly or indirectly, this Agreement or any of its rights hereunder,
without the prior written consent of VCH.

25.2  VCH may assign this Agreement (or any part hereof) to any successor of VCH as part of a regional or provincial
reorganization or consolidation of health services.

26. CHANGE IN CONTROL

26.1 In this Article 26, a “change in control” means the following, according to the corporate structure of the Service
Provider:

(a) If the Service Provider is a society, a “change in control” means: (i) a change in the purposes, activities
or powers of the Service Provider; (i) a transfer, sale, lease, sublease or other disposal of all or a material
part of its assets used for or in connection with the provision of the Services to another person; or (iii)
an amalgamation, merger, consolidation or other arrangement entered into between the Service
Provider and another person.

(b) If the Service Provider is a company, a “change in control” means: (i) a transfer, sale or other disposal of
voting, effective or de facto control of the Service Provider to another person such that there is a change
in the power to direct the management and policies of the Service Provider; (ii) a transfer, sale, lease,

DHO014517_CHSA_2224 Page 12 of 43

Page 34 of 67 MHA-2023-32701



sublease or other disposal of all or a material part of its assets used for or in connection with the
provision of the Services to another person; or (iii) an amalgamation, merger, consolidation or other
arrangement entered into between the Service Provider and another person.

26.2  The Service Provider will not undertake or permit a change in control of the Service Provider without the prior
written consent of VCH, which approval will not be unreasonably withheld. The Service Provider will provide
written notice to VCH at least 90 days prior to any anticipated change in control of the Service Provider, and will
provide any additional information and documents relating to the change in control that may be reasonably
requested by VCH.

26.3  VCH may object to a change in control and provide reasons for its objection within the 90 day period referred to
in Section 26.2. If VCH so objects, but the Service Provider continues with the change in control, or the change
in control occurs in any event, VCH may terminate this Agreement immediately upon written notice to the
Service Provider.

27. SUBCONTRACTING

27.1  The Service Provider will not subcontract this Agreement or any of its obligations hereunder to any person
without VCH’s prior written consent, except those subcontracted services and to the subcontractors set out in
Schedule C (Subcontractors) as of the date that this Agreement is signed by the parties. The Service Provider
will provide VCH with all information requested regarding a proposed subcontractor.

27.2  Prior to any subcontracting of the Services, the Service Provider will review the capabilities, knowledge,
experience, competence of, and the standards employed by, the potential subcontractor in a manner sufficient
to establish that the potential subcontractor is able to supply qualified and trained personnel and meet the
requirements of this Agreement. The Service Provider represents and warrants that it has carried out the
foregoing due diligence on the subcontractors set out in Schedule C (Subcontractors), if any.

27.3  The Service Provider will bind every subcontractor to the terms and conditions of this Agreement which are
appropriate and applicable to the work to be performed by the subcontractor, and will ensure that the terms of
any subcontracting arrangement are recorded in a written agreement. Without limitation, the Service Provider
will ensure that all subcontracting agreements incorporate the terms set out in Schedule E (Privacy) and the
Service Provider will provide a copy of Schedule E (Privacy) to all subcontractors.

27.4  The Service Provider will secure compliance with and enforce each of its contracts with any subcontractor. The
Service Provider will advise VCH of any non-compliance with this Agreement by any subcontractor and the
termination of any subcontractor, and will take prompt steps to cure any non-compliance by a subcontractor.

27.5  No subcontract entered into by the Service Provider, whether consented to or not, will relieve the Service
Provider from any of its obligations under this Agreement, impose any obligation or liability upon VCH to any
subcontractor, nor create any contractual relationship between any subcontractor and VCH.

28. SERVICE PROVIDER ACCOUNTABLE

28.1  The Service Provider will be responsible and accountable for the acts and omissions of the Service Provider’s
Personnel, directors, assignees and invitees, and will ensure and enforce at its expense for the benefit of VCH,
compliance and performance by all of such persons with all of the relevant terms and conditions of this
Agreement.

28.2  Any failure on the part of any such persons described in Section 28.1 to comply with the terms and conditions of
this Agreement will be treated as and will constitute failure by the Service Provider under this Agreement.
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29. CONFLICT OF INTEREST

29.1  The Service Provider hereby declares that no potential, actual or perceived conflict of interest exists with respect
to the subject of this Agreement. If the Service Provider becomes aware of any potential, actual or perceived
conflict of interest, the Service Provider will notify VCH immediately.

29.2  The Service Provider will not, during the Term, engage in any business or activity, perform a service for or provide
advice to any person, firm, corporation or other entity if the business or activity, performance of the service or
the provision of the advice may, in the reasonable opinion of VCH, give rise to a conflict of interest.

30. NATURE OF RELATIONSHIP

30.1  The Service Provider is an independent contractor and not the servant, employee or agent of VCH. The parties
agree that there is no employment relationship between VCH and the Service Provider or between VCH and any
Service Provider’s Personnel, and no such employment relationship is created by this Agreement or by the
provision of the Services hereunder.

30.2  The Service Provider agrees that it has no right to enter into contracts or other legal commitments or obligations
on behalf of VCH.

31. NOTICES

31.1  Any notice required or permitted to be given under this Agreement will be in writing and may be given by
delivering, sending by facsimile transmission, email or other means of electronic communication capable of
producing a printed copy, or sending by prepaid registered mail posted in Canada, the notice to the following
address or number:

If to VCH: Contract Coordinator
Vancouver Coastal Health Authority
Contract Management Office
11t Floor, 601 West Broadway
Vancouver, BC V57 4(C2

Facsimile number: 604-874-6736

Email: VCHContracts@vch.ca

If to the Service Provider: Eris Nyx
Co-Founder
Drug User Liberation Front Society
§.22

Facsimile number: Not Applicable

Email: $.22

(or to such other address or number as any party may specify by notice in writing to another party). Any notice
delivered or sent by facsimile transmission, email or other means of electronic communication capable of
producing a printed copy on a business day will be deemed conclusively to have been effectively given on the
day the notice was delivered, or the transmission was sent successfully to the number set out above, as the case
may be. Any notice sent by prepaid registered mail will be deemed conclusively to have been effectively given
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on the third business day after posting; but if at the time of posting or between the time of posting and the third
business day thereafter there is a strike, lockout, or other labour disturbance affecting postal service, then the
notice will not be effectively given until actually delivered.

32. GENERAL

32.1  Each reference to a statute is deemed to be a reference to that statute and to the regulations made under that
statute as amended or re-enacted from time to time, unless the context otherwise requires.

322  The term “business day” will mean any day except Saturday, Sunday or a statutory holiday in British Columbia.

32.3  The headings appearing in this Agreement have been inserted for reference and as a matter of convenience and
in no way define, limit or enlarge the scope of any provision of this Agreement.

32.4  This Agreement includes the following Schedules:
Schedule A — Services and Additional Terms
Schedule B — Payment and Financial Reporting
Schedule C — Subcontractors
Schedule D - Insurance
Schedule E - Privacy Schedule

32,5 If there is a conflict between a provision in the main body of this Agreement and a provision in a Schedule, the
provision in the Schedule is inoperative to the extent of the conflict, unless the main body of this Agreement or
the Schedule states that the Schedule operates despite or to override a conflicting provision in the main body of
this Agreement.

32.6  This Agreement will be binding upon and enure to the benefit of VCH, its successors and assigns and the Service
Provider, its successors and permitted assigns.

32,7  This Agreement will be governed by, and construed in accordance with, the laws of the Province of British
Columbia. The Service Provider hereby attorns to the jurisdiction of the courts of the Province of British Columbia
in the event of any dispute or proceeding hereunder.

32.8  If any provision of this Agreement is invalid or unenforceable to any extent, the remainder of this Agreement
will not be affected or impaired and will be valid and enforceable to the extent permitted by law.

32.9  Therights and remedies of VCH in this Agreement are cumulative and are in addition to any rights and remedies
available to VCH at law or in equity or by statute. No right or remedy will be deemed to exclude or to restrict the
right of VCH to exercise any other rights or remedies against the Service Provider.

32.10 Each party will perform the acts, execute and deliver the writings, and give the assurances as may be reasonably
necessary to give full effect to this Agreement.

32,11  If the Service Provider is comprised of more than one person, then each of the persons comprising the Service
Provider will be bound jointly and severally by the terms, covenants and agreements herein on the part of the
Service Provider.

32.12 No amendment or modification to this Agreement will be effective unless the same has been reduced to writing
and duly executed by the parties. Notwithstanding the foregoing, VCH reserves the right to modify this
Agreement from time to time to conform to the standard form of services agreement generally used within VCH
operations, to reflect changes to VCH operations or to make amendments or modifications pursuant to Section
6.4. In addition, the parties may, from time to time, agree in writing (without execution of an amending
agreement) to make amendments and modifications to Schedule A (Services and Additional Terms).
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32.13 This Agreement (including any amendments or modifications of it) constitutes the entire agreement between

the parties as to the performance of the Services.

32.14 A waiver of a failure to comply with any provision of this Agreement by the Service Provider will be effective
only if it is in writing and signed by VCH and will not be deemed to be a waiver of any subsequent failure to
comply with the same or any other provision of this Agreement.

32.15 This Agreement may be executed and delivered by facsimile transmission or other means of electronic
communication capable of producing a printed copy, and in any number of counterparts, all of which together

will constitute one and the same instrument.

IN WITNESS WHEREOF the parties have executed this Agreement.

DRUG USER LIBERATION FRONT SOCIETY
Per:

Authorized Signatory
Name: Eris Nyx
Title: Co-Founder

Per:

Authorized Signatory
Name:
Title:

VANCOUVER COASTAL HEALTH AUTHORITY
Per:

Authorized Signatory

Name: Miranda Compton

Title: Executive Director, Substance Use and Priority
Populations

Per:

Authorized Signatory
Name: Patty Daly
Title: VP Public Health & Chief Medical Health Officer
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Schedule A
SERVICES AND ADDITIONAL TERMS

SERVICE PROVIDER: Drug User Liberation Front Society

CONTRACT ID: DHO014517

PROGRAM: Drug Checking and Overdose Prevention
TERM: October 18, 2022 — March 31, 2024

1. BACKGROUND

The Drug User Liberation Front Society (DULF) is a community-based organization formed to provide tangible solutions
to British Columbia’s overdose crisis. The DULF Compassion Club operates overdose prevention services as a designated
overdose prevention site (OPS). The primary goal is to provide a space for people to use drugs safely, with sterile
equipment, in a setting where trained DULF members can observe and intervene in overdoses as needed.

2. LOCATION AND HOURS

The Service Provider will provide the Services at the following location(s):

Name of facility / building: Columbia Street Clinic
Address: 390 Columbia Street, Vancouver, BC V6A 4.J1

The Service Provider will provide the Services during the following days and hours:

Days: Monday, Wednesday, and Friday
Hours: 1500-1900

3. SERVICES

“Services” means the provision of drug checking services under the distributive drug checking model and an indoor space
for drug users to be observed for safer drug use by DULF members trained in administering Naloxone. The Services will
include the following key elements:

(a) Drug Checking Services:

(i) The development, implementation and delivery of the drug checking program
(b) Qverdose Prevention Services:
(i) Provide rapid response for clients in the event of overdose

(ii) All DULF members will be trained in overdose prevention, recognition and response, and site-
specific activities of an Overdose Prevention Site. Overdose prevention, recognition and
response training protocols are outlined in the VCH Overdose Prevention Site Manual:
http://www.vch.ca/Documents/Overdose-Prevention-Site-OPS-Manual.pdf

(iii) DULF members will be trained and provided on-going support including:
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A. Privacy and confidentiality expectations

B. Naloxone training
C. Engagement strategies
D. Safe use practices

4. CLIENT DESCRIPTION

The Service Provider will provide the Services to clients who meet the following criteria (“Clients”):

(a) Members of DULF who reside or spend the majority of their time in the VCH region.

5. CLIENT JOURNEY

(a) The Service Provider will use the following intake process to provide the Services to the Clients:

(i) Not Applicable

(b) The Service Provider will use the following discharge process to discharge Clients:

(i) Not Applicable

(c) The Service Provider will notify VCH with respect to changes in a Client’s status, in accordance with the
following:
Type of change in Client status VCH contact person Frequency of notifications
Not Applicable
6. SERVICE PROVIDER’S PERSONNEL — STAFFING REQUIREMENTS
(a) The Service Provider will ensure that the Service Provider’s Personnel providing the Services includes

the following:

(i) 0.5 FTE Operations Coordinator

(ii) 0.5 FTE Coordinator of Drug Analysis Services

(iii) Honoraria for:

A. Peer member participation in drug checking activities including advisories, support,
meeting attendance, program design and implementation consultation

B. Event/Meeting for Host Nation Collaboration

C. Members of the Indigenous Steering Committee
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7.

SERVICE PROVIDER’S PERSONNEL — KEY PERSONNEL

The Service Provider will ensure that the following key individuals will provide the Services:

8.

(a) Not Applicable

SERVICE PROVIDER’S PERSONNEL — QUALIFICATION REQUIREMENTS

(a) The Service Provider will comply with all medical, nursing and other professional staff governance
requirements binding upon the Service Provider from time to time (e.g.: reporting requirements).

(b) The Service Provider will ensure that the Services are provided only by or under the supervision of
competent and qualified individuals of the Service Provider’s Personnel who meet the professional
qualifications required by applicable law. Without limiting the generality of the foregoing:

(i) With respect to the Service Provider's Personnel who belong to a regulated health care
profession, the Service Provider will ensure that such staff persons are registered with and
maintain good standing with their respective college under the Health Professions Act (BC)
throughout the duration of the Term. The Service Provider will promptly notify VCH of any
complaint made to such person’s respective college regarding that person.

(ii) With respect to all other individuals of the Service Provider’s Personnel, the Service Provider
will ensure that such persons meet the educational degree(s) (e.g. MD, RSW, BScN, etc.) and
training and experience relevant to their job title, role and responsibility.

(c) The Service Provider will ensure that all the Service Provider’s Personnel maintain a level of training
appropriate for the provision of quality care.

FACILITY
(a) The Service Provider will deliver the Services at the location(s) identified above in Section 2 (Location
and Hours) (the “Facility”).

(b) Facility at 390 Columbia will be maintained by VCH and COMMUNITY IMPACT REAL ESTATE SOCIETY as
per the Lease Agreement dated November 22, 2017 including any amendments, modifications, renewals
or updates thereafter. The Service Provider will be made aware of any additional Facility maintenance
responsibilities in advance through written communication.

(c) The Service Provider will:

(i) ensure that the Facility is suitable for the provision of the Services, supports person-centered
care, operates efficiently and conveys a welcoming atmosphere to families, visitors and the
community;

(ii) ensure (and the Service Provider hereby represents) that it does and will at all times throughout
the Term own or, except for any subcontracting permitted hereunder, have the exclusive right

to use the Facility for the purpose of delivering the Services in accordance with this Agreement;

(iii) promptly notify VCH:
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10.

1.

12.

13.

A. if the Service Provider's right to use the Facility will change in such a manner that the
Service Provider is no longer able to carry out the Services at the Facility in
accordance with this Agreement;

B. if the Facility becomes unavailable or unfit for the delivery of the Services in
accordance with this Agreement; and

C. of any upgrading, rebuilding, conversion, decommissioning or other redevelopment
of the Facility which will (or potentially will) cause an interruption in the continuity of
the Services;

(iv) ensure that the Facility is maintained, repaired and otherwise kept in a good and decent
condition so that it is a suitable and safe location for the Services; and

(v) operate and use the Facility in accordance with all applicable laws (including without limitation
all applicable municipal bylaws and building codes) and prudent property management
practices.

(vi) In the event that the Services can no longer be delivered at the Facility, whether on a temporary

or permanent basis, and the Service Provider fails to obtain a suitable alternate facility
acceptable to VCH, within a time period agreeable to VCH, VCH may terminate this Agreement
upon written notice to the Service Provider, which termination may be effective immediately
or within some other time period, at VCH's discretion.

EQUIPMENT

(a) The Service Provider is responsible for providing all the equipment necessary for and incidental to the
provision of the Services, and will be responsible for insuring, maintaining, repairing and replacing the
same.

INCIDENTS AND INCIDENT REPORTING

(a) Refer to Sections 3.2 and 3.3 of the main body of this Agreement.

COMMUNICATION AND FEEDBACK

(a) Refer to Section 5.1 of the main body of this Agreement.

RESEARCH APPROVALS

(a) The Service Provider will not carry out any research (or consent to or otherwise permit the carrying out
of any research) in relation to the Clients, the Services or anything else in this Agreement without first
providing written notice to VCH and obtaining any approvals that VCH may require.

(b) The Service Provider will promptly provide notice in writing to the following individuals, of any proposed
research projects that relate to the Clients, the Services or anything else in this Agreement. The Service
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Provider will also provide any other information regarding the research project, which may be requested

by VCH.
VCH contact person: See below for VCH Contract Manager
VCH Research Institute contact person: Stephania Manusha

Title: Director, Clinical Trials Administration
Email: stephania.manusha@vch.ca

14. DELIVERABLES, OUTCOMES AND REPORTING

(a) The following table sets out the specific deliverables that the Service Provider will provide, in order to
satisfy the corresponding outputs:

OUTCOMES
Deliverable/Outcome Indicator Target Collection frequency

Not Applicable

(b) The Service Provider will submit reports in the format specified by VCH, if applicable.

(c) The Service Provider will submit all reports to the following VCH contact person:

Name Title Email Telephone

Elizabeth Holliday Operations Director, Overdose Emergency | elizabeth.holliday@vch.ca | 604-657-5483
Response and Harm Reduction

15. PROGRAMY/CLINICAL/OPERATIONAL CONTACT PERSONS

The following individuals will be the key contact persons for all day-to-day program/clinical/operations matters:

Service Provider

Name: Eris Nyx

Title: Co-Founder

Tel: 5.22 | Other number (cell/fax): N/A
Email: .22

Address: s.22

VCH Contract Manager

Name: Elizabeth Holliday

Title: Operations Director, Overdose Emergency Response and Harm Reduction
Tel: 604-657-5483 | 604-657-5483

Email: elizabeth.holliday@vch.ca

Address: Suite 721-601 West Broadway, Vancouver, BC V5Z 4C2

16. OTHER REQUIREMENTS

(a) The Service Provider will not make changes to Schedule A without the prior written agreement of VCH.
Refer to Section 32.12.

(b) The Service Provider agrees to participate with VCH and, where appropriate, other organizations in the
development and implementation of an outcome-based program evaluation plan.

DH014517_CHSA 2224 Page 21 of 43

Page 43 of 67 MHA-2023-32701



(c) The Service Provider acknowledges that changes to its business or operations model may impact the
delivery of the Services under this Agreement. Accordingly, the Service Provider agrees to notify VCH in
advance of any proposed changes to their business or operations model and will provide VCH with any
additional information that VCH may reasonably require in relation thereto.

(d) Services to be provided on a continuous basis throughout the Term. The Service Provider will notify VCH
in accordance with Section 20.3 of the main body of this Agreement, in the case of any interruption in
the provision of the Services.

17. TERM

The term of the Agreement is from October 18, 2022 to March 31, 2024 (the “Term”). Subject to the written consent of
VCH, if the Service Provider continues to perform Services following the end of the Term, then prior to entering into a
new agreement for the succeeding period, the terms and conditions of this Agreement will continue to apply, including,
without limitation, the payment terms set out in Schedule B (Payment and Financial Reporting), until the new agreement
is fully executed.
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Schedule B
PAYMENT AND FINANCIAL REPORTING

SERVICE PROVIDER: Drug User Liberation Front Society
CONTRACT ID: DHO014517

PROGRAM: Drug Checking and Overdose Prevention
TERM: October 18, 2022 — March 31, 2024

SUMMARY OF KEY TERMS:

1. Maximum Amount: $200,000 per annum is the maximum amount (the “Maximum Amount”) which VCH is
obliged to pay to the Service Provider as the Funds under this Agreement (inclusive of any applicable taxes).

2. Payments of the Funds will be made monthly by VCH to the Service Provider.
3. The Service Provider will submit the following to VCH:
(a) the Budget (if required by VCH), which will form an integral part of this Agreement; and
(b) the Financial Reports, which will be prepared on a semi-annual basis and submitted to the appropriate

Financial Planning and Business Support (FPBS) Manager (VCH) within 45 calendar days of the end of
each reporting period.

Financial Reporting Period Apr-Jun July-Sept Oct-Dec Jan-Mar

Semi-Annual Report — Due Dates | Nov 15" (for the period Apr-Sept) | May 15 (for the period Apr-Mar)

4. The Budget and Financial Reports should be submitted electronically to the appropriate Financial Planning and
Business Support (FPBS) Manager as identified in the table below:

FPBS Manager Email Address Phone #
Navdeep Kumar navdeep.kumar@vch.ca 604-244-5313
5. Consequences for Late Reporting: If the Service Provider fails to submit the Financial Reports in accordance with

the deadlines specified above, VCH may withhold, at minimum, the lesser of $500 or 1% of the value of the Funds,
per occurrence, as compensation for any costs, including internal costs, that it may have incurred in connection
with such non-compliance.

GENERAL TERMS AND CONDITIONS RELATING TO PAYMENT AND FINANCIAL REPORTING:

6. Subject to compliance by the Service Provider with the terms and conditions set out in this Agreement, VCH will
pay to the Service Provider the funds described in this Schedule (the “Funds”) as full payment and
reimbursement for providing the Services, and the Service Provider will accept the Funds as such full payment
and reimbursement.

7. If required by VCH, the Service Provider will prepare a budget setting out its proposed use of the Funds (the
“Budget”). The Budget will be prepared by the Service Provider in accordance with this Agreement and
submitted to VCH for approval in accordance with this Schedule. Any material changes to a previously-approved
Budget may only be made with the written approval of VCH.

8. The Funds paid by VCH to the Service Provider will be expended by the Service Provider in relation to the
provision of the Services only, and in accordance with the cost allocations specified in the Budget, if any. The
Service Provider must not deviate materially from the cost allocations in the Budget without prior written
approval from VCH.
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10.

1.

12.

13.

14.

15.

VCH is not obliged to pay to the Service Provider more than the Maximum Amount specified in this Schedule on
account of the Funds, and the Service Provider will be solely responsible for any additional costs or expenses
incurred in the delivery of the Services or otherwise in relation to this Agreement that exceed the Maximum
Amount.

The Service Provider acknowledges that the Funds paid by VCH to the Service Provider under this Agreement are
public monies allocated by the Province of British Columbia through the Ministry of Health or such other
government funding body to VCH for the purpose of delivering health services. Accordingly, the Service Provider
will use or apply the Funds in a manner that is consistent with what would be considered fiscally responsible,
publicly justifiable, prudent and appropriate for a publicly-funded organization, all as may be determined by VCH
acting reasonably.

VCH may, from time to time, issue and notify the Service Provider of spending and expense guidelines consistent
with Section 10 of this Schedule, and the Service Provider will comply with any such guidelines.

Any Funds paid by VCH and not expended by the Service Provider to provide the Services during the Term, may,
if approved by VCH in its discretion, and subject to such terms and conditions as VCH may require: (a) be applied
to offset previous operating deficits; (b) be applied to succeeding fiscal years; or (c) be returned by the Service
Provider to VCH. The Service Provider will comply with such option as may be selected by VCH.

Upon expiry or termination of this Agreement:

(a) VCH will, within 60 calendar days of such expiry or termination, pay to the Service Provider any unpaid
portion of the Funds which corresponds with the portion of the Services that was completed to VCH's
satisfaction before the effective date of such expiry or termination; and

(b) the Service Provider will, within 60 calendar days of such expiry or termination, repay to VCH the portion
of any paid Funds which corresponds with the portion of the Services that VCH has notified the Service
Provider in writing was not completed to VCH's satisfaction before the effective date of such expiry or
termination.

The payment by VCH of the amount described in paragraph (a) discharges VCH from all liability or obligation to
the Service Provider in connection with this Agreement or its termination.

The Service Provider will keep proper books of accounts, records, invoices and receipts of all payments and
expenditures relating to the provision of Services under this Agreement and will provide to VCH accurate and
correct financial reports in accordance with this Schedule and in such format as may be required by VCH (the
“Financial Reports”). Unless otherwise specified in this Agreement, the Service Provider will retain all such books
of accounts, records, invoices and receipts and Financial Reports for a period of not less than seven years after
this Agreement ends. This Section 14 will survive the expiry or termination of this Agreement.

The Service Provider will also submit financial statements in accordance with the following:

(a) If VCH pays to the Service Provider an amount that is $1,000,000 or more in total annual payments on
account of the Funds, the Service Provider will prepare and submit an annual audited financial statement
prepared in accordance with Canadian accounting standards for not for profit organizations or for
private enterprises, as applicable, within 120 calendar days following the end of the Service Provider's
fiscal year. The annual audited financial statement will include at a minimum, the Auditor's Report,
Statement of Financial Position, Statement of Operations, Statement of Changes in Net Assets
Statement of Cash Flows, and Notes to the Financial Statements.

(b) If VCH pays to the Service Provider an amount that is less than $1,000,000 in total annual payments on
account of the Funds, the Service Provider will provide an annual financial statement prepared in
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accordance with Canadian accounting standards for not for profit organizations or for private
enterprises, as applicable, as set out in Section 15(a), excluding the Auditor's Report.

16. VCH will give at least three (3) months written notice of any change in the format of Financial Reports or financial
statements.
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Schedule C
SUBCONTRACTORS

NOT USED
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Schedule D
INSURANCE

The Service Provider must, without limiting the Service Provider’s obligation or liabilities and at the Service
Provider's own expense, purchase and maintain throughout the Term the following insurances with insurers
licensed in Canada in forms and amounts acceptable to VCH:

(a) Commercial General Liability in an amount not less than $2,000,000.00 inclusive per occurrence against
bodily injury, personal injury and property damage and including liability assumed under this Agreement
and this insurance must:

(i) include VCH as an additional insured;
(ii) be endorsed to provide VCH with 30 days advance written notice of cancellation or material
change; and
(iii) include a cross liability clause.
(b) Tenant’s Legal Liability endorsement on the Commercial General Liability insurance policy in an amount

sufficient to replace that portion of the building leased or rented by the Service Provider or, if such
endorsement is unavailable, Tenant’s Legal Liability insurance in an amount sufficient to replace that
portion of the building leased or rented by the Service Provider, and this insurance must include VCHA
as an additional insured and be endorsed to provide VCHA with 30 days advance written notice of
cancellation or material change.

All insurance must be primary and not require the sharing of any loss by any insurer of VCH.

The Service Provider must provide VCH with evidence of all required insurance by delivering to VCH a completed
and signed copy of the INSURANCE CERTIFICATE attached as Exhibit 1 to this Schedule:

(a) within 10 working days of commencement of the Services; and

(b) if the insurance expires before the end of the Term of this Agreement, within 10 working days of
expiration, and

notwithstanding (a) or (b) above, if requested by VCH at any time, the Service Provider must provide to VCH
certified copies of the required insurance policies.

The Service Provider will provide, maintain, and pay for, any additional insurance which it is required by law to

carry, or which it considers necessary to cover risks not otherwise covered by insurance specified in this Schedule
in its discretion.
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Exhibit 1 (Schedule D)

Freedom of Information and Protection of Privacy Act

INSURANCE CERTIFICATE The personel inft%rmati;n requiested on this form s
CERTIFICATE OF INSURANCE purposes of contract review!f

PART1 To be completed by the Service Provider

THIS CERTIFICATE IS REQUESTED BY and ISSUED TO: Agreement Identification:

Service Provider: Drug User Liberation Front Society
Program: Drug Checking and Overdose Prevention
Contract ID: DH014517

Term: July 15, 2022 — March 31, 2024

VANCOUVER COASTAL HEALTH AUTHORITY (“VCH")

VCH CONTACT PERSON
NAME & TITLE
Contract Coordinator —Contract Management Office

EMAIL: Compliance@vch.ca

MAILING ADDRESS POSTAL CODE
11 Floor, 601 West Broadway, Vancouver, BC V5Z 4C2
SERVICE PROVIDER NAME

Drug User Liberation Front Society

SERVICE PROVIDER ADDRESS POSTAL CODE
5.22 5.22

PART2 To be completed by the Insurance Agent or Broker

NAME
INSURED ADDRESS POSTAL CODE
OPERATIONS PROVIDE DETAILS
INSURED
TYPE OF INSURANGCE EXPIRY DATE LIMIT OF

COMPANY NAME, POLICY NO. & BRIEF DESCRIPTION

List each separately YYYY/MM/DD LIABILITY/AMOUNT

CGL policy includes: 1) VCH as an additional insured; 2) is
Commercial General endorsed to provide VCH with 30 days advanced written notice of
Liability cancellation or material change; and 3) includes a cross liability
clause.

All insurance is primary and does not require the sharing of any loss by an insurer of VCH. This certificate certifies that policies of insurance
described herein are in full force and effective as of the date of this certificate and comply with the insurance requirements of the Agreement
identified above, except as follows:

AGENT OR BROKER COMMENTS:

AGENT OR BROKER ADDRESS PHONE NO ( )
SIGNED BY THE AGENT OR BROKER ON BEHALF OF THE ABOVE INSURER(S) DATE SIGNED
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Schedule E
PRIVACY AND DATA SCHEDULE

1. Purpose.

a) This Schedule is incorporated into and forms part of the agreement to which it is appended (“Agreement”)
which is between Vancouver Coastal Health, a public body under FIPPA, and, in the case of the Providence
Health Care Society, a faith based organization subject to the provisions of FIPPA (the “HO”) and Drug User
Liberation Front Society (the “Service Provider”).

b) The Agreement requires or may require that the Service Provider engage in the processing of Data on behalf
of the HO.

c) The purpose of this Schedule is to ensure the security of the Data, and that the Parties to the Agreement
comply with their obligations under FIPPA and other Applicable Law.

2. Interpretation.

a) Inthis Schedule, references to “processing” of information or data means any one or more, as applicable, of
the collection, use, disclosure, storage, access to, retention or disposal of information and includes any other
operation or set of operations performed on data or information such as recording, organization,
structuring, adaptation or alteration, retrieval, transmission, dissemination, copying, exporting, transferring,
combination or destruction.

b) Capitalized terms in this Schedule will have the following meanings:

a. “Accepted Security Standards” means the I1SO 27000 series (including ISO standard 27001 and 27002)
as those standards may be supplemented and replaced from time, and such additional security
standards as the HO may specify in writing prior to the Execution Date or that the Parties may agree in
writing at any time to add or substitute.

b. “Applicable Law” means all present and future Canadian laws, statutes, regulations, bylaws, rules,
codes, ordinances, judgments, decrees, writs, administrative interpretations, guidelines, policies,
injunctions, orders or the like of any Canadian federal or provincial court, the Commissioner or other
governmental authority, and includes FIPPA.

c. “Authentication Standards” has the meaning set out in paragraph (j) at section 9 of this Schedule.
d. “Breach Incident” means any processing of Data by the Service Provider, its Personnel or third parties
that is not authorized by or in compliance with the Agreement, this Schedule or FIPPA, and includes the

loss or theft of any Data or Records.

e. “Business Day” means a day other than a Saturday, a Sunday or any other day that is defined as a
“holiday” under the Interpretation Act, R.S.B.C. 1996, c. 238, as amended.

f.  “Chief Privacy Officer” means the individual designated by a Party with responsibility for compliance
with FIPPA and this Schedule.

g. “Chief Security Officer” means the individual designated by a Party with responsibility for compliance
with all matters related to data security under this Schedule.
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h. “Cloud Service Standards” means any one of the following: (i) ISO/IEC 27017 and 27018 (and its
appendix), demonstrated via certification with accreditation; (ii) NIST SP 800-53, demonstrated via
certification with accreditation; (iii) Level 2 of Cloud Security Alliance (GSA) Security Trust and Assurance
Registry (STAR) Certification; or (iv) any other widely adopted cloud security standard that is approved
by the HO in writing for use by the Service Provider in connection with the Services.

i. “Commissioner” means the Information and Privacy Commissioner for British Columbia.

j-  “Conflicting Foreign Order” means any order, subpoena, directive, ruling, judgment, injunction, award
or decree, decision, request or other requirement issued by a foreign court, agency of a foreign state or
other authority outside Canada or any foreign legislation the compliance with which would or could
potentially breach FIPPA.

k. “Confidentiality Agreement” means an agreement between the Service Provider and its Personnel
requiring that Personnel comply with the requirements of this Schedule, FIPPA and other Applicable
Law and to maintain the confidentiality and security of the Data on terms no less protective than the
terms set out in this Schedule.

I. “Confidential Information” means the information or records of the HO, if any, designated or defined
in the Agreement as comprising the HO’s “Confidential Information”.

m. “Contracted Use” has the meaning set out in section 5 of this Schedule, and, for greater clarification,
includes the Service Provider’s use of Data to provide troubleshooting and other support to the HO, and
its use of Data, other than Personal Information, to analyze and/or improve the Services and Systems.

n. “Contractor” has the meaning set out in paragraph (d) at section 8 of this Schedule.

0. “Data” means all Personal Information, Confidential Information and any Metadata comprising or
containing Personal Information or from which Personal Information may be discovered or inferred, and
includes any such Personal Information, Confidential Information and Metadata that is collected,
obtained, stored, generated or otherwise processed or accessed by the Service Provider through the
provision of the Services or the use of the Systems, and further includes all derivative works of any of
the foregoing which are created and stored as part of the totality of the Services or associated System(s).

p. “Data Management Plan” means any data management plan prepared by the Service Provider in
accordance with section 8 of this Schedule.

g. “Effective Date” means the date the Service Provider commences providing the Services.

r. “Excluded Information” or “Excluded Records” means information, documents or recorded information
that (i) relates solely to the Service Provider’s internal administration, finances, management, or labour
and employment matters, unless containing or comprised of Data or information from which Data could
reasonably be discovered or inferred; or (i) the HO confirms in writing are excluded from the application
of this Schedule.

s. “Execution Date” means the date that all of the Parties have executed the Agreement.

t. “Facilities” means the physical locations the Service Provider uses or permits its Personnel to use to
provide the Services, house its Systems or store, process or access any Records containing Data, but
excludes the HO's facilities and sites.

u. “FIPPA” means the Freedom of Information and Protection of Privacy Act (British Columbia), and
regulations enacted thereto, as amended from time to time.
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v. “Least Privilege” means the principle requiring that each person with access rights to an information
system be granted the most restrictive set of privileges (or lowest clearance) needed for the
performance of authorized tasks so as to limit the damage that can result from accident, error or
unauthorized use.

w. “Material Breach” means (i) the occurrence of a Breach Incident caused, directly or indirectly, by the
acts or omissions of the Service Provider or its Personnel where, the HO, acting reasonably, determines,
in its sole discretion, that the Breach Incident gives rise to Significant Harm or could reasonably be
expected to result in Significant Harm to the HO or affected individuals; or (ii) the failure of the Service
Provider to cure or to take reasonable steps to cure any non-compliance with this Schedule to the
satisfaction of the HO within twenty (20) Business Days of the delivery of notice of non-compliance by
the HO to the Service Provider; or (iii) if a Data Management Plan is required under this Schedule, the
failure to develop, implement or obtain HO approval for the Data Management Plan, or amendments
thereto, in accordance with the requirements of this Schedule.

X. “Metadata” means information that is generated by an electronic system and describes an individual’s
interactions with the electronic system.

y. “Need-to-Know” means the principle that access to Data be restricted to authorized users of an
information system who require such access in order to carry out their mandated role or authorized
duties.

z. “Parties” means the parties to the Agreement.

aa. “Personal Information” means “personal information”, as defined in FIPPA, that is collected, compiled
or created by the Service Provider or otherwise obtained or held by or accessible to or processed by the
Service Provider as a result of the Agreement or any previous agreement between HO and the Service
Provider dealing with the same or similar subject matter as the Agreement, but excluding the Excluded
Information. For greater clarification, at the time of drafting, “personal information” is defined in FIPPA
as recorded information about an identifiable individual excluding “contact information”; and “contact
information” is defined as information to enable an individual at a place of business to be contacted
including the name, position name or title, business telephone number, business address, business
email or business fax number of the individual;

bb. “Personnel” means all persons or entities authorized or permitted by the Service Provider to deliver the
Services or access or process the Data and Records, and includes the Service Provider’s present and
future directors, officers, employees, contractors (including Contractors), subcontractors , associates
and affiliates (and for greater clarification “associate”, “affiliate” and “employee” shall have the
meanings set out in FIPPA);

cc. “PIA” means a Privacy Impact Assessment;

dd. “Record” means a “record” as defined in FIPPA containing Data that is accessed, collected, maintained
or produced by the Service Provider in the course of delivering Services or otherwise performing its
obligations under the Agreement, but does not include: (a) a computer program or any other mechanism
that produces records or (b) Excluded Records. For greater clarification, at the time of drafting “record”
is defined in FIPPA as including books, documents, maps, drawings, photographs, letters, vouchers,
papers and any other thing on which personal information is recorded or stored by graphic, electronic,
mechanical or other means.
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ee. “Removable Media and/or Devices” means any portable device used to manage, operate or process
Data and that is capable of storing information, and includes any hand held device or other electronic
data storage devices (e.g. laptop, smart phone, CD-Rom, DVD, and USB).

ff. “Schedule” means this Privacy and Data Security Schedule as amended from time to time.

gg. “Secured Data Sets” means a database containing or comprised of Data or any collection of Data
maintained in electronic form by the Service Provider on behalf of the HO, as more fully described in
paragraph (f) at section 9 of this Schedule.

hh. “Security Requirements” means the requirements set out in section 9 of this Schedule.

ii. “Services” means the provision or supply of any services to the HO by the Service Provider under the
Agreement.

ij- “Significant Harm” means actual loss or harm that, in the opinion of the HO, acting reasonably, has a
significant negative impact on the HO or on affected individuals as a result of a Breach Incident, and
includes bodily harm, humiliation, damage to reputation or relationships, loss of employment, business
or professional opportunities, financial loss, identity theft, ransomware attack, negative effects on the
credit record and damage to or loss of property, damage to HO Systems or other loss or harm giving rise
to financial loss or expense.

kk. “STRA” means a Security Threat Risk Assessment.
IIl. “System” means any systems, subsystems, equipment, infrastructure, networks, management
networks, servers, hardware and software the Service Provider uses in providing the Services or

processing of Data, but excluding any the HO owns or makes available to the Service Provider in relation
to the Agreement or the Services.

3. Service Provider Commitment and Scope

a) The terms of this Schedule apply to the Service Provider, the System and the Services.

b) The Service Provider is subject to and will comply with the requirements of FIPPA, this Schedule,
Applicable Law and any written direction issued by the HO under this Schedule, including by developing,
maintaining and upholding policies and procedures specific to the security of the Data and consistent
with the Agreement, FIPPA and this Schedule. If requested, the Service Provider will provide evidence
to the HO to demonstrate to the HO’s reasonable satisfaction that the Service Provider and any
Personnel processing Data or performing the Services on the Service Provider’s behalf are compliant
with the terms of this Schedule, and have implemented measures sufficient to ensure such compliance
and to constitute effective controls over the processing of the Data and Records.

c) The Service Provider represents that it has the capacity and legal and contractual authority to monitor,
and will monitor and enforce, its compliance with this Schedule, including where its obligations are
performed by Personnel on behalf of Service Provider. The Service Provider will, at its own expense,
take all commercially reasonable steps to enforce such legal and contractual commitments of its
Personnel, as and when such enforcement may be required, in order to enable the Service Provider to
maintain compliance with its obligations under this Schedule.

4. Custody and Control

a) Asbetween the HO and the Service Provider, all right, title and interest and control in and to all Records and
Data will remain with the HO. Except as expressly set out in the Agreement, no proprietary right, right of
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access or other interest respecting the Data and Records, other than as expressly set out herein, is granted
to the Service Provider under this Schedule, by implication or otherwise;

b) Where the Service Provider provides services under contract with one or more other public bodies in which
such other public bodies also assert control over the same or overlapping Data or Records, the Parties will
work together in good faith to resolve any competing claims to the Records and Data. In such a case, the
Service Provider will not be considered to be in breach of this Schedule by reason only of its inability to
provide unfettered control over the Records and Data to the HO.

5. Grant of Access

The Service Provider is granted temporary access to the Data and Records on the terms and conditions of this
Schedule and the Agreement for the sole and express purpose of providing Services to the HO and for no other
use or purpose (“Contracted Use”). The Service Provider will ensure that neither it nor its Personnel engages in
the processing of any Data except in compliance with this Schedule and FIPPA and only for the Contracted Use.

6. No Secondary Use

Notwithstanding (a) any provision of the Agreement, (b) any obligations that the Service Provider may owe to
any third party, including its Personnel, whether pursuant to any agreement that exists or may come into
existence between the Service Provider and a third party or otherwise; but (c) without limitation to any
obligations of the Service Provider under the Agreement regarding Data that is Personal Information, the Service
Provider shall not, and shall be responsible to ensure and monitor on an ongoing basis that any Personnel that
have or may have access to the Data do not engage in any processing of Data, including Metadata comprising or
containing Personal Information or from which Personal Information may be discovered or inferred, for any
purposes other than to perform the HO Contracted Use (each a “Secondary Use”). The Service Provider shall
implement and maintain appropriate safeguards (including contractual, operational and technological controls)
sufficient to ensure that the Data is not subject to any Secondary Use by it or its Personnel. Any Secondary Use
of the Data (including anonymizing the Data or extracting anonymous elements of the Data for any Secondary
Use) by the Service Provider shall require notice to the HO’s Chief Privacy Officer and written HO approval of the
HO.

7. Responsibility for Personnel

a) The Service Provider specifically assumes all responsibility for its Personnel and for any acts or omissions of
its Personnel in connection with any and all processing of the Data. No delegation or subcontracting by the
Service Provider of any right, duty or obligation under the Agreement or the Schedule will alter or diminish
the Service Provider’s obligations under this Schedule.

b) The Service Provider will defend, indemnify and hold harmless the HO, the members of its board, and its
officers, employees and representatives of, from and against any and all loss, cost, liability, damage, fee,
penalty or other expense, including legal fees (on a solicitor and own client basis) suffered or incurred by
the HO, or its board members, officers, employees or representatives, or any of them, arising from any
breach by the Service Provider of any of its covenants or obligations under this Schedule or any acts or
omissions, including negligent acts or omissions, of it or its Personnel in breach of the provisions of this
Schedule, FIPPA or other Applicable Law. Paragraph (b) in this section 7 is in addition to any rights of
indemnity granted under the Agreement.

8. Due Diligence Measures

a) Inthe event that the HO determines that it requires further information or explanation of how the Service
Provider meets the privacy and data security requirements set out in this Schedule, the HO may request and
the Service Provider will prepare and supply to it for its approval a written Data Management Plan, setting
out detailed particulars of the Service Provider’s policies, procedures and data security measures
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demonstrating how they meet or exceed the Security Requirements, the Cloud Service Standards, the
Accepted Security Standards and the other requirements of section 9 of this Schedule. The HO may also
require the Service Provider to prepare or update a Data Management Plan for HO approval following a
Breach Incident. The HO reserves the right to specify the form or format for the Data Management Plan.

b) If a Data Management Plan is required by the HO, the Service Provider will throughout the term of the
Agreement implement and uphold the approved Data Management Plan. Any material changes to the Data
Management Plan, unless such changes enhance the protection afforded to the Data, Records and Systems
(“Enhancements”), will be submitted to the HO for its approval. With the exception of Enhancements, no
changes in the Data Management Plan will be implemented unless or until such changes are approved by
the HO. In the event of any conflict or inconsistency between a Data Management Plan and this Schedule,
the requirements of this Schedule shall govern to the extent of such conflict or inconsistency, unless the
Data Management Plan set sets out a higher or better standard of privacy or data security than those
required by this Schedule, in which case the higher or better standard shall govern.

¢) The Service Provider shall support and cooperate with the HO’s efforts to review the Service Provider’s
compliance with this Schedule, including by cooperating with the HO in completing a PIA and STRA and, if
required under paragraph (a) of section 8 of this Schedule, through HO approval of a Data Management
Plan (the “Due Diligence”). The Parties will work together to ensure that such Due Diligence is completed
by the Effective Date or within such longer period as the HO may otherwise specify in a written notice to the
Service Provider (“Completion Date”). If, on or before the Completion Date, the Due Diligence is not
completed to the satisfaction of the HO or it fails to demonstrate the Service Provider’s compliance with
this Schedule to the satisfaction of the HO, then the HO may within thirty (30) Business Days elect to
terminate the Agreement on written notice to the Service Provider which termination shall have effect on
the date specified in such notice.

d) [frequested by the HO, on or before the Effective Date, the Service Provider will provide the HO with a listing
of all contractors and subcontractors (each a “Contractor”) that the Service Provider permits to access or
process the Data, including full particulars of each Contractor’s involvement in processing Data and the
terms of applicable Confidentiality Agreements or other contractual commitments in place to ensure that
each such Contractor maintains the privacy and security of the Data and otherwise acts in compliance with
the terms of this Schedule.

9. Security Requirements

The Service Provider must protect all Data, Records and Systems by ensuring reasonable security arrangements
are in place, including by implementing and maintaining the following measures:

a) Organizational Security. The Service Provider shall implement, maintain and enforce organizational security
measures including: (i) policies and practices that are consistent with the Least Privilege and Need-to-Know
principles, with robust identity and access audit and review processes to ensure effectiveness of access
policies and technical controls; (ii) clearly defined roles and responsibilities for Personnel; (iii) performance
of appropriate security clearances or background checks on Personnel authorized to access and process Data
; (iv) appointing and maintaining a Chief Privacy Officer and Chief Security Officer trained in personal
information privacy laws in Canada; and (v) having in place appropriate privacy and security policies and
privacy breach and security incident response processes consistent with the requirements of FIPPA and this
Schedule.

b) Access by Personnel. The Service Provider will implement, maintain and enforce access controls ensuring
that Personnel are granted access to the Data and Records only where such access is necessary for the
performance of the Service Provider’s obligations under the Agreement and in compliance with this
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Schedule, including by (i) obtaining and enforcing signed Gonfidentiality Agreements from all Personnel with
access to or physical possession of Data or Records, including on the renewal or amendment of the
Agreement or this Schedule; (ii) ensuring Personnel do not store Personal Information outside of Canada,
except where permitted under this Schedule or otherwise approved by the HO in writing; and (iii) revoking
rights of access to and use of Data by Personnel where there is reason to believe that they have engaged in
any act or omission in violation of this Schedule, the Agreement or a Confidentiality Agreement.

c) Physical Security The Service Provider will implement, maintain and enforce reasonable physical security
measures to protect against the risk of Breach Incidents including: (i) ensuring Data and Records are
maintained by the Service Provider only at its Facilities in Canada, unless authorized by the Agreement or
otherwise by the HO in writing; (ii) ensuring all Facilities have reasonable physical security measures in place
to protect against Breach Incidents; (iii) ensuring that access to the Facilities is restricted to authorized
individuals and that access is appropriately logged or tracked (e.g. access cards, user codes) and reviewed at
least monthly; (iv) prohibiting Personnel from any unauthorized copying, modification or removal of Data
from the Facilities, except as required to provide the Services and in compliance with this Schedule; and (v)
maintaining up-to-date inventories of Data and Records created and maintained by the Service Provider.

d) Training Plans. The Service Provider will create, implement and maintain training plans for Personnel,
including with respect to the privacy and security requirements of this Schedule, work station access, the
Least Privilege and Need-to-Know principles, the Service Provider’s policies and procedures applicable to
privacy breach and Breach Incident reporting, and any other recommendations contained in any PIA or STRA
conducted under this Schedule.

e) Data Security. To the extent that the Service Provider processes Data maintained in electronic form, the
Service Provider will ensure that it has policies, procedures and other measures in place for the security of
the Data and its Systems:, including by: (i) incorporating and maintaining data security measures that are
compliant with the Accepted Security Standards and the Cloud Service Standards; (ii) incorporating industry
standard security enhancing technologies and cryptographic controls into its System security; (iii) having in
place all network controls to maintain security of the Data and Systems consistent with commercially
reasonable industry practice and guidance; (iv) requiring that access to all physical equipment and data
storage Facilities utilized by the Service Provider in connection with its Systems is securely maintained and
access is limited to authorized individuals; (v) ensuring Systems are kept current with respect to virus and
malware protection and similar threats, including timely installation of security patches and software
updates, (vi) incorporating encryption in transit and at rest to protect against unauthorized access; (vii) using
secure coding practices when developing applications and application programming interfaces, and (viii)
implementing the recommendations identified in any applicable STRA.

f) Secured Data Sets. To the extent that the Service Provider maintains Secured Data Sets on behalf of the
HO, the Service Provider will ensure its Systems, policies and procedures: (i) require that Secured Data Sets
are not stored on Removable Media or Devices unless expressly set out in an HO approved Data
Management Plan or otherwise authorized by the HO in writing; (ii) require creation and maintenance of an
inventory of all Secure Data Sets maintained by the Service Provider; (iii) provide for the protection of
Secured Data Sets in accordance with the Authentication Standards; (d) implement and maintain network
segmentation configurations that restrict and control network traffic to only that which is required between
the Service Provider owned and operated networks or Systems and other networks or Systems; and (e)
prohibit remote access to Secured Data Sets except as set out in an HO approved Data Management Plan or
otherwise expressly authorized in writing by the HO.

g) Removable Media and Devices. The Service Provider will implement measures to prevent the transfer or
copying of Data onto Removable Media and Devices, except as necessary to perform the Services and as set
out in an HO approved Data Management Plan or otherwise authorized in writing by the HO. To the extent
that storage of Data on Removable Media or Devices is permitted by the HO, the Service Provider will ensure
that encryption and password protection is utilized to secure any Data in alignment with industry standards.
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The Service Provider will ensure that all Data on such devices is securely destroyed when no longer needed
to perform the Services.

h) Computers and Equipment. The Service Provider will develop, implement and enforce policies and
procedures regarding any devices or equipment, other than Removable Media and Devices, used by it in the
processing of Data, including all desktop computers and other electronic devices. Such measures will: (i)
comply with the Accepted Security Standards; (ii) impose a requirement that remote access to the Data by
Personnel or third parties be necessary for the delivery of the Services and, if applicable, the procedures for
such access be described in an HO approved Data Management Plan; (iii) require that such devices and other
equipment not be removed from its Facilities unless necessary to perform the Services; (iv) require that
internal storage devices containing Data are securely locked down or disabled prior to removal from its
Facilities; and (v) provide for the secure destruction of Data from desktop computers or internal storage
devices and other equipment when no longer needed, prior to disposal or where destruction is required by
the Agreement.

i) Services Provided On Premise. Where Personnel are working within the HO's facilities, or using HO Systems,
technology or equipment (collectively, “HO Systems”), the Service Provider and all its Personnel will comply
with: (i) the HO’s privacy, security and confidentiality policies related to the HO Systems; (i) any terms of
use, agreements, policies and guidelines identified by the HO as applicable to the usage of HO Systems; (iii)
any directions that may be issued from time to time by the HO’s system administrators or privacy/security
officers regarding access to and use of HO Systems and information contained therein; and (iv) other
applicable policies of the HO.

j) Authentication Standards. If the Service Provider is authorized under this Agreement to provide its
Personnel with electronic access to Records and Data, then prior to commencing the delivery of the Services,
the Service Provider will develop and maintain, and, if applicable, describe in its Data Management Plan,
policies and procedures related to user authentication (“Authentication Standards”). Such policies and
procedures will: (i) require unique individual user identification; (ii) include appropriate controls for the
issuance of changes to and cancellation of user identifications and authentication mechanisms; (iii) require
multi-factor authentication for remote access to Personal Information, unless otherwise authorized by the
HO in writing; (iv) incorporate power on and screen save passwords and session time outs; (v) require that
authentication codes and passwords are confidential, complex and are changed regularly (at least semi-
annually); (vii) comply with the BC Government Electronic Credential and Authentication Standard, the
Accepted Security Standards and any other directions of the HO concerning access controls or authentication
standards.

k) Electronic Communications and Transmissions. The Service Provider will develop, implement and maintain
policies and procedures related to the secure transmission of email and other electronic transmissions
containing Data, including by ensuring that all such transmissions are compliant with FIPPA, the Accepted
Security Standards, Applicable Law and incorporate any recommendations set out in any related STRA.

I) Wireless Networks. Any wireless networks maintained by the Service Provider which will connect or access
any network owned or operated by the HO will be appropriately protected and secured in compliance with
the Accepted Security Standards, including using WPA2/AES encryption and 802.1X based authentication.

m) System Logs. The Service Provider will design and implement for the purposes of audit and investigation,
including audit and investigation by the HO, a system to record and maintain user access records/logs to
alert, monitor, correlate and track all access and use of the Data and Records and to record any events,
notifications or alerts in relation to data security, including but not limited to system telemetry and Metadata
required to detect cyber intrusion events. The Service Provider will for a period of at least three (3) years
maintain and retain an audit trail of access to Records and Data in sufficient detail, which at a minimum,
must include the date and time of Data access, identity of the user, and the type and scope of information
accessed. The Service Provider will ensure online, real time access to such logs is available for at least ninety
(90) Business Days from the date generated, after which time the logs may be stored offline, provided they
are capable of timely retrieval and delivery to HO upon HO request. If requested, the Service Provider will
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provide the HO with online or real time access to logs and will have the technical capability to forward the
logs to the HO in electronic form. All logs must use Coordinated Universal Time (UTC) event timestamps,
and the Service Provider will make reasonable efforts to provide them to the HO in the form requested by
the HO.

n) Segregation of Data/Firewalls The Service Provider will take commercially reasonable steps to ensure that
all Data and Records are securely segregated from any information owned by the Service Provider or third
parties to prevent unintended mingling or unauthorized processing of Data or access by unauthorized parties
and to enable Data and Records under the control of the HO under this Agreement to be identified and
separated from those of the Service Provider or third parties. The Service Provider must implement and
maintain, at standards that meet or exceed commercially reasonable industry practices and guidance: (i)
firewall technology, web application firewalls, distributed denial of service, and intrusion prevention systems
to control traffic flow to and from the Service Provider’s Systems; and (ii) measures sufficient to ensure the
security of the Service Provider’s Systems and the Data in the event of any remote access to the Service
Provider’s Systems by Personnel.

o) Disaster and Emergency Plans. The Service Provider will ensure it has developed a business continuity and
disaster recovery plan, and that it is protected against loss, damage or other occurrence including fire,
environmental hazards and power interruptions that may affect its Systems or Facilities. Appropriate
policies, procedure and technology will be in place to provide assurance that Data is protected against
threats to availability. The Service Provider must ensure all Data used in the provision of Services and
Secured Datasets are routinely backed up to an encrypted medium, protected from known threats and
tested regularly. Effective cyber security incident management and response plans will be documented and
tested regularly, and no less than annually;

p) Testing. The Service Provider must regularly, and no less than annually, conduct penetration tests of System
elements comprising cloud and web based infrastructure, and all System elements used in the provision of
Services, including but not limited to the Service Provider’s enterprise network and internet presence, such
testing will meet or exceed commercially reasonable industry practice and guidance. Once identified, a
summary report must be prepared and provided to the HO indicating the number and severity of findings.
Any identified vulnerabilities must be promptly resolved by the Service Provider. If requested by the HO,
the Service Provider will disclose to the HO any and all external internet protocol address ranges and domain
names in use by the Service Provider and used in connection with the delivery of the Services, and will permit
or provide the HO authorization to conduct its own scans for vulnerabilities and weaknesses upon a schedule
and method agreed to by both Parties.

g) Hardening. Prior to being placed into production, the Service Provider must ensure that Systems and their
components are hardened against attack and misuse, using methods and procedures that meet or exceed
commercially reasonable industry practice and guidance for the hardening of the specific deployed platform.

r) Vulnerability Scanning. During the term of the Agreement, the Service Provider must conduct vulnerability
scanning on all Systems and their components on at least a monthly basis and promptly resolve any
deficiencies or vulnerabilities detected by such scans. In addition, before putting the Systems or their
components into production whether at the commencement of the Services or after implementing any
major changes to the Systems, the Service Provider must conduct vulnerability scanning and resolve any
identified deficiencies or vulnerabilities.

s) Patches. All System components must receive patches and security updates according to a regular schedule,
at a frequency not less than monthly and at least equal to commercially reasonable industry practices and
guidance. For zero-day, critical and high vulnerabilities, remedies or patches will be applied on an
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10.

11,

accelerated or emergency basis. The Service Provider must conduct all reasonable due diligence to keep
current regarding new vulnerabilities and patches.

t) Network Time Protocol. Systems used by the Service Provider in the provision of Services must synchronise
time with a stratum-2 (or higher time) reliable source.

u) Investigations Support and Security Investigations. The Service Provider must: (a) retain investigation
reports related to any Breach Incident or System security investigations for the period of 2 years after the
investigation is completed or provide them to the HO for retention; (b) provide reasonable and collaborative
investigative support to the HO in relation to compliance with this Schedule; (¢) maintain chain of custody
for evidence related to Breach Incidents or System security incidents; (d) support e-discovery; and (e)
maintain legal holds to meet needs of investigations and judicial requests.

v) Encryption. The Service Provider must (i) implement and maintain encryption of HO Data and Secured
Datasets while at rest and in transit; (i) offer the HO the technical capability of cryptographic key
management to allow the HO to manage encryption keys in relation to HO information at rest and in transit;
(iii) not hold or have access to encryption keys if such encryption keys are managed by the HO; (iv) not
provide encryption keys used to secure HO information to a third party or the ability to break such
encryption;

w) Malware detection and prevention. The Service Provider will implement reasonable controls to detect and
prevent the infiltration of malware into its Systems, such controls shall meet or exceed commercially
reasonable industry practice and guidance and shall be capable of detecting external and insider threat
behaviours and preventing nefarious techniques and tools.

Privacy Impact Assessment (PIA) & Security, Threat, Risk Assessment (STRA)

a) From time to time, the HO may, at its own expense, conduct privacy or data security assessments, including
PIA’s and STRA's, to ensure that any programs or initiatives of the HO in which the Service Provider
participates are fully compliant with FIPPA and that all applicable Data protection measures comply with
generally accepted Canadian and international data security and privacy standards and guidance, including
the Accepted Security Standards and Cloud Service Standards. The Service Provider will, if requested,
provide its full cooperation with any such process including by providing requested information and records,
permitting access to its Facilities and making Personnel available to provide requested information and
feedback;

b) The HO may require the Service Provider to conduct a STRA. If required by the HO, the Service Provider will,
at its own expense, conduct a STRA based on Accepted Security Standards which will cover each of its
Facilities. The HO may require that a STRA be performed (i) prior to the Effective Date; (ii) prior to the
implementation of any new or material change in the Services affecting the processing of Data ; or (iii)
following a Breach Incident. The HO will be provided with a copy of all such STRA’s and the STRA will be
completed to the satisfaction of the HO. The Service Provider will provide its reasonable cooperation in
responding to any inquiries from the HO concerning the STRA or its outcome, and will promptly rectify any
deficiencies identified in the STRA and confirm to the HO when it has done so.

Collection, Access and Correction

a) Collection. The Service Provider will only process Data and Records as necessary for the performance of the
Service Provider’s obligations under the Agreement or as otherwise authorized by the HO in writing. If the
Service Provider is required by the Agreement to collect Personal Information on behalf of the HO, the
Service Provider will do so only in the manner prescribed by FIPPA. Specifically, the Service Provider will: (i)
collect Personal Information directly from the individual to whom the information pertains; (ii) tell such
individual the purpose and the legal authority for collecting it; and (iii) provide the individual with the title,
business address and business telephone number of the person designated by the HO to answer questions
about the Service Provider’s collection of Personal Information. The Service Provider may only collect
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Personal Information indirectly (i.e. other than directly from the individual that the information is about) as
authorized in writing by the HO and as permitted by FIPPA;

b) Requests for Access or Correction. If the Service Provider receives a request under FIPPA for access to Data
or Records or correction of Personal Information from a person other than the HO, the Service Provider will
promptly advise the person to make the request to the HO, unless the Agreement expressly requires the
Service Provider to provide such access or process such correction or the HO provides a written direction to
the Service Provider to do so. The Service Provider will provide such person with the name and contact
information for the HO’s Chief Privacy Officer. Where the HO communicates to the Service Provider that it
has received a request for access to Data, the Service Provider will, at its own expense, promptly locate and
provide to the HO any and all responsive records in its possession and otherwise provide its reasonable
cooperation and assistance to the HO in responding to the request;

c) Accuracy and Correction of Personal Information. If under the Agreement the Service Provider engages in
the collection, maintenance or updating of Personal Information or Records containing Personal
Information, the Service Provider will make every reasonable effort to ensure the accuracy and
completeness of such Personal Information generally and as required by FIPPA. If the HO directs the Service
Provider to do so, the Service Provider will, in the manner specified by the HO, correct or annotate any
Records that are created, maintained or held by the Service Provider under the Agreement. If so directed,
the Service Provider will also be responsible for providing notice of the corrected or annotated information
to any person(s) specified by the HO or who are entitled to receive such notice under FIPPA.

12. Foreign Disclosure and Storage

a) The Service Provider will not permit the Records or any Personal Information to be transported or
transmitted or disclosed to, or stored in, any jurisdiction other than Canada, unless such transport,
transmission, disclosure or storage complies with this Schedule and the requirements of FIPPA and
Applicable Law, and, in the case of: disclosure of Records or Personal Information to be stored outside of
Canada, without prior written approval of the HO.

b) Without limiting the generality of the foregoing the Service Provider will support the HO with completion of
any PIA as may be required by FIPPA or Applicable Law in connection with the proposed disclosure of
Personal Information to be stored outside of Canada.

13. Notice of Demands for Disclosure

a) If the Service Provider or any member of the Personnel receives from a third party a request, demand, order,
subpoena or other legal process for disclosure or production of the Data or Records, including a Conflicting
Foreign Order, the Service Provider will immediately notify the HO’s Chief Privacy Officer, of the request,
demand order, subpoena or other legal process, and, will not comply with it unless or until authorized by
the HO. Notwithstanding the foregoing, the Service Provider does not breach this Agreement by complying
with a requirement under Applicable Law, including an order or subpoena issued by a Canadian court or
Canadian governmental authority, provided that the Service Provider has first complied with its notice
obligations under this paragraph.

b) The Service Provider is responsible to ensure that it obtains such contractual rights or makes other such
arrangements with its Personnel or such other third parties to whom it may grant access to Personal
Information as may be necessary to enable it to comply with the provisions of this section 13.

14, Privacy Representative and Chief Security Officer

The Service Provider represents that it has appointed a Privacy Representative and Chief Security Officer, and
that such person(s) have sufficient qualifications and authority to make decisions and execute documents and
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liaise with the HO on behalf of the Service Provider as may be required from time to time for the administration
of and to ensure compliance with this Schedule. The Service Provider will notify the HO of the name of its Privacy
Representative and Chief Security Officer and will notify the HO of any change of its Privacy Representative.

15. Notice of Compliance, Breach and Corrective Action

a) Within three months of the end of each calendar year during the term of the Agreement, the Service Provider
will deliver to the HO’s Chief Privacy Officer and Chief Security Officer, an annual compliance certificate
signed by its Privacy Representative and its Chief Security Officer confirming that the Service Provider and
all Personnel are in compliance with this Schedule and FIPPA. If the Service Provider is unable to provide a
Compliance Certificate, then the Service Provider will substitute for the compliance certificate a notice
setting out full particulars of all areas of non-compliance and its plan for rectification of such deficiencies.

b) The Service Provider will, promptly and without unreasonable delay, provide HO’s Chief Privacy Officer and
Chief Security Officer with written notice of any actual or anticipated Breach Incident, including full
particulars of each such breach.

c) Inthe event of a Breach Incident, the HO will have the right to require the Service Provider to immediately
suspend or revoke, on a temporary or permanent basis, the right of access to any
Records, Data or any network or System used to process Data by any one or more members of the Personnel;

d) If aBreach Incident is attributable, directly or indirectly, to the acts or omissions of the Service Provider or
its Personnel, the Service Provider will, at its own cost, co-operate fully with the HO in preventing the
occurrence or recurrence of the Breach Incident, including, if requested to do so:

i. by investigating the Breach Incident and preparing a written report identifying the causes of
the incident and identifying the remedial actions it intends to implement in order to prevent
further occurrences;

ii. working collaboratively with the HO regarding the incident investigation and response;

iii. promptly completing to the satisfaction of the HO all remediation required to address the
current Breach Incident (and prevent similar Breach Incidents in the future) within such
timelines as the HO may reasonably require; and

iv. taking all reasonable steps to mitigate any harms flowing from the Breach Incident, including
by making best efforts to recover or obtain any Records or Data that have been acquired by
unauthorized third parties contrary to FIPPA or this Schedule.

e) Allrights and remedies set out in this Schedule in the event of a Breach Incident are in addition to any rights
or remedies available to the HO under the Agreement or otherwise at law, and the HO reserves the right to
apply to court for injunctive relief or seek any other remedy available to it in the event of a Breach Incident.

16. Compliance Verification and Attestation

a) The Service Provider acknowledges and agrees that certification with accreditation is the required
method for the Service Provider to demonstrate its compliance with the Accepted Security Standards
and Cloud Service Standards. The Service Provider must ensure that it maintains at all times current
certification with accreditation for the compliance with the Accepted Security Standards and Cloud
Service Standards.

b) At the request of the HO, or at a minimum, annually, the Service Provider will provide the HO with
evidence satisfactory to the HO, that the Service Provider is maintaining current certification with
attestation for compliance with the Accepted Security Standards and Cloud Service Standards.
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c) If the Service Provider has not yet implemented certification with accreditation against the Accepted
Security Standards or Cloud Service Standards, then it may pending accreditation and with the written
approval of the HO, utilize the following alternate verification and attestation of compliance methods for
the first ninety (90) Business Days following the Effective Date, or such longer period as the HO may
authorize in writing:

i. aSOC 2 Type Il audit, conducted by an independent, accredited or otherwise reputable
third-party auditor on the following terms;

ii. the SOC 2 Type Il audit must be appropriately scoped and conducted against the relevant
principles and requirements, while choosing an appropriate framework for assessing the
CSP’s internal controls;

iii. the preferred control frameworks to be used when performing the SOC2 Type Il audit
are NIST SP 800-53, ISO/IEC 27002:2013, I1SO/IEC 27017 or CSA CCM, as appropriate for
the environment;

Or
iv. for cloud implementations, by performing an annual Level 2 of CSA STAR Attestation as

evidenced by a CSA audit report or letter from a CSA auditor, as may be defined on the
CSA’s website at https://cloudsecurityalliance.org

d) If the Service Provider is performing verification and attestation under paragraph (c) of this section 16,
then, at the request of the HO, the Service Provider will provide the HO with evidence satisfactory to the
HO that the Service Provider is maintaining verification and attestation in compliance with said paragraph
(c). If an implementation period of longer than ninety (90) Business Days has been approved by the HO,
then such evidence shall be provided on at least an annual basis.

17. Audit, Inspection, Investigation & Cooperation

a) The Service Provider will permit the HO and/or its representatives and agents to conduct periodic audits
related to performance by the Service Provider and the Personnel of the Service Provider’s obligations under
this Schedule. The HO may, at any reasonable time and on reasonable notice to the Service Provider, enter
on the Service Provider’s premises to inspect any Records in the possession of the Service Provider or any of
the Service Provider’s information management policies or practices relevant to its management of the Data
or Records or its compliance with this Schedule, and the Service Provider must permit, and provide
reasonable assistance to, any such inspection or audit. The permitted scope of any such audit includes the
right to review the Service Provider’s records of monitoring and enforcement of Personnel compliance with
this Schedule.

b) If the HO determines, in its sole discretion, that the Service Provider’s (or Personnel’s) compliance with any
term of this Schedule cannot be validated by information furnished by the Service Provider, the HO may
initiate an audit, which may be carried out by a third party industry recognized service provider on the HO’s
behalf.

c¢) Upon request by the HO, the Service Provider will, at its own cost, promptly provide copies of any Records
in its possession or control to the HO or its designate;

d) The Service Provider will, at its own cost, fully cooperate (including by providing access to Records and
related documentation and information) with the HO in the event of any investigation, inquiry, complaint,
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claim, suit, action or other legal proceeding regarding any actual or alleged breach of FIPPA or this Schedule,
including but not limited to a Breach Incident.

18. Default & Termination

a) Notwithstanding anything in the Agreement to the contrary, the Service Provider agrees that a Material
Breach of this Schedule will entitle the HO to terminate this Agreement immediately upon written notice.

b) Without limiting the generality of the foregoing, the Service Provider agrees that in addition to any other
legal rights or remedies the HO may have for a breach of this Schedule, the HO has the right to an injunction
or other equitable relief in any court of competent jurisdiction enjoining a threatened, anticipated or actual
breach of this Schedule or FIPPA by the Service Provider.

19, Change of Law & Amendment

a) In the event of any change in the circumstances of either Party, Applicable Law, including FIPPA, or any
foreign laws applicable to the Service Provider or the HO that would affect, in the reasonable opinion of the
HO, (i) either party’s ability to perform its obligations under this Schedule, or (ii) the effectiveness or
sufficiency of this Schedule in ensuring best practices and legal compliance in relation to privacy and data
security, the HO will have the right to require the Service Provider to engage in negotiations to address any
such issues by amendment to the Schedule or otherwise. If the Parties are unable to reach agreement or if
the changes in law or circumstances cannot reasonably be addressed by agreement, then the HO may
terminate the Agreement upon the provision of written notice to the Service Provider with effect on the
date specified in such notice.

b) The Service Provider will promptly notify the HO’s Chief Privacy Officer and Chief Security Officer, in writing
of any fact or circumstance, including a change in law, which has, or may reasonably be expected to have, a
material adverse impact on the Service Provider’s ability to fully comply with this Schedule. Upon receiving
such notice, the HO may, at its option, terminate the Agreement upon the provision of written notice to the
Service Provider with effect on the date specified in such notice.

20. No Withholding

The Service Provider will not be entitled to, and hereby waives any and all right to, withhold any Records from
the HO in order to enforce any alleged payment obligation or in connection with any dispute relating to the
terms of the Agreement or any other matter between the HO and the Service Provider.

21. Return or Destruction of the Record Upon Request

a)  Except as otherwise specified in the Agreement, the Service Provider will retain the Data and Records
until it is provided with a written direction from the HO regarding its return or destruction.

b) Upon the expiry or earlier termination of the Agreement or, at any time upon the written request of the
HO, the Service Provider will promptly and at its own cost, (i) return or deliver all Records, including any
copies thereof, to the HO; or (ii) securely destroy, according to the HO’s instructions, all Data and Records,
including any copies thereof, in any form or format whatsoever in the Service Provider’s possession
constituting or based upon the Data and, upon the HO’s request, will provide a completed Certificate of
Destruction in a form satisfactory to the HO. After a request is made under this section 21, the Service
Provider will not retain or use any Records for any purpose without the prior written consent of the HO.
If, for any reason, the Service Provider retains any Data or Records following the termination or expiry of
the Agreement, the Service Provider’s obligations to protect and maintain the confidentiality and security
of the Records and Data pursuant to this Schedule will continue in full force and effect.

c)  Unlessotherwise directed by HO, if the Service Provider is directed or otherwise required by this Schedule
to destroy Records, the Service Provider will ensure that the destruction occurs as follows: (i) Data
erasure will be accomplished by software erasure or by physical destruction of the media; (ii) Software
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erasure and physical destruction will be at a minimum to NIST 800-88 standard, as updated, amended or
replaced from time to time; (iii) physical destruction of paper media will occur by burning, cross-cut
shredding, or pulping. The Service Provider will maintain records documenting all Record destruction.

22. General

a) If a provision of this Schedule or the Agreement (including any direction given by the HO under this
Schedule) conflicts with a requirement of FIPPA, the conflicting provision of the Schedule or Agreement
(or direction) will be inoperative to the extent of the conflict.

b) Unless otherwise expressly provided in the Agreement, if a provision of this Schedule is inconsistent or
conflicts with a provision of the Agreement, the conflicting or inconsistent provision in the Agreement
will be inoperative to the extent of the conflict.

c) The Service Provider expressly acknowledges and agrees that this Schedule is binding on the Service
Provider notwithstanding any Conflicting Foreign Order or the laws of any jurisdiction outside of Ganada
purporting to compel disclosure or production of the Records or otherwise conflicting with this Schedule
and that it will comply with the provisions set out in section 13 of this Schedule.

d) The Service Provider’s obligations under this Schedule will continue despite the expiry or earlier
termination of the Agreement.

e) Except as otherwise provided in this Schedule, no amendments to this Schedule will be effective unless
made in writing and agreed to by the Parties.
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From: Massey, Christine MMHA:EX (Christine.Massey@gov.bc.ca)

To: XT:HLTH Eliopoulos, Vivian (Vivian.Eliopoulos@vch.ca)

Cec: Sturtevant, Darryl MMHA:EX (Darryl.Sturtevant@gov.bc.ca); XT:HLTH Daly, Patty
(Patty.Daly@vch.ca); Compton, Miranda [VCH] (Miranda.Compton(@vch.ca)

Subject: DULF story

Sent: 09/29/2023 17:23:39

Message Body:

Vivian ? My minister asked me to flag this story for you

Falcon/Kalicum - DULF funding
CHAN

Thursday, September 28, 2023, 17:05
By Global BC Early Newsg]

Copyright

VCH response

Funding provided to DULF is restricted by contract for:
the development, implementation and delivery of the drug checking program
training in overdose prevention, recognition and response for DULF members
Harm reduction supplies and equipment
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